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—— Abstract

We consider networks of processes that all execute the same finite-state protocol and communicate
via a rendez-vous mechanism. When a process requests a rendez-vous, another process can respond
to it and they both change their control states accordingly. We focus here on a specific semantics,
called non-blocking, where the process requesting a rendez-vous can change its state even if no
process can respond to it. In this context, we study the parameterised coverability problem of a
configuration, which consists in determining whether there is an initial number of processes and an
execution allowing to reach a configuration bigger than a given one. We show that this problem is
EXPSPACE-complete and can be solved in polynomial time if the protocol is partitioned into two
sets of states, the states from which a process can request a rendez-vous and the ones from which
it can answer one. We also prove that the problem of the existence of an execution bringing all
the processes in a final state is undecidable in our context. These two problems can be solved in
polynomial time with the classical rendez-vous semantics.

2012 ACM Subject Classification Theory of computation — Formal languages and automata theory
Keywords and phrases Parameterised verification, Coverability, Counter machines

Digital Object Identifier 10.4230/LIPIcs..2023.

1 Introduction

Verification of distributed/concurrent systems. Because of their ubiquitous use in applications
we rely on constantly, the development of formal methods to guarantee the correct behaviour
of distributed/concurrent systems has become one of the most important research directions
in the field of computer systems verification in the last two decades. Unfortunately, such
systems are difficult to analyse for several reasons. Among others, we can highlight two
aspects that make the verification process tedious. First, these systems often generate a large
number of different executions due to the various interleavings generated by the concurrent
behaviours of the entities involved. Understanding how these interleavings interact is a
complex task which can often lead to errors at the design-level or make the model of these
systems very complex. Second, in some cases, the number of participants in a distributed
system may be unbounded and not known a priori. To fully guarantee the correctness of such
systems, the analysis would have to be performed for all possible instances of the system,
i.e., an infinite number of times. As a consequence, classical techniques to verify finite state
systems, like testing or model-checking, cannot be easily adapted to distributed systems and
it is often necessary to develop new techniques.

Parameterised verification. When designing systems with an unbounded number of parti-
cipants, one often provides a schematic program (or protocol) intended to be implemented by
multiple identical processes, parameterised by the number of participants. In general, even
if the verification problem is decidable for a given instance of the parameter, verifying all
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possible instances is undecidable ([3]). However, several settings come into play that can be
adjusted to allow automatic verification. One key aspect to obtain decidability is to assume
that the processes do not manipulate identities and use simple communication mechanisms
like pairwise synchronisation (or rendez-vous) [13], broadcast of a message to all the entities
[10] (which can as well be lossy in order to simulate mobility [6]), shared register containing
values of a finite set [11], and so on (see [9] for a survey). In every aforementioned case, all the
entities execute the same protocol given by a finite state automaton. Note that parameterised
verification, when decidable like in the above models, is also sometimes surprisingly easy,
compared to the same problem with a fixed number of participants. For instance, liveness
verification of parameterised systems with shared memory is PSPACE-complete for a fixed
number of processes and in NP when parameterised [7].

Considering rendez-vous communication. In one of the seminal papers for the verification
of parameterised networks [13], German and Sistla (and since then [4, 14]) assume that the
entities communicate by “rendez-vous”, a synchronisation mechanism in which two processes
(the sender and the receiver) agree on a common action by which they jointly change their
local state. This mechanism is synchronous and symmetric, meaning that if no process is
ready to receive a message, the sender cannot send it. However, in some applications, such
as Java Thread programming, this is not exactly the primitive that is implemented. When
a Thread is suspended in a waiting state, it is woken up by the reception of a message
notify sent by another Thread. However, the sender is not blocked if there is no suspended
Thread waiting for its message; in this case, the sender sends the notify anyway and the
message is simply lost. This is the reason why Delzanno et. al. have introduced non-blocking
rendez-vous in [5] a communication primitive in which the sender of a message is not blocked
if no process receives it. One of the problems of interest in parameterised verification is the
coverability problem: is it possible that, starting from an initial configuration, (at least)
one process reaches a bad state? In [5], and later in [19], the authors introduce variants
of Petri nets to handle this type of communication. In particular, the authors investigate
in [19] the coverability problem for an extended class of Petri nets with non-blocking arcs,
and show that for this model the coverability problem is decidable using the techniques of
Well-Structured Transitions Systems [1, 2, 12]. However, since their model is an extension of
Petri nets, the latter problem is EXPSPACE-hard [16] (no upper bound is given). Relying on
Petri nets to obtain algorithms for parameterised networks is not always a good option. In
fact, the coverability problem for parameterised networks with rendez-vous is in P[13], while
it is EXPSPACE-complete for Petri nets [18, 16]. Hence, no upper bound or lower bound can
be directly deduced for the verification of networks with non-blocking rendez-vous from [19].

Our contributions. We show that the coverability problem for parameterised networks with
non-blocking rendez-vous communication over a finite alphabet is EXPSPACE-complete. To
obtain this result, we consider an extension of counter machines (without zero test) where
we add non-blocking decrement actions and edges that can bring back the machine to its
initial location at any moment. We show that the coverability problem for these extended
counter machines is EXPSPACE-complete (Section 3) and that it is equivalent to our problem
over parameterised networks (Section 4). We consider then a subclass of parameterised
networks — wait-only protocols — in which no state can allow to both request a rendez-vous
and wait for one. This restriction is very natural to model concurrent programs since when a
thread is waiting, it cannot perform any other action. We show that coverability problem
can then be solved in polynomial time (Section 5). Finally, we show that the synchronization
problem, where we look for a reachable configuration with all the processes in a given state,
is undecidable in our framework, even for wait-only protocols (Section 6).
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Due to lack of space, some proofs are only given in the appendix.

2 Rendez-vous Networks with Non-Blocking Semantics

For a finite alphabet X, we let ¥* denote the set of finite sequences over ¥ (or words). Given
w € ¥*, we let |w| denote its length: if w = wyg ... w,—1 € ¥*, then |w| = n. We write N to
denote the set of natural numbers and [7, j] to represent the set {k € N|i < k and k < j}
for 7,7 € N. For a finite set F, the set N¥ represents the multisets over E. For two elements
m,m’ € NP we denote m + m’ the multiset such that (m + m’)(e) = m(e) + m/(e) for all
e € E. We say that m < m/ if and only if m(e) < m/(e) for all e € E. If m < m/, then
m’ — m is the multiset such that (m’ —m)(e) = m’(e) — m(e) for all e € E. Given a subset
E' C E and m € NE| we denote by ||m||z/ the sum S.cprm(e) of elements of E’ present in
m. The size of a multiset m is given by ||m|| = ||m||g. For e € E, we use sometimes the
notation (e§ for the multiset m verifying m(e) =1 and m(e’) =0 for all ¢’ € E'\ {e} and,
to represent for instance the multiset with four elements a, b, b and ¢, we will also use the
notations {a,b,b,c§ or {a,2-b,c§.

2.1 Rendez-Vous Protocols

We can now define our model of networks. We assume that all processes in the network follow
the same protocol. Communication in the network is pairwise and is performed by rendez-vous
through a finite communication alphabet 3. Each process can either perform an internal
action using the primitive 7, or request a rendez-vous by sending the message m using the
primitive Im or answer to a rendez-vous by receiving the message m using the primitive ?m (for
m € %). Thus, the set of primitives used by our protocols is RV (X) = {r}U{?m,!m | m € X}.

» Definition 2.1 (Rendez-vous protocol). A rendez-vous protocol (shortly protocol) is a tuple
P =(Q,%, ¢, qs, T) where Q is a finite set of states, ¥ is a finite alphabet, ¢;n € Q is the
initial state, g5 € Q is the final state and T C Q x RV (X) x Q is the finite set of transitions.

For a message m € X, we denote by R(m) the set of states ¢ from which the message m
can be received, i.e. states ¢ such that there is a transition (g, ?m,q’) € T for some ¢’ € Q.

A configuration associated to the protocol P is a non-empty multiset C' over @ for which
C(q) denotes the number of processes in the state ¢ and ||C|| denotes the total number
of processes in the configuration C. A configuration C is said to be initial if and only if
C(q) =0forall g € Q\ {qin}. We denote by C(P) the set of configurations and by Z(P) the
set of initial configurations. Finally for n € N\ {0}, we use the notation C,(P) to represent
the set of configurations of size n, i.e. C,(P) = {C € C(P) | ||C|| = n}. When the protocol is
made clear from the context, we shall write C, Z and C,,.

We explain now the semantics associated with a protocol. For this matter we define
the relation —p C |J,~, Cn x ({7} UX U {nb(m) | m € £}) x C, as follows (here nb(-) is a
special symbol). Given n € N\ {0} and C,C" € C,, and m € ¥, we have:

1. ¢ Lp O iff there exists (¢,7,¢') € T such that C(q) > 0 and C’' = C — {¢§ + {¢'§
(internal);

2. ¢ Bp O iff there exists (q1,!m, ¢}) € T and (g2, ?m, ¢4) € T such that C(g;) > 0 and
C(g2) > 0 and C(q1) + C(g2) > 2 (needed when ¢1 = ¢2) and C' = C' — {q1,¢25 + {4}, 45§
(rendez-vous);

3. C M’P C" iff there exists (g1, !m,q}) € T, such that C(g1) > 0 and (C —{¢1)(¢g2) =0
for all (g2, ?m,q¢5) € T and C' = C — {¢1§ + {¢}§ (non-blocking request).

XX:3
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Figure 1 Example of a rendez-vous protocol P

Intuitively, from a configuration C, we allow the following behaviours: either a process
takes an internal transition (labeled by 7), or two processes synchronize over a rendez-vous m,
or a process requests a rendez-vous to which no process can answer (non-blocking sending).

This allows us to define Sp the transition system (C(P), —p) associated to P. We will
write C' —p C’ when there exists a € {7} UX U {nb(m) | m € X} such that C %5 C’ and
denote by —7 the reflexive and tramnsitive closure of —p. Furthermore, when made clear
from the context, we might simply write — instead of —p. An ezecution is a finite sequence
of configurations p = CyC} ... such that, for all 0 < i < |p|, C; =p C;11. The execution is
said to be initial if Cy € Z(P).

» Example 2.2. Figure 1 provides an example of a rendez-vous protocol where ¢;, is the
initial state and ¢; the final state. A configuration associated to this protocol is for instance
the multiset {2-¢q1,1-q4,1 - ¢5§ and the following sequence represents an initial execution:

nb(a b c
12 gin§ 22 1gimr 055 2 1a1, 065 2 12 25,

» Remark 2.3. When we only allow behaviours of type (internal) and (rendez-vous), this
semantics corresponds to the classical rendez-vous semantics ([13, 4, 14]). In opposition,
we will refer to the semantics defined here as the non-blocking semantics where a process
is not blocked if it requests a rendez-vous and no process can answer to it. Note that
all behaviours possible in the classical rendez-vous semantics are as well possible in the
non-blocking semantics but the converse is false.

2.2 Verification Problems

We now present the problems studied in this work. For this matter, given a protocol
P =(Q,%, ¢in,qr,T), we define two sets of final configurations. The first one F5(P) = {C €
C(P) | C(qy) > 0} characterises the configurations where one of the processes is in the final
state. The second one Fy(P) ={C € C(P) | C(Q\{qs}) = 0} represents the configurations
where all the processes are in the final state. Here again, when the protocol is clear from
the context, we might use the notations F3 and Fy. We study three problems: the state
coverability problem (SCOVER), the configuration coverability problem (CCOVER) and the
synchronization problem (SYNCHRO), which all take as input a protocol P and can be stated
as follows:

Problem name ‘ Question ‘

SCOVER Are there Co € T and Cy € F3, such that Co = Cf?
CCOVER Given C € C, are there Cy € Z and C' > C, such that Cy —* C'?
SYNCHRO Are there Co € Z and Cy € Fv, such that Cy —* C¢?

SCOVER expresses a safety property: if g is an error state and the answer is negative, then
for any number of processes, no process will ever be in that error state. TERM, in another
hand, is a liveness property: if ¢ is a deadlock state (a state in which no action is possible),
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and the answer is negative, then for any number of processes, all processes together are never
blocked at the same time.

» Remark 2.4. The difficulty in solving these problems lies in the fact that we are seeking for
an initial configuration allowing a specific execution but the set of initial configurations is
infinite. The difference between SCOVER and SYNCHRO is that in the first one we ask for at
least one process to end up in the final state whereas the second one requires all the processes
to end in this state. Note that SCOVER is an instance of CCOVER but SYNCHRO is not.

» Example 2.5. The rendez-vous protocol of Figure 1 is a positive instance of SCOVER, as
shown in Example 2.2. However, this is not the case for SYNCHRO: if an execution brings a
process in ¢, this process cannot be brought afterwards to ¢;. If g is the final state, P is
now a positive instance of SYNCHRO (see Example 2.2). Note that if the final state is g4, P
is not a positive instance of SCOVER anymore. In fact, the only way to reach a configuration
with a process in gy is to put (at least) two processes in state g5 as this is the only state from
which one process can send the message b. However, this cannot happen, since from an initial
configuration, the only available action consists in sending the message a as a non-blocking
request. Once there is one process in state g5, any other attempt to put another process in
this state will induce a reception of message a by the process already in g5, which will hence
leave g5. Finally, note that for any n € N, the configuration {n - ¢3§ is coverable, even if P
with g3 as final state is not a positive instance of SYNCHRO.

3 Coverability for Non-Blocking Counter Machines

We first detour into new classes of counter machines, which we call non-blocking counter
machines and non-blocking counter machines with restore, in which a new way of decrementing
the counters is added to the classical one: a non-blocking decrement, which is an action that
can always be performed. If the counter is strictly positive, it is decremented; otherwise it is
let to 0. We show that the coverability of a control state in this model is EXPSPACE-complete,
and use this result to solve coverability problems in rendez-vous protocols.

To define counter machines, given a set of integer variables (also called counters) X, we
use the notation CAct(X) to represent the set of associated actions given by {x+, x—,x=0 |
x € X} U{L}. Intuitively, x+ increments the value of the counter x, while x— decrements it
and x=0 checks if it is equal to 0. We are now ready to state the syntax of this model.

» Definition 3.1. A counter machine (shortly CM) is a tuple M = (Loc, X, A, £;,) such that
Loc is a finite set of locations, {;, € Loc is an initial location, X is a finite set of counters,
and A C Loc x CAct(X) x Loc is finite set of transitions.

We will say that a CM is test-free (shortly test-free CM) whenever A NLoc x {x=0] x €
X} x Loc = 0. A configuration of a CM M = (Loc, X, A, ¢;,) is a pair (¢,v) where £ € Loc
specifies the current location of the CM and v € N¥X associates to each counter a natural
value. The size of a CM M is given by |M| = |Loc|+|X|+|A|. Given two configurations (¢, v)
and (¢,v") and a transition 6 € A, we define (¢,v) one (¢,v") if and only if § = (¢, 0p, )
and one of the following holds:

op= 1 and v = v'; op =x— and v'(x) = v(x) — 1 and v'(x') =
op = x+ and v'(x) = v(x) + 1 and v(x) for all x' € X \ {x};
V'(x') =w(x) for all X’ € X\ {x}; op =x=0and v(x) = 0 and v' = v.

In order to simulate the non-blocking semantics of our rendez-vous protocols with counter
machines, we extend the class of test-free CM with non-blocking decrement actions.
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» Definition 3.2. A non-blocking test-free counter machine (shortly NB-CM) is a tuple
M = (Loc, X, Ap, App, Uin) such that (Loc, X, Ap, £y,) is a test-free CM and App C Loc X
{nb(x-) | x € X} x Loc is a finite set of non-blocking transitions.

Observe that in a NB-CM, both blocking and non-blocking decrements are possible,
according to the definition of the transition relation. Again, a configuration is given by a
pair (£,v) € Loc x N¥. Given two configurations (£,v) and (£,v') and § € Ay U A, we
extend the transition relation (¢, v) 2 M (£, v") over the set A, in the following way: for
d = (¢,nb(x-),0") € Anp, we have (¢, v) nr (¢',v") if and only if v/(x) = max(0,v(x) — 1),
and v'(x') = v(x’) for all ¥’ € X \ {x}.

We say that M is an NB-CM with restore (shortly NB-R-CM) when (¢, L, ¢;,) € A for
all ¢ € Loc, i.e. from each location, there is a transition leading to the initial location with
no effect on the counters values.

For a CM M with set of transitions A (resp. an NB-CM with sets of transitions A, and
Anp), we will write (£,v) ~»pr (¢/,v") whenever there exists § € A (resp. § € A, U A,,) such
that (¢,v) Lonr (¢',v") and use ~~}; to represent the reflexive and transitive closure of ~ .
When the context is clear we shall write ~ instead of ~»,;. We let Ox be the valuation
such that Ox(x) = 0 for all x € X. An execution is a finite sequence of configurations
(bo,v0) ~ (L1,v1) ~ ... ~ (Lg,v). It is said to be initial if (€p,v0) = (Yin,0x). A
configuration (¢, v) is called reachable if (£;,,0x) ~~* (¢,v).

We shall now define the coverability problem for (non-blocking test-free) counter machines,
which asks whether a given location can be reached from the initial configuration. We denote
this problem COvER[M], for M € {CM, test-free CM, NB-CM, NB-R-CM}. It takes as input
a machine M in M (with initial location ¢;, and working over a set X of counters) and a
location £ and it checks whether there is a valuation v € N¥ such that (£;,,,0x) ~* ({7, v).

In the rest of this section, we will prove that COVER[NB-R-CM] is EXPSPACE-complete.
To this end, we first establish that COVER[NB-CM] is in EXPSPACE, by an adaptation of
Rackoff’s proof which shows that coverability in Vector Addition Systems is in EXPSPACE
[18]. This gives also the upper bound for NB-R-CM, since any NB-R-CM is a NB-CM. This
result is established by the following theorem, whose proof is omitted due to lack of space.

» Theorem 3.3. CovER|NB-CM] and CoVvER[NB-R-CM] are in EXPSPACE.

To obtain the lower bound, inspired by Lipton’s proof showing that coverability in Vector
Addition Systems is EXPSPACE-hard [8, 16], we rely on 2EXP-bounded test-free CM. We say
that a CM M = (Loc, X, A, ¢;,) is 2EXP-bounded if there exists n € O(|M]|) such that any
reachable configuration (¢, v) satisfies v(x) < 22" for all x € X. We use then the following
result.

» Theorem 3.4 ([8, 16]). COVER[2ExP-bounded test-free CM] is EXPSPACE-hard.

We now show how to simulate a 2EXP-bounded test-free CM by a NB-R-CM, by carefully
handling restore transitions that may occur at any point in the execution. We will ensure
that each restore transition is followed by a reset of the counters, so that we can always
extract from an execution of the NB-R-CM a correct initial execution of the original test-free
CM. The way we enforce resetting of the counters is inspired by the way Lipton simulates
0O-tests of a CM in a test-free CM. As in [16, 8], we will describe the final NB-R-CM by means
of several submachines. To this end, we define procedural non-blocking counter machines that
are NB-CM with several identified output states: formally, a procedural-NB-CM is a tuple
N = (Loc, X, Ap, Anp, Lin, Lowt) such that (Loc, X, Ay, App, in) is & NB-CM, L,,: C Loc,
and there is no outgoing transitions from states in L ;.
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Figure 2 The NB-R-CM N
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Figure 3 Description of Rsto

Now fix a 2EXP-bounded test-free CM M = (Loc, X, A, ¢;,), 5 € Loc the location to be
covered. There is some ¢, such that, any reachable configuration (¢,v) satisfies v(x) < 92!
for all x € X, fix n = ¢|M|. We build a NB-R-CM N as pictured in Figure 2. The goal of the
procedural NB-CM RstInc is to ensure that all counters in X are reset. Hence, after each
restore transition, we are sure that we start over a fresh execution of the test-free CM M. We
will need the mechanism designed by Lipton to test whether a counter is equal to 0. So, we
define two families of sets of counters (Y;)o<i<n and (Y;)o<i<n as follows. Let Y; = {y;,z;,s;}
and Y; = {¥,,2;,8:;} forall0<i<nand Y, = X and Y, = 0 and X' = Uo<i<n Yi uY,.
All the machines we will describe from now on will work over the set of counters X.
Procedural-NB-CM TestSwap,(x). We use a family of procedural-NB-CM defined in [16, 8]:
forall 0 <i < n, for all X € Y, TestSwap, (%) is a procedural-NB-CM with an initial location
£37* and two output locations £I5%* and (1S, It tests if the value of X is equal to 0, using
the fact that the sum of the values of x and X is equal to 22", If ¥ = 0, it swaps the values of
x and %, and the execution ends in the output location £75%*. Otherwise, counters values are
left unchanged and the execution ends in ¢I5:%*. In any case, other counters are not modified

by the execution. Note that TestSwap;(x) makes use of variables in {J,,; Y; UY.

XX:7

Procedural NB-CM Rst;. We use these machines to define a family of procedural-NB-CM (Rst;)o<i<n

that reset the counters in Y; UY;, assuming that their values are less than or equal to 22", Let
0 <i <mn, we let Rst; = (Loc™ X', AM* AN /& (/%1 1) The machine Rsty is pictured
Figure 3. For all 0 < ¢ < n, the machine Rst;;; uses counters from Y; U Y; and procedural-
NB-CM Testswap,(2z;) and Testswap,(,) to control the number of times variables from ¥; 1
and 72»“ are decremented. It is pictured Figure 4. Observe that since Y, = X, and Y,, = 0,
the machine Rst,, will be a bit different from the picture: there will only be non-blocking
decrements over counters from Y,,, that is over counters X from the initial test-free CM M.
Ify,, 2z; (and §;) are set to 22" and y;, z; (and s;) are set to 0, then each time this procedural-
NB-CM takes an outer loop, the variables of Y; 41 U?Hl are decremented (in a non-blocking
fashion) 22" times. This is ensured by the properties of TestSwap,(x). Moreover, the location
550 will only be reached when the counter y, is set to 0, and this will happen after 22"
iterations of the outer loop, again thanks to the properties of TestSwap,(x). So, all in all,
variables from Y; and Y ;1 will take a non-blocking decrement 22°.22" times, that is 22 .

For all x € X', we say that x is 4nitialized in a valuation v if x € ¥; for some 0 <7 <n
and v(x) = 0, or x € Y; for some 0 < i < n and v(x) = 22", For 0 <14 < n, we say that a
valuation v € NX is i-bounded if for all x € Y; UY;, v(x) < 2%

The construction ensures that when one enters Rst; with a valuation v that is i-bounded,
and in which all variables in (Jy<;; ¥; U Y ; are initialized, the location £, is reached with
a valuation v’ such that: v/(x) =0 for all x € Y; UY,; and v/(x) = v(x) for all x ¢ Y; UY;.
Moreover, if v is j-bounded for all 0 < j < n, then any valuation reached during the execution
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remains j-bounded for all 0 < 57 < n.

Procedural NB-CM Inc;. The properties we seek for Rst; are ensured whenever the variables
in {J, <j<iY;U Y ; are initialized. This is taken care of by a family of procedural-NB-CM in-
troduced in [16, 8]. For all 0 < i < n, Inc; is a procedural-NB-CM with initial location @zc’i,
and unique output location 63‘;1 They enjoy the following property: for 0 < i < n, when
one enters Inc; with a valuation v in which all the variables in Uog j<i YU Y; are initialized
and v(x) = 0 for all x € Y;, then the location ({5 is reached with a valuation v’ such that
v'(x) = 2% for all x € Y, and v'(x) = v(x) for all other x € X’. Moreover, if v is j-bounded
for all 0 < j < n, then any valuation reached during the execution remains j-bounded for all
0<y<n.

Procedural NB-CM RstInc. Finally, let RstInc be a procedural-NB-CM with initial location
¢, and output location ¢, over the set of counters X’ and built as an alternation of Rst; and
Inc; for 0 <4 < n, finished by Rst,,. It is depicted in Figure 5. Thanks to the properties of
the machines Rst; and Inc;, in the output location of each Inc; machine, the counters in Y;
are set to 221, which allow counters in Y;4; U ?iﬂ to be set to 0 in the output location of
Rst; 1. Hence, in location £2°$", counters in Y,, = X are set to 0.

From [16, 8], each procedural machine TestSwap,(x) and Inc; has size at most C x n? for
some constant C. Hence, observe that N is of size at most B for some B € O(|M|?). One
can show that (£;,,0x) ~%; ({f,v) for some v € NX_if and only if (¢,,0x/) ~% (£,v") for
some v € NX'. Using Theorem 3.4, we obtain:

» Theorem 3.5. CovER/NB-R-CM]/ is EXPSPACE-hard.

4 Coverability for Rendez-Vous Protocols

In this section we prove that SCOVER and CCOVER problems are both EXPSPACE-complete
for rendez-vous protocols. To this end, we present the following reductions: CCOVER re-
duces to COVER[NB-CM] and COVER[NB-R-CM] reduces to SCOVER. This will prove that
CCOVER is in EXPsPACE and SCOVER is ExpsPACE-hard (from Theorem 3.3 and The-
orem 3.5). As SCOVER is an instance of CCOVER, the two reductions suffice to prove
EXPSPACE-completeness for both problems.
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Figure 9 Transitions for a non-blocking Figure 10 Verification for the coverability
sending (g,!a,q’) € T and R(a) = {p1...px} of Cr ={a1§+ {25+ -+ {as§

4.1 From Rendez-vous Protocols to NB-CM

Let P = (@, %, gin, g5, T) a rendez-vous protocol and Cr a conﬁguration of P to be covered.

We shall also decompose Cp as a sum of multisets {qi§ + {q2§ + -+ + {ds5. Observe
that there might be q; = q; for ¢ # j. We build the NB-CM M = (Loc X, Ay, Ay, bin)
with X = @. A configuration C of P is meant to be represented in M by ({;,,v), with
v(q) = C(q) for all ¢ € Q. The only meaningful location of M is then ¢;,. The other ones
are here to ensure correct updates of the counters when simulating a transition. We let
Loc = {Lin} ULl s 6o iys Gy | £ = (@00, d), 8" = (p,7a,p") € TYU {07, 47, |
t = (¢g,!a,q¢") € T,R(a) = {p1,...,pe}}U{ly | t = (¢,7.¢") € T} U{ly... L}, with final
location £y = ¢,, where R(m) for a message m € ¥ has been defined in Section 2. The
sets Ay and A, are shown Figures 6-10. Transitions pictured Figures 6-8 and 10 show
how to simulate a rendez-vous protocol with the classical rendez-vous mechanism. The
non-blocking rendez-vous are handled by the transitions pictured Figure 9. If the NB-CM M
faithfully simulates P, then this loop of non-blocking decrements is taken when the values
of the counters in R(a) are equal to 0, and the configuration reached still corresponds to a
configuration in P. However, it could be that this loop is taken in M while some counters

in R(a) are strictly positive. In this case, a blocking rendez-vous has to be taken in P, e.g.

(g,'a,q") and (p, ?a,p’) if the counter p in M is strictly positive. Therefore, the value of the
reached configuration (£;,,v) and the corresponding configuration C in P will be different:
first, C(p’) > v(q’), since the process in p has moved in the state p’ in P when there has been
no increment of p’ in M. Furthermore, all other non-blocking decrements of counters in R(a)
in M may have effectively decremented the counters, when in P no other process has left a
state of R(a). However, this ensures that C' > v. The reduction then ensures that if (¢;,,v)
is reachable in M, then a configuration C' > v is reachable in P. Then, if it is possible to
reach a configuration (¢;,,v) in M whose counters are high enough to cover g, then the
corresponding initial execution in P will reach a configuration C' > v, which hence covers
CF.

» Theorem 4.1. CCOVER over rendez-vous protocols is in EXPSPACE.

4.2 From NB-R-CM to Rendez-Vous Protocols

The reduction from COVER[NB-R-CM] to SCOVER in rendez-vous protocols mainly relies
on the mechanism that can ensure that at most one process evolves in some given set of
states, as explained in Example 2.5. This will allow to somehow select a “leader” among

XX:9



XX:10 Safety Analysis of Parameterised Networks with Non-Blocking Rendez-Vous

12
] ]
ldecy
R 7R 7L /
OF
lincy Tdecy

Figure 11 The rendez-vous protocol P built from the NB-R-CM M. Note that there is one
gadget with states {gx, gy, 1x} for each counter x € X.

the processes that will simulate the behaviour of the NB-R-CM whereas other processes will
simulate the values of the counters. Let M = (Loc, X, Ay, App, £5n) a NB-R-CM and ¢; € Loc
a final target location. We build the rendez-vous protocol P pictured in Figure 11, where
P (M) is the part that will simulate the NB-R-CM M. The locations {1, | x € X} will allow
to encode the values of the different counters during the execution: for a configuration C,
C(14) will represent the value of the counter x. We give then P(M) = (Qar, Xas, lins L5, Thr)
with Qu = Loc U {ls | § € Ay}, pr = {incy, incy, decy, decy, nbdec, | x € X}, and
T = {(4;,incy, £5), (0s, 7incy, €5) | 6 = (L, x+,0;) € Ay} U{(4;,!decy, £s), (b5, ?decy, ;) | § =
(&,X—,gj) € Ab} @] {(&7 !Dbder,Ej) | (&,nb(x—),fj) eAnb} U {(&ﬂ',gj) ‘ (fi,L,fj) S Ab}
Here, the reception of a message inc, (respectively decy) works as an acknowledgement,
ensuring that a process has indeed received the message inc, (respectively decy), and that
the corresponding counter has been incremented (resp. decremented). For non-blocking
decrement, obviously no acknowledgement is required. The protocol P = (Q, X, ¢in, ¢y, T) is
then defined with @ = Qp U {14, ¢x, ¢, | x € X} U{¢in,q,q1}, ¥ =Xy U{L,R} and T is
the set of transitions Ty along with the transitions pictured in Figure 11. Note that there is
a transition (¢,7L,q,) for all £ € Q.

With two non-blocking transitions on L and R at the beginning, protocol P can faithfully
simulate the NB-R-CM M without further ado, provided that the initial configuration
contains enough processes to simulate all the counters values during the execution: after
having sent a process in state ¢;,, any transition of M can be simulated in P. Conversely, an
initial execution of P can send multiple processes into the P(M) zone, which can mess up
the simulation. However, each new process entering P (M) will send the message L, which
will send the process already in {¢} U @s in the deadlock state ¢, , and send the message
R, which will be received by any process in {gx, ¢, | x € X}. Moreover, the construction of
the protocol ensures that there can only be one process in the set of states {¢y, ¢, | x € X}.
Then, if we have reached a configuration simulating the configuration (¢,v) of M, sending a
new process in the P(M) zone will lead to a configuration (¢4,,v), and hence simply mimicks
a restore transition of M. So every initial execution of P corresponds to an initial execution
of M.

» Theorem 4.2. SCOVER and CCOVER over rendez-vous protocols are EXPSPACE complete.

5 Coverability for Wait-Only Protocols

In this section, we study a restriction on rendez-vous protocols in which we assume that a
process waiting to answer a rendez-vous cannot perform another action by itself. This allows
for a polynomial time algorithm for solving CCOVER.
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5.1 Wait—Only Protocols

We say that a protocol P = (Q, X, ¢in,qr,T) is wait-only if the set of states @) can be
partitioned into Q4 — the active states — and Qw — the waiting states — with ¢z, € Qa
and:

for all ¢ € Q4, for all (¢',?m,q"”) € T, we have ¢ # g;

for all ¢ € Qw, for all (¢’,'m,q"”) € T, we have ¢’ # q and for all (¢/,7,q") € T, we have

¢ #q

From a waiting state, a process can only perform receptions (if it can perform anything),

whereas in an active state, a process can only perform internal actions or send messages.

Examples of wait-only protocols are given by Figures 12 and 13.

In the sequel, we will often refer to the paths of the underlying graph of the protocol.

Formally, a path in a protocol P = (Q, %, ¢in, g5, T') is either a control state ¢ € @ or a finite
sequence of transitions in T of the form (qo, ag, q1)(q1,a1,92) - - - (¢k, @k, gr+1), the first case
representing a path from ¢ to ¢ and the second one from ¢y to g41.-

5.2 Abstract Sets of Configurations

To solve the coverability problem for wait-only protocols in polynomial time, we rely on a
sound and complete abstraction of the set of reachable configurations. In the sequel, we
consider a wait-only protocol P = (Q, Z, ¢in, gr, T) whose set of states is partitioned into a
set of active states Q4 and a set of waiting states Q. An abstract set of configurations -y is
a pair (S, Toks) such that:

S C @ is a subset of states, and,

Toks C Qw x X is a subset of pairs composed of a waiting state and a message, and,
q & S for all (q,m) € Toks.

We then abstract the set of reachable configurations as a set of states of the underlying
protocol. However, as we have seen, some states, like states in @ 4, can host an unbounded
number of processes together (this will be the states in .S), while some states can only host a

bounded number (in fact, 1) of processes together (this will be the states stored in Toks).

This happens when a waiting state g answers a rendez-vous m, that has necessarily been
requested for a process to be in ¢. Hence, in Toks, along with a state ¢, we remember the
last message m having been sent in the path leading from g¢;, to ¢, which is necessarily in
Qw. Observe that, since several paths can lead to ¢, there can be (q,m1), (g, m2) € Toks
with m1 # my. We denote by T" the set of abstract sets of configurations.

Let v = (S, Toks) be an abstract set of configurations. Before we go into the configurations
represented by -, we need some preliminary definitions. We note st(7Toks) the set {q € Qw |
there exists m € 3 such that (¢, m) € Toks} of control states appearing in Toks. Given a
state ¢ € Q, we let Rec(q) be the set {m € X | there exists ¢’ € @ such that (q,?m,q') € T}

of messages that can be received in state ¢ (if ¢ is not a waiting state, this set is empty).

Given two different waiting states ¢; and g9 in st(7Toks), we say ¢1 and g are conflict-free in
~v if there exist m1,my € ¥ such that my # ma, (q1, m1), (¢2, m2) € Toks and m; ¢ Rec(gz)
and mg ¢ Rec(q1). We now say that a configuration C' € C(P) respects «y if and only if for
all ¢ € @ such that C(q) > 0 one of the following two conditions holds:

1. g€ S, or,
2. q € st(Toks) and C(q) = 1 and for all ¢’ € st(Toks) \ {q} such that C(¢’) = 1, we have
that ¢ and ¢’ are conflict-free.

XX:11
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Construction of intermediate states S’ and Toks”

1. S CS"” and Toks C Toks"
2. for all (p,7,p’) € T with p € S, we have p’ € "
3. for all (p,la,p’) € T with p € S, we have:
a. p' € 8" if a ¢ Rec(p’) or if there exists (q,%a,q’) € T with g € S;
b. (p',a) € Toks” otherwise (i.e. when a € Rec(p’) and for all (q,%a,q") € T, ¢ ¢ S);

4. for all (q,7a,q’) € T with q € S or (q,a) € Toks, we have ¢’ € S” if there exists (p,la,p’) € T
with p € S;
5. for all (¢,%a,q") € T with (q,m) € Toks with m # a, if there exists (p,la,p’) € T with p € S,
we have:
a. ¢ €8"if m ¢ Rec(q');
b. (¢',m) € Toks" if m € Rec(q’).

Table 1 Definition of S”, Toks” for v = (S, Toks).

Note that the condition is on states ¢ such that C(g) > 0 and not all states ¢ € @ because
it might be that some states don’t appear in S U st(Toks) (non-reachable states for instance).
Let [7y] be the set of configurations respecting 7. Note that in [y], for ¢ in S there is no
restriction on the number of processes that can be put in ¢ and if ¢ in st(Toks), it can host at
most one process. Two states from st(Toks) can both host a process if they are conflict-free.

Finally, we will only consider abstract sets of configurations that are consistent. This
property aims to ensure that concrete configurations that respect it are indeed reachable
from states of S. Formally, we say that an abstract set of configurations v = (S, Toks) is
consistent if (i) for all (¢,m) € Toks, there exists a path (qo, a0, q1)(q1,a1,42) - - - (qk, ak, q)
in P such that go € S and ag = !m and for all 1 < i < k, we have that a; = ?7m; and that
there exists (¢;, 'm;, ¢') € T with ¢} € S, and (i¢) for two tokens (q,m), (¢’,m’) € Toks either
m € Rec(q’) and m' € Rec(q), or, m ¢ Rec(q’) and m’ ¢ Rec(q). Condition (i) ensures that
processes in S can indeed lead to a process in the states from st(7oks). Condition (i7) ensures
that if in a configuration C, some states in st(7Toks) are pairwise conflict-free, then they can
all host a process together.

» Lemma 5.1. Given v € T and a configuration C, there exists C' € [v] such that C' > C
if and only if C € [y]. Checking that C € [y] can be done in polynomial time.

5.3 Computing Abstract Sets of Configurations

Our polynomial time algorithm is based on the computation of a polynomial length sequence
of consistent abstract sets of configurations leading to a final abstract set characterising in
a sound and complete manner (with respect to the coverability problem), an abstraction
for the set of reachable configurations. This will be achieved by a function F : ' — I, that
inductively computes this final abstract set starting from vy = ({gsn}, 0).

Formal definition of the function F relies on intermediate sets S” C Q and Toks’ C
Qw x X, which are the smallest sets satisfying the conditions described in Table 1. From
S and Toks, rules described in Table 1 add states and tokens to S and Toks’ from the
outgoing transitions from states in S and st(Toks). It must be that every state added to S”
can host an unbounded number of processes, and every state added to Toks” can host at
least one process, furthermore, two conflict-free states in Toks” should be able to host at
least one process at the same time.
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Figure 12 Wait-only protocol P;. Figure 13 Wait-only protocol Ps.
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Construction of state S’, the smallest set including S’ and such that:

6. for all (q1,m1), (g2, m2) € Toks” such that mi # ms and m2 € Rec(q1) and m1 € Rec(gz), we
have ¢1 € S';
7. for all (q1,m1), (g2, m2), (g3, m2) € Toks” s.t m1 # ma and (gz, ?ma1,q3) € T, we have ¢1 € S’;

8. for all (g1, m1), (g2, m2), (g3, m3) € Toks” such that m1 # ms and mq1 # ms and ms # ms
and m1 ¢ Rec(gz2), m1 € Rec(gz) and ma ¢ Rec(q1), m2 € Rec(gs), and ms € Rec(gz) and
ms € Rec(q1), we have ¢1 € S'.

Table 2 Definition of F(v) = (S’, Toks') for (S”, Toks").

» Example 5.2. Consider the wait-only protocol P; depicted on Figure 12. From ({g;n},0),
rules described in Table 1 construct the following pair (S}, Toks) = ({qin,q4},{(q1,a),
(g1,b),(gs5,¢)}). In Py, it is indeed possible to reach a configuration with as many processes
as one wishes in the state g4 by repeating the transition (gin,!d, g4) (rule 3a). On the other
hand, it is possible to put at most one process in the waiting state ¢; (rule 3b), because
any other attempt from a process in ¢;, will yield a reception of the message a (resp. b) by
the process already in ¢;. Similarly, we can put at most one process in gs5. Note that in
Toksy , the states q; and g5 are conflict-free and it is hence possible to have simultaneously
one process in both of them.

If we apply rules of Table 1 one more time to (S7, Toks)), we get SY = {qin, g2, q4, @6, q7}
and Toksy = {(q1,a), (¢1,b), (¢3,a), (g3,b), (g5, ¢)}. We can put at most one process in gs: to
add one, a process will take the transition (¢, ?c, q3). Since (q1,a), (q1,b) € Toks|, there
can be at most one process in state g1, and this process arrived by a path in which the last
request of rendez-vous was la or 1b. Since {a,b} C Rec(q3), by rule 5b, (g3, a), (g3,b) are
added. On the other hand we can put as many processes as we want in the state g7 (rule 5a):
from a configuration with one process on state gs, successive non-blocking request on letter
¢, and rendez-vous on letter d will allow to increase the number of processes in state g;.

However, one can observe that g5 can in fact host an unbounded number of processes:
once two processes have been put on states ¢; and g5 respectively (remember that ¢; and gs
are conflict-free in (S, Toks!')), iterating rendez-vous on letter ¢ (with transition (q1, ?c, q3))
and rendez-vous on letter a put as many processes as one wants on state ¢s.

This is why we need another transformation from SY, Toksy to F (S}, Toks}). As we shall
see, this transformation does not have any impact on S} and Toks; and so it holds that

F(({ain},0)) = (S, Toksy).

Note F(y) = (S', Toks'), Table 2 describes the construction of S’ from (S”, Toks"), while
Toks' = Toks" \ (S x ¥), i.e. all states added to S’ are removed from Toks' so a state belongs
either to S’ or to st(Toks').

» Example 5.3. Now the case of state g5 evoked in the previous example leads to application
of rule 7, since (gs, ¢), (q1,a) € Toksy, and (g3, a) (q1,?¢c,q3) € T. Finally, F(F({gin},0)) =

({ana q2,44,45, 46, Q7}a {(CIh CI,), (qla b)) (Q37 a)7 (Q37 b)}) Since q1 and g3 are not conﬂict—free,
they won’t be reachable together in a configuration.
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We consider now the wait-only protocol Py depicted on Figure 13. In that case, to compute
F(({gin},0)) we will first have S” = {q;n} and Toks” = {(q1,a), (q2,b), (p1,m1), (p2, m2),
(ps,ms)} (using rule 3b), to finally get F(({gin}, 0)) = ({gins a1,21}, {(a2,0), (b2, m2), (b3, ms) ).
Applying rule 6 to tokens (q1,a) and (g2, b) from Toks”, we obtain that ¢; € S’: whenever one
manages to obtain one process in state ¢o, this process can answer the requests on message a
instead of processes in state ¢;, allowing one to obtain as many processes as desired in state
q1- Now since (p1,m1), (p2, mz2) and (p3, m3) are in Toks” and respect the conditions of rule
8, p1 is added to the set S’ of unbounded states. This case is a generalisation of the previous
one, with 3 processes. Once one process has been put on state ps from g;,, iterating the
following actions: rendez-vous over mg, rendez-vous over my, non-blocking request of ms,
will ensure as many processes as one wants on state p;. Finally applying successively F', we
get in this case the abstract set ({gin, q1,¢3,P1,D2, 3,04}, {(q2,0)}).

We show that F' satisfies the following properties.

» Lemma 5.4. 1. F(v) is consistent and can be computed in polynomial time for all con-
sistent v € T'.

2. If (S, Toks') = F(S, Toks) then S # S’ (and S C S') or Toks C Toks'.

For all consistent v € I', if C € [y] and C — C’ then C' € [F(v)].

4. For all consistent v € T, if C' € [F(7)], then there exists C" € C and C € [y] such that
C">C"and C —=* C".

w

5.4 Polynomial Time Algorithm

We now present our polynomial time algorithm to solve CCOVER for wait-only protocols. We
define the sequence (v )nen as follows: 70 = ({gin},?) and ;11 = F(y;) for all 7 € N. First
note that 7 is consistent and that [yo] = Z is the set of initial configurations. Using Lemma
5.4, we deduce that ~y; is consistent for all ¢ € N. Furthermore, each time we apply F' to
an abstract set of configurations (S, Toks) either S or Toks increases, or (S, Toks) stabilises.
Hence for all n > |Q]? « |X], we have V41 = F(v,) = Yn- Let 75 = 4jgj24n)- Using Lemma
5.4, we get:

» Lemma 5.5. Given C € C, there exists Cy € Z and C' > C such that Cy —* C" if and
only if there exists C" € [ys] such that C" > C.

We need to iterate |Q|? * |X| times the function F' to compute ¢ and each computation
of F' can be done in polynomial time. Furthermore checking whether there exists C” € [v/]
such that C” > C for a configuration C' € C can be done in polynomial time by Lemma 5.1,
hence using the previous lemma we obtain the desired result.

» Theorem 5.6. CCOVER and SCOVER restricted to wait-only protocols are in PTIME.

6  Undecidability of Synchro

It is known that COVER[CM] is undecidable in its full generality [17]. This result holds for a
very restricted class of counter machines, namely Minsky machines (Minsky-CM for short),
which are CM over 2 counters, x; and xo. Actually, it is already undecidable whether there
is an execution ({4, 0%, x,3) ~* ({5,044, x,}). Reduction from this last problem gives the
following result.

» Theorem 6.1. SYNCHRO is undecidable, even for wait-only protocols.
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Figure 14 The protocol P — The coloured zone
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Fix M = (Loc, £y, {x1,%2},A) with £ € Loc the final state. W.l.o.g., we assume that there
is no outgoing transition from state £; in the machine. The protocol P is described in
Figures 14-16. The states {0;,p;, 1;,p} | ¢ = 1,2} will be visited by processes simulating
values of counters, while the states in Loc will be visited by a process simulating the different
locations in the Minsky-CM. If at the end of the computation, the counters are equal to 0, it
means that each counter has been incremented and decremented the same number of times,
so that all processes simulating the counters end up in the state £;. The first challenge is to
appropriately check when a counter equals 0. This is achieved thanks to the non-blocking
semantics: the process sends a message !zero; to check if the counter ¢ equals 0. If it is does
not, the message will be received by a process that will end up in the deadlock state ®. The
second challenge is to ensure that only one process simulates the Minsky-CM in the states
in Loc. This is ensured by the states {w,w’}. Each time a process arrives in the ¢;, state,
another must arrive in the w’ state, as a witness that the simulation has begun. This witness
must reach £; for the computation to be a testifier of a positive instance of SYNCHRO, but it
should be the first to do so, otherwise a process already in £¢ will receive the message “w”
and reach the deadlock state @. Thus, if two processes simulate the Minsky-CM, there will
be two witnesses, and they won’t be able to reach £; together.

7 Conclusion

We have introduced the model of parameterised networks communicating by non-blocking
rendez-vous, and showed that safety analysis of such networks becomes much harder than in
the framework of classical rendez-vous. Indeed, CCOVER and SCOVER become EXPSPACE-
complete and SYNCHRO undecidable in our framework, while these problems are solvable
in polynomial time in the framework of [13]. We have introduced a natural restriction of
protocols, in which control states are partitioned between active states (that allow requesting
of rendez-vous) and waiting states (that can only answer to rendez-vous) and showed that
CCOVER can then be solved in polynomial time. Future work includes finding further
restrictions that would yield decidability of SYNCHRO. A candidate would be protocols in
which waiting states can only receive one message. Observe that in that case, the reduction
of Section 6 can be adapted to simulate a test-free CM, hence SYNCHRO for this subclass of
protocols is as hard as reachability in Vector Addition Systems with States, i.e. non-primitive
recursive [15]. Decidability remains open though.
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A Proofs of Section 3

We present here the omitted proofs of Section 3.

A.1  Proof of Theorem 3.3

We will in fact prove the EXPSPACE upper bound for a more general model: Non-Blocking
Vector Addition Systems (NB-VAS). A NB-VAS is composed of a set of transitions over
vectors of dimension d, sometimes called counters, and an initial vector of d non-negative
integers, like in VAS. However, in a NB-VAS, a transition is a pair of vectors: one is a vector
of d integers and is called the blocking part of the transition and the other one is a vector of
d non-negative integers and is called the non-blocking part of the transition.

» Definition A.1. Letd € N. A Non-blocking Vector Addition System (NB-VAS) of dimension
d is a tuple (T,vo) such that T C Z¢ x N% and vy € N9,

Formally, for two vectors v,v’ € N?, and a transition ¢t = (ty,t,;) € T, we write v Lol if
there exists v € N such that v = v+, and, for all i € [1,d], v/(i) = max(0,v" (i) — t.s(i))-
We write ~ for UteT 4. We define an execution as a sequence of vectors vyvs ... v such
that for all 1 <i < k, v; ~ v;41.

Intuitively, the blocking part ¢, of the transition has a strict semantics: to be taken, it
needs to be applied to a vector large enough so no value goes below 0. The non-blocking part
tnp can be taken even if it decreases some component below 0: the corresponding component
will simply be set to 0.

We can now define what is the SCOVER problem on NB-VAS.

» Definition A.2. SCOVER problem for a NB-VAS V = (T, vinit) of dimension d € N and a
target vector vy, asks if there exists v € N?, such that v > vy and Vi ~* v,

Adapting the proof of [18] to the model of NB-VAS yields the following result.
» Lemma A.3. The SCOVER problem for NB-VAS is in EXPSPACE.

Proof. Fix a NB-VAS (T, v;pni:) of dimension d, we will extend the semantics of NB-VAS to
a slightly relazed semantics: let v,v’ € N? and t = (ty,t,3) € T, we will write v 2, v when
forall 1 <j <d, v'(j) = max(0, (v + tp — tnp)(4))-

Note that v ~» v’ implies that v L, v but the converse is false: consider an NB-VAS of
dimension d = 2, with ¢t = (¢5,t,5) € T such that t, = (—3,0) and ¢,, = (0,1), and let
v = (1,2) and v' = (0,1). One can easily see that there does not exist v" € N? such that
v = v+t as 1 —3 < 0. So, t cannot be taken from v and it is not the case that v ~» v/,
however, v Lo

We use — for (J,epr S

Let J C [1,d], a path vg — v1 — ... — vy, is said to be J-correct if for all v; such that
i < m, there exists t = (tp,tnp) € T, such that v; 4 vi41 and for all j € J, (v; +)(j) > 0.
We say that the path is correct if the path is [1, d]-correct.

It follows from the definitions that for all v,v’ € N, v ~* ¢/ if and only if there exists a
correct path between v and v’.

Fix a target vector vy € N, and define N = |vs| + maxs, 1, er(|ts] + |tns|), where || is
the norm 1 of vectors in Z%. Let p =vg — v1 — ... — v, and J C [1,d]. We say the path
p is J-covering if it is J-correct and for all j € J, v,,(§) > vy(j). Let r € N, we say that p
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is (J,7)-bounded if for all v;, for all j € J, v;(j) < r. Let v € N¢, we define m(J,v) as the
length of the shortest J-covering path starting with v, 0 if there is none.

Note J; = {J C [1,d] | |J| = i} and define the function f as follows: for 1 < i < d,
(i) = max{m(J;,v) | J; € Ji,v € N4}. We will see that f is always well defined, in N.

> Claim A4, f(0) =
Proof. From any vector v € N?, the path with one element v is (-covering. <
> Claim A5, Forall 0 <i<d, f(i +1) < (N - f(i)™ + f(3).

Proof. Let J € Ji;1 and v € N such that there exists a J-covering path starting with v.
1 m
Note p = vg LA v, the shortest such path.

First case: p is (J, N.f(i))-bounded. Assume, for sake of contradiction, that for some
k<, forall j €J, vi(j) = ve(j). Then we show that vg — ... v — Tpq1 ... — Ty is also a
J-correct path, with the vectors (Up)e<e<m, defined as follows.

Bea1 () ve1(7) for all j € J
(o 1) =
i max (0, (v (j) +t5 1 (§) — t531(5))) otherwise.

And forall £+ 1 < ¢ <m,

70 (j) ver () forall j € J
U,/ = ’ /
77 max(0, @e—1 () + £ () — ££,(j)))  otherwise.

Then vg — ...V — Upg1 ... — U is also a J-correct path. Indeed, since vg () = ve(j)
for all j € J, we have that Tey1(j) = ver1(j) = max(0, (ve(§) + 5T (4) — t531 () =
max (0, (vg(§) +t5 7 (§) — 551 (5))). Moreover, for j € J, since ve(j) +t; 7 (j) > 0, we get that

vk (§) + 57 (j) > 0. By definition, for j ¢ J, Tpi1(j) = max(0, (vg(j )th“'l( ) =t (5))).
2

241 tl

+1 .
Hence, vy, —'  Upy1, and vy — Vg —' Wgyq is J-correct. Now let £ < £ < m.
/

tf Jrl(j) _

By definition, for j € J, Tp41(j) = ver +1( ). Then, Ty 11(j) = max(0, (ve (j) + ¢,

t71())) = max(0, (We () + ) T () —
that for j € J, ve(j) —l—tz *1(4) > 0, hence Ty (5) —|—t£ () > 0. For j ¢ J, ’Ueurl(j) =
o 41 1 o' +1

)
max (0, (Te (§) + tL T1(5) — t511())). So By —' 7 Tpyy, and vg —1 . vp =" Tpyy is
J-correct.
Then, p' = vy — ...V, — Up41 ... — Uy is & J-correct path, and since Ty, (j) = vy, (j) for
all j € J, it is also J-covering, contradicting the fact that p is minimal.
Hence, for all k < ¢, there exists j € J such that vy (j) # ve(j). The length of such a path
is at most (N.£())*, so m(J,0) < (N.F(@)™* < (N.F(@)™* + 1),

t £51(5))). Again, since p is J-correct, we deduce

Second case: p is not (J, N.f(i))-bounded. We can then split p into two paths p;pa
such that p; is (J, N.f(i))-bounded and ps = v} ... v}, is such that v{(j) > N.f(i) for some
j € J. As we have just seen, |p;| < (N.f(7))" .

Note J' = J\ {j} with j such that v(j) > N.f(i). Note that py is J’'-covering, therefore,
by definition of f, there exists a J'-covering execution p = wy ... wy with wg = v{, and
such that |p| < f(i). Also, by definition of N, for all 1 < j' < d, for all (¢p,tnp) € T,
N > |ty (5)] + [tap(5")], then #,(5') > —N, and #,(j') — tas(j') > —N. Hence, for all v € N%,
1 < 4 <d, and ¢ € N such that v(j') > N + ¢, for all (¢,t b) eT, (W+t)() > ¢
and (v + tp — tup)(j’) > ¢. Now, since wy = v}, we get wo(j) > N.f(i). We deduce two
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things: first, for all 0 < £ < k, if t = (t,tnp) € T is such that wy —* wey1, it holds that
(we + ) (5) > N.(f(i) — € —1). Since k = f(i) — 1, it yields that p is J-correct. Second, for
all 0 <0<k, we(j) > N(f(i) —¥). Again, k = f(i) — 1, so wi(j) > N > v¢(j). Hence p is
also J-covering.

Since p is the shortest J-covering path, we conclude that |p| < (N.f (i) + f(i), and so
m(J,v) < (N.f(i)) + f(i). <

We define a function g such that g(0) = 1 and g(i + 1) = (N + 1)%(g(i))¢ for 0 < i < d;
then f(i) < g(i) for all 1 < i < d. Hence, f(d) < g(d) < (N + 1)¢""" < 22""*" for some
n > max(d, N, |vini|) and a constant ¢ which does not depend on d, vy, nor vy or the
NB-VAS. Hence, we can cover vector vy from v, if and only if there exists a path (from
Vinit) Of length < 22" 5" which covers v¢. Hence, there is a non-deterministic procedure
that guesses a path of length < 92m e " checks if it is a valid path and accepts it if and
only if it covers vy. As |vinit] < n, |vf] < n and for all (t,tn) € T, |to] + [tns] < n, this
procedure takes an exponential space in the size of the protocol. By Savitch theorem, there
exists a deterministic procedure in exponential space for the same problem. |

We are now ready to prove that the SCOVER problem for NB-VAS is as hard as the
SCOVER problem for NB-CM.

» Lemma A.6. CovER/NB-CM]/ reduces to SCOVER in NB-VAS.

Proof. Let a NB-CM M = (Loc, X, Ay, App, £4n), for which we assume wlog that it does not
contain any self-loop (replace a self loop on a location by a cycle using an additional internal
transition and an additional location). We note X = {x1,...,%,,}, and Loc = {¢1 ... 4},
with ¢, = {3, and £, = ¢y, and let d = k + m. We define the NB-VAS V = (T, vj,3;) of
dimension d as follows: it has one counter by location of the NB-CM, and one counter by
counter of the NB-CM. The transitions will ensure that the sum of the values of the counters
representing the locations of M will always be equal to 1, hence a vector during an execution
of V' will always represent a configuration of M. First, for a transition § = (¢;, op, £y/) € A,
we define (ts,t5) € Z% x N by t5(i) = —1,t5(i') = 1 and,

if op = L, then t5(y) = 0 for all other 1 <y < d, and t§ = 04 (where 04 is the null vector
of dimension d), i.e. no other modification is made on the counters.

if op = x;+, then t5(k + j) = 1, and ¢5(y) = 0 for all other 1 <y < d, and t§ = 0y, i.e.

the blocking part of the transition ensures the increment of the corresponding counter,
while the non-blocking part does nothing.

if op = x;—, then ts(k + j) = —1, and ¢5(y) = 0 for all other 1 < y < d, and t§ = 0g4, i.e.

the blocking part of the transition ensures the decrement of the corresponding counter,
while the non-blocking part does nothing. .

if op = nb(x;-), then t5(y) = 0 for all other 1 <y < d, and t5(k+j) = 1 and tj(y) = 0 for
all other 1 < y < d, i.e. the blocking part of the transition only ensures the change in the
location, and the non-blocking decrement of the counter is ensured by the non-blocking
part of the transition.

We then let T = {ts5 | 6 € A}, and vg is defined by vipn+(1) = 1 and v (y) = 0 for all
2 <y <d. We also fix vy by vy(k) =1, and vy(y) = 0 for all other 1 <y < d. One can
prove that vy is covered in V' if and only if ¢; is covered in M. <

Putting together Lemma A.3 and Lemma A.6, we obtain the proof of Theorem 3.3.
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A.2 Proof of Theorem 3.5

In this subsection, we prove Theorem 3.5 by proving that the SCOVER[NB-R-~-CM] problem
is EXPSPACE hard. Put together with Theorem 3.3, it will prove the EXPSPACE-completeness
of SCOVER[NB-R-CM].

A.2.1 Proofs on the Pocedural NB-CM Defined in Section 3

We formalize some properties on the procedural NB-CM presented in Section 3 used in the
proof.
As for the procedural NB-CM TestSwap,, we use this proposition from [16, 8].

» Proposition A.7 ([16, 8]) Let 0 <i<mn, andx € Y;. For all v,o' € NX'| for ( €
{0585x g180xY e have (01", v) ~* (£,0") in TestSwap,(T) if and only if:

(PreTest1): for all 0 < j < i, for all X; € Y, v(x;) = 22’ qnd forallx; €Y, v(x;) =0;
(PreTest2): v(3;) = 2% and v(s;) = 0;
(PreTest3): v(x) +v(x) = 2%';

(PostTest1): For ally ¢ {x,%}, v'(y) = v(y);
(PostTest2): either (i) v(X) = v/'(x) =0, v(x) = v'(X) and £ = L%, or (ii) v'(X) = v(X) > 0,
v'(x) = v(x) and £ = (F50*,

Moreover, if for all 0 < j < n, and any counter x € Y; UY;, v(x) < 22j, then for all
0 <j <n, and any counter x € Y; UY ;, the value of x will never go above 2% during the
execution.

Note that for a valuation v € NX' that meets the requirements (PreTest1), (PreTest2)
and (PreTest3), there is only one configuration (£,v') with ¢ € {¢T%* ¢1S:4x} such that
(lin, ) ~* (£,0).

Procedural NB-CM Rst;.

We shall now prove that the procedural NB-CMs we defined and displayed in Section 3 meet
the desired requirements. For all 0 < ¢ < n, any procedural NB-CM Rst; has the following

property:
» Proposition A.8. For all0 < i <n, for allv e NX such that

(PreRst1): for all 0 < j <i, for allx €Y, v(%) = 22 and for all x € Y;, v(x) =0,
for all v € NX' | if (637 v) ~* (&7, v') in Rsty then

(PostRst1): for allx € Y; UY;, v/(x) = max(0,v(x) — 22i),
(PostRst2): for allx ¢ Y; UY ;, v'(x) = v(x).

Proof of Proposition A.8. For Rsty, (PreRstl) trivially holds, and it is easy to see that
(PostRst1) and (PostRst2) hold. Now fix 0 < ¢ < n, and consider the procedural-
NB-CM Rstiyq. Let vy € NX" such that for all 0 <j<i+1, forallx €Y, vo(X) = 22" and
for all x € Y, vo(x) = 0, and let vy such that (€57, v) ~T (€%, v;) in Rst;.
First, we show the following property.

Property (+): if there exist v,v’ € NX' such that v(Z;) = k, (£1"%,v) ~* (559%,0') with
no other visit of £I5%% in between, then v'(Z;) = 2%, v/(z;) = 0, for all x € Yj 11 UY 41,
v'(x) = max(0,v(x) — k), and v'(x) = v(x) for all other x € X’.
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If k = 0, then Proposition A.7 ensures that v/(2;) = 22', v/(z;) = 0, and for all other
x € X', v/(x) = v(x). Otherwise, assume that the property holds for some k& > 0 and consider
((T35Z ) ws* ({5842 o) with no other visit of 7% in between, and v(z;) = k + 1. Here,
since v(z;) = k + 1, Proposition A.7 and the construction of the procedural-NB-CM ensure
that (£17%,v) ~* ((1992 ) v (657 0) ~o® (05992 1) with v () = k, v1(z) = v(z) + 1,

for all x € Yit1 UY iy, vi(x) = max(0,v(x) — 1), and for all other x € X', v1(x) = v(x).

Induction hypothesis tells us that (€157 vy) ~* (562 o) with o/(Z;) = 22, v/(z;) = 0, for

all x € Y;y1 UY 41, v'(x) = max(0,v(x) — k — 1), and v/(x) = v(x) for all other x € X".
Next, we show the following. v

Property (+x): if there exist v,v € N¥' such that v(y,) = k, v(z;) = 2%, v(z;) = 0, and

(3559 0) ~s* (02557 o) with no other visit of /27 in between, then v/(¥;) = 2%, v/(7;) = 0,

wm

for all x € Yiy1 UY 41, v/(x) = max(0, v(x) — k.22), and v/(x) = v(x) for all other x € X'.

If k = 0, then Proposition A.7 ensures that v/(y;) = 22" /(y;) = 0, and v/ (x) = v(x) for
all other x € X’. Otherwise, assume that the property holds for some k£ > 0 and consider
(055 ) ~* (£25%Y ') with no other visit of £V in between, and v(y;) = k + 1. Again,
since v(y,;) = k + 1, Proposition A.7 and the construction of the procedural-NB-CM ensure
that (5559, 0) ~* (557,0) v (551 0) o (0597, 07) o (6997, 01) = (37, 00), with
ul(¥;) = 0(F;) =1 =k, vi(yi) = o(ya) + 1, v1(Zi) = v(Z) =1 =22 =1, vi(z;) = v(zs) +1 =1,
for all x € Y41 UY 41, v1(x) = max(0,v(x) — 1), and for all other x € X', v1(x) = v(x). By
Property (x), v}(Z;) = 2%, v{(z;) = 0, for all x € Y; 11 UY 11, v}(x) = max(0,v(x) — 2%),
and vj(x) = vi(x) for all other x € X’. Induction hypothesis allows to conclude that
since (€Y v)) s (5 o), 0 (3,) = 22, v'(y;) = 0, for all x € Vi UY 1q, v/(x) =
max (0, v} (x) — k.22") = max(0,v(x) — (k +1).2%"), and v/(x) = v} (x) = v(x) for all other
xe X'

Since (£, vo) ~* (650, v

_ ), we know that (£57 vg) ~* (ETSZ-Z‘,U) * (S )
(355 ) ws® (5559 47) s (Egut, vy). By construction, v(¥;) = 22 — 1, v(z;) = 2% — 1,
v(z;) =1, v(z;) = 17 for all x € Y;11 UY 41, v(x) = max(0,vo(x) — 1), and for all other

counter x, v(x) = vg(x). By Property (x), v/(z;) = 22" = vy(z;), v'(zi) = 0 = vo(z;),

for all x € Y; UY;11, v'(x) = max(0,vp(x) — 2%) and for all other x € X', v/(x) = v(x).

By Property (xx), v"(y;) = 22_1 = vo(¥;), v"(ys) = 0 = wo(y;), for all x € Y; U Yy,
v (x) = max(0,vg(x) — 22" — (22" —1).2%") = max(0, vo(x) — 22".22") = max(0, vo(x) — 2 Hl)
and for all other x € X', v"(x) = v'(x) = vo(x). <

We get the immediate corollary:

» Lemma A.9. Let 0 < i <n, and v € NX' satisfying (PreRst1) for Rst;. If v is i-bounded,
then the unique configuration such that (€%F v) ~T ((%! ') in Rst; is defined v'(x) = 0 for
allx €Y; UY; and v'(x) = v(x) for allx ¢ Y; UY;.

» Proposition A.10. Let 0 < i < n, and let v e NX' satisfying (PreRst1) for Rst;. If for
all 0 < j < n, v is j-bounded, then for all (£,v') € Loc™ x NX" such that (£, v) ~* (£,v')
in Rst;, v’ is j-bounded for all 0 < j < n.

Proof. We will prove the statement of the property along with some other properties: (1)
if £ is not a state of TestSwap,(z;) or TestSwap,(y;), then for all 0 < j < i, for all x € Y],
v'(x) = 22" and for all x € Y}, v/(x) = 0, and v'(5;) = 22" and v/(s;) = 0. (2) if £ is not a
state of TestSwap;(Z;) or TestSwap,(¥;) and if £ # A then o/ (v;) + v/(3;) = 22, and if
0 # 65" then v/ (z) +v'(Z) = 22

For Rsto, the property is trivial. Let 0 <4 <n, and a valuation v € NX' such that for
all0 < j<i forallxeY;, v(x) = 22’ and for all x € Y;, v(x) = 0, and such that, for all
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0 < j < mn,wvis j-bounded. Let now (¢,v') such that (£ v) ~* (£,v') in Rst;y;. We prove
the property by induction on the number of occurences of £12“% and £1o"Y_ If there is no
occurence of such state between in (£ ) ~* (£,0'), then, for all x € Y;UY; U{s,,s;} and
Jj#1,j#i+1, thenv'(x) = v(x) and so v’ is j-bounded. Furthermore, for x € Y;UY; 1 1UY; 41,
v'(x) < v(x), and for all x € V;, v/(x) < v(x) + 1 = 1. The property (2) is easily verified.
Hence the properties hold.

. TS,1, TS,
Assume now we proved the properties for k occurrences of £;>"% and £;>"Y and let us
TS,% TS,4
prove the clam for k 4 1 such occurrences. Note €1 € {£1o7% £1"¥} the last occurence

such that: (€27 v) ot (b, vg) ~ (brg1,veg1) ~* (€,0'). By induction hypothesis, vy, is
j-bounded for all 0 < j < n and it respects (1) and (2), and by construction, (¢, L, ¢;11) and
by # 5}}’”1, by, # Kg”’iﬂ, hence vg41 is j-bounded for all 0 < j < n and respects (PreTestl),
(PreTest2), and (PreTest3) for TestSwap,(z;) and TestSwap,(7,). As a consequence, if ¢ is a
state of one of this machine such that (¢xy1,vg+1) ~* (¢,v"), then by Proposition A.7, for
all 0 < j < n, as vy is j-bounded, so is v'.

Assume now ¢ to not be a state of one of the two machines. And keep in mind that
vp41 respects (1) and (2). Then, either £ = &5 and so v/(x) = vpyi1(x) for all x €
Y, UY; for all j # i, and v'(y;) = 22" and v/(y;) = 0 and so the claim holds, either
{e {E?T’Liﬂ,é?}”l}j/:172737475,67___,r. In this case, the execution is such that: (£xy1,vps1) ~T
Uz 15 Vkg1) ~* (6,0, where if €1 = 05577 o i1 = 2557 and otherwise £,,. 11 =
(1859, In any cases, for all j #14, j #i+1,x € Y; UY; U{s;,5i}, v'(x) = vgy1(x), hence (1)
holds and v’ is j-bounded for all j <4 and j > i+ 1.

Observe as well that for all x € Y; 11 UY ;1 1, v/(x) < vpy1(x), and so v’ is i + 1-bounded.
The last thing to prove is that (2) holds. This is direct from the fact that vi11 respects (2).

<

About the procedural NB-CM Inc;, we use this proposition from [16, §].

» Proposition A.11 ([16, 8]). For all 0 < i < n, for all v,v’ € NX', (012" v) ~* (£29° )
in Inc; if and only if:

(Prelncl) for all 0 < j <, for all x € Y;, v(x) = 2%’ and for all x € Y;, v(x) =0;
(Prelnc2) for allx € Yy, v(x) =0,

(PostIncl) for allx € Y;, v'(x) = 22';

(PostInc2) for all x € Y;, v'(x) = v(x).

Moreover, if for all0 < j < n, v is j-bounded, then for all (€,v") such that (2", v) ~* (£,v")
in Inc;, then v" is j-bounded for all 0 < j < n.

Procedural NB-CM RstInc.

We shall now prove the properties in the procedural NB-CM RstInc defined in Section 3.
The next proposition establishes the correctness of the construction RstInc.

» Proposition A.12. Let v € NYX" be a valuation such that for all 0 < i < n and for all
x € YUY, v(x) < 22'. Then the unique valuation v' € NX' such that (layv) ~* (Ly,0")
in RstInc satisfies the following: for all 0 < i < n, for allx € Y;, v'(x) = 22" and for all
x €Y, v'(x) = 0. Moreover, for all (¢,v") such that (£4,v) ~* (¢,v") in RstInc, for all
0<1i<n,v" isi-bounded.

Proof of Proposition A.12. We can split the execution in (£g,v) ~ (€47, v) ~* (£20 vg) ~

(ch,o’ UO) ~* w(l)l;?()vvé) ~ (6?7’1177]6) ~* (eibltvvl) s (éizcml_lvvn—l) ~* (éii?n_la U;z—l) ~

(O™ vl ) ~* (620 0,) ~ (€, v'), with o' = v, and v = v/_,. We show that for all 0 < i < n:
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Py(i): For all x € Y; UY;, v;(x) =0, and for all x ¢ (Y; UY), v;(x) = v]_;(x).

Py(i): Forall 0 < j < i, forallx € Y;, v]_;(x) =0and forallx € Y;, v]_,(x) = 22’ and
for all other x € X', vi(x) = v;(x).

Ps(i): For all v such that (£g,v) ~* (£,v") ~* (&, v;), v is i-bounded, for all
0<i<n.

For k = 0, Lemma A.9 implies that for all x € Yy U Y, vo(x) = 0, and that for all
other x € X', vo(x) = v(x). Moreover, for all v such that (€50 v) ~* (£,0") ~* (£%° vo),
Proposition A.10 ensures that v” is i-bounded, for all 0 < ¢ < n. P5(0) is trivially true.

Let 0 < k < n, and assume that P;(k), Pa(k) and Ps(k) hold. Pi(k) and Py(k) and
Proposition A.11 imply that for all x € Yy, v}, (x) = 22k, and that for all other counter x € X',
v, (x) = vg(x). Thanks to Pi(k), P»(k+1) holds. Moreover, we also know by Proposition A.11
that for all v” such that (£25, vy) ~ (£29F vg) ~* (0,0") ~* (2% 1), v is i-bounded
for all 0 < ¢ < n. Since vj, is then i-bounded for all 0 < ¢ < n, and since P(k) holds,
Lemma A.9 implies that vj41(x) = 0 for all x € Y31 U Y1, and that, for all other x € X',
vg+1(x) = v.x). So Pi(k + 1) holds. Moreover, by Proposition A.10, for all v such that
(CE29F )~ (BFF ) ¥ (0,0) ~* (625 0 10), v s i-bounded for all 0 < i < n.
Hence P3(k + 1) holds.

By Pi(n), v'(x) = 0 for all x € Y}, and since Y,, = 0, v'(x) = 22" for all x € Y,,. Let
x ¢ (Y, UY,). Then v'(x) = v),_;(x), and by Ps(n), for all 0 < i < n, for all x € Y,
v'(x) = 22" and for all x € Y, v'(x) = 0. By Ps(n), for all (¢,v"”) such that (€4, v) ~>* (¢,0")
in RstInc, for all 0 <4 < n, v” is i-bounded. <

A.2.2 Proofs of the Reduction

We are now ready to prove Theorem 3.5, i.e. that the reduction is sound and complete. For
some subset of counters Y, we will note vy for the valuation v on counters Y, formally,
vy : ¥ — N and is equal to v on its domain.

» Lemma A.13. If there exists v € NX such that (£;,,0x) ~%; (£f,v), then there exists
v € NX' such that (£,,0x:) ~% (£5,0').

n’

Proof. From Proposition A.12, we have that (¢},,,0%) ~>% (fin,vo) where vg is such that,
forall 0 < j <n, forallx € Y, vo(x) = 22 and for all x € Y}, vo(x) = 0. By construction
of N, (bin,v0) ~% (£f,v") with v’ defined by: for all 0 <i < n, forallx € Y, v/(x) = 22
for all x € Y}, v/(x) =0, and, for all x € X, v'(x) = v(x). Note that in this path, there is no
restore step. |

» Lemma A.14. [f there exists v € NX' such that (¢}, 0x) ~% (£7,v'), then there exists
v € NX such that (£;n,0x) ~4; (£f,0).

Proof. We will note vy the function such that for all 0 < i < n, and for all x € Y;, v(x) = 22"
and for all x € Y}, vg(x) = 0. Observe that there might be multiple visits of location ¢;, in
the execution of IV, because of the restore transitions. The construction of RstInc ensures
that, every time a configuration ({;,,v) is visited, v = vg. Formally, we show that for all
(€in,v) such that (£,,0x+) ~75 (Lin,v), we have that v = vg. First let (£}, w) ~7 (£, w'),

with w(x) < 22" and £}, £y, not visited in between. Then for all 0 < ¢ < n, for all
x €Y; UY;, w'(x) <22, Indeed, let (¢,w) be such that (¢}, w) ~% (¢,@) ~n (£;,,w’). By
Proposition A.12, we know that, for all 0 <i < n, forall x € Y; UY;, w(x) < 22", Since the
last transition is a restore transition, we deduce that, for all 0 < i < n, for all x € Y; UY,

w'(x) = w(x) < 22",
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Let v € NX" be such that (£,,,0x:) ~% (Lin,v), and (£,,v) is the first configuration where
{in is visited. The execution is thus of the form (¢},,0x:) ~7 (£}, w) ~% (Lin,v), with
(¢, w) the last time £, is visited. We have stated above that w(x) < 22". Then, we have
that (£;,,0x/) ~§ (Ui, w) ~n (Lg,w) ~% by, v) ~n (Lin,v), and by Proposition A.12,
v = 9.

Let now vk, vg41 € NX" be such that (0, 0x7) ~& (Linyvg) ~N (Lin, Vkt1), and vy
and vy are respectively the k™™ and the (k + 1)th time that /;, is visited, for some
k > 0. Assume that vy = vg. We have (€4, vi) ~§ (4,0) ~n (£, 0) ~5 (05,,0) ~N
(£a;0) N (o, Vi1+1) ~N (Lin, V1) Since the test-free CM M is 2EXP-bounded, and
v = Vg, we obtain that for all x € X =Y, v(x) < 22" Forall 0 < i< n, for all
x € Y;UY,, v(x) = vp(x), then for all 0 < i < n, for all x € Y; UY;, v(x) < 2%'. Then,
as proved above, T(x) < 22" for all 0 < i < n, for all x € Y; UY;. By Proposition A.12,

v’ = vg.

' 0x7) N (Uin,v) ~N (Uf,v), where (£4,,v) is the
last time the location /;, is visited. Then, as proved above, v = vg. From the execution
(bin,v) ~7 (Lf,0"), we can deduce an execution (£, vjx) ~3s (Ef,vl’X). Since v = vy and
forallx € X =Y, v(x) =0, we can conclude the proof. <

Consider now the execution (¢

The two previous lemmas prove that the reduction is sound and complete. By Theorem 3.4,
we proved the EXPSPACE-hardness of the problem, and so Theorem 3.5.

B Proofs of Section 4

In this section, we present proofs omitted in Section 4.

B.1 Proof of Theorem 4.1

We present here the proof of Theorem 4.1. The two lemmas of this subsection prove the
soundness and completeness of the reduction presented in Section 4.1. Put together with
Theorem 3.3, we prove Theorem 4.1.

» Lemma B.1. Let Cy € Z, C; > Cp. If Co =5 Cy, then there exists v € N@ such that

(Lin; 0x) ~* (€7, 0).

Proof. For all ¢ € Q, we let v,(¢) = 1 and v,(¢’) = 0 for all ¢’ € X such that ¢’ # ¢.
Let n = ||Co|| = Co(gin), and let CyCi - - - C,,Cy be the configurations visited in P. Then,
applying the transition (£;,, gin+, lin), We get (Lin,0x) ~> (Lin, v1) ~ ...~ (L, v™) with
vo = v"™ and vo(qsm) = n and vo(x) = O for all x # ;. Let i > 0 and assume that
(ém, Ox) o (ém, Cz) We show that (ém, Cz) s (ém, Ci+1)~

If C; p Ciyr, let t = (q1,'m, ¢)), t' = (g2, ?m, ¢4) € T such that C;(qy) > 0, Ci(gz) > 0,
Ci(q1) + Ci(g2) = 2, and Cip1 = C; — (a1, 425 + 141, 65 5. Then (in, Ci) ~ (€1, 11y, v7) ~
(K%t,t’)ﬂ)g) ~ (‘gi())t,t’)’v?) ~ (liny vf), with v = Ci — gy, 0] = v} —vg,, v = 0] + Vq! 5
v = v} + vy, Observe that v} = Cyiy1 and then (L, Ci) ~+* (Lin, Cig1)-

If C; 5p Ciq1, let t = (q,7,q') such that C;(q) > 0 and Ciq = C; — {¢5§ + {¢'S. Then,
(Uin, Ci) ~ (Lg,v}) ~> (Lin,v?) with v} = C; — vy and v} = v} + vy. Observe that
viz = Cit1, then (Ui, C;) ~* (Uin, Cit1).

If C; M)p Ci+1, let t = (q,'m, ') such that Ciy1 = C; — (g5 + (¢S, and R(m) =

{q1,...,qx}. Then C;(p;) =0 for all 1 < j < k. We then have that (£;,,, C;) ~ (b, v}) ~

(O 0f) ~ - (08 vf) ~ (Ui, v]) with of = C; — v and v} = v} + vy, Indeed,
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v}(gj) = 0 for all g; € R(m), so the transitions (s, b(qu )): €%, ,,) do not change

the value of the counters. Hence, v? = Ciy1 and (£in, C;) ~* (bin, Cit1).

So we know that ({;,,0x) ~* (€4, Cr). Moreover, since Cy > Cp, it holds that
Cy > vg, +vgq, ++ - +vq,. Then (U, Cy) ~° (£y,v) withv = Cy—(vq, +vq, ++ - +0q,). <

» Lemma B.2. Let v € N9, If (€;,,0x) ~* ({s,v), then there exists Co € I, C; > Cp such
that Cy —% C'.

Proof. Let (¢4,,v0), (Cin,v1) - - - (€in, v ) be the projection of the execution of M on {/;,} x NX.
We prove that, for all 0 <4 < n, there exists Cy € Z, and C > v; such that Cy =% C. For
1 =0, we let Cy be the empty multiset, and the property is trivially true. Let 0 < i < n, and
assume that there exists Cyp € Z, C > v; such that Cy =% C.

If (i, vi) 2, (lin, Vig1) With 0 = (Uin, @in+, lin), then v,y = v; + vg,,. The execution
Cy —% C built so far cannot be extended as it is, since it might not include enough
processes. Let N be such that Cy —=p C; —p ... =>p Cy = C, and let C}j € T with
Ct(qin) = Co(gin) + N + 1. We build, for all 0 < j < N, a configuration C such that
Cy =% C?, C; > G and Cj(qin) > Cj(qin) + N — j. For j = 0 it is trivial. Assume now
that, for 0 < j < N, C} > Cj and that C}(gin) > Cj(qin) + N — j.

If C; p Cjyq for m € 2, with t; = (q1,!m, q}) and t2 = (g2, ?7m,¢5). Then, Cji1 =
Ci — a1, 25 + 191, ¢55. Moreover, Ci(q1) > Cj(q1) > 0 and C(g2) > Cj(g2) > 0 and
Cila) + Cjla2) = Cj(ar) + Cj(g2) > 2. We let Cfy = Cf — {1,425 + {41, 425, and
& LIS C%iq. Tt is easy to see that C7 ; > Cjy1. Moreover Cii1(@in) > Cj11(qin) +
N—-j>Cj;a+N-—-j—1

It ¢ o, Cy41 and for all ¢ € R(m), Cj —{@i3(a) = 0, with t = (a1, 'm, 2),

(respectively C; —p Cji1 with t = (q1,7,q2)), we let Civy = Cf — 1§ + g2, and

C; —— nb(m) p Cjy (respectively C; Dp C’%,1)- Again, thanks to the induction hypothesis,
we get that Cj-’rl > Cj41, and C]_H(qm) > Cjit1(qin) + N —j > Cji1(qin) + N —j — 1.

If now C; Lm))p Cjt1, with t1 = (q1,!m, ¢2) and there exists ¢; € R(m) such that

—{q15(q}) > 0. Let (q1,?m,q¢) € T, and then C”+1 = C’ —{q1,4915 + 1g2, ¢55. Since

C’; > Cj, Ci(q1) > 1, and since C} — {q15(q1) > 0, C7(q}) > Land C}(q1) + Cj(q1) > 2.
Hence, C} p C%.1. We have that C%(q)) > Cj(q), so Ciq(q1) > Cjti(q)) and

"+1(@) > Cj41(q) for all other ¢ € Q. Hence Cf ;> Cjy1. Also, Cj11(qin) = Cj(gin) +2,
with x € {0,1}. If ¢ # qin, then C},,(qin) = Cj(qin) +y, with y > x. Hence, since
C}(Qin) > C (qm) + N —j, we get C/ +1(qm) > Cj+1(qm) +N—j> CJ+1(q’“’L) +N—j—1
If ¢} = Gin, then we can see that C? (qin) = Cj(qin) +y, with x — 1 <y < z. In that
case, ('} +1(qm) > Cj (qin) + N —j+y > Cj (i) +N—j+2—-12> Cj+1(qin)+N_j_ L.
So we have built an execution Cfy =7 CY such that Cy > Cn and Cy(¢in) > Cn(gin)-
Hence, Cy > vi41.
If (i, v;) ~ (E%t 1)V v}) ~ (E%tvt,yv%) ~ (E?tyt,),vf) ~ (Ui, vig1), with ¢t = (q1,!m, ¢2)
and t' = (¢1, 7m, g5), then v} = v; — vy, v = vf — vy, V] = V7 + vy, and vy 1 = V] + vy
Then by induction hypothesis, C(q;) > 1, C(¢}) > 1, and C(q1) + C(¢}) > 2. We let
C'=C—1q,¢,5+ g2, 4,5 We have C Zp C" and C" > v;41.
If (Lin,vi) ~ (L, vi) ~ (i, vig1) With (¢, 7,¢") € T and v} = v; — v, and viy1 = v} + v,
then by induction hypothesis, C' > 1, and if we let ¢’ = C' — {q§ + {¢'S, then C Dp ",
and C' > v;11.
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If (Lin,v;) ~ (bg,0}) ~ (E;’fpl,v?) nS L s (ﬂ??pk,ufﬂ) ~ (Uin, vi41) With t = (g,!m, q")

and R(m) = {p1,...,p}, and (C — {¢§)(p) = O for all p € R(m). We let C' =

C — g5+ 1q'§, hence C Mﬁ: C'. Moreover, v} = v; — vy, and, for all 1 < j < k, it

holds that v! ™ (p;) = max(0,v? (p;) — 1) and v ™" (p) = v! (p) for all p # p;. By induction
hypothesis, C' > v;, hence vg(p) =0 for all p € R(m), for all 1 < j < k+ 1. Hence,
Vip1 = vf"'l + vy = v} + vy, and C' > vi4q.

If (Lin, vi) ~ (L, 0]) ~ (0, 0F) ~» oo~ (Efpk,vf+1) ~ (Ui, vig1) with £ = (g,'m, ¢)
and R(m) = {p1,...,pr}, and (C—{q§)(p;) > 0 for some p; € R(m). Let (p;, ?m,p}) € T
and C' = C —{q,p; 5+ 4, p}§. Obviously, C Zyp C'. Tt remains to show that C’ > v; 4.
This is due to the fact that in the NB-R-CM M, the counter p} will not be incremented,
unlike C (p;) Moreover, in the protocol P, only p; will lose a process, whereas in M,
other counters corresponding to processes in R(m) may be decremented. Formally,
by definition and by induction hypothesis, C' — {¢§ > v}. Also, for all p € R(m),
either v} (p) = v¥ ™ (p) = 0, or v (p) = v}(p) — 1. Remark that since C' > v;, then
C — 145 = vi — vy = vj, hence (C = {g,p;5)(p;) = (C = 1a5)(p;) — 1 = v; (p;) — 1. Also,
(C = 145)(pj) =12 0, hence (C = {45)(p;) — 1 > max(0, v} (p;) — 1) = v " (p;). Observe
also that, for all p # p; € R(m), if v}(p) > 0, then (C — {q,p;5)(p) = (C — {q5)(p) >
vl (p) > vF(p). If v} (p) = 0, then (C — {q,p,5)(p) > v} (p) = vF*(p). For all other
PE€Q, (C—1gp;5)/p) = (C—145)(p) = v} (p) = vi ' (p). Hence, C —{q,p;§ > v ™. By
definition, v;,1 = v + vy, Hence, (C — {q,p;5 + (d',p5)(p) > vit1(p), for all p # pi,
and (C —{q,p;§ + 14, p;5)(D}) > vis1(p)). So, C" > viy1.

Now we know that the initial execution of M is: (€, 0x) ~* (€in, V) ~* ({f,vy) with
Vf = Uy — (Vg +Vq, + -+ +Vq,). Thus v, > vq, +vq, + -+ vq,. We have proved that we
can build an initial execution of P: Cy —% (), and that C), > vq, +vq, + - + vq,. Hence
C,>Cp. . |

B.2 Proofs of Theorem 4.2

To prove Theorem 4.2, we shall use Theorem 4.1 along with the reduction presented in
Section 4.2. If the reduction is sound and complete, it will prove that SCOVER is EXPSPACE-
hard. As SCOVER is a particular instance of the CCOVER problem, this is sufficient to prove
Theorem 4.2. The two lemmas of this subsection prove the soundness and completeness
of the reduction presented in Section 4.2, put together with Theorem 3.5, it proves that
SCOVER is EXPSPACE-hard.

» Lemma B.3. For allv € N%, if (;,,0x) ~%; (€,0), then there exists Co € Z, Cy € F3
such that Cy —% Cj.

Proof. For all x € X, we let Ny be the maximal value taken by x in the initial execution
(lin,0x) ~»* (£f,v),and N = ¥yc x Ny. Now, we let Cy € ZNCn 41 be the initial configuration
with IV + 1 processes. In the initial execution of P that we will build, one of the processes
will evolve in the P(M) part of the protocol, simulating the execution of the NB-R-CM, the
others will simulate the values of the counters in the execution.

Now, we show by induction on k that, for all k& > 0, if (£;,,0x) ~* (¢, w), then Cy —* C,
with C(1y) = w(x) for all x € X, C(¢) = 1, C(gsn) = N — Zyexw(x), and C(s) = 0 for all
other s € Q.

C nb(L) of nb() C2, and C2(qin) = N, C3(lin) = 1, and C3(s) = 0 for all other

0 0 0> 0\%in ) ~0\tin ) 0
s € Q. So the property holds for k = 0. Suppose now that the property holds for £ > 0 and
consider (€4, 0x) ~F (£,w) > (€', w').
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if § = (¢,x+,¢'), then C ini)p Cy with Cy = C = U, ¢in’§ + {£s, g 5. Indeed, by induction
hypothesis, C(£) =1 > 0, and C(gs,) > 0, otherwise Yyexw(x) = N and w(x) is already
the maximal value taken by x so no increment of x could have happened at that point
of the execution of M. We also have C; inimp C’, since C1(4s5) > 0 and Ci(gx) > 0 by
construction, and C" = Cy — s, ¢ S+ ¢, 145. So C'(¢') =1, forall x € X, C'(1,) = w'(x),
and C'(gin) = N — Tgexw'(x).

if § = (£,x—, '), then C(£) = 1 > 0 and C(1,) > 0 since w(x) > 0. Then C <%, 4

with C1 = C — {4, 1§ + {45, ¢.5. Then Cy decs, €7, with €' = Cy — (2 U5 S + Lqin, U'S.
So C'(0') =1, C'(1x) = C(1x) — 1, C’(qim) = Clqm) + 1.

if § = (¢,nb(x-),¢') and w(x) > 0 then C 222 ¢’ and €' = C — U, 1§+ {0, qin§
and the case is proved.

if § = (¢,nb(x-),¢) and w(x) = 0 then by induction hypothesis, C(1y) = 0 and

O PP, e ith ¢ = € — {65+ {¢5. Then, C'(1) = 0 = w'(x), and C'(¢') = 1.
if § = (¢, L,¢"), then C Dp C’, avec C' = C — {45+ {¢'§. This includes the restore
transitions.

Then Cy —* C with C(¢y) =1 and C € F3. <

» Lemma B.4. Let Cy € Z, Cy € F3 such that Cy =3 Cy, then (£y,0x) ~3; (€y,v) for
some v € NX,

Before proving this lemma we establish the following useful result.
» Lemma B.5. Let Cy € I. For all C € C such that Cy —3 C, we have Spe(g300,,C(p) = 1.

Proof of Lemma B.4. Note Cy — C1 — ... = C, = Cy. Now, thanks to Lemma B.5, for
all 1 <4 <n, we can note leader(C;) the unique state s in {¢} U Qs such that C;(s) = 1.
In particular, note that leader(C,,) = ¢;. We say that a configuration C is M-compatible if
leader(C') € Loc. For any M-compatible configuration C' € C, we define the configuration of
the NB-R-CM = (C;) = (leader(C), v) with v = C(14) for all x € X.

We let C;, - - - C;, be the projection of CyC} ... C), onto the M-compatible configurations.

We show by induction on j that:

P(j): Forall 1 < j <k, ({in,0x) ~3; 7(Cy;), and Xeex Cy, (gx) + Cy, (q;) = 0. Moreover,
for all C such that Cy =% C —=p Ci;, ExexCl(gx) + C(q}) < 1.

By construction of the protocol, Cy L(L)> Cl(£>)k02 M C;, for some k € N. So

7(Ci,) = (lin,0x), and for all C such that Cy =% C —p Ci,, xexClax) + C(gy) =0, so
P(0) holds true.

Let now 1 < j < k, and suppose that (£;,,0x) ~3,; 7(C;;), and Xee x O, (qx) +C4, (q;) = 0.
We know that C;, =% C;

i1

If there is no C' € C such that C(¢q) = 1 and Cj; -+t C —=* C;
transitions from C;; are in Ty Let w(C;;) = (¢,v).

the only possible

i1

if C;;, == C then C = Cj; — [, qin’§ + L5, ¢x§ for 6 = (£, x+,0') € Ap. TeexClgx) +
C(q.) = 1. Note that the message inc, is necessarily received by some process,
otherwise C(gx) = 0 and C has no successor, which is in contradiction with the fact
the the execution reaches C'y. Moreover, the only possible successor configuration is

C 2% 0, with Gy, = C = {gs, 5§+ {1x, £'5. Hence, obviously, 7(Cy,) ~ m(Ci,., ).

J+1 j+1
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if C;, % C then C = Cy, — 1, 15+ {£s,q,5 for § = (6, x—,£') € Ap. TeexCl(gy) +
C(q.) = 1. Note that the message decy is necessarily received by some process,
otherwise C(g}) = 0 and C has no successor, which is in contradiction with the fact
the the execution reaches C'y. Besides, C;, (1) > 0 hence v(x) > 0. Moreover, the only

possible successor configuration is C dei> Ci; o, with Gy, = C — g3, 455 + {qin, U' .
Hence, obviously, 7(Cj;) ~ 7(Cj,,, ).

if ¢;, 2% ¢ then C Ci, — U 1§+ U, qin§ for 6 = (£,nb(x=),0') € Apy.

i1 b1

YeexCl(gx) + Clg,) = 0. Besides, .C’Z—j(lx) > 0 hence v(x) > 0. Hence, obviously,
7(Cy;) ~ m(Cijyy)-

if ¢ 22U o then O, = Cy, — US4+ (5 for & = (£,nb(x=),0") € Ay
YrexC(qx) + C(¢h) = 0. Besides, CJ( ) = 0 hence v(x) = 0. Hence, obviously,
(Cy,) 2w (C, )
if C;; = Cj,,, then Cy,., = Cy; — US+ 'S for § = (€, L,0') € App. SxexClax) +
C(gy) = 0. Besides, Cj;(1x) = €}, (1) for all x € X. Hence, obviously, 7(Cj;) >
W(Cij+1).

Otherwise, let C' be the first configuration such that C(¢) =1 and C;, =+ C —=* C;,_,.

The transition leading to C' is necessarily a transition where the message L has been sent.
Remember also that by induction hypothesis, ¥ycxC;; (¢x) + Ci, (q;) = 0.

if C;, & C, then C(g) = 1, and by induction hypothesis, SyexC(qx) + C(gl) = 0.
nb(R)

— Ci,y, With Byeex Ci, (gx) +
Ci;i(qr) =0, and 7(Cy,,,) = (Lin,v), so 7(Cy;) 5 7(C4,,,), by a restore transition.
if C;, e, 0y & € then € = Ci; — U, qin§ + s, 4§ for 6 = (£, x+,0') € Ay and
SeexCi(ge) + C1(}) = 1. Now, € = C1 — s, qin + q1.45, s0 C(q) = 1 = Clgy),
and ExexC(qx) +C(g) = 1.

oL o i1, then Gy = C—1q, ¢S+ {lin, in$, then Xee xCi, (¢x)+Ci,, (qf) =

0 and 7(C;

Tj+1

Then the only possible successor configuration is C'

) = (Lin,v), hence w(C;;) = 7(Cs,,,) by a restore transition.

Now C(gx) = 1 so it might be that ¢ 22 o7 with ¢/ = C — 1gz§ + {15,

Here, YxexC'(gx) + C'(¢.) = 0. However, leader(C’) = {q} so C’ is not M-
compatible. The only possible transition from C’ is now C’ L()> Ci,., with
Ci,oy = C' = 1qg5 + Uin§. Hence, C;, (1x) = C'(1x) = Ci;(1x) + 1 = v(x) + 1,
and Cj, ., (1y) = C'(1y) = C;j;(1y) = v(y) for all y # x. So w(Cy;) = (£,v) 2
(0 v+ vy) 5 (bin,v + vy) = 7(C;,,,), the last step being a restore transition.
Finally, XGXCiJ+1 (qx) + Ci;, . (q) = 0.
if C;, L% ) L C then Oy = Gy, — (6,15 + s, 4§ for 6 = (£,x—,€') € A, and
Shex Ci(gs) + Ci(a) = 1. Now, C = C1 — {ls,qin$ + {4, d5, s0 Cla) = 1 = C(q)),
and YrexC(gx) + C(q.) = 1. Again, two transitions are available:
e L Ci, o then Gy, = C—1q, ¢ 5+ Win, @in§, then Eyex Ci,, (0x) +Ciyy, (43) =
0 and 7(Cy,,,) = (£in,v), hence 7(C;,) 5 7(Ci,,,) by a restore transition.
Now C(q}) = 1 so it might be that C mb(decs), C’, with C" = C — 4,5 + {qin}-
Here, YrexC'(gx) + C'(¢.) = 0. However, leader(C’) = {q} so C’ is not M-
compatible The only possible transition from C’ is now C’ nb(R) C;.., with

1
Ci,.r = C" = 1¢5+ WS- Hence, C;,,,(1x) = C'(1x) = Ci;(1x) =1 = v(x) — 1,
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and Cj;,, (1y) = C'(1y) = Ci;(1y) = v(y) for all y # x. So 7(Cj;) = (£,v) 5
(€/7,U - Ux) "’{’ (Kimv + Ux) = 7'('(0”
Finally, EXEXC}HI(QX) + Cij+1 (@) =

If ¢y, nblincy) Cj then, it means that C;, (¢sn) = 0. In that case, let § = (£,x+,0') € Ay,
and C = C;; —{£§+{4s5. Since, by induction hypothesis, C1(qx) = Cj; (x) = 0, the only
possible transition from C; would be C} EIN Ci;,,- However, C; (qim) = C1(qin) = 0,
so this transition is not possible, and C; is a deadlock configuration, a contradiction
with the hypothesis that C;;, — C;, .

If Cy, mb{decs) C) then it means that C;, (1x) = 0. In that case, let § = (£,x—, ") € Ay,
and Cy = Cy; — {£§+ {4s§. Since, by induction hypothesis, YycxC1(qx) + C1(q;) =
YxexCi;(qx) + Ci;(q;) = 0, the only possible transition from C; is C} =N C, with
C = C1—{qin, s5+1q,q1 5 Again, ZyexC(gx) +C(q,) =0, and C(¢) = for all £ € Q s,
so the only possible transition is C % Ci,.,- Observe that C;,_, is M-compatible,
with G, (€in) = 1, and Cj,, (1x) = Cy;(1x) for all x € X. Hence w(Cy,,,) = (fin,v),

)

0.
(

and 7(C;;) = 7(Ci,,, ), thanks to a restore transition of M.

We then have, by P(k), that (¢;,,0x) ~%; 7(C;,), with C;, M-compatible and such that
Ci, =% C¢, and C;, is the last M-compatible configuration. Then, by definition of an
M-compatible configuration, C;, = C, and 7(C;,) = (¢4, v) for some v € N¥. <

C Proof of Section 5

We present here omitted proofs of Section 5.

C.1 Technical Lemma
We provide here a lemma which will be useful in different parts of this section.

» Lemma C.1. Let P be rendez-vous protocol and C,C" € C such that C =Cy — Cy--+ —

Cy = C'. Then we have the two following properties.

1. For all q € Q verifying C(q) = 2.4 + a for some a € N, we have C'(q) > a.

2. For all Dy € C such that Do > Cy, there exist D1,..., Dy such that Dy — D1 --- — Dy
and D; > C; for all 1 <i <.

Proof. According to the semantics associated to (non-blocking) rendez-vous protocols, each
step in the execution from C to ¢’ consumes at most two processes in each control state g,
hence the result of the first item.

Let C,C" € C such that C — C’. Let D € C such that D > C. We reason by a case
analysis on the operation performed to move from C to C’ and show that there exists D’ such
that D — D’ and D’ > C’. (To obtain the final result, we repeat k times this reasoning).

Assume C Z%p C’ then there exists (q1,!m,q}) € T and (g2, ?m,¢,) € T such that
C(q1) > 0 and C(g2) > 0 and C(q1) + C(g2) > 2 and ¢’ = C — {q1,¢25 + {4}, ¢, 5. But
since D > C, we have as well D(q1) > 0 and D(g2) > 0 and D(q;1) + D(g2) > 2 and as a
matter of fact D “p D’ for D' = D —{q1,q25+ {4}, ¢S5 Since D > C, we have D' > C".
The case C 5p C’ can be treated in a similar way.

Assume C Mﬁ: C’, then there exists (¢1,!m,q}) € T, such that C(q;) > 0 and
(C—1a15)(g2) =0 for all (g2,7m,q5) € T and C' = C — {¢q1 5+ { ¢} §. We have as well that
D(q1) > 0. But we need to deal with two cases:

i,.1), the last step being a restore transition.
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1. If (D — {q15)(g2) = 0 for all (¢g2,?m,q}) € T. In that case we have D Mm D’ for

D'=D—{q:5+ (g5 and D" > C".

2. If there exists (gz2, ?m,¢5) € T such that (D — {q15)(g2) > 0. Then we have that
D ™p D' for D' = D — {q1,q25 + {4}, ¢55. Note that since (C — {g15)(g2) = 0 and
D > C, we have here again D' > C".

C.2 Properties of Consistent Abstract Sets of Configurations
C.2.1 Proof of Lemma 5.1

Proof. Let C' € [v] such that C' > C. Let ¢ € @ such that C(q) > 0. Then we have
C'(q) > 0. If ¢ ¢ S, then q € st(Toks) and C’'(¢) =1 and C(gq) = 1 too. Furthermore for all
q € st(Toks) \ {q} such C(¢') = 1, we have that C’(¢') = 1 and ¢ and ¢’ are conflict-free.
This allows us to conclude that C' € [y]. Checking whether C belongs to [y] can be done in
polynomial time applying the definition of [-]. <

C.2.2 Building Configurations from a Consistent Abstract Set

» Lemma C.2. Let v be a consistent abstract set of configurations. Given a subset of states
U C Q, if for all N € N and for all ¢ € U there exists Cy € [y] and C;, € C such that
Cy =" Cy and Cy(q) > N, then for all N € N, there exists C € [y] and C' € C such that
C—*C" and C'(q) > N forallqe U.

Proof. We suppose v = (5, Toks) and reason by induction on the number of elements in
U\ S. The base case is obvious. Indeed assume U \ S = ) and let N € N. We define the
configuration C such that C'(q) = N for all ¢ € S and C(q) =0 for all g € Q \ S. It is clear
that C' € [y] and that C(q) > N for all ¢ € U (since U \ S = (), we have in fact U C S).

We now assume that the property holds for a set U and we shall see it holds for U U {p},
p ¢ S. We assume hence that for all N € N and for all ¢ € U U {p} there exists C,; € [v]
and C; € C such that C; —* C7 and C;(q) > N. Let N € N. By induction hypothesis,
there exists Cy € [y] and Cy; € C such that Cy —* Cf; and Cf;(q) > N for all ¢ € U. We
denote by ¢y the minimal number of steps in an execution from Cy to Cf;. We will see
that that we can build a configuration C' € [v] such that C —* C{; with C{; > Cy and
Cli(p) > N + 2« {y. Using Lemma C.1, we will then have that C}; —* €’ with C' > Cj,
and C’'(p) > N. This will allow us to conclude.

We as well know that there exist C}, € [y] and C;, € C such that C;, =* C} and C,(p) >
N+2xLy+(k+£). We denote by £, the minimum number of steps in an execution from Cj, to C,.
We build the configuration C' as follows: we have C'(q) = Cy(q)+2% £, + (k+£)+ Cp(q) for all
g € S, and we have C(q) = C,(q) for all ¢ € st(Toks). Note that since Cj, € [y], we have that
C € [v]. Furthermore, we have C' > C),, hence using again Lemma C.1, we know that there
exists a configuration C} such that C' —* C and C)) > C,, (i.e. C)(p) = N +2x Ly + (k)
and C}/(q) > Cy(q) + (k *£) + Cp(q) for all ¢ € S by Lemma C.1,Item 1)

Having Cy € [v], we name (g1,m1) ... (qk, mx) the tokens in Toks such that Cy(g;) =1
for all 1 < j <k, and for all ¢ € st(Toks) \ {¢;}1<j<k, Cu(g) = 0. Since + is consistent,
for each (q;,m;) there exists a path (qoj,!m;,q1,;)(q1,5,7m15,q2.5) - - - (ae; .5, 7, 5, q5) in
P such that go; € S and such that there exists (q; ;,!'m; j,q;;) € T with q; ; € S for all
1< < éj. We denote by (= maxlgjgk(éj) + 1.
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Assume there exists 1 < i < j < k such that (¢;,m;), (¢;, m;) € Toks and Cy(g;) =
Cu(g;) =1, and m; € Rec(g;) and m; € Rec(g;). Since Cy respects [v], ¢; and g; are conflict-
free: there exist (¢;,m), (g;, m") € Toks such that m ¢ Rec(q;) and m’ ¢ Rec(g;). Hence,
(gi,mi), (gi,m), (gj,m;), (g;,m") € Toks, and m ¢ Rec(q;) and m; € Rec(g;). Therefore, we
have (g;,m), (¢j,m;) € Toks and m ¢ Rec(q;) and m; € Rec(g;), which is in contradiction
with the fact that -y is consistent. Hence, for all 1 <i < j <k, for all (¢;,m;), (gj, m;) € Toks,
m; ¢ Rec(g;) and m; ¢ Rec(g;).

We shall now explain how from C; we reach C7; in k£ steps, i.e. how we put (at least) one
token in each state ¢; such that g; € st(Toks) and Cyr(g;) = 1 in order to obtain a configuration
C{; > Cy. We begin by ¢1. Let a process on ¢g1 send the message m; (remember that go 1
belongs to S) and let ¢; other processes on states of S send the messages needed for the
process to reach ¢; following the path (go1,!'m1,q11)(q1,1,"m11,92.1) - (qes 1, Py 1, G1)-
At this stage, we have that the number of processes in each state ¢ in S is bigger than
Cu(q) + ((k — 1) * £) and we have (at least) one process in g;. We proceed similarly to put a
process in ¢o, note that the message mo sent at the beginning of the path cannot be received
by the process in ¢; since, as explained above, mo ¢ Rec(q1).

We proceed again to put a process in the states ¢; to qx and at the end we obtain the
configuration C{; with the desired properties. <

C.3 Proof of Lemma 5.4

In this subsection, the different items of Lemma 5.4 have been separated in distinct lemmas.

» Lemma C.3. F(v) is consistent and can be computed in polynomial time for all consistent
vel.

Proof. The fact that F(y) can be computed in polynomial time is a direct consequence of
the definition of F' (see Tables 1 and 2).

Assume v = (S, Toks) € T to be consistent. Note (S”, Toks”) the intermediate sets
computed during the computation of F(v), and note F(v) = (S’, Toks').

To prove that F(y) is consistent, we need to argue that (1) for all (¢,m) € Toks” \ Toks,
there exists a finite sequence of transitions (qo,ag,q1) - .. (qx, ak, q) such that gy € S, and
ag =!m and for all 1 <i <k, we have that a; =?m; and that there exists (g, !ms,qj ;) € T
with ¢/ € S, and (2) for all (¢,m), (¢’,m’) € Toks either m € Rec(q’) and m’ € Rec(q) or
m ¢ Rec(q') and m’ ¢ Rec(q).

We start by proving property (1). If (¢,m) has been added to Toks” with rule 3b, then by
construction, there exists p € S such that (p,la,p’) € T, and (¢,m) = (p’,a). The sequence
of transition is the single transition is (p,!a, q).

If (g,m) has been added to Toks” with rule 5b, then there exists (¢/,m) € Toks, and
(¢',?a,q) with m # a. Furthermore, m € Rec(q) and there exists (p,la,p’) € T with
p € S. By hypothesis, « is consistent, hence there exists a finite sequence of transitions
(g0,90,q1) - - - (qk, ak, q') such that go € S, and ag =!m and for all 1 <4 < k, we have that
a; =?m; and that there exists (q;,!m;,q;,,) € T with ¢; € S. By completing this sequence
with transition (¢’, 7a, q) we get an appropriate finite sequence of transitions.

It remains to prove property (2). Assume there exists (¢, m), (¢/,m’) € Toks' such that
m € Rec(q') and m’ ¢ Rec(q), then as Toks' C Toks”, (q,m),(¢',m’) € Toks”. By condition
6, ¢ € S', therefore, as Toks' = {(p,a) € Toks" | p ¢ S'}, we have that (¢, m) ¢ Toks', and
we reached a contradiction. <

» Lemma C.4. If (S, Toks') = F(S, Toks) then S C S’ or Toks C Toks' .
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Proof. From the construction of F' (see Tables 1 and 2), we have S C S” C §’.

Assume now that S = S’. First note that Toks C Toks” (see Table 1) and that st(Toks) N
S = 0. But Toks' = {(¢,m) € Toks" | ¢ ¢ S’} = {(q,m) € Toks" | ¢ ¢ S}. Hence the
elements that are removed from Toks” to obtain Toks are not elements of Toks. Consequently
Toks C Toks'. <

» Lemma C.5. For all consistent vy € T, if C € [v] and C — C’ then C' € [F(v)].

Proof. Let v = (S, Toks) € I" be a consistent abstract set of configurations, and C' € C such
that C € [y] and C — C’. Note F(v) = (9, Toks') and v = (5", Toks") the intermediate
sets used to compute F(y). We will first prove that for all state ¢ such that C’(q) > 0, ¢ € S’
or q € st(Toks'), and then we will prove that for all states ¢ such that ¢ € st(Toks') and
C'(q) > 0, C'(q) = 1 and for all other state p € st(Toks") such that C’(p) > 0, p and q are
conflict-free.

Observe that S C §” C S’ Toks C Toks", and st(Toks") C st(Toks') U S’

First, let us prove that for every state ¢ such that C’(q) > 0, it holds that ¢ € S'Ust(Toks').
Note that for all ¢ such that C(q) > 0, because C respects v, ¢ € st(Toks) US. As
st(Toks)US C st(Toks')US’, the property holds for q. Hence, we only need to consider states
q such that C(q) = 0 and C’(q) > 0. If C = C’ then ¢ is such that there exists (¢/,7,¢q) € T,
¢’ is therefore an active state and so ¢’ € S, (recall that Toks C Qw x X). Hence, ¢ should

be added to st(Toks”) U S” by condition 2. As st(Toks") U S” C st(Toks') U S, it concludes

b
this case. If C 2% ¢ then q is such that there exists (¢, la, q) € T, with ¢’ an active state.

With the same argument, ¢’ € S and so ¢ should be added to st(Toks") U S” by condition
3a or 3b. If C % (| then ¢ is either a state such that (¢’,!a,q) € T and the argument is the
same as in the previous case, or it is a state such that (¢’,?a,q) € T, and it should be added
to st(Toks”) U S” by condition 4, 5a, or 5b. Therefore, we proved that for all state g such
that C’(q) > 0, it holds that q € st(Toks') U S".

It remains to prove that if ¢ € st(Toks), then C’(q) = 1 and for all ¢’ € st(Toks') \ {q}
such that C’(¢') = 1, we have that ¢ and ¢’ are conflict-free. Note that if ¢ € st(Toks) and
C(q) = C’(q) = 1, then for every state p such that p € st(Toks) and C(p) = C'(p) =
holds that ¢ and p are conflict-free.

Observe that if C' = C’, then note ¢ the state such that (¢/, 7, ¢), it holds that {p |p €
st(Toks') and C'(p) > 0} C {p | p € st(Toks) and C(p) = 1}: ¢’ is an active state, ¢ might
be in st(Toks) but it is added to S” C S’ with rule 2, and for all other states, C'(p) = C(p).
If p € st(Toks') and C(p) > 0, it implies that C’(p) = C(p) = 1 and p € st(Toks) (otherwise
pisin S C S’). Hence, there is nothing to do as C respects 7.

Take now g € st(Toks') \ st(Toks) with C’(g) > 0, we shall prove that C’(q) = 1 and

for all p € st(Toks') and C’(p) > 0, q and p are conflict-free. If q € st(Toks') \ st(Toks), it

implies that C(q) = 0 because C respects . Hence: either (1) C 20, o7 with transition

(¢','a,q) € T, either (2) C % O’ with transitions (¢1,!a,q}) € T and (gq,?a,q}) € T and
q = ¢} or ¢ = ¢5. In the latter case, we should be careful as we need to prove that ¢} # ¢f,
otherwise, C'(q) = 2.

Case (1): Note that as only one process moves between C' and C’ and C(q) =0, it is
trivial that C’(¢) = 1. In this first case, as it is a non-blocking request on a between C' and
C’, it holds that: for all p € st(Toks) such that C(p) = 1, a ¢ Rec(p). Take p € st(Toks'),
such that p # ¢ and C’(p) = 1, then C’(p) = C(p) = 1 and so p € st(Toks), and a ¢ Rec(p).
Suppose (p,m) € Toks' such that m € Rec(q), then we found two tokens in Toks' such
that m € Rec(q) and a ¢ Rec(p) which contradicts F(v)’s consistency. Hence, p and ¢ are
conflict-free.
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Case (2): Note that if ¢4 € st(Toks'), then go € st(Toks) (otherwise, ¢4 should be
in S’ by condition 4), and note (g2, m) € Toks, with (g5, m) € Toks'. Note as well that
if ¢} € st(Toks'), then a € Rec(q]) (otherwise, ¢} should be in S’ by condition 3a) and
(qy,a) € Toks' by condition 3b. Furthermore, if ¢} € st(Toks'), qo € st(Toks) as well as
otherwise ¢} should be added to S’ by condition 3a.

We first prove that either ¢; € S’, or ¢4 € S’. For the sake of contradiction, assume this is
not the case, then there are three tokens (¢, a), (g2, m), (¢h, m) € Toks' C Toks”, such that
(q2,?a,qb) € T. From condition 7, ¢} should be added to S’ and so (¢},a) ¢ Toks'. Note that,
as a consequence ¢} # gb or ¢} = ¢b € S’. Take q € st(Toks') \ st( Toks) such that C’(q) > 0,
if such a q exists, then ¢ = ¢] or ¢ = ¢} and ¢ # ¢5. As a consequence, C’(¢) = 1 (note that
if ¢ = q2, Clg2) = 1).

Take p € st(Toks') \ {¢} such that C’(p) > 0, it is left to prove that ¢ and p are conflict-
free. If p # q and p € st(Toks'), then C’(p) = C(p) (because ¢} € S’ or ¢4 € S’). Hence,
p € st(Toks) and C'(p) =1

Assume ¢ = ¢} and assume ¢ and p are not conflict-free. Remember that we justified
that g2 € st(Toks), and therefore, C'(¢2) = 1. Hence, either C’(g2) = 0, or g2 = ¢} and in
that case g2,¢5 € 5" or ¢4 = ¢} and then g2 = ¢. In any case, p # g2. As C respects v, there
exists (p,m,) and (g2, m) € Toks such that m, ¢ Rec(q2) and m ¢ Rec(p) (g2 and p are
conflict-free). As p € st(Toks'), (p, mp) € Toks' and so m,, € Rec(q) or a € Rec(p) (¢ and p
are not conflict-free). As F\(v) is consistent, m, € Rec(¢) and a € Rec(p). Note that a # m,,
because a € Rec(gz), a # m because m ¢ Rec(p), and obviously m # m,. Note also that
if m ¢ Rec(q), then we found two tokens (¢,a) and (g2, m) in Toks' such that a € Rec(qo)
and m ¢ Rec(q), which contradicts the fact that F(v) is consistent (Lemma C.3). Hence,
m € Rec(q). Note that even if go is added to S”, it still is in Toks”. As Toks' C Toks" we
found three tokens (p,m,), (g2, m), (¢,a) in Toks”, satisfying condition 8, and so p should
be added to S’, which is absurd as p € st( Toks'). We reach a contradiction and so ¢ and p
should be conflict-free.

Finally assume g = ¢5. If ¢ = g2, then, because C respects v, ¢ and p are conflict-free.
Otherwise, as ¢z is conflict-free with p, there exists (g2, m) and (p, m,) in Toks such that
m ¢ Rec(p) and m, ¢ Rec(qz). Note that (¢,m) € Toks” from condition 5b (otherwise,
q € S” which is absurd). Hence, (¢,m) € Toks' and, as p € st(Toks'), (p,m,) is conserved
from Toks to Toks'. It remains to show that m, ¢ Rec(q). Assume this is not the case, then
there exists (p,m,) and (¢, m) € Toks' such that m ¢ Rec(p) and m, € Rec(q) which is
absurd given F'(y)’s consistency. As a consequence, ¢ and p are conflict-free.

We managed to prove that for all ¢ such that C’(q) > 0, ¢ € S’ U st(Toks'), and if
q € st(Toks'), then C’(q) = 1 and for all others p € st(Toks') such that C’(p) = 1, p and q
are conflict-free.

<

» Lemma C.6. For all consistent v € T', if C' € [F(v)], then there exists C"” € C and
C € [v] such that C" > C" and C —* C".

Proof. Let v be a consistent abstract set of configurations and C’ € [F(~)]. We suppose
that v = (S, Toks) and F(v) =« = (S’, Toks'). We will first show that for all N € N, for all
q € S’ there exists a configuration C; € [y] and a configuration C; € C such that C; —* Cj
and C}(q) > N. This will allow us to rely then on Lemma C.2 to conclude.

Take N € Nand ¢ € &, if ¢ € S, then take C, € [y] to be {N - ¢§. Clearly C, € [F(v)],
Cy,(q) > N and C, —»* C,. Now let ¢ € S’ \ S. Note (Toks”,S") the intermediate sets of
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F(v)’s computation.

Case 1: ¢ € 5”. As a consequence ¢ was added to S” either by one of the conditions
2, 3a, 4 or Ha. In cases 2 and 3a when a ¢ Rec(q), note ¢’ the state such that (¢’,7,q) or
(¢','a,q), and consider the configuration Cy = {N - ¢'§. By doing N internal transitions or
non-blocking requests, we reach C; = (N - ¢§. Note that the requests on a are non-blocking
as ¢' € Qa and a ¢ Rec(q). Cj € [F(v)].

In cases 3a with a € Rec(q) and in case 4, note (q¢i1,'!a,q]) and (go,?a,qb) the two
transitions realizing the conditions. As a consequence ¢i1,g2 € S. Take the configuration
Cqy=1[{N-q1,N -g5. Cy € [7] and by doing N successive rendez-vous on the letter a, we
reach configuration Cj = (N - q;§ + [N - ¢55. C; € [F(v)], and as ¢ € {q}, 5}, C}(q) > N.

In case ba, there exists (¢/,m) € Toks such that (¢, ?a,q) € T, m ¢ Rec(q), and there
exists p € S such that (p,la,p’) € T. Remember that v is consistent, and so there ex-
ists a finite sequence of transitions (qo,!m,q1)(q1,a1,42) ... (qk,ax,q’) such that ¢o € S
and for all 1 < i < k, a; =?m; and there exists (¢},!m;,q)) € T with ¢, € S. Take
Cy = UN = 1) qo5 + LN = 1) - g}5 + -+ {(N = 1) - ¢4 + (N - p§ + (4’5, Clearly C, € [1]
as all states except ¢/ are in S and ¢’ € st(Toks), Cy(¢’) = 1. We shall show how to
put 2 processes on g from C, and then explain how to repeat the steps in order to put
N. Consider the following execution: C Lo o, s O S Clt3-
The first rendez-vous on « is made with transitions (p,!a,p’) and (¢’, ?a,q). Then either
m ¢ Rec(p’) and x,, = nb(m), otherwise, z,, = m, in any case, the rendez-vous or
non-blocking sending is made with transition (qo,!m, ¢1) and the message is not received
by the process on ¢ (because m ¢ Rec(q)) and so Cy > [¢§ + {¢1§. Then, each rendez-
vous on m; is made with transitions (¢}, !m;,q)) and (g, ?ms, ¢i+1) (ge+1 = ¢'), . Hence
Chrs 2 LN = 2) - 0§ + LN = 2) - g5+ -+ LN = 2) - g § + LN — 2) - p§ + {2 5. We
can reiterate this execution (without the first rendez-vous on a) N — 2 times to reach a
configuration Cy such that Cj > [N - ¢§.

Case 2: ¢ ¢ S”. Hence, ¢ should be added to S’ by one of the conditions 6, 7, and 8.
If it was added with condition 6, let (q1,m1), (g2, m2) € Toks” such that ¢ = g1, my # ma,
mz ¢ Rec(q1) and m; € Rec(gz). From the proof of Lemma C.3, one can actually observe
that all tokens in Toks” correspond to "feasible" paths regarding states in S, i.e there exists
a finite sequence of transitions (pg, 'm1,p1)(p1,a1,p2) - .. (Pr, @k, q1) such that py € S and
for all 1 <4 < k, a; =7b; and there exists (p},!b;,p;) € T with p, € S. The same such
sequence exists for the token (g2, m2), we note the sequence (sg,!ma, s1)...(s¢, ae, g2) such
that sp € S and for all 1 <i </, a; =?¢; and there exists (s}, l¢;, s7) € T with s, € S. Take
Cq=1IN-po§ +{N-soS+INpL S+ +H{NDS+H{N - 515+ +{N - s,5. Clearly, Cg € [7],

b
as all states are in S. Consider the following execution: C, nbm1) C b—1> b_k> Ci+1,

the non-blocking sending of m; is made with transition (pg,!mq,p1) and each rendez-vous
on letter b; is made with transitions (p},!b;,p!) and (p;, ?bi, piv1) (Pk+1 = q1). Hence,

. . . . Tm
Ci+1 is such that Cyiq > {¢15. From Cj1, consider the following execution: Cgi1 —

C1 Cy ma . . .
Cri2 — ... — Cryer2 —> Criyot3, where x,,, = nb(msy) if no process is on a state in

R(m3), or =, = mg otherwise. In any case, as ma ¢ Rec(q1), Cr+2 > {¢1§. And each
rendez-vous on letter ¢; is made with transitions (s}, l¢;, s/) and (s;, 7¢;, Si41) (Sk+1 = @2),
the last rendez-vous on m; is made with transitions (pg, !m1,p1) and (g2, 7m1,q5) (such a ¢}
exists as my € Rec(q2)). Hence, Ciio13 > {p1§+ {q1§. By repeating the two sequences of
steps (without the first non-blocking sending of m) N — 1 times (except for the last time

where we don’t need to repeat the second execution), we reach a configuration C’(’l such that
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Cy 2 N - q1.

If it was added with condition 7, then let (g1,m1), (g2, m2), (g3, m2) € Toks” such that
my # mg and (g2,?m1,q3) € T with ¢ = ¢;. From the proof of Lemma C.3, Toks” is
made of "feasible" paths regarding S and so there exists a finite sequence of transitions
(po,'ma,p1)(p1,a1,p2) - .. (Pkyak, q2) such that py € S and for all 1 < i < k, a; =?b; and
there exists (pf, !b;,p}) € T with p, € S. The same sequence exists for the token (g1,m1), we
note the sequence (50, Imq,s1) .. (Sg,ag, q1) such that sgp € S and for all 1 < i < ¥, a; =7¢;
and there exists (s}, !c;, s)) € T with s} € S. Take Cy = [N - po§ +{N - so§+ {Npy§+ -+

(NP S+ N - s S+ + N -s,5. Clearly, C, € [7], as all states are in S. We do the same

nb(ms) "
execution from Cy to Ci41 as in the previous case: Cy 2 o N Cl+1. Here

Cr+1 is then such that Cyi1 > {g2§. Then, from Cyy; we do the following: Crp1 %
Cr+2 2005 Clrtot2 RN Cl+e+3: the rendez-vous on letter my is made with transitons
(so,!'m1,s1) and (ga2,?m1,qs3). Then, each rendez-vous on letter ¢; is made with transitions
(st,1e;, ) and (si, ?¢i, Siv1) (Sk+1 = @1), and the last rendez-vous on letter mqy is made with
transitions (pg,!m2,p1) and (g3, ?ma, ¢5) (such a state ¢} exists as (g3, ma) € Toks” and so
mz € Rec(gz)). Hence, Ci 43 is such that Cryors > {g1§ + {p1§. We can repeat the steps
from C; N — 1 times (except for the last time where we don’t need to repeat the second
execution), to reach a configuration Cy such that C7 > {N - ¢ §.

If it was added with condition 8, then let (qi,m1), (g2, m2), (g3, m3) € Toks”, such that
mi # ma, ma # ms, m1 # mg, and my ¢ Rec(gz), m1 € Rec(gz), and ma ¢ Rec(q1),
mq € Rec(gz) and ms € Rec(gz) and ms € Rec(q1), and g1 = ¢. Then there exists three finite
sequences of transitions (po, !m1,p1)(p1, 701, p2) - - - (Pk, 7k, Pr+1), and (so, Im2, 51)(s1, 7e1, 52)

.. (80, 7¢k, Se1), and (1o, 'ms, 1) (r1, ?d1,72) ... (75, ?d;,7j41) such that pr1 = q1, Seq1 = @2
and 741 = g3, and for all messages a € {b;,, Ci,, di, }1<iy<k,1<in<t,1<is<; = M, there exists

¢a € S such that (qq,'a,q)). Take Cy = {Npo§ + ZNSOS +{N7o§S+ > e (NG §. From C,

nb(ms) C’1 LN Cl+1 where the non-blocking

sending is made with the transition (pg, !mi,p1) and each rendez-vous with letter b; is made
with transitions (gp,,0i, q3,) and (p;, ?b;, pit1). Hence, Cy1 > {q1§. Then, we continue the

there exists the following execution: C,

execution in the following way: Cy41 SLEN Crio = ... %5 Chigyo where z,,, = nb(my) if
there is no process on R(ms), and x,,, = ms otherwise. In any case, the rendez-vous is not
answered by a process on state ¢; because ma ¢ Rec(q1). Furthermore, each rendez-vous with
letter c; is made with transitions (q.,,!c;, q;,) and (si, 7¢;, si11). Hence, Crye2 > {25+ {a15.

From Cp4 042 we do the following execution: Cg1o sy Clriess LN ﬁ) Cltt+j+3 where
the rendez-vous on letter mg is made with transitions (rg, !mg, 1) and (g2, ?7mg, ¢5) (this trans-
ition exists as m3 € Rec(gz)). Each rendez-vous on d; is made with transitions (qa,,!d;, q;,)
and (r;, ?d;,7541). Hence, the configuration Cyyojy3 is such that Cyieqjt3 > {g35 + {a1§.
Then from Chirqjys: Crtrrjrs o, Cl+o+j+4 where the rendez-vous is made with trans-
itions (po,!m1,p1) and (g3, ?m1,¢4) (this transition exists as m; € Rec(gs)). By repeating
N — 1 times the execution from configuration C7, we reach a configuration C('I such that
Colar) = N.

Hence, for all N € N, for all ¢ € ', there exists C; € [], such that C; — C; and
Ci(q) > N. From Lemma C.2, there exists C)y and Cn € [v] such that Cy —* C}; and for
all g € S, Cn(q) > N.

Take C' € [F(v)], we know how to build for any N € N, a configuration C; such that
CyN(q) > N for all states ¢ € S" and there exists Cn € [v], such that Cy —* CY%, in
particular for N bigger than the maximal value C’(¢) for ¢ € S’, C}y is greater than C; on
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all the states in 5.

To conclude the proof, we need to prove that from a configuration C’;, for a particular
N’, we can reach a configuration C* such that C”(q) > C’(q) for q € S’ Ust(Toks'). As C’
respects F'(7), remember that for all ¢ € st(7Toks'), C'(q) = 1. The execution is actually
built in the manner of the end of the proof of Lemma C.2.

Note Npax the maximum value for any C’(q). We enumerate states qi, . . ., g, in st(Toks')
such that C'(¢;) = 1. As C’ respects F'(7), for i # j, ¢; and ¢; are conflict free.

From Lemma C.3, F(y) is consistent, and so we note (p%, !mj,p{) (p{,?m{,p%)
(pij , ?mij,pijﬂ) the sequence of transitions associated to state g; such that: pijﬂ = qj,

(q;,m?) € Toks and for all mf, there exists (qmyi-, !mg,q;nq-) with i € S’. Note that for

all i # j, ¢; and g; are conflict-free and so there exists (;]i,m), (gj,m') € Toks' such that
m ¢ Rec(q;) and m’ ¢ Rec(g;). As F(y) is consistent, it should be the case for all pairs of
tokens (g;,a), (¢j,a’). Hence m’ ¢ Rec(q;) and m® ¢ Rec(q;).

Note £; = k; + 1. For N = Nyax + Zlgjgm ¢;, there exists a configuration C'y, such
that there exists Cns € [v], Cn» —* Cir, and Ch,(¢) > N for all ¢ € S’. In particular, for
all g € 5", Ciyi(q) =2 C'(q) + X1 <j<m Ui-

Then, we still have to build an execution leading to a configuration C” such that for
all ¢ € st(Toks'), C"(q) > C’(q). We then use the defined sequences of transitions for

each state g;. With ¢; processes we can reach a configuration C; such that Ci(q1) > 1:
1

1 m
c, 2 oy I 0 Cyir. @y = mb(ml) if there is no process on R(m!), and
Tt = m! otherwise. Each rendez-vous on m} is made with transitions (p}, ?m}, p} 41) and
(Qm} ) 'm}a qlm%) Asa resu1t7 for all qc Sla C€1+1(q) Z OI(Q)—I—ZngSm EJ and OzlJrl(ql) Z 1.

2
We then do the following execution form Cy,+1: Cp, 11 Lm2, Cr,42 lﬁ% PN Coy 41542
T2 = nb(m?) if there is no process on R(m?), and x,,2 = m? otherwise. Remember that
we argued that m? ¢ Rec(q1), and therefore Cp,12(q1) > Cp,41(q1) > 1. Each rendez-
vous on m? is made with transitions (pf,?m?,pfﬂ) and (qu,!mf,q’m?). As a result,
Cortts12(q0) = C'(q) + Dacjcp by for all ¢ € S" and Coyyep12 > (@1 + {g25. We can
then repeat the reasoning for each state ¢; and so reach a configuration C” such that
C"(q) > C'(q) for all ¢ € S" and, C” > (1§ + (@25 + ... {gm 5. We built the following
execution: Cy» —* Cly, —* C”, such that C” > C’, and CY. € [v].

<

C.4 Proof of Lemma 5.5

Proof. Assume that there exists Cy € Z and C' > C such that Cg - C; — ... = Cp, = C".
Then using the Lemma C.5 iteratively, we get that C’ € [y¢]. From the definition of F
and [-], one can furthermore easily check that [y] C [F(y)] for all v € T'. Hence we have
[vel €[] and €7 € [¢].

Before proving the other direction, we first prove by induction that for all ¢ € N and for
all D € [v;], there exists Cy € Z and D’ > D such that Cy —* D’. The base case for i = 0 is
obvious. Assume the property holds for 4; and let us show it is true for v, 1. Let E € [vi41].
Since ;41 = F(7;), using Lemma C.6, we get that there exists E' € C and D € [;] such
that £/ > E and D —* E’. By the induction hypothesis, there exist Cy € Z and D’ > D
such that Cy —* D’. Using the monotonicity property stated in Lemma C.1, we deduce that
there exists £ € C such that £ > E' > E and Cy —* D' =* E".

Suppose now that there exists C” € [y¢] such that C”" > C. By the previous reasoning,
we get that there exist Cy € Z and C’ > C” > C such that Cy —* C’. <



	1 Introduction
	2 Rendez-vous Networks with Non-Blocking Semantics
	2.1 Rendez-Vous Protocols
	2.2 Verification Problems

	3 Coverability for Non-Blocking Counter Machines
	4 Coverability for Rendez-Vous Protocols
	4.1 From Rendez-vous Protocols to NB-CM
	4.2 From NB-R-CM to Rendez-Vous Protocols

	5 Coverability for Wait-Only Protocols
	5.1 Wait–Only Protocols
	5.2 Abstract Sets of Configurations
	5.3 Computing Abstract Sets of Configurations
	5.4 Polynomial Time Algorithm

	6 Undecidability of Synchro
	7 Conclusion
	A Proofs of sec:cover-nb-machines
	A.1  Proof of thm:cover-nbcm-in-expspace
	A.2 Proof of th:expspace-hard
	A.2.1 Proofs on the Pocedural NB-CM Defined in sec:cover-nb-machines
	A.2.2 Proofs of the Reduction


	B Proofs of sec:cover-rdv-protocols
	B.1 Proof of cor:ccover-expspace
	B.2 Proofs of th:ccover-expspace-complete

	C Proof of Section 5
	C.1 Technical Lemma
	C.2 Properties of Consistent Abstract Sets of Configurations
	C.2.1 Proof of Lemma 5.1
	C.2.2 Building Configurations from a Consistent Abstract Set

	C.3 Proof of Lemma 5.4
	C.4 Proof of Lemma 5.5


