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Non-adversarial Robustness of Deep Learning

Methods for Computer Vision
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Abstract—Non-adversarial robustness, also known as natural
robustness, is a property of deep learning models that enables
them to maintain performance even when faced with distribution
shifts caused by natural variations in data. However, achieving
this property is challenging because it is difficult to predict in
advance the types of distribution shifts that may occur. To address
this challenge, researchers have proposed various approaches,
some of which anticipate potential distribution shifts, while others
utilize knowledge about the shifts that have already occurred
to enhance model generalizability. In this paper, we present a
brief overview of the most recent techniques for improving the
robustness of computer vision methods, as well as a summary

of commonly used robustness benchmark datasets for evaluating
the model’s performance under data distribution shifts. Finally,
we examine the strengths and limitations of the approaches
reviewed and identify general trends in deep learning robustness
improvement for computer vision.

Index Terms—non-adversarial, natural, out-of-distribution, ro-
bustness, domain adaptation, domain generalization, deep learn-
ing, computer vision

I. INTRODUCTION

Robustness is an important property of deep learning mod-

els. It refers to the model’s ability to produce expected outputs

in cases when input data differs from the data the model has

been trained on [1]. Literature distinguishes between adver-

sarial and non-adversarial robustness also known as natural

robustness. Adversarial robustness refers to the model’s ability

to accurately classify input data that has been intentionally

corrupted in a way that aims to fool the model into making

an incorrect prediction with high confidence. This type of

robustness relies on exploiting model and data properties [2].

While adversarial robustness prevents the model malfunction

under intentional attacks [2], non-adversarial robustness pre-

serves the model performance under naturally-induced data
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and Development of Serbia, 1 Fruškogorska, 21000 Novi Sad, Serbia (e-
mail: dragisa.miskovic@ivi.ac.rs), ORCID ID (https://orcid.org/0000-0002-
0455-9552)

Dinu Dragan is with the The Faculty of Technical Sciences, University
of Novi Sad, 6 Trg Dositeja Obradovića, 21000 Novi Sad, Serbia (e-mail:
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Fig. 1. Distribution shift illustration. A priori unknown real-world data
distribution D (denoted by dashed line) with source Ds and target distribution
Dt (denoted with orange and blue solid lines) being shifted relative to Ds.

transformations such as environmental and sensory transfor-

mations [1]. Natural robustness is a desirable model property,

as deployed models often encounter test data that differs from

training data. For example, a model trained to recognize traffic

signs on images collected in an area where rarely snows might

generate an unpredictable output for a test image displaying

the same sign under severe snowing conditions [2]. Differences

in training and test datasets stem from distribution shifts that

are common in practice due to the changing nature of data

distributions, which can be both temporal or non-temporal

(i.e., changes across locations, camera choice, image artifacts)

[3]. In a standardized machine learning pipeline, a training

dataset is collected by sampling from theoretically infinite,

high-dimensional data space with a priori unknown distribu-

tion D. A set of drawn samples dictates a source distribution of

a training dataset, denoted with an orange curve in Fig. 1, that

the model learns through training. Trained model inferences on

test data having a target distribution, denoted by a blue curve

in Fig. 1, shifted relative to the source distribution. Identifying

the causes of distribution shift can be straightforward in some

cases, such as in [4], where a model trained on sharp images

was tested on blurry images that were not present in the train-

ing set. However, in many cases, the causes for distribution

shift are not obvious and cannot be easily identified [5]. In

[5] the authors acquire new test datasets for CIFAR-10 [6]

and ImageNet [7] following dataset acquisition guidelines and

observe significantly decreased accuracy on a broad range of

models when compared to original datasets. Assessing the

causes of distribution shifts accurately, especially in high-

dimensional data, poses a challenge to training models that

can generalize well to an arbitrary sample from distribution D
[8].

When a model performs well on instances from a dif-

ferent distribution compared the the one it was trained on,

it demonstrates out-of-distribution (OOD) robustness. If the

http://arxiv.org/abs/2305.14986v1
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model performs consistently well on instances from the same

distribution, it demonstrates in-distribution (ID) robustness,

ensuring stable performance on unseen data from the same

distribution. While ID robustness does not explore the model’s

generalization under distribution shifts, it is used as a standard

method to detect overfitting and underfitting during the train-

ing. It is also used as a control metric for methods boosting

OOD generalization, since it has been shown that some of the

methods can increase OOD while simultaneously hurt model

performance ID [9].

In this paper, we overview recent advancements in non-

adversarial robustness, or shorter robustness, as we will refer

to in this paper. While there are many papers addressing well-

explored adversarial robustness [10]–[12], non-adversarial ro-

bustness has received significantly less attention. Robustness

improvement techniques have been proposed and discussed in

multiple papers in the context of proposing a novel robustness

benchmark dataset [4], robustness method [13]–[15], or both

[16]. However, we were unable to find a systematic overview

of these methods that could serve as an entry point to the non-

adversarial robustness research field. Thus, this paper gives a

broad overview of robustness improvement methods based on

domain adaptation and domain generalization approaches. We

discuss the advantages and disadvantages of the approaches

and complement the study with an overview of publicly

available robustness benchmark datasets in computer vision.

The paper is organized as follows. Section II gives a brief

overview of the main deep learning principles that might

help in following the content of Sections III and IV where

we discuss major robustness improvement methodologies in

domain generalization and domain adaptation fields. In Section

V we list major publicly available robustness benchmarking

datasets, discuss the findings in Section VI, and conclude in

Section VII.

II. FUNDAMENTALS OF DEEP LEARNING

The development of deep learning was motivated by the

failure of traditional machine algorithms to adequately solve

complex tasks such as speech or object recognition. These

tasks rely on processing high-dimensional data with an im-

mense input data space. With just a subset of the data points

from the entire space, traditional machine learning algorithms

could not provide good generalization on unseen data points,

since they rely on the similarity between the new data points

and those they have been previously learned on [8]. To address

this issue, deep learning algorithms are designed as complex

functions that use sparsely filled input data space to learn how

to generalize by incorporating knowledge about the underlying

data distribution. Here we introduce the basic concepts of feed-

forward deep neural networks (DNNs) since the majority of

literature studying robustness relies on DNNs. We explain the

fully-connected neural network (FCNN) that serves as a base

for other DNN specializations, such as convolutional neural

networks (CNNs). Since CNNs are widely recognized as the

primary architecture for computer vision tasks, we also provide

a brief explanation of their structure.
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Fig. 2. The structure of a neuron located in the hidden layer of a FCNN.
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Fig. 3. A FCNN consisting of the input layer Lin, the hidden layer Lhidden,
and the output layer Lout.

A. Fully-connected neural networks

The goal of DNN is to learn a function approximation y′ =
f(x; θ) that maps the input x to the prediction y′ ideally equal

to expected output y by fitting the function parameters θ on

some input dataset D = {(x1, y1), (x2, y2), . . . , (xk, yk)} with

k data points. The learning is performed by computational

units called neurons with the general architecture shown in Fig.

2. Each neuron can receive multiple inputs xi weighted by a

set of learnable parameters wi and learnable bias b to produce

a single scalar value representing the neuron’s activation. Since

neurons are inherently linear, a nonlinear activation function

is applied to the scalar to support DNNs in learning nonlinear

transformations. The activation of one neuron is propagated

to succeeding neurons to facilitate the learning of complex

feature representations from the data [8].

Neurons are organized into layers as shown in Fig. 3.

The number of layers determines the depth of the network,

and it is characteristic of DNNs to have many layers [17]–

[20]. The first layer in the network is the input layer, which

serves as data entry point. It is followed by hidden layers

that usually contain many neurons simultaneously calculating

their activations based on the output of the preceding layer.

The final, output layer is responsible for generating DNN

prediction for a given task.

The process of fitting DNN parameters on the training

dataset Dtrain is called training. The scope of the training

pertains to the adjustable weights W and biases b attributed

to all trainable neurons in the network, where the weight vector
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w
j
i and bias b

j
i correspond to a neuron i ∈ [1, n] located in

layer j ∈ [1,m]. The training is formulated as an optimization

problem over a parameter set θ consisting of W and b

that minimizes a loss function L serving as an optimization

objective function. It is typically performed following a two-

pass back-propagation algorithm [21]. In the first, feed-forward

pass, the loss value is calculated to estimate the error between

DNN predictions and desired outputs for training samples from

Dtrain. The gradients over θ are then calculated to minimize

the loss using some variation of gradient-based algorithms,

i.e., standard stochastic gradient descent (SGD), SGD with

momentum, Adagrad [22], RMSProp [23], or Adam [24].

Next, gradients are used to update θ. The process is iteratively

repeated until the stop condition is met, i.e., exceeded number

of iterations or gradient descent learning rate being lower

than the predefined threshold value. Hyperparameters are the

values used to control the training process and define DNN

architecture. They can be adjusted manually or automatically

[25], [26] to determine the optimal configuration for a certain

task. In traditional DNN they can be immutable (e.g., a choice

of a loss function, number of DNN layers) or mutable (e.g.,

learning rate in gradient descent). In meta-learning paradigm,

some immutable hyperparameters can be treated as mutable

and learned by another algorithm [26].

In cases when DNN is not trained on extremely large

datasets, it is advisable to introduce regularization to prevent

the network from overfitting [8]. The overfitted model has a

poor ID and OOD robustness since it has not learned patterns

in data, but has memorized training data instead. Regulariza-

tion can be imposed on the training data, neurons, and training

algorithm. Data augmentation regularizes the network by en-

larging the training dataset and diversifying source distribution

(see Section IV for details). Dropout [27] prevents the network

from favoring certain neurons in decision-making by randomly

eliminating their activations during the training. Regularization

strategies, such as L1 and L2 regularization [8], constrain loss

function by imposing restrictions on weight values. Another

standard regularization strategy is to stop training when a

training error is consistently decreasing while the validation

error calculated on a control group of unseen data samples

is consistently increasing. The output of a training stage is a

DNN model evaluating function y′ with fixed θ. The model

is used to generate predictions for unseen data samples that

come from the test dataset Dtest in a process called inference.

B. Convolutional neural networks

Convolutional neural networks (CNNs) [28] are a type

of DNNs designed to handle data with a topological grid

structure, such as images. While the input of the FCNN

neuron is densely connected to the outputs of all neurons from

the previous layer, the CNN neuron is sparsely connected to

activations in the previous layer. Thus CNNs exhibit locality

inductive bias, meaning that by design CNN neurons extract

features from spatially close grid elements in input data. The

bias is motivated by the assumption that meaningful features in

the grid are assembled of spatially close pixels [8]. Each CNN

layer learns sets of trainable kernels which are weights shared

among the neurons in the layers. Weight sharing is another

inductive bias in CNNs that enables them to detect similar

features in a translation-invariant manner. Learning features

in subsequent layers enables CNNs to learn low-level features

from input data, which are then used to gradually assemble

more complex features.

CNNs have been successfully utilized in many tasks such

as object detection [17], [29], classification [17], [18], [17],

semantic segmentation [29], [30], instance segmentation [31],

and representation learning [32]. Nowadays modern CNN

architectures have many stacked convolutional layers that may

be followed by fully connected layers [17], [18], [29] or can

act as feature extractors [32]. It is important to note that

vision transformers [33] have emerged recently as a successful

alternative to CNNs in image processing. However, due to

review limitations, we omit them from the study.

III. DOMAIN GENERALIZATION TECHNIQUES

Domain generalization is a machine learning field that aims

to train the model on source distribution data so that it can

generalize well to arbitrary target distribution. The unexpected

nature of target distribution makes data generalization a chal-

lenging task. One approach to address the task is to learn

feature representations that are distribution shift invariant.

Further in this section, we discuss some implementations of

data generalization approach.

A. Data augmentation

One approach to anticipate distribution shifts is to increase

source distribution diversity and simultaneously enlarge the

dataset by applying transformations on data sample copies [8].

The idea behind data augmentation is to support the model

generalization by learning feature representations invariant to

data augmentations. Simple geometric image augmentations,

such as random rotation, translation, and mirroring, do not

change data distribution significantly, but can still have a

regularization effect. Although simple to implement, some

of these augmentations can lead to information loss (i.e.,

rotating the image for 45°) [34]. In [15], [35] authors propose

augmentations based on erasing image patches. The underlying

idea is to increase robustness against occlusions by erasing

image patches. In this way, the network learns not to heavily

rely on some specific data feature when generating predictions.

A cutout augmentation [15] implements this conceptually

similar to dropout, by setting to zero activations of input

neurons associated with randomly selected input image patch.

While dropout targets individual neurons in hidden layers,

cutout zeroes out weights of spatially connected groups of

input layer neurons. The authors of [35] propose concep-

tually similar approach to that in [15], but with extensive

experiments on patch size and erased pixel color. Data aug-

mentation by erasing is intended to improve generalization

under occlusions. Although this technique may have limited

benefits when occlusions are not present in the target dataset,

it can still provide additional advantages when combined

with other data augmentation methods [35]. An approach in

[36] argues that replacing image patches with semantically



4

unmeaningful values introduces information loss and proposes

an approach where the patch that has been cut out is replaced

with a patch from another image in the training dataset.

The augmentation demonstrates OOD robustness by extending

source distribution with new training samples generated as a

combination of two existing ones, combining both raw images

and corresponding labels as initially proposed in [37]. The

basic concern in synthetic augmentation techniques is that

creating semantically non-meaningful combinations will map

poorly to real-world data [38], e.g., it is improbable that a

real-world image will display a horse with a frog’s head

patch. Approaches in [13] and [16] address this issue by

proposing complex, yet OOD robust augmentations that do

not significantly change augmented image statistics. In [13]

authors propose chaining many simple augmentations to create

a complex augmentation. The augmentation pipeline starts

with randomly sampling augmentations from a predefined

set into n disjunct subsets and sequentially applying each

augmentation subset in parallel starting from the raw image.

The pipeline outputs multiple augmented versions of the raw

image linearly combined with the raw image to obtain the final

augmentation. In [16], authors propose an image-to-image net-

work that applies random augmentations on network weights,

producing uniquely augmented images. A style transfer variant

of generative adversarial networks (GAN) [39] proposed in

[38] has been shown to facilitate OOD robustness when used

as an augmentation technique [16].

While multiple studies emphasize the necessity of com-

bining multiple augmentations to achieve good generalization

[15], [16], [34], it is a non-trivial task to choose the optimal

combination. Theoretical foundations of data augmentation are

yet to be explored, and the majority of discoveries in the field

are experimental [34]. At the moment, studies suggest that

optimal data augmentation choice is specific for a training

dataset and task combination [34], with inappropriate choice

leading to reduced model generalization such as in [16]

for DeepFashion Remixed benchmark dataset and training

instability [4] even when applied augmentations seem to be

visually almost unnoticeable.

One proposed solution to this issue is to use algorithms for

automated augmentation selection. These algorithms search

the augmentation space to find the optimal augmentation

policy [40]–[43]. The algorithms are built on the assumption

that different data features require different augmentations to

properly regularize the trained model. However, automatic

augmentation may not be fully utilized in domain general-

ization since target distribution is not known in training time.

Still, the approach might have benefits in supervised domain

adaptation (refer to Section IV) where model is adapted to

target distribution.

B. DNN architecture-based techniques

Although data augmentation tends to be the major robust-

ness improvement technique, changes in DNN architecture can

also be used to increase OOD natural robustness.

Network depth. In [4] it is demonstrated that deeper versions

of DenseNet [44] and ResNeXt [45] achieve higher robustness

on ImageNet-C and ImageNet-P synthetic benchmarks when

comparing to their shallower counterparts. Similar conclusions

are reached in [46] but for adversarial robustness. Although

we do not intend to review adversarial robustness techniques,

we include the study to denote that OOD robustness increases

with network depth in both adversarial and non-adversarial

scenarios to support findings in [4] in absence of other

supporting non-adversarial OOD studies. The results from [38]

suggest that natural robustness to synthetic distribution shifts

does not apply to real-world distribution shifts, unless the

model is trained on large and varied datasets. As a result, the

conclusions drawn in [4] only apply to synthetic distribution

shifts. However, succeeding work in [16] contradicts [38] by

achieving comparable robustness both on synthetic and real-

world benchmarks.

Network architecture. It has been demonstrated that some

architectures exhibit increased natural robustness [44], [45],

[47], [48] when compared to base ResNet architecture.

DenseNet and ResNeXt are shown to be more robust both

on perturbations and corruptions [4]. The increased robustness

results from improved data aggregation capabilities introduced

through enriched connections between layers. For example, in

a DenseNet every convolutional layer inside a dense block uses

feature maps from all preceding convolution layers alongside

the standard feature map produced by sequential processing.

According to [4], multi-scale networks [47], [48] demonstrate

corruption robustness, with no clear benefits on perturbation

robustness. Allegedly, this is due to network design where

data in different scales is affected differently by corruptions

to produce the final prediction.

Although increasing DNN depth and adapting architecture

toward feature aggregation positively influence the model’s

overall robustness, using these two techniques jointly has

demonstrated the best performance.

IV. DOMAIN ADAPTATION TECHNIQUES

When deploying a DL model in real-world scenarios, data

distribution shifts are expected to occur at some point in

time, causing the model’s performance to deteriorate. Domain

adaptation is a field of machine learning aiming to modify a

model trained on a source distribution to adapt to data from a

target distribution [49]. In this section we will discuss domain

adaptation implementations using transfer [50], meta [26], and

few-shot learning [51].

A. Transfer learning

Transfer learning is a machine learning field researching

how to utilize knowledge learned in one task to improve

another, related task. The basic idea of transfer learning is

that DNN learns feature representations gradually from simple,

task-agnostic features (e.g., lines) to complex, task-specific

features (e.g., nose or ears for face recognition task) that

can be fully or partially transferred to another problem. A

common way to implement transfer learning is to pretrain a

DNN on a large and diverse dataset and then use the first

n pretrained layers as an initialization for a new DNN that

is then trained on a new dataset. There are two primary
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transfer learning approaches: fine-tuning and linear probing.

With linear probing, the convolutional layer weights of a DNN

that act as feature extractors remain fixed, while only the

downstream task prediction layers are trained. Fine-tuning, on

the other hand, involves updating both the feature extractor

and prediction layers.

Using transfer learning in domain adaptation settings is

based on the assumption that distribution invariant feature

representations can be learned from source and target distri-

bution data [8]. Although pretraining might not necessarily

improve model performance [52] as it was previously believed

[53], it has been demonstrated that in certain settings it can

increase the models OOD robustness, both in adversarial and

non-adversarial settings [54]. However, it is shown that the

transfer learning efficiency on domain adaptation is dependent

on a choice of transfer learning method [9] and similarities in

source and target datasets [53]. In [9], authors use fine-tuning

and linear probing approaches to transfer learning, demon-

strating that fine-tuning leads to better ID and worse OOD

performance compared to linear probing, resulting in higher

OOD and lower ID performance. Observing that fine-tuning

can distort pretrained features, the authors in [9] propose a

novel transfer learning approach that combines fine-tuning and

linear probing.

The recent breakthrough in self-supervised learning (SSL)

for representation learning has inspired a community to com-

bine transfer learning with SSL [55], [56]. Since SSL does

not require explicit supervision to learn representations, this

approach can be used for both labeled and unlabeled target

data. In SSL a model learns to solve an auxiliary, pretext task

to learn rich feature representations, e.g., learning to predict

image rotation [57], or distinguish between images [58]–[60].

SSL approach in [55] uses unlabeled data to learn shared

representations on multiple tasks and multiple datasets. The

authors train a feature extractor using multitask learning [61]

with one task being a downstream task and other tasks being

auxiliary SSL tasks (e.g., predicting rotation and localization).

All tasks are trained simultaneously using both source and

target distribution data. The approach utilizes learning on

multiple tasks and datasets to increase knowledge transfer by

reducing the distance between learned tasks [53] and training

simultaneously on source and target distribution datasets. Work

in [56] extends on [55] to support test-time training in online

settings. While [55] adapts the model on target data and uses

adapted model weights further in inference, [56] starts from

the model trained solely on source distribution and adapts its

weights online as target distribution data arrives.

B. Other techniques

Here we mention other approaches to domain adaptation

that have not yet received as much attention as the simplest,

transfer learning approach. Our motivation here is not to

present a comprehensive overview of existing methods, but

to provide the reader with a starting point for further research.

Meta-learning [26], or learning to learn, is an approach where

the meta-learner algorithm learns parts of the base-learner

algorithm that performs a downstream task. Some examples

include learning an optimization algorithm [62] and base-

learner parameter initialization [63]. A broad idea behind

meta-learning is to support quick and efficient adaptation of

the base-learner through meta-training across different tasks

and domains. In [64] the authors propose a meta-learning

framework to learn the initial conditions of the existing

domain adaptation algorithms relying on the gradient descent

method. The suggested framework improves the performance

of various domain adaptation techniques in multi-source and

semi-supervised scenarios for the target distribution.

Few-Shot Learning. In few-shot learning (FSL) [51] the task

is to train a network to recognize new classes having just

a few labeled instances per class. Having a dataset with few

instances per class is insufficient to train DNN from scratch or

adapt to target distribution using transfer learning. Therefore,

domain adaptation in FSL is often formulated as meta-learning

problem, where instances from target distribution are used to

speed up convergence of the base-learner. The challenge in

few-shot learning domain adaptation is to adapt to new classes

that can partially overlap with base classes [65] or can be

completely disjoint [66], [67].

V. BENCHMARKING DATASETS

In this section, we cover benchmarking datasets used to

assess model performance under domain generalization and

adaptation approaches.

Domain generalization benchmarks. There are multiple pub-

licly available robustness benchmarks intended to test for the

natural robustness of computer vision DNNs. Both synthetic

and real-world benchmarks exist. While synthetic benchmarks

provide testing in controlled conditions under known distribu-

tion shifts, recent work shows that demonstrating robustness

on synthetic benchmarks does not necessarily guarantee ro-

bustness on real-world distribution shifts [38]. To alleviate the

issue, real-world benchmarks have been introduces.

ImageNet-C [4] and ImageNet-P [4] are synthetic bench-

marks that decouple robustness benchmarking to corruption

and perturbation robustness respectively. To produce both

benchmarks, image transformations are applied to original

images from the ImageNet dataset. Corruptions are designed

to significantly change image statistics and enforce testing in

OOD settings. There are 15 types of corruption transforma-

tions selected from noise, blur, weather, and digital categories,

that are applied to original images with five severity levels to

control the degree of image distribution shift. Perturbations

are subtle transformations of original images sampled from

the same categories as corruptions, but harder to perceive

visually when compared to corruptions. The motivation behind

the perturbation benchmark is to test subtle data distribution

shifts.

Collecting a comprehensive real-world robustness bench-

mark with systematic distribution shifts can be challeng-

ing compared to synthetic benchmarks. The nature of the

distribution shifts is difficult to determine due to multiple

dimensions of variation that can occur in real-world data

simultaneously. For example, an image displaying the same

object can be captured with different cameras, from different
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viewpoints, in different locations, showing the object in vari-

ous weather conditions. However, the issue raised in [38] em-

phasizes the importance of real-world benchmarking datasets.

Here we mention ImageNetV2 [5], ImageNet-Renditions [16],

StreetView StoreFronts [16], DeepFashionRemixed [16], and

Real Blurry Images [16].

ImageNetV2 [5] is created by replicating the original Im-

ageNet data collection procces. For this dataset, distribution

shifts cannot be clearly identified, but study [5] has shown

degraded performance for a range of classifiers trained on

ImageNet and tested on ImageNetV2, indicating clear exis-

tence of natural distribution shifts in the ImageNetV2 dataset.

Similar is true for ImageNet-Renditions (ImageNet-R) [16]

which contains image renditions such as paintings, sculptures,

and embroidery for the ImageNet classes. The dataset contains

images of significantly different textures and local image

statistics, shifting ImageNet-R distribution relative to Ima-

geNet. StreetView StoreFronts (SVSF) [16] dataset contains

business storefront images. The dataset varies in location, the

year the image is captured, and camera properties introducing

sensor-induced distribution shifts. Close to the idea of quanti-

fying distribution shifts as introduced in synthetic benchmarks,

real-world benchmark DeepFashion Remixed (DFR) [16] uses

metadata from DeepFashion2 [68] to make systematic changes

in object occlusion, zoom, orientation, and scale. Both SVSF

and DFR benchmarks provide a way to control distribution

shifts by altering dataset parameters (e.g., fixing location for

SVSF or varying zoom for DFR and fixing other parameters)

and testing DNN OOD generalization with more granularity.

Real Blurry Images [16] benchmark contains naturally blurry

images. The dataset is proposed as a real-world counterpart of

ImageNet-C and ImageNet-P datasets that test model robust-

ness on synthetically generated blurry images.

Domain adaptation benchmarks. These benchmarks are

intended to test how well a given model adapts to changes

in data distribution. Thus, domain adaptation benchmarks can

be assembled from any two datasets suitable for a particular

downstream task. The first in a pair, or a training dataset is of

the source distribution, and the second dataset is of the target

distribution. While in this setup source and target distributions

must be different, literature shows they also should retain some

similarities for data distribution shift not to be too extreme.

Often, this means having a shared label space [9], [55], [69].

While domain adaptation benchmarks can be assembled in

this manner for any downstream task, in this paper we further

discuss domain adaptation benchmarks for object recognition

task, as it is a well-established field in deep learning for

computer vision.

Some of the datasets used to train object recognition

DNNs include MNIST [28], MNIST-M [70], ImageNet-1K

[71], SVHN [72], USPS [73], CIFAR-10 [74], and STL-

10 [75]. Some properties of these datasets depicting possi-

ble distribution shifts are given in Table I. These datasets

have been used as domain adaptation benchmarks in [55]

by assembling pairs MNIST+MNIST-M, MNIST+SVHN,

SVHN+MNIST, USPS+MNIST, CIFAR-10+STL-10, STL-

10+CIFAR-10, while in [9] ImageNet-1K is paired with

ImageNet-R [16], ImageNet-A [76], and ImageNetV2 [5] for

OOD evaluation. In cases where datasets do not share all

labels, differing labels are usually discarded from both datasets

[69]. There are also specialized benchmarks containing images

from multiple domains for all classes in a dataset, with

DomainNet [77] being a standard benchmark in the field

representing each class in six different domains (e.g., clipart,

sketch). Another approach to benchmark domain adaptation

is to use domain generalization datasets [56]. In few-shot

learning (FSL) setup, where label spaces of source and target

domains differ, FSL leverages knowledge from the source

domain to learn a downstream task on the target domain

containing new labels. In [66] authors propose a domain

adaptation benchmark for non-overlapping label spaces in

FSL.

VI. DISCUSSION

Domain generalization. We distilled two common approaches

for domain generalization, namely data augmentation, and

DNN architectural modifications, including DNN depth and

building blocks. We observe that there is no universal method

to be applied in all scenarios, but that different methods are

suitable for different situations. The literature on data augmen-

tation agrees that the right choice of data augmentation can

boost natural OOD robustness, but that multiple augmentations

can boost robustness even more [15], [16], [34]. However, the

challenge remains in identifying the optimal augmentation set,

which largely depends on the downstream task and dataset

properties [34]. On the other hand, increasing network depth

[4] and incorporating architectural building blocks that pro-

mote feature aggregation have been shown to enhance model

robustness [44], [45]. Increasing network depth depends on

large and diverse training datasets to regularize the model, so

this strategy is often combined with data augmentation.

Domain adaptation is often achieved through transfer learn-

ing, though other methods such as FSL and meta-learning have

also been utilized for this purpose. While transfer learning can

enhance robustness on the target distribution, the method of

knowledge transfer should be carefully selected based on the

properties of source and target distributions. Both experimen-

tal and theoretical studies have shown that an inappropriate

method can distort pretrained features learned from source

distribution, exacerbating both ID and OOD generalization.

Among supervised and SSL approaches to domain adaptation,

SSL has demonstrated its superiority [9]. As SSL continues

to evolve toward new approaches for efficient representation

learning, it can be expected that more domain adaptation meth-

ods will incorporate SSL. In particular, contrastive learning has

demonstrated superior performance in representation learning

field [58], [60]. Learning better feature extractors can improve

the linear probing approach to transfer learning or any hybrid

method that includes linear probing. While a limited review

of few-shot and meta-learning approaches suggests that they

can improve robustness in domain adaptation, they may still

be outperformed by simple transductive fine-tuning [78].

VII. CONCLUSIONS

Since DL models are increasingly used in practice, a grow-

ing body of research focuses on minimizing the effect of
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TABLE I
PROPERTIES OF OBJECT RECOGNITION DATASETS

Dataset Classes Description

MNIST [28] 10 (one class for each digit) Counts 70000 grayscale images of handwritten digits of size 28× 28 pixels.

MNIST-M [70] 10 (one class for each digit)

MNIST dataset extension for robustness evaluation with various transformations applied
to MNIST images, e.g., color jittering, rotation, and scaling. Contains 70000 color images of

size 28× 28 pixels.

ImageNet-1K [71] 1000 (e.g., bird, cat, car).
Contains 1.2 million color images of varying resolution showing objects from 1000 common

object categories.

SVHN [72] 10 (one class for each digit) Contains 60000 color images of street view house numbers. Image size and quality vary.

USPS [73] 10 (one class for each digit)
Count 9298 grayscale images with handwritten digits of size 16× 16 pixels. Image quality and

orientations vary.

CIFAR-10 [75] 10 (e.g., airplane, bird, cat)
Contains 60000 color images of size 32× 32 of varying quality showing vehicles, animals, and

other objects.

STL-10 [74] 10 (e.g., deer, fog, airplane)
Contains 150000 color images of 96 × 96 of varying quality showing images with complex

backgrounds, with 50000 images having labels.

data distribution shifts. In this review we have covered recent

progress in domain generalization and domain adaptation

techniques where the first approach aims to prepare the model

for unknown data distribution shifts in training time and the

second to adapt the model for known distribution shift in

inference time. We also provide information on commonly

used benchmarking datasets to provide the reader with better

understanding of the reviewed methods.
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