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A quantum sensing network is used to simultaneously detect and measure physical quantities, such as mag-
netic fields, at different locations. However, there is a risk that the measurement data is leaked to the third
party during the communication. Many theoretical and experimental efforts have been made to realize a secure
quantum sensing network where a high level of security is guaranteed. In this paper, we propose a protocol to
estimate statistical quantities of the target fields at different places without knowing individual value of the tar-
get fields. We generate an enanglement between L quantum sensors, let the quantum sensor interact with local
fields, and perform specific measurements on them. By calculating the quantum Fisher information to estimate
the individual value of the magnetic fields, we show that we cannot obtain any information of the value of the
individual fields in the limit of large L. On the other hand, in our protocol, we can estimate theoretically any
moment of the field distribution by measuring a specific observable and evaluated relative uncertainty of k-th
(k = 1, 2, 3, 4) order moment. Our results are a significant step towards using a quantum sensing network with
security inbuilt.

I. INTRODUCTION

Quantum properties such as superposition
and entanglement are considered as resources for
quantum information processing [1–7]. A quan-
tum computer performs certain types of calcula-
tions much faster than classical computers [1–7].
Quantum cryptography provides a secure commu-
nication [5–7]. A concept to combine the quantum
computation and quantum cryptography was pro-
posed, which is called the blind quantum computa-
tion (BQC) [8–12]. In BQC, we assume that a client
can perform only simple quantum operations such
as single-qubit operations. The client delegates the
computation to a server who possesses a quantum
computer. The BQC allows the client to perform
a quantum computation on the server side without
revealing the input, the output, and the algorithm
to the server. Quantum anonymous communication
allows users to exchange messages anonymously
where the identity of the sender is hidden from
each other. There is a famous classical anonymous
communication technology called Tor (The Onion
Routing)[13]. However, the Tor protocol relies on
the public key encryption, and so it is vulnerable to
attacks by quantum computers. On the other hand,
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Quantum anonymous communication is known to
be secure even if it is attacked by quantum comput-
ers [14–26]. Quantum sensing is one of the other
applications [27–33]. When we create a superposi-
tion between a ground state and excited state of the
qubit, an external magnetic field provides a relative
phase between them. By measuring the quantum
state, we can estimate the amplitude of the field.
There have been many efforts in both theory and
experiment regarding quantum sensors [27–33]. It
is known that we can measure the magnetic field,
electric field, and temperature by using quantum
sensors [27, 28, 34–37]. By using quantum sen-
sors, it is expected that we can detect small fields in
a local region. Such detection is useful in materi-
als science, medical science, and biology [38–40].
It is possible to improve the sensitivity of quantum
sensors by using an entanglement [41–45]. Also,
there are numerous applications of a quantum sen-
sor network where quantum sensors are located in
distant places. For example, we can efficiently es-
timate the magnetic-field distribution by using en-
tanglement between them [46–50]. Importantly, we
can use quantum sensing for magnetoencephalog-
raphy [51]. This means that we could collect pri-
vate information via quantum sensing in the future.
Therefore, it is important to realize a quantum sens-
ing network with security inbuilt. There were many
attempts to hybridize quantum cryptography and
quantum sensing [34, 39, 46–50, 52–67]. Recently,
for the purpose to add security in a quantum sens-
ing network, Shettell et al. proposed a method to
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2estimate a linear combination of magnetic fields at
distant places without knowing the individual value
of the magnetic fields [68]. They used Greenberger-
Horne-Zeilinger (GHZ) states to obtain the estima-
tion of the linear combinations. Also, they stud-
ied the relationship between fidelity and anonymity.
The definition of anonymity is that we cannot esti-
mate the individual value of the magnetic field at
each place. However, since only linear combina-
tions of magnetic fields can be estimated in the pre-
vious approach, we cannot obtain the higher-order
moments such as variance, skewness, and kurtosis.
Here, we propose a method to obtain the higher-
order moments without knowing each value of the
magnetic fields by using the quantum sensing net-
work. Suppose that there are L sensor holders
at distant places to measure local magnetic fields.
We define the senders as the sensor holders. Each
sender has a qubit to interact with each magnetic
field, and different senders are located at different
places. The senders share an entanglement between
them, and let their quantum sensors interact with
local magnetic fields. By measuring specific ob-
servables, we can directly estimate the higher-order
moments from the measurement results. Moreover,
by calculating quantum Fisher information just be-
fore the measurements, we show that we cannot ob-
tain any information about the individual magnetic
fields in the limit of a large L. The structure of our
paper is as follows. In section 2, we review a quan-
tum sensing protocol. In section 3, we introduce
our method to measure the higher-order moments.
In section 4, we explain how our method is secure
in the sense that the individual values of the mag-
netic fields cannot be estimated. Finally, the paper
is summarised and concluded in section 5 and two
appendices were included to add more technical de-
tails.

II. MAGNETIC-FIELD SENSING WITH A
QUBIT

Let us review how to measure the amplitudes
of the magnetic fields with qubits [34].

A. The dynamics of a qubit under the magnetic
fields

The dynamics of the qubit interacting with
the magnetic fields are described as follows. Let us
define σ̂z and σ̂x be the standard Pauli operators.
The Hamiltonian of the qubit is represented as

Ĥ =
ω

2
σ̂z. (1)

We assume that the resonant frequency ω is pro-
portional to the applied magnetic fields. We choose
ρ̂0 = |+⟩ ⟨+|, an eigenstate of σ̂x, as the initial
state. The state is evolved by the unitary operator
Û = e−iĤt. It is worth mentioning that t denotes
the interaction time with the magnetic fields, and so
t is a known parameter. Throughout this paper, we
assume ℏ = 1. After the time evolution, we obtain
the quantum state as follows.

ρ̂0,ω

= Û ρ̂0Û
†

=

{
1√
2

(
|0⟩+ eiωt |1⟩

)}{
1√
2

(
⟨0|+ e−iωt ⟨1|

)}
(2)

The relative phase is encoded in the quantum state,
and the phase contains information on the resonant
frequency (corresponding to the applied magnetic
fields).

B. Evaluation of moments

Let us define the k-th moment as

⟨ωk⟩E ≡ 1

L

L−1∑
l=0

(ωl)
k (3)

where ωl denotes the resonant frequency at the site
l. Here, L denotes the number of sites. We define a
characteristic function B(t) as follows.

B(t) ≡ 1

L

L−1∑
l=0

eiωlt (4)

The real and imaginary parts of the characteristic
function B(t) are represented as{
Re(B(t)) =

∑∞
k=0 t

2k (−1)k

(2k)! ⟨ω
2k⟩E

Im(B(t)) =
∑∞
k=0 t

2k+1 (−1)k

(2k+1)! ⟨ω
2k+1⟩E .

(5)

The moments of ωl are represented as follows.
⟨ω2k⟩E = (−1)k ∂

2kRe(B(t))
∂t2k

∣∣∣∣
t=0

⟨ω2k+1⟩E = (−1)k ∂
2k+1Im(B(t))
∂t2k+1

∣∣∣∣
t=0

(6)

To calculate the 2k-th ((2k + 1)-th) moment, we
need to differentiate the real (imaginary) part of
the characteristic function with respect to the time
t. However, it is not straightforward to obtain the
value of the differentiation from an experiment.
So, we consider finite differences of Re(B(t)) and



3Im(B(t)) at t = 0. Especially, we adopt a forward
difference as follows with using finite positive time
∆t .

∆2kRe(B(t))
∆t2k

∣∣∣∣
t=0

= 1
(∆t)2k

∑2k
l=0(−1)l

(
2k
l

)
Re(B(l∆t))

∆2k+1Im(B(t))
∆t2k+1

∣∣∣∣
t=0

= 1
(∆t)2k+1

∑2k+1
l=1 (−1)l+1

(
2k+1
l

)
Im(B(l∆t))

(7)

We define an estimated value of the moment from
the finite difference as follows.

⟨ω2k⟩E,∆ ≡ (−1)k∆2kRe(B(t))
∆t2k

∣∣∣∣
t=0

⟨ω2k+1⟩E,∆ ≡ (−1)k∆2k+1Im(B(t))
∆t2k+1

∣∣∣∣
t=0

(8)

Considering the limit of small ∆t, ⟨ω2k⟩E,∆
(⟨ω2k+1⟩E,∆) coincides with ⟨ω2k⟩E ( ⟨ω2k+1⟩E).

III. ANONYMOUS ESTIMATION PROTOCOL
OF MOMENTS

A. Definitions and model

We explain our method to measure ⟨ω2k⟩E,∆
and ⟨ω2k+1⟩E,∆. For this purpose, we define the
distributer, the controller and the sensor holder. In
Figure 1, we show a schematic of our method. We
assume that there is no decoherence. Also, we as-
sume that we can perform ideal gate operations and
ideal measurements.

1. The distributer

The role of the distributer is to distribute the
product states to the controller, which will be
defined later. Prepare MC = k + 1 copies
of a state per a single cycle. This state is
composed of register qubits, a data qubit, and
sensor qubits. The number of register (sen-
sor) qubits is log2L (L). The register qubit
is used to specify the site of the sensor hold-
ers. The sensor qubit interacts with magnetic
fields, and acquires the relative phase due to
the magnetic fields. The data qubit stores the
information of the relative phases acquired
by the sensor qubits. We will show the math-
ematical definition later.

2. The controller

The controller performs a unitary operation
on the qubits received from the distributer,
and then sends the state to the sensor holder
which will be defined later. After the sen-
sor holders let the sensor qubits interact with
magnetic fields, the controller receives the
state from the sensor holders, and performs
a POVM measurement on the state. We as-
sume that, since the controller is located far
from the places to generate magnetic fields,
any operation by the controller is not affected
by magnetic fields.

3. The sensor holder

The place where each sensor holder is located
generates unknown magnetic fields. The sen-
sor holder receives the state from the con-
troller, lets the qubit interact with the mag-
netic fields at each place, and sends the state
back to the controller. In our protocol, there
are L places that generate magnetic fields.
There is a sensor holder corresponding to
each place. Let the set of all sensor holders
as V = {0, 1, 2, . . . , L − 1}. We define wl
as the amplitude of the magnetic field at the
place where a sensor holder l ∈ V is located.

B. Protocol

We define the CSWAP operation on the j-th
copy as follows.

Û
(j)
CSWAP ≡

L−1∑
l=0

|l⟩r,j ⟨l| ⊗ Û
(j)
SWAP(d, l) (9)

Here, Û (j)
SWAP(d, l) denotes a SWAP operation be-

tween the data qubit and the l-th sensor qubit of the
j-th copy. The unitary evolution of the sensor qubit
of j-th copy under the effect of magnetic field is
described as follows.

Û
(j)
B (t) ≡

L−1⊗
l=0

e−
1
2 iωltσ̂

(s,l,j)
z (10)

σ̂
(s,l,j)
z denotes a Pauli matrix of the l-th sensor

qubit on the j-th copy. We define the observable
to be measured as follows.

Ĉ(∆t, k) ≡ 1

(∆t)k

k∑
j=0

(−1)k+j
(
k

j

)
Âj (11)

Âj denotes an observable on the j-th copy, which
will be defined later. We provide an overview of
our protocol.
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FIG. 1. The schematic of our protocol

Init: Specify ∆t and k.
Goal: The controller estimates the value of
⟨ωk⟩E .

1. Consider the following pure state of the
j-th copy.

|ϕ0⟩j ≡ |+log2 L⟩r,j |+⟩d,j |0
L⟩s,j

=
1√
L

L−1∑
l=0

|l⟩r,j |+⟩d,j |0
L⟩s,j (12)

where |l⟩r,j, |+⟩d,j, and |0L⟩s,j denote
the state of the register qubits, data
qubit, sensor qubits, respectively. Also,
let us define an initial state as ρ̂init,j ≡
|ϕ0⟩j ⟨ϕ0| for j = 0, 1, . . . , k. Then, the
distributer sends (k + 1) copies of the
initial state ρ̂init,j to the controller. The
controller has the following state.

ρ̂init,ALL

≡ ρ̂init,0 ⊗ ρ̂init,1 ⊗
· · · ⊗ρ̂init,k−1 ⊗ ρ̂init,k (13)

Here, the j-th subsystem corresponds to
the j-th copy.

2. The controller performs the following
unitary operation.

ÛCSWAP,all

≡ Û
(0)
CSWAP ⊗ Û

(1)
CSWAP ⊗

· · · ⊗Û (k−1)
CSWAP ⊗ Û

(k)
CSWAP (14)

3. For all copies, the controller sends
the l-th sensor qubit to the l-th sensor

holder.

4. Each sensor holder lets their sensor
qubits interact with the magnetic fields.
The interaction time at the j-th copy is
j∆t. The unitary operator induced by
the magnetic fields is described as fol-
lows.

ÛB,all

≡ Û
(0)
B (0)⊗ Û

(1)
B (∆t)⊗

· · · ⊗Û (k−1)
B ((k − 1)∆t)⊗ Û

(k)
B (k∆t)

(15)

5. All sensor holders send the sensor
qubits back to the controller.

6. The controller performs ÛCSWAP,all.

7. The controller measures the observable
Ĉ(∆t, k).

8. Repeat the above steps N times.

IV. ANALYTICS OF ESTIMATION PROTOCOL

A. Properties

The purpose of our protocol is to estimate the
value of ⟨ωk⟩E without knowing the value of ωl.
If an eavesdropper (Eve) performed some POVM



5measurements on the state at the end of step 4, Eve
could obtain the information of ωl. We consider this
attack. So we consider our protocol as anonymity
when Eve cannot obtain any information about ωl
by performing any POVM measurement at the end
of the step 4. Such anonymity is important for the
following reason. After the step 6, the controller
still has the quantum state. Since this quantum state
contains the information of ωl, the controller should
keep the quantum state in a quantum memory for-
ever to prevent information leakage, which is prac-
tically difficult. It is worth mentioning that, in such
a case, the controller cannot naively initialize the
quantum state by measurements because such an
initialization could lead to information leakage. On
the other hand, if our protocol satisfies anonymity,
any POVM measurement for the initialization does
not leak any information of ωl, and so the quantum
memory to keep the quantum state is not required.

1. Correctness

We evaluate estimation uncertainty of ⟨ωk⟩E
on our method. Let us consider a state
ρ̂all,fin(∆t, k) just before measuring the observ-
able Ĉ(∆t, k) at the step 7. For k = 2m, the ob-
servable Âj , which acts on the j-th copy, is given as
Âj ≡ |+log2L⟩r,j ⟨+log2L|⊗σ̂

(d,j)
x . The expectation

value of Âj is given as follows.

A(t) = ⟨Âj⟩E
= ⟨|+log2L⟩r,j ⟨+

log2L| ⊗ σ̂(d,j)
x ⟩

E

= Tr{ρ̂fin.j(t)(|+log2L⟩r,j ⟨+
log2L| ⊗ σ̂(d,j)

x )}

= Tr{|ϕ4(t)⟩j ⟨ϕ4(t)| (|+
log2L⟩r,j ⟨+

log2L| ⊗ σ̂(d,j)
x )}

= ⟨ϕ4(t)|(|+log2L⟩r,j ⟨+
log2L| ⊗ σ̂(d,j)

x )|ϕ4(t)⟩

= ⟨ϕ4(t)| · |+log2L⟩r,j σ̂
(d,j)
x ⟨+log2L|r,j · |ϕ4(t)⟩

= ⟨A(t)|d · σ̂(d,j)
x · |A(t)⟩d = Re(B(t)) (16)

where the definition of |ϕ4(t)⟩ ( |A(t)⟩ ) is Eq. (48)
(Eq. (51)) . For k = 2m, the observable Ĉ(∆t, k)
is described as follows.

Ĉ(∆t, k = 2m)

≡ 1

(∆t)2m

2m∑
j=0

(−1)j
(
2m

j

)
(|+log2L⟩r,j ⟨+

log2L|

⊗ σ̂(d,j)
x ) (17)

We calculate the expectation value and the un-
certainty of Ĉ(∆t, k = 2m) as follows.
Let us define the expectation value and vari-
ance as C(t = 0,∆t, k = 2m) ≡

⟨Ĉ(∆t, k = 2m)⟩E and δ(C2)(t = 0,∆t, k =

2m) ≡ ⟨Ĉ2(∆t, k = 2m)⟩E−⟨Ĉ(∆t, k = 2m)⟩
2

E
, respectively. We obtain the following.

C(t = 0,∆t, k = 2m)

= Tr(ρ̂all,fin(∆t, k = 2m)Ĉ(∆t, k = 2m))

=
∆2mA(t)

∆t2m

∣∣∣∣
t=0

=
∆2mRe(B(t))

∆t2m

∣∣∣∣
t=0

= (−1)m ⟨ω2m⟩E,∆ (18)

δ(C2)(t = 0,∆t, k = 2m)

= (C2)(t = 0,∆t, k = 2m)

− {C(t = 0,∆t, k = 2m)}2

=
1

2(∆t)4m

2m∑
j=1

(
2m

j

)2

[1

+ {Im(B(j∆t))}2 − {Re(B(j∆t))}2]
(19)

As we decrease ∆t, δ(C2)(t = 0,∆t, k = 2m)
increases. Also, we obtain the uncertainty of the
estimation as follows.

⟨(⟨ω2m⟩E,∆,est − ⟨ω2m⟩E)
2⟩
E

=

〈(
∆2mAest(t)

∆t2m

∣∣∣∣
t=0

−d
2mA(t)

dt2m

∣∣∣∣
t=0

)2〉
E

=
δ(C2)(t = 0,∆t, k = 2m)

N

+ ϵ(t = 0,∆t, k = 2m)2

=
δ(C2)(t = 0,∆t, k = 2m)

N

+ (⟨ω2m⟩E,∆ − ⟨ω2m⟩E)
2 (20)

where ⟨(⟨ω2m⟩E,∆,est − ⟨ω2m⟩E)2⟩E denotes
the statistical average of (⟨ω2m⟩E,∆,est −
⟨ω2m⟩E)2 and ϵ(t = 0,∆t, k = 2m) ≡
∆2mA(t)
∆t2m

∣∣
t=0

−d2mA(t)
dt2m

∣∣
t=0

= (−1)m(⟨ω2m⟩E,∆ −
⟨ω2m⟩E) denotes a systematic error. It is worth
mentioning that, due to the central limit theorem,
the first term in the right-hand side of Eq. (20)
decreases by 1/N as we increase N . On the other
hand, the second term in the right-hand side of Eq.
(20) is independent of N .

When the order of the moment is odd, we
prepare MC = 2m + 2 (m = 0, 1, . . .) copies of
state. Then, we define Âj ≡ |+log2L⟩r,j ⟨+log2L| ⊗
σ̂
(d,j)
y . For k = 2m+1, the expectation value of Âj

is calculated as follows.

A(t) = ⟨Âj⟩E



6= ⟨|+log2L⟩r,j ⟨+
log2L| ⊗ σ̂(d,j)

y ⟩
E

= Tr{ρ̂fin.j(t)(|+log2L⟩r,j ⟨+
log2L| ⊗ σ̂(d,j)

y )}

= Tr{|ϕ4(t)⟩j ⟨ϕ4(t)| (|+
log2L⟩r,j ⟨+

log2L| ⊗ σ̂(d,j)
y )}

= ⟨ϕ4(t)|(|+log2L⟩r,j ⟨+
log2L| ⊗ σ̂(d,j)

y )|ϕ4(t)⟩

= ⟨ϕ4(t)| · |+log2L⟩r,j σ̂
(d,j)
y ⟨+log2L|r,j · |ϕ4(t)⟩

= ⟨A(t)|d · σ̂(d,j)
y · |A(t)⟩d = Im(B(t)) (21)

The observable to be measured is given as follows.

Ĉ(∆t, k = 2m+ 1)

≡ 1

(∆t)2m+1

2m+1∑
j=0

(−1)j+1

(
2m+ 1

j

)
· (|+log2L⟩r,j ⟨+

log2L| ⊗ σ̂(d,j)
y ) (22)

Let us define the expectation value and vari-
ance as C(t = 0,∆t, k = 2m + 1) ≡
⟨Ĉ(∆t, k = 2m+ 1)⟩E and δ(C2)(t =

0,∆t, k = 2m+ 1) ≡ ⟨Ĉ2(∆t, k = 2m+ 1)⟩E −
⟨Ĉ(∆t, k = 2m+ 1)⟩

2

E . We obtain the following.

C(t = 0,∆t, k = 2m+ 1)

≡ ⟨Ĉ(∆t, k = 2m+ 1)⟩E
= Tr(ρ̂all,fin(∆t, k = 2m+ 1)Ĉ(∆t, k = 2m+ 1))

=
∆2m+1A(t)

∆t2m+1

∣∣∣∣
t=0

=
∆2m+1Im(B(t))

∆t2m+1

∣∣∣∣
t=0

= (−1)m ⟨ω2m+1⟩E,∆ (23)

δ(C2)(t = 0,∆t, k = 2m+ 1)

= (C2)(t = 0,∆t, k = 2m+ 1)

− {C(t = 0,∆t, k = 2m+ 1)}2

=
1

2(∆t)4m+2

[(
4m+ 2

2m+ 1

)
+ 1

+

2m+1∑
j=1

(
2m+ 1

j

)2[
{Re(B(j∆t))}2

− {Im(B(j∆t))}2
]]

(24)

As we decrease ∆t, δ(C2)(t = 0,∆t, k = 2m+1)
increases. The uncertainty is calculated as follows.

⟨(⟨ω2m+1⟩E,∆,est − ⟨ω2m+1⟩E)
2⟩
E

=

〈(
∆2m+1Aest(t)

∆t2m+1

∣∣∣∣
t=0

−d
2m+1A(t)

dt2m+1

∣∣∣∣
t=0

)2〉
E

=
δ(C2)(t = 0,∆t, k = 2m+ 1)

N
+ ϵ(t = 0,∆t, k = 2m+ 1)2

=
δ(C2)(t = 0,∆t, k = 2m+ 1)

N

+ (⟨ω2m+1⟩E,∆ − ⟨ω2m+1⟩E)
2 (25)

Also, we calculate the relative uncertainty for k =
2m as follows.

ω relative uncertainty(∆t, k = 2m)

≡

√
⟨(⟨ω2m⟩E,∆,est − ⟨ω2m⟩E)2⟩E

⟨ω2m⟩E

=
1

⟨ω2m⟩E

√
δ(C2)(t = 0,∆t, k = 2m)

N
+ (⟨ω2m⟩E,∆ − ⟨ω2m⟩E)2

=
1

⟨ω2m⟩E

√
δ(C2)(t = 0,∆t, k = 2m)

N
+

(
(−1)m

∆2mRe(B(t))

∆t2m

∣∣∣∣
t=0

−⟨ω2m⟩E

)2

=
1

⟨ω2m⟩E

[
1

N

1

2(∆t)4m

2m∑
j=1

(
2m

j

)2

[1 + {Im(B(j∆t))}2 − {Re(B(j∆t))}2]

+

{
(−1)m

(∆t)2m

2m∑
j=0

(−1)j
(
2m

j

)
Re(B(j∆t))− ⟨ω2m⟩E

}2] 1
2

(26)

We calculate the relative uncertainty for k = 2m+1 as follows.



7ω relative uncertainty(∆t, k = 2m+ 1)

≡

√
⟨(⟨ω2m+1⟩E,∆,est − ⟨ω2m+1⟩E)2⟩E

⟨ω2m+1⟩E

=
1

⟨ω2m+1⟩E

√
δ(C2)(t = 0,∆t, k = 2m+ 1)

N
+ (⟨ω2m+1⟩E,∆ − ⟨ω2m+1⟩E)2

=
1

⟨ω2m+1⟩E

√
δ(C2)(t = 0,∆t, k = 2m+ 1)

N
+

(
(−1)m

∆2m+1Im(B(t))

∆t2m+1

∣∣∣∣
t=0

−⟨ω2m+1⟩E

)2

=
1

⟨ω2m+1⟩E

[
1

N

1

2(∆t)4m+2

2m+1∑
j=0

(
2m+ 1

j

)2

[1 + {Re(B(j∆t))}2 − {Im(B(j∆t))}2]

+

{
(−1)m

(∆t)2m+1

2m+1∑
j=1

(−1)j+1

(
2m+ 1

j

)
Im(B(j∆t))− ⟨ω2m+1⟩E

}2] 1
2

(27)

2. Anonymity

We consider a case that Eve performs some
POVM measurement on the state at the end of step
4 to estimate the value of ωl, and we evaluate the
upper bound of the information gained by Eve. For
this purpose, we calculate quantum Fisher informa-
tion (QFI) about ωl. After the interaction with the
magnetic field at the step 4, the quantum Fisher in-
formation does not change as long as we perform
unitary operators that are independent of ωl. So, to
obtain the upper bound, we can calculate the QFI
of the state at the beginning of the step 7. From
Eq.(48) that is the definition of |ϕ4⟩, we define |ϕ4⟩
which belongs to the j-th copy system as follows.

|ϕ4(t)⟩j ≡
1√
L

L−1∑
l=0

|l⟩r,j |+ωlt⟩d,j (28)

where the definition of |+θ⟩ is Eq.(45) and we de-
fine ρ̂fin,j(t) ≡ |ϕ4(t)⟩j ⟨ϕ4(t)| . Then, the state at
the beginning of the step 7 is given as follows.

ρ̂fin,all(∆t, k)

≡ ρ̂fin,0(0)⊗ ρ̂fin,1(∆t)⊗
· · · ⊗ρ̂fin,k−1((k − 1)∆t)⊗ ρ̂fin,k(k∆t)

(29)

where we traced out the sensor qubits because there
is no entanglement between the sensor qubits and
the other qubits. We consider to estimate ωl at each
place l ∈ V , and so we calculate the symmetric log-
arithmic derivative (SLD) as quantum Fisher infor-
mation (QFI) for multiparameter estimation [69].
We consider parameters a, b for state ρ̂. SLD is de-
fined as operator L̂a which satisfies the following

relationship.

∂ρ̂

∂a
=

1

2
(ρ̂L̂a + L̂aρ̂) (30)

Then, QFI can be rewritten as

Fa,b = Tr

(
L̂b
∂ρ̂

∂a

)
. (31)

Therefore, for the state ρ̂fin,all(∆t, k), we can cal-
culate the QFI as follows.

Fl,l′ =
2Lδl,l′ − 1

L2
(∆t)2

k∑
j=1

j2 (32)

We also calculate the inverse matrix of the QFI, and
the matrix elements are given as follows.

(F−1)l,l′ =
1 + Lδl,l′

2(∆t)2
∑k
j=1 j

2
(33)

The quantum Cramer-Rao bound is calculated as
follows.

(∆ωestl )2 ≥ (F−1)l,l
N

=
L+ 1

2N(∆t)2
∑k
j=1 j

2

(34)

So the lower bound of the uncertainty is given as
follows.

∆ωestl ≥ 1

∆t

√
L+ 1

2N
∑k
j=1 j

2
(35)

Since the minimum interaction time with the mag-
netic fields is ∆t, the uncertainty of the phase with
the minimum interaction time is given as follows.

∆θestl ≡ ∆ωestl ·∆t ≥
√

L+ 1

2N
∑k
j=1 j

2
(36)
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(a) 1st moment (b) 2nd moment

(c) 3rd moment (d) 4th moment

(e) 2nd moment

FIG. 2. The plot of the relative uncertainty of the moment on log scale. The horizontal axis is the time difference ∆t
and the vertical axis is relative uncertainty in log scale.

As the uncertainty becomes larger, it becomes more
difficult to know the precise value of the magnetic
field. So, in the limit of largeL, the security is guar-
anteed in the sense that no one can obtain the in-
formation of the individual magnetic field from the
quantum state. On the other hand, when we con-
sider a finite L, the uncertainty is also finite. In our
paper, we define that our protocol is secured if the
following condition is satisfied.

∆θestl ≥
√

L+ 1

2N
∑k
j=1 j

2
≥ π (37)

B. Evaluation of relative uncertainty of moments

We evaluate the performance of our proto-
col by using numerical simulation. We randomly

generate the magnetic fields {ωl}L−1
l=0 from a uni-

form distribution where the maximum value ωmax
is 5 and the minimum value ωmin is 1. In nu-
merical simulations, we set parameters where the
condition

√
L+1

2N
∑k

j=1 j
2 = π is satisfied. We plot

the relative uncertainty of estimation for the k-th
(k = 1, 2, 3, 4) order moment in Figure 2. Here,
the horizontal axis denotes the time difference ∆t.
Also, the vertical axis denotes the logarithms of rel-
ative uncertainties in Eqs. (26) and (27) with a base
of 10. The phase of quantum states should be less
than 2π. Therefore the maximim time difference is
as follows

∆tmax ≡ 2π

ωmaxk
(38)

where ωmax (k) is the maximum value of magnetic
fields (order of moment). Due to the relationship
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(a) 1st moment (b) 2nd moment

(c) 3rd moment (d) 4th moment

FIG. 3. The log-log plot of the minimum relative uncertainty of each moment.

of L ∝ N , we can suppress the relative uncer-
tainty as we increase L. Also, as we increase the
order of the moment, the relative uncertainty be-
comes larger. Comparing different orders of mo-
ment, the smaller order of moment is, the smaller
relative uncertainty of the moment is. Note that
from Eq. (38), ωmax = 5 and 2π ≈ 6.28, ∆t < 1 is
satisfied when 2 ≤ k. So, as we increase k, (∆t)k

becomes smaller, which increases the statistical er-
ror δ(C2)(t = 0,∆t, k). If we decrease ∆t, the
systematic error becomes smaller while the statisti-
cal error becomes larger. Due to this tradeoff rela-
tionship, there exists an optimal ∆t to minimize the
uncertainty. When we consider the first (second) or-
der moment, the relative uncertainty becomes 1%
for L = 108 (L = 1.7 × 109) from Fig. 2 (a) (
(e) ) . We plot the minimum relative uncertainty
of the k-th order moment in Fig.3. Here, the hor-
izontal axis denotes logarithm of L and the verti-
cal axis denotes the minimum relative uncertainty
min
∆t

ωrelative uncertainty(∆t, k = m).

V. CONCLUSION

In conclusion, we have proposed an anony-
mous estimation of the intensity distribution of
magnetic fields with a quantum sensor network.
Suppose that there are magnetic fields inL different
places. The purpose of our protocol is to estimate

statistical quantities (such as average and variance)
of the target fields at different places without know-
ing the individual value of the target fields. There
are sensor qubits, register qubits, and a data qubit.
Firstly, the distributer prepares a separable initial
state and sends this to the controller. Secondly, the
controller performs a CSWAP operation between
them, and sends all sensor qubits to each sensor
holder. Thirdly, each sensor holder lets the sensor
qubit interact with a local magnetic field and sends
the state back to the controller. Finally, the con-
troller locally performs the CSWAP operation and
performs measurements. From the measurement
results, we can estimate the values of the statisti-
cal quantities. Importantly, in the limit of a large L,
it becomes impossible to extract information of the
local magnetic fields from the state in our protocol.
On the other hand, in our protocol, we can estimate
theoretically any moment of the field distribution
by measuring a specific observable and evaluated
relative uncertainty of k-th (k = 1, 2, 3, 4) order
moment. Since the magnetic-field sensor is used in
medical science and material engineering, our pro-
tocol could play an important role to protect confi-
dential information once the quantum network be-
comes available.

This work was supported by MEXT KAK-
ENHI (Grant Nos. 20H05661). This work was also
supported by JST Moonshot R&D (Grant Number
JPMJMS226C). Y. Takeuchi is supported by the
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Scientific Research (A) No.JP22H00522 of JSPS.

VI. APPENDIX

A. Schematic of our protocol by using a single system without copies

In the main text, we consider (k + 1) copies. On the other hand, to get an intuition, we illustrate our
protocol when we use a single system without copies.

1. The distributer sends qubits of the initial state to the controller.

The initial state |ϕ0⟩ is composed of register qubits |+log2L⟩r , a data qubit |+⟩d , and sensor qubits
|0L⟩s as follows.

|ϕ0⟩ ≡ |+log2L⟩r |+⟩d |0
L⟩s

=
1√

2log2L

L−1∑
l=0

|l⟩r |+⟩d |0
L⟩s

=
1√
L

L−1∑
l=0

|l⟩r |+⟩d |0
L⟩s (39)

where the number of register (sensor) qubits is log2 L (L). Then, the distributer sends this initial state
to the controller. Here, subscripts of each ket, r, d and s denote register qubit, data qubit, and sensor
qubit, respectively.

2. The controller performs the CSWAP between the sensor qubits and the data qubit.

We define the CSWAP operation as follows.

ÛCSWAP =

L−1∑
l=0

|l⟩r ⟨l| ⊗ ÛSWAP(d, l) (40)

Here, ÛSWAP(d, l) denotes a SWAP operation between the data qubit and the l-th sensor qubit.

|ϕ0⟩ −−−−−−→
CSWAP

|ϕ1⟩ ≡
1√
L

L−1∑
l=0

|l⟩r |0⟩d |+⟩l |0
(L−1)⟩s\{l} (41)

where the subscript l denotes the l-th sensor qubit and s \ {l} denotes all sensor qubits except for the
l-th sensor qubit.

3. For l = 0, 1, · · · , L− 1, the controller sends the l-th sensor qubit to the l-th sensor holder.

4. Each sensor holder lets his/her sensor qubit interacts with the magnetic fields for a time t.

The unitary operator induced by the magnetic fields is described as follows. We assume that the
magnetic fields are applied along the z axis, and the amplitude of the magnetic fields at the site l is
ωl. The total Hamiltonian of the magnetic fields is described as follows.

Ĥ ≡ 1

2

L−1∑
l=0

ωlσ̂
(l)
z (42)



11The unitary evolution induced by this Hamiltonian is described as follows.

ÛB(t) ≡ e−iĤt = e−
it
2

∑L−1
l=0 ωlσ̂

(l)
z =

L−1⊗
l=0

e−
1
2 iωltσ̂

(l)
z (43)

The state after the time evolution is as follows.

|ϕ2(t)⟩ ≡ ÛB(t) |ϕ1⟩

=

(L−1∏
j=0

e−
iωjt

2

)
1√
L

L−1∑
l=0

|l⟩r |0⟩d |+ωlt⟩l |0
(L−1)⟩s\{l} (44)

where we use the following notation

|+θ⟩ ≡
1√
2
(|0⟩+ eiθ |1⟩). (45)

We can remove the global phase, and we obtain

|ϕ2(t)⟩ ≡ ÛB(t) |ϕ1⟩ =
1√
L

L−1∑
l=0

|l⟩r |0⟩d |+ωlt⟩l |0
(L−1)⟩s\{l} . (46)

5. The l-th sensor holder sends the sensor qubit back to the controller.

6. The controller performs ÛCSWAP.

|ϕ2(t)⟩ −−−−−−→
CSWAP

|ϕ3(t)⟩ ≡
1√
L

L−1∑
l=0

|l⟩r |+ωlt⟩d |0
L⟩s (47)

There is no entanglement between the sensor qubits and the other qubits, and so we can trace out the
sensor qubits. We obtain.

|ϕ4(t)⟩ ≡
1√
L

L−1∑
l=0

|l⟩r |+ωlt⟩d (48)

where we have |ϕ3(t)⟩ = |ϕ4(t)⟩ ⊗ |0L⟩s .

7. The controller performs a POVM measurement on register qubits and a data qubit.
We choose the following POVM.{

Mψ,1 = |+log2L⟩r ⟨+log2L| ⊗ |ψ⟩d ⟨ψ|
Mψ,2 = I⊗log2Lr ⊗ Id −Mψ,1

(49)

Let us define this POVM as POVM(|ψ⟩). Let us consider a state when the POVM Mψ,1 occurs.

Mψ,1 |ϕ4⟩ = |+log2L⟩r ⊗ |ψ⟩d ⟨ψ|A⟩ (50)

where

|A⟩ ≡ 1

L

L−1∑
l=0

|+ωlt⟩ =
1√
2
(|0⟩+B(t) |1⟩). (51)

Then, the probability is calculated as follows.

P1(ψ) ≡ ∥Mψ,1 |ϕ4⟩ ∥2 = | ⟨ψ|A⟩ |2 (52)
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measurement result does not contain any information about where the magnetic field ωl is generated.
The state after this POVM is as follows.

|ϕ(ψ)⟩ ≡ Mψ,1 |ϕ4⟩
∥Mψ,1 |ϕ4⟩ ∥

=
Mψ,1 |ϕ4⟩√
P1(ψ)

=
Mψ,1 |ϕ4⟩
| ⟨ψ|A⟩ |

=
⟨ψ|A⟩
| ⟨ψ|A⟩ |

|+log2L⟩r ⊗ |ψ⟩d (53)

Let us consider the case that POVM Mψ,2 = I −Mψ,1 occurs. In this case, the probability P2(ψ) =
1−P1(ψ) is also symmetric. However, since the identity I reproduces the original asymmetric state,
the state after the POVM Mψ,2 is not symmetric. So, if Eve steals the quantum state, it is in principle
possible to extract the information about where the magnetic fields ωl are generated.

8. Repeat the above steps N times.

Let us define eigenstates of σ̂x(σ̂y) as |±, x⟩ (|±, y⟩). The probability that M|±,x⟩,1 (M|±,y⟩,1) occurs is
defined as P±,x (P±,y). We can calculate these probabilities as follows.{

P±,x ≡
∥∥|±, x⟩ ⟨±, x| · |A⟩∥∥2 =

∣∣⟨±, x|A⟩∣∣2 = 1
4{1 + |B(t)|2 ± 2Re(B(t))}

P±,y ≡
∥∥|±, y⟩ ⟨±, y| · |A⟩∥∥2 =

∣∣⟨±, y|A⟩∣∣2 = 1
4{1 + |B(t)|2 ± 2Im(B(t))}

(54)

The real part and imaginary part of B(t) are represented as follows.{
Re(B(t)) = P+,x − P−,x = ⟨A|σ̂x|A⟩
Im(B(t)) = P+,y − P−,y = ⟨A|σ̂y|A⟩

(55)

B. Combined measurement

Let us consider a state ρ̂(t). By changing the variable t, we can consider a composite state as follows.

ˆ̃ρ(t,∆t, k) ≡ ρ̂0(t)⊗ ρ̂1(t+∆t)⊗ · · · ⊗ ρ̂k−1(t+ (k − 1)∆t)⊗ ρ̂k(t+ k∆t)

=

k⊗
j=0

ρ̂j(t+ j∆t) (56)

where ρ̂j denotes the j-th copy of the state by changing the variable t. When we measure an observable Â,
the expectation is described as follows.

A(t) ≡ ⟨Â⟩E = Tr(ρ̂(t)Â) (57)

As an observable for the composite system, we consider the following.

Ĉ(∆t, k) ≡ 1

(∆t)k

k∑
j=0

(−1)k+j
(
k

j

)
Âj (58)

Âj denotes an observable on the j-th copy, and this is defined as follows.

Âj ≡ Î0 ⊗ Î1 ⊗ · · · ⊗ Îj−1 ⊗ Âj ⊗ Îj+1 ⊗ · · · ⊗ Îk−1 ⊗ Îk (59)

By measuring Ĉ(∆t, k), we obtain the k-th order forward difference of the expectation of physical quantity
Â.

C(t,∆t, k) ≡ ⟨Ĉ(∆t, k)⟩E = Tr(ˆ̃ρ(t,∆t, k)Ĉ(∆t, k))

= Tr

{( k⊗
j=0

ρ̂j(t+ j∆t)

)(
1

(∆t)k

k∑
l=0

(−1)k+l
(
k

l

)
Âl

)}
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=

1

(∆t)k

k∑
l=0

(−1)k+l
(
k

l

)
Tr

{( k⊗
j=0
j ̸=l

ρ̂j(t+ j∆t)

)
⊗

(
ρ̂l(t+ l∆t)Âl

)}

=
1

(∆t)k

k∑
l=0

(−1)k+l
(
k

l

)
Tr

(
ρ̂l(t+ l∆t)Âl

)
·
k∏
j=0
j ̸=l

Tr

(
ρ̂j(t+ j∆t)

)

=
1

(∆t)k

k∑
l=0

(−1)k+l
(
k

l

)
A(t+ l∆t)

=
∆kA(t)

∆tk
(60)

Since the forward difference is not exactly the same as the differentiation, we define such a deviation as
ϵ(t,∆t, k) as follows.

∆kA(t)

∆tk
=
dkA(t)

dtk
+ ϵ(t,∆t, k) (61)

As long as the number of measurements is finite, we cannot perfectly estimate the expected value of
Ĉ(∆t, k). This means that we cannot estimate the forward difference due to the shot noise. Assuming
that the number of measurements is finite, we define our estimate of the forward difference as

∆kAest(t)

∆tk
. (62)

Up to now, we consider to prepare the state and perform the POVM measurementN times. However, this is
equivalent to prepare N copies of the state and measure only one time, and we adopt this strategy to make
the calculation simple. The larger composit system is described as follows.

ρ̂′(t,∆t, k,N) ≡ ˆ̃ρ(1)(t,∆t, k)⊗ ˆ̃ρ(2)(t,∆t, k)⊗ · · · ⊗ ˆ̃ρ(N−1)(t,∆t, k)⊗ ˆ̃ρ(N)(t,∆t, k)

=

N⊗
l=1

ˆ̃ρ(l)(t,∆t, k) (63)

ˆ̃ρ(l)(t,∆t, k) is the l-th copy of the composit system. Then, we consider the following observable for the
larger system.

D̂(∆t, k,N) ≡ 1

N

N∑
l=1

Ĉ(l)(∆t, k) (64)

Ĉ(l) denotes an observable on the l-th copy of the composite system. This is described as follows.

Ĉ(l)(∆t, k) ≡ Î(1) ⊗ Î(2) ⊗ · · · ⊗ Î(l−1) ⊗ Ĉ(l)(∆t, k)⊗ Î(l+1) ⊗ · · · ⊗ Î(N−1) ⊗ Î(N) (65)

We can calculate the expectation value of this observable as follows.

D(t,∆t, k,N) ≡ ⟨D̂(∆t, k,N)⟩E
= Tr(ρ̂′(t,∆t, k,N)D̂(∆t, k,N))

= Tr

(
ˆ̃ρ(t,∆t, k)Ĉ(∆t, k)

)
= ⟨Ĉ(∆t, k)⟩E = C(t,∆t, k) =

∆kA(t)

∆tk
(66)

We consider the variance of D̂(∆t, k,N) and Ĉ(∆t, k). The square of Ĉ(∆t, k) is calculated as follows.

{Ĉ(∆t, k)}2 =
1

(∆t)2k

{ k∑
l=0

(
k

l

)2

Â2
l + 2

k∑
l,m=0
l<m

(−1)l+m
(
k

l

)(
k

m

)
ÂlÂm

}
(67)
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(C2)(t,∆t, k) ≡ ⟨(Ĉ2)(∆t, k)⟩E = Tr[ˆ̃ρ(t,∆t, k){Ĉ(∆t, k)}2]

=
1

(∆t)2k

k∑
l=0

(
k

l

)2

(A2)(t+ l∆t) +
2

(∆t)2k

k∑
l,m=0
l<m

(−1)l+m
(
k

l

)(
k

m

)
A(t+ l∆t)A(t+m∆t)

(68)

The square of the expected value of Ĉ(∆t, k) is as follows.

{C(t,∆t, k)}2

=

{
1

(∆t)k

k∑
l=0

(−1)k+l
(
k

l

)
A(t+ l∆t)

}2

=
1

(∆t)2k

k∑
l=0

(
k

l

)2

{A(t+ l∆t)}2 + 2

(∆t)2k

k∑
l,m=0
l<m

(−1)l+m
(
k

l

)(
k

m

)
A(t+ l∆t)A(t+m∆t)

(69)

δ(C2)(t,∆t, k) (the variance of Ĉ(∆t, k) ) is calculated as follows.

δ(C2)(t,∆t, k) ≡ (C2)(t,∆t, k)− {C(t,∆t, k)}2

=
1

(∆t)2k

k∑
l=0

(
k

l

)2

[Tr{ρ̂(t+ l∆t)Â2} −
(
Tr(ρ̂(t+ l∆t)Â)

)2
] (70)

By considering the central limit theorem, δ(D2)(t,∆t, k,N) (the variance of D̂(∆t, k,N) ) is calculated
as follows.

δ(D2)(t,∆t, k,N) ≡ (D2)(t,∆t, k,N)− {D(t,∆t, k,N)}2 =
δ(C2)(t,∆t, k)

N
(71)

In the limit of a large number of measurements, we can perfectly estimate the value of the k-th order forward
difference, and so we have

lim
N→∞

∆kAest(t)

∆tk
=

∆kA(t)

∆tk
(72)

The variance of the estimation of forward difference under the finite number of measurements is calculated
as follows.

δ(D2)(t,∆t, k,N) ≡
〈(

∆kAest(t)

∆tk
− ∆kA(t)

∆tk

)2〉
E

=

〈(
∆kAest(t)

∆tk
− dkA(t)

dtk
− ϵ(t,∆t, k)

)2〉
E

=

〈(
∆kAest(t)

∆tk
− dkA(t)

dtk

)2

− 2

(
∆kAest(t)

∆tk
− dkA(t)

dtk

)
ϵ(t,∆t, k) + ϵ(t,∆t, k)2

〉
E

=

〈(
∆kAest(t)

∆tk
− dkA(t)

dtk

)2〉
E

− 2

〈(
∆kAest(t)

∆tk
− dkA(t)

dtk

)〉
E

ϵ(t,∆t, k) + ϵ(t,∆t, k)2

=

〈(
∆kAest(t)

∆tk
− dkA(t)

dtk

)2〉
E

− ϵ(t,∆t, k)2 (73)

So we obtain the following.〈(
∆kAest(t)

∆tk
− dkA(t)

dtk

)2〉
E

= δ(D2)(t,∆t, k,N) + ϵ(t,∆t, k)2 =
δ(C2)(t,∆t, k)

N
+ ϵ(t,∆t, k)2
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