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Abstract—Multi-party computation (MPC) is promising for
designing privacy-preserving machine learning algorithms at
edge networks. An emerging approach is coded-MPC (CMPC),
which advocates the use of coded computation to improve
the performance of MPC in terms of the required number
of workers involved in computations. The current approach
for designing CMPC algorithms is to merely combine efficient
coded computation constructions with MPC. We show that this
approach fails short of being efficient; e.g., entangled polynomial
codes are not necessarily better than PolyDot codes in MPC
setting, while they are always better for coded computation.
Motivated by this observation, we propose a new construction;
Adaptive Gap Entangled (AGE) polynomial codes for MPC. We
show through analysis and simulations that MPC with AGE codes
always perform better than existing CMPC algorithms in terms of
the required number of workers as well as computation, storage,
and communication overhead.

Index Terms—Adaptive gap entangled polynomial codes, multi-
party computation, coded computation, edge computing, privacy.

I. INTRODUCTION

MASSIVE amount of data is generated at edge networks
with the emerging Internet of Things (IoT). Indeed, the

data generated by IoT devices is expected to reach 73.1 ZB by
2025, growing from 18.3 ZB in 2019 [3]. This huge amount
of data is expected to be processed in real-time in many
time sensitive applications, which is extremely challenging if
not impossible with existing centralized cloud due to limited
bandwidth between the edge and centralized cloud [4]–[6].

We consider a distributed computing system at the edge,
where data is generated and collected by end devices, Fig. 1.
The goal is to analyze this data through computationally-
intensive machine learning algorithms to extract useful infor-
mation. Computationally intensive aspects are distributively
processed by the edge servers, and a central server collects
the outcome of the processed data. In this context, it is crucial
to design efficient computation mechanisms at edge servers by
taking into account the limited resources, including the number
of edge serves, computing power, storage, and communication
cost, while preserving privacy of data.

Multi-party computation (MPC) is a privacy-preserving dis-
tributed computing framework [7]. In MPC, several parties
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Fig. 1. An edge computing system. End devices generate and/or collect data,
edge servers process data, and a central server collects the outcome of the
processed data.

(end devices in Fig. 1) have private data and the goal is to
compute a function of data collectively with the participation
of all parties (end devices and edge servers in Fig. 1), while
preserving privacy, i.e., each party only knows its own infor-
mation. MPC can be categorized into cryptographic solutions
[8], [9] and information-theoretic solutions [10]. In this paper,
our focus is on the information-theoretic MPC solution; BGW
(Ben-Or, Goldwasser and Widgerson) [10] using Shamir’s
secret sharing scheme [11] thanks to its lower computational
complexity and quantum safe nature [12]. Despite its potential,
BGW does not take into account the limited resources of edge
devices.

An emerging approach is coded-MPC (CMPC), which ad-
vocates the use of coded computation [13], [14] to improve
the performance of BGW in terms of the required number
of workers involved in computations. However, the existing
approach for designing CMPC algorithms [15]–[17] is to
merely combine efficient coded computation constructions
with MPC. This approach fails short of being efficient as
it does not look at an important interaction between coded
computation and MPC.

In this paper, we assume that end devices store/collect
matrices, and the goal is to multiply these matrices in a
privacy-preserving manner. We focus on matrix multiplication
as these operations are the atomic functions computed over
many iterations of several signal processing, machine learning,
and optimization algorithms, such as gradient descent based
algorithms, classification algorithms, etc. [18]–[21].

CMPC mechanisms based on Shamir’s secret shares create
a polynomial for each matrix, where a polynomial has two
terms; coded and secret. The multiplication of matrices are
performed by multiplying these polynomials, which create
cross terms of coded and secret terms. Some of these cross
terms are not used for reconstructing matrix multiplication
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from polynomials, so we refer them as garbage terms. Our
key observation in this paper is that the garbage terms, and
designing the coded and secret terms by taking into account
the garbage terms are crucial to reduce the required number
of workers (edge servers in Fig.1) in CMPC.

In fact, even if a code construction is optimized for coded
computation, it may not perform well in CMPC due to the lack
of the usage of garbage terms. For example, it is known that
entangled polynomial codes always outperform PolyDot codes
in terms of the number of required workers [22] for coded
computation. However, we show in this paper that Entangled-
CMPC does not always perform better than PolyDot-CMPC.
Motivated by this observation, we propose a new construc-
tion; Adaptive Gap Entangled (AGE) polynomial codes for
MPC setup. We show through analysis and simulations that
MPC with AGE codes performs better than existing CMPC
algorithms including Entangled-CMPC [15], SSMM [16], and
GCSA-NA [17] as well as our PolyDot-CMPC design in terms
of the required number of workers as well as computation,
storage, and communication overhead. The main contributions
of this paper are summarized in the following:

• We design PolyDot-CMPC, where we determine its secret
terms by taking into account the garbage terms. We
analyze the required number of workers by PolyDot-
CMPC as compared to baselines. We show that PolyDot-
CMPC reduces the required number of workers for
several colluding workers as compared with baselines.
In particular, we show that Entangled-CMPC does not
always perform better than PolyDot-CMPC although it is
always better for coded computation, according to [22].

• We design Adaptive Gap Entangled (AGE) polynomial
codes, where we determine both coded and secret terms
by taking into account the garbage terms. We provide a
theoretical analysis that AGE codes outperform existing
CMPC algorithms [15]–[17] as well as our PolyDot-
CMPC design in terms of the required number of workers.

• We analyze the storage, computation, and communication
load requirements of AGE-CMPC and PolyDot-CMPC.
We show that AGE-CMPC outperforms baselines in terms
of these performance metrics.

• We provide a privacy analysis for AGE-CMPC and
PolyDot-CMPC and show that both algorithms satisfy the
privacy requirements that we define in Section III.

• We evaluate AGE-CMPC and PolyDot-CMPC via sim-
ulations and illustrate that AGE-CMPC outperforms the
baselines in terms of the required number of workers,
storage, computation, and communication load.

The structure of the rest of this paper is as follows. We give
an overview of the related works in Section II. In Section III,
we provide the system model. Section IV is dedicated to
the detailed explanation of our PolyDot-CMPC framework.
Section V includes the details of our proposed AGE codes and
AGE-CMPC algorithm. Section VI presents our analysis for
computation, storage, communication overhead, and privacy of
our proposed frameworks, PolyDot-CMPC and AGE-CMPC.
We provide simulation results in Section VII, and finally
Section VIII concludes the paper.

II. RELATED WORK

Coded computation advocates higher reliability and smaller
delay in distributed computation by introducing redundancy
[18]. Significant effort is being put on constructing codes for
fast and distributed matrix-vector multiplication [18], [23],
matrix-matrix multiplication [22], [24]–[26], dot product and
convolution of two vectors [27], [28], gradient descent [29]–
[31], distributed optimization [32], Fourier transform [33], and
linear transformations [34]. As compared to this line of work,
we consider privacy-preserving computation at edge networks.

Privacy is studied in coded computation. In [35]–[37], the
problem of matrix-matrix multiplication is considered for
the case that a master possesses the input data and would
like to perform multiplication on the data with the help of
parallel workers, while the data is kept confidential from the
workers. In [38] and [39], privacy is addressed for the same
system model of master-worker setup, but for matrix-vector
multiplication. As compared to this line of work, we focus on
MPC, where there are multiple sources each having private
input data, and the goal is that a master learns the result of
the computation of a matrix multiplication with the help of
parallel workers. The input data should be kept confidential
from workers and the master.

There is a line of work investigating CMPC. Lagrange
Coded Computing is designed [40] in a coded computation
setup for security and privacy. This work is extended for MPC
setup [41]. The problem of limited memory at each party
in MPC setup is addressed in [42] by leveraging polynomial
coded computation. This work is generalized using entangled
polynomial codes for block-wise matrix multiplication [15].
Secure multi-party batch matrix multiplication is considered in
[16], [17], which modify the MPC system setup by employing
the idea of noise alignment to reduce the communication load
among workers. As compared to this line of work, we design
PolyDot-CMPC and AGE-CMPC by taking into account the
interaction between coded computation and MPC. In particu-
lar, we consider the garbage terms in our PolyDot-CMPC and
AGE-CMPC design, where the garbage terms represent the
interaction between coded computation and MPC.

III. SYSTEM MODEL AND MOTIVATION

Notations. We denote the set of (i) natural numbers with
N, (ii) integers with Z, and (iii) finite field with F.

Set of polynomial degrees: The set of nonzero powers of a
given polynomial f(x) =

∑n
i=0 aix

i is denoted by P(f(x)),

P(f(x)) = {i ∈ Z : 0 ≤ i ≤ n, ai 6= 0}. (1)

Set definitions and operations: We use the following stan-
dard notations for arbitrary sets A and B, where the elements
of A, B are integers, i.e., a, b ∈ Z.

A + B = {a+ b : a ∈ A, b ∈ B}, (2)

A + b = {a+ b : a ∈ A}. (3)

Furthermore, |A| stands for the cardinality of A, k|m means
that m is divisible by k, i.e., mod {m, k} = 0. Finally, Ωba =
{a, . . . , b} refers to the set of integers between a and b.
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Matrix splitting: If a matrix A is divided into s row-wise
and t column-wise partitions, it is represented as

A =

 A0,0 . . . A0,t−1
...

. . .
...

As−1,0 . . . As−1,t−1

 , (4)

where for A ∈ Fm×m, Aj,i ∈ Fm
s ×

m
t for j ∈ Ωs−10 and

i ∈ Ωt−10 .
Setup. We consider a system setup with E end devices

(sources), N edge servers (workers), and a central server
(master node) as shown in Fig. 1. Each source node e ∈ E ,
where |E| = E, has private data Xe ∈ Fµ×ν . Each source node
is connected to all worker nodes via device-to-device (D2D)
links such as Wi-Fi Direct and offloads its data to worker
nodes for privacy-preserving computation. Each worker node
Wn, n ∈ N (|N | = N ) is connected to other worker nodes as
well as the master node via D2D links. The source, worker,
and master nodes are all edge devices with limited resources.

Application. The goal is to calculate a function of per
source data; Y = γ(X1, . . . , XE), while the privacy of
data X1, . . . , XE is preserved. While function γ(.) could be
any polynomial function in MPC setup, we focus on matrix
multiplication as (i) we would like to present our ideas in a
simple way, and (ii) matrix multiplication forms an essential
building block of many signal processing and machine learning
algorithms (gradient descent, classification, etc.) [18]–[21]. In
particular, we consider Y = γ(A,B) = ATB, where X1 = A,
X2 = B, A ∈ Fm×m, B ∈ Fm×m. We note that we use
square matrices from two sources for easy exposition, and it is
straightforward to extend our results for more general matrices
and larger number of sources.

Attack Model. We assume a semi-honest system model,
where the sources, the worker nodes, and the master follow the
defined protocols by our CMPC mechanisms, but they are cu-
rious about the private data. We assume that z nodes (z < N

2 )
among workers can collude to maximize the information that
they can access. We design our CMPC mechanisms against z
colluding workers to provide privacy-preserving computation.

Privacy Requirements. We define the privacy requirements
from the perspective of source, worker, and master nodes.

Source perspective: Source nodes should not learn anything
about the private data of any other source nodes. This require-
ment is satisfied in our system as there is no communication
among the source nodes.

Worker perspective: Each worker should not learn anything
about the private data X1, . . . , XE from the perspective of
information-theoretic security. Also, workers should not learn
anything when the workers communicate with each other, i.e.,

H̃(X1, . . . , XE |
⋃
n∈Nc

({Gn′(αn), n′ ∈ ΩN1 }, ∪
e∈E

Fe(αn)))

= H̃(X1, X2, ..., XE), (5)

where H̃ denotes the Shannon entropy, αn is a parameter from
finite field F, which is defined by worker Wn, Gn′(αn) is
the data each worker Wn receives from another worker Wn′ ,
Fe(αn) is the data received by each worker Wn from source
node e, n ∈ Nc, and Nc is a subset of N satisfying |Nc| ≤ z.

Master perspective: The master node should not learn
anything more than the final result Y , i.e.,

H̃(X1, . . . , XE |Y,
⋃
n∈N

I(αn)) = H̃(X1, . . . , XE |Y ), (6)

where I(αn) is the data received from Wn by the master node.

IV. POLYDOT CODED MPC (POLYDOT-CMPC)

In this section, we present our PolyDot coded MPC
(PolyDot-CMPC) algorithm that employs PolyDot codes [26]
to create coded terms. Our design is based on leveraging the
garbage terms that are not required for computing Y = ATB
and reusing them in the secret terms.

A. PolyDot-CMPC

Phase 1 - Sources Share Data with Workers. We have
two sources; source 1 and source 2, where they have matrices
A and B, respectively. They divide matrices A ∈ Fm×m and
B ∈ Fm×m into s row-wise and t column-wise partitions1

as in (4), where s, t ∈ N, and s|m and t|m hold. Using the
splitted matrices Ai,j ∈ AT and Bk,l ∈ B, where i, l ∈ Ωt−10 ,
j, k ∈ Ωs−10 , they generate polynomials FA(x) and FB(x).

Polynomials FA(x) and FB(x) consist of coded and secret
terms, i.e., Fi′(x) = Ci′(x) + Si′(x), i′ ∈ {A,B}, where
Ci′(x)’s are the coded terms defined by PolyDot codes [26],
and Si′(x)’s are the secret terms that we construct. The
coefficients of the coded terms correspond to splitted matrices.
In other words, Ai,j and Bk,l become one of the coefficients
of CA(x) and CB(x), respectively. The powers and degree
of CA(x) and CB(x) are determined by PolyDot codes [26],
which will be explicitly defined as part of Theorem 1. The
coefficients of SA(x) and SB(x) are drawn randomly from
the same finite field that matrices A and B are defined. It
is crucial to determine the powers and degree of SA(x) and
SB(x) as they dictate the number of workers required for
privacy-preserving calculation of Y = ATB. Next, we discuss
how the powers of SA(x) and SB(x) are determined.

Let P(CA(x)) and P(CB(x)) be the sets of the powers
of the polynomials CA(x) and CB(x) with coefficients larger
than zero. P(CA(x)) and P(CB(x)) are expressed as [26]

P(CA(x)) ={i+ tj ∈ N : i ∈ Ωt−10 , j ∈ Ωs−10 }
= {0, . . . , ts− 1}, (7)

P(CB(x)) ={t(s− 1− k) + lθ′ ∈ N : k ∈ Ωs−10 , l ∈ Ωt−10 }
={tq′ + lθ′ ∈ N : q′ ∈ Ωs−10 , l ∈ Ωt−10 }, (8)

where s, t ∈ N, and θ′ = t(2s− 1).
As seen from (7) and (8), P(CA(x)CB(x)), the set of

the powers of the polynomial CA(x)CB(x) with coefficients
larger than zero, is expressed as P(CA(x)CB(x)) = {i+t(s−
1 + j − k) + tl(2s− 1) ∈ N : i, l ∈ Ωt−10 , j, k ∈ Ωs−10 }.

We know from [26] that Yi,l =
∑s−1
j=0 Ai,jBj,l, which are

the coefficients of xi+t(s−1)+tl(2s−1) in CA(x)CB(x), are the
elements of the final result Y = ATB. Therefore, we define

1We note that in PolyDot-CMPC, we exclude the case of no partitioning,
i.e., s = t = 1; This case corresponds to BGW, where coding is not required,
and thus is excluded from our CMPC setup.
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Algorithm 1 Setting the powers of SA(x) and SB(x) in
PolyDot-CMPC

1: Inputs: Number of colluding workers z, number of row
and column partitions; s and t.
Step 1: Set P(SA(x)).

2: Determine all elements of P(SA(x)) starting from the
minimum possible element satisfying C1 in (9).
Step 2: Set P(SB(x)).

3: Fix P(SA(x)) in C2 and find all elements of the subset
of P(SB(x)) starting from the minimum possible element
that satisfy C2. Call this subset as P′(SB(x)).

4: Determine all elements of the subset of P(SB(x)) starting
from the minimum possible element that satisfy C3. Call
this subset as P′′(SB(x)).

5: Find the intersection of P′(SB(x)) and P′′(SB(x)) to
form P(SB(x)).

{i + t(s − 1) + tl(2s − 1) ∈ N : i, l ∈ Ωt−10 } as the set of
important powers of CA(x)CB(x). In other words, these are
the powers of the terms that are required to decode Y = ATB.
Thus, we determine the secret terms SA(x) and SB(x) such
that the important powers of CA(x)CB(x) do not overlap (do
not have common terms) with garbage terms (the terms that are
not used for decoding Y = ATB) such as P(CA(x)SB(x)),
P(SA(x)CB(x)), and P(SA(x)SB(x)). More precisely, the
following conditions should hold:

C1: i+ t(s− 1) + tl(2s− 1) 6∈ P(SA(x)) + P(CB(x)),

C2: i+ t(s− 1) + tl(2s− 1) 6∈ P(SA(x)) + P(SB(x)),

C3: i+ t(s− 1) + tl(2s− 1) 6∈ P(SB(x)) + P(CA(x)),
(9)

where i, l ∈ Ωt−10 and s, t ∈ N. Our algorithm that determines
P(SA(x)) and P(SB(x)) to satisfy the conditions in (9) is
provided in Algorithm 1. Next, we show in Theorem 1 that
our PolyDot-CMPC mechanism, where the coded terms of its
polynomials FA(x) and FB(x) are determined according to
Algorithm 1, satisfy the conditions in (9).

Theorem 1: With the following design of FA(x) and FB(x)
in PolyDot-CMPC, the conditions in (9) are satisfied.

FA(x) =

{
FA1

(x) z > ts− t and s, t 6= 1
FA2

(x) z ≤ ts− t or t = 1 or s = 1
(10)

FA1
(x) =

t−1∑
i=0

s−1∑
j=0

Ai,jx
i+tj

︸ ︷︷ ︸
,CA(x)

+

ts−t−1∑
w=0

p−1∑
l=0

Ā(w+θ′l)x
ts+θ′l+w

︸ ︷︷ ︸
,SA1

(x)

+

z−1−pt(s−1)∑
u=0

Ā(u+t(s−1)+θ′(p−1))x
ts+θ′p+u

︸ ︷︷ ︸ ,
(11)

FA2
(x) =

t−1∑
i=0

s−1∑
j=0

Ai,jx
i+tj

︸ ︷︷ ︸
,CA(x)

+

z−1∑
u=0

Āux
ts+θ′p+u

︸ ︷︷ ︸
,SA2

(x)

, (12)

FB(x) =

{ FB1(x) z > τ or t = 1 or s = 1
FB2

(x) τ+1
2 < z ≤ τ and s, t 6= 1

FB3(x) z ≤ τ+1
2 and s, t 6= 1

(13)

FB1(x) =

s−1∑
k=0

t−1∑
l=0

Bk,lx
$+θ′l

︸ ︷︷ ︸
,CB(x)

+

z−1∑
r=0

B̄rx
ts+θ′(t−1)+r

︸ ︷︷ ︸
,SB1

(x)

, (14)

FB2
(x) =

s−1∑
k=0

t−1∑
l=0

Bk,lx
$+θ′l

︸ ︷︷ ︸
,CB(x)

+

τ−z∑
d=0

p′−1∑
l′=0

B̄(θ′l′+d)x
ts+θ′l′+d

︸ ︷︷ ︸
,SB2

(x)

+

z−1−p′(τ−z+1)∑
v=0

B̄(v+τ−z+1+θ′(p′−1))x
ts+θ′p′+v

︸ ︷︷ ︸ , (15)

FB3(x) =

s−1∑
k=0

t−1∑
l=0

Bk,lx
$+θ′l

︸ ︷︷ ︸
,CB(x)

+

z−1∑
v=0

B̄vx
ts+v

︸ ︷︷ ︸
,SB3

(x)

, (16)

where p = min{b z−1ts−tc, t − 1}, $ = t(s − 1 − k),
τ = θ′ − ts − t, p′ = min{b z−1

τ−z+1c, t − 1}. Moreover,
Ā(w+θ′l), Ā(u+t(s−1)+θ′(p−1)), and Āu, are selected indepen-
dently and uniformly at random in Fm

t ×
m
s , and B̄r, B̄(θ′l′+d),

B̄(v+τ−z+1+θ′(p′−1)), and B̄v are chosen independently and
uniformly at random in Fm

s ×
m
t .

Sketch of Proof: To prove this theorem, we first determine
P(SA(x)) and P(SB(x)), based on the set of rules that are
described in Algorithm 1 (which clearly satisfy the conditions
in (9)), then derive FA(x) and FB(x), accordingly. The proof
is provided in Appendix A in the supplemental materials. �

After source 1 and source 2 determine FA(x) and FB(x),
respectively, they calculate FA(αn) and FB(αn), where αn
is a constant associated with worker Wn and known by all
the workers in the system. Then, source 1 sends FA(αn) to
worker Wn, and source 2 sends FA(αn) to worker Wn for
actual matrix multiplication computations.

Phase 2 - Workers Compute and Communicate. The
second phase consists of workers processing data received
from the sources and sharing the results with each other. In this
phase, each worker Wn calculates H(αn) = FA(αn)FB(αn),
where H(x) is defined as:

H(x) =

deg(FA(x))+deg(FB(x))∑
n=0

Hnx
n = FA(x)FB(x), (17)

where Hu =
∑s−1
j=0 Ai,jBj,l are the coefficients that are

required for calculating ATB, i.e., u = si + (s− 1) + θl for
i, l ∈ Ωt−10 . Each worker Wn has the knowledge of one point
from H(x) through calculation of H(αn) = FA(αn)FB(αn).
By applying Lagrange interpolation on (17), there exist r(i,l)n ’s
∈ F such that

Hu =

s−1∑
j=0

Ai,jBj,l =

N∑
n=1

r(i,l)n H(αn). (18)
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Thus, each worker Wn multiplies r
(i,l)
n ’s with H(αn) and

shares them with the other workers, securely. In particular, for
each worker Wn, there are t2 coefficients of r(i,l)n . Therefore,
each worker Wn creates a polynomial Gn(x) with the first t2

terms allocated to multiplication of r(i,l)n with H(αn) and the
last z terms allocated to random coefficients to keep H(αn)
confidential from z colluding workers:

Gn(x) =

t−1∑
i=0

t−1∑
l=0

r(i,l)n H(αn)xi+tl +

z−1∑
w=0

R(n)
w xt

2+w, (19)

where R
(n)
w , w ∈ Ωz−10 are chosen independently and uni-

formly at random from Fm
t ×

m
t . Each worker Wn sends

Gn(αn′) to other workers Wn′ , n
′ ∈ N , n′ 6= n. After all

the data exchanges, each worker Wn′ has the knowledge
of Gn(αn′), ∀n, which sums them up and sends it to the
master in the last phase. The following equation represents
the polynomial that is equal to the summation of Gn(x):

I(x) =

N∑
n=1

Gn(x), (20)

which can be equivalently written as:

I(x) =

t−1∑
i=0

t−1∑
l=0

N∑
n=1

r(i,l)n H(αn)xi+tl +

z−1∑
w=0

N∑
n=1

R(n)
w xt

2+w

=

t−1∑
i=0

t−1∑
l=0

s−1∑
j=0

Ai,jBj,lx
i+tl +

z−1∑
w=0

N∑
n=1

R(n)
w xt

2+w.

(21)

Phase 3 - Master Node Reconstructs Y = ATB. As seen
in (21), the coefficients for the first t2 terms of I(x) represent
the components of the matrix Y = ATB. On the other hand,
the degree of I(x) is t2 + z − 1, therefore, the master can
reconstruct I(x) and extract Y = ATB after receiving I(αn)
from t2 + z workers.

Theorem 2: The required number of workers for multipli-
cation of two massive A and B employing PolyDot-CMPC,
in a privacy preserving manner while there exist z colluding
workers in the system and due to the resource limitations each
worker is capable of working on at most 1

st fraction of each
input matrix, is expressed as follows

NPolyDot-CMPC =



ψ1, ts < z or t = 1

ψ2, ts− t < z ≤ ts and t, s 6= 1

ψ3, ts− 2t < z ≤ ts− t and t, s 6= 1

ψ4, υ′ < z ≤ ts− 2t and t, s 6= 1

ψ5, z ≤ υ′ and t, s 6= 1

ψ6, s = 1 and t ≥ z and t 6= 1

(22)

where ψ1 = (p+2)ts+θ′(t−1)+2z−1, ψ2 = 2ts+θ′(t−1)+
3z−1, ψ3 = 2ts+θ′(t−1)+2z−1, ψ4 = (t+1)ts+(t−1)(z+
t− 1) + 2z− 1, ψ5 = θ′t+ z, and ψ6 = t2 + 2t+ tz− 1, s|m,
and t|m are satisfied, p = min{b z−1θ′−tsc, t − 1}, θ′ = 2ts − t
and υ′ = max{ts− 2t− s+ 2, ts−2t+1

2 }.

Sketch of Proof: The required number of workers in CMPC

is equal to the number of terms in polynomial H(x) =
FA(x)FB(x) with non-zero coefficients [42], i.e.,

NPolyDot-CMPC =|P(H(x))|
=|P((CA(x) + SA(x))(CB(x) + SB(x)))|
=|(P(CA(x)) + P(CB(x)))∪

(P(CA(x)) + P(SB(x)))∪
(P(SA(x)) + P(CB(x)))∪
(P(SA(x)) + P(SB(x)))|. (23)

Therefore, to prove this theorem, we first determine D1 =
P(CA(x))+P(CB(x)), D2 = P(CA(x))+P(SB(x)), D3 =
P(SA(x)) + P(CB(x)), and D4 = P(SA(x)) + P(SB(x)).
Then, we calculate |D1 ∪D2 ∪D3 ∪D4|. The detailed proof
is provided in Appendix B in the supplemental materials. �

B. PolyDot-CMPC in Perspective

This section provides the theoretical analysis on the per-
formance of PolyDot-CMPC as compared with the baselines,
Entangled-CMPC [15], SSMM [16] and GCSA-NA [17]2, in
terms of the required number of workers.

Lemma 3: PolyDot-CMPC requires less number of workers
than Entangled-CMPC when the system parameters satisfy one
of the following requirements:

1) z > ts, p < t−1
s , t 6= 1

2) ts− s < z ≤ ts, t− 1 > s, s, t 6= 1
3) (t− 1)2 < z < t(t− 1), s = t− 1, s, t 6= 1
4) ts− t−min{0, 1− 2s−5

t−3 } < z ≤ ts− s, t > 3, s 6= 1
5) s = 2, t = 3, z = 4
6) t = 2, s = 2, z = 1, 2
7) max{st− t−s− 2

t−2 , ts−2t} < z ≤ ts− t, t > 2, t ≥
s, s 6= 1

8) t < s ≤ 2t, ts− s < z ≤ ts− t, s, t 6= 1
9) t = 2, 3 ≤ s ≤ 4, 2(s− 2) < z ≤ 2(s− 1)

10) st− 2t < z ≤ ts− s, t > 2, t < s ≤ 2t
11) s > 2t, ts− 2t < z ≤ ts− t, s, t 6= 1
12) 2t ≥ s, max{ts−2t−s+2, ts−2t+1

2 } < z ≤ min{st−
2t, 2ts− t2 + t− 2s+ 1}, s, t 6= 1

13) s > 2t, ts− s < z ≤ ts− 2t, t 6= 1, 2
14) 4 < s < z < 2s− 4, t = 2
15) ts− 2t− s+ 2 < z < ts− s, 2t < s, s, t 6= 1
16) st − 2s − t − 1

t−1 < z ≤ max{ts − 2t − s +

2, ts−2t+1
2 }, s, t 6= 1.

In all other regions for the values of the system parameters
s, t, and z, PolyDot-CMPC requires the same or larger number
of workers.
Sketch of Proof: The comparison between the number of
workers required by PolyDot-CMPC and Entangled-CMPC
is derived directly from comparing (22) and NEntangled-CMPC
in Theorem 1 in [15]. The detailed analysis is provided in
Appendix C.A of the supplemental materials. �

Lemma 4: PolyDot-CMPC requires less number of workers
than SSMM when the system parameters satisfy one of the
following requirements:

2GCSA-NA is constructed for batch matrix multiplication. However, by
considering the number of batches as one, it becomes a fair baseline to
compare PolyDot-CMPC.
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1) z > max{ts, ts− t+ pts
t−1}, t 6= 1

2) t−1
t−2 (st− t) < z ≤ ts.

In all other regions for the values of the system parameters
s, t, and z, PolyDot-CMPC requires the same or larger number
of workers.
Sketch of Proof: The comparison between the number of
workers required by PolyDot-CMPC and SSMM is derived
directly from comparing (22) and NSSMM provided in Theorem
1 in [16]. The detailed proof is provided in Appendix C.B in
the supplemental materials. �

Lemma 5: PolyDot-CMPC requires less number of workers
than GCSA-NA when the system parameters satisfy one of the
following requirements:

1) z > ts, p < t−1
s , t 6= 1

2) s < t, ts− t < z ≤ min{ts, t(t− 1)− 1}
3) z ≤ ts− t
4) s = 1, t > z, t 6= 2.

In all other regions for the values of the system parameters
s, t, and z, PolyDot-CMPC requires the same or larger number
of workers.
Sketch of Proof: The comparison between the number of
workers required by PolyDot-CMPC and GCSA-NA is derived
directly from comparing (22) and NGCSA-NA for one matrix
matrix multiplication provided in Table 1 in [17]. The proof
is provided in Appendix C.C in the supplemental materials. �

As seen from Lemma 3, PolyDot-CMPC, a CMPC method
based on PolyDot codes, outperforms Entangled-CMPC, a
CMPC method based on entangled polynomial codes, for a
range of values of system parameters. This observation is
surprising as it is known that entangled polynomial codes
constantly outperforms PolyDot codes for coded computation
design [22]. This result shows that the design of secret terms
jointly with the coded terms is crucial to reduce the required
number of workers. Motivated by this observation, we design a
new code construction that is optimized for CMPC. The details
of our new construction is provided in the next section.

V. ADAPTIVE GAP ENTANGLED POLYNOMIAL CODES

In this section, we introduce Adaptive Gap Entangled poly-
nomial (AGE) codes and present our CMPC design with AGE
codes; AGE-CMPC.

A. AGE Codes

We consider the generalized formulation [22] for coded
computation of matrices A and B and create the coded term,

CA(x) =

t−1∑
i=0

s−1∑
j=0

Ai,jx
jα+iβ ,

CB(x) =

s−1∑
k=0

t−1∑
l=0

Bk,lx
(s−1−k)α+θl (24)

where α, β, θ ∈ N, Ai,j ∈ AT and Bk,l ∈ B. Several
codes that have been designed for coded computation can
be considered as the special case of (24) by considering
different values of (α, β, θ). For example, PolyDot codes [26]
correspond to (α, β, θ) = (t, 1, t(2s − 1)), while generalized
PolyDot codes [43] and entangled polynomial codes [22]

follow (α, β, θ) = (1, s, ts), where t is the number of column-
wise partitions and s is the number of row-wise partitions
of matrices A and B. The common goal of these codes is
to reduce the degree of CA(x)CB(x) multiplication, which
reduces the number of required workers in coded computation.

On the other hand, in our PolyDot-CMPC construction
and analysis, we observed that minimizing the degree of
CA(x)CB(x) is not necessarily good for CMPC (although it
is for coded computation) to reduce the required number of
workers. Our key observation is that if we keep the degree
of CA(x)CB(x) higher, we can potentially create gaps in
the powers of CA(x) and CB(x). This would actually be
better to align the garbage terms of CA(x)CB(x) with the
garbage terms coming from CA(x)SB(x), SA(x)CB(x), and
SA(x)SB(x) multiplications, which would reduce the degree
of H(x) and this is important to reduce the number of required
workers (see the sketch of proof of Theorem 2) in CMPC.

Thus, we construct new codes by considering (α, β, θ) =
(1, s, ts + λ) in (24), where λ is an integer in the range of
0 ≤ λ ≤ z, which we optimize to achieve the minimum
required number of workers for CMPC3. We note that different
values of λ results in different number of gaps in CB(x)
and thus different number of garbage terms. The value of λ
will be determined adaptively based on the optimum number
of workers required by CMPC. We call this code design
“Adaptive Gap Entangled polynomial (AGE)” codes. Next,
we prove the decodability of our AGE codes.

Theorem 6: AGE codes guarantee the decodability of Y =
ATB from the polynomial CY (x) = CA(x)CB(x).

Sketch of Proof: The components of Y = ATB, i.e.,
Yi,l =

∑s−1
j=0 Ai,jBj,l are the coefficients of xs−1+si+(ts+λ)l

in CY (x) = CA(x)CB(x). To prove the decodability of
AGE codes, we prove that the terms with the powers of
(s− 1) + si+ (ts+ λ)l, i, l ∈ Ωt−10 , i.e., the set of important
powers, (i) do not have repetitive elements, i.e., the set
{(s− 1) + si+ (ts+ λ)l : i, l ∈ Ωt−10 } consists of t2 distinct
elements, and (ii) do not have overlap with any other terms,
i.e., the set {(s − 1) + si + (ts + λ)l : i, l ∈ Ωt−10 } and
{j+is+(s−1−k)+(ts+λ)l : i, l ∈ Ωt−10 , j, k ∈ Ωs−10 , j 6= k}
do not overlap. The proof is provided in Appendix D. �

B. AGE-CMPC

Phase 1 - Sources Share Data with Workers. The
operation of this phase is similar to the operation of phase 1 of
PolyDot-CMPC detailed in Section IV-A. The only differences
are how the coded terms CA(x), CB(x) and the secret terms
SA(x), SB(x) are constructed. From (24), P(CA(x)) and
P(CB(x)), the set of all powers in the polynomials CA(x)
and CB(x) with non-zero coefficients, are as follows:

P(CA(x)) ={j + si : i ∈ Ωt−10 , j ∈ Ωs−10 } = {0, . . . , ts− 1},
(25)

P(CB(x)) ={(s− 1− k) + l(ts+ λ) : k ∈ Ωs−10 , l ∈ Ωt−10 },
(26)

3Note that λ ≥ 0 is required for decodability, and λ > z does not result
in a more efficient AGE-CMPC, so we consider 0 ≤ λ ≤ z range. The proof
is provided in Appendix H in the supplemental materials.
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Algorithm 2 Setting the powers of SA(x) and SB(x) in AGE-
CMPC

1: Inputs: Number of colluding workers z, number of row
and column partitions; s and t, parameter λ ∈ N.
Step 1: Determining P(SB(x)).

2: Set the elements of P(SB(x)) as z consecutive elements
starting from the maximum important power plus 1.
Step 2: Determining P(SA(x)).

3: Fix P(SB(x)) in C5 and find all elements of P(SA(x))
starting from the minimum possible element that satisfies
C5.

where s, t ∈ N and λ ∈ Ωz0. In AGE-CMPC, SA(x) and SB(x)
are defined such that P(CA(x)SB(x)), P(SA(x)CB(x)), and
P(SA(x)SB(x)) do not have common terms with the impor-
tant powers of (s − 1) + si + (ts + λ)l for i, l ∈ Ωt−10 . The
reason is that {s − 1 − k + j + is + (ts + λ)l : i, l ∈
Ωt−10 , j, k ∈ Ωs−10 s, t ∈ N} is the set of powers of
polynomial CA(x)CB(x), from which {(s − 1)α + iβ + θl :
i, l ∈ Ωt−10 , s, t ∈ N} is the set that is required to have
no overlap with the other terms, called garbage terms, for
successful recovery of Y . For this purpose, the following
conditions should be satisfied:

C4: (s− 1) + si+ (ts+ λ)l 6∈ P(SB(x)) + P(CA(x)),

C5: (s− 1) + si+ (ts+ λ)l 6∈ P(SA(x)) + P(CB(x)),

C6: (s− 1) + si+ (ts+ λ)l 6∈ P(SA(x)) + P(SB(x)).
(27)

Our strategy for determining P(SA(x)) and P(SB(x)),
summarized in Algorithm 2, is as follows. First, we set the
elements of P(SB(x)) as z consecutive elements starting from
the maximum important power plus one, i.e., s − 1 + s(t −
1) + (ts + λ)(t − 1) plus one; P(SB(x)) = {ts + (ts +
λ)(t− 1), . . . , ts + (ts + λ)(t− 1) + z − 1} or equivalently:
P(SB(x)) = {ts + θ(t − 1) + r, r ∈ Ωz−10 , θ = ts + λ}.
We note that the elements of P(CA(x)) and P(SA(x)) are
powers of polynomials, so they are non-negative. Therefore,
by starting the elements of P(SB(x)) from the maximum
important power plus one, C4 and C6 are satisfied. Then, we
find all elements of the subset of P(SA(x)), starting from the
minimum possible element, that satisfies C5 in (27). Using
this strategy, we can determine SA(x) and SB(x) as

SA(x) =

{
SA1(x) z > λ, and t 6= 1
SA2

(x) z ≤ λ, or t = 1,
(28)

where SA1
(x) =

∑λ−1
w=0

∑q−1
l=0 Ā(w+θl)x

ts+θl+w +∑z−1−qλ
u=0 Ā(u+λ+θ(q−1))x

ts+θq+u, SA2(x) =
∑z−1
u=0

Āux
ts+u, Ā(w+θl), Ā(u+λ+θ(q−1)), and Āu are chosen

independently and uniformly at random in Fm
t ×

m
s , θ = ts+λ

and q = min{b z−1λ c, t− 1}, and

SB(x) =

z−1∑
r=0

B̄rx
ts+θ(t−1)+r, (29)

where B̄r is chosen independently and uniformly at random
in Fm

s ×
m
t .

Theorem 7: The polynomials SA(x) and SB(x) defined in
(28) and (29) satisfy the conditions in (27).

Sketch of Proof: To prove this theorem, we determine
P(SA(x)) and P(SB(x)), based on our strategy that is de-
scribed in Algorithm 2 and show that they satisfy the condi-
tions in (27). In other words, We first show that P(SB(x)) =
{ts+ (ts+λ)(t−1), . . . , ts+ (ts+λ)(t−1) + z−1} in (29)
satisfies C4 in (27). Then, we fix P(SB(x)) in C6 of (27), and
find P(SA(x)) that satisfies C5 and C6. The detailed proof is
provided in Appendix E in the supplemental materials. �

In phase 1, source 1 and source 2 find the optimum λ based
on the optimization problem explained in Algorithm 3, then
create FA(x) = CA(x)+SA(x) and FB(x) = CB(x)+SB(x),
respectively, using the obtained optimum λ, and share FA(αn)
and FB(αn) with each worker Wn. Due to using z random
terms in constructing FA(x) and FB(x), no information about
A and B is revealed to any workers.

Phase 2 - Workers Compute and Communicate. This
phase is the same as phase 2 of PolyDot-CMPC detailed in
Section IV-A.

Phase 3 - Master Node Reconstructs Y = ATB. This
phase is the same as phase 3 of PolyDot-CMPC detailed in
Section IV-A.

Theorem 8: The total number of workers required to com-
pute Y = ATB using AGE-CMPC, when there exist z
colluding workers and each worker can work on at most 1

st
fraction of data from each source due to the computation or
storage constraints, is expressed as

NAGE-CMPC =

{
min
λ

Γ(λ) t 6= 1

2s+ 2z − 1 t = 1
(30)

where Γ(λ) is defined as

Γ(λ) =



Υ1(λ), z > ts− s, λ = 0

Υ2(λ), z ≤ ts− s, λ = 0

Υ3(λ), λ = z

Υ4(λ), z > ts, 0 < λ < z

Υ5(λ), z ≤ ts, 0 < λ < z, ts < λ+ s− 1

Υ6(λ), λ+ s− 1 < z ≤ ts, 0 < λ < z, qλ ≥ s
Υ7(λ), λ+ s− 1 < z ≤ ts, 0 < λ < z, qλ < s

Υ8(λ), z ≤ λ+ s− 1 ≤ ts, 0 < λ < z, qλ ≥ s
Υ9(λ), z ≤ λ+ s− 1 ≤ ts, 0 < λ < z, qλ < s,

(31)

and Υ1(0) = 2st2+2z−1, Υ2(0) = st2+3st−2s+t(z−1)+1,
Υ3(z) = 2ts + (ts + z)(t − 1) + 2z − 1, Υ4(λ) = (q +
2)ts + θ(t − 1) + 2z − 1, Υ5(λ) = 3ts + θ(t − 1) + 2z − 1,
Υ6(λ) = 2ts + θ(t − 1) + (q + 2)z − q − 1, Υ7(λ) = θ(t +
1) + q(z − 1)− 2λ+ z + ts+ min{0, z + s(1− t)− λq− 1},
Υ8(λ) = 2ts+θ(t−1)+3z+(λ+s−1)q−λ−s−1, Υ9(λ) =
θ(t+1)+q(s−1)−3λ+3z−1+min{0, ts−z+1+λq−s},
s ≥ 1, t ≥ 2, s|m, t|m are satisfied, q = min{b z−1λ c, t − 1}
and θ = ts+ λ.
Sketch of Proof: Similar to the proof of Theorem 2, to calculate
the number of required workers, we calculate its equivalent
term, |D1 ∪ D2 ∪ D3 ∪ D4|, where D1 = P(CA(x)) +
P(CB(x)), D2 = P(CA(x))+P(SB(x)), D3 = P(SA(x))+
P(CB(x)), and D4 = P(SA(x)) + P(SB(x)). The proof is
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Algorithm 3 Operation of AGE-CMPC
1: Inputs: Matrices A,B, number of colluding workers z,

number of row and column partitions; s and t.
2: Parameters known by all workers: Chosen parameters
αn, Lagrange interpolation coefficients r(i,l)1 , . . . , r

(i,l)
N .

Phase 0: Calculation of λ∗
3: Calculate λ∗ by solving the optimization problem in (30).

Phase 1: Sources Share Data with Workers.
4: Sources 1 and 2 determine FA(x) and FB(x), respectively

using λ∗.
5: Sources 1 and 2 send FA(αn) and FB(αn), respectively

to worker Wn.
Phase 2: Workers Compute and Communicate.

6: Worker Wn computes H(αn) = FA(αn)FB(αn), and
Gn(x) according to (19).

7: Worker Wn sends Gn(αn′) to worker Wn′ .
8: Worker Wn′ computes I(αn′) =

∑N
n=1Gn(αn′) and

sends it to the master.
Phase 3: Master Node Reconstructs Y = ATB.

9: The master reconstructs I(x) when it receives results from
t2 + z workers.

10: The master calculates ATB from the coefficients of the
first t2 terms of I(x) according to (21).

provided in Appendix F in the supplemental materials. �
AGE-CMPC in a Nutshell. Algorithm 3 provides an

overview of AGE-CMPC operation. Next, we provide an
example to illustrate AGE-CMPC operation.

Example 1: AGE-CMPC. Let us consider a scenario with
s = t = z = 2 for two sources (Source 1 and Source 2) that
have matrices A and B. The sources partition the matrices to
st = 4 sub-matrices; i.e., s = 2 row-wise and t = 2 column-
wise partitions. These sub-matrices will be multiplied with
the help of a number of workers, where z = 2 workers are
adversaries.

For this purpose, as it is mentioned in the first step of
Algorithm 3 (in phase 0), the optimization problem in (30)
will be solved to determine λ∗ (the optimum λ that minimizes
the required number of workers, NAGE-CMPC). The solution of
(30) is NAGE-CMPC = 17 for λ∗ = 2 when s = t = z = 2.
This means that 17 workers are required by AGE-CMPC
to guarantee privacy. We note that the required number of
workers by Entangled-CMPC [15] is NEntangled-CMPC = 19. As
seen, AGE-CMPC reduces the required number of workers as
compared to Entangled-CMPC.

In phase 1, source 1 and source 2 first calculate CA(x),
CB(x), SA(x), and SB(x) according to (24), (28), and (29)
for λ = λ∗ = 2: CA(x) = A0,0 + A0,1x + A1,0x

2 + A1,1x
3

and CB(x) = B0,0x + B1,0 + B0,1x
7 + B1,1x

6, SA(x) =
Ā0x

4+Ā1x
5 and SB(x) = B̄0x

10+B̄1x
11. Then these sources

create FA(x) = CA(x)+SA(x) and FB(x) = CB(x)+SB(x)
accordingly: FA(x) = A0,0 + A0,1x + A1,0x

2 + A1,1x
3 +

Ā0x
4 + Ā1x

5, FB(x) = B0,0x + B1,0 + B0,1x
7 + B1,1x

6 +
B̄0x

10+B̄1x
11. At the end of phase 1, the sources collaborate

to create each αn ∈ F, for n ∈ Ω17
1 , randomly and then each

source sends its private data, FA(αn), FB(αn) to worker Wn.
In phase 2, each worker Wn, n ∈ Ω17

1 computes H(αn) =
FA(αn)FB(αn) = A0,0B1,0 + (A0,0B0,0 + A0,1B1,0)x +

(A0,1B0,0 + A1,0B1,0)x2 + A1,0B0,0x
3 + (A1,1B0,0 +

Ā0B1,0)x4+(Ā0B0,0+Ā1B1,0)x5+(A0,0B1,1+Ā1B0,0)x6+
(A0,0B0,1 + A0,1B1,1)x7 + (A0,1B0,1 + A1,0B1,1)x8 +
(A1,0B0,1+A1,1B1,1)x9+(A0,0B̄0+A1,1B0,1+Ā0B1,1)x10+
(A0,0B̄1 + A0,1B̄0 + Ā0B0,1 + Ā1B1,1)x11 + (A0,1B̄1 +
A1,0B̄1 + Ā1B0,1)x12 + (A1,0B̄1 +A1,1B̄0)x13 + (A1,1B̄1 +
Ā0B̄0)x14 + (Ā0B̄1 + Ā1B̄0)x15 + (Ā1B̄1)x16. Then, it
computes Gn(x) according to (19): Gn(x) = r

(0,0)
n H(αn) +

r
(0,1)
n H(αn)x2 + r

(1,0)
n H(αn)x+ r

(1,1)
n H(αn)x3 +R

(n)
0 x4 +

R
(n)
1 x5. Next, worker Wn sends Gn(αn′) to all other workers

Wn′ . Finally, worker Wn′ computes I(αn′) =
∑17
n=1Gn(αn′)

and sends it to the master.
In phase 3, the master reconstructs I(x) when it receives

I(αn′) results from 6 workers, as the degree of I(x) is 5 and
is equal to

I(x) = (A0,0B0,0 +A0,1B1,0) + (A1,0B0,0 +A1,1B1,0)x

+ (A0,0B0,1 +A0,1B1,1)x2 + (A1,0B0,1 +A1,1B1,1)x3

+

17∑
n=1

R
(n)
0 x4 +

17∑
n=1

R
(n)
1 x5

according to (21). In the last step, the master calculates ATB
from the coefficients of the first 4 terms of I(x):

ATB =

[
A0,0B0,0 +A0,1B1,0 A0,0B0,1 +A0,1B1,1

A1,0B0,0 +A1,1B1,0 A1,0B0,1 +A1,1B1,1

]
.

�

C. AGE-CMPC in Perspective

In this section, we compare AGE-CMPC with the baselines
in terms of the required number of workers.

Lemma 9: NAGE-CMPC is always less than or equal to the
number of workers required by Entangled-CMPC [15], SSMM
[16], GCSA-NA (for one matrix multiplication) [17], and
PolyDot-CMPC.

Sketch of Proof: The comparison between the required
number of workers by AGE-CMPC and Entangled-CMPC,
SSMM, GCSA-NA, and PolyDot-CMPC is derived directly
from comparing (31) with NEntangled-CMPC from Theorem 1
in [15], NSSMM provided in Theorem 1 in [16], NGCSA-NA
for one matrix multiplication proposed in Table 1 in [17],
and NPolyDot-CMPC provided in (22), respectively. The detailed
comparisons are provided in Appendix G.A, G.B, G.C, and
G.D, respectively, in the supplemental materials. �

VI. COMPUTATION, STORAGE, AND COMMUNICATION
REQUIREMENTS AND PRIVACY GUARANTEE OF THE

CODED MPC METHODS

In this section, we provide the theoretical analysis of the
computation, storage, and communication overhead required
by the coded MPC methods including Entangled-CMPC [15]
and our designed PolyDot-CMPC and AGE-CMPC. We will
also prove the privacy guarantee of PolyDot-CMPC and AGE-
CMPC at the end of this section.

A. Computation Overhead

We define the computation overhead as the total number of
scalar multiplications performed by each worker. We do not
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consider additions in the analysis as the computation complex-
ity of addition is negligible as compared with multiplication.

Corollary 10: The total computation overhead per worker to
compute Y = ATB using coded MPC methods of Entangled-
CMPC, PolyDot-CMPC and AGE-CMPC is expressed as

ξ =
m3

st2
+m2 +N(t2 + z − 1)

m2

t2
, (32)

where m is the number of rows/columns of matrices A and
B, s and t are the number of row-wise and column-wise
partitions, respectively, z is the number of colluding workers,
and N is the required number of workers by each method.
Proof: Based on Phase 1 of coded MPC (Entangled-CMPC,
PolyDot-CMPC and AGE-CMPC), each worker computes
H(αn) = FA(αn)FB(αn). In coded MPC, FA(αn) ∈ Fm

t ×
m
s

and FB(αn) ∈ Fm
s ×

m
t , so m3

st2 scalar multiplications are
computed.

After computing H(αn), each worker Wn needs to compute
polynomial Gn(x) for N different points; αn′ , n′ ∈ ΩN1 ,
following (19)4. For this purpose, worker Wn first multiplies
ri,ln for i, l ∈ Ωt−10 with H(αn) ∈ Fm

t ×
m
t . This requires

t2m
2

t2 = m2 scalar multiplications. Then, ri,ln H(αn) is mul-
tiplied with αi+tln′ for all n′ ∈ ΩN1 workers. This requires
N(t2 − 1)m

2

t2 scalar multiplications. To calculate the second
part of Gn(αn′), n′ ∈ ΩN1 , Wn multiplies αt

2+w
n′ with random

matrices R(n)
w ∈ Fm

t ×
m
t , for w ∈ Ωz−10 . This requires Nzm

2

t2

scalar multiplications. In total, each worker Wn computes
m2 + N(t2 + z − 1)m

2

t2 scalar multiplications to obtain
Gn(αn′)’s. Then worker Wn adds Gn(αn′), for n′ ∈ ΩN1 ,
where the complexity of addition is negligible.

By summing up the number of scalar multiplications com-
puted by each worker Wn, the computation overhead of coded
MPC becomes m3

st2 +m2 +N(t2 + z− 1)m
2

t2 per worker. This
concludes the proof. �
B. Storage Overhead

We define the storage overhead as the total number of
scalar parameters that should be stored in all phases of coded
MPC at each worker.5 These parameters include the received
parameters from the other workers as well as those that are
computed and stored to be used in the next computations.

Corollary 11: The total storage overhead per worker to
compute Y = ATB using coded MPC methods of Entangled-
CMPC, PolyDot-CMPC and AGE-CMPC is expressed as

σ = (2N + z + 1)
m2

t2
+

2m2

st
+ t2, (33)

where m is the number of rows/columns of matrices A and
B, s and t are the number of row-wise and column-wise
partitions, respectively, z is the number of colluding workers,
and N is the required number of workers by each method.
Proof: Based on Phase 1 of coded MPC (Entangled-CMPC,
PolyDot-CMPC and AGE-CMPC), each worker Wn receives

4Gn(αn′ ), for n′ ∈ ΩN1 , n′ 6= n, is required to be calculated to be
sent to the other workers and Gn(αn) is required to be calculated for the
calculation of I(αn) in (21).

5We note that it is possible to delete some of the data after each phase once
they are not needed for future steps, but we do not consider deleting data for
easy exposition.

FA(αn) and FB(αn) each with the size of m
t ×

m
s from the

sources. This requires storing 2m2

st scalar parameters.
In Phase 2, each worker Wn stores H(αn) with the size of

m
t ×

m
t computed by multiplying FA(αn) with FB(αn). This

requires storing m2

t2 scalar parameters.
Next, each worker Wn creates the polynomial Gn(x) to

calculate different points of it. For this purpose, Wn needs to
store the coefficients of this polynomial. According to (21),
the random variables ri,ln , i, l ∈ Ωt−10 , with the total number
of t2 scalar parameters are stored. In addition, the random
matrices R(n)

w ∈ Fm
t ×

m
t for w ∈ Ωz−10 are stored. In total,

this requires storing t2 + zm
2

t2 scalar parameters.
After creating Gn(x), worker Wn needs to compute it at

points αn′ , n′ ∈ ΩN1 , where Gn(αn′), n
′ ∈ ΩN1 , n

′ 6= n,
will be sent to the other workers and Gn(αn) is stored for
the calculation of I(αn) in (22). Also, worker Wn receives
Gn′(αn) from the other workers, which will be stored in its
storage. As Gn(x) ∈ Fm

t ×
m
t , in total, this step requires storing

(2N − 1)m
2

t2 scalar parameters.
Finally, worker Wn needs to store I(αn). As I(αn) ∈

Fm
t ×

m
t , this requires storing m2

t2 scalar parameters.
By summing up the number of scalar parameters required to

be stored by each worker Wn, the storage overhead of coded
MPC becomes (2N + z + 1)m

2

t2 + 2m2

st + t2. This concludes
the proof. �

C. Communication Overhead

We define the communication overhead as the total number
of scalar parameters that are exchanged among all workers
in Phase 2. Note that there are other data transmissions; from
sources to workers in Phase 1, and from workers to the master
in Phase 3. We do not include these communications in the
communication overhead calculation as they are negligible as
compared to the data exchange among workers in Phase 2.

Corollary 12: Communication overhead to compute Y =
ATB, using coded MPC methods of Entangled-CMPC,
PolyDot-CMPC, and AGE-CMPC is expressed as

ζ = N(N − 1)
m2

t2
, (34)

where m is the number of rows/columns of matrices A and
B, t is the number of column-wise partitions, and N is the
required number of workers by each method.
Proof: In Phase 2 of coded MPC, each worker Wn, n ∈ N
sends Gn(αn′) to worker Wn′ , n′ ∈ ΩN1 , n′ 6= n. As
Gn(αn′) ∈ Fm

t ×
m
t , the communication overhead among

workers is equal to N(N − 1)m
2

t2 . This concludes the proof.
�

D. Privacy Analysis

Theorem 13: Our proposed PolyDot-CMPC and AGE-
CMPC algorithms satisfy the privacy constraints (5) and (6)
stated in Section III.
Proof: In order to prove this theorem we use Corollary 6,
Lemma 7, and Corollary 8 in the proof of Theorem 3 in [42],
as well as the following lemma which is a generalized version
of Lemma 7 in [42] in terms of the degree of polynomials
Ui(x) and Ri(x) for i ∈ Ωm1 with a change of notation for
the sake of consistency with the remaining parts of this paper.
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Lemma 14: Let us consider m polynomials
U1(x),U2(x), . . . ,Um(x) of arbitrary degree n, where their
coefficients are chosen from an arbitrary joint distribution
in Fµ×ν . Let A denotes the order set of those coefficients.
Consider the polynomials

T1(x) = U1(x) + R1(x),

T2(x) = U2(x) + R2(x),

...
Tm(x) = Um(x) + Rm(x), (35)

where for i ∈ Ωm1 , Ri(x) : F → Fµ×ν is a polynomial
with z distinct terms, where the z coefficients are chosen
independently and uniformly at random from Fµ×ν . Then,
I(A; T̃) = 0, where T̃ is defined as

T̃ =

 T̃1(β1) . . . T̃1(βz)
...

. . .
...

T̃m(β1) . . . T̃m(βz)

 , (36)

for some arbitrary values β1, β2, . . . , βz ∈ F.

Proof: The proof is similar to the proof of Lemma 7 in [42],
since the proof is valid for any degree of polynomials Ui(x)
and Ri(x), as far as Ri(x) contains z distinct terms. Below
is the detailed proof. First, let us define

Ũ =

 Ũ1(β1) . . . Ũ1(βz)
...

. . .
...

Ũm(β1) . . . Ũm(βz)

 , (37)

R̃ =

 R̃1(β1) . . . R̃1(βz)
...

. . .
...

R̃m(β1) . . . R̃m(βz)

 . (38)

For any T,U, ∈ Fmµ×zν we have

Pr(Ũ = U|T̃ = T)

(a)
=

Pr(T̃ = T|Ũ = U)Pr(Ũ = U)∑
Uj∈Fmµ×zν Pr(T̃ = T|Ũ = Uj)Pr(Ũ = Uj)

=
Pr(R̃ = T−U|Ũ = U)Pr(Ũ = U)∑

Uj∈Fmµ×zν Pr(R̃ = T−Uj |Ũ = Uj)Pr(Ũ = Uj)

(b)
=

Pr(R̃ = T−U)Pr(Ũ = U)∑
Uj∈Fmµ×zν Pr(R̃ = T−U)Pr(Ũ = Uj)

=
Pr(Ũ = U)∑

Uj∈Fmµ×zν Pr(Ũ = Uj)
= Pr(Ũ = U), (39)

where (a) comes from Bayesian Rule, and (b) is resulted
from Corollary 6 in [42], that says each row of matrix R̃
has a uniform distribution over Fµ×zν , so R̃ has a uniform
distribution over Fmµ×zν , and consequently Pr(R̃ = T−U) =
Pr(R̃ = T − Uj) = 1

|F|mµzν . Thus, we have H̃(Ũ|T̃) =

H̃(Ũ), and I(Ũ; T̃) = 0. Moreover, from the definition of A,
A → Ũ→ T̃ is a Markov chain, and as a result according to
data processing inequality we have I(A; T̃) ≤ I(Ũ; T̃) = 0.
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Fig. 2. Required number of workers versus number of colluding workers.
The parameters are set to s = 4, t = 15 and 1 ≤ z ≤ 300.
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Fig. 3. Required number of workers.

This concludes the proof of Lemma 14. �
Therefore, from Lemma 14 we conclude that Corollary 8

in [42] is valid for any polynomial with arbitrary powers of
the coded and secret terms. Thus, polynomial FY,b,t,k(x),
in Corollary 8 in [42], can be substituted with FA(x) and
FB(x) in (10), (13) in PolyDot-CMPC or FA(x) and FB(x)
constructed using (24), (28), and (29) in AGE-CMPC. The rest
of the proof of Theorem 13 follows directly from the proof of
Theorem 3 in [42]. �

VII. PERFORMANCE EVALUATION

We evaluated the performance of our algorithms, PolyDot-
CMPC and AGE-CMPC, and compared them with the base-
lines, (i) Entangled-CMPC [15], (ii) SSMM [16], and (iii)
GCSA-NA for one matrix multiplication [17].

Fig. 2 shows the number of workers required for computing
Y = ATB versus the number of colluding workers, where the
matrices A and B are divided into s = 4 row-wise and t = 15
column-wise partitions, and the number of colluding workers
varies in the range of 1 ≤ z ≤ 300. As seen, AGE-CMPC
requires less number of workers than all other methods for any
number of colluding workers, which confirms Lemma 9. For
small number of colluding workers, i.e., 1 ≤ z ≤ 48, SSMM
[16] is the second best choice. PolyDot-CMPC performs
better than all the baselines, excluding AGE-CMPC, when
49 ≤ z ≤ 180. On the other hand, GCSA-NA [17] and
Entangled-CMPC [15] have similar performance and perform
better than SSMM and PolyDot-CMPC when 181 ≤ z ≤ 300.
These results confirm Lemmas 3, 4, and 5 as PolyDot-CMPC
performs better than the baselines, excluding AGE-CMPC, for
a range of colluding workers.

In Fig. 3 and Fig. 4 the system parameters are considered
as follows: the size of each matrix A and B is m × m =
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Fig. 4. (a) Computation, (b) storage , and (c) communication loads.

36000 × 36000, the number of colluding workers is z = 42,
and the number of partitions of matrices A and B is st = 36.

Fig. 3 shows the required number of workers needed to
compute the multiplication of Y = ATB versus s/t, the
ratio of number of row partitions over the number of col-
umn partitions. As seen, the required number of workers
by AGE-CMPC is always less than or equal to the other
baselines. Moreover, PolyDot-CMPC requires less number
of workers than the other baseline methods for (s, t) ∈
{(2, 18), (3, 12), (4, 9)}, since in these scenarios we have
42 = z > ts = 36, and thus p = min{b z−1ts−tc, t − 1} is
equal to 2, 1 and 1, for t = 18, 12, 9, respectively. Thus,
p < t−1

s and condition 1 in Lemmas 3, 4, and 5 are satisfied.
For (s, t) ∈ {(1, 36), (6, 6), (9, 4), (12, 3), (18, 2), (36, 1)},
PolyDot-CMPC requires equal number of workers or larger
compared with the other baselines. These observations are
aligned with Lemmas 3, 4, and 5.

Fig. 4(a) shows the computation load per worker defined in
Section VI.A versus s/t. AGE-CMPC reduces the computation
load per worker. The reason is that based on (32), computation
load grows linearly with N , the required number of workers.
Since the required number of workers by AGE-CMPC is less
than the other methods, the computation load required by
AGE-CMPC is also less than the other methods. Also, as
seen in Fig. 4(a), computation load per worker does not have
a monotonic behavior by increasing s/t. The reason is that
according to the equation (32), computation load per worker
has a direct relationship with the required number of workers,
which as shown in Fig. 3 decreases by increasing s/t. On
the other hand, it has an inverse relationship with t (for fixed
m and st, where st = 36). Therefore, these two parameters
have apposing effects on the computation load per worker. In
other words, as seen in the figure, for fixed st = 36, if we
decrease t from 36 to 9, the effect of decreasing N dominates
the effect of decreasing t and thus the computation load per
worker will decrease. If we decrease t from 9 to 1, the effect
of decreasing t dominates the effect of decreasing N and thus
the computation load per worker will increase.

Fig. 4(b) shows the storage load per worker, defined in
Section VI.B, where the size of each stored scalar is 1 Byte,
versus s/t. AGE-CMPC reduces the storage load per worker as
compared to baselines. The reason is that based on (33) there
is a direct relationship between storage load per worker in
CMPC setup and the required number of workers. Therefore,
the smaller number of workers required by AGE-CMPC results
in the smaller storage load per worker as compared to PolyDot-
CMPC and Entangled-CMPC.

Fig. 4(c) shows the communication load, defined in Sec-
tion VI.C, versus s/t. We assume that each scalar that is
transmitted among workers is 1 Byte. Based on (34) the
communication load among workers has a direct relationship
with the required number of workers, i.e., larger number of
workers results in larger communication load among workers.
Therefore, the communication load among workers of AGE-
CMPC is less than or equal to the other methods.

VIII. CONCLUSION

We have investigated coded privacy-preserving computation
using Shamir’s secret sharing. We have proposed a new coded
privacy-preserving computation mechanism; PolyDot-CMPC,
which is designed by employing PolyDot codes and using
“garbage terms” that naturally arise when polynomials are
constructed in the design of PolyDot codes. Motivated by
this observation, we have designed a novel coded computation
method; AGE codes that is customized for coded privacy-
preserving computations to create the optimum number of
“garbage terms”. We also designed coded privacy-preserving
computation mechanisms; AGE coded MPC (AGE-CMPC) by
employing AGE codes. Also, we have analyzed AGE-CMPC
and PloyDot-CMPC in terms of the required number of work-
ers as well as its computation, storage, and communication
overhead. We showed that PolyDot-CMPC outperforms the
other state of the art methods for a range of colluding workers.
We also showed that AGE-CMPC provides significant im-
provement and always performs better than the other methods.
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IX. SUPPLEMENTAL MATERIALS

APPENDIX A: PROOF OF THEOREM 1

We first determine P(SA(x)) and P(SB(x)) and then derive
FA(x) and FB(x), accordingly.

Based on our strategy for determining P(SA(x)) and
P(SB(x)), we: (i) first find all elements of P(SA(x)), starting
from the minimum possible element, satisfying C1 in (9), (ii)
then fix P(SA(x)), containing the z smallest elements, in C2
of (9), and find all elements of the subset of P(SB(x)), starting
from the minimum possible element, that satisfies C2; we call
this subset as P′(SB(x)), (iii) find all elements of the subset
of P(SB(x)), starting from the minimum possible element,
that satisfies C3 in (9); we call this subset as P′′(SB(x)), and
(iv) finally, find the intersection of P′(SB(x)) and P′′(SB(x))
to form P(SB(x)). Next, we explain these steps in details.

(i) Find all elements of P(SA(x)) satisfying C1 in (9).
For this step, using (8) and C1 in (9), we have:

i+ t(s− 1) + tl(2s− 1) 6∈ {t(s− 1)− tq + tl′(2s− 1)}
+ P(SA(x)), 0 ≤ q ≤ s− 1, 0 ≤ i, l, l′ ≤ t− 1, s,

t ∈ N (40)

which is equivalent to:

β + θ′l′′ 6∈ P(SA(x)), (41)

for l′′ = (l − l′), θ′ = t(2s − 1) and β = i + tq. From
(40), the range of the variables β and l′′ are derived as β ∈
{0, . . . , ts − 1} and l′′ ∈ {−(t − 1), . . . , (t − 1)}. However,
knowing the fact that all powers in P(SA(x)) are from N,
we consider only l′′ ∈ {0, . . . , t − 1}.6 Considering different
values of l′′ from the interval l′′ ∈ {0, ..., t − 1} in (41), we
have:

P(SA(x)) /∈ {0, . . . , ts− 1},
P(SA(x)) /∈ {θ′, . . . , ts− 1 + θ′},
P(SA(x)) /∈ {2θ′, . . . , ts− 1 + 2θ′},
. . .

P(SA(x)) /∈ {(t− 1)θ′, . . . , ts− 1 + (t− 1)θ′}. (42)

Using the complement of the above intervals, the intervals that
P(SA(x)) can be selected from, is derived as follows:

P(SA(x)) ∈{ts, . . . , θ′ − 1} ∪ {ts+ θ′, . . . , 2θ′ − 1} ∪ . . .
∪ {ts+ (t− 1)θ′, . . . ,+∞}, s, t > 1 (43)

P(SA(x)) ∈ {t2, . . . ,+∞}, s = 1 (44)

P(SA(x)) ∈ {s, . . . ,+∞}, t = 1 (45)

Note that the required number of powers with non-zero
coefficients for the secret term SA(x) is z, i.e.,

|P(SA(x))| = z. (46)

6The reason is that for the largest value of β, i.e., β = ts− 1 and largest
value of l′′ ∈ {−(t − 1), . . . ,−1}, i.e., l′′ = −1, β + θ′(l′′) is equal to
ts − 1 + (2ts − t)(−1) = t(1 − s) − 1, which is negative for s, t ∈ N.
Therefore, for all l′′ ∈ {−(t− 1), . . . ,−1} in (41), β + θ′l′′ is negative.

Since our goal is to make the degree of polynomial FA(x) as
small as possible, we choose the z smallest powers from the
sets in (43) to form P(SA(x)). Note that in (43), there are t−1
finite sets and one infinite set, where each finite set contains
θ′ − ts elements. Therefore, based on the value of z, we use
the first interval and as many remaining intervals as required
for z > θ′ − ts, and the first interval only for z ≤ θ′ − ts.

Lemma 15: If z > θ′ − ts and s, t 6= 1, the subsets of
all powers of polynomial SA(x) with non-zero coefficients is
defined as the following:

P(SA(x)) =
( p−1⋃
l=0

{ts+ θ′l, . . . , (l + 1)θ′ − 1}
)

∪ {ts+ pθ′, . . . , ts+ pθ′ + z − 1− p(θ′ − ts)}
(47)

={ts+ θ′l + w, l ∈ Ωp−10 , w ∈ Ω
t(s−1)−1
0 }

∪ {ts+ θ′p+ u, u ∈ Ω
z−1−pt(s−1)
0 }. (48)

Proof: For the case of z > θ′− ts and s, t 6= 1, the number of
elements in the first interval of (43), which is equal to θ′− ts,
is not sufficient for selecting z powers. Therefore, more than
one interval is used; we show the number of selected intervals
with p+1, where p ≥ 1 is defined as p = min{b z−1θ′−tsc, t−1}.
With this definition, the first p selected intervals are selected
in full, in other words, in total we select p(θ′−ts) elements to
form the first p intervals in (47). The remaining z−p(θ′− ts)
elements are selected from the (p + 1)st interval of (43) as
shown as the last interval of (47). (48) can be derived from
(47) by replacing θ′ with its equivalence, 2ts− t. �

Lemma 16: If z ≤ θ′ − ts and s, t 6= 1, the subsets of
all powers of polynomial SA(x) with non-zero coefficients is
defined as the following:

P(SA(x)) = {ts, . . . , ts+ z − 1} = {ts+ u, u ∈ Ωz−10 }.
(49)

Proof: In this scenario for z ≤ θ′−ts, the first interval of (43)
is sufficient to select all z elements of P(SA(x)), therefore, z
elements are selected from the first interval of (43), as shown
in (49). �

Lemma 17: If s = 1, the subsets of all powers of polynomial
SA(x) with non-zero coefficients is defined as the following:

P(SA(x)) = {t2, . . . , t2 + z − 1} = {t2 + u, u ∈ Ωz−10 },
(50)

and if t = 1, it is defined as:

P(SA(x)) = {s, . . . , s+ z − 1} = {s+ u, u ∈ Ωz−10 }. (51)

Proof: If s = 1, z smallest elements are selected from (44), as
shown in (50) and if t = 1, z smallest elements are selected
from (45), as shown in (51). �

(ii) Fix P(SA(x)) in C2 of (9), and find the subset of
P(SB(x)) that satisfies C2; we call this subset as P′(SB(x)).

In this step, we consider the four cases of s = 1, t =
1, z > θ′ − ts, s, t 6= 1, and z ≤ θ′ − ts, s, t 6= 1 and
derive P′(SB(x)) as summarized in Lemmas 18, 19, 20 and
22, respectively.
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Lemma 18: If s = 1, P′(SB(x)) is defined as the following:

P′(SB(x)) = {0, . . . ,+∞}. (52)

Proof: In this scenario, we use (50) defined for P(SA(x)). By
replacing P(SA(x)) in C2 we have the following:

C2: i+ tl 6∈ {t2, . . . , t2 + z − 1}+ P′(SB(x)), (53)

which can be equivalently written as:

C2: {0, . . . , t2 − 1} 6∈ {t2, . . . , t2 + z − 1}+ P′(SB(x)).
(54)

From the above equation, any non-negative elements for
P′(SB(x)) satisfies this constraint. This completes the proof.
�

Lemma 19: If t = 1, P′(SB(x)) is defined as the following:

P′(SB(x)) = {0, . . . ,+∞}. (55)

Proof: In this scenario, we use (51) defined for P(SA(x)). By
replacing P(SA(x)) in C2 we have the following:

C2: s− 1 6∈ {s, . . . , s+ z − 1}+ P′(SB(x)). (56)

From the above equation, any non-negative elements for
P′(SB(x)) satisfies this constraint. This completes the proof.
�

Lemma 20: If z > θ′−ts and s, t 6= 1, P′(SB(x)) is defined
as the following:

P′(SB(x)) =
( t−2⋃
l′=0

{θ′l′, . . . , (l′ + 1)θ′ − ts}
)

(57)

∪ {(t− 1)θ′, . . . ,+∞}. (58)

Proof: In this scenario, we use (47) defined for P(SA(x))
when z > θ′ − ts, which can be equivalently written as:

P(SA(x)) =

{
ts+ θ′l′′ + w, l′′ ∈ Ωp−10 , w ∈ Ωθ

′−ts−1
0

ts+ θ′l′′ + u, l′′ = p, u ∈ Ω
z−1−p(θ′−ts)
0

(59)

and then replace P(SA(x)) in C2 using the above equation:

C2: i+ t(s− 1) + θ′l 6∈{
ts+ θ′l′′ + w + P′(SB(x)), l′′ ∈ Ωp−10 , w ∈ Ωθ

′−ts−1
0

ts+ θ′l′′ + u+ P′(SB(x)), l′′ = p, u ∈ Ω
z−1−p(θ′−ts)
0

(60)

Equivalently:

P′(SB(x)) 6∈{
i− t− w + θ′(l − l′′), l′′ ∈ Ωp−10 , w ∈ Ωθ

′−ts−1
0

i− t− u+ θ′(l − p), u ∈ Ω
z−1−p(θ′−ts)
0

(61)

By simplifying the above equation, we have:

P′(SB(x)) 6∈{
î− w + θ′ l̂, î ∈ Ω−1−t , l̂ ∈ Ωt−1−(p−1), w ∈ Ωθ

′−ts−1
0

î− u+ θ′ l̃, î ∈ Ω−1−t , l̃ ∈ Ωt−1−p−p , u ∈ Ω
z−1−p(θ′−ts)
0

(62)

Knowing the fact that all powers in P′(SB(x)) are in N, we
consider only l̂, l̃ ≥ 1 as l̂, l̃ < 1 results in negative powers of
P′(SB(x))7. This results in:

P′(SB(x)) 6∈

{
V1

V2,
(63)

=

{
î− w + θ′ l̂, î ∈ Ω−1−t , l̂ ∈ Ωt−11 , w ∈ Ωθ

′−ts−1
0

î− u+ θ′ l̃, î ∈ Ω−1−t , l̃ ∈ Ωt−1−p1 , u ∈ Ω
z−1−p(θ′−ts)
0

(64)

Lemma 21: V2 defined in (63) is a subset of V1: V2 ⊂ V1.
Proof: To prove this lemma, we consider two cases of8 (i)
p = t − 1 and (ii) p < t − 1. For the first case of p = t − 1,
V2 is an empty set as the upper bound of l̃, i.e., t − 1 − p,
becomes less than its lower bound, i.e., 1. Thus V2 ⊂ V1 for
p = t − 1. In the following, we consider the second case of
p < t− 1 and prove that V2 ⊂ V1.

p = min{b z − 1

θ′ − ts
c, t− 1}, p < t− 1

⇒p = b z − 1

θ′ − ts
c

⇒p+ 1 >
z − 1

θ′ − ts
⇒θ′ − ts > z − 1− p(θ′ − ts)
⇒θ′ − ts ≥ z − p(θ′ − ts). (65)

Using (65), u ⊂ w in (63). In addition, l̃ ⊂ l̂, as p ≥ 0.
Therefore, V2 is a subset of V1 for the second case of p <
t− 1, as well. This completes the proof. �

Using Lemma 21, we can reduce (63) to:

P′(SB(x)) 6∈ î− w + θ′ l̂, î ∈ Ω−1−t , l̂ ∈ Ωt−11 , w ∈ Ωθ
′−ts−1

0

(66)

By replacing θ′ with its equivalence t(2s − 1), the range of
variation for î− w is î− w ∈ {−ts+ 1, . . . ,−1}. Therefore,
by considering different values of l̂, the above equation is
expanded as:

P′(SB(x)) 6∈ {θ′ − ts+ 1, . . . , θ′ − 1},
P′(SB(x)) 6∈ {2θ′ − ts+ 1, . . . , 2θ′ − 1},
. . .

P′(SB(x)) 6∈ {(t− 1)θ′ − ts+ 1, . . . , (t− 1)θ′ − 1}. (67)

Using the complement of the above intervals, the intervals that
P′(SB(x)) can be selected from, is derived as follows:

P′(SB(x)) ∈ {0, . . . , θ′ − ts} ∪ {θ′, . . . , 2θ′ − ts} ∪ . . .
∪ {(t− 1)θ′, . . . ,+∞}. (68)

This completes the proof of Lemma 20. �

Lemma 22: If z ≤ θ′−ts and s, t 6= 1, P′(SB(x)) is defined

7The reason is that i′ − w and i′ − u are always negative. If l̂, l̃ are also
negative or equal to zero, i′ − w + θ′ l̂ and i′ − u+ θ′ l̃ are negative.

8Note that from the definition of p = min{b z−1
θ′−ts c, t− 1}, p is less than

or equal to t− 1.
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as the following:

P′(SB(x)) =
( t−2⋃
l′=0

{θ′l′, . . . , (l′ + 1)θ′ − z − t}
)

(69)

∪ {(t− 1)θ′, . . . ,+∞}. (70)

Proof: To determine P′(SB(x)), we need to find a subset
of P(SB(x)) that satisfies C2. By replacing P(SA(x)) from
Lemma 16 in C2, we have:

C2: i+ t(s− 1) + θ′l 6∈ ts+ r + P′(SB(x)). (71)

Equivalently:

P(SB(x)) 6∈ i− r − t+ θ′l, (72)

where i, l ∈ {0, . . . , t − 1} and r ∈ {0, . . . , z − 1}. By
expanding the above equation we have:

P′(SB(x)) 6∈ {−z − t+ 1, . . . ,−1},
P′(SB(x)) 6∈ {θ′ − z − t+ 1, . . . , θ′ − 1},
P′(SB(x)) 6∈ {2θ′ − z − t+ 1, . . . , 2θ′ − 1},
. . .

P′(SB(x)) 6∈ {(t− 1)θ′ − z − t+ 1, . . . , (t− 1)θ′ − 1}.
(73)

Using the complement of the above intervals, the intervals that
P′(SB(x)) can be selected from, is derived as follows:

P′(SB(x)) = {0, . . . , θ′ − z − t} ∪ {θ′, . . . , 2θ′ − z − t}∪
. . . ∪ {(t− 1)θ′, . . . ,+∞}. (74)

This completes the proof. �

(iii) Find the subset of P(SB(x)) that satisfies C3 in
(9); we call this subset as P′′(SB(x)).

In this step, we consider the three cases of s = 1, t = 1 and
s, t ≥ 2, and derive P′′(SB(x)) as summarized in Lemmas 23,
24 and 25.

Lemma 23: If s = 1, P′′(SB(x)) is defined as the following:

P′′(SB(x)) = {t2, . . . ,+∞}. (75)

Proof: By replacing P(CA(x)) from (7) in C3, we have

C3: i+ tl 6∈ {0, . . . , t− 1}+ P′′(SB(x)), (76)

which can be equivalently written as:

{0, . . . , t2 − 1} 6∈ {0, . . . , t− 1}+ P′′(SB(x))

⇒ {−t+ 1, . . . , t2 − 1} 6∈ P′′(SB(x)) (77)

From the above equation, the elements of P′′(SB(x)) can be
selected from any positive integer greater than t2 − 1. This
completes the proof. �

Lemma 24: If t = 1, P′′(SB(x)) is defined as the following:

P′′(SB(x)) = {s, . . . ,+∞}. (78)

Proof: By replacing P(CA(x)) from (7) in C3, we have

C3: s− 1 6∈ {0, . . . , s− 1}+ P′′(SB(x)), (79)

which can be equivalently written as:

{0, . . . , s− 1} 6∈ P′′(SB(x)). (80)

From the above equation, the elements of P′′(SB(x)) can be
selected from any positive integer greater than sThis completes
the proof. �

Lemma 25: For any s, t ≥ 2 and z ∈ N, P′′(SB(x)) is
defined as the following:

P′′(SB(x)) =
( t−2⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − t}
)

∪ {ts+ (t− 1)θ′, . . . ,+∞}. (81)

.
Proof: By replacing P(CA(x)) from (7) in C3, we have

i+ t(s− 1) + θ′l 6∈ {0, . . . , ts− 1}+ P′′(SB(x)). (82)

Equivalently,

P′′(SB(x)) 6∈ {−t+ 1, . . . , ts− 1}+ θ′l. (83)

By expanding the above equation for different values of l, we
have:

P′′(SB(x)) 6∈ {−t+ 1, . . . , ts− 1},
P′′(SB(x)) 6∈ {−t+ 1 + θ′, . . . , ts− 1 + θ′},
P′′(SB(x)) 6∈ {−t+ 1 + 2θ′, . . . , ts− 1 + 2θ′},
. . .

P′′(SB(x)) 6∈ {−t+ 1 + (t− 1)θ′, . . . , ts− 1 + (t− 1)θ′}.

We define P′′(SB(x)) as the complement of the above inter-
vals:

P′′(SB(x)) =
( t−2⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − t}
)

∪ {ts+ (t− 1)θ′, . . . ,+∞}. (84)

�
(iv) Find the intersection of P′(SB(x)) and P′′(SB(x)) to

form P(SB(x)).
In this step, we consider four regions for the range of

variable z, (a) z > θ′ − ts, s, t 6= 1, (b) θ′ − ts − t < z ≤
θ′ − ts, s, t 6= 1, (c) θ′−ts−t+1

2 < z ≤ θ′ − ts − t, s, t 6= 1,
and (d) z ≤ θ′−ts−t+1

2 , s, t 6= 1, as well as the special cases
of (e) s = 1 and (f) t = 1, and calculate P(SB(x) for each
case, as summarized in Lemmas 26, 27, 28, 29, 30, and 31,
respectively.

Lemma 26: If z > θ′ − ts and s, t 6= 1, the subsets of
all powers of polynomials SB(x) with non-zero coefficients is
defined as the following

P(SB(x)) = {ts+ (t− 1)θ′ + r, r ∈ Ωz−10 , θ′ = t(2s− 1)}.
(85)

Proof: For this region, we use P′(SB(x)) defined in Lemma
20 and P′′(SB(x)) defined in (81):

P′(SB(x)) = M′1 ∪M′2,

P′′(SB(x)) = M′′1 ∪M′′2 , (86)
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Fig. 5. An illustration showing that M′1 ∩M′′1 = ∅ holds in Lemma 26.

where,

M′1 =

t−2⋃
l′=0

{θ′l′, . . . , (l′ + 1)θ′ − ts},

M′′1 =

t−2⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − t},

M′2 = {(t− 1)θ′, . . . ,+∞},
M′′2 = {ts+ (t− 1)θ′, . . . ,+∞}. (87)

The intersection of P′(SB(x)) and P′′(SB(x)) is calculated
as:

P′(SB(x)) ∩P′′(SB(x)) =
(
M′1 ∪M′2

)
∩
(
M′′1 ∪M′′2

)
=
(
M′1 ∩M′′1

)
∪
(
M′2 ∩M′′1

)
∪
(
M′1 ∩M′′2

)
∪
(
M′2 ∩M′′2

)
.

(88)

In the following, we calculate
(
M′1∩M′′1

)
,
(
M′2∩M′′1

)
,
(
M′1∩

M′′2
)
, and

(
M′2 ∩M′′2

)
, separately.

• Calculating
(
M′1 ∩M′′1

)
To calculate

(
M′1∩M′′1

)
, we consider each subset of M′1,

i.e., {θ′l′, . . . , (l′ + 1)θ′ − ts} and show that this subset
does not have any overlap with any of the subsets of M′′1 ,
i.e., {ts+ θ′l′′, . . . , (l′′ + 1)θ′ − t}, 0 ≤ l′′ < t− 2; This
results in

(
M′1 ∩M′′1

)
= ∅. For this purpose, (i) first we

consider the subsets of M′′1 , for which l′′ < l′ and show
that {θ′l′, . . . , (l′ + 1)θ′ − ts} falls to the right side of
all intervals {ts + θ′l′′, . . . , (l′′ + 1)θ′ − t}, 0 ≤ l′′ < l′,
and (ii) second we consider the subsets of M′′1 , for which
l′′ ≥ l′ and show that {θ′l′, . . . , (l′+1)θ′−ts} falls to the
left side of all intervals {ts+θ′l′′, . . . , (l′′+1)θ′−t}, l′ ≤
l′′ ≤ t− 2.
(i) l′′ < l′: In this case, the largest element of all subsets
of M′′1 , i.e., θ′(l′′+1)−t is less than the smallest element
of {θ′l′, . . . , (l′ + 1)θ′ − ts}, as shown in Fig. 5. The

reason is that:

l′′ < l′ ⇒l′′ + 1 ≤ l′,
⇒θ′(l′′ + 1) ≤ θ′l′,
⇒θ′(l′′ + 1)− t < θ′l′. (89)

(ii) l′′ ≥ l′. In this case, the smallest element of all subsets
of M′′1 , i.e., θ′l′′ + ts, is greater than the largest element
of {θ′l′, . . . , (l′ + 1)θ′ − ts}, as shown in Fig. 5. The
reason is that:

l′ ≤ l′′ ⇒θ′l′ ≤ θ′l′′,
⇒θ′l′ − t < θ′l′′,

⇒θ′l′ − t+ ts < θ′l′′ + ts,

⇒θ′l′ − t+ 2ts− ts < θ′l′′ + ts,

⇒θ′l′ + θ′ − ts < θ′l′′ + ts,

⇒θ′(l′ + 1)− ts < θ′l′′ + ts. (90)

From (i) and (ii) discussed in the above, we conclude
that:

M′1 ∩M′′1 = ∅ (91)

• Calculating
(
M′2 ∩M′′1

)
The largest element of M′′1 , (t− 1)θ′ − t, is always less
than (t−1)θ′, which is the smallest element of M′2. This
results in:

M′2 ∩M′′1 = ∅ (92)

• Calculating
(
M′1 ∩M′′2

)
The largest element of M′1, i.e., (t− 1)θ′ − ts is always
less than (t− 1)θ′+ ts, which is the smallest element of
M′′2 . This results in:

M′1 ∩M′′2 = ∅ (93)

• Calculating
(
M′2 ∩M′′2

)
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M′2 ∩M′′2 ={(t− 1)θ′, . . . ,+∞}∩
{ts+ (t− 1)θ′, . . . ,+∞}

={ts+ (t− 1)θ′, . . . ,+∞}. (94)

From (88), (91), (92), (93), and (94), we have:

P′(SB(x)) ∩P′′(SB(x)) ={ts+ (t− 1)θ′, . . . ,+∞}, (95)

from which the elements of P(SB(x)) can be selected. As
there are z colluding workers, the size of P(SB(x)) should
be z, i.e., |P(SB(x))| = z. On the other hand, since our goal
is to reduce the degree of FB(x) as much as possible, we
select the z smallest elements of the set shown in (95) to
form P(SB(x)):

P(SB(x)) ={ts+ (t− 1)θ′, . . . , ts+ (t− 1)θ′ + z − 1}
(96)

This completes the proof of Lemma 26. �

Lemma 27: If θ′ − ts − t < z ≤ θ′ − ts and s, t 6= 1,
the subsets of all powers of polynomials SB(x) with non-zero
coefficients is defined as the following:

P(SB(x)) = {ts+ (t− 1)θ′ + r, 0 ≤ r ≤ z − 1,

θ′ = t(2s− 1)}. (97)

Proof: For this region, we use P′(SB(x)) defined in Lemma
22 and P′′(SB(x)) defined in (81):

P′(SB(x)) = M′1 ∪M′2,

P′′(SB(x)) = M′′1 ∪M′′2 , (98)

where,

M′1 =

t−2⋃
l′=0

{θ′l′, . . . , (l′ + 1)θ′ − z − t},

M′′1 =

t−2⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − t},

M′2 = {(t− 1)θ′, . . . ,+∞},
M′′2 = {ts+ (t− 1)θ′, . . . ,+∞}. (99)

Similar to the proof of Lemma 26, we find P′(SB(x)) ∩
P′′(SB(x)) by calculating

(
M′1∩M′′1

)
∪
(
M′2∩M′′1

)
∪
(
M′1∩

M′′2
)
∪
(
M′2∩M′′2

)
with the only difference that the definition

of M′1 in (87) is different from the definition of M′1 in (99).
• Calculating

(
M′1 ∩M′′1

)
We show that each subset of M′1, i.e., {θ′l′, . . . , (l′ +
1)θ′ − z − t} does not have any overlap with any of the
subsets of M′′1 , i.e., {ts + θ′l′′, . . . , (l′′ + 1)θ′ − t}, 0 ≤
l′′ < t−2. Similar to the proof of Lemma 26, we consider
two cases of l′′ < l′ and l′′ ≥ l′.
(i) l′′ < l′: As shown in (89), all subsets of M′′1 falls to
the left of the subset of M′1.
(ii) l′′ ≥ l′: In this case, the smallest element of all
subsets of M′′1 , i.e., θ′l′′ + ts, is greater than the largest

element of {θ′l′, . . . , (l′ + 1)θ′ − z − t}. The reason is
that:

l′ ≤ l′′ ⇒θ′l′ ≤ θ′l′′,
⇒θ′l′ + ts < θ′l′′ + ts. (100)

On the other hand we have:

θ′ − ts− t < z

⇒ θ′l′ − z < θ′l′ − θ′ + ts+ t

⇒ (l′ + 1)θ′ − z − t < θ′l′ + ts. (101)

Therefore, from (100) and (101) we have:

(l′ + 1)θ′ − z − t < θ′l′′ + ts. (102)

From (i) and (ii) discussed in the above, we conclude
that:

M′1 ∩M′′1 = ∅ (103)

• Calculating
(
M′2 ∩M′′1

)
The largest element of M′′1 , (t− 1)θ′ − t, is always less
than (t−1)θ′, which is the smallest element of M′2. This
results in:

M′2 ∩M′′1 = ∅ (104)

• Calculating
(
M′1 ∩M′′2

)
The largest element of M′1, i.e., (t−1)θ′−z−t is always
less than (t− 1)θ′+ ts, which is the smallest element of
M′′2 . This results in:

M′1 ∩M′′2 = ∅ (105)

• Calculating
(
M′2 ∩M′′2

)
M′2 ∩M′′2 ={(t− 1)θ′, . . . ,+∞}∩

{ts+ (t− 1)θ′, . . . ,+∞}
={ts+ (t− 1)θ′, . . . ,+∞}. (106)

From (88), (103), (104), (105), and (106), we have:

P′(SB(x)) ∩P′′(SB(x)) ={ts+ (t− 1)θ′, . . . ,+∞}.
(107)

P(SB(x)) is formed by selecting the z smallest elements of
the set shown in (107):

P(SB(x)) = {ts+ (t− 1)θ′, . . . , ts+ (t− 1)θ′ + z − 1}
(108)

This completes the proof. �

Lemma 28: If θ′−ts−t+1
2 < z ≤ θ′ − ts − t and s, t 6= 1,

the subsets of all powers of polynomials SB(x) with non-zero
coefficients is defined as the following:

P(SB(x)) =P′(SB(x)) ∩P′′(SB(x))

=
( p′−1⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t}
)

∪ {ts+ p′θ′, . . . ,

ts+ p′θ′ + z − 1− p′(θ′ − t− ts− z + 1)}
(109)
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Fig. 6. Illustration of the overlap between M′1 and M′′1 in Lemma 28.

={ts+ θ′l′ + d, d ∈ Ωθ
′−t−ts−z

0 , l′ ∈ Ωp
′−1

0 }

∪ {ts+ θ′p′ + v, v ∈ Ω
z−1−p′(θ′−ts−t−z+1)
0 }. (110)

Proof: In this scenario, P′(SB(x)) and P′′(SB(x)) are equal
to the previous case, as shown in (98) and (99). The difference
between this case and the previous case is that

(
M′1 ∩M′′1

)
is no longer an empty set. The reason is that as we can see
in Fig. 6, each lth subset of M′1, i.e., {θ′l′, . . . , (l′ + 1)θ′ −
z− t}, l′ = l− 1 has overlap with each lth subset of M′′1 , i.e.,
{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − t}, l′′ = l − 1:

z ≤ θ′ − ts− t
⇒ −z ≥ −θ′ + ts+ t

⇒ θ′l − t− z ≥ θ′(l − 1) + ts

⇒ θ′l − t− z > θ′(l − 1) + ts

⇒ θ′(l − 1) < ts+ θ′(l − 1) < lθ′ − z − t < lθ′ − t.
(111)

Therefore, we have:

M′1 ∩M′′1 =

t−2⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t} (112)

(M′2∩M′′1), (M′1∩M′′2), and (M′2∩M′′2) can be calculated
the same way as they are calculated in the previous case.
Therefore, from (88), (112), (104), (105), and (106), we have:

P′(SB(x)) ∩P′′(SB(x))

=

t−2⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t}

∪ {ts+ (t− 1)θ′, . . . ,∞}. (113)

P(SB(x)) is formed by selecting the z smallest elements of
the set shown in (113). This set consists of t − 1 finite sets
and one infinite set, where each finite set contains (θ′ − ts−
t − z + 1) = (ts − 2t − z + 1)9 elements. For the case of
θ′−ts−t+1

2 < z ≤ θ′ − ts− t, or equivalently t(s−2)+1
2 < z ≤

t(s − 2), z is greater than ts − 2t − z + 1 and thus more
than one finite set of (113) is required to form P(SB(x)).
Therefore we select p′ + 1 ≥ 2 sets, where p′ is defined as
p′ = min{b z−1

ts−2t−z+1c, t − 1}. With this definition, the first
p selected intervals are selected in full, in other words, we

9θ′ is defined as θ′ = t(2s− 1).

select p′(ts−2t−z+1) elements to form the first p′ intervals
of P(SB(x)). The remaining z − p′(ts − 2t − z + 1) = z −
p′(θ′− t− ts−z+1) elements are selected from the (p′+1)st

interval of (113). This results in:

P(SB(x)) ={ts, . . . , θ′ − t− z}
∪ {ts+ θ′, . . . , 2θ′ − t− z} ∪ . . .
∪ {ts+ p′θ′, . . . ,

ts+ p′θ′ + z − 1− p′(θ′ − t− ts− z + 1)}.

This completes the proof. �
Lemma 29: If z ≤ θ′−ts−t+1

2 and s, t 6= 1, the subsets of
all powers of polynomial SB(x) with non-zero coefficients is
defined as the following:

P(SB(x)) = {ts, . . . , ts+ z − 1}
= {ts+ v, v ∈ Ωz−10 }. (114)

Proof: This case is similar to the previous case, where
θ′−ts−t+1

2 < z ≤ θ′ − ts− t, with the difference that the first
subset of (113) is sufficient to form P(SB(x)). The reason is
that:

z ≤ θ′ − ts− t+ 1

2
⇒ z ≤ θ′ − ts− t− z + 1, ⇒ z ≤ ts− 2t− z + 1,

(115)

and thus the first subset with ts − 2t − z + 1 elements is
sufficient to form z elements of P(SB(x)) as shown in (114).
This completes the proof. �

Lemma 30: If s = 1, the set of all powers of polynomial
SB(x) with non-zero coefficients is defined as the following:

P(SB(x)) = {t2, . . . , t2 + z − 1},
= {t2 + r, r ∈ Ωz−10 }. (116)

Proof: In this scenario, from lemma 18, we have P′(SB(x)) =
{0, . . . ,+∞}, and from Lemma 23 we have P′′(SB(x)) =
{t2, . . . ,+∞}. Therefor, in this scenario the intersection of
P′(SB(x)) and P′′(SB(x)) is equal to {t2, . . . ,+∞}, and
P(SB(x)) is formed by selecting the z smallest elements of
{t2, . . . ,+∞}, as shown in (116). This completes the proof.
�

Lemma 31: If t = 1, the set of all powers of polynomial
SB(x) with non-zero coefficients is defined as the following:

P(SB(x)) = {s, . . . , s+ z − 1},
= {s+ r, r ∈ Ωz−10 }. (117)

Proof: In this scenario, from lemma 19, we have P′(SB(x)) =
{0, . . . ,+∞}, and from Lemma 24 we have P′′(SB(x)) =
{s, . . . ,+∞}. Therefor, in this scenario the intersection of
P′(SB(x)) and P′′(SB(x)) is equal to {s, . . . ,+∞}, and
P(SB(x)) is formed by selecting the z smallest elements of
{s, . . . ,+∞}, as shown in (117). This completes the proof. �
SA(x) in (10) can be directly derived from Lemmas 15, 16,

and 17. Note that (i) when z ≤ θ′ − ts, we have p = 0 by
definition and thus ts + θ′p + u in (12) is equal to ts + u
in (49), (ii) when s = 1, we have p = t − 1 and θ′ = t by
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definition and thus ts+ θ′p+ u in (12) is equal to t2 + u in
(50), and (iii) when t = 1, we have p = 0 by definition and
thus ts + θ′p + u in (12) is equal to s + u in (51). Next we
explain how to derive (13).
SB(x) in (13) can be directly derived from Lemmas 26, 27,

28, 29, 30, and 31. Note that (i) when z > θ′ − ts, s, t 6= 1
or θ′ − ts − t < z ≤ θ′ − ts, s, t 6= 1, P(SB(x)) in (85)
and (97) is equal to the powers of SB(x) in (14), (ii) when
τ+1
2 = θ′−ts−t+1

2 < z ≤ θ′ − ts− t = τ, s, t 6= 1, P(SB(x))
in (110) is equal to the powers of SB(x) in (15), (iii) when
z ≤ θ′−ts−t+1

2 , s, t 6= 1, P(SB(x)) in (114) is equal to the
powers of SB(x) in (16), (iv) when s = 1, we have θ′ = t
by definition, and thus ts + θ′(t − 1) + r in (14) is equal to
t2 + r in (116), and (v) when t = 1, ts+ θ′(t− 1) + r in (14)
is equal to s+ r in (117).

This completes the derivation of (10) and (13). �

APPENDIX B: PROOF OF THEOREM 2

To prove this theorem, we first consider the two cases of
t = 1 and s = 1 separately and in the rest of this appendix,
we consider s, t 6= 1.

Lemma 32: For t = 1, NPolyDot-CMPC = 2s + 2z − 1 =
(p+ 2)ts+ θ′(t− 1) + 2z − 1 = ψ1.

Proof: For t = 1, p = 0 by definition. From (12) and (14)
and by replacing p with 0, FA(x) and FB(x) are calculated
as the following:

FA(x) =

s−1∑
j=0

Ajx
j +

z−1∑
u=0

Āux
s+u, (118)

FB(x) =

s−1∑
k=0

Bkx
s−1−k +

z−1∑
r=0

B̄rx
s+r, (119)

which are equal to the secret shares of Entangled-CMPC [15],
for t = 1. Thus, in this case PolyDot-CMPC and Entangled-
CMPC are equivalent and as a result we have NPolyDot-CMPC =
NEntangled-CMPC = 2s+ 2z− 1 [15], where by replacing p = 0,
we have 2s+ 2z − 1 = (p+ 2)ts+ θ′(t− 1) + 2z − 1 = ψ1.
This completes the proof. �

Lemma 33: For s = 1,

NPolyDot-CMPC =

{
2t2 + 2z − 1 = ψ1 z > t

t2 + 2t+ tz − 1 = ψ6 z ≤ t
(120)

Proof: For s = 1, θ′ = t and p = t − 1 by definition. From
(12) and (14) and by replacing θ′ and p with t and t − 1,
respectively, FA(x) and FB(x) are calculated as the following:

FA(x) =

t−1∑
i=0

Aix
i +

z−1∑
u=0

Āux
t2+u, (121)

FB(x) =

t−1∑
l=0

Blx
tl +

z−1∑
r=0

B̄rx
t2+r, (122)

which are equal to the secret shares of Entangled-CMPC [15],
for s = 1. Thus, in this case PolyDot-CMPC and Entangled-

CMPC are equivalent and as a result, we have:

NPolyDot-CMPC =

NEntangled-CMPC =

{
2t2 + 2z − 1 z > t

t2 + 2t+ tz − 1 z ≤ t,
(123)

where by replacing p = t− 1 and θ′ = t, we have ψ1 = (p+
2)ts+θ′(t−1)+2z−1 = 2t2+2z−1 and ψ6 = t2+2t+tz−1.
This completes the proof. �

Now, we consider s, t 6= 1. The required number of workers
is equal to the number of terms in H(x) = FA(x)FB(x)
with non-zero coefficients. The set of all powers in polynomial
H(x) with non-zero coefficients, shown by P(H(x)), is equal
to:

P(H(x)) = D1 ∪D2 ∪D3 ∪D4, (124)

where

D1 = P(CA(x)) + P(CB(x)) (125)

D2 = P(CA(x)) + P(SB(x)) (126)

D3 = P(SA(x)) + P(CB(x)) (127)

D4 = P(SA(x)) + P(SB(x)) (128)

Using (7) and (8), D1 is calculated as:

D1 =P(CA(x)) + P(CB(x))

={i′ + tj : 0 ≤ i′ ≤ t− 1, 0 ≤ j ≤ s− 1, }
+ {tq′ + θ′l′ : 0 ≤ l′ ≤ t− 1, 0 ≤ q′ ≤ s− 1}

={i′ + t(j + q′) + θ′l′ : 0 ≤ i′, l′ ≤ t− 1,

0 ≤ j, q′ ≤ s− 1, }
={i′ + tj′ + θ′l′ : 0 ≤ i′, l′ ≤ t− 1, 0 ≤ j′ ≤ 2s− 2}
={0, . . . , t(2s− 1)− 1}+ {θ′l′ : 0 ≤ l′ ≤ t− 1}
={0, . . . , θ′ − 1}+ {θ′l′ : 0 ≤ l′ ≤ t− 1}
={0, . . . , tθ′ − 1}. (129)

In the following, we consider different regions for the value of
z and calculate |P(H(x))| through calculation of D2, D3, and
D4 for each region. In addition, we use the following lemma,
which in some cases helps us to calculate P(H(x)) without
requiring to calculate all of the terms D2, D3, and D4.

Lemma 34:

|P(H(x))| ≤deg(SA(x)) + max{deg(SB(x)),deg(CB(x))}
+ 1. (130)

Proof: |P(H(x))| which is equal to the number of terms in
H(x) with non-zero coefficients is less than or equal to the
number of all terms, which is equal to deg(H(x)) + 1:

|P(H(x))| ≤deg(H(x)) + 1

= deg((CA(x) + SA(x))(CB(x) + SB(x))) + 1

= max{deg(CA(x)),deg(SA(x))}
+ max{deg(SB(x),deg(CB(x))}+ 1. (131)

From (7), deg(CA(x)) = ts − 1. On the other hand,
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from (48) and (49), deg(SA(x)) ≥ ts. Therefore,
max{deg(CA(x)),deg(SA(x))} = deg(SA(x)), which re-
sults in (130). This completes the proof. �

Lemma 35: For z > ts or t = 1:

|P(H(x))| = ψ1 = (p+ 2)ts+ θ′(t− 1) + 2z − 1 (132)

Proof: To prove this lemma, we first calculate D2 from (7)
and (85):

D2 =P(CA(x)) + P(SB(x))

={0, . . . , ts− 1}+ {ts+ (t− 1)θ′, . . . , ts+ (t− 1)θ′+

z − 1}
={ts+ (t− 1)θ′, . . . , ts− 1 + ts+ (t− 1)θ′ + z − 1}
={tθ′ − t(s− 1), . . . , tθ′ + t+ z − 2}. (133)

From (129) and (133), we can calculate D1 ∪D2 as:

D12 =D1 ∪D2

={0, . . . , tθ′ − 1}
∪ {tθ′ − t(s− 1), . . . , tθ′ + t+ z − 2}

={0, . . . , tθ′ + t+ z − 2}, (134)

where the last equality comes from the fact that t(s− 1) ≥ 0
and thus (tθ′−1) + 1 ≥ tθ′− t(s−1). Next, we calculate D4

and its union with D12.

From (48) and (85), we have:

D4 =P(SA(x)) + P(SB(x))

={ts+ θ′l + w, l ∈ Ωp−10 , w ∈ Ω
t(s−1)−1
0 }

∪ {ts+ θ′p+ u, u ∈ Ω
z−1−pt(s−1)
0 }

+ {ts+ (t− 1)θ′ + r, 0 ≤ r ≤ z − 1}

=

p−1⋃
l=0

{2ts+ (t− 1 + l)θ′, . . . , 2ts+ (t− 1 + l)θ′+

t(s− 1)− 1 + z − 1}
∪ {2ts+ (t− 1 + p)θ′, . . . , 2ts+ θ′p+ (t− 1)θ′ + z

− 1− pt(s− 1) + z − 1}

=

p−1⋃
l=0

{2ts+ (t− 1 + l)θ′, . . . , (t+ l)θ′ + ts+ z − 2}

∪ {2ts+ (t− 1 + p)θ′, . . . , (p+ 2)ts+ θ′(t− 1)+

2z − 2} (135)
={2ts+ (t− 1)θ′, . . . , (p+ 2)ts+ θ′(t− 1) + 2z − 2},

(136)

where the last equality comes from the fact that there is no gap
between each two consecutive subsets of (135). The reason is
that:

ts < z ⇒ts ≤ z − 1

⇒2ts ≤ ts+ z − 1

⇒2ts+ (t+ l)θ′ ≤ ((t+ l)θ′ + ts+ z − 2) + 1.
(137)

Now, we calculate D12∪D4. From (134) and (136), we have:

D1∪D2 ∪D4 = D12 ∪D4 = {0, . . . , tθ′ + t+ z − 2}∪
{2ts+ (t− 1)θ′, . . . , (p+ 2)ts+ θ′(t− 1) + 2z − 2}
= {0, . . . , (p+ 2)ts+ θ′(t− 1) + 2z − 2}, (138)

where the last equality comes from the fact that D12 has
overlap with D4 and the upper bound of D4 is larger than
the upper bound of D12. The reason is that:

0 ≤ z − 2⇒2ts− 2ts+ t ≤ t+ z − 2

⇒2ts− θ′ ≤ t+ z − 2

⇒2ts+ (t− 1)θ′ ≤ tθ′ + t+ z − 2, (139)

and

0 < pts+z ⇒ t < pts+ t+ z

⇒t < (p+ 2)ts− t(2s− 1) + z

⇒tθ′ + t+ z − 2 < (p+ 2)ts+ θ′(t− 1) + 2z − 2.
(140)

On the other hand, from (130), (47), (85), and (8), |P(H(x))|
is upper bounded by:

|P(H(x))| ≤ deg(SA(x)) + max{deg(SB(x),deg(CB(x))}
+ 1

= ts+ pθ′ + z − 1− p(θ′ − ts)+
max{ts+ (t− 1)θ′ + z − 1, t(s− 1) + θ′(t− 1)}
+ 1

= ts+ pθ′ + z − 1− p(θ′ − ts)+
ts+ (t− 1)θ′ + z − 1 + 1,

= (p+ 2)ts+ θ′(t− 1) + 2z − 1. (141)

From (124) and (138), |P(H(x))| is lower bounded by:

|P(H(x))| ≥ |D1 ∪D2 ∪D4|
= (p+ 2)ts+ θ′(t− 1) + 2z − 1. (142)

From (141) and (142), |P(H(x))| = (p + 2)ts + θ′(t − 1) +
2z − 1. This completes the proof. �

Lemma 36: For θ′ − ts < z ≤ ts and s, t 6= 1:

|P(H(x))| = ψ2 = 2ts+ θ′(t− 1) + 3z − 1 (143)

Proof: For θ′ − ts < z ≤ ts, D1 and D2 are calculated as
(129) and (133) and thus from (134), D12 is equal to:

D12 = D1 ∪D2 = {0, . . . , tθ′ + t+ z − 2}, (144)

Next, we calculate D4 and D3. We note that p is equal to 1.
The reason is that for this region of z, we have:

θ′ − ts < z ≤ ts⇒θ′ − ts ≤ z − 1 < ts

⇒θ′ − ts ≤ z − 1 < ts+ t(s− 2)

⇒θ′ − ts ≤ z − 1 < 2ts− 2t

⇒θ′ − ts ≤ z − 1 < 2θ′ − ts

⇒p = min{b z − 1

θ′ − ts
c, t− 1} = 1. (145)
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Fig. 7. Illustration of D12 ∪D3 ∪D4 for θ′ − ts < z ≤ ts.

By replacing p with 1 in (47) and using (85), D4 is equal to:

D4 =P(SA(x)) + P(SB(x))

={ts, . . . , θ′ − 1} ∪ {ts+ θ′, . . . , 2ts+ z − 1}
+ {ts+ (t− 1)θ′, . . . , ts+ (t− 1)θ′ + z − 1}

={2ts+ (t− 1)θ′, . . . , tθ′ + ts+ z − 2}
∪ {2ts+ tθ′, . . . , 3ts+ θ′(t− 1) + 2z − 2}. (146)

Using (47) with p = 1 and (8), D3 is equal to:

D3 =P(SA(x)) + P(CB(x))

={ts, . . . , θ′ − 1} ∪ {ts+ θ′, . . . , 2ts+ z − 1}
+ {tq′ + θ′l′, 0 ≤ l′ ≤ t− 1, 0 ≤ q′ ≤ s− 1}

=D′3 ∪D′′3 , (147)

where D′3 and D′′3 are defined as follows.

D′3 ={ts, . . . , θ′ − 1}
+ {tq′ + θ′l′, 0 ≤ l′ ≤ t− 1, 0 ≤ q′ ≤ s− 1}

=

t−1⋃
l′=0

s−1⋃
q′=0

{ts+ tq′ + θ′l′, . . . , θ′ − 1 + tq′ + θ′l′}

=

t−1⋃
l′=0

{ts+ θ′l′, . . . , θ′ − 1 + t(s− 1) + θ′l′}, (148)

where the last equality comes from the fact that there is no

gap between each two consecutive subsets of
s−1⋃
q′=0

{ts+ tq′ +

θ′l′, . . . , θ′ − 1 + tq′ + θ′l′}. The reason is that:

s ≥ 2⇒st ≥ 2t

⇒t(2s− 1) ≥ ts+ t

⇒θ′ ≥ ts+ t

⇒(θ′ − 1 + tq′ + θ′l′) + 1 ≥ ts+ t(q′ + 1) + θ′l′.
(149)

D′′3 is defined and calculated as:

D′′3 ={ts+ θ′, . . . , 2ts+ z − 1}
+ {tq′ + θ′l′, 0 ≤ l′ ≤ t− 1, 0 ≤ q′ ≤ s− 1}

=

t−1⋃
l′=0

s−1⋃
q′=0

{ts+ θ′ + tq′ + θ′l′, . . . ,

2ts+ z − 1 + tq′ + θ′l′}. (150)

To calculate D1∪D2∪D3∪D4, we first calculate D12∪D′3
using (144) and (148):

D12 ∪D′3 ={0, . . . , tθ′ + t+ z − 2}

∪
t−1⋃
l′=0

{ts+ θ′l′, . . . , θ′ − 1 + t(s− 1) + θ′l′}

=D12, (151)

where the last equality comes from the fact that the largest
element of D′3, i.e., θ′−1+ t(s−1)+θ′(t−1) is smaller than
the largest element of D12, i.e., tθ′ + t+ z − 2, as illustrated
in Fig. 7 and shown below:

z > θ′ − ts⇒ z > ts− t
⇒z > ts− t− (t− 1)

⇒t+ z − 2 > ts− t− 1

⇒tθ′ + t+ z − 2 > θ′ − 1 + t(s− 1) + θ′(t− 1).
(152)

Next, we calculate D12 ∪D4 as demonstrated in Fig. 7:

D12 ∪D4

={0, . . . , tθ′ + t+ z − 2}
∪ {2ts+ (t− 1)θ′, . . . , tθ′ + ts+ z − 2}
∪ {2ts+ tθ′, . . . , 3ts+ θ′(t− 1) + 2z − 2}

={0, . . . , 3ts+ θ′(t− 1) + 2z − 2}
− {tθ′ + ts+ z − 1, . . . , 2ts+ tθ′ − 1}. (153)
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z ≤ ts results in the non-empty set of {tθ′ + ts + z −
1, . . . , 2ts+ tθ′−1} in the above equation. Now we calculate
D12 ∪D4 ∪D′′3 using (153) and (150):

D12 ∪D4 ∪D′′3

=({0, . . . , 3ts+ θ′(t− 1) + 2z − 2}
− {tθ′ + ts+ z − 1, . . . , 2ts+ tθ′ − 1})
∪D′′3

={0, . . . , 3ts+ θ′(t− 1) + 2z − 2}
− {tθ′ + ts+ z, . . . , 2ts+ tθ′ − 1}, (154)

where the last equality comes from the fact that D′′3 ⊂
{0, . . . , 3ts+ θ′(t− 1) + 2z− 2}10 and D′′3 ∩ ({tθ′+ ts+ z−
1, . . . , 2ts+ tθ′−1}) = {tθ′+ ts+z−1}. From (144), (147),
(151), and (154), we have:

D1 ∪D2 ∪D3 ∪D4 ={0, . . . , 3ts+ θ′(t− 1) + 2z − 2}
− {tθ′ + ts+ z, . . . , 2ts+ tθ′ − 1},

(155)

and thus from (124):

|P(H(x))| =(3ts+ θ′(t− 1) + 2z − 2) + 1

− (2ts+ tθ′ − 1− (tθ′ + ts+ z) + 1)

=2ts+ θ′(t− 1) + 3z − 1. (156)

This completes the proof. �
Lemma 37: For θ′ − ts− t < z ≤ θ′ − ts and s, t 6= 1:

|P(H(x))| = ψ3 = 2ts+ θ′(t− 1) + 2z − 1 (157)

Proof: For θ′−ts−t < z ≤ θ′−ts, P(SB(x)) is derived from
(97), which is equal to P(SB(x)) used in (133). Therefore,
D2 is equal to:

D2 = {tθ′ − t(s− 1), . . . , tθ′ + t+ z − 2}, (158)

and thus using (134), we have:

D1 ∪D2 = {0, . . . , tθ′ + t+ z − 2}. (159)

From (49) and (97), D4 is calculated as:

D4 =P(SA(x)) + P(SB(x))

={2ts+ θ′(t− 1), . . . , 2ts+ θ′(t− 1) + 2z − 2}.
(160)

Now, from the above two equations, we calculate D1 ∪D2 ∪
D4:

D1 ∪D2 ∪D4 = {0, . . . , 2ts+ θ′(t− 1) + 2z − 2}, (161)

where the equality comes from the fact that:

z ≥ 1⇒t+ z − 2 + 1 ≥ t
⇒(tθ′ + t+ z − 2) + 1 ≥ 2ts+ θ′(t− 1), (162)

and

t < t+ z ⇒ tθ′ + t+ z − 2 < 2ts+ θ′(t− 1) + 2z − 2.
(163)

10The reason is that the largest element of D′′3 , i.e., tθ′ + ts + z − 1 is
smaller than the largest element of {0, . . . , 3ts+ θ′(t− 1) + 2z − 2}.

Therefore, |P(H(x))| ≥ |D1∪D2∪D4| = (2ts+ θ′(t−1) +
2z − 2) + 1. On the other hand, from (130), (49), and (97),
we have:

|P(H(x))| ≤deg(SA(x)) + max{deg(SB(x),deg(CB(x))}
+ 1

=(ts+ z − 1) + max{ts+ (t− 1)θ′ + z − 1,

t(s− 1) + θ′(t− 1)}+ 1

=2ts+ θ′(t− 1) + 2z − 1. (164)

This results in |P(H(x))| = 2ts+ θ′(t− 1) + 2z − 1, which
completes the proof. �

Lemma 38: For θ′−ts−t+1
2 < z ≤ θ′ − ts− t:

|P(H(x))| = max{θ′t+z, (p′+2)ts+p′(z+ t−1)+2z−1}
(165)

Proof: For θ′−ts−t+1
2 < z ≤ θ′ − ts − t, D2 is calculated

using (7) and (109):

D2 =P(CA(x)) + P(SB(x))

={0, . . . , ts− 1}+( p′−1⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t}
)

∪ {ts+ p′θ′, . . . ,

ts+ p′θ′ + z − 1− p′(θ′ − t− ts− z + 1)}

=
( p′−1⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t+ ts− 1}
)

∪ {ts+ p′θ′, . . . ,

ts+ p′θ′ + z − 1− p′(θ′ − t− ts− z + 1) + ts− 1}

=
( p′−1⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t+ ts− 1}
)

∪ {ts+ p′θ′, . . . , 2ts+ p′(t+ ts+ z − 1) + z − 2}
(166)

From (129) and (166), D1 ∪D2 is equal to:

D12 = D1 ∪D2

={0, . . . , tθ′ − 1}∪( p′−1⋃
l′′=0

{ts+ θ′l′′, . . . , (l′′ + 1)θ′ − z − t+ ts− 1}
)

∪ {ts+ p′θ′, . . . , 2ts+ p′(t+ ts+ z − 1) + z − 2}
={0, . . . ,max{2ts+ p′(ts+ z + t− 1) + z − 2, tθ′ − 1}},

(167)

where the last equality comes from the fact that D1 has overlap
with the last subset of D2, as shown below:

p′ ≤ t− 1

⇒ p′θ′ ≤ (t− 1)θ′

⇒ p′θ′ + ts ≤ tθ′ − ts+ t < tθ′ − 1

⇒ p′θ′ + ts < tθ′ − 1. (168)
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From (127), (49) and (8), D3 is calculated as:

D3 =

t−1⋃
l′=0

s−1⋃
q′=0

{ts+ tq′ + θ′l′, . . . , ts+ z − 1 + tq′ + θ′l′}.

(169)

From (128), (49), and (109), D4 is calculated as:

D4 =
( p′−1⋃
l′′=0

{2ts+ θ′l′′, . . . , ts− 1 + (l′′ + 1)θ′ − t}
)

∪ {2ts+ p′θ′, . . . , 2ts+ p′(t+ ts+ z − 1) + 2z − 2}.
(170)

To calculate D1 ∪ D2 ∪ D3 ∪ D4, we consider two cases
of (i) 2ts + p′(ts + z + t − 1) + z − 2 ≥ tθ′ − 1 and (ii)
2ts+ p′(ts+ z + t− 1) + z − 2 < tθ′ − 1.

(i) 2ts+ p′(ts+ z+ t− 1) + z− 2 ≥ tθ′− 1: For this case,
from (167), D12 is equal to:

D1 ∪D2 = {0, . . . , 2ts+ p′(ts+ z + t− 1) + z − 2}
(171)

From (170) and (171), we have:

D1∪D2 ∪D4 = {0, . . . , 2ts+ p′(ts+ z + t− 1) + z − 2}
∪ {2ts+ p′θ′, . . . , 2ts+ p′(t+ ts+ z − 1) + 2z − 2}

(172)
= {0, . . . , 2ts+ p′(t+ ts+ z − 1) + 2z − 2}, (173)

where (172) and (173) come from the fact that each subset of
SB(x) in (109) is designed to be non-empty:

ts+ p′θ′ ≤ ts+ p′θ′ + z − 1− p′(θ′ − t− ts− z + 1)

⇒ 2ts+ p′θ′ ≤ (2ts+ p′(ts+ z + t− 1) + z − 2) + 1,
(174)

and 2ts+p′(ts+z+ t−1)+z−2 < 2ts+p′(ts+z+ t−1)+
2z−2. On the other hand, from the condition considered in (i),
the largest element of D3, i.e., ts+z−1+t(s−1)+θ′(t−1) =
z− 1 + θ′t is less than or equal to (2ts+ p′(ts+ z+ t− 1) +
z − 2) + z = 2ts + p′(t + ts + z − 1) + 2z − 2, and thus
D3 ⊂ {0, . . . , 2ts+ p′(t+ ts+ z − 1) + 2z − 2}:

D1∪D2 ∪D3 ∪D4 =

{0, . . . , 2ts+ p′(t+ ts+ z − 1) + 2z − 2},
for (2ts+ p′(ts+ z + t− 1) + z − 2) ≥ tθ′ − 1 (175)

(ii) 2ts+ p′(ts+ z+ t− 1) + z− 2 < tθ′− 1: For this case,
from (167), D12 is equal to:

D1 ∪D2 = {0, . . . , tθ′ − 1} (176)

From (169) and (171), we have:

D1 ∪D2 ∪D3 = {0, . . . , tθ′ − 1}
∪ {ts+ t(t− 1) + θ′(t− 1), . . . ,

ts+ z − 1 + t(s− 1) + θ′(t− 1)}
= {0, . . . , tθ′ − 1} ∪ {tθ′, . . . , tθ′ + z − 1}
= {0, . . . , tθ′ + z − 1}, (177)

where the first equality comes from the fact that {0, . . . , tθ′−

1} has overlap with all subsets of D3 in (169) except for the
last subset. On the other hand, from the condition considered in
(ii), the largest element of D4, i.e., 2ts+p′(t+ts+z−1)+2z−
2 is less than tθ′+ z− 1, and thus D4 ⊂ {0, . . . , tθ′+ z− 1}:

D1∪D2 ∪D3 ∪D4 = {0, . . . , tθ′ + z − 1}
for (2ts+ p′(ts+ z + t− 1) + z − 2) < tθ′ − 1 (178)

From (175) and (178), we have:

|P(H(x))| = |D1 ∪D2 ∪D3 ∪D4|
= max{θ′t+ z, (p′ + 2)ts+ p′(z + t− 1) + 2z − 1}

(179)

This completes the proof. �

Lemma 39: For θ′−ts−t+1
2 < z ≤ ts − 2t − s + 2 and

s, t 6= 1:

|P(H(x))| = tθ′ + z (180)

and for max{st− 2t− s+ 2, θ
′−ts−t+1

2 } < z ≤ θ′ − ts− t:

|P(H(x))| = ψ4 = (t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1
(181)

Proof: To prove this lemma, first, we determine the condition
for which p′ = t− 1 and the condition that p′ < t− 1:

p′ = min{b z − 1

θ′ − ts− t− z + 1
c, t− 1}{

= t− 1 z > st− 2t− s+ 2

< t− 1 z ≤ st− 2t− s+ 2,
(182)

The above equation comes from the following:

z ≤ st− 2t− s+ 2

⇒z − 1 < st− 2t− s+ 2

⇒t(z − 1) < t(s− 2)(t− 1)

⇒z − 1 < t(s− 2)(t− 1)− (t− 1)(z − 1)

⇒z − 1 < (ts− 2t− z + 1)(t− 1)

⇒ z − 1

θ′ − ts− t− z + 1
< t− 1

⇒b z − 1

θ′ − ts− t− z + 1
c < t− 1 (183)

Next, we decompose (165) to determine in which region
|P(H(x))| = ψ′4 = tθ′+ z and in which region |P(H(x))| =
ψ′′4 = (t + 1)ts + (t − 1)(z + t − 1) + 2z − 1 when
θ′−ts−t+1

2 < z ≤ θ′ − ts − t. For this purpose, we calculate
ψ′4 − ψ′′4 as follows:

ψ′4 − ψ′′4
= θ′t+ z − (p′ + 2)ts− p′(z + t− 1)− 2z + 1

= 2st2 − t2 + z − (p′ + 2)ts− p′(t− 1)− z(p′ + 2) + 1

= ts(2t− p′ − 2)− t(t+ p′) + p′ + 1− z(p′ + 1)

= (p′ + 1)(ts(
2t− p′ − 1− 1

p′ + 1
)− t(p

′ + 1 + t− 1

p′ + 1
) + 1− z)

= (p′ + 1)(ts(
2t− 2 + 1

p′ + 1
− 1)− t( t− 1

p′ + 1
+ 1) + 1− z)
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= (p′ + 1)(ts(
2t− 1

p′ + 1
)− t( t− 1

p′ + 1
)− (ts+ t) + 1− z)

= (p′ + 1)(2ts(
t− 1/2

p′ + 1
)− t( t− 1

p′ + 1
)− (ts+ t) + 1− z)

= (p′ + 1)((
t− 1

p′ + 1
)(2ts− t) +

ts

p′ + 1
− (ts+ t) + 1− z)

= (p′ + 1)(y − z), (184)

Next, we consider the two cases of (i) max{st − 2t − s +
2, θ

′−ts−t+1
2 } < z ≤ θ′ − ts − t and (ii) θ′−ts−t+1

2 < z ≤
ts− 2t− s+ 2 and calculate ψ′4 −ψ′′4 through comparison of
y and z.

(i) max{st− 2t− s+ 2, θ
′−ts−t+1

2 } < z ≤ θ′− ts− t: For
this case, from (182), p′ = t− 1 and from (184), ψ′4 − ψ′′4 is
calculated as:

ψ′4 − ψ′′4 = t(y − z)
= (t− 1)(2ts− t) + ts− t(ts+ t) + t− tz
= t(−2t− s+ 2 + ts− z)
< 0, (185)

where the last inequality comes from the condition of (i).
Therefore, for max{st−2t−s+2, θ

′−ts−t+1
2 } < z ≤ θ′−ts−

t, we have max{ψ′4, ψ′′4} = ψ′′4 = (t+1)ts+(t−1)(z+t−1)+
2z − 1. Since the condition of (i) is a subset of the condition
considered in Lemma 38, i.e., θ′−ts−t+1

2 < z ≤ θ′ − ts − t,
from (165), we have |P(H(x))| = max{θ′t+ z, (p′ + 2)ts+
p′(z+t−1)+2z−1} = (t+1)ts+(t−1)(z+t−1)+2z−1.
This proves (181).

(ii) θ′−ts−t+1
2 < z ≤ ts − 2t − s + 2: For this case, from

(182), p′ < t− 1 and from (184), ψ′4 − ψ′′4 is calculated as:

ψ′4 − ψ′′4 = (p′ + 1)(y − z)

> (p′ + 1)(
t− 1

t
(2ts− t) +

ts

t
− (ts+ t) + 1− z)

= (p′ + 1)((t− 1)(2s− 1) + s− (ts+ t) + 1− z)
= (p′ + 1)(−s− 2t+ 2 + ts− z)
≥ 0, (186)

where the last inequality comes from the condition of (ii).
Therefore, for θ′−ts−t+1

2 < z ≤ ts − 2t − s + 2, we
have max{ψ′4, ψ′′4} = ψ′4 = tθ′ + z. Since the condition of
(ii) is a subset of the condition considered in Lemma 38,
i.e., θ′−ts−t+1

2 < z ≤ θ′ − ts − t11, from (165), we have
|P(H(x))| = max{θ′t+z, (p′+2)ts+p′(z+t−1)+2z−1} =
θ′t+ z. This proves (180).

This completes the proof. �

Lemma 40: For z ≤ θ′−ts−t+1
2 :

|P(H(x))| = tθ′ + z (187)

Proof: For z ≤ θ′−ts−t+1
2 , P(SA(x)) and P(SB(x)) are

calculated from (49) and (114). Therefore, using (7) and (8),

11This comes from the fact that 0 ≥ 2−s and thus θ′−ts−t = ts−2t ≥
ts− 2t− s+ 2.

D2,D3, and D4 are equal to:

D2 =P(CA(x)) + P(SB(x)) = {ts, . . . , 2ts+ z − 2}
D3 =P(SA(x)) + P(CB(x))

=

t−1⋃
l′=0

s−1⋃
q′=0

{ts+ tq′ + θ′l′, . . . , ts+ z − 1 + tq′ + θ′l′}

D3 =P(SA(x)) + P(SB(x)) = {2ts, . . . , 2ts+ 2z − 2}
(188)

From (129) and the above equations, we calculate D1 ∪D2 ∪
D3 ∪D4 as follows:

D1 ∪D2 ∪D3 ∪D4 = {0, . . . , tθ′ − 1}∪
{ts, . . . , 2ts+ z − 2}∪
t−1⋃
l′=0

s−1⋃
q′=0

{ts+ tq′ + θ′l′, . . . , ts+ z − 1 + tq′ + θ′l′}

∪ {2ts, . . . , 2ts+ 2z − 2}

= {0, . . . , tθ′ − 1} ∪ {ts, . . . , 2ts+ z − 2}∪
{ts+ t(s− 1) + θ′(t− 1), . . . ,

ts+ z − 1 + t(s− 1) + θ′(t− 1)}
∪ {2ts, . . . , 2ts+ 2z − 2} (189)
= {0, . . . , tθ′ − 1} ∪ {ts, . . . , 2ts+ 2z − 2}∪
{θ′t, . . . , θ′t+ z − 1}

= {0, . . . , θ′t+ z − 1} ∪ {ts, . . . , 2ts+ 2z − 2}
= {0, . . . , tθ′ + z − 1}, (190)

where (189) comes from the fact that all subsets of D3 except
for the last one is subsets of {0, . . . , tθ′−1} and (190) comes
from the fact that 2ts + 2z − 2 < tθ′ + z − 1. The reason is
that:

2ts+ 2z − 2 ≤2ts+ (θ′ − ts− t+ 1)− 2

=2θ′ − ts− 1

≤tθ′ − ts− 1

<tθ′

≤tθ′ + z − 1. (191)

From (190) we have:

|P(H(x))| = |D1 ∪D2 ∪D3 ∪D4| = tθ′ + z (192)

This completes the proof. �
Lemma 41: For z ≤ max{st− 2t− s+ 2, θ

′−ts−t+1
2 } and

s, t 6= 1:

|P(H(x))| = ψ5 = tθ′ + z (193)

Proof: To prove this lemma we consider two scenarios:
(i) θ′−ts−t+1

2 < st − 2t − s + 2: From Lemma 39, for
θ′−ts−t+1

2 < z ≤ st−2t−s+2, we have |P(H(x))| = tθ′+z.
On the other hand, from Lemma 40, for z ≤ θ′−ts−t+1

2 , we
have |P(H(x))| = tθ′ + z. Therefore, we conclude that for
z ≤ st− 2t− s+ 2 =, we have |P(H(x))| = tθ′ + z.

(ii) st − 2t − s + 2 ≤ θ′−ts−t+1
2 : From Lemma 40, for

z ≤ θ′−ts−t+1
2 , we have |P(H(x))| = tθ′ + z.
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From (i) and (ii), for z ≤ max{st− 2t− s+ 2, θ
′−ts−t+1

2 },
|P(H(x))| = tθ′ + z. This completes the proof. �

The required number of workers, NPolyDot-CMPC, is equal to
|P(H(x))|. Therefore, from Lemmas (32), (33), (35), (36),
(37), (39), and (41), Theorem 2 is proved.

APPENDIX C: PROOF OF LEMMAS 3, 4, AND 5

A. Proof of Lemma 3 (PolyDot-CMPC Versus Entangled-
CMPC)

To prove this lemma, we consider different regions for
the value of z and compare the required number of workers
for PolyDot-CMPC, NPolyDot-CMPC, with Entangled-CMPC,
NEntangled-CMPC, in each region. From [15], NEntangled-CMPC is
equal to:

NEntangled-CMPC =

{
2st2 + 2z − 1, z > ts− s
st2 + 3st− 2s+ tz − t+ 1, z ≤ ts− s,

(194)

and we use (22) for NPolyDot-CMPC in each region.
(i) ts < z or t = 1: From (22), NPolyDot-CMPC = ψ1 =

(p+2)ts+θ′(t−1)+2z−1 and from (194), NEntangled-CMPC =
2st2 + 2z − 1, thus we have:

NPolyDot-CMPC −NEntangled-CMPC

=(p+ 2)ts+ θ′(t− 1) + 2z − 1− (2st2 + 2z − 1)

=pts+ 2ts+ (2ts− t)(t− 1) + 2z − 1− 2st2 − 2z + 1

=t(ps− t+ 1). (195)

From the above equation, if p < t−1
s and t 6= 1, we have

NPolyDot-CMPC < NEntangled-CMPC, otherwise, NPolyDot-CMPC ≥
NEntangled-CMPC

12. This along with the condition of (i), provides
condition 1 for NPolyDot-CMPC < NEntangled-CMPC in Lemma 3.

(ii) ts−t < z ≤ ts and s, t 6= 1: From (22), NPolyDot-CMPC =
ψ2 = 2ts+θ′(t−1)+3z−1 and from (194), NEntangled-CMPC =
2st2 +2z−1 for z > ts−s and NEntangled-CMPC = st2 +3st−
2s+ t(z − 1) + 1 for z ≤ ts− s, thus we have:

(a) z > ts− s and t− 1 > s: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 3z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 3z − 1− 2st2 − 2z + 1

=z − t(t− 1)

<z − ts (196)
≤0, (197)

where (196) comes from the condition of (a), t − 1 > s and
the last inequality comes from the condition of (ii), z ≤ ts.
Therefore, for the combination of conditions (ii) and (a), i.e.,
ts − s < z ≤ ts and t − 1 > s, we have NPolyDot-CMPC <
NEntangled-CMPC. This provides condition 2 for NPolyDot-CMPC <
NEntangled-CMPC in Lemma 3.

12Note that for t = 1, NPolyDot-CMPC = NEntangled-CMPC.

(b) z > ts− s and s = t− 1: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 3z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 3z − 1− 2st2 − 2z + 1

=z − (t2 − t)
≤0, (198)

where the last inequality comes from the condition of (ii), z ≤
ts = t(t−1). From the above equation, for z < t2−t, we have
NPolyDot-CMPC < NEntangled-CMPC, otherwise, NPolyDot-CMPC =
NEntangled-CMPC. By replacing s with t− 1 and combining the
conditions of (ii), (b), and z < t2 − t, i.e., t2 − 2t+ 1 < z <
t2−t, s = t−1, condition 3 for NPolyDot-CMPC < NEntangled-CMPC
in Lemma 3 is derived.

(c) z > ts− s and s > t− 1: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 3z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 3z − 1− 2st2 − 2z + 1

=z − t(t− 1)

≥z − t(s− 1) (199)
>0, (200)

where (199) comes from the condition of (c), s > t − 1 and
the last inequality comes from the condition of (ii), z > ts−t.

(d) z ≤ ts− s, t > 3: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 3z − 1

− (st2 + 3st− 2s+ t(z − 1) + 1)

=2ts+ (2ts− t)(t− 1) + 3z − 1

− st2 − 3st+ 2s− tz + t− 1

=st2 − t2 + 2t− 3st+ 2s− 2− z(t− 3)

=st2 − 3st− t2 + 3t− t+ 3 + 2s− 5− z(t− 3)

=st(t− 3)− t(t− 3)− (t− 3) + 2s− 5− z(t− 3)

=(t− 3)(st− t− 1 +
2s− 5

t− 3
)− (t− 3)z. (201)

From the above equation, if z > (st− t− 1 + 2s−5
t−3 ), we have

NPolyDot-CMPC < NEntangled-CMPC
13, otherwise NPolyDot-CMPC ≥

NEntangled-CMPC. By combining the conditions of (ii), (d), and
z > (st− t−1+ 2s−5

t−3 ), i.e., ts− t−min{0, 1− 2s−5
t−3 } < z ≤

ts − s, t > 3, condition 4 for NPolyDot-CMPC < NEntangled-CMPC
in Lemma 3 is derived.

(e) z ≤ ts− s, t = 3: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 3z − 1

− (st2 + 3st− 2s+ t(z − 1) + 1)

=2ts+ (2ts− t)(t− 1) + 3z − 1

− st2 − 3st+ 2s− tz + t− 1

=2s− 5. (202)

13Note that in this case t ≥ 3.
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From the above equation, if s = 2, NPolyDot-CMPC <
NEntangled-CMPC, otherwise NPolyDot-CMPC > NEntangled-CMPC. By
combining the conditions of (ii), (e), and s = 2, i.e., s = 2, t =
3, z = 4, condition 5 for NPolyDot-CMPC < NEntangled-CMPC in
Lemma 3 is derived.

(f) z ≤ ts−s, t = 2: This condition is not possible, because
s ≥ 2 and thus 2s − 2 ≥ s. Therefore, there is no overlap
between the condition of (ii), z > ts − t = 2s − 2 and the
condition of (f), z ≤ ts− s = s.

(iii) ts − 2t < z ≤ ts − t and s, t 6= 1: From (22),
NPolyDot-CMPC = ψ3 = 2ts + θ′(t − 1) + 2z − 1 and from
(194), NEntangled-CMPC = 2st2 + 2z − 1 for z > ts − s and
NEntangled-CMPC = st2 + 3st− 2s+ t(z− 1) + 1 for z ≤ ts− s,
thus we have:

(a) t ≥ s: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 2z − 1

− (st2 + 3st− 2s+ t(z − 1) + 1)

=2ts+ (2ts− t)(t− 1) + 2z − 1

− st2 − 3st+ 2s− tz + t− 1

=st2 − 2st− st− t2 + 2t+ 2s− 2− z(t− 2)

=st(t− 2)− t(t− 2)− s(t− 2)− 2− z(t− 2)

=(t− 2)(st− t− s− 2

t− 2
)− z(t− 2). (203)

From the above equation, if t = 2, NPolyDot-CMPC <
NEntangled-CMPC. By replacing t = 2 in the conditions of
(iii) and (a), i.e., t = 2, s = 2, z = 1, 2, condition 6 for
NPolyDot-CMPC < NEntangled-CMPC in Lemma 3 is derived. In
addition, if t > 2 and z > st− t− s− 2

t−2 , NPolyDot-CMPC <
NEntangled-CMPC, otherwise, NPolyDot-CMPC ≥ NEntangled-CMPC. By
combining the conditions of (iii), (a), and t > 2, z > st− t−
s− 2

t−2 , i.e., max{st− t− s− 2
t−2 , ts−2t} < z ≤ ts− t, t >

2, t ≥ s, condition 7 for NPolyDot-CMPC < NEntangled-CMPC in
Lemma 3 is derived.

(b) 2t ≥ s > t, z > ts− s: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 2z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 2z − 1− 2st2 − 2z + 1

=− t(t− 1)

<0, (204)

From the above equation, for this case, NPolyDot-CMPC <
NEntangled-CMPC. By combining the conditions of (iii) and (b),
i.e., t < s ≤ 2t, ts − s < z ≤ ts − t, condition 8 for
NPolyDot-CMPC < NEntangled-CMPC in Lemma 3 is derived.

(c) 2t ≥ s > t, z ≤ ts− s: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 2z − 1

−(st2 + 3st− 2s+ t(z − 1) + 1)

=2ts+ (2ts− t)(t− 1) + 2z − 1

− st2 − 3st+ 2s− tz + t− 1

=st(t− 2)− t(t− 2)− s(t− 2)− 2− z(t− 2)

=(t− 2)(st− t− s− 2

t− 2
)− z(t− 2). (205)

From the above equation, if t = 2, NPolyDot-CMPC <
NEntangled-CMPC. By replacing t = 2 in the conditions of (iii)
and (c), i.e., t = 2, 3 ≤ s ≤ 4, 2(s − 2) < z ≤ 2(s − 1),
condition 9 for NPolyDot-CMPC < NEntangled-CMPC in Lemma 3
is derived. In addition, if t > 2 and z > st − t − s − 2

t−2 ,
NPolyDot-CMPC < NEntangled-CMPC, otherwise, NPolyDot-CMPC ≥
NEntangled-CMPC. By combining the conditions of (iii), (c), and
t > 2, z > st − t − s − 2

t−2 , i.e., st − 2t < z ≤ ts − s, t >
2, t < s ≤ 2t, condition 10 for NPolyDot-CMPC < NEntangled-CMPC
in Lemma 3 is derived.

(d) s > 2t: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=2ts+ θ′(t− 1) + 2z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 2z − 1− 2st2 − 2z + 1

=− t(t− 1)

<0, (206)

From the above equation, for this case, NPolyDot-CMPC <
NEntangled-CMPC. By combining the conditions of (iii) and (d),
i.e., s > 2t, ts − 2t < z ≤ ts − t, condition 11 for
NPolyDot-CMPC < NEntangled-CMPC in Lemma 3 is derived.

(iv) max{ts−2t−s+2, ts−2t+1
2 } < z ≤ st−2t and s, t 6= 1:

From (22), NPolyDot-CMPC = ψ4 = (t+ 1)ts+ (t− 1)(z + t−
1)+2z−1 and from (194), NEntangled-CMPC = 2st2+2z−1 for
z > ts− s and NEntangled-CMPC = st2 + 3st− 2s+ t(z− 1) + 1
for z ≤ ts− s, thus we have:

(a) 2t ≥ s: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=(t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1

−(st2 + 3st− 2s+ t(z − 1) + 1)

=z − (2ts− t2 + t− 2s+ 1). (207)

From the above equation, if z < (2ts−t2+t−2s+1), we have
NPolyDot-CMPC < NEntangled-CMPC, otherwise, NPolyDot-CMPC ≥
NEntangled-CMPC. By combining the conditions of (iv), (a), and
z < (2ts − t2 + t − 2s + 1), i.e., 2t ≥ s,max{ts − 2t −
s + 2, ts−2t+1

2 } < z ≤ min{st − 2t, 2ts − t2 + t − 2s + 1},
condition 12 for NPolyDot-CMPC < NEntangled-CMPC in Lemma 3
is derived.

(b) 2t < s, ts − s < z ≤ st − 2t, t 6= 2: For this case,
max{ts − 2t − s + 2, ts−2t+1

2 } = ts − 2t − s + 2 < ts − s.
The reason is summarized as follows:

s > 2t

⇒s(t− 2) > 2t

⇒s(t− 2) + 3 > 2t

⇒ts− 2t− 2s+ 4 > 1

⇒ts− 2t− s+ 2 >
ts− 2t+ 1

2
(208)
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For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=(t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1

−(2st2 + 2z − 1)

=(t− 1)(z − 1 + t− ts)
<0, (209)

where the last inequality comes from the condition of (b),
z ≤ st− 2t, as st− 2t < st− t+ 1 and thus z < st− t+ 1.
By combining the conditions of (iv) and (b) i.e., s > 2t, ts−
s < z ≤ ts − 2t, t 6= 2, condition 13 for NPolyDot-CMPC <
NEntangled-CMPC in Lemma 3 is derived.

(c) 2t < s, ts− s < z ≤ st− 2t, t = 2: By replacing t = 2
in conditions of (iv) and (c), we have 4 < s < z < 2s − 4.
Therefore, for this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=(t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1

−(2st2 + 2z − 1)

=(t− 1)(z − 1 + t− ts)
=z − 1 + 2− 2s

<− 3 < 0. (210)

The condition of this case, i.e., 4 < s < z < 2s − 4, t = 2,
provides condition 14 for NPolyDot-CMPC < NEntangled-CMPC in
Lemma 3.

(d) 2t < s, ts− 2t− s+ 2 < z ≤ ts− s: For this case, we
have:

NPolyDot-CMPC −NEntangled-CMPC

=(t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1

−(st2 + 3st− 2s+ t(z − 1) + 1)

=z − (2ts− t2 + t− 2s+ 1). (211)

From the above equation, if z < 2ts− t2 + t−2s+1, we have
NPolyDot-CMPC < NEntangled-CMPC, otherwise, NPolyDot-CMPC ≥
NEntangled-CMPC. On the other hand, max{ts − 2t − s +
2, ts−2t+1

2 } = ts− 2t− s+ 2 < ts− s, which is derived from
(208) for t 6= 2. For t = 2, max{ts− 2t− s+ 2, ts−2t+1

2 } =
max{s − 2, s − 2 + 1/2} = s − 1.5, however, we consider
s−2 = ts−2t−s+2 as s and z are integers and z > s−1.5
is equivalent to z > s−2. Therefore, by combining the condi-
tions of (iv) and (d), i.e., ts− 2t− s+ 2 < z < ts− s, 2t < s,
condition 15 for NPolyDot-CMPC < NEntangled-CMPC in Lemma 3
is derived. The reason for this combination is that:

2ts− t2 + t− 2s+ 1

= 2ts− 2s− t(t− 1) + 1

= ts− s+ s(t− 1)− t(t− 1) + 1

= ts− s+ (t− 1)(s− t) + 1

> ts− s+ (t− 1)(2t− t) + 1 since s > 2t

= ts− s+ t(t− 1) + 1

> ts− s
⇒min{ts− s, 2ts− t2 + t− 2s+ 1} = ts− s. (212)

(v) z ≤ max{ts − 2t − s + 2, ts−2t+1
2 } and s, t 6= 1: For

this case, we have, z ≤ ts − s. The reason is that ts − s >
ts− s− 2t+ 2 and ts− s > ts−2t+1

2
14, therefore, from (194),

NEntangled-CMPC = st2 + 3st− 2s+ t(z− 1) + 1 and from (22),
NPolyDot-CMPC = ψ5 = θ′t+ z, thus we have:

NPolyDot-CMPC −NEntangled-CMPC

=θ′t+ z − (st2 + 3st− 2s+ t(z − 1) + 1)

=2st2 − t2 + z − st2 − 3st+ 2s− tz + t− 1

=(t− 1)(st− 2s− t− 1

t− 1
)− z(t− 1). (213)

From the above equation, if z > st− 2s− t− 1
t−1 , we have

NPolyDot-CMPC < NEntangled-CMPC, otherwise, NPolyDot-CMPC ≥
NEntangled-CMPC. By combining (v), (a), and z > st− 2s− t−
1
t−1 , i.e., st−2s−t− 1

t−1 < z ≤ max{ts−2t−s+2, ts−2t+1
2 },

condition 16 for NPolyDot-CMPC < NEntangled-CMPC in Lemma 3
is derived.

(vi) s = 1 and t ≥ z: From (22), NPolyDot-CMPC = ψ6 =
t2 +2t+ tz−1 and from (194), NEntangled-CMPC = 2t2 +2z−1
for z > t− 1 and NEntangled-CMPC = t2 + 3t− 2 + t(z− 1) + 1
for z ≤ t− 1, thus we have:

(a) z = t: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=t2 + 2t+ tz − 1− (2t2 + 2z − 1)

=(z − t)(t− 2)

=0. (214)

From the above equation, for this condition, NPolyDot-CMPC =
NEntangled-CMPC.

(b) z ≤ t− 1: For this case, we have:

NPolyDot-CMPC −NEntangled-CMPC

=t2 + 2t+ tz − 1− (t2 + 3t− 2 + t(z − 1) + 1)

=0. (215)

From the above equation, for this condition, NPolyDot-CMPC =
NEntangled-CMPC.

B. Proof of Lemma 4 (PolyDot-CMPC Versus SSMM)

To prove this lemma, we consider different regions for the
value of z and compare the required number of workers for
PolyDot-CMPC, NPolyDot-CMPC, with SSMM, NSSMM, in each
region. From [16], NSSMM = (t+ 1)(ts+ z)− 1 and we use
(22) for NPolyDot-CMPC in each region.

(i) ts < z or t = 1: From (22), NPolyDot-CMPC = ψ1 =
(p+ 2)ts+ θ′(t− 1) + 2z − 1 and thus we have:

NPolyDot-CMPC −NSSMM

=(p+ 2)ts+ θ′(t− 1) + 2z − 1− (t+ 1)(ts+ z) + 1

=pts+ 2ts+ 2t2s− 2ts− t2 + t+ 2z − t2s− ts− (t+ 1)z

=pts+ (t− 1)ts− t(t− 1)− (t− 1)z. (216)

From the above equation, if z > pts
t−1+ts−t and t 6= 1, we have

NPolyDot-CMPC < NSSMM, otherwise NPolyDot-CMPC ≥ NSSMM
15.

14This can be directly derived from the fact that s(t− 2) ≥ 0 > −2t+ 1.
15Note that for t = 1, NPolyDot-CMPC = NSSMM.
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Therefore, from the condition of (i), we have NPolyDot-CMPC <
NSSMM only if z > max{ts, ts−t+ pts

t−1}, t 6= 1. This provides
one of the conditions that NPolyDot-CMPC < NSSMM in Lemma
4.

(ii) ts − t < z ≤ ts: From (22), NPolyDot-CMPC = ψ2 =
2ts+ θ′(t− 1) + 3z − 1 and thus we have:

NPolyDot-CMPC −NSSMM

=2ts+ θ′(t− 1) + 3z − 1− (t+ 1)(ts+ z) + 1

=2ts+ 2t2s− 2ts− t2 + t

+ 3z − 1− t2s− ts− (t+ 1)z + 1

=st2 − st− t2 + t− (t− 2)z

=st(t− 1)− t(t− 1)− (t− 2)z

=(t− 1)(st− t)− (t− 2)z. (217)

From the above equation, if z > (st−t)(t−1)
t−2 , we have

NPolyDot-CMPC < NSSMM otherwise, NPolyDot-CMPC ≥ NSSMM.
Therefore, from the condition of (ii), we have NPolyDot-CMPC <
NSSMM only if t−1

t−2 (st− t) < z ≤ ts. This provides the other
condition that NPolyDot-CMPC < NSSMM in Lemma 4.

(iii) ts− 2t < z ≤ ts− t: From (22), NPolyDot-CMPC = ψ3 =
2ts+ θ′(t− 1) + 2z − 1 and thus we have:

NPolyDot-CMPC −NSSMM

= 2ts+ θ′(t− 1) + 2z − 1− (t+ 1)(ts+ z) + 1

= 2ts+ 2t2s− 2ts− t2 + t− st2 − st− (t− 1)z

= −t2 + t+ st2 − st− (t− 1)z

= (ts− t)(t− 1)− (t− 1)z. (218)

From the above equation and the condition of (iii),
NPolyDot-CMPC ≥ NSSMM for ts− 2t < z ≤ ts− t.

(iv) max{ts−2t−s+2, ts−2t+1
2 } < z ≤ st−2t: From (22),

NPolyDot-CMPC = ψ4 = (t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1
and thus we have:

NPolyDot-CMPC −NSSMM

=(t+ 1)ts+ (t− 1)(z + t− 1)

+ 2z − 1− (t+ 1)(ts+ z) + 1

=(t+ 1)ts+ (t+ 1)z + (t− 1)2 − (t+ 1)(ts+ z)

=(t− 1)2 > 0. (219)

From the above equation, NPolyDot-CMPC > NSSMM for
max{ts− 2t− s+ 2, ts−2t+1

2 } < z ≤ st− 2t.

(v) z ≤ max{ts − 2t − s + 2, ts−2t+1
2 }: From (22),

NPolyDot-CMPC = ψ5 = θ′t+ z and thus we have:

NPolyDot-CMPC −NSSMM

= θ′t+ z − (t+ 1)(ts+ z) + 1

= 2t2s− t2 + z − t2s− ts− (t+ 1)z + 1

= t2s− t2 − ts+ 1− tz

= t(ts− t− s+
1

t
− z)

≥ t(max{ts− 2t− s+ 2,
ts− 2t+ 1

2
} − z) (220)

≥ 0, (221)

where, (220) comes from:

ts− t− s+
1

t
− (ts− 2t− s+ 2)

=ts− t− s+
1

t
− ts+ 2t+ s− 2

=t+
1

t
− 2 > 0, (222)

and

ts− t− s+
1

t
− (

ts− 2t+ 1

2
)

=
s(t− 2) + 2/t− 1

2
≥ 0, (223)

and (221) comes from the condition of the (v), i.e., z ≤ ts−
2t − s + 1. Therefore, NPolyDot-CMPC ≥ NSSMM for z ≤ ts −
2t− s+ 1.

(vi) s = 1 and t ≥ z: From (22), NPolyDot-CMPC = ψ6 =
t2 + 2t+ tz − 1 and thus we have:

NPolyDot-CMPC −NSSMM

= t2 + 2t+ tz − 1− (t+ 1)(ts+ z) + 1

= t2 + 2t− t2s− ts− z
= t2 + 2t− t2 − t− z
= t− z
≥ 0, (224)

From (i), (ii), (iii), (iv), (v) and (vi), the only conditions that
NPolyDot-CMPC < NSSMM, are z > max{ts, ts− t+ pts

t−1}, t 6= 1

and t−1
t−2 (st − t) < z ≤ ts. In all other conditions, we have

NPolyDot-CMPC ≥ NSSMM. This completes the proof. �

C. Proof of Lemma 5 (PolyDot-CMPC Versus GCSA-NA)

To prove this lemma, we consider different regions for the
value of z and compare the required number of workers for
PolyDot-CMPC, NPolyDot-CMPC, with GCSA-NA, NGCSA-NA, in
each region. From [17], NGCSA-NA for one matrix multipli-
cation (the number of batch is one) is equal to NGCSA-NA =
2st2+2z−1 and we use (22) for NPolyDot-CMPC in each region.

(i) ts < z or t = 1: From (22), NPolyDot-CMPC = ψ1 =
(p+ 2)ts+ θ′(t− 1) + 2z − 1 and thus we have:

NPolyDot-CMPC −NGCSA-NA

=(p+ 2)ts+ θ′(t− 1) + 2z − 1− (2st2 + 2z − 1)

=pts+ 2ts+ (2ts− t)(t− 1) + 2z − 1− 2st2 − 2z + 1

=t(ps− t+ 1). (225)

From the above equation, if p < t−1
s and t 6= 1, we

have NPolyDot-CMPC < NGCSA-NA, otherwise, NPolyDot-CMPC ≥
NGCSA-NA

16. This along with the condition of (i), provides one
of the conditions that NPolyDot-CMPC < NGCSA-NA in Lemma 5.

(ii) ts − t < z ≤ ts: From (22), NPolyDot-CMPC = ψ2 =

16Note that for t = 1, NPolyDot-CMPC = NGCSA-NA.
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2ts+ θ′(t− 1) + 3z − 1 and thus we have:

NPolyDot-CMPC −NGCSA-NA

=2ts+ θ′(t− 1) + 3z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 3z − 1− 2st2 − 2z + 1

=z − (t2 − t). (226)

From the above equation, if z < t(t − 1), we have
NpolyDot-CMPC < NGCSA-NA, otherwise, NpolyDot-CMPC ≥
NGCSA-NA. From the condition of (ii), ts − t < z ≤ ts.
Therefore, NpolyDot-CMPC < NGCSA-NA only if ts − t < z ≤
min{ts, t(t− 1)− 1}, which also requires that s < t. This is
another condition that NPolyDot-CMPC < NGCSA-NAin Lemma 5.

(iii) ts− 2t < z ≤ ts− t: From (22), NPolyDot-CMPC = ψ3 =
2ts+ θ′(t− 1) + 2z − 1 and thus we have:

NPolyDot-CMPC −NGCSA-NA

=2ts+ θ′(t− 1) + 2z − 1− (2st2 + 2z − 1)

=2ts+ (2ts− t)(t− 1) + 2z − 1− 2st2 − 2z + 1

=t(1− t)
<0. (227)

From the above equation, for ts − 2t < z ≤ ts − t, we have
NPolyDot-CMPC < NGCSA-NA. This provides part of the third
condition that NPolyDot-CMPC < NGCSA-NA in Lemma 5.

(iv) max{ts−2t−s+2, ts−2t+1
2 } < z ≤ st−2t: From (22),

NPolyDot-CMPC = ψ4 = (t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1
and thus we have:

NPolyDot-CMPC −NGCSA-NA

=(t+ 1)ts+ (t− 1)(z + t− 1) + 2z − 1− (2st2 + 2z − 1)

=t2s+ ts+ (t− 1)(z + t− 1)− 2st2

=(t− 1)(z − (st− t+ 1)). (228)

From the above equation, if z < st − t + 1, we have
NpolyDot-CMPC < NGCSA-NA. This condition is satisfied for
the condition of (iv), max{ts − 2t − s + 2, ts−2t+1

2 } <
z ≤ st − 2t, as st − t − t < st − t + 1. Therefore, for
max{ts − 2t − s + 2, ts−2t+1

2 } < z ≤ st − 2t, we have
NPolyDot-CMPC < NGCSA-NA. This provides part of the third
condition that NPolyDot-CMPC < NGCSA-NA in Lemma 5.

(v) z ≤ max{ts − 2t − s + 2, ts−2t+1
2 }: From (22),

NPolyDot-CMPC = ψ5 = θ′t+ z and thus we have:

NPolyDot-CMPC −NGCSA-NA

=θ′t+ z − (2st2 + 2z − 1)

=2st2 − t2 + z − 2st2 − 2z + 1

=− t2 − z + 1

<0. (229)

From the above equation, for z ≤ max{ts − 2t − s +
2, ts−2t+1

2 }, we have NPolyDot-CMPC < NGCSA-NA. This pro-
vides part of the third condition that NPolyDot-CMPC < NGCSA-NA
in Lemma 5.

(vi) s = 1 and t ≥ z: From (22), NPolyDot-CMPC = ψ6 =

t2 + 2t+ tz − 1 and thus we have:

NPolyDot-CMPC −NGCSA-NA

=t2 + 2t+ tz − 1− (2st2 + 2z − 1)

=2t+ tz − t2 − 2z

=(2− t)(t− z)
≤0. (230)

From the above equation and the condition of (vi), if s =
1, t > z and t 6= 2, we have NpolyDot-CMPC < NGCSA-NA. This
provides the last condition that NPolyDot-CMPC < NGCSA-NA in
Lemma 5, and completes the proof. �

APPENDIX D: PROOF OF THEOREM 6

For AGE codes with {α, β, θ} = {1, s, ts + λ}, (24) is
reduced to:

CA(x) =

t−1∑
i=0

s−1∑
j=0

Ai,jx
j+is,

CB(x) =

s−1∑
k=0

t−1∑
l=0

Bk,lx
(s−1−k)+(ts+λ)l, (231)

To prove the decodability of AGE codes, we need to
prove that the polynomial CY (x) = CA(x)CB(x) =
t−1∑
i=0

s−1∑
j=0

s−1∑
k=0

t−1∑
l=0

Ai,jBk,lx
j+is+(s−1−k)+(ts+λ)l consists of t2

distinct terms with coefficients Yi,l =
s−1∑
j=0

Ai,jBj,l, 0 ≤ i, l ≤

t − 1; which are the important coefficients that are required
for decoding. For this purpose, we define two sets of (i)
P1 = {s−1+is+(ts+λ)l, 0 ≤ i, l ≤ t−1}, representing the
potential set of powers of the terms in CY (x) with coefficients
Yi,l (resulting from j = k), and (ii) P2 = {j + is+ (s− 1−
k) + (ts + λ)l, 0 ≤ i, l ≤ t − 1, 0 ≤ k, j ≤ s − 1, j 6= k},
the set of powers of the remaining terms in CY (x). Then, we
prove that (i) P1 consists of t2 distinct elements, and (ii) P1

and P2 do not have any overlap.
(i) Proving that P1 consists of t2 distinct elements: From

the definition of P1, it is equal to:

P1 =

t−1⋃
l=0

t−1⋃
i=0

{s− 1 + is+ (ts+ λ)l}. (232)

For a given l, each subset of
t−1⋃
i=0

{s−1+is+(ts+λ)l} consists

of t distinct elements. In addition, for two different values of
l = l1 and l = l2 (l1 6= l2), there is no overlap between
t−1⋃
i=0

{s− 1 + is+ (ts+λ)l1} and
t−1⋃
i=0

{s− 1 + is+ (ts+λ)l2}.

The reason is that for 0 ≤ l1 < l2 ≤ t − 117, the largest

element of
t−1⋃
i=0

{s−1+ is+(ts+λ)l1}, i.e., ts−1+(ts+λ)l1

is less than the smallest element of
t−1⋃
i=0

{s−1+is+(ts+λ)l2},

17Note that the assumption of l1 < l2 does not result in loss of generality.
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i.e., s− 1 + (ts+ λ)l2:

0 < s+ λ⇒ts− 1 < s− 1 + ts+ λ

⇒ts− 1 + (ts+ λ)l1 < s− 1 + (ts+ λ)(l1 + 1)

⇒ts− 1 + (ts+ λ)l1 < s− 1 + (ts+ λ)l2.
(233)

Therefore, P1 consists of t2 distinct elements.

(ii) Proving that P1 and P2 have no overlap: From the
definition of P1 and P2, we have:

P1 =

t−1⋃
l1=0

t−1⋃
i1=0

P1(l1, i1)

=

t−1⋃
l1=0

t−1⋃
i1=0

{s− 1 + i1s+ (ts+ λ)l1} (234)

and

P2 =
t−1⋃
l2=0

t−1⋃
i2=0

P2(l2, i2)

=

t−1⋃
l2=0

t−1⋃
i2=0

s−1⋃
j′=−(s−1)

j′ 6=0

{j′ + i2s+ s− 1 + (ts+ λ)l2}.

(235)

To prove P1∩P2 = ∅, we consider the following five cases; (a)
l1 = l2, i1 = i2, (b) l1 = l2, i1 < i2, (c) l1 = l2, i1 > i2, (d)
l1 > l2, (e) l1 < l2. We prove that P1(i1, l1)∩P2(i2, l2) = ∅
holds for each case.

(a) l1 = l2, i1 = i2: For this case, P1(l1, i1) consists of the
only element of s−1+i1s+(ts+λ)l1 which is not a member
of P2(l2, i2) as j′ 6= 0. Therefore, P1(i1, l1)∩P2(i2, l2) = ∅
for this case.

(b) l1 = l2, i1 < i2: For this case, the smallest element of
P2(l2, i2) is always greater than P1(l1, i1) = s − 1 + i1s +
(ts+ λ)l1, as shown below:

s− 1 + i1s+ (ts+λ)l1 < (i1 + 1)s+ (ts+ λ)l1

≤ i2s+ (ts+ λ)l2

= −(s− 1) + i2s+ (s− 1) + (ts+ λ)l2
(236)

Therefore, P1(i1, l1) ∩P2(i2, l2) = ∅ holds for this case.

(c) l1 = l2, i1 > i2: For this case, the largest element of
P2(l2, i2) is always less than P1(l1, i1) = s− 1 + i1s+ (ts+
λ)l1, as shown below:

s− 1 + i1s+ (ts+ λ)l1 > s− 2 + i1s+ (ts+ λ)l1

≥ s− 2 + (i2 + 1)s+ (ts+ λ)l2

= 2s− 2 + i2s+ (ts+ λ)l2 (237)

Therefore, P1(i1, l1) ∩P2(i2, l2) = ∅ holds for this case.

(d) l1 > l2: For this case, the smallest element of P1(l1, i1),
i.e., P1(l1, 0) is always greater than the largest element of

P2(l2, i2) i.e., P2(l2, t− 1), j′ = s− 1, as shown below:

s− 1 + (ts+ λ)l1 ≥ s− 1 + (ts+ λ)(l2 + 1)

= s− 1 + ts+ λ+ (ts+ λ)l2

> s− 1 + (ts+ λ)l2 (238)

Therefore, P1(i1, l1) ∩P2(i2, l2) = ∅ holds for this case.
(e) l1 < l2: For this case, the largest element of P1(l1, i1),

i.e., P1(l1, t− 1) is always less than the smallest element of
P2(l2, i2) i.e., P2(l2, 0), j′ = −(s− 1), as shown below:

(t− 1)s+ (ts+ λ)l1 < (t− 1)s+ (ts+ λ)(l2 − 1)

= (t− 1)s− ts− λ+ (ts+ λ)l2

= −s− λ+ (ts+ λ)l2

< (ts+ λ)l2 (239)

Therefore, P1(i1, l1) ∩P2(i2, l2) = ∅ holds for this case.
This completes the proof of Theorem 6.

APPENDIX E: PROOF OF THEOREM 7

We first show that P(SB(x)) = {ts + (ts + λ)(t −
1), . . . , ts+(ts+λ)(t−1)+z−1} in (29) satisfies C4 in (27).
Then, we fix P(SB(x)) in C6 of (27), and find P(SA(x)) that
satisfies C5 and C6. Next, we explain these steps in details.

Showing that P(SB(x)) = {ts+ (ts+ λ)(t− 1), . . . , ts+
(ts+λ)(t−1)+z−1} in (29) satisfies C4 in (27). The largest
element of the left side of C4 is equal to (s− 1) + (t− 1)s+
(ts + λ)(t − 1) = ts + (ts + λ)(t − 1) − 1 and the smallest
element of the right side of C4 is equal to the smallest element
of P(SB(x)), i.e., ts+(ts+λ)(t−1) plus the smallest element
of P(CA(x)), i.e., 0. As ts+ (ts+ λ)(t− 1)− 1 is less than
ts+ (ts+ λ)(t− 1), C4 is satisfied.

Fixing P(SB(x)) in C6 of (27), and find P(SA(x)) that
satisfies C5 and C6. C6 is satisfied for any choice of P(SA(x))
with non-negative elements. The reason is that the largest
element of the left side of C6 is less than the smallest element
of P(SB(x)). Next, we find P(SA(x)) with the smallest
elements that satisfies C5, so (27) is equal to

(s− 1) + si+ (ts+ λ)l 6∈ P(SA(x))

+ {(s− 1− k) + l′(ts+ λ)}, (240)

where 0 ≤ k ≤ s − 1, 0 ≤ i, l, l′ ≤ t − 1, 0 ≤ λ ≤ z. The
above equation is equivalent to:

β′ + θl′′ 6∈ P(SA(x)), (241)

for l′′ = (l − l′), θ = ts + λ and β′ = si + k. The range
of variable β′ is {si + k, 0 ≤ i ≤ t − 1, 0 ≤ k ≤ s − 1} =
t−1⋃
i=0

{si, . . . , si+ s− 1} = {0, . . . , ts− 1}. Therefore, we have

P(SA(x)) 6∈
t−1⋃

l=−(t−1)

{θl, . . . , θl + ts− 1}, (242)

Using the complement of the above intervals and the fact that
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the elements of P(SA(x)) is non-negative, we have

P(SA(x)) ∈
t−2⋃
l=0

{ts+ θl, . . . , (l + 1)θ − 1}

∪ {ts+ θ(t− 1), . . . ,+∞}, t > 1 (243)

P(SA(x)) ∈{s, . . . ,+∞}, t = 1 (244)

Note that the required number of powers with non-zero
coefficients for the secret term SA(x) is z, i.e.,

|P(SA(x))| = z. (245)

Since our goal is to make the degree of polynomial FA(x)
as small as possible, we choose the z smallest powers from
the sets in (243) to form P(SA(x)). Note that in (243), there
are t− 1 finite sets and one infinite set, where each finite set
contains λ = θ − ts elements. Therefore, based on the value
of z, we use the first interval and as many remaining intervals
as required for z > λ, and the first interval only for z = λ
(Note that 0 ≤ λ ≤ z).

Lemma 42: If z > λ and t 6= 1, the set of all powers of
polynomial SA(x) with non-zero coefficients is defined as

P(SA(x)) =
( q−1⋃
l=0

{ts+ θl, . . . , (l + 1)θ − 1}
)

∪ {ts+ qθ, . . . , ts+ qθ + z − 1− q(θ − ts)}
(246)

={ts+ θl + w, l ∈ Ωq−10 , w ∈ Ωλ−10 }
∪ {ts+ θq + u, u ∈ Ωz−1−qλ0 }. (247)

Proof: For the case of z > λ, the number of elements in the
first interval of (243), which is equal to λ, is not sufficient
for selecting z powers. Therefore, more than one interval is
used. We show the number of selected intervals with q + 1,
where q ≥ 1 is defined as q = min{b z−1λ c, t − 1}. With this
definition, the first q intervals of (243) are selected in full. In
other words, in total, we select qλ elements to form the first q
intervals in (246). The remaining z−qλ elements are selected
from the (q + 1)st interval of (243) to form the last interval
of (246). We can derive (247) from (246) by replacing θ with
its equivalent value, ts+ λ. �

Lemma 43: If z ≤ λ and t 6= 1, the set of all powers of
polynomial SA(x) with non-zero coefficients is defined as the
following:

P(SA(x)) = {ts, . . . , ts+ z − 1},
= {ts+ u, u ∈ Ωz−10 }. (248)

Proof: In this scenario since z ≤ λ, the first interval of (243)
is sufficient to select all z elements of P(SA(x)). Therefore, z
elements are selected from the first interval of (243), as shown
in (248). �

Lemma 44: If t = 1 , the set of all powers of polynomial
SA(x) with non-zero coefficients is defined as the following:

P(SA(x)) = {s, . . . , s+ z − 1},
= {s+ u, u ∈ Ωz−10 }. (249)

Proof: In this scenario, z smallest elements are selected from
(244) as shown in (249). �

This completes the proof of Theorem 7.

APPENDIX F: PROOF OF THEOREM 8

To prove this theorem, we first consider the case that t = 1.
Then, we consider that case thats t 6= 1.

Lemma 45: NAGE-CMPC = 2s+ 2z − 1 when t = 1. s
Proof: FA(x) and FB(x) are expressed as in the following for
t = 1 using (25), (26), (28) and (29).

FA(x) =

s−1∑
j=0

Ajx
j +

z−1∑
u=0

Āux
s+u, (250)

FB(x) =

s−1∑
k=0

Bkx
s−1−k +

z−1∑
r=0

B̄rx
s+r. (251)

FA(x) and FB(x) are equal to the secret shares of Entangled-
CMPC [15], for t = 1. Thus, in this case, AGE-CMPC and
Entangled-CMPC are equivalent, so we have NAGE-CMPC =
NEntangled-CMPC = 2s+ 2z − 1 [15]. This completes the proof.
�

Now, we consider t 6= 1. The required number of workers
is equal to the number of terms in H(x) = FA(x)FB(x) with
non-zero coefficients. The set of all powers of polynomial
H(x) with non-zero coefficients, shown by P(H(x)), is
expressed as

P(H(x)) = D1 ∪D2 ∪D3 ∪D4, (252)

where

D1 = P(CA(x)) + P(CB(x)) (253)

D2 = P(CA(x)) + P(SB(x)) (254)

D3 = P(SA(x)) + P(CB(x)) (255)

D4 = P(SA(x)) + P(SB(x)) (256)

Using (25) and (26), D1 is calculated as:

D1 =P(CA(x)) + P(CB(x))

={j + si : 0 ≤ i ≤ t− 1, 0 ≤ j ≤ s− 1, }
+ {s− 1− k + θl : 0 ≤ l ≤ t− 1, 0 ≤ k ≤ s− 1}

={j + si+ s− 1− k + θl : 0 ≤ i, l ≤ t− 1,

0 ≤ j, k ≤ s− 1, }

=

t−1⋃
i=0

{is, . . . , (i+ 2)s− 2}+ {θl : 0 ≤ l ≤ t− 1}

={0, . . . , ts+ s− 2}+ {θl : 0 ≤ l ≤ t− 1} (257)

=

t−1⋃
l=0

{θl, . . . , ts+ s− 2 + θl}, (258)

where (257) comes from the fact that the largest element of

each ith subset of
t−1⋃
i=0

{is, . . . , (i + 2)s − 2} plus one, i.e.,

(i+2)s−2+1 is greater than or equal to the smallest element
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of the (i+ 1)st subset, i.e., (i+ 1)s as s ≥ 1. Using (25) and
(29), D2 is calculated as:

D2 =P(CA(x)) + P(SB(x))

={j + si : 0 ≤ i ≤ t− 1, 0 ≤ j ≤ s− 1, }
+ {ts+ θ(t− 1) + r : 0 ≤ r ≤ z − 1}

={j + si+ ts+ θ(t− 1) + r : 0 ≤ i ≤ t− 1,

0 ≤ j ≤ s− 1, 0 ≤ r ≤ z − 1}

=

t−1⋃
i=0

{is, . . . , (i+ 1)s+ z − 2}+ ts+ θ(t− 1)

={ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}, (259)

where the last equality comes from the fact that there is no gap

between the subsets of
t−1⋃
i=0

{is, . . . , (i+1)s+z−2}. The reason

is that the largest element of the ith subset, i.e., (i+1)s+z−2
plus one is larger than or equal to the smallest element of the
(i+ 1)st subset, i.e., (i+ 1)s as z ≥ 1.

In the following, we consider different regions for the values
of z and λ and calculate |P(H(x))| through calculation of D3

and D4. In addition, we use the following lemma, whichhelps
us to calculate P(H(x)) without requiring to consider all of
the terms of D3 in some cases.

Lemma 46: The following inequality holds.

|P(H(x))| ≤deg(SA(x)) + deg(SB(x)) + 1

= max{D4}+ 1 (260)

Proof: |P(H(x))|, which is equal to the number of terms in
H(x) with non-zero coefficients, is less than or equal to the
number of all terms, which is equal to deg(H(x)) + 1. Thus,

|P(H(x))| ≤deg(H(x)) + 1

= deg((CA(x) + SA(x))(CB(x) + SB(x))) + 1

= max{deg(CA(x)),deg(SA(x))}
+ max{deg(SB(x)),deg(CB(x))}+ 1. (261)

From (25), deg(CA(x)) = ts − 1. On the other
hand, from (28), deg(SA(x)) ≥ ts. Therefore,
max{deg(CA(x)),deg(SA(x))} = deg(SA(x)). Moreover,
From (26), deg(CB(x)) = s − 1 + θ(t − 1), and
from (29), deg(SB(x)) ≥ ts + θ(t − 1). Therefore,
max{deg(CB(x)),deg(SB(x))} = deg(SB(x)), which
results in the first inequality of (260).

On the other hand, from (256), max{D4} =
max{P(SA(x))} + max{P(SB(x))} = deg(SA(x)) +
deg(SB(x)).

This completes the proof. �

Lemma 47: For z > ts− s, t 6= 1 and λ = 0, we have

|P(H(x))| = Υ1(0) = 2st2 + 2z − 1 (262)

Proof: By replacing λ with 0 in AGE-CMPC formulations, the
scheme is equivalent to Entangled-CMPC in [15]. Therefor, the
proof of this lemma can be derived directly from the proof of
Theorem 1 in [15]. �

Lemma 48: For z ≤ ts− s, t 6= 1 and λ = 0, we have

|P(H(x))| = Υ2(0) = st2 + 3st− 2s+ t(z − 1) + 1 (263)

Proof: For this case, AGE-CMPC is equivalent to Entangled-
CMPC. Therefore, the proof of this lemma can be derived
directly from the proof of Theorem 1 in [15]. �

Lemma 49: For λ = z, t 6= 1, we have

|P(H(x))| = Υ3(z) = 2ts+ θ(t− 1) + 2z − 1

= (ts+ z)(1 + t)− 1 (264)

Proof: To prove this lemma, we first calculate D3 from (26)
and (28):

D3 =P(SA(x)) + P(CB(x))

={ts+ u : 0 ≤ u ≤ z − 1}
+{s− 1− k + θl : 0 ≤ l ≤ t− 1, 0 ≤ k ≤ s− 1, }
={ts, . . . , ts+ z + s− 2}+ {θl : 0 ≤ l ≤ t− 1}

=

t−1⋃
l=0

{θl + ts, . . . , θl + ts+ z + s− 2}. (265)

From (258) and (265), we can calculate D13 = D1 ∪D3 as:

D13 =D1 ∪D3

=

t−1⋃
l=0

{θl, . . . , ts+ s− 2 + θl}

∪
t−1⋃
l=0

{θl + ts, . . . , θl + ts+ z + s− 2}

=

t−1⋃
l=0

{θl, . . . , θl + ts+ z + s− 2} (266)

={0, . . . , θ(t− 1) + ts+ z + s− 2}, (267)

where (266) comes from the fact that θl < θl+ ts ≤ ts+ s−
2 + θl < θl + ts + z + s − 2 and (267) comes from the fact
that there is no gap between each two consecutive subsets of⋃t−1
l=0{θl, . . . , θl+ ts+ z+ s−2} as θl+ ts+ z+ s−2 + 1 =

θl+θ+s−1 ≥ θ(l+1). Next, we calculate D123 = D13∪D2

from (267) and (259)

D123 =D1 ∪D3 ∪D2

={0, . . . , θ(t− 1) + ts+ z + s− 2}
∪ {ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}

={0, . . . , 2ts+ θ(t− 1) + z − 2}, (268)

where the last equality comes from the fact that 0 < ts+θ(t−
1) ≤ θ(t−1)+ts+z+s−2 < 2ts+θ(t−1)+z−2. Next, we
first calculate D4, and then its union with D123. From (28)
and (29), we have

D4 =P(SA(x)) + P(SB(x))

={ts, . . . , ts+ z − 1}
+{ts+ θ(t− 1), . . . , ts+ θ(t− 1) + z − 1}
={2ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + 2z − 2}. (269)
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From (252), (268) and (269), we have

P(H(x)) =D123 ∪D4

{0, . . . , 2ts+ θ(t− 1) + z − 2}∪
{2ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + 2z − 2}

={0, . . . , 2ts+ θ(t− 1) + 2z − 2}. (270)

Therefore, |P(H(x))| = 2ts + θ(t − 1) + 2z − 2 + 1. This
completes the proof. �

For the remaining regions of the values of z and λ, where
λ < z, we use the following lemma to calculate P(H(x)).

Lemma 50: For λ < z, we have

D1 ∪D2 ∪D3 = D̂123′ ∪ D̃′3 ∪ D̃′′3 , (271)

where D̂123′ = {0, . . . , 2ts + θ(t − 1) + z − 2}, D̃′3 =⋃t+q−2
l′=t−1{ts + θl′, . . . , θ(l′ + 1) + s − 2} and D̃′′3 = {ts +

(q + t− 1)θ, . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}.
Proof: To prove this lemma, we first calculate and decom-

pose D̂3 using (28) and (26):

D3 =P(SA(x)) + P(CB(x))

=({ts+ θl + w, 0 ≤ l ≤ q − 1, 0 ≤ w ≤ λ− 1}∪
{ts+ θq + u, 0 ≤ u ≤ z − 1− qλ})

+{s− 1− k + l(ts+ λ), 0 ≤ k ≤ s− 1, 0 ≤ l ≤ t− 1}
={ts+ θl′ + w′, 0 ≤ l′ ≤ t+ q − 2,

0 ≤ w′ ≤ λ+ s− 2}
∪ {ts+ θl′′ + u′, q ≤ l′′ ≤ t+ q − 1,

0 ≤ u′ ≤ s+ z − qλ− 2}
={ts+ θl′ + w′, 0 ≤ l′ ≤ t+ q − 2,

0 ≤ w′ ≤ λ+ s− 2}
∪ {ts+ θl′′ + u′, q ≤ l′′ ≤ t+ q − 2,

0 ≤ u′ ≤ s+ z − qλ− 2}
∪ {ts+ θl′′ + u′, l′′ = t+ q − 1,

0 ≤ u′ ≤ s+ z − qλ− 2}
={ts+ θl′ + w′, 0 ≤ l′ ≤ t+ q − 2,

0 ≤ w′ ≤ λ+ s− 2} (272)
∪ {ts+ θ(t+ q − 1) + u′, 0 ≤ u′ ≤ s+ z − qλ− 2}

={ts+ θl′ + w′, 0 ≤ l′ ≤ t− 2,

0 ≤ w′ ≤ λ+ s− 2}
∪ {ts+ θl′ + w′, t− 1 ≤ l′ ≤ t+ q − 2,

0 ≤ w′ ≤ λ+ s− 2}
∪ {ts+ θ(t+ q − 1) + u′, 0 ≤ u′ ≤ s+ z − qλ− 2}

=D̂′3 ∪ D̃′3 ∪ D̃′′3 , (273)

where

D̂′3 =

t−2⋃
l′=0

{ts+ θl′, . . . , ts+ θl′ + λ+ s− 2}, (274)

D̃′3 =

t+q−2⋃
l′=t−1

{ts+ θl′, . . . , ts+ θl′ + λ+ s− 2}, (275)

D̃′′3 =

{ts+ θ(t+ q − 1), . . . , ts+ θ(t+ q − 1) + s+ z − qλ− 2}
=

{ts+ θ(t+ q − 1), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2},
(276)

and (272) comes from the fact that

z > λ⇒ z − 1 ≥ λ

⇒ q = min{bz − 1

λ
c, t− 1} = bz − 1

λ
c

& q + 1 >
z − 1

λ
⇒ λ+ s− 2 > s+ z − qλ− 3

⇒ λ+ s− 2 ≥ s+ z − qλ− 2

⇒ {ts+ θl′′ + u′, q ≤ l′′ ≤ t+ q − 2,

0 ≤ u′ ≤ s+ z − qλ− 2}
⊂ {ts+ θl′ + w′, 0 ≤ l′ ≤ t+ q − 2,

0 ≤ w′ ≤ λ+ s− 2}
. (277)

Next, we calculate D̂123′ = D1∪D̂′3∪D2 using (258), (274),
and (259):

D̂123′ =D1 ∪ D̂′3 ∪D2

=

t−1⋃
l=0

{θl, . . . , ts+ s− 2 + θl}∪

t−2⋃
l′=0

{ts+ θl′, . . . , ts+ θl′ + λ+ s− 2}∪

{ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}

=

t−2⋃
l=0

{θl, . . . , ts+ s− 2 + θl}∪

{θ(t− 1), . . . , ts+ s− 2 + θ(t− 1)}∪
t−2⋃
l′=0

{ts+ θl′, . . . , ts+ θl′ + λ+ s− 2}∪

{ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}

=

t−2⋃
l=0

{θl, . . . , ts+ s− 2 + θl + λ}∪

{θ(t− 1), . . . , ts+ s− 2 + θ(t− 1)}∪
{ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2} (278)

=

t−2⋃
l=0

{θl, . . . , ts+ s− 2 + θl + λ}∪

{θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}
={0, . . . , ts+ s− 2 + θ(t− 2) + λ}∪
{θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2} (279)

={0, . . . , 2ts+ θ(t− 1) + z − 2}, (280)

where (278) comes from the fact that s < ts+ z. Thus, ts+
s−2+θ(t−1) < 2ts+θ(t−1)+z−2. We obtain (279) from
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the fact that ts+s−2+θl+λ+1 = s−1+θ(l+1) ≥ θ(l+1)
and the last equality comes from the fact that:

⇒ 0 ≤ s− 1 < 2ts+ z − 2

⇒ θ(t− 1) ≤ s− 1 + θ(t− 1) < 2ts+ z − 2 + θ(t− 1)

⇒ θ(t− 1) ≤ ts+ s− 1 + θ(t− 2) + λ

< 2ts+ θ(t− 1) + z − 2. (281)

We can derive (271) from (273), (275), (276), and (280). This
completes the proof. �

From (28) and (29), D4 for z > λ is calculated as

D4 =P(SA(x)) + P(SB(x))

=

q−1⋃
l=0

{2ts+ θ(l + t− 1), . . . ,

2ts+ θ(l + t− 1) + z − 1 + λ− 1}
∪ {2ts+ θ(q + t− 1), . . . ,

2ts+ θ(q + t− 1) + 2z − 2− q(θ − ts)}

=

q−1⋃
l=0

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . ,

(q + 2)ts+ θ(t− 1) + 2z − 2}, (282)

where for z > ts. The above equation is a continuous set
as there exist no gaps between each of its two consecutive
subsets. The reason is that, for z > ts, the greatest element of
each subset plus one, i.e., ts+ θ(l+ t) + z− 1, is greater than
or equal to the smallest element of it’s consecutive subset, i.e.,
2ts+ θ(l + t) for l = {0, . . . , q − 1}. This is shown as

z > ts⇒ ts+ z − 1 ≥ 2ts

⇒ ts+ z − 1 + θ(l + t) ≥ 2ts+ θ(l + t). (283)

Therefore, for z > max{ts, λ}, D4 is equal to:

D4 ={2ts+ θ(t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}.
(284)

Lemma 51: For z > ts, t 6= 1 and 0 < λ < z:

|P(H(x))| = Υ4(λ) = (q + 2)ts+ θ(t− 1) + 2z − 1 (285)

Proof: To prove this lemma, we calculate P(H(x)) = D1 ∪
D2 ∪D3 ∪D4 using (271) and (284):

P(H(x)) = D1 ∪D2 ∪D3 ∪D4

=D̂123′ ∪ D̃′3 ∪ D̃′′3 ∪D4

={0, . . . , 2ts+ θ(t− 1) + z − 2}
∪ {2ts+ θ(t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ D̃′3 ∪ D̃′′3

={0, . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ D̃′3 ∪ D̃′′3 (286)

From the above equation, |P(H(x))| ≥ (q + 2)ts + θ(t −
1) + 2z − 1. On the other hand, from (260), |P(H(x))| ≤
max{D4}+ 1 = (q+ 2)ts+ θ(t− 1) + 2z− 2 + 1. Therefore,

|P(H(x))| = (q + 2)ts + θ(t − 1) + 2z − 1. This completes
the proof. �

Lemma 52: For z ≤ ts < λ+ s− 1, t 6= 1 and 0 < λ < z,
we have

|P(H(x))| = Υ5(λ) = 3ts+ θ(t− 1) + 2z − 1 (287)

Proof: For the conditions of this lemma, i.e., ts−s+2 ≤ λ ≤
z − 1 and z − 1 ≤ ts− 1, the range of variation of z−1

λ and
thus the value of q is calculated as follows:

1 ≤ z − 1

λ
≤ ts− 1

ts− s+ 2

⇒1 ≤ z − 1

λ
≤ ts− 1

ts− s+ 2
< 2 (288)

⇒q = bz − 1

λ
c = 1, (289)

where (288) comes from the fact that s(t − 2) ≥ 0 and thus
s(t− 2) + 5 > 0. By replacing q = 1 in (271) and (282), we
calculate P(H(x)) = D1 ∪D2 ∪D3 ∪D4 as

P(H(x)) =D1 ∪D2 ∪D3 ∪D4

=D̂123′ ∪ D̃′3 ∪ D̃′′3 ∪D4

={0, . . . , 2ts+ θ(t− 1) + z − 2}
∪ {ts+ θ(t− 1), . . . , θt+ s− 2}
∪ {ts+ tθ, . . . , 2ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(t− 1), . . . , ts+ θt+ z − 2}
∪ {2ts+ θt, . . . , 3ts+ θ(t− 1) + 2z − 2}

={0, . . . , 2ts+ θ(t− 1) + z − 2}
∪ {ts+ tθ, . . . , 2ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(t− 1), . . . , ts+ θt+ z − 2}
∪ {2ts+ θt, . . . , 3ts+ θ(t− 1) + 2z − 2}

(290)
={0, . . . , 2ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(t− 1), . . . , ts+ θt+ z − 2}
∪ {2ts+ θt, . . . , 3ts+ θ(t− 1) + 2z − 2}

(291)
={0, . . . , ts+ θt+ z − 2}
∪ {2ts+ θ(t− 1), . . . , 3ts+ θ(t− 1) + 2z − 2}

(292)
={0, . . . , ts+ θ(t− 1) + θ + z − 2}
∪ {2ts+ θ(t− 1), . . . , 3ts+ θ(t− 1) + 2z − 2}

={0, . . . , 2ts+ θ(t− 1) + λ+ z − 2}
∪ {2ts+ θ(t− 1), . . . , 3ts+ θ(t− 1) + 2z − 2}

={0, . . . , 3ts+ θ(t− 1) + 2z − 2} (293)

where (290) comes from

λ < z

⇒s(1− t) < 0 < z − λ
⇒s− 2 < ts− λz + z − 2

⇒θt+ s− 2 < 2ts+ θ(t− 1) + z − 2

⇒{ts+ θ(t− 1), . . . , θt+ s− 2}
⊂ {0, . . . , 2ts+ θ(t− 1) + z − 2}, (294)
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and (291) comes from

λ < z

⇒λ ≤ z − 1

⇒ts+ tθ ≤ 2ts+ θ(t− 1) + z − 2 + 1, (295)

and (292) comes from

ts− s+ 1 < λ

⇒s(t− 1) + 1 < λ

⇒s(2− 1) + 1 ≤ s(t− 1) + 1 < λ

⇒s < λ

⇒2ts+ (t− 1)θ + s+ z − 2 < ts+ θt+ z − 2, (296)

and (293) comes from the fact that λ + z − 2 ≥ 0 (because
λ ≥ 1 and z ≥ 1) and λ < z (and thus λ < z + ts and
2ts+ θ(t− 1) + λ+ z − 2 < 3ts+ θ(t− 1) + 2z − 2). From
(293), |P(H(x))| = 3ts+ θ(t− 1) + 2z − 1. This completes
the proof. �

In order to calculate P(H(x)) = D̂123′ ∪D̃′3∪D̃′′3 ∪D4 for
the remaining regions of the values of z and λ, i.e., z > λ > 0,
we first calculate D̂123′ ∪D4 using (280) and (282) as follows

P(H(x)) = D1 ∪D2 ∪D3 ∪D4

=D̂123′ ∪ D̃′3 ∪ D̃′′3 ∪D4

={0, . . . , 2ts+ θ(t− 1) + z − 2}

∪
q−1⋃
l=0

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ D̃′3 ∪ D̃′′3

={0, . . . , 2ts+ θ(t− 1) + z − 2}
∪ {2ts+ θ(t− 1), . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ D̃′3 ∪ D̃′′3

={0, . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ D̃′3 ∪ D̃′′3 (297)

=(D̂123′4 ∪ D̃′3) ∪ (D̂123′4 ∪ D̃′′3) for 0 < λ < z,
(298)

where (297) comes from the fact that λ > 0 and thus ts +
θt+ z − 2 > 2ts+ θ(t− 1) + z − 2 and D̂123′4 is equal to

D̂123′4 = {0, . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}.
(299)

Next, we calculate D̂123′4∪D̃′3 and D̂123′4∪D̃′′3 for different
regions of values of z and λ.

Lemma 53:

D̂123′4 ∪ D̃′3 =

{
D123′4(a), z > λ+ s− 1

D123′4(b), z ≤ λ+ s− 1,
(300)

D123′4(a) = {0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2},
(301)

D123′4(b) = {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(t+ q − 2), . . . , ts+ θ(t+ q − 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(302)

Proof: From (299) and (271), we have:

D̂123′4 ∪ D̃′3 = {0, . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

∪
t+q−2⋃
l′=t−1

{ts+ θl′, . . . , θ(l′ + 1) + s− 2}

={0, . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {ts+ θ(t− 1), . . . , θt+ s− 2}

∪
t+q−2⋃
l′=t

{ts+ θl′, . . . , θ(l′ + 1) + s− 2}

={0, . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

∪
t+q−2⋃
l′=t

{ts+ θl′, . . . , θ(l′ + 1) + s− 2} (303)

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}
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∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

∪
t+q−2⋃
l′=t

{ts+ θl′, . . . , θ(l′ + 1) + s− 2}

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {ts+ θt, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l′=t

{ts+ θ(l′ + 1), . . . , θ(l′ + 2) + s− 2} (304)

where (303) comes from the fact that s < ts + z and thus
θt + s − 2 < ts + θt + z − 2; this results in {ts + θ(t −
1), . . . , θt+ s− 2} ⊂ {0, . . . , ts+ θt+ z − 2}.

Now, we consider the two cases; Case 1: z > λ + s − 1,
and Case 2: z ≤ λ+ s− 1, and simplify (304) for each case.

Case 1: z > λ + s − 1. For this case,
⋃t+q−3
l′=t {ts +

θ(l′ + 1), . . . , θ(l′ + 2) + s− 2} is a subset of
⋃t+q−2
l=t {2ts+

θl, . . . , ts+θ(l+1)+z−2}. This is formulated in the following
and demonstrated in Fig. 8 and 9.

0 < λ

⇒ts < θ

⇒2ts+ θl < ts+ θ(l + 1), (305)

and

λ+ s− 1 < z

⇒λ+ s ≤ z
⇒θ + s− 2 ≤ ts+ z − 2

⇒θ(l + 2) + s− 2 ≤ ts+ θ(l + 1) + z − 2. (306)

On the other hand, {ts+θt, . . . , θ(t+1)+s−2} is a subset
of {0, . . . , ts+ θt+ z− 2}. This is expressed in the following
and demonstrated in Fig. 8 and 9.

λ+ s− 1 < z

⇒s+ λ ≤ z
⇒ts+ z ≤ θ + s

⇒θ(t+ 1) + s− 2 ≤ ts+ θt+ z − 2, (307)

Therefore, for the case of z > λ + s − 1, (304) is simplified
as

D̂123′4 ∪ D̃′3 = {0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
(308)

Case 2: z ≤ λ + s − 1. For this case, the union of {ts +
θt, . . . , θ(t + 1) + s − 2} and {0, . . . , ts + θt + z − 2} is
equal to {0, . . . , θ(t+ 1) + s− 2}. This can be derived from
(307) and demonstrated in Fig. 10 and 11. On the other hand,
the union of

⋃t+q−3
l′=t {ts + θ(l′ + 1), . . . , θ(l′ + 2) + s − 2}

and
⋃t+q−2
l=t {2ts+ θl, . . . , ts+ θ(l + 1) + z − 2} is equal to⋃t+q−3

l=t {2ts + θl, . . . , θ(l + 2) + s − 2} ∪ {2ts + θ(t + q −
2), . . . , ts+θ(t+q−1)+z−2}. This can be derived from (305)
and (306) and demonstrated in Fig. 10 and 11. Therefore, for
the case of z ≤ λ+ s− 1, (304) is simplified as

D̂123′4 ∪ D̃′3 = {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(t+ q − 2), . . . , ts+ θ(t+ q − 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(309)

This completes the proof. �
Lemma 54: The following equalities hold.

D̂123′4 ∪ D̃′′3 =

{
D123′′4(a), qλ ≥ s
D123′′4(b), qλ < s,

(310)

D123′′4(a) = {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , ts+ θ(q + t− 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2},

(311)

D123′′4(b) = {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(312)

Proof: From (299) and (271), we have

D̂123′4 ∪ D̃′′3 = {0, . . . , ts+ θt+ z − 2}

∪
q−1⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {ts+ (q + t− 1)θ, . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}

={0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , ts+ θ(q + t− 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {ts+ (q + t− 1)θ, . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}

(313)

To simplify the above equation, we consider the two cases;
Case 1: qλ ≥ s, and Case 2: qλ < s.

Case 1: qλ ≥ s. For this case, {ts+ (q + t− 1)θ, . . . , (q +
1)ts+ (t− 1)θ + s+ z − 2} is a subset of {2ts+ θ(q + t−
2), . . . , ts+θ(q+t−1)+z−2}. This is shown mathematically
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in the following and demonstrated in Fig. 8 and 10:

qλ ≥ s
⇒θq + z − 2 ≥ qts+ s+ z − 2

⇒ts+ θ(q + t− 1) + z − 2 ≥
(q + 1)ts+ (t+ 1)θ + s+ z − 2, (314)

and

ts < ts+ λ

⇒2ts+ θ(q + t− 2) < ts+ (q + t− 1)θ. (315)

Therefore, for the case of qλ ≥ s, (313) is simplified as:

D̂123′4 ∪ D̃′′3 = {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , ts+ θ(q + t− 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(316)

Case 2: qλ < s. For this case, the union of {ts+ (q + t−
1)θ, . . . , (q+1)ts+(t−1)θ+s+z−2} and {2ts+θ(q+ t−
2), . . . , ts+ θ(q+ t− 1) + z− 2} is equal to {2ts+ θ(q+ t−
2), . . . , (q+ 1)ts+ (t− 1)θ+ s+ z− 2}. This can be derived
mathematically from (314) and (315) and demonstrated in Fig.
9 and 11. Therefore, for the case of qλ < s, (313) is simplified
as

D̂123′4 ∪ D̃′′3 = {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(317)

This completes the proof. �

Lemma 55: For λ + s− 1 < z ≤ ts, 0 < λ < z, t 6= 1 and
qλ ≥ s, we have

|P(H(x))| = Υ6(λ) = 2ts+θ(t−1)+(q+2)z−q−1 (318)

Proof: From (298) and Lemmas 53 and 54, we have

P(H(x)) = (D̂123′4 ∪ D̃′3) ∪ (D̂123′4 ∪ D̃′′3)

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , ts+ θ(q + t− 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {2ts+ θ(q + t− 2), . . . , ts+ θ(q + t− 1) + z − 2}

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
(319)

Next, we show that the subsets shown in (319) do not have
overlap.

z ≤ ts
⇒z − 2 < ts

⇒ts+ θt+ z − 2 < 2ts+ θt

& ts+ θ(l + 1) + z − 2 < 2ts+ θ(l + 1). (320)

Therefore, by calculating the size of each subset, we can
calculate the number of elements of P(H(x)). The size of
{0, . . . , ts + θt + z − 2} is equal to ts + θt + z − 1. The
size of

⋃t+q−2
l=t {2ts + θl, . . . , ts + θ(l + 1) + z − 2} is

equal to (q − 1)(λ + z − 1). The size of {2ts + θ(q + t −
1), . . . , (q+2)ts+θ(t−1)+2z−2} is equal to −λq+2z−1.
Therefore, P(H(x)) is equal to the sum of all these sizes, i.e.,
P(H(x)) = ts+θt+z−1+(q−1)(λ+z−1)−λq+2z−1 =
2ts+ θ(t−1) + (q+ 2)z− q−1. This completes the proof. �

Lemma 56: For λ + s− 1 < z ≤ ts, 0 < λ < z, t 6= 1 and
qλ < s, we have

|P(H(x))| = Υ7(λ) =θ(t+ 1) + q(z − 1)− 2λ+ z + ts

+ min{0, z + s(1− t)− λq − 1}
(321)

Proof: From (298) and Lemmas 53 and 54, we have

P(H(x)) = (D̂123′4 ∪ D̃′3) ∪ (D̂123′4 ∪ D̃′′3)

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪{2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}
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∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪{2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
={0, . . . , ts+ θt+ z − 2}

∪
t+q−2⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪{2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

={0, . . . , ts+ θt+ z − 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪{2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(322)

Next, we show that the subsets shown in (322), do not have
overlap except for the last two subsets of {2ts + θ(q + t −
2), . . . , (q + 1)ts + (t − 1)θ + s + z − 2} and {2ts + θ(q +
t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

z ≤ ts
⇒z − 2 < ts

⇒ts+ θ(l + 1) + z − 2 < 2ts+ θ(l + 1) (323)

Therefore, by calculating the size of each subset, we can
calculate the number of elements of P(H(x)). The size of
{0, . . . , ts+ θt+ z − 2} is equal to ts+ θt+ z − 1. The size
of
⋃t+q−3
l=t {2ts + θl, . . . , ts + θ(l + 1) + z − 2} is equal to

(q−2)(λ+z−1). The size of {2ts+θ(q+t−2), . . . , (q+1)ts+
(t−1)θ+s+z−2}∪{2ts+θ(q+t−1), . . . , (q+2)ts+θ(t−1)+
2z−2} is equal to min{λ(1−2q)+3z+s−2, θ−λq+2z−1}.
Therefore, |P(H(x))| is equal to the sum of all these sizes,

i.e., |P(H(x))| = θ(t+1)+q(z−1)−2λ+z+ts+min{0, z+
s(1− t)− λq − 1}. This completes the proof. �

Lemma 57: For z ≤ λ + s− 1 ≤ ts, 0 < λ < z, t 6= 1 and
qλ ≥ s, we have

|P(H(x))| = Υ8(λ) = 2ts+θ(t−1)+3z+(λ+s−1)q−λ−s−1
(324)

Proof: From (298) and Lemmas 53 and 54, we have

P(H(x)) = (D̂123′4 ∪ D̃′3) ∪ (D̂123′4 ∪ D̃′′3)

= {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(t+ q − 2), . . . , ts+ θ(t+ q − 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , ts+ θ(q + t− 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
= {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(t+ q − 2), . . . , ts+ θ(t+ q − 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}
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= {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(t+ q − 2), . . . , ts+ θ(t+ q − 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(325)

Next, we show that the subsets shown in (325) do not have
overlap

λ+ s− 1 ≤ ts
⇒λ+ s− 2 < ts

⇒θ(l + 1) + s− 2 < 2ts+ θl (326)

and

z ≤ ts
⇒z − 2 < ts

⇒ts+ θ(t+ q − 1) + z − 2 < 2ts+ θ(q + t− 1) (327)

Therefore, by calculating the size of each subset, we can
calculate the number of elements of P(H(x)). The size of
{0, . . . , θ(t + 1) + s − 2} is equal to θ(t + 1) + s − 1. The
size of

⋃t+q−3
l=t {2ts + θl, . . . , θ(l + 2) + s − 2} is equal to

(q− 2)(2λ+ s− 1). The size of {2ts+ θ(t+ q− 2), . . . , ts+
θ(t + q − 1) + z − 2} is equal to z + λ − 1. The size of
{2ts+θ(q+ t−1), . . . , (q+2)ts+θ(t−1)+2z−2} is equal
to 2z − qλ− 1. Therefore, |P(H(x))| is equal to the sum of
all these sizes, i.e., |P(H(x))| = 2ts+ θ(t− 1) + 3z + (λ+
s− 1)q − λ− s− 1. This completes the proof. �

Lemma 58: For z ≤ λ + s− 1 ≤ ts, 0 < λ < z, t 6= 1 and
qλ < s:

|P(H(x))| = Υ9(λ) =θ(t+ 1) + q(s− 1)− 3λ+ 3z − 1

+ min{0, ts− z + 1 + λq − s}
(328)

Proof: From (298) and Lemmas 53 and 54, we have

P(H(x)) = (D̂123′4 ∪ D̃′3) ∪ (D̂123′4 ∪ D̃′′3)

= {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(t+ q − 2), . . . , ts+ θ(t+ q − 1) + z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
∪ {0, . . . , ts+ θt+ z − 2}

∪
q−2⋃
l=1

{2ts+ θ(l + t− 1), . . . , ts+ θ(l + t) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
(329)

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}
= {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , ts+ θ(l + 1) + z − 2}

∪ {2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
= {0, . . . , θ(t+ 1) + s− 2}

∪
t+q−3⋃
l=t

{2ts+ θl, . . . , θ(l + 2) + s− 2}

∪ {2ts+ θ(q + t− 2), . . . , (q + 1)ts+ (t− 1)θ + s+ z − 2}
∪ {2ts+ θ(q + t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

(330)
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Next, we show that the subsets shown in (330), do not have
overlap except for the last two subsets of {2ts + θ(q + t −
2), . . . , (q + 1)ts + (t − 1)θ + s + z − 2} and {2ts + θ(q +
t− 1), . . . , (q + 2)ts+ θ(t− 1) + 2z − 2}

λ+ s− 1 ≤ ts
⇒λ+ s− 2 < ts

⇒θ(l + 1) + s− 2 < 2ts+ θl (331)

Therefore, by calculating the size of each subset, we can
calculate the number of elements of P(H(x)). The size of
{0, . . . , θ(t+ 1) + s−2} is equal to θ(t+ 1) + s−1. The size
of
⋃t+q−3
l=t {2ts+θl, . . . , θ(l+2)+s−2} is equal to (q−2)(2λ+

s−1). The size of {2ts+θ(q+t−2), . . . , (q+1)ts+(t−1)θ+
s+z−2}∪{2ts+θ(q+t−1), . . . , (q+2)ts+θ(t−1)+2z−2}
is equal to min{λ(1 − 2q) + 3z + s − 2, θ − λq + 2z − 1}.
Therefore, |P(H(x))| is equal to the sum of all these sizes,
i.e., |P(H(x))| = θ(t+1)+q(s−1)−3λ+3z−1+min{0, ts−
z + 1 + λq − s}. This completes the proof. �

From Lemmas 45, 47, 48, 49, 51, 52, 55, 56, 57 and 58,
Theorem 8 is proved.

APPENDIX G: PROOF OF LEMMA 9

A. AGE-CMPC Versus Entangled-CMPC

NAGE-CMPC = 2s + 2z − 1 when t = 1 using (30). On the
other hand, NEntangled-CMPC = 2s + 2z − 1 from [15]. Thus,
NAGE-CMPC = NEntangled-CMPC when t = 1.
NAGE-CMPC is expressed as in the following when t 6= 1

using (30) and (31).

NAGE-CMPC = min
λ

Γ

≤Γ for λ = 0

=

{
2st2 + 2z − 1, z > ts− s,
st2 + 3st− 2s+ t(z − 1) + 1, z ≤ ts− s,

=NEntangled-CMPC, (332)

where the last equality comes from [15].
From the above discussion, we conclude that NAGE-CMPC <

NEntangled-CMPC when 0 < λ∗ ≤ z. For the case of λ∗ = 0,
NAGE-CMPC = NEntangled-CMPC. This completes the comparison
between NAGE-CMPC and NEntangled-CMPC.

B. AGE-CMPC Versus SSMM
NAGE-CMPC = 2s + 2z − 1 when t = 1 using (30). On

the other hand, NSSMM = 2s + 2z − 1 from [16]. Thus,
NAGE-CMPC = NSSMM when t = 1. Next, we consider the
case of t 6= 1 and compare NAGE-CMPC with NSSMM.
NAGE-CMPC is expressed as the following when t 6= 1 using

(30) and (31).

NAGE-CMPC = min
λ

Γ

≤Γ for λ = z

=2ts+ (ts+ z)(t− 1) + 2z − 1

=(t+ 1)(ts+ z)− 1

=NSSMM, (333)

where the last equality comes from Theorem 1 in [16].
From the above discussion, we conclude that NAGE-CMPC <

NSSMM when 0 ≤ λ∗ < z. For the case of λ∗ = z,
NAGE-CMPC = NSSMM. This completes the comparison between
NAGE-CMPC and NSSMM.

C. AGE-CMPC Versus GCSA-NA
NAGE-CMPC = 2s + 2z − 1 when t = 1 using (30). On

the other hand, NGCSA-NA = 2s + 2z − 1 from [17]. Thus,
NAGE-CMPC = NGCSA-NA when t = 1. Next, we consider the
case of t 6= 1 and compare NAGE-CMPC with NGCSA-NA.
NAGE-CMPC is expressed as the following when t 6= 1 using

(30) and (31).

NAGE-CMPC = min
λ

Γ

≤Γ for λ = 0
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=

{
2st2 + 2z − 1, z > ts− s,
st2 + 3st− 2s+ t(z − 1) + 1, z ≤ ts− s,{

= 2st2 + 2z − 1, z > ts− s,
≤ 2st2 + 2z − 1, z ≤ ts− s,

(334){
= NGCSA-NA, z > ts− s
≤ NGCSA-NA, z ≤ ts− s

, (335)

where (334) comes from the condition of z ≤ ts − s as
described in the following:

st2+3st− 2s+ t(z − 1) + 1

= st2 + 3st− 2s+ tz − t− 2z + 2z + 1

= st2 + 3st− 2s+ (t− 2)(z)− t+ 2z + 1

≤ st2 + 3st− 2s+ (t− 2)(ts− s)− t+ 2z + 1

= 2st2 + 2z − 1− t+ 2

≤ 2st2 + 2z − 1 (336)

and (335) comes from Theorem 1 in [17].
From the above discussion, we conclude that NAGE-CMPC <

NGCSA-NA when 0 < λ∗ ≤ z. For the case of λ∗ = 0,
NAGE-CMPC ≤ NGCSA-NA. This completes the comparison
between NAGE-CMPC and NGCSA-NA.

D. AGE-CMPC Versus PolyDot-CMPC

To prove this lemma, we consider different regions for the
value of z, and prove that in all of the regions, the inequality
of NAGE-CMPC ≤ NPolyDot-CMPC is valid.

(i) z > ts, t 6= 1: For this region, We consider the two cases
of (a) s 6= 1 and (b) s = 1.

(a) s 6= 1: From (30) and (31), we have

NAGE-CMPC = min
λ

Γ

≤Γ for 0 < λ = ts− t < z

=(q + 2)ts+ θ(t− 1) + 2z − 1 for λ = ts− t

=(min{b z − 1

2ts− t− ts
c, t− 1}+ 2)ts+

(2ts− t)(t− 1) + 2z − 1

=NPolyDot-CMPC, (337)

where the last equality comes from (22).
(b) s = 1: From (30) and (31), we have

NAGE-CMPC = min
λ

Γ

≤Γ for λ = 0

=2t2 + 2z − 1

=NPolyDot-CMPC, (338)

where the last equality comes from NPolyDot-CMPC defined in
(22) for s = 1 and z > ts.

(ii) t−1
t−2 (ts− t) < z ≤ ts, t 6= 1: This condition exists only

if the constraint of t−1t−2 (ts−t) < ts is satisfied. This constraint
is satisfied when

s+ 1 < t. (339)

Next, we show that, for 0 < λ = ts− t < z, Γ is equal to
one of Υi(λ)’s where i = 6, 7, 8, 9. Then, we show that each
Υi(λ), i = 6, 7, 8, 9 for λ = ts− t is less than NPolyDot-CMPC.
For this purpose, we first assert that the conditions for this
case, i.e., λ = ts − t < t−1

t−2 (ts − t) < z ≤ ts, t 6= 1, do not
satisfy the conditions for Υi(λ), i = 1, 2, 3, 4, 5.The reason
is that 0 < t(s − 1) = λ does not satisfy the condition for
Υi(λ), i = 1, 2, 3. On the other hand, z ≤ ts does not satisfy
the condition for Υ4(λ). In addition, from (339), s − 1 < t
and thus ts− s+ 1 > ts− t = λ, which does not satisfy the
condition for Υ5(λ).

We consider the following cases; q = 0 and q = 1.
(a) q = 0: For this case, based on the definition of q, we

should have either (1) z−1
λ = z−1

ts−t < 1, which is not possible
as this contradicts the condition of (ii) that requires ts− t <
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t−1
t−2 ts − t < z, so ts − t ≤ z − 1, or (2) t = 1, which is
not possible as (339) results in s < 0, which is not a valid
inequality.

(b) q = 1: From (31), this falls under the condition of Υ6(λ)
and Υ8(λ) as qλ = λ = s(t− 1) ≥ s. For this case, either the
condition of λ+s−1 < z (condition of Υ6(λ)) or z ≤ λ+s−1
(condition of Υ8(λ)) is satisfied. Both Υ6(λ) and Υ8(λ) are
less than NPolyDot-CMPC as shown below.

For s 6= 1, we have

Υ6(λ) = 2ts+ θ(t− 1) + (q + 2)z − q − 1

= 2ts+ (ts+ ts− t)(t− 1) + 3z − 2

< 2ts+ (2ts− t)(t− 1) + 3z − 1

= NPolyDot-CMPC, (340)

where the last equality comes from NPolyDot-CMPC defined in
(22) for ts − t < z ≤ ts, s 6= 1. Next, we consider the case
s = 1.

For s = 1, from (339), we have t > 2 and from the condition
of (ii), we have z ≤ t. Therefore, we have

Υ6(λ) = 2ts+ θ(t− 1) + (q + 2)z − q − 1

= 2t+ (2t− t)(t− 1) + 3z − 2

= t2 + t+ 3z − 2

< t2 + t+ 2z + z − 1

< t2 + t+ tz + t− 1 (341)

= t2 + 2t+ tz − 1

= NPolyDot-CMPC, (342)

where (341) comes from t > 2 and z ≤ t. The last equality
comes from NPolyDot-CMPC defined in (22) for s = 1, z ≤ t.

From (340) and (342), we conclude Υ6(λ) < NPolyDot-CMPC.
For s 6= 1, we have

Υ8(λ) = 2ts+ θ(t− 1) + 3z + (λ+ s− 1)q − λ− s− 1

= 2ts+ (2ts− t)(t− 1) + 3z

+ λ+ s− 1− λ− s− 1

= 2ts+ (2ts− t)(t− 1) + 3z − 2

< 2ts+ (2ts− t)(t− 1) + 3z − 1

= NPolyDot-CMPC, (343)

where the last equality comes from NPolyDot-CMPC defined in
(22) for ts− t < z ≤ ts, s 6= 1. Next, we consider the case of
s = 1.

For s = 1, from (339), we have t > 2 and from the condition
of (ii), we have z ≤ t. Therefore, similar to (341), we have

Υ8(λ) = 2ts+ θ(t− 1) + 3z + (λ+ s− 1)q − λ− s− 1

= 2t+ (2t− t)(t− 1) + 3z + λ+ 1− 1− λ− 1− 1

= t2 + t+ 3z − 2

< t2 + 2t+ tz − 1

= NPolyDot-CMPC, (344)

where the last inequality comes from t > 2 and z ≤ t and
the last equality comes from NPolyDot-CMPC defined in (22) for
s = 1, z ≤ t.

From (343) and (344), we conclude Υ8(λ) < NPolyDot-CMPC.

From the above discussion, Γ for λ = ts − t is less than
NPolyDot-CMPC for the condition of (ii). Therefore, we have:

NAGE-CMPC = min
λ

Γ

≤Γ for 0 < λ = ts− t < z

<NPolyDot-CMPC, (345)

(iii) z ≤ t−1
t−2 (ts − t), s, t 6= 118: It is shown in the

proof of Lemma 4 in Appendix C, that for the condition of
(iii), NSSMM ≤ NPolyDot-CMPC. On the other hand, from the
comparison of NAGE-CMPC and NSSMM in Section IX-B of this
appendix, NAGE-CMPC ≤ NSSMM. Therefore, for this region,
NAGE-CMPC ≤ NPolyDot-CMPC.

(iv) t = 1: For this region, from (30), we have:

NAGE-CMPC = 2s+ 2z − 1

= NPolyDot-CMPC, (346)

where the last equality comes from NPolyDot-CMPC defined in
(22) for t = 1.

From (i), (ii), (iii), and (iv), the number of workers required
by AGE-CMPC method is always less than or equal to the
number of workers required by PolyDot-CMPC. This com-
pletes the comparison between NAGE-CMPC and NPolyDot-CMPC.

APPENDIX H: PROOF OF REQUIRING MORE NUMBER OF
WORKERS FOR λ > z THAN λ = z 19

Intuitively, for λ > z, the created gaps in the powers of
CB(x) in (24) will not result in reducing the number of
required workers more than the case of λ = z as the main
benefit of creating gaps in powers of CB(x) is that it allows
us to choose the powers of secret terms from the gaps that
will be created in powers of CA(x)CB(x) without interfering
with the important powers. It is worth recalling that the total
number of the powers of secret terms is equal to the number
of colluding workers, z, i.e., |P(SA(x))| = |P(SB(x))| = z,
therefore considering more than z number of gaps in powers of
coded terms is not beneficial and just results in increasing the
powers of coded and secret terms, and consequently increasing
the required number of workers. In the following, we provide
the mathematical proof.

Lemma 59: For z ≤ λ ≤ z + s− 1, t 6= 1, we have

|P(H(x))| = 2ts+ (ts+ λ)(t− 1) + 2z − 1, (347)

and for λ > z + s− 1, t 6= 1, we have the following

|P(H(x))| = 2ts+ (ts+ z + s− 1)(t− 1) + 2z − 1.
(348)

Proof: To prove this lemma, we first calculate D3 from (26)

18Note that for this case, we have s 6= 1 as z ≤ t−1
t−2

t(s− 1).
19Note that according to (30) for the case of t = 1, the required number

of workers is independent of λ, therefore in this appendix we just consider
the case of t 6= 1.
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and (28):

D3 =P(SA(x)) + P(CB(x))

=P(SA2
(x)) + P(CB(x))

={ts+ u : 0 ≤ u ≤ z − 1}
+{s− 1− k + θl : 0 ≤ l ≤ t− 1, 0 ≤ k ≤ s− 1, }
={ts, . . . , ts+ z + s− 2}+ {θl : 0 ≤ l ≤ t− 1}

=

t−1⋃
l=0

{θl + ts, . . . , θl + ts+ z + s− 2}. (349)

D1 defined in (253) is calculated in (258). Therefore, we have:

D13 =D1 ∪D3

=

t−1⋃
l=0

{θl, . . . , ts+ s− 2 + θl}

∪
t−1⋃
l=0

{θl + ts, . . . , θl + ts+ z + s− 2}

=

t−1⋃
l=0

{θl, . . . , θl + ts+ z + s− 2} (350)

where (350) comes from the fact that θl < θl+ ts ≤ ts+ s−
2 + θl+ 1 ≤ θl+ ts+ z + s− 2. To calculate D13 ∪D2, we
consider two different cases based on the value of λ.

Case 1: z ≤ λ ≤ z+s−1. In this case, θl+ts+z+s−2+1 ≥
θl+ ts+ λ = θ(l+ 1) and thus there is no gap between each
two consecutive subsets of D13, i.e.,

⋃t−1
l=0{θl, . . . , θl + ts +

z + s− 2}. Therefore, we have

D13 = {0, . . . , θ(t− 1) + ts+ z + s− 2}. (351)

Next, we calculate D123 = D13 ∪D2 from (351) and (259).

D123 =D1 ∪D3 ∪D2

={0, . . . , θ(t− 1) + ts+ z + s− 2}
∪ {ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}

={0, . . . , 2ts+ θ(t− 1) + z − 2}, (352)

where the last equality comes from the fact that 0 < ts+θ(t−
1) ≤ θ(t−1)+ts+z+s−2 < 2ts+θ(t−1)+z−2. Next, we
first calculate D4, and then its union with D123. From (28)
and (29), we have

D4 =P(SA(x)) + P(SB(x))

={ts, . . . , ts+ z − 1}
+{ts+ θ(t− 1), . . . , ts+ θ(t− 1) + z − 1}
={2ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + 2z − 2}. (353)

From (252), (352) and (353), we have

P(H(x)) =D123 ∪D4

= {0, . . . , 2ts+ θ(t− 1) + z − 2}∪
{2ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + 2z − 2}

={0, . . . , 2ts+ θ(t− 1) + 2z − 2}. (354)

Therefore, in case 1, |P(H(x))| = 2ts+θ(t−1)+2z−2+1 =
2ts+ (ts+ λ)(t− 1) + 2z − 1. This proves (347) in Lemma

59.
Case 2: λ > z + s− 1. In this case from (350), we have

D13 =

t−1⋃
l=0

{θl, . . . , θl + ts+ z + s− 2}

={0, . . . , ts+ z + s− 2}
∪{θ, . . . , θ + ts+ z + s− 2} ∪ . . .
∪{θ(t− 1), . . . , θ(t− 1) + ts+ z + s− 2}. (355)

Now let us calculate D123 = D13 ∪D2 from (355) and (259)

D123 =D1 ∪D3 ∪D2

=

t−1⋃
l=0

{θl, . . . , θl + ts+ z + s− 2}

∪ {ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}

=

t−2⋃
l=0

{θl, . . . , θl + ts+ z + s− 2}

∪{θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}, (356)

where (356) comes from the fact that θ(t−1) < ts+θ(t−1) <
θ(t− 1) + ts+ z + s− 2 < 2ts+ θ(t− 1) + z − 2. Next, we
calculate P(H(x)) = D123 ∪D4 from (353) and (356).

P(H(x)) =D123 ∪D4

=

t−2⋃
l=0

{θl, . . . , θl + ts+ z + s− 2}

∪{θ(t− 1), . . . , 2ts+ θ(t− 1) + z − 2}
∪{2ts+ θ(t− 1), . . . , 2ts+ θ(t− 1) + 2z − 2}

=

t−2⋃
l=0

{θl, . . . , θl + ts+ z + s− 2}

∪{θ(t− 1), . . . , 2ts+ θ(t− 1) + 2z − 2}, (357)

where (357) is resulted from the fact that θ(t−1) < 2ts+θ(t−
1) ≤ 2ts+θ(t−1)+z−2+1 ≤ 2ts+θ(t−1)+2z−2. In the
above equation, there exist θ(l+1)−(θl+ts+z+s−2)−1 =
λ− z − s+ 1 gaps between each two consecutive subsets of⋃t−2
l=0{θl, . . . , θl + ts + z + s − 2}. Therefore, in case 2 we

have

|P(H(x))| (358)
= 2ts+ θ(t− 1) + 2z − 2 + 1− (t− 1)(λ− z − s+ 1)

= 2ts+ (ts+ λ− λ+ z + s− 1)(t− 1) + 2z − 1

= 2ts+ (ts+ z + s− 1)(t− 1) + 2z − 1. (359)

This proves (348) in Lemma 59.
This completes the proof of Lemma 59. �
From Lemma 59, |P(H(x))| in (347) is always less than or

equal to |P(H(x))| in (348) because of the fact that in (347)
we have λ ≤ z+ s− 1 and as a result 2ts+ (ts+λ)(t− 1) +
2z−1 ≤ 2ts+(ts+z+s−1)(t−1)+2z−1. On the other hand,
|P(H(x))| in (347) is an increasing function of λ. Therefore,
the choice of λ = z results is the minimum required number
of workers in the range of z ≤ λ. This completes the proof.
�
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