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ABSTRACT
Deepfake techniques have been widely used for malicious purposes,

prompting extensive research interest in developingDeepfake detec-

tion methods. Deepfake manipulations typically involve tampering

with facial parts, which can result in inconsistencies across different

parts of the face. For instance, Deepfake techniques may change

smiling lips to an upset lip, while the eyes remain smiling. Existing

detection methods depend on specific indicators of forgery, which

tend to disappear as the forgery patterns are improved. To address

the limitation, we proposeMover, a new Deepfake detection model

that exploits unspecific facial part inconsistencies, which are in-

evitable weaknesses of Deepfake videos.Mover randomly masks

regions of interest (ROIs) and recovers faces to learn unspecific

features, which makes it difficult for fake faces to be recovered,

while real faces can be easily recovered. Specifically, given a real

face image, we first pretrain a masked autoencoder to learn facial

part consistency by dividing faces into three parts and randomly

masking ROIs, which are then recovered based on the unmasked

facial parts. Furthermore, to maximize the discrepancy between

real and fake videos, we propose a novel model with dual networks

that utilize the pretrained encoder and masked autoencoder, re-

spectively. 1) The pretrained encoder is finetuned for capturing the

encoding of inconsistent information in the given video. 2) The

pretrained masked autoencoder is utilized for mapping faces and

distinguishing real and fake videos. Our extensive experiments on

standard benchmarks demonstrate thatMover is highly effective.

CCS CONCEPTS
• Security and privacy→ Social aspects of security and privacy.

KEYWORDS
Deepfake detection, facial part consistency, masking and recovering

1 INTRODUCTION
Deepfake refers to the utilization of AI algorithms to fabricate con-

vincing yet fake videos of a person’s face – e.g. speaking words that

they have never actually done before [6, 59]. Despite its potential
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Figure 1: Deepfake videos often lack consistency among
facial parts. Exploiting these inconsistencies, our Mover
method effectively distinguishes real faces from fakes by re-
covering real faces more accurately than fake images, while
being pretrained only on real images.

in fields like film and entertainment, malicious use of Deepfake

technology poses significant threats to individuals and society [60],

emphasizing the importance of developing effective Deepfake de-

tection techniques.

Numerous techniques for detecting Deepfakes have been pro-

posed, which can be broadly classified into two categories: those

based on implicit clues and those based on explicit clues. Methods

based on implicit clues [1, 2, 5, 33, 43, 45, 47, 50–52, 63, 64] use

supervised learning to distinguish genuine and fake videos without

explicitly incorporating clues to detect Deepfake videos, making

it challenging to understand the underlying detection clues. Re-

cent methods that employ explicit clues [3, 4, 10, 16, 18–21, 24, 29–

31, 34, 37, 39, 41, 42, 44, 49, 58, 61, 65–67] have achieved more

promising performance. However, given the rapid advancement of

Deepfake technology, various falsification traces can be left behind,

rendering detection methods that rely on specific facial features vul-

nerable to attack. Additionally, in real-world scenarios, the provided

video may be generated using unknown manipulation techniques,

which may result in a drop in performance [5, 28, 31, 39, 44, 45, 50–

52, 64] when detecting forgeries outside of the training dataset. This

motivates us to develop a method that does not depend on manually
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designed clues or specific Deepfake patterns but also does not sim-

ply perform supervised learning to distinguish between genuine

and fake.

Our idea, inspired by psychology and facial expression studies

[12, 32, 46, 56, 57], is to harness the inherent consistency present

in real human faces. Since fake faces lack genuine human psychol-

ogy, it becomes challenging to maintain consistency in facial parts.

Consistency refers to the harmony and coherence among facial

parts, such as eyes, eyebrows, and mouth, as they contribute to

overall facial expressions. These consistencies exist in real faces

but are often challenging to replicate through Deepfake generation

methods [16–18, 61, 62, 67]. For example, in Fig. 1, the fake face

from the FaceForensics++ dataset [45] has been manipulated by

Face2Face[54] to be upward, lacking consistency with other facial

features because the cheek and eye parts are not upward. We can

further confirm this inconsistency in fake videos by checking the

pixel-level correlation (Fig.3) and the inconsistency areas of facial

parts (Fig.5).

How can we utilize facial consistency for robust Deepfake de-

tection? We hypothesize that while it is difficult to generate videos

with perfect facial consistency, creating a model that can restore

a masked face image while maintaining consistency is easier and

more feasible. To realize this restoration concept, we pretrain a

simple yet powerful masked autoencoder (MAE) model [22] solely

on real images. Furthermore, we guide its masking pattern by fa-

cial parts (Algorithm 1), enabling the model to learn unspecific

facial part consistency. The consideration of the facial parts is im-

portant, which distinguishes our work from trying to reconstruct

the whole face without considering the semantic parts of faces [2].

Consequently, applying our pretrained MAE to fake images with

inconsistent facial parts yields more differences between the orig-

inal and reconstructed fakes than real faces. In this manner, our

MAE pretraining, which we refer stage 1, provides a powerful

representation to distinguish real faces from Deepfake faces. We

further finetune the pretrained model for more robust Deepfake

detection by using Finetuning Network and Mapping Network to

detect fakes for unknown domains, which we refer stage 2.

Stage 1: The primary objective of the first stage is pretraining a
model to capture the consistency among all facial parts in real faces.
Inspired by [22], we propose a novel self-supervised pretraining

method that is based on masking and recovering faces, named

Mover. Unlike MAE [22], which randomly masks most areas of the

image,Mover introduces a masking strategy conditioned on facial

part consistencies to randomly mask the Regions of interest (ROIs).

When we split the faces into different parts and randomly select a

part to mask the ROIs randomly, the autoencoder can thus better

learn the consistencies among all facial parts by reconstructing (or

recovering) the missing pixels.

Stage 2: The goal of the second stage is utilizing the pretrained
model to distinguish a real and fake video. Specifically, it finetunes
the representation from the first stage, so that it has better discrim-

inability of real and fake ones and better domain generalization on

diverse Deepfake patterns. To do so, we design two sub-networks.

The first branch (Fig.2-a) is Finetuning Network that aggregates

facial part consistencies and finetunes the model to classify real

videos and fake videos. Using the trained encoder of the first stage

to extract features, the model can learn the difference between real

videos and fake videos with respect to the consistency of facial

parts. The second branch (Fig.2-b) is the Mapping Network, which

employs the trained masked autoencoder of the first stage to re-

construct faces. By developing a Mapping Network, the branch can

map original real faces into itsMover’s reconstruction but fail to

map fake faces into its Mover’s reconstruction. By minimizing the

mean squared error (MSE) loss between reconstructed faces and

mapped faces, the model amplifies inconsistencies in fake faces and

consistencies in real videos. Furthermore, to explicitly promote the

generalization to unseen DeepFake patterns, we use meta-learning,

where the different types of Deepfake videos are split into Meta-

train and Meta-test in the training phase. The main contributions

are as follows.

(1) We propose Mover for the Deepfake detection that can learn

to utilize the consistencies among all facial parts by masking and

recovering faces, which presents an important clue to identifying

unknown Deepfakes. To the best of our knowledge, we are the

first to adapt the masked autoencoder for Deepfake detection. We

find that straightforwardly applying a masked autoencoder (MAE)

for Deepfake detection did not achieve satisfactory results, but

developing a unique adaptation of the MAE allows us to detect

Deepfakes successfully.

(2) To develop a model that can generalize to unseen Deepfake

patterns, we introduce a two-stage strategy, where the first stage

uses real images only and learns the representation unspecific to

any Deepfake or any facial part, and the second stage learns a more

robust representation that maximizes the discrepancy between real

faces and fake faces.

(3) Extensive experiments on benchmark datasets, including Face-

Forensics++ [45], Celeb-DF [36], WildDeepfake (WildDF) [68], and

DFDC preview (DFDCP) [9] show that Mover achieves excellent
performance under various metrics.

2 RELATEDWORK
2.1 Deepfake Synthesis Methods
Li et al. [36] break down the Deepfake synthesis methods into

two generations. First-generation methods include Face2Face [54],

FaceSwap [13], NeuralTextures [53], and DeepFakes [8]. Face2Face

synthesizes target faces by warping source faces. FaceSwap ap-

plies the rendered model and color correction to swap the face

region. NeuralTextures trains a model to learn neural texture fea-

tures of target videos and perform facial reenactment. DeepFakes is

based on two autoencoders and a decoder to generate fake videos.

First-generation methods have some known issues, such as color

mismatches, temporal flickering, and incorrect face boundaries.

The second-generation methods improve the quality over the pre-

vious methods. Specifically, Celeb-DF [36] applied an algorithm

to reduce boundary artifacts and improve inter-frame continuity.

Dolhansky et al. [9] generate videos with low facial ratios using

swap algorithms.

These diverse synthesis methods leave different tampered traces

and cause biased data distributions, making it challenging to detect

Deepfake videos in unknown domains. In this paper, we utilize the

videos from public datasets that contain the aforementioned two

generations’ methods.
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2.2 Deepfake Detection Methods
Methods based on implicit clues mainly perform supervised learn-

ing to classify fake or real. The early method [1] develops Mesonet

to extract mesoscopic properties. To amplify artifacts and suppress

the high-level face content, Masi et al. [40] introduce a two-branch

recurrent network for isolating manipulated faces. Zi et al. [68]

propose ADDNets with attention mechanisms for advanced Deep-

fake detection. To improve the robustness, Cao et al. [2] is an early

attempt to reconstruct the face image, which captures implicit clues

and detects Deepfake videos by exploiting reconstruction differ-

ences.

Methods based on explicit clues leverage various specific infor-

mation to improve detection performance. Signal clues such as

frequency information [37, 44], local textures [35], and biological

features [7] are employed to distinguish Deepfake videos from real

videos. Semantic clues like emotion features between audio and

visual [41], temporal inconsistencies [17, 25], and lips information

[21] exhibit remarkable progress in Deepfake detection. To develop

generalizable Deepfake detectors, Zhao et al. [65], Zheng et al. [66]

and Guan et al. [19] propose reliable frameworks. Furthermore,

Yang et al [62] extract features from facial regions and use the

graph to model relationships of facial regions. To address Deepfake

detection, Shiohara et al. [49] develop self-blended images (SBI) to

detect Deepfakes, achieving the best generalization ability when

detecting Celeb-DF and DFDCP.

Thesemethods achieve promising results on current benchmarks,

but they rely on specific clues.With the emergence of newDeepfake

techniques, specific clues extracted by detection methods may be

circumvented by purposely training during the synthesis of fake

videos. Unknown Deepfake patterns leave complex manipulated

traces rather than foreseeable specific features, which motivates us

to further explore developing detectors for unknown domains using

unspecific clues. Hence, we propose a self-supervision method that

reconstructs randomly masked faces to learn robust features that

are not specific to any facial parts, promoting the model to learn

the consistencies of facial parts.

2.3 Masked Autoencoder Methods
The emergence of the masked autoencoder (MAE) [22] has greatly

influenced our community. Thereafter, extent MAE [14], Video-

MAE [55], and ConvMAE [15] are proposed to learn strong rep-

resentations. These MAE methods are based on an asymmetric

encoder-decoder architecture. The extent MAE [14] mainly extends

MAE to spatiotemporal representations. VideoMAE [55] develops a

customized design of tube masking based on MAE. ConvMAE [15]

introduces a convolution structure in MAE. Although they are rela-

tively small modifications, the performance of various downstream

tasks has been greatly improved.

MAE [22] is designed for pretraining Vision Transformers (ViT)

rather than for Deepfake detection. MAE randomly masks patches

with a high ratio, but our modified masking strategy differs from

that of MAE in that it emphasizes facial part consistency. By do-

ing so, the autoencoder is forced to learn a representation that

maintains the consistency of facial parts.

Algorithm 1:Masking process of facial parts

Input: Original faces: 𝐹 , Mask ratio:𝑀𝑟 ;

Output:Masked faces;

1 Resize the face image with a size of 224*224, and detect 68
keypoint landmarks in faces;

2 Define 𝑅𝑂𝐼𝑠 = {𝑅1, 𝑅2 ...𝑅11}.
3 Define 196 blocks of face image;

4 𝑀 = {𝑀1, 𝑀2, 𝑀3},𝑀1 : eyes patches ∈ {(0, 0) →
17𝑡ℎ

𝑙𝑎𝑛𝑑𝑚𝑎𝑟𝑘
}, and𝑀2 : Nose & cheek patches ∈ {end of

eyes patches→ 16𝑡ℎ
𝑙𝑎𝑛𝑑𝑚𝑎𝑟𝑘

}, and𝑀3 : lips patches ∈ {end

of Nose & cheek patches→ the last patches of 𝐹 };

5 for 𝑖 = 1 to 3 do
6 Randomly select𝑀𝑖

7 for 𝑏𝑙𝑜𝑐𝑘 ∈ 𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑 𝑀𝑖 do
8 if 𝑅𝑂𝐼 𝑙𝑎𝑛𝑑𝑚𝑎𝑟𝑘𝑠 ∈ 𝑏𝑙𝑜𝑐𝑘 then
9 Sign the blocks.

10 end
11 Number of mask patches = signed blocks ×𝑀𝑟 ;

12 Random mask the patches.

13 end
14 end

3 METHOD
This section presents the details of Mover for Deepfake video detec-
tion. To better extract robust features for unknown Deepfake pat-

terns, this method utilizes a facial masked autoencoder for feature

learning. Furthermore, the proposed method utilizes dual networks

to detect differences between real videos and fake videos using

the trained model of the facial masked autoencoder. Specifically,

the proposed method is composed of two stages: (1) Mover for the
Consistency Learning stage, (2) Dual Networks for the Discrepancy

Learning stage, as shown in Fig. 2. The first stage trains the model

to learn the facial part consistencies of real faces. The second stage

is composed of two branches: Finetuning Network and Mapping

Network.

3.1 Mover for Consistency Learning
In this stage, we customize MAE[22] and its masking strategy with

modifications to perform self-supervised learning of real faces, so

that the model can learn generic facial part consistency features

and can also prevent over-fitting to specific forgery patterns.

Masking strategy tailored to learn the consistent face rep-
resentation. We customize the original masking strategy from

MAE [22] and design a facial part masking strategy to ensure that

the model can learn the consistencies of all facial parts. We show

the pseudo-code in Algorithm 1, which takes the inputs of videos’

faces and outputs the masked faces. The original MAE [22] masks

random patches of the input image, but the same strategy is not

suitable for ourMover for the following reasons.

First, the original MAE masking strategy, with random masking

without considering Deepfake’s domain knowledge, can not be

directly utilized for Deepfake detection. This is because randomly

masking pixels causes the model to focus solely on local facial con-

sistency, ignoring global consistency across different facial parts.
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Figure 2: Pipeline of the propose Mover. In the first stage, Mover learns general facial part consistencies of real faces by
developing the masked autoencoder. In the second stage,Mover performs (a) Finetuning Network and (b) Mapping Network to
leverage the pretrainedMover model for better capturing the discrepancy between real videos and fake videos.

Such a lack of global facial part consistency can impede the model’s

ability to learn accurate facial part consistency features, leading to

difficulties in detecting differences between real and fake videos

from reconstructed faces (Fig. 5). Therefore, our proposed masking

strategy explicitly splits faces into three facial parts, i.e., eyes, cheek

& nose, and lips, enabling the model to focus on both local and

global consistencies among all facial parts. We note that the ROIs

extraction is partially inspired by Facial Action Coding System

(FACS) [12], which considers the action units of FACS as funda-

mental elements of facial expressions. Based on psychology and

facial expression studies [12, 32, 46, 56, 57], the real faces exhibit

inherent consistency in these elements. Consequently, masking

ROIs enables more consistent reconstruction of these regions for

real faces compared to fake faces. We reference the action units of

eyebrows, lower eyelid, nose root, cheeks, mouth corner, side of

the chin, and chin to calculate bounding box coordinates according

to facial keypoints. Specifically, 𝑅1 and 𝑅2 are the eyebrows, and

𝑅3 and 𝑅4 are the lower eyelid, and 𝑅5 is the nose root, and 𝑅6 and

𝑅7 are the cheeks, and 𝑅8 and 𝑅9 are the mouth corner, and 𝑅10 is

the side of the chin, and 𝑅11 is the chin.

Second, the original MAE masking strategy, with a high mask-

ing ratio, would make it too challenging to restore the original

appearance without any artifacts or distortions. If reconstruction

artifacts occur, real faces will contain them, and fake faces will have

both reconstructed artifacts and tampering artifacts. This makes it

difficult to distinguish between real and fake videos since both have

artifacts. Therefore, we propose a masking strategy that utilizes a

relatively low masking ratio to enable the model to reconstruct the

original faces more accurately. We discuss more about the masking

strategy in Section 4.6.

Network Architecture. Our masked autoencoder is based on an

asymmetric encoder-decoder architecture [22]. The encoder is a

ViT [11] but applied only on unmasked patches. The decoder is

a series of Transformer blocks applied on both mask tokens and

encoded features of unmasked patches.

Recover masked faces. The masked patches of faces are dropped

in the processing of the encoder, leaving the unmasked areas. In

this way, the decoder predicts the missing facial part based on the

unmasked areas. The reconstruction quality of masked patches is

calculated with the MSE loss function 𝐿𝑚𝑎𝑒
𝑚𝑠𝑒 , which can be repre-

sented as:

𝐿𝑚𝑎𝑒
𝑚𝑠𝑒 =

1

𝑛

𝑛∑︁
𝑗=1

(𝑦 𝑗 − 𝑦 𝑗 )
2
, (1)

where, 𝑦 𝑗 is the ground truth pixel, 𝑦 𝑗 is the predicted pixel, and

𝑛 represents the number of the face pixel. If the model learns con-

sistencies among facial parts, the loss between the reconstructed

patches and the input patches should decrease. Our facial part mask-

ing strategy makes each part selected randomly, which enforces

the model to learn the representation unspecific to any facial part.

Furthermore, because this stage only uses real videos and does not

use any Deepfake videos, it can prevent the model from over-fitting

to any specific tampering pattern. After the training of the first

stage, the pretrainedMover model is obtained.

3.2 Dual Networks for Discrepancy Learning
In this stage, we leverage the well-trainedMover model from the

first stage so that the model can better capture the discrepancy

between real and fake videos, using two branches: (a) Finetuning

Network, and (b) Mapping Network. By adopting the well-trained

model of the first stage, the two branches are combined to detect

Deepfake videos with separate training.

(a) Finetuning Network. Finetuning Network uses both real

videos’ frames and Deepfake videos’ frames with a cross-entropy

loss 𝐿𝑎
𝑐𝑙𝑠

to extract the discrepancy between real videos and fake

videos. For 𝑁 samples, 𝐿𝑎
𝑐𝑙𝑠

can be calculated as:

𝐿𝑎
𝑐𝑙𝑠

=
1

𝑁

∑︁
𝑚

−[𝑔𝑎𝑚𝑙𝑜𝑔(𝑝𝑎𝑚) + (1 − 𝑔𝑎𝑚)𝑙𝑜𝑔(1 − 𝑝𝑎𝑚)], (2)

where 𝑔𝑎𝑚 is the ground truth, and 𝑝𝑎𝑚 is the probability that the

prediction is the label of real video.

We first extract frames from real and Deepfake videos, and crop

faces from frames. Thereafter, original real faces and original fake

faces with full sets of patches are put into the well-trained encoder

of the first stage. To aggregate the information of multi-frames,

we average the outputs of 10 frames, using the last layer of the

encoder.

Since the first stage learns the facial part consistency of real

videos, the well-trained encoder of Mover can extract consistency



Mover: Mask and Recovery based Facial Part Consistency Aware Method for Deepfake Video Detection *, 2023,

features of real videos. For fake videos, because the consistency is

destroyed, the features extracted from the encoder can be differ-

ent from that of real videos. Finetuning Network will amplify the

discrepancies between fake and real videos, which improves the

detection performance.

(b) Mapping Network. Mapping Network contains the following

components.

Data split strategy. To avoid over-fitting to specific Deepfake pat-
terns, we use meta-learning [26] and randomly divide the training

data into Meta-train set and Meta-test set, where fake faces in Meta-

train and Meta-test have different manipulated patterns. Since this

branch requires different types of faces rather than a large number

of faces, we utilize a single frame to train the branch for reducing

memory consumption.

Network Architecture. We utilize the first convolutional layer

of ResNet-18 [23]. The first three residual blocks of ResNet-18 are

employed, and the outputs of these residual blocks are concate-

nated. The concatenated outputs are fed into three convolutional

layers for face mapping. The dimensions of the mapped faces are

56 ∗ 56 ∗ 3. We minimize the MSE loss 𝐿𝑏𝑚𝑠𝑒 between the mapped

faces and the reconstructed faces of the input. Ultimately, a fully

connected (FC) layer is utilized for classifications. We also minimize

the binary cross-entropy 𝐿𝑏
𝑐𝑙𝑠

between the branch output and the

video label.

Meta-train phase. For each epoch, a sample batch is formed with

the same number of fake videos and real videos to construct the

binary detection task. The Meta-train phase performs training by

sampling many detection tasks, and is validated by sampling many

similar detection tasks from the Meta-test. Thereafter, the parame-

ters of Meta-train phase can be updated. To select the best gradient

step, we set a reference set, denoted as 𝑇
𝑟𝑒 𝑓

𝑖
. We utilize each gra-

dient step to calculate the accuracy of 𝑇
𝑟𝑒 𝑓

𝑖
. The parameters with

the highest accuracy are selected as the final updated parameters.

Ultimately, the Meta-train phase utilizes the updated parameters to

calculate the Meta-train loss.

Since the first stage learns the consistencies of all facial parts in

real videos, the model should output inconsistent representations

when the consistency of a face is destroyed. In other words, the fake

faces reconstructed from the trained masked autoencoder of the

first stage should expose inconsistencies. Optimizing 𝐿𝑏𝑚𝑠𝑒 allows

the mapped faces of real videos to be constrained by the consis-

tency of reconstructed real faces, while the mapped faces of fake

videos are constrained by the inconsistency of reconstructed fake

faces. Ultimately, the model can observe that the real faces maintain

consistencies in facial parts, while the fake ones’ consistencies are

broken.

Meta-test phase. The goal of Meta-test phase is to enforce a classi-

fier that performs well on Meta-train and can quickly generalize to

the unseen domains of Meta-test, so as to improve the cross-domain

detection performance. Specifically, we sample a batch in Meta-test

domain and another batch in the Meta-train domain to concatenate

to a random array. Then, we use the random array and the updated

parameters to compute the Meta-test loss of 𝐿𝑏
𝑐𝑙𝑠

and 𝐿𝑏𝑚𝑠𝑒 .

Detection loss. The final loss function of Mapping Network is:

𝐿𝑏 = (𝐿𝑏
𝑐𝑙𝑠

+ 𝐿𝑏𝑚𝑠𝑒 )𝑀𝑒𝑡𝑎−𝑡𝑟𝑎𝑖𝑛 + (𝐿𝑏
𝑐𝑙𝑠

+ 𝐿𝑏𝑚𝑠𝑒 )𝑀𝑒𝑡𝑎−𝑡𝑒𝑠𝑡 . (3)

 

Figure 3: The distinction in the pixel-level correlation of the
mapped faces.

which combines the Meta-test loss of 𝐿𝑏
𝑐𝑙𝑠

and 𝐿𝑏𝑚𝑠𝑒 and Meta-train

loss of 𝐿𝑏
𝑐𝑙𝑠

and 𝐿𝑏𝑚𝑠𝑒 to achieve joint optimization.

4 EXPERIMENT
4.1 Experimental Setup
Datasets. Four public Deepfake videos datasets, i.e., FaceForen-

sics++ [45], Celeb-DF [36], WildDF [68], DFDCP [9] are utilized to

evaluate the proposed method and existing methods. FaceForen-

sics++ is made up of 4 types manipulated algorithms: DeepFakes

[8], Face2Face [54], FaceSwap [13], NeuralTextures [53]. Moreover,

4000 videos are synthesized based on the 4 algorithms. These videos

are widely used in various Deepfake detection scenarios. Celeb-DF

contains 5639 videos that are generated by an improved DeepFakes

algorithm [36]. The tampered traces in some inchoate datasets are

relieved in Celeb-DF. WildDF consists of 707 Deepfake videos that

were collected from the real world. The real world videos contain

diverse scenes, facial expressions, and forgery types, which makes

the datasets challenging. DFDCP is a large-scale Deepfake detection

dataset published by Facebook.

Implementation details. In the first stage, the masking ratio,

batch size, patch size, and input size are set as 0.5, 8, 16, 224,
respectively. The AdamW [38] optimizer with an initial learning

rate 1.5 ·10−4, momentum of 0.9 and a weight decay 0.05 is utilized
to train the model. In the second stage, the Finetuning Network

utilizes the AdamW optimizer with an initial learning rate 1 · 10−3
to detect videos. The SGD optimizer is used for optimizing the

Mapping Network with the initial learning rate 0.1, momentum of

0.9, and weight decay of 5 · 10−4. We use FFmpege [27] to extract

frames from videos. The dlib [48] is utilized to detect 68 facial

landmarks. We randomly mask facial parts according to Algorithm

1 for the training of the first stage. In the second stage, we use dlib
to extract faces. These faces are fed into the model without masking

patches.

4.2 Preliminary Analyses of the Inconsistency
To better understand howMover effectively detects inconsistencies

in fake faces, we conduct a simple experiment utilizing its trained

Mapping Network (Sec 3.2(b)). Recall that the Mapping Network

is designed to map recovered faces into faces that emphasize the

differences between recovered real faces and recovered fake faces.

Thus, by examining the mapped faces of real and fake samples, we

may be able to quantify the inconsistencies. We empirically discover

that the simple Pearson correlation scores between each pixel and

its neighboring pixels can demonstrate these inconsistencies.
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Table 1: Cross-dataset generalization. Comparisons of the
cross-dataset evaluation (EER and AUC (%)) between Mover
and baseline methods on Celeb-DF, WildDF, and DFDCP
datasets when trained on FaceForensics++.

Method

Celeb-DF WildDF DFDCP Avg

AUC ↑EER↓AUC ↑EER↓AUC ↑EER↓AUC ↑EER↓
Xception [45] 65.3 38.8 66.2 40.1 69.8 35.4 67.1 38.1
EN-b4 [52] 68.5 35.6 61.0 45.3 70.1 34.5 66.5 38.5

Face X-ray [31] 74.2 − − − 70.0 − − −
MLDG [28] 74.6 30.8 64.1 43.3 71.9 34.4 70.2 36.2
𝐹3-Net [44] 71.2 34.0 67.7 40.2 72.9 33.4 70.6 35.9
MultiAtt [64] 76.7 32.8 70.2 36.5 67.3 38.3 71.4 35.9
GFF [39] 75.3 32.5 73.0 34.9 71.8 31.8 73.4 33.1
LTW [50] 77.1 29.3 67.1 39.2 74.6 33.8 72.9 34.1

Local-relation [5] 78.3 29.7 68.8 37.5 76.5 32.4 74.5 33.2
DCL [51] 82.3 26.5 71.1 36.2 76.7 32.0 76.7 31.6

Li et al. [30] 84.8 21.9 73.8 31.8 78.5 29.1 79.0 27.6
EB4+SBI [49] 90.1 18.2 71.2 34.2 85.1 23.2 82.1 25.2
R34+SBI [49] 86.1 20.8 67.4 36.7 81.2 26.1 78.2 27.9

Mover 87.1 17.2 82.0 25.9 78.9 27.1 82.7 23.4

In Fig. 3, we present statistics from 1000 randomly sampled real

and fake videos, derived from datasets featuring both whole-face

and partial-face swaps, such as FaceForensics++, Celec-DF, WildDF,

and DFDCP. The results reveal that the adjacent pixel correlation

scores of mapped real faces consistently exceed 0.91, indicating that
real faces maintain facial consistency throughout the reconstruc-

tion process. This can be attributed to Mover’s first stage, which
accurately reconstructs real faces, while the 𝐿𝑏𝑚𝑠𝑒 constraint in the

second stage aids in preserving facial consistency, resulting in high

correlation scores. In contrast, the adjacent pixel correlation scores

of mapped fake faces are considerably lower due to inconsistencies

in the reconstructed faces. As a consequence, the 𝐿𝑏𝑚𝑠𝑒 constraint

prompts the mapped face to align with the inconsistent features of

the fake face, leading to low correlation scores. The inconsistency

is present in both whole-face and partial-face swaps. Consequently,

when we recover faces based on unmasked areas, any inconsistency

in any part can contribute to an overall inconsistent reconstruction.

We also assess the performance on multiple datasets involving full

face swap and partial face swap scenarios, which we discuss in the

following section.

4.3 Generalization to Unknown Domains
We design a detector that automatically learns consistencies among

all facial parts, which enforces the model to learn robust features for

the detection of unknown domains. To test this point, we simulate

unknown domain Deepfake detection scenarios below.

Cross-dataset generalization. To evaluate the generalization of

Mover, we construct cross-dataset experiments. Since videos of

different datasets possess relatively dispersed distributions, cross-

dataset experiments can simulate unknown domain detection. We

follow the work of Li et al. [30] and implement the cross-dataset

experiments by training the model on FaceForensics++ with all 4
types of videos, but testing on other datasets, i.e., Celeb-DF, WildDF,

DFDCP.

Some results of Table 1 are cited from Li et al. [30], and we use Re-

ceiver Operating Characteristic Curve (AUC) and Equal Error Rate

(EER) to evaluate the performance following Li et al. [30]. EB4+SBI

Table 2: Cross-manipulation generalization. Comparisons
of the cross-manipulation evaluation (AUC (%)) between
Mover and baseline methods on each forgery type of
FaceForensics++ when trained on one type. DeepFakes,
FaceSwap, Face2Face, NeuralTextures are represented as DF,
FS, F2F, and NT, respectively.

Method Train F2F FS NT Avg

Freq-SCL [29]

DF

58.9 66.9 63.6 63.1
MultiAtt [64] 66.4 67.3 66.0 66.6
RECCE [2] 70.7 74.3 67.3 70.8

LipForensics [21] 70.0 41.9 76.1 62.7
FInfer [24] 69.4 74.2 66.8 70.1

Freq-SCL [29] 58.9 66.9 63.6 63.1
Mover 86.9 77.6 69.7 78.1
Method Train DF FS NT Avg

Freq-SCL [29]

F2F

67.6 55.4 66.7 63.2
MultiAtt [64] 73.0 65.1 71.9 70.0
RECCE [2] 76.0 64.5 72.3 71.0

LipForensics [21] 88.4 64.4 70.2 74.3
FInfer [24] 76.3 64.4 69.8 70.2
Mover 89.1 72.0 65.5 75.5
Method Train DF F2F NT Avg

Freq-SCL [29]

FS

75.9 54.6 49.7 60.1
MultiAtt [64] 82.3 61.7 54.8 66.3
RECCE [2] 82.4 64.4 56.7 67.8

LipForensics [21] 60.9 62.6 57.9 60.5
FInfer [24] 82.0 62.4 55.6 66.7
Mover 82.6 82.9 58.3 74.6
Method Train DF F2F FS Avg

Freq-SCL [29]

NT

79.1 74.2 54.0 69.1
MultiAtt [64] 74.6 80.6 60.9 72.0
RECCE [2] 78.8 80.9 63.7 74.5

LipForensics [21] 90.0 51.9 81.7 74.5
FInfer [24] 79.6 75.8 64.7 73.4
Mover 86.8 69.4 67.9 74.7

[49] achieves the state-of-the-art cross-dataset performance in their

paper, and we re-implement EB4+SBI and report the results in Table
1. The detection performance of SBI [49] is based on a pre-trained

EcientNet-b4 model. We also re-implement R34+SBI proposed in

Ref. [49]. When testing Celeb-DF and DFDCP, the AUCs of EB4+SBI
[49] are higher than ours. However, the AUC and EER of EB4+SBI
[49] are lower than ours when testing WildDF. The main reason

is that Celeb-DF focuses on one technology and DFDCP focuses

on two technologies, while videos in WildDF are collected from

the real world and generated by various technologies.Mover’s abil-
ity to learn general representations that fit various videos makes

it slightly distant from a single technology in order to fit multi-

ple technologies. The enormous differences between the training

domain and the testing domain make it challenging to improve

cross-dataset detection performance. Nonetheless, the proposed

Movermanages to reach slight advantages in terms of average AUC

and EER.

Cross-manipulation generalization. We also carry out cross-

manipulation experiments to assess the generalization to unknown

manipulation patterns. Videos in FaceForensics++ are generated

from 4 forgery technologies. Following RECCE [2], we select one
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Table 3: Comparisons of the Intra-dataset evaluation (AUC
(%)) between Mover and baseline methods on FaceForen-
sics++.

Method DF FS F2F NT Avg

Freq-SCL [29] 100 100 99.3 98.0 99.3
MultiAtt [64] 99.6 100 99.3 98.3 99.3
RECCE [2] 99.7 99.9 99.2 98.4 99.3

LipForensics [21] 99.8 100 99.3 99.7 99.7
FInfer [24] 98.4 96.0 93.5 94.9 95.7
Mover 99.6 99.7 99.6 96.3 98.8

Table 4: AUC (%) scores of the FaceForensics++ testset that
are subject to different processing operations.

Method Resizing Enhancement Brightness Contrast

R34+SBI [49] 93.5 87.5 83.2 84.5
EB4+SBI [49] 97.1 90.8 87.6 87.4

Mover 97.8 91.0 89.9 90.3

Table 5: Ablation study - The cross-dataset detection perfor-
mance (AUC (%)) of different masking ratios (55%, 65%,75%,
85%, 95%) on Celeb-DF, WildDF, and DFDCP datasets.

Mask ratio Celeb-DF WildDF DFDCP

55% 85.4 80.3 76.6
65% 86.5 81.6 77.3
75% 87.1 82.0 78.9
85% 86.1 81.7 77.6
95% 85.8 80.1 76.9

type of video for training and the remaining three types of videos

for testing.

Results in Table 2 illustrate that Mover outperforms previous

methods inmany scenarios on average. Specifically, when themodel

is trained on DeepFakes and tested on the other three types of

videos, Mover improves the performance by an average of 7.3%.

When the model is trained on FaceSwap and tested on the other

three types of videos, Mover improves the performance by 6.8%

on average. However, it should be noted that we re-implement

LipForensics [21] and find that LipForensics [21] performs better

than ours when training on NeuralTextures and testing on Deep-

Fakes and FaceSwap, and RECCE [2] outperforms Mover when
training on NeuralTextures and testing on Face2Face, as well as

when training on Face2Face and testing on NeuralTextures. Despite

these results, it is worth noting that the proposedMover achieves
comparable performance on average.

4.4 Intra-dataset Detection Performance
To provide a comprehensive assessment of the proposedMover, we
compareMover with the state-of-the-art methods in the scenario

of intra-dataset detection. Specifically, we conduct experiments on

4 subsets of FaceForensics++ (C23). The training data and testing

data of intra-dataset experiments are from the same subset of Face-

Forensics++. Table 3 shows that most methods perform well in

intra-dataset detection.Mover achieves the highest intra-dataset
detection score on Face2Face while having a slight decrease of 0.9%
in average accuracy compared to LipForensics[21], which ranks

highest on average among the evaluated approaches. In terms of

cross-manipulation detection performance, as shown in Table 2,

Mover surpasses LipForensics[21] in multiple metrics.

Table 6: Ablation study - The cross-dataset detection perfor-
mance (AUC (%)) of different mask strategies on Celeb-DF,
WildDF, and DFDCP datasets. The strategy proposed in orig-
inal MAE [22], cheek & nose, and the strategy without divid-
ing ROIs are represented as MAE strategy [22], C & N, and
w/o ROIs respectively.

Masking strategy Celeb-DF WildDF DFDCP

MAE strategy [22] 82.1 78.5 73.7
Eye 86.5 80.9 78.1

C & N 85.9 81.0 76.5
Lip 86.4 81.2 76.8

w/o ROIs 84.6 79.9 73.7
Proposed strategy 87.1 82.0 78.9

4.5 Robustness to Post-Processing Operations
In the real-world situation, the frames and videos are often post-

processed to adjust the media content for better display. The opera-

tions such as image resizing, image enhancement, video brightness,

and video contrast are widely used. We post-precessing the frames

or videos by using these operations and show the performance in

Table 4. After post-processing, specific forgery clues are relieved,

thus SBI[49] demonstrates sub-optimal results. While our method

considers the unspecific facial part consistency, thus maintaining

better detection performance even after post-processing.

4.6 Ablation Study
Influence of the masking ratio. To evaluate the impact of the

masking ratio on the generalization ability, we conducted experi-

ments on the Celeb, WildDF, and DFDCP datasets, treating them as

unseen datasets. We trained models on the FaceForensics++ dataset

with different masking ratios.

Note that instead of defining the masking ratio as the ratio of

masked area to the entire face, we define the masking ratio as

the ratio of masked area to the corresponding ROIs facial parts,

as illustrated in Algorithm 1. The reason why we do not use the

original definition of mask ratio, that is, the ratio of the mask area

to the whole face, is that we focus on ROIs and split faces into three

parts and only randomly mask one part of the whole face at one

time. We are supposed to focus on the corresponding masked ROIs

parts in the masking process rather than the whole face.

In Table 5, we observe that Mover scales well with the masking

ratio of 75%. The performance gets a slight drop in the masking

ratio of 55% and 65% indicating that low masking ratios may hinder

learning robust features. When the mask rate is 85% and 95%, the

detection performance is also degraded. That may be because that

high masking ratio can raise the difficulty of reconstructing faces.

If both real faces and fake faces are not reconstructed well, the

distinction between them can be reduced. Therefore, we set the

masking ratio as 75% in the experiments.

Influence of themasking strategy.Wemodify themasking strat-

egy of MAE [22] to improve the generalization. To evaluate the

effectiveness of the improved masking strategy, we compare the

proposed masking strategy with MAE’s masking strategy [22]. Fur-

thermore, since the modified strategy randomly selects parts to

mask, evaluating the effects of different masked parts is important.

To analyze the effectiveness of the ROIs, we compare the proposed

strategy with the masking strategy that does not focus on ROIs.
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Table 7: Ablation study - The cross-dataset detection perfor-
mance (AUC (%)) of without modifying MAE, without Fine-
tuning Network, without Mapping Network, without meta-
learning, and without face reconstruction.

Celeb-DF WildDF DFDCP

w/o modifying MAE 75.3 72.1 70.2
w/o Finetuning Network 79.8 75.5 72.1
w/o Mapping Network 79.4 76.5 76.3
w/o Meta-learning 86.7 81.1 77.6

w/o face reconstruction 84.9 80.1 75.4
Whole Mover 87.1 82.0 78.9

Without changing other parts of the proposed method, we imple-

ment cross-dataset experiments with different mask strategies.

The 1𝑡ℎ line and 6𝑡ℎ line results in Table 6 demonstrate that

modifying the masking strategy of MAE [22] can improve the de-

tection performance. The results in the 2𝑡ℎ , 3𝑡ℎ and 4𝑡ℎ lines, which

represent methods that mask eye areas, cheek and nose areas, and

lip areas, respectively, show a performance degradation compared

to the proposed strategy. That is, random masking a part of all

facial parts is more conducive to extracting robust features than

that masking a certain part only. Moreover, the results of the 5𝑡ℎ

line and 6𝑡ℎ line show that the proposed masking strategy that

focuses on ROIs achieves better performance than the masking

strategy without ROIs. The reason for this is that the model can

better capture the differences between real and fake videos by mask-

ing patches in these ROIs, as fake videos typically lack consistency.

Therefore, the proposed masking strategy illustrated in Algorithm

1 is effective in detecting Deepfake videos.

Influence of MAE. We adopt the MAE [22] for Deepfake detec-

tion by modifying the masking strategy and adding the Mapping

Network in the second stage. To evaluate the effectiveness of the

modifications, we compared the detection performance of the mod-

ified Mover with the original MAE method for Deepfake detection.

The results are shown in the 1𝑡ℎ line of Table 7. The detection

performance of the original MAE is lower than that of Mover,
demonstrating the effectiveness of the modifications inMover.
Influence of Finetuning Network and Mapping Network. In
the second stage, we combine two branches of Finetuning Network

and Mapping Network for Deepfake detection. To validate the

performance of each branch, we compare the performance of a

single branch with that of both branches combined. Specifically,

we detect the videos by removing the Finetuning Network from

Mover, and the results are shown in the 2𝑡ℎ line of Table 7. We

remove the Mapping Network from Mover to detect videos, and

show the results in the 3𝑡ℎ line. We can see that removing either the

Finetuning Network or Mapping Network degraded the detection

performance, as each branch played a crucial role in Deepfake

detection. Combining both branches improved the performance by

magnifying the distinction between real and fake videos.

Influence of meta-learning. The Mapping Network uses a meta-

learning module to improve the domain generalization. We also

construct experiments to evaluate the effectiveness of the meta-

learning module. We remove the meta-learning module to carry out

experiments, and the results are shown in the 4𝑡ℎ line of Table 7.

The results in the 4𝑡ℎ and 5𝑡ℎ lines show that the method without

meta-learning achieves worse results than the proposed Mover

Real Fake

Original faces Masked facesOriginal faces Activated recovered facesMasked faces Activated recovered faces

Figure 4: The activations of Mover.

RECCE

Ours

Real Fake

GT

MAE

Figure 5: The recovered faces of RECCE[2], MAE [22] and
ours. RECCE[2] recovers real and fake faces into different
distributions. MAE [22] recovers faces to improve represen-
tation quality.We adoptMAE to recover faces by compelling
the model to focus on facial part consistency.

with meta-learning. The meta-learning approach simulates cross-

domain detection in the training phase, improving cross-dataset

detection performance.

Influence of face reconstruction. The Mapping Network input

reconstructed faces to map faces and classify Deepfake videos. We

remove the reconstructed faces to implement Mapping Network,

and the results are reported in the 5𝑡ℎ line of Table 7. The results

show that the method without face reconstruction achieves worse

results than the proposedMover with face reconstruction. The face

reconstruction can amplify the distinctions between real and fake,

resulting in improved cross-dataset detection performance.

Visualize the activation. To gain insight into the features ex-

tracted by our proposedMover, we use the CAM function wrapped

in pytorch_grad_cam to show the activations. This involves mask-

ing and reconstructing faces, and then visualizing the reconstructed

faces using the trained finetuning network. As shown in Fig. 4, the

activation areas of real and fake faces are different. For the fake face,

due to the lack of consistency, the fake face is reconstructed with

some perturbations. After visualizing the features of the network,

the masked areas of the reconstructed fake faces are activated, ex-

posing the inconsistencies of fake faces. In contrast, the consistency

of real faces guides the reconstruction, making it difficult for the

network to extract abnormal inconsistencies. Therefore, activation

areas are present in the background areas rather than the masked



Mover: Mask and Recovery based Facial Part Consistency Aware Method for Deepfake Video Detection *, 2023,

areas. That is, the proposed Mover can detect videos by extracting

the facial part consistencies.

Present recovered faces. We also present the visualization of

reconstructed faces in Fig. 5. RECCE[2] detects the Deepfake by cal-

culating the reconstruction difference score of the face before and

after the reconstruction and achieves promising performance, but

reconstructing the whole faces without facial semantic guidance

can result in unclear reconstructions. The original MAE randomly

masks images with a high masking ratio, leading to reconstruc-

tion artifacts in both real and fake faces. In contrast, our proposed

Mover method randomly masks different facial parts and focuses

on capturing the differences in inconsistent areas, as highlighted in

the yellow box in Fig. 5.

5 CONCLUSION
This paper focuses on the detection of Deepfakes, particularly in

identifying new types of fake videos. By focusing equally on all

facial parts rather than relying on specific facial parts, our two-

stage model can learn unspecific facial consistencies and robust

representations that only exist on real faces. In the first stage, the

model is trained to reconstruct the entire image from partially

masked ROIs on the face, which helps the model learn the facial

part consistencies of real videos. In the second stage, the model is

trained to maximize the differences between real and fake videos.

Extensive experiments illustrate the robustness and generalizability

of Mover on benchmark datasets.
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