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Abstract—What are the optimal times for an Internet of Things
(IoT) device to act as a blockchain miner? The aim is to minimize
the energy consumed by low-power IoT devices that log their data
into a secure (tamper-proof) distributed ledger. We formulate a
multiple stopping time Bayesian sequential detection problem
to address energy-efficient blockchain mining for IoT devices.
The objective is to identify L optimal stops for mining, thereby
maximizing the probability of successfully adding a block to the
blockchain; we also present a model to optimize the number
of stops (mining instants). The formulation is equivalent to a
multiple stopping time POMDP. Since POMDPs are in general
computationally intractable to solve, we show mathematically
using submodularity arguments that the optimal mining policy
has a useful structure: 1) it is monotone in belief space, and 2)
it exhibits a threshold structure, which divides the belief space
into two connected sets. Exploiting the structural results, we
formulate a computationally-efficient linear mining policy for
the blockchain-enabled IoT device. We present a policy gradient
technique to optimize the parameters of the linear mining policy.
Finally, we use synthetic and real Bitcoin datasets to study the
performance of our proposed mining policy. We demonstrate the
energy efficiency achieved by the optimal linear mining policy in
contrast to other heuristic strategies.

Index Terms—Internet of Things (IoT), blockchain, optimal
mining, partially observed Markov decision process (POMDP),
multiple stopping time, maximum likelihood estimator (MLE),
monotone likelihood ratio (MLR), total positivity of order 2
(TP2), value iteration, stochastic gradient descent, Bellman equa-
tion, submodularity.

I. INTRODUCTION

Blockchain is a decentralized distributed ledger technol-
ogy [1]. Each block in the chain contains a set of transactions
and a cryptographic hash of the previous block. This creates a
chain of blocks that are secure: it is difficult for a single entity
to take control of the network or to alter past transactions. An
important element of blockchain is Proof of Work (PoW) [2].
PoW is a consensus algorithm used in blockchain to add
new blocks to the chain; this requires miners to solve a
cryptographic puzzle. The first miner to solve the puzzle is
rewarded monetarily. However, PoW in blockchain requires a
large amount of computational power and leads to high energy
consumption. This is detrimental to using blockchain in an IoT
application.

We focus on blockchain-enabled IoT applications wherein
IoT devices are resource-constrained [3], e.g. wireless sensor
networks. The combination of blockchain and IoT can create a
secure and decentralized network of devices, enabling efficient
and transparent data sharing and transactions [4]. For example,
in a sensor network, blockchain can provide an immutable
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and tamper-proof1 data storage platform for storing sensor
readings; the decentralized storage of data also makes it
immune to a single point of failure [6]. An IoT network
consists of heterogeneous devices: some have low power and
low energy requirements, like Raspberry Pi, while others have
high processing power and energy requirements, like PCs and
servers. Low-power IoT devices are typically deployed for
data collection, whereas high-power devices are used for time-
critical applications. Irrespective of their processing power, the
devices are capable of mining in a blockchain. For a typical
IoT application [3], CPU usage without mining is around 3%-
6%. However, mining in blockchain increases the CPU usage
of IoT devices to 30%-50%; this is roughly a ten times increase
in power consumption. This is detrimental for IoT devices as
they have limited energy resources. Additionally, blockchain
mining has an adverse impact on the environment due to its
energy consumption [7]. This motivates the study of energy-
efficient mining strategy in blockchain for an IoT device: the
IoT device wants to optimize its mining time instants so as
to maximize its probability of adding a new block in the
blockchain. By doing so, the IoT device prevents the waste
of energy on mining when there is high competition to add a
new block to the blockchain.

Main Idea. Multiple Stopping Time POMDP

The problem we address is: What are the optimal times
for an IoT device to act as a blockchain miner? The aim is
to minimize the energy consumed by low-power IoT devices
that register their data into a secure (tamper-proof) distributed
ledger. In IoT applications, IoT devices have to log their data
in the blockchain multiple times, depending on the data rate.
Moreover, energy constraints may limit the lifespan of IoT
devices in wireless sensor networks. These factors motivate the
study of multiple mining time selections for IoT devices. We
formulate a multiple stopping time Bayesian sequential detec-
tion problem as a partially observed Markov decsion process
(POMDP) [8] to address energy-efficient blockchain mining
for IoT devices. The objective is to identify L optimal stops
for mining, thereby maximizing the probability of successfully
adding a block to the blockchain. We assume that the dynamics
of the POMDP are not affected by the mining activity of the
IoT device. This assumption is reasonable since the computing
power of the IoT device is too small to affect the overall
rate of new blocks in the blockchain. Multiple-stopping time
POMDP has not been studied much in the literature. Compared
to the single-stopping time problem, the multiple-stopping

1Sensor networks are used in the field of agriculture to log the farming prac-
tices like the use of pesticides. An immutable and tamper-proof database will
improve trust between farmers, manufacturers, retailers and consumers [5].
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(a) Mining policy with no special struc-
ture.
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(b) Mining policy with a threshold and
nested structure.

Fig. 1: Visual illustration of the structure of a mining policy.
The triangle represents the two-dimensional belief space for
the POMDP. The shaded regions indicate the belief state where
it is optimal to mine in the blockchain. In general, the optimal
mining states are arbitrary, as in (a) and computing the shaded
regions is intractable. The main contribution of this paper is
to propose sufficient conditions for submodularity so that the
optimal policy has the threshold and nested structure as in (b).
Here, Γl denotes the threshold for the lth mining instant (see
Sec.III for details). This structure is then exploited to develop
policy gradient algorithms.

time problem is a more complex generalization because using
the single-stopping policy repeatedly results in a suboptimal
solution.

Using the optimal policy of the resulting POMDP ensures
that the IoT device does not waste energy on mining when
there are several miners competing to mine a new block. We
also formulate an optimization problem to optimize the num-
ber of mining instants for a blockchain-enabled IoT device.
This is important in IoT applications such as wireless sensor
networks, as each IoT device senses data at a different rate.
Hence, the amount of data that needs to be logged in the
blockchain varies with IoT devices.

Submodular Structure of the Energy-Efficient Mining Problem

In general, solving a multiple-stopping time POMDP is P-
SPACE hard [9] as the optimal mining policy may not have
a special structure as shown (Fig. 1a). Hence, often POMDPs
are solved via heuristics. In this paper, we show mathemati-
cally that the optimal policy for the multiple stopping time
POMDP has a special structure: 1) optimal mining policy
is monotone in belief space, 2) optimal mining policy has
a threshold structure, thereby partitioning the belief space

into two connected sets ( Fig.1b). These structural results
are proved via submodularity arguments on the stochastic
dynamic programming equation of the POMDP. The important
practical consequence is that this structure can be exploited to
design policies which are linear in belief state and efficiently
implementable on IoT devices. The structure also facilitates
the development of computationally-efficient policy gradient
algorithms that can be implemented on IoT devices. Firstly,
we establish both the necessary and sufficient conditions that
the parameters of the linear mining policy must meet in order
to satisfy the structural results. Subsequently, we convert these
parameters into spherical coordinates, enabling us to formulate
an unconstrained optimization problem for optimizing the
parameters.

Related works
The benefits of integrating blockchain and IoT is discussed

in [6]. [4] describes an architecture for integrating IoT and
blockchain, and [10] proposes a medium access control (MAC)
protocol for IoT-blockchain network setup. [3] conducts simu-
lations, and [11] uses a prototype implementation to study the
overall system performance while integrating blockchain with
IoT.

Related to the modeling of the blockchain system, [12] and
[13] employ a Markov process model to study performance
and network security in a distributed ledger. The evolution of
cryptocurrency as a Hidden Markov Model is explored in [12],
[14].

Regarding optimal mining strategies in blockchain, [15] for-
mulates the mining problem with resource cost as a dynamic
game over an infinite horizon and shows that it is optimal
to mine together. [16], [17] uses reinforcement learning to
optimize selfish mining strategy in the blockchain. [18] uti-
lizes a game theoretic approach to study Nash equilibrium
in blockchain mining when miners can hide their newly
mined nodes. [19] formulates various selfish mining strategy
in blockchain as a Markov decision process and solves it to
obtain a lower bound on their performance. [20] analyzes the
optimal mining time for pooled mining reward systems. The
author argues that the optimal mining time depends on the
miners’ incentives and the network’s transaction volume.

[21] surveys the problem of energy overhead in integrating
IoT and blockchain both from computational and communica-
tion viewpoints. [22] presents a clustering method to improve
energy efficiency for blockchain mining in an IoT application.

Our energy-efficient mining problem for a blockchain-
enabled IoT device utilizes tools from [23], which provides
useful structural results on the optimal policy for multiple
stopping time POMDP. The structural result allows solving
the POMDP for large state space. Another approach to re-
ducing the complexity of MDP with large state space is
presented in [24]: the authors approximate the value function
by projecting it into a lower-dimensional subspace. Also, one
can use stochastic dominance to compute bounds on HMM
filter with reduced computational complexity [25]. Multiple
stopping time POMDP has been used for targeting ads, in-
trusion prevention [26], active sensing [27], sensor schedul-
ing [28] and detecting line outage in power systems [29].
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Fig. 2: Schematic of the energy-efficient mining problem for
blockchain-enabled IoT applications with heterogeneous de-
vices. The IoT device (decision maker) wants to decide when
to mine in the blockchain to maximize its probability of adding
a new block. The IoT device cannot observe the computing
power of other miners, nor can it observe whether they are
mining or not. It can only observe the PoW difficulty level
of the blockchain, a noisy observation of the other miners’
actions. Hence, the IoT device has to decide its action based
only on the available information to maximize its probability
of adding a new block to the blockchain.

To the best of our knowledge, the multiple stopping time
POMDP approach to study energy-efficient mining strategy in
blockchain-enabled IoT devices has not been explored in the
literature. The approach provides a computationally-efficient
way to maximize energy efficiency for a blockchain-enabled
IoT device.

Organization and Main Results

Sec.II describes the energy-efficient mining problem in
blockchain for IoT applications; it is formulated as a multiple
stopping time POMDP in Sec.II-A. We explore the comparison
between blockchain-enabled IoT devices and multiple stopping
time POMDP in Sec.II-D. Sec.III-A discusses our model
assumptions, and in Sec.III-B, we derive structural results on
the optimal policy for the energy-efficient mining problem in
blockchain. Finally, using the structural results, Sec.IV solves
for an optimal linear mining policy for a blockchain-enabled
IoT device to maximize energy efficiency on a synthetic and
real Bitcoin dataset. We also compare the optimal mining
policy with other heuristic mining strategies.

II. ENERGY-EFFICIENT MINING IN BLOCKCHAIN

Recall that our aim is to determine the optimal mining
times for an IoT device to act as a blockchain miner. The
purpose is to minimize the energy consumed by low-power
IoT devices that log their data into a secure (tamper-proof)
distributed ledger.

We consider a blockchain-based distributed ledger for IoT
applications, where multiple miners compete to mine the next

block (see Fig. 2). Mining involves solving a cryptographic
puzzle to satisfy PoW: a consensus algorithm for blockchain.
An important parameter associated with PoW is the PoW
difficulty level; it determines the complexity of the crypto-
graphic puzzle to be solved to add subsequent blocks to the
blockchain. The blockchain protocol adjusts the PoW difficulty
level to regulate the rate of new blocks: when many miners
participate in mining, the total computing power invested in
the blockchain is significant, hence, decreasing the expected
mining time for the next block; this ensues increase in the PoW
difficulty level. As each miner has different computing power
and incentives, they individually decide whether or not to
invest their computing power for mining. Deciding the mining
time instants is crucial for integrating blockchain in an IoT
application, as IoT devices have limited energy resources.

We consider the energy-efficient mining problem from the
perspective of a single miner. We model the evolution of
blockchain and decisions made by the miner as a discrete-time
POMDP. Specifically, the energy-efficient mining problem
in the blockchain is formulated as a multiple-stopping time
POMDP. The reward function encodes the miner’s probability
of solving the PoW puzzle faster than all other miners. The
miner aims to optimize its mining policy to maximize its
probability of adding the next block to the blockchain, thereby
minimizing the wastage of energy resources.

Sec.II-A formulates the energy-efficient mining in
blockchain for IoT devices as a discrete-time multiple
stopping time POMDP. We explore the comparison between
blockchain-enabled IoT and optimal stopping time POMDP
in Sec.II-D.

A. POMDP model for the energy-efficient mining problem in
blockchain

In this section, we formulate the energy-efficient mining
problem in blockchain as a multiple-stopping time POMDP.
We assume that the dynamics of the POMDP are not affected
by the mining activity of the IoT device. This assumption
is reasonable since the computing power of the IoT device
is too small to affect the overall rate of new blocks in the
blockchain. We discuss this assumption in detail in (A3). Let
t = 0, 1, 2, . . . denote discrete time.

1) System state Xt and the initial state distribution π0:
The system state Xt ∈ X denotes the total computing power
invested by all the miners in the blockchain at time t with the
initial distribution denoted by the pmf π0 ∈ R|X |. Here, X =
{1, 2, . . . , |X |} denotes the set of all possible system states.
When the total computing power Xt is large, then the mining
activity in the blockchain is also large. As discussed in (2), an
individual device can only observe the total computing power
Xt in noise. Hence, determining the optimal mining time is
non-trivial.

2) Transition matrix P : We model the evolution of the total
computing power in the blockchain as a time-homogeneous
Markov chain with transition matrix P . This Markov as-
sumption is widely used [14]. We will justify the Markov
assumption in Sec.IV using a real Bitcoin dataset.



For i, j ∈ X , elements of the transition matrix P ∈ R|X |×|X|

are

P (i, j) = P (Xt+1 = j | Xt = i) (1)

3) Observation Yt: An individual IoT device is unaware
of the total mining activity at each time instant. Therefore,
the IoT device cannot observe the total computing power Xt

invested in the blockchain at time t. Instead, the IoT device
observes the PoW difficulty level Yt ∈ Y = {1, 2, . . . , |Y|},
which can be viewed as a noisy measurement of the total
computing power Xt. The relationship between Xt and Yt is
described by the distribution B.

B(i, y) = P(Yt = y | X = i), i ∈ X , y ∈ Y (2)

4) Policy µ: The IoT device decides its mining instants in
the blockchain using the policy µ. The IoT device decides
whether or not to mine at time t as a function of Zt =
{π0, u0, Y1, . . . , ut−1, Yt} ∈ Zt. Here, Zt denotes the history
of information available at time t, and Zt denotes the set of
all possible history of information at time t. Due to limited
power, the IoT device can mine at L time instants over the
infinite time horizon. Let l ∈ {1, 2, . . . , L} index the mining
instants. The mining policy of the IoT device is modelled as
µ : Z × {1, 2, . . . , L} → U . Here U = {1, 2} denotes the
action space of the IoT device. To decide the lth mining time,
the IoT device chooses an action at time t as ut = µ(Zt, l).
At time t, ut = 1 corresponds to don’t mine, and ut = 2
corresponds to mine.

5) Reward r : X × U → R: The reward function incen-
tivizes the IoT device to choose its mining time judiciously.
It encodes the IoT device’s probability of adding a block
to the blockchain. An advantage of our submodularity-based
mathematical formulation is that we only require the reward
function to satisfy the following general structure2:

r(X, 1) = 0, r(X, 2) is decreasing in X (3)

Therefore, if the total computing power invested in the
blockchain is X and the IoT device decides not to mine
in the blockchain, it receives a reward of r(X, 1) = 0. If
the IoT device decides to mine, it earns a reward r(X, 2),
which encodes the probability of adding a new block in the
blockchain.

We now justify (3) for blockchain-enabled IoT devices.
Typically, the transaction fee is considered in the literature
as the reward function [30], [31]. The expected transaction
fee earned depends on the probability of adding a block to the
blockchain. As typical in blockchain-enabled IoT devices [21],
the devices are responsible for both generating the data and
mining a new block, making it appropriate to consider the
probability of adding a block as the reward. This probability
is directly proportional to the computing power of the IoT
device and inversely proportional to the total computing power

2Our structural results can be generalized to the case when the difference
in reward r(X, 2)− r(X, 1) is decreasing in X .

of the blockchain3 X . The assumption (3) that the reward is
decreasing emerges naturally with the above justification of the
transaction fee. The assumption also enables us to characterize
mathematically the optimal mining policy in Sec.III. In the
absence of this assumption, one would have to rely on heuristic
mining policies, several of which are discussed in Sec.IV.

6) Cumulative reward J: For an IoT device, choosing
the mining instants myopically to maximize the reward r is
not satisfactory as that does not exploit knowledge of the
Markov evolution of the state (total computing power Xt).
In this paper, we choose the mining times by maximizing the
cumulative reward over a finite but random horizon resulting
in a multiple-stopping time stochastic control problem. From
a practical point of view, the cumulative reward represents the
overall energy efficiency of the IoT device. The goal of the
IoT device is to maximize its cumulative reward over L mining
instants.

Jµ(π0) = Eµ

[
τ1−1∑
t=0

ρtr(Xt, 1) + ρτ1r(Xτ1 , 2) + . . .

. . .+

τL−1∑
t=τL−1+1

ρtr(Xt, 1) + ρτLr(XτL , 2) | π0


τi+1 = min{t > τi : ut = 2}, i ∈ {1, . . . , L}, τ0 = 0

(4)

Here, τi represents the ith mining instant in the blockchain.
The discount factor ρ represents the IoT device’s decreased
value assigned to rewards obtained in the future. One can
also consider risk-averse cost function as in [32]. The optimal
policy ensures that the IoT device maximizes the cumulative
reward for adding a new block to the blockchain, thereby
maximizing energy efficiency.

It is important to emphasize that the total computing power
Xt is not observed by the IoT device. It only observes the PoW
difficulty level Yt, which is a noisy measurement of the total
computing power. Put simply, by observing a noisy Markov
chain, what are the optimal L mining instants? Therefore, (4)
is a multiple-stopping time POMDP.

B. Belief State Representation

The POMDP for the energy-efficient mining problem in
blockchain (Sec.II-A) can be formulated as the standard
Markov decision process (MDP) by introducing a belief state.
The belief state πt is the posterior probability distribution of
the underlying state given the observations until the present
time. It is updated recursively using the Bayesian update [8]
as new observations are received.

πt+1 = T (πt, Yt)

T (π, y) =
ByP

⊺π

σ(π, y)
, σ(π, y) = 1⊺

|X |ByP
⊺π

(5)

3Solving PoW involves an exhaustive search over all possible values of
nonce [2]. The search continues until a desired number of zeros is found at
the beginning of the hash code. Therefore, a miner with higher computing
power can search more nonce per unit of time, leading to a higher probability
of successfully adding a block to the blockchain. Thus, the probability that an
IoT device will add a block to the blockchain can be modelled as a Bernoulli
random variable with p = 1

X
. This assumes that the computing power of the

IoT device is normalized to 1, and it is small compared to the total computing
power X .



Here, By = diag(B(1, y), B(2, y), . . . , B(|X |, y)) where B
is the observation matrix (2); and 1|X | represents the |X |-
dimensional column vector of ones and its transpose is denoted
as 1⊺

|X |.
In the MDP formulation, one designs the policy µ as a

function of belief state πt ∈ Π. Here, Π is a simplex, also
known as belief space. It is well-known that the belief state is
a sufficient statistic [8], and designing a policy as a function
of the belief state yields the same optimal solution. Using
belief state facilitates analysis, but because the belief space
is a simplex, it yields an MDP with continuous state-space
Π. In this paper, we use the equivalent MDP formulation of
the energy-efficient mining problem in blockchain using belief
state to derive our structural results in Sec.III. The latter is
used to design a linear mining policy as a function of the
belief state. Algorithm 1 provides the steps to compute the
cumulative reward for the energy-efficient mining problem for
a given mining policy µ.

Algorithm 1 Simulating energy-efficient mining problem in
blockchain using belief state πt given the mining policy µ

Require: π0,X ,Y, P,B, r, ρ, L and an upper limit on the
horizon length T

1: Initialize l← 1, J ← 0
2: for t = 0, 1, 2, . . . , T do
3: Compute ut ← µ(πt, l)
4: if (ut = 2) then
5: J ← J + ρtr(πt, 2), l← l + 1.
6: if (l = L) then
7: return J
8: end if
9: else

10: J ← J + ρtr(πt, 1)
11: end if
12: Generate a new observation yt and compute πt+1 us-

ing (5).
13: end for

C. Equivalent formulation as a discounted-cost POMDP

The multiple-stopping time POMDP for the energy-efficient
mining in blockchain can be formulated as an infinite-
horizon POMDP. This is achieved by augmenting a fic-
titious absorbing state |X |+1 with the continue reward
r(|X |+1, 1) = 0. When the last stop is made, the be-
lief state πt (ref. Sec.II-B) transitions to e|X |+1. Here,
e|X |+1 = (0, . . . , 0, 1) ∈ R|X |+1. The cumulative re-
ward (4) for the multiple stopping POMDP is equiva-
lent to Jµ(π0) = Eµ

[∑τ1−1
t=0 ρtr(Xt, 1) + ρτ1r(Xτ1 , 2) + . . .

+
∑τL−1

t=τL−1+1 ρ
tr(Xt, 1) + ρτLr(XτL , 2)+∑∞

t=τL+1 ρ
tr(|X |+1, 1) | π0

]
. In the standard form of

POMDP, the transition matrix depends on the input. To obtain
an input-dependent transition matrix, one can use the modified
state (l,X), X ∈ X , l ∈ {1, 2, . . . , L}. Here, l denotes the
stop number and X denotes the original state (ref. Sec.II-A).

To specify the new transition matrix, we order the modified
state as:

((1, 1), . . . , (1, |X |), (2, 1), . . . , (2, |X |), . . . , (L, 1), . . . ,
(L, |X |), |X |+1))

For this ordering, the transition matrix with u = 1 (ref. (3))
is given by P̃u=1 = diag{P, . . . , P, 1}. Here, operator diag is
used to construct a block diagonal matrix, and P is defined
in (1). The transition matrix with u = 2 (ref. (3)) is given by

P̃u=2 =



0 P
0 0 P
...

. . .
...

0 · · · 0 P 0
0 · · · 0 0 1|X |×1

0 · · · 0 0 1


D. Discussion. Multiple Stopping Time Model for Blockchain-
Enabled IoT

We now discuss the POMDP model in the context of
blockchain for IoT. The combination of IoT and blockchain
enables secure, transparent and scalable data sharing amongst
a large number of users [6] [33]. We consider the example
of a sensor network consisting of heterogeneous IoT devices
(see Fig.2): low-power devices like Raspberry Pi and high-
power devices like PCs. Low-power devices are typically
used for data collection at remote locations, while high-power
devices monitor time-critical applications. In our setup, the
devices in the sensor network use a blockchain platform, like
Etherium [34], to log their data. The IoT devices have to
compete to solve a PoW faster than other miners to add a
new block in the blockchain. This improves the security of
the blockchain: it is difficult to tamper with transactions in the
blockchain. However, PoW involves solving a cryptographic
puzzle which is energy-intensive. As low-power IoT devices
have limited energy resources, they need to optimize their
mining time instants to maximize their probability of adding
a new block to the blockchain. This would minimize the
wastage of energy by resource-constrained IoT devices. We
described our POMDP formulation for the energy-efficient
mining problem in blockchain for IoT applications in Sec.II-A.
We now discuss the model parameters in the context of IoT
and blockchain.

1) Markovian system dynamics for mining in blockchain:
The probability of a miner adding a new block to the
blockchain is determined by the total computing power in-
vested in it. Therefore, it is crucial for an IoT device to keep
track of the total computing power. Our approach involves
modeling the total computing power invested in the blockchain
as a Markov chain with a transition matrix P. This matrix
captures how the computing power changes over time as
individual miners make decisions based on their own trade-
offs between mining cost and reward.

Remarks. Estimating the transition matrix. Even though the
actual total computing power in the blockchain is not directly
observable, it can still be estimated based on the rate of new
blocks and the PoW difficulty level. [35] includes a record of
the estimated total computing power in the past, which can



be used to estimate the transition matrix. This can be done by
grouping the historical data into a specified number of states
and applying a maximum likelihood estimator (MLE) to obtain
the transition matrix.

2) PoW difficulty level as a noisy observation of the system
state: Recall that the observations are the PoW difficulty level,
a noisy observation of the system state. With a larger total
computing power, new blocks are mined faster on average,
and thus, the blockchain protocol adjusts the PoW difficulty
level to maintain a constant rate of new blocks. As the IoT
device cannot observe the total computing power invested in
the blockchain, it uses the PoW difficulty level to update the
belief about the total computing power.

Remarks. Estimating the observation distribution. [35]
provides a historical record of the estimated total computing
power and the PoW difficulty level in the blockchain. One can
use an MLE to estimate the observation distribution B from
the data.

3) Probability of adding a new block in the blockchain:
The IoT device wants to mine the blockchain to log its sensor
readings while maximizing its energy efficiency, which is
defined as the probability of adding the next block to the
blockchain. This preference is modelled as the reward in
the optimal stopping time problem within the framework of
POMDP. The reward function is proportional to the computing
power of the IoT device and inversely proportional to the total
computing power invested in the blockchain if the IoT device
decides to mine. Otherwise, it receives no reward.

4) Mining policy and the total number of mining instants:
We model a single IoT device as a decision maker and
optimize its mining time instants so as to maximize its energy
efficiency. Due to the energy constraint imposed on the IoT
device, it can only engage in mining for a finite number of
time instants. Consequently, the IoT device seeks to increase
its likelihood of adding a new block to the blockchain in order
to minimize energy wastage.

E. Optimizing the number of mining instants in blockchain

In Sec.II-A, we presented our model for the energy-efficient
mining problem in the blockchain. Our model assumed that
the number of mining instants L was fixed and known to the
IoT device. In a realistic scenario, the IoT device also has to
optimize the number of mining instants L. This is because
different sensors (IoT devices) in an IoT application record
data at different rates based on their task. The amount of data
that needs to be logged in the blockchain is proportional to the
data rate. The optimization problem to optimize the number
of mining instants L is:

max
L

Jµ∗,L(π0)− Ω(L) (6)

Here, Jµ∗,L(π0) denotes the optimal cumulative reward (4)
when number of mining instants is L; Ω is the cost function for
choosing a particular L. We assume that Ω is an increasing and
convex function of L. This is because the energy consumed
increases with the number of mining instants L. Also, as the
energy consumption increases, the size of the battery increases
and incurs additional cost; this motivates the convexity of Ω.

It can be empirically verified that Jµ∗,L is concave in L.
Therefore, (6) is a convex optimization problem. Although L
is discrete-valued, we can solve (6) in continuous domain and
compare the nearest integer solutions to obtain the optimal
number of mining instants.

To summarize, we formulated the energy-efficient mining
problem in blockchain as a multiple-stopping time POMDP.
Due to the curse of dimensionality, it is difficult to solve
the optimal mining policy. So, in Sec.III, we derive structural
results, which would be exploited in Sec.IV for obtaining an
optimal linear mining policy.

III. STRUCTURAL RESULTS FOR ENERGY-EFFICIENT
MINING IN BLOCKCHAIN

This section presents structural results for the energy-
efficient mining problem in blockchain (ref. Sec.II). Sec.III-A
discussed the model assumptions to derive the structural
results. In Sec.III-B, we first show that the optimal mining
policy in blockchain has a threshold structure (Theorem 1).
Sec.III-C discusses the significance of the structural results for
blockchain-enabled IoT devices. Sec.III-D exploits Theorem 1
to design a linear mining policy. This is followed by necessary
and sufficient conditions on the parameters (Theorem 2) of the
linear mining policy to satisfy the structural results. Optimiz-
ing the parameters of the linear policy corresponds to solving
a constrained optimization problem which is difficult. Hence,
Sec.III-E describes the parameters of the linear mining policy
in spherical coordinates. The spherical coordinates simplify
the problem of optimizing the parameters to an unconstrained
optimization problem. Sec.III-F discusses the policy gradient
algorithm to optimize the parameters of the linear mining
policy in spherical coordinates. The main outcome of this
section is to construct a computationally efficient, optimal
linear mining policy for the blockchain-enabled IoT device.
This is achieved by exploiting the structural results for the
selection of the policy parameters.

A. Assumptions on multiple-stopping time POMDP model

We now discuss our assumptions on the model for the
energy-efficient mining problem in blockchain for IoT appli-
cations. To understand our assumptions, we need to define the
property of total positivity of order 2 (TP2).

Definition 1 (Total positivity of order 2 (TP2) [8]). A stochas-
tic matrix A is TP2 if all the second-order minors are non-

negative, i.e., the determinants
∣∣∣∣Ai1j1 Ai1j2

Ai2j1 Ai2j2

∣∣∣∣ ≥ 0, ∀i1 <

i2, j1 < j2 .Here, Aij denotes the (i, j)th element of the matrix
A.

The assumptions (A1)-(A3) will serve as the basis for
deriving the structural properties of the optimal policy µ∗ in
Sec.III.

(A1) The transition matrix P is totally positive of order 2
(TP2) (Definition 1). To satisfy the TP2 assumption, we
impose two conditions on the Markov chain Xt: (1) it
varies slowly with time, i.e., diagonal terms are dominant,
(2) the transition matrix P has a tri-diagonal structure.



Justification: If there are no collusions among the miners,
the mining activity changes slowly with time. Hence, the
tri-diagonal assumption is valid, and it can be satisfied by
using a small enough sampling time and/or appropriately
binning the states of the Markov chain Xt.

(A2) Observation distribution B (defined in (2)) is totally
positive of order 2 (TP2).
Justification: Since the observations are the PoW dif-
ficulty level, they are non-negative integers. We can
employ empirical methods to approximate the observation
distribution within the class of TP2 distributions. This is
not restrictive as several well-known distributions over
non-negative integers satisfy this property [36] such as
binomial, Poisson, geometric distribution, etc. In the nu-
merical section (Sec.IV) involving a real Bitcoin dataset,
we fit the data to the nearest TP2 distribution to the
observation distribution.

(A3) The dynamics of Xt are not affected by the miner’s
(decision maker) action ut at time t.
Justification: This assumption is realistic for an IoT
device with small computing power compared to the total
computing power ( [37] [21] provides a comparative study
of the typical computing power and energy used by an
IoT device and a PC). This assumption is further justified
because the IoT device’s computing power is negligible
to make a significant impact on the rate at which new
blocks are added in the blockchain4.

B. Structural results for the optimal mining policy

Before discussing our structural results, we need to define
the maximum likelihood ratio (MLR) ordering on the belief
space Π (see Sec.II-B). The MLR ordering is preserved under
conditional expectations [8], making it suitable for Bayesian
problems. The MLR ordering defines a partial order on a
simplex, and we use it to show that the mining policy is
monotone with respect to the belief state.

Definition 2 (MLR ordering). Let π1, π2 ∈ Π be two belief
states. Then, π1 is greater than π2 with respect to MLR order-
ing, denoted as π1 ≥r π2, if π1(j)π2(i) ≥ π2(j)π1(i),∀i < j

To understand the threshold property, let us define two
families of sets: (1) mine set M l, l ∈ {1, 2, . . . , L} containing
the belief states where it is optimal to mine, (2) don’t mine
set Dl, l ∈ {1, 2, . . . , L} containing the belief states where it
is optimal to not mine.

Dl = {π : µ∗(π, l) = 1}, M l = {π : µ∗(π, l) = 2} (7)

Theorem 1 shows the existence of an optimal mining policy
that partitions the belief space Π into two connected regions
for each l ∈ {1, 2, . . . , L}. Moreover, the family of sets M l

and Dl are nested. Theorem 1 also shows the monotonicity of
the optimal mining policy µ∗ in the belief space Π. Fig. 3a
shows a visual illustration of the Theorem 1.

4(A3) allows us to deploy our model for multiple low-power IoT devices
as long as the total computing power of the IoT devices is significantly small
compared to the total computing power invested in the blockchain.
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Fig. 3: Visual illustration of Theorem 1 and Theorem 2 for
|X |= 3. Γl denotes the threshold for deciding the lth mining
instant. Γl partitions the belief space Π into two connected
regions M l (right of Γl) and Dl (left of Γl). The linear policy
in Sec.III-D approximates the threshold Γl using a linear
hyperplane. The dashed lines L(e1, π) in the figure are used
in the proof to show the existence of a threshold policy. From
a practical point of view, we exploit the structure to estimate
the optimal linear mining policy using a stochastic gradient
algorithm.

The belief space Π consists of probability simplices. Hence,
a total order can not be defined. To show the monotonicity
of the optimal mining policy µ∗, we define a family of
total order subsets L(ei, π̄) of the belief space Π. Here,
i ∈ {1, 2, . . . , |X |} indexes the elements in X and ei denotes
the ith standard basis vector in R|X |.

Hi := {π̄ ∈ Π, π̄i = 0}
L(ei, π̄) := {π | π = γei + (1− γ)π̄, γ ∈ [0, 1]}, π̄ ∈ Hi

(8)

The set L(ei, π̄), i ∈ {1, 2, . . . , |X |} consists of line seg-
ments in the belief space Π; each element defines a totally
ordered subset of the belief space Π with respect to the
monotone likelihood ratio (MLR) ordering (Definition 2). In
Theorem 1, we use the MLR order to show that the optimal
mining strategy in blockchain is monotonically decreasing in
the belief state on the lines L(e1, π̄) and L(e|X |, π̄).

Theorem 1. Under assumptions (A1)-(A3), for each l ∈
{1, 2, . . . , L},

A) There exists an optimal policy µ∗(π, l) that is decreasing
on lines L(e1, π̄), and L(eS , π̄) (defined in (8)).



B) There optimal policy µ∗ partitions the belief space Π into
two individually connected sets M l and Dl (defined in
(7)).

C) M l−1 ⊃M l

Proof. See Sec.VI of supplementary material.

Theorem 1.A asserts that the optimal mining strategy
µ∗(π, l), l ∈ {1, 2, . . . , L} is monotonically decreasing on
lines L(e1, π̄), and L(eS , π̄). This implies that there exists
a threshold for the belief state π above which it is optimal
to mine in the blockchain. Theorem 1.B shows that the
threshold partitions the belief space into two connected sets.
Theorem 1.C shows that the sets of belief state π, indexed by
l ∈ {1, 2, . . . , L}, such that µ∗(π, l) = 1 are nested.

C. Implications for Energy-Efficient Mining

For modeling the energy-efficient mining problem, one
needs to discretize the set of total computing power invested
in the blockchain. This can lead to a large number of states
for the POMDP formulation described in Sec.II-A. There-
fore, the dynamic programming solution to POMDP is not
practical for implementation on IoT devices. This is because
the look-up table corresponding to the optimal mining policy
grows exponentially with the number of states and requires
search operations at each time instant. This is detrimental
for IoT devices which have limited computational and energy
resources. Theorem 1 enables a less demanding approach
to store the optimal mining policy in blockchain, both in
terms of memory requirements and computational complexity.
Memory requirement is reduced by solving a parametrized
policy; this also reduces computational complexity as search
operations are avoided. Moreover, under the assumption that
the blockchain is time-invariant, IoT devices can be pre-
programmed with the optimal linear mining policy before their
deployment. This alternate solution approach will be discussed
in Sec.IV, where we describe our approach to compute an
optimal linear policy for the energy-efficient mining problem
in the blockchain.

D. Linear mining policy for a blockchain-enabled IoT device

This subsection focuses on the design of a linear mining
policy for a blockchain-enabled IoT device which meets the
structural results outlined in Theorem 1. Our main result is
summarized in Theorem 2, which characterizes the conditions
on the parameters of the linear mining policy (9).

Consider a linear mining policy of the form

µθ(π, l) =

{
2,

[
θl 1 0

]
[−1

π ] ≥ 0
1, otherwise (9)

Here, θl ∈ RL−1 is the parameter for the linear mining policy
to decide lth mining instant. θ. We can restrict the search space
for θ using structural results from Sec.III. Theorem 2 enumer-
ates necessary and sufficient conditions on the parameter θ
so that the linear mining policy (9) satisfies Theorem 1. The
conditions guarantee that all MLR-decreasing linear policies
are included and no non-MLR-decreasing linear policies are

excluded. Fig. 3b shows a visual illustration of the linear
policy (9) and Theorem 2.

Theorem 2. Assuming the set M l is non-empty, the necessary
and sufficient conditions for the linear policy (9) to satisfy the
structural results in Theorem 1 are: 1) θl(i) ≥ 0, ∀i,∀l, 2)
θl(2) ≥ 1, ∀l and θl(i) ≤ θl(2), ∀i > 2,∀l, 3) θl(1) ≤
θl+1(1) and θl(i) ≥ θl+1(i), ∀i > 1,∀l

Proof. See Sec.VII of supplementary material.

E. Parameters of the linear mining policy in spherical coor-
dinates

The optimization of the linear mining policy (9) subject to
conditions in Theorem 2 can be formulated as a constrained
optimization problem. In this subsection, we present a transfor-
mation of the policy parameters θ into spherical coordinates.
This transformation will be exploited in Sec.III-F to formulate
the optimization of the policy parameters as an unconstrained
optimization problem.

The parameter θ in (9) has to satisfy the conditions de-
scribed in Theorem 2 so as to satisfy the structural results
in Theorem 1. We now define a relation between parameter
θ ∈ RL−1 in Euclidean coordinates and parameter ϕ ∈ RL−1

in spherical coordinates:

θϕl (i) =


ϕ21(1)

∏L−1
j=l sin2 (ϕj(1)) , i = 1

1 + ϕ21(2)
∏l

j=2 sin
2 (ϕj(2)) , i = 2

θl(2)
∏L

j=1 sin
2 (ϕj(i)) , i > 2.

(10)

It can be easily verified that the θ obtained using (10) satisfies
the conditions in Theorem 2. So, instead of optimizing the
parameter θ using a constrained optimization problem, we can
optimize the parameter ϕ as an unconstrained optimization
problem.

F. Policy gradient reinforcement learning algorithm [38]

In this subsection, we describe the policy gradient algorithm
to optimize the parameters of the linear mining policy (9) for
a blockchain-enabled IoT device. As it is difficult to obtain a
closed-form expression for the cumulative reward as a function
of the mining policy, we utilize techniques from stochastic
optimization to optimize the policy parameters.

Algorithm 2 Policy gradient algorithm

Require: π0,X ,Y, P,B, r, ρ, L, ϵ, ζ, κ, ν, ψ
1: Initialize ϕ(0) randomly.
2: for n = 1 to N do
3: Compute θϕ

(n)

using (10) and compute an, cn us-
ing (12).

4: Use Algorithm 1 to simulate the POMDP for the
energy-efficient mining problem in Sec.II-A using the
linear mining policy (9) with policy parameters θϕ

(n)

+

cnωn and θϕ
(n)

+ cnωn. Update the parameter ϕ(n)

using (11).
5: end for
6: return θϕ

(N)



The policy gradient algorithm to optimize the parameter θ in
spherical coordinates is as follows: (1) initialize the parameter
ϕ, (2) update ϕ using (11). Algorithm 2 summarizes the steps
in the policy gradient algorithm.

∇̂ϕJ
(
θϕ

(n)
)
=
J
(
θϕ

(n)

+ cnωn

)
− J

(
θϕ

(n) − cnωn

)
2cn

ωn

ϕ(n+1) = ϕ(n) + an∇̂ϕJ
(
θϕ

(n)
)

(11)

Here, ϕ(n) is the value of parameter ϕ at nth iteration. θϕ
(n)

is
the value of the parameter in Euclidean coordinates obtained
using (10). The parameters an and cn are typically chosen as:

an = ε(n+ 1 + ς)−κ, cn = ψ(n+ 1)−v,
0.5 < κ ≤ 1, ε, ς > 0, 0.5 < v ≤ 1, ψ > 0

(12)

To summarize, we showed that the optimal mining policy
has a threshold structure (Theorem 1), and it partitions the
belief space into two connected sets. We exploited these results
to design a linear mining policy (9) for the energy-efficient
mining problem in the blockchain. We specified conditions
on the parameters of the linear mining policy (Theorem 2)
so that it satisfies the structural results in Theorem 1. This
was followed by the transformation of the parameters of
the linear mining policy to spherical coordinates (10). The
latter facilitated us to formulate the optimization of the policy
parameters as an unconstrained optimization problem. We also
presented a policy gradient algorithm (11) to optimize the
linear policy’s parameters in the spherical coordinates.

IV. NUMERICAL RESULTS AND BITCOIN DATASET

In this section, we compute an optimal linear mining pol-
icy (9) for the energy-efficient mining problem in blockchain5

using synthetic (Sec.IV-A and Sec.IV-B) and a real bitcoin
dataset (Sec.IV-C). The optimal linear mining policy (9) satis-
fies the structural results in Theorem 1 and is suitable for IoT
devices: the linear policy uses less memory, less computation
and can be computed offline. To illustrate the performance of
our proposed optimal linear policy (P2), we compare it with
four other mining strategies:

(P1) Optimal mining policy: a mining policy obtained using
the value iteration algorithm for the multiple stopping
time problem. This qualifies as the ground truth since it
is the optimal solution [8].

(P2) Optimal linear mining policy: a linear mining policy (9)
obtained using the policy gradient algorithm (11).

(P3) First L mining: a policy that chooses the first L time
instants for mining.

(P4) Random policy: a policy that decides to mine or not at
each time instant by tossing a biased coin. For a random
policy, the probability of heads for a biased coin can
be adjusted based on the rate of data sensing. In our
simulation, we consider a fair coin.

5All the numerical results are reproducible, and the codes are available on
GitHub at https://github.com/anuraggin/blockchain˙pomdp.git

TABLE I: Model parameters for the energy-efficient mining
problem in blockchain for an IoT device (Low-dimensional
synthetic data)

Parameters Eq. Values
{π0,X} (1) {[0 0 1], {1, 2, 3}}

P (1)

 0.5 0.5 0
0.25 0.5 0.25
0 0.5 0.5


Y (2) {1, 2, 3, 4, 5}

B⊺ (2)


0.2384 0.1686 0.0221
0.3129 0.2580 0.0955
0.3951 0.3258 0.1207
0.0629 0.3 0.4546
0.0044 0.0669 0.1741


[r(1, 2), r(2, 2), r(3, 2)] (3) [0.1, 0.01, 0.001]

[ρ, L] (4) [0.9, 3]
[ϵ, ζ, κ, ν, ψ] (12) [0.7, 0.1, 0.6, 0.6, 0.1]

TABLE II: Comparison of the optimal mining policy with
other heuristic mining strategies

(a) Low-dimensional synthetic dataset

Policy Reward (4)
(P1) Optimal mining policy 0.0579
(P2) Optimal linear mining policy 0.0549
(P3) First L mining 0.0204
(P4) Random policy 0.0348
(P5) Reinforcement learning 0.0452

(b) Real Bitcoin dataset

Policy Reward (4)
(P1) Optimal mining policy 0.2021
(P2) Optimal linear mining policy 0.1991
(P3) First L mining 0.1265
(P4) Random policy 0.1432
(P5) Reinforcement learning 0.1621

(P5) Reinforcement learning based mining policy: Re-
inforcement learning has been exploited in the liter-
ature to compute optimal mining policy under vari-
ous settings [17] [39]; it uses softmax parametriza-
tion to model policy. In the reinforcement learn-
ing paradigm, the parameters of the MDP are un-
known to the decision maker. Hence, the policy is
designed as a function of the current and past obser-

vations. Pr(µ(π, l) = u) =
exp(θ⊺

l,uWt)∑2
u=1 exp(θ⊺

l,uWt)
Here,

Wt := [yt yt−1 . . . yt−N+1]
⊺ is the observation

window,θl,u ∈ RN ,∀l,∀u is the policy parameters; N
denotes the size of observation window for designing
a mining policy using the softmax parametrization. For
simulation, we chose N = 2 so that the number of
parameters in the softmax parametrization is similar to
that of the linear mining policy.

A. Low-dimensional numerical examples using synthetic data

In this subsection, we use synthetic model parameters for
the proposed energy-efficient mining problem in blockchain
(Sec.II-A). Our model parameters are summarized in Table I.
We chose |X |= 3 to visualize the structure of the optimal
mining policy. We solved the optimal mining policy for the
energy-efficient mining problem in blockchain using the value
iteration algorithm (Fig. 4a) and the optimal linear mining



(a) Value iteration algorithm.

(b) Policy gradient algorithm.

Fig. 4: Optimal mining policy for the energy-efficient mining
problem in blockchain on a low-dimensional synthetic data.
The triangle represents the belief space for the energy-efficient
mining problem in blockchain. The belief space has been
discretized into 30 equal parts along each axis. The markers
indicate the belief states where the optimal action is to mine
in the blockchain. The optimal mining policy has a threshold
and nested structure (Theorem 1).

policy using the policy gradient algorithm (Fig. 4b). Fig. 5a
shows the convergence of the policy gradient algorithm. The
optimal mining policy gives an expected reward of 0.0579
whereas the optimal linear mining policy gives an expected
reward of 0.0549. Therefore, there is a 5.5% loss in the
expected reward for using a linear mining policy. On the
positive side, the optimal linear mining policy uses much
less memory and requires less computation compared to the
solution of the value iteration algorithm. This is because the
solution of value iteration corresponds to storing a look-up
table, the size of which grows exponentially with the size of
state space. Moreover, for the optimal mining policy, the IoT
device has to perform a search operation on the look-up table
at each time instant to obtain the optimal action. The optimal
linear mining policy overcomes these two drawbacks making
it suitable for resource-constrained IoT devices.

We also compared our proposed mining policy with other
heuristic mining strategies. The results are summarized in
Table IIa. We observe that the optimal linear mining policy

TABLE III: Model parameters for the energy-efficient mining
problem in blockchain for an IoT device (High-dimensional
synthetic data)

Parameters Eq. Values
{π0,X} (1) {[0 0 . . . 0 1], {1, 2, . . . , 10}}
P (1) Pi,i = 0.5, ∀i, P1,2 = P10,9 = 0.5,

Pi,j−1 = Pi,j+1 = 0.25, ∀i ̸= {1, 10}

{Y, B(i, y)} (2)
{
{1, 2, . . . , 12}, (10 i)y exp(−10 i)/y!∑

y(10i)
y exp(−10i)/y!

}
r(X, 2) (3) 1/X3

[ρ, L] (4) [0.9, 3]
[ϵ, ζ, κ, ν, ψ] (12) [0.7, 0.1, 0.6, 0.6, 0.1]

provides a significant improvement over other heuristic poli-
cies: 69% improvement over the first L mining policy, 58%
improvement over the random policy, and 22% improvement
over reinforcement learning-based mining policy.

B. High-dimensional numerical example using synthetic data

In this subsection, we solve a higher dimensional energy-
efficient mining problem in blockchain (Sec.II-A) using syn-
thetic data. The model parameters are summarized in Table III.
Fig.5b shows the convergence of the policy gradient algorithm.
Even for high dimensional data, the policy gradient algorithm
converges within 200 iterations using a suitable choice of
parameters for the policy gradient algorithm. Therefore, if the
total number of miners in an IoT application evolves slowly
with time, the IoT device can also use the policy gradient
algorithm to update its optimal linear mining policy.

C. Numerical examples using real bitcoin dataset

Now, we use real Bitcoin data to estimate the model param-
eters for the energy-efficient mining problem in blockchain
(Sec.II-A). The estimated model parameters are used to solve
the optimal mining policy for a blockchain-enabled IoT device.

A record of historical data on bitcoin mining is available
in [35]. We use their data on the estimated hash rate (total
computing power) and the difficulty (PoW difficulty level) to
estimate the transition matrix and the observation matrix. The
dataset contains total computing power and the PoW difficulty
sampled once per day. As the total number of miners in the
Bitcoin network is growing with time, we use a small range of
data to compute the model parameters. Fig. 6 shows the plot
of the Bitcoin dataset between April 2022 - August 2022. To
compute the model parameters, we first group the data into
bins of uniform size as follows: (1) total computing power
is grouped into three bins, i.e., |X |= 3, (2) PoW difficulty
level is grouped into five bins, i.e., |Y|= 5. We used the
binned data to estimate the transition matrix P using the MLE
estimator (see Table IV). The estimated transition matrix P
satisfies the tri-diagonal structure assumption, and the diagonal
terms are dominant, thereby satisfying the assumption (A1).
Hence, (A1) is easy to satisfy with a suitable choice of binning
and sampling interval. However, in our case, the estimated
observation matrix using the MLE did not yield a TP2 matrix.
This could be due to external factors or the insufficient size of
the dataset. Hence, to exploit our structural results, we estimate



0 100 200 300 400 500
0

0.01

0.02

0.03

0.04

0.05

0.06

0.07

(a) Low-dimensional synthetic data (Sec.IV-A)

0 50 100 150 200
0

0.05

0.1

0.15

0.2

0.25

(b) High-dimensional synthetic data (Sec.IV-B).

Fig. 5: Cumulative reward for the energy-efficient mining problem at each iteration of the policy gradient algorithm. µ(n)

denotes the linear mining policy µ at iteration n. The policy gradient algorithm converges within 100 iterations. Therefore, if
the total miners in an IoT application evolve slowly with time, the IoT device can also use the policy gradient algorithm to
update its optimal mining policy.
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(a) Total computing power vs. time. The total computing power
was estimated using the rate of new blocks in the blockchain
over 24 hours interval.
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(b) PoW difficulty level vs. time. The PoW difficulty level is
the average of the PoW difficulty level computed over 24-hour
interval.

Fig. 6: Bitcoin mining dataset between April 2022 - August 2022 (Source: [35])
.

the observation matrix B̂ within the class of TP2 distribution6.
The model parameters are summarized in Table IV.

We solved the optimal mining policy for the energy-efficient
mining problem in blockchain using the value iteration algo-
rithm (Fig. 7a) and the optimal linear policy using the policy
gradient algorithm (Fig. 7b). One can observe that the optimal
linear mining policy provides a similar performance as that
of the optimal mining policy. Furthermore, the linear policy
is suitable for resource-constrained IoT devices: it uses less
memory and less computation to compute the optimal action.

We also compared the optimal linear mining policy with
other heuristic policies on the real Bitcoin dataset. The results
are summarized in Table IIb. We observe that the optimal

6Although it is beyond the scope of this study, it would be worth studying
the loss in optimality due to estimation of the model parameters within the
class of TP2 distribution.

TABLE IV: Model parameters for the energy-efficient mining
problem in blockchain for an IoT device (Real Bitcoin dataset)

Parameters Eq. Values
{π0,X}, (1) {[0 0 1], {1, 2, 3}}

P (1)

 0.8 0.2 0
0.038 0.8861 0.0759
0 0.1111 0.8889


Y (2) {1, 2, 3, 4, 5}

B⊺ (2)


0.2384 0.1686 0.0221
0.3129 0.258 0.0955
0.3951 0.3258 0.1207
0.0629 0.3 0.4546
0.0044 0.0669 0.1741


[r(1, 2), r(2, 2), r(3, 2)] (3) [1, 0.125, 0.037]

[ρ, L] (4) [0.9, 3]
[ϵ, ζ, κ, ν, ψ] (12) [0.5, 0.1, 0.6, 0.6, 0.1]

linear mining policy provides a significant improvement over



(a) Value iteration algorithm.

(b) Policy gradient algorithm.

Fig. 7: Optimal mining policy for energy-efficient mining
problem in blockchain on a real Bitcoin dataset. The triangle
represents the belief space for the energy-efficient mining
problem in blockchain. The belief space has been discretized
into 30 equal parts along each axis. The markers indicate
the belief states where the optimal action is to mine in the
blockchain. The optimal mining policy has a threshold and
nested structure (Theorem 1).

other heuristic policies: 57% improvement over the first L
mining policy, 39% improvement over the random policy, and
22% improvement over reinforcement learning-based mining
policy.

To sum up, we solved the optimal mining policy for an
energy-efficient mining problem in a blockchain device using
real and synthetic model parameters. Additionally, we con-
ducted numerical experiments to compare the optimal mining
policy with other heuristic policies.

V. CONCLUSION

In this paper, we addressed: what are the optimal times
for an IoT device to mine in a blockchain? We formulated
the energy-efficient mining problem in blockchain as a mul-
tiple stopping time Bayesian sequential detection problem in
POMDP. Computing the exact solution of the multiple stop-
ping time POMDP is computationally intractable. So, using
submodularity, we derived a useful mathematical structure that
characterizes the optimal mining policy: the optimal policy

is monotone in the belief state with respect to MLR order
and, therefore, has a threshold structure. We exploited these
structural results to derive necessary and sufficient conditions
on the parameters of an optimal linear mining policy for the
energy-efficient mining problem. This optimal linear policy
can be computed offline and stored on the IoT device. This
makes it suitable for IoT applications. Finally, we illustrated
how the proposed multiple stopping time approach achieves
energy-efficient mining in blockchain on synthetic data and a
real Bitcoin dataset. We also studied the benefit of the optimal
mining policy over other heuristic strategies for a blockchain-
enabled IoT device.
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SUPPLEMENTARY MATERIAL

VI. PROOF OF THEOREM 1 IN SEC.III

The value iteration algorithm is an iterative approach to
solve Bellman’s equation. However, in this paper, we use the
value iteration algorithm to prove by mathematical induction
that the optimal policy has a threshold structure. The value
iteration algorithm is as follows:

Vk+1(π, l) = max
u∈{1,2}

Qk+1(π, l, u)

µk+1(π, l) = arg max
u∈{1,2}

Qk+1(π, l, u),

Qk+1(π, l, 2) = r⊺π + ρ
∑
y

Vk(T (π, y), l + 1)σ(π, y)

Qk+1(π, l, 1) = ρ
∑
y

Vk(T (π, y), l)σ(π, y)

Here, r := [r(x1, 2) r(x2, 2) . . . r(x|X |, 2)] is the re-
ward vector when the IoT device decides to mine. Define
Wk(π, l) := Vk(π, l) − Vk(π, l + 1). The mine set M l

k and
don’t mine set Dl

k to decide lth mining time instant at iteration
k of the value iteration algorithm is defined as:

M l
k+1 = {π|r⊺π ≥ ρ

∑
y

Wk(T (π, y), l)σ(π, y)}

Dl
k+1 = {π|r⊺π < ρ

∑
y

Wk(T (π, y), l)σ(π, y)}
(13)

Our main result uses the following Lemmas from [23].

Lemma 1. Wk(π, l) ≤Wk(π, l + 1), and M l
k ⊃M

l+1
k

Proof. The proof is by forward-induction over k and
backward-induction over l, i.e., we assume that the lemma
holds for l + 1, . . . , L for all values of k, and upto k for
l. The base case for mathematical induction is W0(·, ·) =
0, ML+1

k = ϕ, ∀k. The induction step is as follows. Note
that

Wk(π, l) =

[
ρ
∑
y

Wk−1(T (π, y), l)σ(π, y)

]
IDl

k
(π)

+ r⊺π IDl+1
k ∩M l

k
(π)

+

[
ρ
∑
y

Wk−1(T (π, y), l + 1)σ(π, y)

]
IM l+1

k
(π)

Consider the following cases:
(a) π ∈ M l+2

k . This implies π ∈ M l+1
k ,M l

k and π /∈
Dl+2

k , Dl+1
k , Dl

k.

Wk+1(π, l)−Wk+1(π, l + 1) =

ρ
∑
y

(Wk(T (π, y), l + 1)−Wk(T (π, y), l + 1))σ(π, y) ≤ 0

(b) π ∈ M l+1
k ∩ Dl+2

k . This implies π ∈ M l
k and π /∈

M l+2
k , Dl+1

k , Dl
k.

Wk+1(π, l)−Wk+1(π, l + 1) =

ρ
∑
y

(Wk(T (π, y), l + 1))σ(π, y)− r⊺π ≤ 0

Last inequality holds using π ∈M l+1
k and (13)

(c) π ∈ M l
k ∩ D

l+1
k . This implies π ∈ Dl+2

k and π /∈
M l+2

k ,M l+1
k , Dl

k.

Wk+1(π, l)−Wk+1(π, l + 1) =

ρ
∑
y

(Wk(T (π, y), l))σ(π, y)− r⊺π ≤ 0

Last inequality holds using π ∈ Dl+1
k and (13)

(d) π ∈ Dl
k. This implies π ∈ Dl+1

k , Dl+2
k and π /∈

M l+2
k ,M l+1

k ,M l
k.

Wk+1(π, l)−Wk+1(π, l + 1) =

ρ
∑
y

(Wk(T (π, y), l)−Wk(T (π, y), l))σ(π, y) ≤ 0

Thus we have showed that Wk+1(π, l) ≤ Wk+1(π, l + 1).
From the definition of the continue and stopping sets in (13),
it then follows that M l

k+1 ⊃M
l+1
k+1.

Next, we define a submodular function. This is required to
prove that the mining policy is monotone.

Definition 3 (Submodular function). A function f(π, u) is
submodular if f(π, u)− f(π, ū) ≥ f(π̄, u)− f(π̄, ū) for u ≥
ū, π ≥r π̄.

To show the existence of an optimal policy which is
decreasing in π ∈ L(ei, π̄), i ∈ {1, L} (Theorem 1.A), we
use the following result on submodular functions from [40]:

Theorem 3. If f(π, u) is submodular, then there exists an
optimal policy u∗(π) = argmaxu∈U (π, u) that is MLR
decreasing in π.

We use the MLR order for π in the set L(ei, π̄), i ∈ {1, L}.
Hence, all we need to show is that Q(π, l, u) is a submodu-
lar function. Before deriving the main result, we present a
property of the Bayesian update from [8]: MLR ordering is
preserved under Bayes’ rule.

Theorem 4. If the transition matrix P and the observation
matrix B are TP2. Then, for π1 ≥r π2, T (π1, ·) ≥ T (π2, ·)
and σ(π1, ·) ≥ σ(π2, ·).

The following result guarantees the existence of a mono-
tonically decreasing mining policy.

Theorem 5. Q(π, l, u) is a submodular function ∀l.

Proof. Since, Qk+1(π, l, 2)− Qk+1(π, l, 1) =
−ρ
∑

yWk(T (π, y), l)σ(π, y) + r⊺π. We need to show
that −ρ

∑
yWk(T (π, y), l)σ(π, y) + r⊺π is MLR decreasing

in π.

−ρ
∑

yWk(T (π, y), l)σ(π, y) + r⊺π

= −
∑

y ((ρWk(T (π, y), l) + ρr⊺T (π, y))

+ (r⊺π − ρr⊺T (π, y)))σ(π, y)
= −ρ

∑
y (Wk(T (π, y), l)− r⊺T (π, y))σ(π, y)

+r⊺ (I − ρP ⊺)π

The term r⊺ (I − ρP ⊺)π in is MLR decreasing in π due
to our assumptions in Sec.III-A. Hence, to show that



−ρ
∑

yWk(T (π, y), l)σ(π, y) + r⊺π is MLR decreasing in π
it is sufficient to show that Wk(π, l)−r⊺π is MLR decreasing
in π. Define, W k(π, l) :=Wk(π, l)− r⊺π.

Vk(π, l) =

(
r⊺π + ρ

∑
y

Vk−1(T (π, y), l − 1)σ(π, y)

)
IM l

k

+

(
ρ
∑
y

Vk−1(T (π, y), l)σ(π, y)

)
IDl

k

where IDl
k

and IM l
k

are indicator functions on the don’t mine
and mine sets, respectively, for each iteration k. As M l+1

k ⊂
M l

k,

Wk(π, l) =

(
ρ
∑
y

Wk−1(T (π, y), l)σ(π, y)

)
IDl

k
(π)

+ r⊺πIDl+1
k ∩M l

k
(π)

+

(
ρ
∑
y

Wk−1(T (π, y), l + 1)σ(π, y)

)
IM l+1

k (π)

⇒W k(π, l) =
∑
y

W̃k−1(T (π, y), l)IDl
k
(π)

+
∑
y

W̃k−1(T (π, y), l + 1)IM l+1
k

(π)

W̃k(π, l) := ρW k(π, l)σ(π, y)− r⊺(I − ρP )⊺π

We prove using induction that W k(π, l) is MLR increasing in
π, using the recursive relation over k. For k = 0,W 0(π, l) =
W0(π, l) − r⊺π = V0(π, l) − V0(π, l + 1) − r⊺π. The initial
conditions of the value iteration algorithm can be chosen such
that W 0(π, l) is increasing in π.

Next, we show that W k(π, l) is MLR increasing in π,
if W k−1(π, l) is MLR increasing in π. For π1 ≥r π2,
consider the following cases: (a) π1, π2 ∈ M l+1

k , (b) π2 ∈
M l+1

k , π1 ∈ Dl+1
k , (c) π1, π2 ∈ Dl+1

k ∩ M l
k, (d) π2 ∈

Dl+1
k ∩ M l

k, π1 ∈ Dl
k, (e) π1, π2 ∈ Dl

k. For cases (a), (e),
W k (π1, l) ≥ W k (π2, l) by the induction assumption. For
case (b), W k (π1, l) ≥ W k (π2, l) by definition of M l+1

k and
Dl+1

k (13). For case (c), W k (π1, l) = W k (π2, l) = 0. For
case (d), W k (π1, l) ≥ W k (π2, l) by definition of M l

k and
Dl

k.

Theorem 1.B follows from the monotonicity property. Sup-
pose M l is a disconnected set. We can find a line L(e1, π̄), i ∈
{1, L} that passes through the two disconnected components
of M l. Existence of disconnected set would imply that u∗(π)
is not monotonic in the set L(ei, π̄), i ∈ {1, L} with respect
to the MLR order. This is a contradiction.

The proof of Theorem 1.C follows from Lemma 1.

VII. PROOF OF THEOREM 2 IN SEC.IV

Dl is non-empty implies e|X |−1 should be in Dl.
This implies θl(1) ≥ 0,∀l. We first derive condi-
tions on

[
θl 1 0

]
[−1

π ] to be MLR decreasing on
L(ei, π̄), i ∈ {1, |X |}. For π1 ≥r π2,

[
θl 1 0

] [−1
π1

]
≤[

θl 1 0
] [−1

π2

]
⇔ [θ(2) . . . θ(|X |−1) 1 0] (π1 − π2) ≤ 0.

For π1, π2 ∈ L(e|X |, π̄), [θ(2) . . . θ(|X |−1) 1 0] (e|X | −

π̄) ≤ 0 ⇔ [0 θ(2) . . . θ(|X |−1) 1 0] π̄ ≥ 0. For π1, π2 ∈
L(e1, π̄), [θ(2) . . . θ(|X |−1) 1 0] (e1 − π̄) ≥ 0 ⇔ θ(2) −
[θ(2) . . . θ(|X |−1) 1 0] π̄ ≥ 0

The last condition on the parameters can be derived by using
the nested property of the mining set M l, µθ(π, l) ≥ µθ(π, l+
1)⇔

[
θl − θl+1 1 0

]
[−1

π ] ≥ 0


