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Recovering the Block-wise Relationship in an
Encryption-Then-Compression System

Chengqing Li, Sheng Liu

Abstract—Joint encryption and compression is an ideal so-
lution for protecting security and privacy of image data in
a real scenario, e.g. storing them on an existing cloud-based
service like Facebook. Recently, some block-wise encryption-
then-compression (ETC) schemes compatible with JPEG were
proposed to provide a reasonably high level of security without
compromising compression ratio much. This paper investigates
recovering the block-wise relationship in an ETC scheme exerting
on single-color blocks of size 8×8 in the scenarios of ciphertext-
only attack, known-plaintext attack and chosen-plaintext attack.
Then, the attacking targets are extended to the other conventional
ETC schemes exerting on multiple color channels and blocks
of various sizes. Especially, an elaborate jigsaw puzzle solver
is designed to recover enough visual information from multiple
cipher-images encrypted by the same secret key. Moreover, the
nice attacking performance was verified over two social media
platforms, Facebook and Weibo.

Index Terms—Ciphertext-only attack, chosen-plaintext attack,
image security, jigsaw puzzle solver, known-plaintext attack,
permutation.

I. INTRODUCTION

PROTECTING security and privacy of image data in
cyberspace is a constant uphill battle receiving everyone’s

concerns [1]. Meanwhile, due to massive capacity and high
redundancy of image data, compression is required to reduce
image size and efficiently utilize network resources. In recent
years, with the assistance of some signal processing tech-
niques, such as compressive sensing [2], [3], a variety of joint
encryption and compression schemes were proposed to pursue
a satisfying security level of image data meanwhile destroying
its redundancy, the basis of compression, to a marginal extent
[4]–[12].

In certain scenarios, it is required to conduct image en-
cryption prior to compression. For example, a user wants
to securely transmit images through an untrusted channel
whose provider requires compressing the images to effectively
exploit the constrained bandwidth and storage space. To as-
sure security or privacy, the user encrypts the images before
transmission, and then the channel provider performs image
processing in the encrypted domain. It is well-known that
image compression is tied to the high redundancy of image
data and the strong correlation among neighboring pixels,
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whereas most encryption schemes eliminate the correlation
and produce even completely random result. Apparently, there
is a contradiction between encryption and compression when
the former is conducted before the latter. Therefore, the main
challenge here is to minimize the size of image data without
sacrificing security and privacy of users. In other words, the
object is to seek for a balancing point in which both compres-
sion performance and security are acceptable for the given
scenario [13]. To overcome the challenge, a number of image
encryption schemes falling in the category of encryption-then-
compression system (ETCS) were proposed in the past two
decades [14]–[25].

To endow ETCS with applicability for extensive scenarios,
such as sharing images over an online social network (OSN)
[26] and uploading images to a photo storage cloud [27],
the embedded compression scheme should be a widely-used
standard. To this end, a handful of block-wise perceptual en-
cryption schemes compatible with JPEG compression standard
or its variants were proposed in the past decade [28]–[34]. In
JPEG, the lossy compression is performed for each block sep-
arately. Since almost all structural and statistical information
within each block is preserved during the designed encryption
process, the compression performance is only slightly reduced
compared to that without any encryption process. However,
there exist two harsh drawbacks in ETCS proposed in [29]–
[32]: restriction on block size and image distortion. Since lossy
JPEG compression on color images involves chrominance sub-
sampling, the block size is limited to 16 × 16 to prevent
severe degradation of compression performance, which may
incur leaking local visual information and weakening security
of the whole system. In addition, if sub-sampling is used
in compression, the decompression before decryption incurs
severe distortion along block edges. Then, a “grayscale-like”
ETCS was proposed to strengthen security level of the whole
system and eliminate the distortion by changing the encryption
object from a three-color block to a single-color one, which
naturally avoids the sub-sampling problem [35].

In the aforementioned block-wise ETCS, the correlation
among blocks in a plain-image is preserved in the encrypted
result. Due to the strong correlation existing in a natural
image, the neighboring blocks of a given block can be found
by searching for the blocks owning high correlation with
it. So, any attack on such category of systems utilizing the
correlation can be regarded as solving a jigsaw puzzle. In [36]–
[41], the research on solving square jigsaw puzzle problem
achieved great progress, and several powerful jigsaw puzzle

1549-8328 ©2019 IEEE. Personal use is permitted, but republication/redistribution requires IEEE permission.
See http://www.ieee.org/publications standards/publications/rights/index.html for more information.

ar
X

iv
:2

30
5.

04
54

3v
1 

 [
cs

.C
R

] 
 8

 M
ay

 2
02

3



2 IEEE TRANSACTIONS

solvers were proposed. With the aid of the puzzle solvers,
some ciphertext-only attacks were performed to evaluate the
security performance of ETCS in [35], [42]–[45]. But, the
solver used in the attacks is not well-designed for puzzles
introduced by ETCS and cannot handle the complicated en-
cryption operations. In [35], according to some empirical
attacking results, it was claimed that the grayscale-like ETCS
owns enhanced security than the conventional ones, and can
withstand ciphertext-only attack. However, the statement is
underpinned by an assumption of assigning a different secret
key for each plain-image, which is impractical in a real
scenario. In [27], a concrete implementation of ETCS is
designed to protect users’ photos stored on a cloud service,
and in [46], ETCS is used to build a privacy-preserving deep
learning framework, making objective evaluation of the real
security performance of ETCS more important.

The security of grayscale-like ETCS was severely weakened
in the pursuit of compression efficiency and format compli-
ance. Its real security was much overestimated by the designers
and the related followers. ETCS may be only suitable for a
certain scenario requiring security level much lower than the
general expectation. In this paper, we try to disclose the real
security performance of ETCS against ciphertext-only attack,
known-plaintext attack and chosen-plaintext attack. With the
assistance of an elaborately designed jigsaw puzzle solver,
we designed an efficient ciphertext-only attack method to
reveal enough visual information from multiple cipher-images
encrypted by the same secret key. Furthermore, we tested
the attacking performance in a real application scenario on
sharing images over OSNs. It is shown that even the available
cipher-images underwent high-ratio lossy compression and
other serious processing by OSNs, the corresponding original
images still can be recovered perfectly when the number of
cipher-images is sufficient. In plaintext attacks, we derived
the equivalent secret key from the one-to-one correspondence
between blocks in plain-images and cipher-images, which is
determined by either using pixel-wise comparison or com-
puting similarities among blocks. For the former method, the
correspondence is recovered by building a multi-branch tree,
reducing the computational complexity remarkably. To make
the cryptanalysis more complete, the security evaluation of the
conventional ETCS proposed in [29]–[34] is also presented
with reference to that of ETCS proposed in [35].

The rest of the paper is organized as follows. Section II con-
cisely introduces the procedure of ETCS. Section III presents
ciphertext-only attack on ETCS. And known-plaintext attack
and chosen-plaintext attack on ETCS are performed in Sec. IV.
Then, Sec. V describes the cryptanalysis of a conventional
ETCS. The last section concludes the paper.

II. BRIEF DESCRIPTION OF ETCS

The encryption object of ETCS proposed in [35] is an 8-bit
RGB full-color image of size W × H , which is denoted by
I = {I(i, j, k)}W−1,H−1,2i=0,j=0,k=0. The corresponding cipher-image
is a grayscale image of size 3W ×H and can be represented
as I′ = {I ′(i, j)}3W−1,H−1i=0,j=0 . The basic parts of ETCS can be
described as follows.

• The secret key: three integers k1, k2, k3 used for generating
pseudorandom sequence.

• Public parameter: block size WB, HB.
• Initialization:

– Step 1: The plain-image first undergoes a color space
conversion, where the RGB channels are transformed into
YCbCr (Luminance, Chrominance blue, Chrominance
red) triplets via

Y = 0.299×R+ 0.587×G+ 0.114×B,

Cb = −0.1687×R− 0.3313×G+ 0.5×B + 128,

Cr = 0.5×R− 0.4187×G− 0.0813×B + 128.

Denote the converted plain-image by I∗ =
{I∗(i, j, k)}W−1,H−1,2i=0,j=0,k=0.

– Step 2: Combine YCbCr triplets into one component
I∗∗ = {I∗∗(i, j)}3W−1,H−1i=0,j=0 , where I∗∗(i + k ∗W, j) =
I∗(i, j, k). A plain-image “Lenna” and its combination
result are illustrated in Fig. 1.

– Step 3: Select WB = HB = 8 as block size. Divide I∗∗

into n non-overlapping blocks of size WB ×HB, where

n = 3 ·
⌊
W

WB

⌋
·
⌊
H

HB

⌋
.

The blocks are scanned in the raster order and then repre-
sented as {B(i)}n−1i=0 . Without loss of generality, assume
that W and H can be exactly divided by WB and HB,
respectively. Then generate three pseudorandom integer
sequences {s(i)}n−1i=0 , {(r(i), f(i))}n−1i=0 , and {t(i)}n−1i=0

using the subkeys k1, k2, and k3, respectively, where
0 ≤ s(i) ≤ n − 1, 0 ≤ r(i), f(i) ≤ 3, and t(i) ∈ {0, 1}
1.

a)

b)

Fig. 1: A plain-image and its combination result: a) a color
image; b) the flatten grayscale version of a).

• The encryption procedure:
– Step 1: Permute blocks {B(i)}n−1i=0 randomly using the

sequence {s(i)}n−1i=0 , where s(i) is used to swap the
locations of blocks B(i) and B(s(i)).

– Step 2: Rotate and invert blocks using {(r(i), f(i))}n−1i=0 .
For each block B(i), the four possible values of r(i)

1The concrete PRNG is not mentioned in [35]. Fortunately, this is not
related with the insecurity problems studied in this paper.
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indicates rotating it 0◦, 90◦, 180◦, and 270◦, respectively.
Similarly, f(i) denotes four possible inverting directions:
horizontal, vertical, both, and neither.

– Step 3: Perform negative-positive transformation (NPT)
on every block using {t(i)}n−1i=0 . For each L-bit pixel p
in block B(i), calculate

p′ =

{
p if t(i) = 0;

p⊕ (2L − 1) if t(i) = 1,

where ⊕ denotes the bitwise XOR operation.
• Compression: Apply JPEG compression to the cipher-image.

III. CIPHERTEXT-ONLY ATTACK ON ETCS
Due to the special properties of the basic operations of

ETCS, the correlation among divided blocks remains almost
intact after the block-wise encryption. Even in the scenario
of ciphertext-only attack, one can regard reconstructing the
plain-image from the cipher-image as a jigsaw puzzle. In [35],
[42]–[45], Kiya et al. performed ciphertext-only attacks on
ETCS with the aid of a jigsaw puzzle solver. In [35], it is
claimed that ETCS “becomes robust against known-plaintext
attack through the assigning of a different key to each image
for the encryption”. This means that ETCS is similar to a one-
time password (also known as a one-time authorization code),
which is impractical as complex key management is required
to avoid any repeating usage of secret keys. To keep such
management successful, many loads on human resources and
computation would be incurred and satisfying balancing point
between security and usability cannot be achieved. Note that
most symmetric encryption standards, e.g. DES, IDEA, permit
repeated usage of a secret key for a relatively long time. In
[35], no concrete implementation detail on key management
is mentioned. So, we cannot analyze its security from the
perspective of system security and/or human-centered security.
In all, the assumption of ETCS on using every secret key only
one time is practically unreasonable.

Solving a jigsaw puzzle involves two basic problems: 1)
judging whether two transformed blocks are neighboring to
each other before encryption; 2) reassemble the scrambled
blocks in the order approaching the original one as much
as possible. The kernels of the two problems lie in pairwise
compatibility metric and jigsaw puzzle solver, respectively. For
convenience, we term the special jigsaw puzzle introduced
by ETCS and that involves block permutation and rotation
only as Type 1 puzzle and Type 0 puzzle. In this section, we
first discuss the pairwise compatibility metric in the context of
cryptanalysis, which has distinctive characteristics compared
to that used in an ordinary jigsaw puzzle. Then, we elaborate
a sophisticated jigsaw puzzle solver tailored to Type 1 puzzle.
Finally, a number of experiments are performed over various
conditions, including a real-life scenario of sharing images via
OSNs, to demonstrate satisfying performance of the proposed
attacking method.

A. Pairwise compatibility

A pairwise compatibility metric is used to estimate the
possibility that two blocks abut to each other in a given

setting, for example, one square block is placed in one
direction (left, right, top or bottom) of another square block.
The compatibility is normally calculated using the boundary
pixel values. Simple metric SSD (Sum of Square Distance)
sums up the square differences of pixels along the adjacent
boundary. To grasp the influence of gradient change of pixel
values for compatibility, Gallagher introduced metric MGC
(Mahalanobis Gradient Compatibility) [37]. Son et al. in-
tegrated the changes of pixels along the boundary within
the block itself, which can be considered as an enhanced
version of MGC (EMGC) [39]. However, the above metrics
all become unreliable and inaccurate when the size of blocks
gets relatively small, in which the existing puzzle solvers
cannot produce acceptable result. This is also the basis of the
statement on the high security of ETCS given in [35], [42]–
[45]. The above compatibility metrics can work better when
multiple cipher-images encrypted by the same secret key are
available. Note that such assumption is reasonable as reusing
secret keys is acceptable and necessary as mentioned before.
Combining enough permuted blocks, the existing compatibility
metrics can produce accurate result even for small-size blocks.

To calculate the compatibility metrics between the mapping
results of two blocks in the encrypted domain, we have to
encode their relative position first. Given block u, let iu
and tu denote whether to apply inversion and NPT to block
u, respectively, where iu, tu ∈ {0, 1}. Similarly, let iv and
uv signal the corresponding operations for block v. Then,
the 64 possible configurations between blocks u and v can
be unambiguously denoted by e = (u, v, su, sv, i, t), where
su, sv ∈ [0, 3] denote the sides of u and v, respectively,
i = iu ⊕ iv , and t = tu ⊕ tv . The relationship represented
by e can also be regarded as a match between u and v. Some
examples of different matches are illustrated in Fig. 2, where
the sides of blocks are numbered for better visualization.
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Fig. 2: Four different configurations on connecting blocks “R”
and “F” together: a) (R,F, 0, 2, 0, 0); b) (R,F, 3, 1, 0, 0); c)
(R,F, 3, 1, 1, 0); d) (R,F, 3, 1, 1, 1).

The compatibility among all blocks in a cipher-image can
be stored in an array of size n× 4×n× 16. After calculating
compatibility score for each cipher-image, we average their
counterparts. Then, for each side of every block, we divide its
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n× 16 compatibility scores by the second smallest one [37].
In a Type 0 puzzle, there are 16 configurations connecting
two blocks together. Given a function of calculating the com-
patibility between two blocks placed together horizontally, as
shown in Fig. 2a), 4×4 = 16 distinct compatibility scores can
be calculated by separately rotating the two blocks four pos-
sible degrees: 0◦, 90◦, 180◦, or 270◦. For the configurations,
applying vertically inversion and/or NPT to the right blocks
multiplies the number of compatibility four times in Type 1
puzzle, as shown in Fig. 2c) and d). Note that manipulating
the left block does not generate a new combination.
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Fig. 3: Accuracy of three compatibility metrics when different
number of cipher-images of various sizes are available.

When solving puzzles, we care about whether the correct
matches can be found from all potential ones by these metrics.
This can be evaluated by the ratio of the correct matches
that own the highest compatibility score compared to the false
others. As shown in Fig. 3, with the increase of the number of
cipher-images, three representative metrics, SSD, MGC, and
EMGC, can all confirm adequate correct matches. Even for
cipher-images of larger sizes (containing more blocks), they
also demonstrate stable performance, e.g. the ratio is larger
than 0.9 when the number of available cipher-images is larger
than 20. Thus, we choose plain-images of size 256 × 256
in the subsequent experiments if not otherwise specified.
Moreover, we select MGC to solve Type 1 puzzles considering
computation complexity and effectiveness.

Similar to ETCS, Type 0 puzzle can also be used to
construct an image encryption scheme, in which blocks are
permuted and rotated randomly. Hence, we can examine the
security improvement of ETCS by comparing the accuracies
of MGC regarding Type 1 and 0 puzzles. As depicted in Fig. 4,
their accuracies are very close under the same JPEG quality
factor Q. Therefore, there is only a slight improvement in
terms of security via introducing inversion and NPT operations
in ETCS. In addition, the accuracy gap between different
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Fig. 4: Security comparison between two types of jigsaw
puzzle.

compression levels becomes narrow when more cipher-images
are adopted.

B. Jigsaw puzzle solver

In the past decade, some powerful jigsaw puzzle solver were
proposed, which can deal well with up to 22,755 blocks [36],
mixed blocks [37], missing blocks [38], eroded boundaries
[41]. However, they were originally designed for Type 0
puzzle that only involves block permutation and rotation,
so none of them can handle Type 1 puzzle introduced by
ETCS well. Moreover, in the security evaluation of ETCS
in [35], [42]–[45], Kiya et al. only considered the impact of
inversion and NPT in calculation of compatibility score. They
adopted Gallagher’s puzzle solver proposed in [37], which
cannot correctly reassemble blocks operated by inversion and
NPT, even though the right matches can be recovered by
using the compatibility metrics. Figure 5 illustrates two serious
mistakes when applying the solver to Type 1 puzzle. Due to
lack of mechanism to deal with inverted blocks, merging two
fragments of blocks gets wrong or fails.

1 2 3
4 5 6
7 8 9

(a)
1
2
3

5

+ 6 9
8

= 1
2
3

5
6 9

8

(b)
1 2
4 5

+ 9 6 3
8

= 1 2
4 5

8 9
6
3

(c)

Fig. 5: Serious mistakes incurred when solving Type 1 puzzle
by Gallagher’s puzzle solver: a) The original 3 × 3 jigsaw
puzzle; b) False merging result; c) Merging fails as the
collision between blocks marked with “X”, where the sides
to be joined together are marked with circles.

To address the above issues, we devised an elaborate jigsaw
puzzle solver tailored to Type 1 puzzle. Essentially, a puzzle
can be represented as a graph: every block is viewed as
a vertex; the quantized match degree between each pair of
blocks, i.e. the compatibility score, is regarded as a weighted
edge. Then, one can solve the puzzle by constructing a
minimal spanning tree (MST) of the graph. Our puzzle solver
is built based on Kruskal’s algorithm written in [47].
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To facilitate the following description, we first briefly review
Kruskal’s algorithm. In the beginning, each vertex is viewed
as a separate tree. Then, keep merging trees repeatedly until
only one tree is left. In each merging process, an edge with
the minimum weight is selected from the set of edges. If the
two vertexes associated with the chosen edge belong to two
different trees, then merge the two separate trees and record
the edge; otherwise, declare this merging operation fail and
discard the edge. Finally, all vertexes are located in one single
tree, and for a graph with nv vertexes, there are nv−1 recorded
edges that compose the MST. In the context of jigsaw puzzles,
the tree is corresponding to a fragment built from blocks.

A puzzle can be similarly solved by repeatedly merging
separate fragments. However, the bottleneck problem is the
strict geometric requirement of the jigsaw puzzle that no more
than one block can occupy one single position. Therefore,
one must record the spatial positions of blocks within each
fragment F , and check whether two fragments overlap each
other during the merging process to maintain the validity of
the final solution. Besides the position of each block u, one
needs to record its states marking the existence of inversion
and NPT, iu, tu, and ru ∈ [0, 4], and 90◦ · ru is its rotation
angle.

The proposed puzzle solver can be described as follows:
• Step 1: Assign each block u to a fragment Fu, set its states
ru, iu and tu as zero, and sort the edges according to their
weights.

• Step 2: Find the edge with the minimal weight e∗ =
(u, v, su, sv, i, t) from the edge set. Discard the edge and re-
select an edge if any of the following conditions is satisfied:
– The affiliated fragment of block u, Fu, and that of v, Fv ,

are the same one.
– Sides su or sv are connected with other blocks.

• Step 3: Examine geometric validity:
– Step 3a: Move fragment Fv to place block v adjacent to

u, and then rotate Fv so that sides su and sv coincide.
Denote the rotated fragment by F ′v .

– Step 3b: If iu ⊕ iv 6= i, invert F ′v along the vertical
direction of side sv , resulting in an inverted fragment F ′′v .
If there is any spatial collision between Fu and F ′′v , then
discard e∗ and go back to Step 2.

• Step 4: Merge Fu and F ′′v into one fragment and update
states of blocks. For each block a in F ′′v , update ra according
to the previous rotation, and set ia = ia ⊕ iu ⊕ iv ⊕ i and
ta = ta ⊕ tu ⊕ tv ⊕ t.

• Step 5: Terminate the solver if all blocks belong to the same
fragment, and otherwise go back to Step 2.
Note that recovering one plain-image encrypted by ETCS

should be regarded as solving three individual puzzles for the
YCbCr components, which are independent of each other as
shown in Fig. 1b). Hence, it is required that the number of
blocks in Fu and Fv does not exceed bn3 c in Step 2, and
the final termination condition is that all blocks belong to
three different fragments. Figure 6 illustrates the process of
merging two fragments, where the circled sides of blocks are
put together to form a common one, and the color of blocks
indicates the state it.
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Fig. 6: The process of merging two fragments that involves
rotation, inversion, and NPT: a) The two fragments to be
merged; b) Rotate the upper fragment; c) Invert the upper
fragment horizontally; d) Apply NPT to each block in the
upper fragment and then merge.

C. Attacking result on ETCS

The following measures introduced in [37] are adopted in
this subsection:
• Neighbor comparison (Nc): the ratio between adjacent pair-

wise blocks assembled correctly and the total number. It
depends more on the performance of the pairwise com-
patibility metric than the assembly strategy. For a cipher-
image divided into blocks of size 3 × x × y, there are
3×(2xy−x−y) correct pairwise blocks, where x =

⌊
W
WB

⌋
and y =

⌊
H
HB

⌋
.

• Largest component (Lc): the ratio between the number of
blocks in the largest fragment assembled correctly and the
total number. This measure implies the size of correct local
visual information contained in the recovered result. Note
that the largest fragment is selected from the three separate
puzzles and the total number of blocks is bn3 c.

To verify the performance of the proposed puzzle solver,
some experiments were performed on a number of randomly
selected natural images under laboratory environment and real
online network.

1) Attacking ETCS over laboratory environment: In local
environment, the recovery performance is mainly affected by
lossy compression levels and image sizes. The compression
removes some subtle information of blocks, which makes it
hard to find the correct matches. For example, when applying
an extremely high-level compression to cipher-images, the
pixel values within each block tend to be the same, in which
an image block become a single pixel actually. Therefore,
the lower the level of lossy compression, the better the
recovery performance. As shown in Figs. 7 and 8, given some
cipher-images encrypted by the same secret key, the assembly
accuracy monotonously increases with respect to the JPEG
quality factor. For illustration, the decryption results under
Q = 95 and Q = 71 are shown in Fig. 9 and 10, respectively.
One can see that when M = 4 and Q = 95, a grayscale
image containing rich profile information is obtained, which
is a fragment of the luminance component. When the number
of available cipher-images reaches 16, almost all the visual
information of the original plain-image can be recovered.

When the quality factor of cipher-images is reduced, the
attacking performance becomes significantly worse, which is
consistent with the result given in [44]. As shown in Fig. 10c),
one can only get an incomplete luminance component and
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Fig. 7: Decryption performance regarding the neighbor com-
parison.
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Fig. 8: Decryption performance regarding the largest compo-
nent.

two uninformative chrominance components from 16 cipher-
images with Q = 75. Fortunately, one still can achieve an
acceptable decryption result via adopting more cipher-images,
as illustrated in Fig. 10d). In addition, it is much easier to re-
cover the luminance component compared to the chrominance
components, mainly because more subtle and distinguishable
features are retained in the former after compression.

A large-size cipher-image contains more blocks, which
causes determination of correct matches between neighbouring
blocks and their re-assembly both much difficult. Fortunately,
the proposed puzzle solver possesses good generality, and still
can work well, even though the number of blocks increases
by four or 16 times. As listed in Table I, there is only a
marginal difference between accuracies for three image sizes
when M ≥ 8. Figure 11 shows a well-recovered image. In
general, the more cipher-images used in the attack, the closer
Nc and Lc approach one.

Computational complexity is another key point of concern
in an attack [1], [38]. Actually, most time of the above attack is
spent on calculating MGC scores. Furthermore, the theoretical
complexity of this part cannot be further reduced and increases

a) M = 4

b) M = 8

c) M = 16

Fig. 9: Recovered images using M cipher-images with Q =
95.

a) M = 4

b) M = 8

c) M = 16

d) M = 72

Fig. 10: Recovered images using M cipher-images with Q =
71.

exponentially with the increase of the size of cipher-images.
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TABLE I: Decryption performance for plain-images of various
sizes.

Measure Image size Number of cipher-images (M )

4 8 12 16

Nc

256× 256 0.554 0.857 0.962 0.991
512× 512 0.496 0.872 0.979 0.996

1024× 1024 0.726 0.888 0.935 0.943

Lc

256× 256 0.450 0.999 0.997 0.999
512× 512 0.968 0.999 0.999 0.999

1024× 1024 0.386 0.950 0.998 0.967

Fig. 11: A recovered image using the information obtained
from 16 cipher-images of size 512× 512.

Fortunately, calculating MGC scores for multiple blocks can
be run in parallel, so one can accelerate this part significantly
via utilizing GPU computing. To verify this point, the attacking
method is implemented by Python3.8 on a PC (Intel Core i7-
6850K 3.6GHz, NVIDIA GeForce GTX1080Ti). It costs only
about 30M seconds to solve a puzzle with 3,072 pieces, where
M is the number of used cipher-images. As a comparison,
the method proposed in [35] needs 166.11 minutes to solve a
puzzle with 2,304 pieces (WB = HB = 8). It is worth noting
that ETCS is not suitable for encrypting small-size images,
such as thumbnails. In such cases, more correct matches can
be found effortlessly. Furthermore, even using only one cipher-
image, one can obtain some local visual information from the
recovered image shown in Fig. 12.

Fig. 12: The recovered result for a cipher-image of size 64×64.

2) Attacking ETCS over Online Social Networks: Sharing
images privately via a social media platform is a typical
application scenario of ETCS, in which the uploaded images
are processed by multiple processing operations, including
re-compression, resizing, and enhancement filtering, to save
storage costs and improve visual experience [26]. The resiz-
ing can be avoided through restricting the size of uploaded
images to prevent severe distortion [35], but others cannot,
which inevitably changes the content of images. Applying
the operations directly on encrypted images may affect the
correlation among blocks in an unexpected way. Therefore,

to verify the effectiveness of the ciphertext-only attack in a
real scenario, we implemented the attack on cipher-images
uploaded to Facebook (Meta) and Weibo.

Just as in ETCS, the plain-images are first encrypted and
compressed, and then uploaded to an OSN, in which the
cipher-images went through the following operations in turn:
decompression, a series of manipulations, and re-compression.
Finally, the processed cipher-images are downloaded and then
decompressed for final decryption. The performance of attack
over Facebook and Weibo are listed in Tables II and III, respec-
tively. For comparison, the previous experimental results are
also given. And recovered images are shown in Fig. 13. Due
to the destruction of associated information between blocks
incurred by the extra operations applied to cipher-images, the
decryption becomes much more difficult. Nonetheless, one
still can obtain acceptable decryption result by using sufficient
number of cipher-images.

TABLE II: Decryption performance over Facebook.

Measure Operator Number of cipher-image (M )

16 32 48 64

Nc
Facebook 0.519 0.596 0.918 0.982

JPEG (Q = 71) 0.729 0.843 0.948 0.970

Lc
Facebook 0.592 0.276 0.624 0.996

JPEG (Q = 71) 0.764 0.503 0.905 0.998

TABLE III: Decryption performance over Weibo.

Measure Operator Number of cipher-images (M )

4 8 12 16

Nc
Weibo 0.541 0.846 0.945 0.972

JPEG (Q = 95) 0.554 0.857 0.962 0.991

Lc
Weibo 0.460 0.999 0.999 0.999

JPEG (Q = 95) 0.450 0.999 0.997 0.999

(a) (b)

Fig. 13: Recovered images using M cipher-images down-
loaded from OSNs: a) Facebook (M = 64); b) Weibo
(M = 16).

IV. PLAINTEXT ATTACK ON ETCS

The encryption scheme of ETCS is composed of two
parts: inter-block permutation and intra-block manipulation.
Let Bk(i) denote the possible encryption result of block B(i)
by the latter part, where 0 ≤ k ≤ 15 (considering the



8 IEEE TRANSACTIONS

collision between rotation and inversion). Then, the encryption
scheme can be represented as a sequence W = {w(i)}n−1i=0 ,
where w(i) = (i′, k) and i′ is the permuted location of
B(i). In this section, we first present known-plaintext attack
and chosen-plaintext attack based on the assumption that the
attacker can generate exactly the same encryption result as the
cipher-image. Later, the attack without the assumption is also
discussed.

A. Known-plaintext attack on ETCS

When plain-images and the corresponding cipher-images are
available, one can generate all possible encryption results of
blocks by intra-block manipulation in plain-images. Then, the
permuted locations of blocks can be determined by comparing
the generated blocks with those in cipher-images pixel by
pixel. In addition, the other encryption operations applied to
blocks can also be confirmed. Similar to [48], one can retrieve
W through building a multi-branch tree. Each node in the
tree contains five components: a pointer array of length 256
storing addresses of its child nodes, PT ; a set containing
the positions and types of the generated blocks, B; a set
containing the positions of blocks in the cipher-image, B′;
cardinalities of the two sets. The cardinalities of B and B′ are
16n and n, respectively. The structure of the multi-branch tree
is illustrated in Fig. 14.

' '| || |

 ● ● ● 

255PT0PT

' '| || |

 ● ● ● 

255PT0PT
 ●   ●   ● 

1PT

1PT

' '| || |

 ● ● ● 

255PT0PT 1PT

Fig. 14: The multi-branch tree for know-plaintext attack on
ETCS.

Denote the j-th pixel of block Bk(i) by P (i, j, k), where
0 ≤ j ≤ 63. Similarly, let C(i, j) represent the j-th pixel
of the i-th block B′(i) in the cipher-image. Then, the multi-
branch tree can be constructed as follows.
• Set j = 0 and extend the root node with the following

operations:
– ∀ i ∈ B′, add i into B′p, where p = C(i, j);
– ∀ (i, k) ∈ B, set p = P (i, j, k), and add (i, k) into Bp if
|B′p| 6= 0, otherwise discard (i, k).

– To save storage, delete the two sets linked by the root
node.

• Search for all nodes satisfying |B| > 0 and |B′| > 0. Set
j = j+1 and then expand each found node with the similar
operations described above. Repeat this process till j = 64.
During the construction process of the multi-branch tree,

some elements of B are discarded, and the cardinality of set
B approaches that of B′ gradually. After constructing the tree,

one can obtain the estimated version of W from it. Let Bj

and B′j denote the two sets of a leaf node. For each leaf
node, w(i) = (i′, k) can be uniquely determined if and only if
|Bj | = 1, where (i, k) ∈ Bj and i′ ∈ B′j . Otherwise, there are∏c

j=1

(
b
a

)
· a! possible cases for W, where c is the number of

leaf nodes and a = |Bj |, b = |B′j |.
Assume that every element of the plain-images follows

independent uniform distribution, and the possibility that one
element in W can be exactly confirmed is p = 1/(1 +
(16n − 1)/256m), where n is the number of blocks and m
is the number of pixels in a block. For a color image of size
256 × 256, n = 3072, m = 64, p is almost equal to one.
Theoretically, using one plain-image and the corresponding
cipher-image, one can achieve a perfect decryption perfor-
mance. In fact, since the above assumption does not hold true
for actual multimedia data and the effect of lossy compression
is ignored, the real decryption performance is worse than the
rough estimation a little.

Now we analyze how lossy compression affects decryption
performance. Under a small quality factor Q, many details
of images are lost. Then, adjacent blocks that are slightly
different before compression may be the same after lossy
compression. In general, the lower the quality factor, the worse
the decryption performance. Figure 15 depicts the accuracy of
the estimated version of W, which monotonously increases
regarding the JPEG quality factor. Providing more plain-
images and the corresponding cipher-images can alleviate the
degradation problem. Moreover, in practical application, the
factor is generally set between 80 and 100 to obtain high visual
quality, so that a satisfying decryption accuracy (> 0.9) can
be achieved. Figure 16 depicts some recovered images under
various quality factors.
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Fig. 15: Decryption performance of known-plaintext attack on
ETCS.

B. Chosen-plaintext attack on ETCS

As an enhanced version of known-plaintext attack, the
key to chosen-plaintext attack on ETCS lies in recovering
W much accurately by choosing some special plain-images
and observing the corresponding cipher-images. To uniquely
determine each element of W, the cardinality of set B of each
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a) Q = 20 b) Q = 35 c) Q = 50

d) Q = 65 e) Q = 80 f) Q = 100

Fig. 16: Recovered images of various quality factors.

leaf node should be one, so all the encryption results of blocks
in the chosen plain-image are required to be different. To avoid
the possible effect of conversion error between color space and
irreversible loss of JPEG compression, one should construct
the plain-image in RGB space, apply color conversion and
compression to it, and then verify whether it satisfies the afore-
mentioned condition. This ensures that all lossy operations are
run in only one direction. The procedure of constructing the
chosen plain-image from a randomly generated image can be
described as follows.
• Step 1: Randomly generate bn3 c blocks of size WB×HB×3

in RGB color space.
• Step 2: Transform every block into YCbCr color space, and

apply compression and decompression to them. Then split
each block into three blocks of size WB ×HB.

• Step 3: Go through each divided block and record its 16
encryption results. If any result of a block is the same as that
previously recorded one, then remove the block generating
this block.

• Step 4: If the number of removed blocks in Step 3 is greater
than zero, then generate the same number of blocks in
RGB space and go back to Step 2. Otherwise, combine the
remaining blocks in RGB space and form a chosen plain-
image of size W ×H .
Besides constructing the plain-images from a noisy image,

one can also produce them by refining a natural image for
the attack. Similar to the above procedure, one should modify
the pixels in blocks that do not satisfy the expected condition.
To avoid serious visual change, one can just alter the least
significant bits of the pixel values. Figure 17 shows the
modified image, its original image, and the result of bitwise
XOR between them. It can be seen that there is only a slight
visual difference between them. Note that when the quality
factor decreases, the difference becomes more apparent.

C. Plaintext attack on ETCS over Online Social Networks

In some cases, the attacker cannot generate the same en-
cryption result as the cipher-image due to various reasons,

a) b) c)

Fig. 17: An example of chosen plain-image: a) the chosen
plain-image; b) the original image; c) the result of bitwise
XOR between a) and b).

such as the quantization tables employed in compression are
different; the attacker may not be able to know the details
of the manipulations operated by an OSN on the cipher-
image. Under such circumstances, the elements of W can be
determined through comparing the similarity between blocks.
For simplicity, the similarity between blocks u and v is
measured by the sum of squared distance:

D(u, v) =

WB−1∑
i=0

HB−1∑
j=0

(u(i, j)− v(i, j))2.

To perform known-plaintext attacks, one needs to generate
all the possible encryption results for each block of the plain-
image. The generated blocks and those in the cipher-image
are stored in two sets, P and C, respectively. Although the
previously generated block and its corresponding one in C are
not exactly the same, it can be assumed that their similarity is
maximum. According to the calculated distances, the elements
of W can be greedily recovered. Each time, two blocks p
and c with the smallest distance are selected from P and
C, respectively. Remove the blocks coming from the same
block as p from the set P. Continue this process till the two
sets are empty. Finally, W can be recovered based on the
relationship between the selected blocks. When the image
shown in Fig. 1a) is used as a plain-image, the ratios of
correctly recovered elements of W are 0.634 and 1.0 in attacks
implemented on platforms Facebook and Weibo, respectively.

V. SECURITY OF A CONVENTIONAL ETCS

There are several conventional ETCSs proposed in [29]–
[34], which are called as ETC in this paper for brevity. Some
of them designed for JPEG-LS [33], [34] can be considered
equivalent versions of ETCS that produces color cipher-
images, so the previous analysis applies to them as well. The
others are designed for JPEG, JPEG XR, and Motion JPEG,
some of which can enable lossless compression. Their essential
encryption processes are equivalent, so it can be inferred that
their security performances are almost the same. Since it is
found that the distortion incurred by lossy compression has a
detrimental effect on decryption, we focus on the lossy JPEG
compression in the section and investigate the performance of
the proposed attacking method in this worse situation.
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A. Defects of ETC

In ETC, the entire encryption is performed directly in
RGB space and the cipher-image is still a color image. After
permutation, block rotation and inversion, and NPT, the color
components within blocks are shuffled to enhance the system
security. Specifically, three color components RGB of each
block are randomly permuted as one of six possible results:
RGB, RBG, BGR, BRG, GBR, GRB.

The defects of ETC with lossy JPEG compression are
not only manifested in compression stage but also in de-
compression stage. In compression, there is an operation of
chrominance sub-sampling, which strictly limits the block size
used in encryption to 16×16. More chrominance information
is discarded in the compression of color images to further
improve compression ratio, considering that human beings are
much more sensitive to changes in luminance than chromi-
nance. In 4:2:0 sub-sampling scheme, the chrominance size
of a color image of size W ×H is reduced to bW2 c × b

H
2 c.

Thus, the compression is performed inside each block of size
8 × 8, which is derived from an encrypted block of size
16 × 16. If one chooses a block size less than 16 × 16 in
encryption, then the pixels of each block in compression come
from some encrypted ones of low correlation, causing that the
compression performance drops sharply. However, the larger
size obviously weakens the security and the encryption might
not be able to conceal visual information well. As illustrated
in Fig. 18, some regional visual information is leaked in the
cipher-image. In addition, other sub-sampling schemes except
4:4:4, such as 4:2:2, can also cause the above defect.

Fig. 18: A cipher-image of the ETC.

In the decompression stage, there exists incorrect interpo-
lation because of encryption, which causes severe distortion
along the boundary of blocks in decrypted images, as shown in
Fig. 19. When 4:2:0 sub-sampling is applied to cipher-images
in compression, the size of chrominance components should
be doubled in both the horizontal and vertical directions during
decompression, which is achieved via interpolation. However,
the images are not decrypted at this moment. As a result,
during the interpolation, the relationship between irrelevant
blocks is employed, leading to some wrong interpolation. To
avoid this defect, the decryption should be placed inside the
decompression process, but this violates the design philosophy
of ETC. Furthermore, if the cipher-images are uploaded to an
OSN, the decompression and recompression are compulsively
applied to cipher-images. Therefore, such kind of distortion
cannot be prevented in ETC and considerably reduces its
usability.

Fig. 19: A decrypted image containing distortion incurred by
encryption.

B. Ciphertext-only attack on ETC

The ciphertext-only attack on ETC is similar to that on
the grayscale-like ETCS. And the MGC metric and puzzle
solver described in Sec. III can also be employed in the attack.
The additional shuffling operation of color components can be
processed like NPT. So the details of the attack method are
omitted here.

Similar to Sec. III-A, we calculated accuracies of MGC
metric to evaluate its effectiveness for ETC. The calculation
of MGC mainly relies on the pixels at the edge of blocks,
in which the distortion occurs. Consequently, the capability
of MGC is affected as shown in Fig. 20. Despite the large
block size and more color information of images in ETC,
the corresponding accuracy is severely degraded. To inves-
tigate the effect of the shuffle operation, we also calculated
the accuracy when ignoring whether the color components
between blocks are configured correctly, which is referenced as
“ignoring color” in Fig. 20. The accuracy increases a lot and is
comparable to that of the grayscale-like ETCS. Therefore, one
can deduce that it is difficult to find the correct configuration of
color components, but it has less impact on recovering other
relationships between blocks, which is also reflected in the
decryption result.
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Fig. 20: Accuracy of MGC metric for ciphertext-only attack
on ETC.

The attacking performance of ETC is shown in Table IV.
Note that the calculation of Nc and Lc also ignores whether the
color components are configured correctly. For a color image
of size 256 × 256, there are 3072 = 3 · 2568 ·

256
8 and 256 =
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256
16 ·

256
16 blocks for grayscale-like ETCS and ETC, respectively.

Although there are the larger block size and fewer number of
blocks for ETC, the decryption performance regarding the two
ETCSs is similar due to the distortion.

TABLE IV: Decryption performance comparison with Q =
95.

Measure Encryption Number of cipher-images (M )

4 8 12 16

Nc
ETC 0.298 0.825 0.975 0.996

Grayscale-like ETCS 0.554 0.857 0.962 0.991

Lc
ETC 0.230 0.863 0.992 0.996

Grayscale-like ETCS 0.450 0.999 0.997 0.999

As mentioned before, it is much more difficult to restore
the correct configuration of color components. As shown in
Fig. 21a), although most blocks are placed correctly, the
recovery of color components is seriously wrong. In the
assembly process, the wrong relationship of color components
is used when large fragments are merged, resulting in color
differences between large areas. To mitigate this problem, one
can use a sample strategy, majority voting, which is effective
and less time-consuming. When two fragments are merged,
one can find all pairs of blocks to be joined together, and then
select the configuration of color components that can satisfy
the most demand of the pairs. As shown in Fig. 21b), the result
of modified assembly strategy becomes better.

a) b)

Fig. 21: Recovered images using 12 cipher-images with Q =
95: a) the original recovered image; b) the enhanced recovered
image.

C. Plaintext attack on ETC

Due to the incorrect interpolation mentioned in Sec. V-A,
the attacker cannot generate exactly the same encryption result
as the cipher-image. So the plaintext attack can only be
achieved via comparing the similarity between blocks, which
is similar to Sec. IV-C. The sum of squared distance between
blocks u and v in ETC is calculated via

D(u, v) =

WB−1∑
i=0

HB−1∑
j=0

2∑
k=0

(u(i, j, k)− v(i, j, k))2.

Apparently, the attacking performance is directly related to
the plain-image. For example, when the two plain-images
shown in Fig. 22a) and b) are employed in attack, the ratios

of correctly recovered elements of W are 0.684 and 0.953,
respectively. Since some blocks in the plain-image shown in
Fig. 22a) are very similar to each other, many elements of
W are recovered by mistake. Therefore, when proceeding
chosen-plaintext attacks on ETC, the attacker should ensure
that the similarity between blocks in the chosen plain-image
is minimized.

a) b)

Fig. 22: Two plain-images of size 256× 256.

In this section, we extended the ciphertext-only attack to
some conventional ETCSs by making minor modifications
to the puzzle solver. It should be noted that for encryption
schemes like ETCS only involving inter-block permutation and
intra-block operations, if the correlation among blocks cannot
be eliminated by encryption, the schemes are considered to be
vulnerable to this kind of attacks. In this case, the correlation
can be accurately estimated by machine learning methods [41],
[49], which can help to determine the correct relationship
between blocks. Then, the blocks can be properly assembled
by some sort of jigsaw puzzle solver.

VI. CONCLUSION

This paper re-evaluated the security performance of some
encryption-then-compression systems. Using the preserved
correlation between blocks in the cipher-images, we proposed
a puzzle solver to reassemble the original plain-image. Both
theoretical analysis and experimental results are provided to
report that the studied systems are still vulnerable against
ciphertext-only attack, known-plaintext attack and chosen-
plaintext attack. In addition, we also analyzed the insecurity of
the conventional ETC against the three classic attack models.
The insecurity of such systems indicates that much work
is needed to deal with the balancing point among image
compression, security, and usability for a given scenario.
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