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Abstract

The transferability of adversarial examples is a crucial
aspect of evaluating the robustness of deep learning sys-
tems, particularly in black-box scenarios. Although sev-
eral methods have been proposed to enhance cross-model
transferability, little attention has been paid to the trans-
ferability of adversarial examples across different tasks.
This issue has become increasingly relevant with the emer-
gence of foundational multi-task AI systems such as Visual
ChatGPT, rendering the utility of adversarial samples gen-
erated by a single task relatively limited. Furthermore,
these systems often entail inferential functions beyond mere
recognition-like tasks. To address this gap, we propose a
novel Visual Relation-based cross-task Adversarial Patch
generation method called VRAP, which aims to evaluate
the robustness of various visual tasks, especially those in-
volving visual reasoning, such as Visual Question Answer-
ing and Image Captioning. VRAP employs scene graphs to
combine object recognition-based deception with predicate-
based relations elimination, thereby disrupting the visual
reasoning information shared among inferential tasks. Our
extensive experiments demonstrate that VRAP significantly
surpasses previous methods in terms of black-box transfer-
ability across diverse visual reasoning tasks.

1. Introduction
Adversarial examples are input samples that have been

intentionally perturbed to deceive deep learning models
[3, 7]. They have become a vital tool in evaluating the ro-
bustness of machine learning systems [12, 21]. An essen-
tial consideration when assessing the effectiveness of ad-
versarial examples is their transferability, which refers to
their ability to generalize across different models. Numer-
ous studies have demonstrated that strong black-box trans-
ferability of adversarial samples is critical for assessing the
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robustness of deep learning models in real-world settings
[9, 14, 15].

There has been considerable research aimed at improv-
ing the transferability of adversarial examples across mod-
els [2, 8, 17], however, very little work has focused on their
transferability across tasks. Recently, some foundational
multi-task visual systems such as Visual ChatGPT [18] and
GPT-4 [1] have emerged. These systems no longer rely on a
single machine-learning model to handle specific tasks, but
rather, can solve problems in different scenarios, leading
to a reduction in the effectiveness of adversarial examples
depending on a single task. Moreover, with the continued
development of artificial intelligence, reasoning tasks are
expected to become the mainstream tasks of these founda-
tional models. Visual reasoning tasks encompass a wide
range of task paradigms, requiring neural network models
not only to recognize objects in images but also to under-
stand the relationships between objects and use this infor-
mation to complete downstream tasks. Thus, visual reason-
ing tasks provide more prior information than simple visual
recognition tasks, and the combination of visual representa-
tion and reasoning prior is a promising approach for robust
multi-task integration [20]. However, existing cross-task at-
tack methods only consider attacks on basic visual recog-
nition tasks [10, 22], and do not take into account the pos-
sible visual reasoning information, making them less effec-
tive when attacking the aforementioned multi-task models.

To address the problem, it is important to develop a
method that is able to generate adversarial examples with
strong cross-task transferability, particularly in the domain
of cross-reasoning-task transferability. To achieve this, we
propose a novel approach called VRAP, which is a vi-
sual relation-based cross-task adversarial patch generation
method. The central idea behind VRAP is to enable the
threatening model to learn the potential relation information
present within the image. In doing so, we seek to disrupt the
visual reasoning information shared across various inferen-
tial tasks, resulting in a positive effect on enhancing the
cross-task transferability. VRAP utilizes scene graphs [19],

ar
X

iv
:2

30
4.

05
40

2v
1 

 [
cs

.C
V

] 
 1

1 
A

pr
 2

02
3



a data structure that represents the objects in a visual scene
and their relationships with one another, to combine object
recognition-based deception with predicate-based relations
elimination. Specifically, the approach leverages object de-
tection to identify objects within the image and then creates
a scene graph that represents the relations between these
objects. This graph is then used to generate an adversarial
patch that is designed to disrupt the relations between the
objects. Based on this, we can generate adversarial patches
with strong cross-task transferability. Our extensive experi-
ments demonstrate that VRAP outperforms previous meth-
ods in terms of black-box transferability across diverse vi-
sual reasoning tasks.

2. Preliminary and Method
Recent research suggests that the transferability of ad-

versarial attacks is largely influenced by task-invariant char-
acteristics [13, 22]. In this paper, we aim to identify task-
shared characteristics that significantly impact model per-
formance. Specifically, we focus on visual reasoning tasks
and seek to enable the attacker to learn the potential relation
information present within the image. To achieve this, we
propose a novel approach for generating an adversarial per-
turbation δ constrained to a localized patch, which can fool
visual reasoning models into making incorrect predictions.

Specifically, given a clean image x, an additive adver-
sarial patch perturbation δ ∈ Rz , and a location mask M
∈ {0,1}n, we can generate an adversarial example xadv as
following,

xadv = (1−M)� x+M � δ, s.t. f(xadv) 6= y, (1)

where � is the element-wise multiplication, f is a visual
reasoning model, and y is corresponding ground truth.

To obtain a better understanding of the relationships
shared by visual reasoning tasks, we introduce a scene
graph generation model fG. Scene graphs provide a struc-
tured representation of the visual content by modeling
the relationships between objects and their attributes using
predicates, such as a car “on” a bridge or a car “has” wheels.
Specifically, the scene graph generation model consists of
two parts: an object detection module and a predicate clas-
sification module. The object detection module detects and
localizes objects within the image, and the predicate clas-
sification module assigns predicates to the relationships be-
tween the detected objects. By feeding the adversarial ex-
ample into the model fG, we can obtain two probabilities,
PC ∈ Rn×mc and PR ∈ Rn×n−1×mr , representing the
object classification probability and the predicate classifica-
tion probability, respectively. n is the number of predicted
targets, mc is the number of target labels, and mr is the
number of predicate labels.

To effectively break the relationships between objects in
an image, we propose the use of a relationship elimination

loss Lr. This loss term enables the adversarial patch to cap-
ture the relationship features between objects by reducing
the probability of predicted relationships between all pairs
of objects. Specifically, the relationship elimination loss can
be formulated as:

Lr =
∑
µ,ν

maxPR(xadv|µ, ν), (2)

where µ,ν represent object pairs. The loss is computed by
adding up the scores of the most likely type of each rela-
tion between object pairs. This aggregated score represents
the total relation-related score of the entire relation graph.
By minimizing this loss, we encourage the patch to dis-
rupt the relationships between objects, thereby increasing
the chances of the reasoning information being able to suc-
cessfully evade recognition by visual reasoning models.

In addition to breaking the relationships between objects
in an image, we also explore the use of a target detection
deception loss Ld to mislead object detection and classifi-
cation models. This loss term is designed to alter the pre-
diction of the model from the perspective of the misleading
model detection labels. Specifically, it can be formulated
as:

Ld =
∑
i

maxPC(xadv|yfGi = yGTi ), (3)

where yfGi represents the predicted label of the model and
yGTi represents the real label of the target object i. By do-
ing so, we aim to deceive the model into misidentifying the
target objects in the image.

The generation of adversarial perturbations is achieved
by utilizing a combination of two losses, i.e.,

argmin
δ
Ld + λLr, (4)

where λ controls the contributions of each term. The ap-
proach employed utilizes a gradient-based iterative algo-
rithm to optimize the adversarial patches. In each iteration,
an initial adversarial patch is generated at a random posi-
tion. Subsequently, a forward pass is conducted to obtain
the bounding box feature and the corresponding target de-
tection deception loss Ld. The visual relation graph is then
computed, and the relationship elimination loss Lr is ob-
tained. Finally, the adversarial patch is updated using the
back-propagation algorithm, enabling it to attack the shared
relation information of visual reasoning models. Thus, the
resulting perturbation exhibits a high degree of transferabil-
ity across visual reasoning tasks.

3. Experiment
Datasets. We use the Visual Genome dataset [5], a giant

visual relation dataset with 108,077 images and 2.3 million
relationships, for patch generation. Besides, we also use
VQAv2 dataset [4] and COCO [6] dataset for evaluation.



Table 1. Attacking Results on the SGG task. Lower R@K and mR@K means stronger attack.

Subtasks Method R@20 R@50 R@100 mR@20 mR@50 mR@100

PredCls
Raw 59.64 66.12 67.97 11.44 14.59 15.84
DR 59.42 65.98 67.86 11.22 14.26 15.47

VRAP 59.30 65.94 67.83 11.18 14.25 15.44

SGCls
Raw 36.00 39.24 40.05 6.49 8.02 8.50
DR 34.08 37.07 37.83 6.15 7.50 7.97

VRAP 33.63 36.61 37.35 6.02 7.41 7.85

SGDet
Raw 25.40 32.45 37.24 4.37 5.80 7.06
DR 23.75 30.02 34.39 4.11 5.39 6.53

VRAP 21.96 28.61 32.98 3.69 5.02 6.09

Table 2. Attacking Results on the IC task. Lower values of the metrics means stronger attack

Method Bleu 1 Bleu 2 Bleu 3 Bleu 4 METEOR ROUGH L CIDEr SPICE

Raw 83.75 69.32 54.97 42.60 31.33 61.53 146.49 25.48
DR 81.53 66.71 52.41 40.22 30.45 60.03 138.16 24.30

VRAP 81.19 66.35 52.07 39.94 30.27 59.80 138.62 24.20

Target tasks and models. We conduct attacks towards
three typical visual reasoning tasks: Scene Graph Genera-
tion (SGG), Vision Questions Answering (VQA), and Im-
age Captioning (IC) to verify our method. SGG consists
of 3 different subtasks, including Predicate Classification
(PredCls), Scene Graph Classification (SGCls) and Scene
Graph Detection (SGDet). The inputs to these subtasks
are different. PredCls uses ground-truth bounding boxes
and object labels as inputs, SGCls uses only ground-truth
bounding boxes, and SGDet does not require any ground-
truth information. For SGG, we conduct attack on classical
causal Neural-MOTIFS model [11]. For VQA and IC, we
take the OFA-Base [16] as the target model. It is a unified
sequence-to-sequence pretrained model that unifies modal-
ities and tasks, which achieves the state-of-the-art perfor-
mance at the COCO Leaderboard for image captioning task.

Evaluation metrics. For SGG, we use Recall@K
(R@K) and Mean Recall@K (mR@K) as our metrics fol-
lowing [11]. The values of K are taken as 20, 50 and 100,
respectively. For IC, we use the metrics following [16].

Baselines. To the best of our knowledge, we are the first
work to study the transferability of adversarial examples
across visual reasoning tasks. In this paper, we compare
only with the state-of-the-art attack approach, Dispersion
Reduction (DR) [10], aiming to transfer across recognition
tasks. We will consider more baselines in future.

Implementation details. For patch generation, we only
use the validation set of Visual Genome which contains
5000 images for the training stage due to the time con-
sumption. We randomly initialize a 80 × 80 square ad-
versarial patch and conduct training with batch size 1 by
T = 5 iterations every epoch with an attack step size α of
0.04, and a maximum of 2 epochs. The position and ori-
entation of the patch are randomly chosen, which makes
our adversarial patches able to universally attack all scenes.
For our method, we set the relation loss weight λ as 0.01.
For DR, we choose to attack the dispersion of feature af-

ter the third block of backbone. All of our codes are im-
plemented in PyTorch. We conduct all experiments on a
NVIDIA GTX2080Ti GPU with 10GB Memory.

3.1. Attacking Results on SGG

First we conduct experiments for scene graph genera-
tion task. We generate adversarial patches using the SGCls
model and further perform attacks on each subtask accord-
ingly. As shown in Table 1, in contrast to DR, our method
achieves lower R@K and mR@K on both white-box and
black-box settings, which means stronger attacking ability.

3.2. Attacking Results on VQA and IC

For VQA and IC, we directly pasted the patches gener-
ated from the SGG task on the test images for black-box
evaluation. Table 2 shows that our method almost achieves
lower accuracy for the image caption task, leading to a sig-
nificantly stronger black-box attacking transferability. We
also visualize the results of IC and VQA through the Hug-
ging Face spaces 1. As shown in Figure 1, it can be seen
that our adversarial patch successfully misled the model’s
judgment towards the relationship.

4. Conclusion

In this paper, we present a novel cross-task adversar-
ial patch generation method, named VRAP, to evaluate
the robustness of various visual reasoning tasks. VRAP
leverages scene graphs to disrupt the shared information of
those tasks by combining object recognition-based decep-
tion with predicate-based relations elimination. The exper-
iments conducted show that VRAP outperforms previous
methods in terms of black-box transferability. Future re-
search can explore the potential of VRAP in other visual
tasks and its application in real-world scenarios.

1https://huggingface.co/OFA-Sys



Figure 1. Our patch can successfully mislead the model relation prediction in image caption and visual question answering.
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