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Abstract. Privacy protection with synthetic data generation often uses
differentially private statistics and model parameters to quantitatively
express theoretical security. However, these methods do not take into
account privacy protection due to the randomness of data generation. In
this paper, we theoretically evaluate Rényi differential privacy of the ran-
domness in data generation of a synthetic data generation method that
uses the mean vector and the covariance matrix of an original dataset.
Specifically, for a fixed α > 1, we show the condition of ε such that the
synthetic data generation satisfies (α, ε)-Rényi differential privacy under
a bounded neighboring condition and an unbounded neighboring condi-
tion, respectively. In particular, under the unbounded condition, when
the size of the original dataset and synthetic dataset is 10 million, the
mechanism satisfies (4, 0.576)-Rényi differential privacy. We also show
that when we translate it into the traditional (ε, δ)-differential privacy,
the mechanism satisfies (4.00, 10−10)-differential privacy.

Keywords: synthetic data generation · Rényi differential privacy · pri-
vacy protection

1 Introduction

Personal data is expected to be utilized in various fields such as finance, health-
care, and medicine, but sharing personal data collected by one organization
with another organization requires attention to individual privacy. Traditional
anonymization techniques such as k-anonymization [40] and randomized re-
sponse [43] have struggled to find a good trade-off between utility and privacy
for high-dimensional data [2]. In contrast, a synthetic data generation technique
has emerged as a privacy protection method that preserves data utility even for
high-dimensional data such as images and tabular data with multi-attributes [6].
In synthetic data generation, values, which we call generative parameters,
are extracted from the original raw dataset, and then synthetic data are gener-
ated randomly as shown in Fig. 1(a). The synthetic data are the same format
as the original data and statistically similar to them. Typical generative pa-
rameters are statistics of original data and trained parameters of deep neural
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Fig. 1. (a) Output = Only synthetic data: The generative parameters are discarded
after data are generated. We evaluate privacy protection by the randomness in gener-
ation.
(b) Output = Generative parameters: By computing or training generative parameters
with intentional randomness, we obtain differentially private generative parameters
that also generate differentially private synthetic data.

networks [5, 15, 17, 24, 26, 30, 36, 38, 44–46]. After the synthetic data are gener-
ated, they are shared with other organizations, but the generative parameters
are typically discarded without being disclosed.

To guarantee privacy protection theoretically, differential privacy [11] is used
as a standard framework. By adding randomness in generative parameter cal-
culation, the generative parameters become differentially private [1,29,45]. The
post-processing property of differential privacy guarantees that synthetic data
generated with differentially private generative parameters also satisfy differen-
tial privacy as shown in Fig. 1(b). Although the synthetic data generated with
non-differentially private generative parameters have high utility, those with dif-
ferentially private parameters are known to have lower utility [41].

We address this problem by evaluating differential privacy of randomness in
data generation when using non-differentially private generative parameters. As
mentioned above, in the context of anonymization, the generative parameters
are often discarded without disclosing them to the public. When the output is
not generative parameters but only synthetic data, we can consider that it has
already been protected by the randomness even if the generative parameters are
not protected with differential privacy as shown in Fig. 1(a). If privacy protection
in data generation is quantitatively evaluated, theoretically guaranteed synthetic
data can be obtained without degrading the utility. Moreover, by incorporating
this result into traditional methods, we expect to keep the same level of secu-



rity with smaller additional randomness; that is, we can obtain higher utility
synthetic data.

In this paper, we regard a record as a d-dimensional vector and focus on a
synthetic data generation mechanism with the mean vector and the covariance
matrix of the original dataset shown in Fig. 2. We theoretically evaluate Rényi
differential privacy [34], which is a relaxed concept of differential privacy, by
randomness in generation for the method. We explicitly derive the condition
of ε such that the synthetic data generation mechanism satisfies (α, ε)-Rényi
differential privacy for a fixed α > 1 under the unbounded neighboring con-
dition (Theorem 3.1) and the bounded neighboring condition (Corollary 3.2).
Furthermore, we conduct a numerical evaluation with reference to the Adult
dataset [9] and compute ε concretely. We demonstrate that when the size of
original dataset is 10 million and the mechanism outputs data the same size as
the input dataset, it satisfies (4, 0.576)-Rényi differential privacy under the un-
bounded condition and (4, 2.307)-Rényi differential privacy under the bounded
condition (Table 1). If they are translated into the traditional (ε, δ)-differential
privacy, the mechanism satisfies (4.00, 10−10) and (7.88, 10−10) differential pri-
vacy under the unbounded and bounded condition, respectively (Table 2). These
values are mostly similar to ones used by Apple [4] and US Census [42].

2 Preliminaries

In this section, we introduce basic notations and concepts for later discussion.

2.1 Notations

In this paper, we denote the determinant of a square matrix A ∈ Rd×d by
|A| := detA. The transposes of a vector x ∈ Rd and a matrix A ∈ Rd1×d2 are
denoted by tx and tA. We assume that datasets are tabular but all discussions
can be applied to other datasets such as images since we consider records as
vectors. In a tabular dataset, a record is expressed as a combination of several
attribution values. Each attribution value is a numerical value and normalized
into a range [−1, 1]. Thus, a record is regarded as a vector x ∈ [−1, 1]d, and a
dataset with n records is regarded as D = {xi}i=1,...,n ∈ [−1, 1]d×n =: D.

2.2 Differential Privacy

In this subsection, we introduce (ε, δ)-differential privacy and (α, ε)-Rényi dif-
ferential privacy. First, we define neighboring datasets.

Definition 2.1 (Neighboring datasets) Datasets D,D′ ∈ D are neighbor-
ing datasets if D and D′ are different only in one record. When datasets have a
fixed size n, we call the neighboring condition a bounded condition [23]. In this
case, neighboring means changing the value of exactly one record. When datasets



have no such restriction, we call the neighboring condition an unbounded con-
dition [23]. In this case, neighboring means either adding or removing one
record.3

(ε, δ)-differential privacy [11] is defined as follows.

Definition 2.2 (differential privacy [11]) A randomized function M : D →
Y satisfies (ε, δ)-differential privacy ((ε, δ)-DP) if for any neighboring D,D′ ∈ D
and S ⊂ Y

Pr[M(D) ∈ S] ≤ eε Pr[M(D′) ∈ S] + δ.

In particular, M satisfies ε-DP if it satisfies (ε, 0)-DP.

Next, we define Rényi divergence, which is necessary to define Rényi differ-
ential privacy.

Definition 2.3 (Rényi Divergence) Let P,Q be probability distributions on
Rd. For α > 1, the Rényi Divergence of order α is

Dα(P ||Q) :=
1

α− 1
log

(∫
Rd
P (x)αQ(x)1−αdx

)
.

Definition 2.4 (Rényi differential privacy [34]) For α > 1 and ε > 0, a
randomized function M : D → Rd satisfies (α, ε)-Rényi differential privacy
((α, ε)-RDP) if for neighboring datasets D,D′ ∈ D,

Dα(M(D)||M(D′)) ≤ ε.

The smaller ε is, the stronger the protection, and the larger α is, the stronger
the protection. To satisfy (α, ε)-RDP for any α is equivalent to ε-DP.

The composition theorem [12,22] holds for Rényi differential privacy as well
as (ε, δ)-DP. Furthermore, Rényi differential privacy can be translated into (ε, δ)-
DP.

Proposition 2.5 (Composition of Rényi differential privacy [34]) LetM1 :
D → Rd1 be (α, ε1)-RDP and M2 : D × Rd1 → Rd2 (α, ε2)-RDP. Then the
mechanism M : D → Rd1 × Rd2 defined as M(D) = (M1(D),M2(D,M1(D)))
satisfies (α, ε1 + ε2)-RDP.

Proposition 2.6 (Translation from (α, ε)-RDP to (ε, δ)-DP [34]) IfM is

an (α, ε)-RDP mechanism, it also satisfies (ε+
log 1

δ

α−1 , δ)-DP for any 0 < δ < 1.

By the following lemma, the result with the unbounded condition can be
reduced to the bounded condition.

Lemma 2.7 (Weak triangle inequality [34]) Let P,Q,R be probability dis-
tributions on Rd. For α > 1 and 1

p + 1
q = 1, it holds

Dα(P ||Q) ≤
α− 1

p

α− 1
Dpα(P ||R) +Dq(α− 1

p )
(R||Q).

3 This difference is important for the sensitivity of queries. For example, the sensitivity
of the mean value query under the bounded condition is twice as large as that under
the unbounded condition.



Fig. 2. Synthetic data generation algorithms MG and Mn
G

2.3 Synthetic Data Generation with Mean Vector and Covariance
Matrix

In this paper, we focus on a simple synthetic data generation with the mean
vector and the covariance matrix of the original dataset MG : D → [−1, 1]d as
shown in Fig. 2. This method is identical to the Gaussian copula [38] with the
assumption that the marginal distributions are all normal distributions.

The mechanism MG generates synthetic data as follows. First, for dataset
D = {xi}i=1,...,n ∈ D, the mean vector µ ∈ Rd and the covariance matrix
Σ ∈ Rd×d are computed:

µ :=
1

n

n∑
i=1

xi, Σ :=
1

n

n∑
i=1

xtx− µtµ.

Next, a sample is drawn from a multivariate normal distribution N (µ,Σ), and
its values are cut into the range [−1, 1]d.

We denote by Mn
G : D → [−1, 1]d×n the mechanism that simultaneously

outputs n records byMG. By Proposition 2.5, we see that ifMG satisfies (α, ε)-
RDP, then Mn

G also satisfies (α, nε)-RDP.

2.4 Properties of Symmetric Matrices

We explain properties of symmetric matrices for the proof of the main theorem.

Definition 2.8 (symmetric matrix) A square matrix A is called symmetric
if A = tA holds.

Definition 2.9 (positive-definite, semi-positive definite) For a d-dimensional
symmetric matrix A, the following two conditions are equivalent:
(1) For all x ∈ Rd\{0}, it holds txAx > 0 (≥ 0);



(2) All eigenvalues of A are positive (non-negative).
If A satisfies these conditions, then A is called positive-definite (positive
semi-definite).

The following two lemmas are well-known facts [18].

Lemma 2.10 Let A,B be positive-definite symmetric matrices. If AB is sym-
metric, then AB is also positive-definite.

Lemma 2.11 Let A be a positive-definite symmetric matrix. For an invertible
matrix S that is the same size as A, tSAS is also positive-definite.

Proposition 2.12 Let A,B,C be positive-definite symmetric real matrices. If
ABC is symmetric, then ABC is also positive-definite.

Proof. Set D := ABC = CBA. Since C is positive-definite, we can obtain the
spectral decomposition C :=

∑d
i=1 λiθi

tθi, where λi > 0 for all i = 1, . . . , d.

Then we set S :=
∑d
i=1

√
λiθi

tθi. We see that S is symmetric and C = S2 holds.
We have

S−1DS−1 = S−1AS−1SBS = SBSS−1AS−1.

By applying S−1AS−1 and SBS to Lemma 2.10 and Lemma 2.11, we see that
S−1DS−1 is positive-definite. Thus, D is also positive-definite.

3 Main Theorem

In this paper, we prove the upper bound of ε such that the mechanismMG sat-
isfies (α, ε)-Rényi differential privacy for a fixed α. We assume that all datasets
have a limitation for the minimum eigenvalue of their covariance matrices. Specif-
ically, for a fixed σ > 0, we define the set of datasets as

Dσ := {D ∈ [−1, 1]n×d | z ∈ Sd−1, tzΣDz ≥ σ}.

We also set τ := 4d
σ .

First, the result under the unbounded condition is the following theorem. We
assume that the number of records in an original dataset is n and that in its
neighboring dataset is n+ 1.

Theorem 3.1 Under the unbounded condition, let α > 1. We assume that

n

n+ 1
< τ, α < min

{
n+ 1,

n2

τ(n+ 1)− n

}
. (1)

Then, the synthetic data generation mechanism MG satisfies (α, εα)-RDP for
εα := max{εα1, εα2}. Here,

εα1 =
α

2
· τ

(n+ 1)(n+ 1− α)
+

αd

2(α− 1)
log

n

n+ 1
− d

2(α− 1)
log

(
1− α

n+ 1

)
− 1

2(α− 1)
log min

{
1,

1 + α nτ
(n+1)(n+1−α)

(1 + τ
n+1 )α

}



and

εα2 =
α

2
· τ

n(n+ α)− α(n+ 1)τ
+

αd

2(α− 1)
log

n+ 1

n
− d

2(α− 1)
log
(

1 +
α

n

)
− 1

2(α− 1)
log min

{
1,

1− α(n+1)τ
(n+α)n

(1− τ
n )α

}
.

Next, under the bounded condition, we obtain the following statement as a
corollary of Theorem 3.1.

Corollary 3.2 Under the bounded condition, let α > 1. We set

c := min

{
n+ 1,

n2

τ(n+ 1)− n

}
and assume that

α <
c2

2c− 1
. (2)

Then, the synthetic data generation mechanism MG satisfies (α, εα)-RDP for
the following ε:

εα = inf
c−1
c−α<p<

c
α

α− 1
p

α− 1
ε (pα, n) + ε

(
pα− 1

p− 1
, n+ 1

)
, (3)

where ε(α, n) is the ε in Theorem 3.1.

Proof. For any neighboring datasets D1, D2 under the bounded condition, there
exists a dataset D3 such that D1 and D3 are neighboring and D2 and D3 are
neighboring under the unbounded condition. Then, to obtain Equation (3), we
use Lemma 2.7. Here, the weak triangle inequality holds for all p > 1, and the
following condition is necessary:

max

{
pα,

pα− 1

p− 1

}
< c.

This is equivalent to
c− 1

c− α
< p <

c

α
.

The existence of p is equivalent to Equation (2).

4 Proof of Theorem 3.1

In this section, we prove Theorem 3.1. The following proposition is essential.



Proposition 4.1 (Gil et al. [16]) Let α > 1 and N (µ1, Σ1), N (µ2, Σ2) be
multivariate normal distributions. If a matrix

Tα := αΣ−11 + (1− α)Σ−12

is positive-definite, then it holds

Dα(N (µ1, Σ1)||N (µ2, Σ2))

=
α

2
t(µ1 − µ2)Σ−1α (µ1 − µ2)− 1

2(α− 1)
log

|Σα|
|Σ1|1−α|Σ2|α

,

where Σα := (1− α)Σ1 + αΣ2.

For neighboring datasets D1, D2 ∈ Dσ, we set the mean vectors as µ1, µ2

and the covariance matrices as Σ1, Σ2. If Dα(N (µ1, Σ1)||N (µ2, Σ2)) ≤ ε, the
mechanism MG satisfies (α, ε)-RDP. Here we set

L1 := t(µ1 − µ2)Σ−1α (µ1 − µ2), L2 :=
|Σα|

|Σ1|1−α|Σ2|α
.

Then we see

Dα(N (µ1, Σ1)||N (µ2, Σ2)) =
α

2
L1 −

1

2(α− 1)
logL2.

Thus, an upper bound ε is described by the maximum of L1 and the minimum
of L2. The outline of proof is as follows. First, by using the different record,
we represent the difference between mean vectors and the difference between
covariance matrices (Lemma 4.2). Next, we determine the positive-definiteness
of Tα (Lemma 4.3). Finally, we compute the upper bound of L1 (Lemma 4.4)
and the lower bound of L2 (Lemma 4.5).

Set #D1 = n and #D2 = n + s, where s = 1 when we ”add” a record
and s = −1 when we ”remove” a record. The common records are denoted by
x1, . . . , xn ∈ [−1, 1]d and the different record by x ∈ [−1, 1]d. We set each mean
vector as µ1, µ2 and covariance matrix as Σ1, Σ2. We also denote by σmin the
minimum eigenvalue of Σ1. Note that σmin ≥ σ by the assumption.

Lemma 4.2 (Representations of difference) The following equations hold:

µd := µ2 − µ1 =
s

n+ s
x− s

n(n+ s)

n∑
i=1

xi,

X := Σ2 −
n

n+ s
Σ1 =

ns

(n+ s)2
(x− µ1)t(x− µ1).

Proof. It is easily shown by calculation.

The rank of X is one. X is semi-positive definite when s = 1 and semi-negative
definite when s = −1.



Lemma 4.3 (Positive-definiteness of Tα) If the following two inequalities
hold, Tα is positive-definite:

n− 1

n
< τ, α < min

{
n+ 1,

(n− 1)2

τn− (n− 1)

}
. (4)

Proof. Since Tα = Σ1ΣαΣ2 = Σ2ΣαΣ1, by Lemma 2.12, the positive-definiteness
of Tα is reduced to the positive-definiteness of Σα. By Lemma 4.2, we have

Σα = (1− α)Σ1 + α

(
n

n+ s
Σ1 +X

)
=

(
1− sα

n+ s

)
Σ1 + αX.

When s = 1, since Σ1 is positive-definite and X is semi-positive definite, it is
enough to be α < n + 1. We consider the case when s = −1. For an arbitrary
vector z ∈ Rd whose norm is one, we seek a condition where the minimum of
tzΣαz is positive. Here we can consider that the vector x− µ1 is contained in a
ball with a radius 2

√
d. Thus, we obtain the minimum when the following two

conditions hold:

– z is parallel to the eigenvector of the minimum eigenvalue σmin of Σ1;
– x− µ1 is parallel to z.

Hence we see that Σα is positive-definite if

tzΣαz =

(
1 +

α

n− 1

)
σmin − α

n

(n− 1)2
4d

= σmin − α ·
4dn− (n− 1)σmin

(n− 1)2

≥ σ − α · 4dn− (n− 1)σ

(n− 1)2
> 0.

When the inequalities in Equation (4) hold, this inequality also holds.

Lemma 4.4 (Upper bound of L1) If s = 1, then we have

L1 ≤
τ

(n+ 1)(n+ 1− α)
,

and if s = −1, then we have

L1 ≤
τ

(n− 1)(n− 1 + α)− αnτ
.

Proof. Now µd is contained in a ball with a radius 2
√
d

n+s by Lemma 4.2 and Σα
is positive-definite by Lemma 4.3. By multiplying the reciprocal of the minimum
of tzΣαz for a unit vector z ∈ Rd by 4d

(n+s)2 , we can obtain the maximum of
tµdΣ

−1
α µd. Here, we see

tzΣαz = tz

(
1− sα

n+ s

)
Σ1z +

sαn

(n+ s)2
(tz(x− µ1))2.



Hence when s = 1, the minimum is(
1− α

n+ 1

)
σmin.

When s = −1, since x−µ1 is contained in a ball with a radius 2
√
d, the minimum

is (
1 +

α

n− 1

)
σmin −

αn

(n− 1)2
· 4d.

Thus, we obtain the inequality.

Lemma 4.5 (Lower bound of L2) It holds

L2 ≥
(1− sα

n+s )d

( n
n+s )αd

·min

{
1,

1 + αnsτ
(n+s−sα)(n+s)

(1 + sτ
n+s )α

}
.

Proof. We see that

L2 :=
|(1− sα

n+s )Σ1 + αX|
|Σ1|1−α| nn+sΣ1 +X|α

=
(1− sα

n+s )d|I + n+s
n+s−sααΣ

−1
1 X|

( n
n+s )αd|I + n+s

n Σ−11 X|α
.

Since the rank of X is one and Σ−11 is invertible, the rank of Σ−11 X is also
one. Thus, there is only one non-zero eigenvalue, and it is set as λ. We also set
A := (1− sα

n+s )d/( n
n+s )αd. Since the other eigenvalues are all zero, we see

L2 =
1 + n+s

n+s−sααλ

(1 + n+s
n λ)α

·A.

By differentiating this equation with respect to λ, we obtain

∂L2

∂λ
= α(α− 1)

n+ s

n(n+ s− sα)
· s− (n+ s)λ

(1 + n+s
n λ)α+1

·A.

We see that ∂L2

∂λ > 0 when s
n+s < λ and ∂L2

∂λ < 0 when s
n+s > λ. Hence the

minimum of L2 is obtained at the edges of the range of λ.
Next, we will find the range of λ, which is the only one non-zero eigenvalue of

Σ−11 X. Since Σ1 is positive-definite, we can obtain the spectral decomposition
of Σ1:

Σ1 =

d∑
i=1

σipi
tpi,

where σ1, . . . , σd are the eigenvalues of Σ1 and p1, . . . , pd are their eigenvectors
whose norms are one. Since p1, . . . , pd is a basis of Rd, there exist r1, . . . , rd ∈ R
such that

x− µ1 =

d∑
i=1

ripi.



Squaring both sides, we obtain a condition 4d ≥
∑d
i=1 r

2
i > 0. Set e1 :=∑d

i=1
ri
σi
pi. Then we have

Σ−11 Xe1 = Σ−11

ns

(n+ s)2

d∑
i=1

ripi((x− µ1) · e1)

=
ns

(n+ s)2
((x− µ1) · e1)e1

=
ns

(n+ s)2
(

d∑
i=1

r2i
σi

)e1.

Thus, we have λ = ns
(n+s)2

∑d
i=1

r2i
σi

. Therefore, we have 0 < λ ≤ 4dn
(n+1)2σmin

≤
4dn

(n+1)2σ when s = 1, and − 4dn
(n−1)2σ ≤ −

4dn
(n−1)2σmin ≤ λ < 0 when s = −1.

5 Numerical Evaluations

In Theorem 3.1 and Corollary 3.2, we obtain the concrete upper bounds. Thus,
in this section, we compute the value ε concretely and observe the results.

5.1 Setting of Numerical Parameters

We set d = 6, σ = 0.01 since the number of numerical attributions in Adult
Dataset [9] is six and the minimum eigenvalue for the data normalized into
[−1, 1] is σmin = 0.01.

5.2 Relation between α and ε

The relations between α and ε are shown in Fig. 3 (α-ε curves). For all curves,
ε is monotonically increasing with respect to α. We also see that as n increases
exponentially, ε becomes smaller at equal intervals on a logarithmic scale. In
particular, if n = 104, the condition in Equation (1) is

α < c := min

{
n+ 1,

n2

τ(n+ 1)− n

}
; 4.1679

and the condition in Equation (2) is

α <
c2

2c− 1
; 2.3680.

Thus, the curves stop at these values.



Fig. 3. α-ε curve (d = 6, σ = 0.01) : Vertical axis is logarithmic scale. The curves are
drawn for each of the four sample sizes n.

Table 1. Values of ε in the case that input and output are the same size n. (α = 4, d =
6, σ = 0.01)

n 104 105 106 107

Unbounded ε 3535.17 62.5859 5.8064 0.5764

Bounded ε - 266.7349 23.3577 2.3071

5.3 The Case Input and Output are the Same Sizes

For α = 4, the values of ε for which the mechanismMn
G satisfies (α, ε)-RDP are

shown in Table 1. By the composition theorem in Proposition 2.5, the values of
ε are ones in Theorem 3.1 and Corollary 3.2 multiplied by n. We can show that
values of ε are within a practical range when n ≥ 106 under both conditions. In
particular, under the unbounded condition, ε = 0.5764 when n = 107, which is
very small. We also see that ε’s under the unbounded condition are four times
larger than those under the bounded condition.

5.4 Translation into (ε, δ)-DP

By Proposition 2.6, we see that (α, ε)-RDP can be translated into (ε, δ)-DP.
The values translated into (ε, δ)-DP under the unbounded condition are

shown in Table 2. When δ = 0.01, we see that ε = 7.341 for n = 106 and
ε = 1.777 for n = 107. When δ = 10−10, we also see that ε = 13.482 for n = 106

and ε = 4.001 for n = 107. These values are reasonable [4, 42].
The results under the bounded condition are shown in Table 2. When δ =

0.01, we see that ε = 16.209 for n = 106 and ε = 3.842 for n = 107. When
δ = 10−10, we also see that ε = 31.033 for n = 106 and ε = 7.879 for n = 107.

The values of ε under the bounded condition are about twice as large as those
under the unbounded condition.



Table 2. Values of ε in (ε, δ)-DP with under unbounded condition and bounded
condition (d = 6, σ = 0.01)

Case : n = 106

Unbounded condition Bounded condition

δ 10−2 10−5 10−10 10−15 10−20 10−2 10−5 10−10 10−15 10−20

α = 2 7.499 14.407 25.920 37.433 48.946 16.209 23.116 34.629 46.142 57.655
α = 4 7.341 9.644 13.482 17.319 21.157 24.893 27.195 31.033 34.871 38.708
α = 7 10.978 12.130 14.048 15.967 17.886 42.046 43.198 45.116 47.035 48.954
α = 10 15.170 15.937 17.217 18.496 19.775 60.070 60.838 62.117 63.396 64.675
α = 20 30.046 30.410 31.016 31.622 32.228 123.482 123.846 124.452 125.058 125.663
α = 30 45.624 45.863 46.260 46.657 47.054 191.710 191.948 192.345 192.742 193.139

Case : n = 107

Unbounded condition Bounded condition

δ 10−2 10−5 10−10 10−15 10−20 10−2 10−5 10−10 10−15 10−20

α = 2 4.893 11.801 23.314 34.827 46.340 5.758 12.666 24.179 35.692 47.205
α = 4 2.112 4.414 8.252 12.089 15.927 3.842 6.145 9.982 13.820 17.658
α = 7 1.777 2.928 4.847 6.766 8.685 4.809 5.960 7.879 9.798 11.717
α = 10 1.954 2.722 4.001 5.280 6.559 6.291 7.058 8.337 9.617 10.896
α = 20 3.132 3.496 4.102 4.708 5.313 11.838 12.201 12.807 13.413 14.019
α = 30 4.500 4.739 5.136 5.533 5.930 17.608 17.846 18.243 18.640 19.037

5.5 Summary of Results

To sum up the results of numerical evaluations, we see the following:

– We see that ε is monotonically increasing with respect to α. This result is
intuitive.

– If n increases exponentially, the curve becomes smaller at equal intervals on
a logarithmic scale.

– When n = 104, a range where α satisfies the assumption of being very
narrow. When n = 107, the value of ε is practical.

6 Related Work

In this section, we describe the related work and mention the difference from
our result.

6.1 Differentially Private Synthetic Data Generation

In synthetic data generation, the post-processing property of differential privacy
guarantees that synthetic data generated from differentially private generative
parameters also satisfy differential privacy as shown in Fig. 1(b). Methods to
generage differentially private synthetic data for tabular data are classified to
two types.



The first type is also called a “select-measure-generate” scheme [29]. Statistics
and (conditional) probability distributions are used as the generative parameters.
Typical statistics are mean vectors and covariance matrices of original datasets.
In particular, synthetic data generation with copulas has been researched ac-
tively [5,15,26,38]. To learn conditional distributions, graphical models such as
Bayesian networks have been applied to synthetic data generation [30,31,45,46].

In the second type, generative models with deep neural networks are used to
generate synthetic data. The model parameters trained with the original data
are regarded as the generative parameters. By training deep neural networks
with differentially private stochastic gradient descent (DP-SGD) [1], we obtain
differentially private model parameters. Methods based on generative adversarial
networks (GAN) such as CTGAN [44], DPCTGAN [13], CTAB-GAN [47], and
CTAB-GAN+ [48], are widely used. A method based on diffusion model such as
TabDDPM [25] has also attracted attention recently.

In both types of approaches, generative parameters are computed by various
differentially private mechanisms [1,32] (Fig. 1(b)). In contrast, we evaluate dif-
ferential privacy of randomness in data generation when using non-differentially
private generative parameters.

6.2 Privacy Attacks against Synthetic Data Generation

Many methods empirically evaluate the privacy protection of synthetic data
generations from attack success rates of membership inference attacks [37] and
attribute inference attacks [14]. Most of them assume that an adversary has
access to the target trained model such as GAN [8,19,20] and diffusion models [7,
10,21,28].

On the other hands, there are several methods where an adversary only
has access to output synthetic data. Stadler et al. [39] discussed membership
inference attacks and attribute inference attacks for tabular data in such setting,
and Oprisanu et al. [35] applied such attacks to genomic data. Annamalai et
al. [3] conducted attribute inference with linear reconstruction in this setting.

Although these studies and ours share a common perspective in that they
focus on the privacy protection of generated synthetic data alone, these studies
differ from ours in that they experimentally evaluate synthetic data generation
from an attack perspective. In contrast, our perspective is to prove Rényi differ-
ential privacy theoretically.

6.3 Differential Privacy of Randomness in Synthetic Data
Generation

To the best of our knowledge, only Lin et al. [27] have evaluated the privacy
protection by the randomness in outputs of synthetic data generations. They
theoretically evaluated probabilistic differential privacy [33] of GAN-sampled
data. However, the concretely evaluated bound is hard to compute since it needs
a GAN’s generalization error. In addition, they assume that training datasets are
far larger than the number of model parameters. Thus, their main contribution



is to give the theoretical bound, but we cannot compute the bound as a concrete
numerical value.

In contrast, although we focus on only a simple synthetic data generation,
we give the concretely computable bound.

7 Conclusion

In this paper, we evaluated the privacy protection due to the randomness of
synthetic data generation without adding intentional randomness. We proved
Rényi differential privacy of a synthetic data generation with a mean vector and
covariance matrix (Theorem 3.1, Corollary 3.2). We also conducted numerical
evaluations using the Adult dataset as a model case. Concretely, we demon-
strated that the mechanism Mn

G satisfies (4, 0.576)-RDP under the unbounded
condition and (4, 2.307)-RDP under the bounded condition (Table 1). If they are
translated into (ε, δ)-DP, Mn

G satisfies (ε, δ)-DP for a practical ε (Table 2). In
future work, we will apply our evaluation method to more advanced synthetic
data generation algorithms.
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