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Mechanism for IoT-based Crowdsourcing in Strategic Setting
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Abstract

In crowdsourcing, a group of common people is asked to execute the tasks and in return will
receive some incentives (maybe monetary benefits or getting socially recognized). In this article, one
of the crowdsourcing scenarios with multiple heterogeneous tasks and multiple IoT devices (as task
executors) is studied as a two-tiered process.

In the first tier of the proposed model, it is assumed that a substantial number of IoT devices
are not aware of the hiring process and are made aware by utilizing their social connections. Each
of the IoT devices is endowed with a cost (private value) that it will charge in return for its services.
The participating IoT devices are rational and strategic in nature. The objective of the first tier is to
select the subset of IoT devices as initial notifiers (helps in spreading awareness among the IoT devices
about the task execution process) such that the total number of IoT devices notified is maximized
with the stopping condition that the total payment offered to the notifiers is less than or equals to
the available budget. For this purpose, an incentive compatible mechanism is proposed that also
ensures the total payment made to the initial notifiers is less than or equal to the budget. Once the
substantial number of IoT devices get intimated about the hiring process, in the second tier, a subset
of quality IoT devices is determined by utilizing the idea of single-peaked preferences. Once the quality
of IoT devices is determined, the next objective of the second tier is to hire quality IoT devices for the
floated tasks. For this purpose, each of the quality IoT devices reports private valuation along with
their favorite bundle of tasks that they are interested to execute. In the second tier, it is assumed that
the valuation of the IoT devices satisfies gross substitute criteria and is private. For the second tier, the
truthful mechanisms are designed independently for determining the quality of IoT devices and for
hiring quality IoT devices and deciding their payment respectively.

Theoretical analysis is carried out for the two tiers independently and is shown that the proposed
mechanisms are computationally efficient, truthful, correct, budget feasible (only in case of the mechanism
proposed in first tier), and individually rational. Further, the probabilistic analysis is carried out to
estimate the expected number of IoT devices got notified about the task execution process.

Index terms— Crowdsourcing, Internet of Things, Quality, Strategic, Budget feasible mechanism, Incen-
tive compatible

1 Introduction

Crowdsourcing is a process of completing the floated tasks by a group of common people through an
open call [LFW 122, VNTS"22, AD22, ASN22]. It mainly consists of players such as: (1) task requester(s),
(2) platform (or third party), and (3) . The workflow of the crowdsourcing system is, firstly,
the task requester(s) will submit their tasks to some third party. On receiving the tasks from the fask
requesters, the third party provides the tasks to the crowd workers that are present on the other side of the
crowdsourcing market. The crowd workers execute the tasks and submit back the completed tasks to
the platform. The third party returns the executed tasks to the respective task requester(s) and the crowd
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workers get some incentives (maybe monetary benefits or some social recognition) in exchange for their
services (in this case executing the floated tasks). The above-discussed scenario is said to be “crowdsourc-
ing” [CGV21, ASN22, SMXK20, SMXS20]. However, when crowdsourcing is done using smart devices,
it gives rise to a field called “mobile crowdsourcing” (or mobile crowdsensing or participatory sensing (PS))
[MSPK22, S]SM22, JVLL12, KEJ22].

One of the challenging aspects of crowdsourcing and PS is to have a large number of common peo-
ple as the task executors in the system. Now, the question is: how to drag a large group of common people
into such systems? One of the solutions could be to provide them with some incentives (maybe money or
some social recognition). In the past, the works have been carried out for designing the mechanisms (a.k.a
algorithms) that will offer incentives to the crowd workers in return for their services, in strategic setting
[SJSM22, MSPK22, SMXK20, SMXS20, GNS14, XLG22]. In [SJSM22] for the set-up with multiples task
requesters and task executors a truthful mechanism is discussed. Each task requester is endowed with
multiple homogeneous tasks and a bid. Both these quantities are private and are reported to the plat-
form. On the other hand, the IoT devices in the mobile crowdsourcing market report the ask and the
number of tasks they can execute, on the platform. The proposed truthful mechanism selects the sub-
set of quality IoT devices (as task executors) for the set of tasks. In [SMXK20] a quality-based truthful
mechanism is proposed for assigning a subset of tasks to the IoT devices in a mutually exclusive manner
such that the sum of the valuations of the IoT devices gets maximized. In [SMXS20] an effort has been
made to design a quality-adaptive budget feasible truthful mechanism for the set-up consisting of mul-
tiple task requesters and multiple task executors. Each task requester has a single task along with the
budget. On the other side, there are multiple IoT devices (as crowd workers) that report the bid values
(cost they will charge in exchange for their services). Further, the more realistic flavor of the discussed
set-up is studied where the tasks are divisible in nature. For the extended version of the problem, a
non-truthful budget feasible mechanism is discussed. In [MSPK22], a mobile crowdsourcing scenario
with a single task requester and multiple IoT devices (as task executors) is investigated in strategic set-
ting. The task requester has the set of tasks and the budget associated with the tasks. The task executors
report a bid for executing the tasks and are private. In the proposed model, the overall budget is not
available apriori and is made available in an incremental manner in multiple rounds. For this set-up, a
truthful mechanism is proposed that also considers that the total payment made to the task executors is
within the budget. In [GNS14] an incentive-compatible mechanism is designed for one of the scenarios
in crowdsourcing with a single task requester and multiple task executors. The task requester is having
multiple tasks and a fixed budget. The goal is to select a set of task executors for executing the set of
tasks such that the total payment offered to the selected task executors is less than or equal to the fixed
budget. It is to be noted that, in the above-discussed scenarios, the task executors were already aware of
the task execution process, but it may not be the case always. It means that only a fewer task executors
may be aware of the task execution process (or event). Now the question is, how to inform others about
the ongoing event? In order to address the above-discussed realistic scenario, some works have been
carried out in the past [XLGT22, XZC 21, WHW21]. A two-tiered social crowdsourcing architecture is
proposed in [XLG"22] that allows the task executors to forward the floated tasks that are to be executed
to their neighbors in the social connections. In this setup, the tasks are having different end times. For
this scenario, the three different system models are discussed based on the arrival modes of the regis-
tered users and social neighbors. For the three different models, a truthful mechanism is proposed. In
[XZC*'21] in order to increase the crowd workers the floated tasks are diffused in the social network
(representing the social connections of the crowd workers). The objective is to diffuse the tasks to as
many crowd workers as possible with the constraint that the total payment made to the task diffusers
is within the available budget. For the discussed set-up a truthful budget feasible mechanism is devel-
oped that takes into account the enhanced classic independent cascade model. In [WHW21] an effort has
been made to design a dynamic incentive mechanism that transfers information about the task execution
process through the social connections of the task executors.

Motivated by the above discussed crowdsourcing scenarios, in this paper, one of the scenarios of
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Figure 1: Proposed Model

crowdsourcing is studied as a two-tiered process in strategic setting! as shown in Figure 1. In the pro-
posed model, we have multiple heterogeneous tasks and multiple task executors (as IoT devices). Firstly,
the tasks are submitted to the platform for execution purposes. One of the assumptions is that an insuffi-
cient number of task executors are aware of the task execution process. So, on receiving the tasks, one of
the challenges of the platform is: how to inform the sufficient number of task executors about the task execution
process? One of the solutions could be to utilize the social connections of the task executors for notifying
(or informing) the sufficient number of task executors for the task execution process. Once notified, the
next objective is to hire quality task executors for each of the tasks. For the above-discussed scenario,
the discussed model is studied as a two-tier process. In the first tier, the social connections of the task
executors are considered to inform the substantial number of task executors about the task execution
process. The input to the first tier is the social connection of the task executors, the cost vector?, the set
of tasks to be executed, and the available budget®. The cost for notifying the task execution process to
the task executors is private and the task executors can act strategically in order to gain. The objective of
the first tier is to select the subset of task executors from the given social graph such that the number
of task executors that got notified is maximized with the constraint that the total payment made to the
notifiers is within the fixed budget. Once the substantial number of task executors got notified about
the task execution process, in the second tier, the challenges are (1) to determine the quality task executors
among the notified task executors, and (2) to hire the quality task executors and decide their payment in exchange
for their services. In the second tier, the challenges mentioned in points 1 and 2 are taken care of. Firstly,
in order to have an idea about the quality of the task executors, an infinitesimally small part of the tasks
are given to the task executors for execution purposes. Once the tasks get executed, the executed tasks
are given to the peers for estimating the quality of the completed tasks, by the task executors (i.e. the
quality of the task executors). Once the quality of the task executors is determined, the next objective is
to handle the challenge mentioned in point 2 above. For that purpose, each of the quality task executors
will be asked for a set of tasks and the valuation that they will charge for executing the requested set of

!By strategic, it is meant that the agents will try to manipulate the system by misreporting their private information.
>The maximum price the IoT devices will charge in exchange for their services.
*The money to be invested as the payment for the notifiers in return for their “word of mouth’ in their social network.



tasks. Given the discussed setup, the output of the second tier is to allocate the tasks to the quality task
executors and decide their payment.

In this paper for the above-discussed set-up a Two-tiered Incentive COmpatible Mechanism (TICOM) is
proposed that consists of three components: (1) Task Execution Notifiers Mechanism (TENM), (2) EffeCtive
TAsk executors Identification mechanism (ECTAI), and (3) Winner and Price Determination (WiPD). In Sec-
tion 3 the above-discussed scenario is formulated using mechanism design.

1.1 Owur Contributions
The contribution of this paper is:

1. Firstly, a sufficient number of IoT devices are made aware of the hiring process (or task execution
process) by utilizing the social connections of the IoT devices (using Algorithm 1). Further, the
IoT devices that helped in spreading awareness about the task execution process in their social
connections are paid such that the total payment made to them is within the fixed budget (using
Algorithm 2).

2. Once a sufficient number of IoT devices got notified about the task execution process, in the second
tier, (1) the quality of the IoT devices is determined (using Algorithm 3), and (2) for the floated
tasks the quality IoT devices are selected and their payments are decided (using Algorithm 4).

3. For the discussed set-up, TICOM is proposed that consists of the following components: (1) Task
Execution Notifiers Mechanism (TENM) (Algorithm 1 and Algorithm 2), (2) EffeCtive TAsk ex-
ecutors Identification mechanism (ECTAI) (Algorithm 3), and (3) Winner and Price Determination
(WiPD) (Algorithm 4).

4. Through theoretical analysis it is shown that the proposed mechanisms are correct, truthful, budget
feasible (only in case of the mechanism proposed in first tier), individually rational, and computation-
ally efficient. Further probabilistic analysis is carried out to have an estimate of the number of IoT
devices got notified in expectation in a social graph.

1.2 Paper Organization

The remainder of the paper is structured as follows. The works carried out in the fields of crowdsourcing
and mobile crowdsourcing are discussed in Section 2. Section 3 describes the notations and preliminaries
that are utilized throughout the paper. The proposed mechanisms are illustrated in section 4. In section
5 the game theoretic and probabilistic analysis of the proposed mechanisms for the two tiers are carried
out independently. Finally, the paper is concluded with the possible future directions in section 6.

2 Related Prior Works

In this section, the works carried out in crowdsourcing and PS in strategic setting are discussed. The
readers can go through [HKG22, KE]J22, CGV21, DKP*20, AEK*18, PL18] in order to get an idea of the
recent works carried out in crowdsourcing and PS.

In [DKP*20] a comprehensive review of different game theoretic solutions is done, that address the
following issues in PS such as sensing cost, quality of data, and incentives. In the past several incentive
mechanisms are developed for different crowdsourcing and PS scenarios in strategic setting [QZH 22,
DTY 17, GNS14, YCS22, ML22, SJSM22]. In [QZH*22] an incentive-compatible profit-oriented mech-
anism is designed for the setup with a single crowdsourcer and multiple workers. The workers will
submit the bids (the amount they will charge in return for their services). Along with truthfulness,
the proposed mechanism is individually rational and computationally efficient. In [DTY17] the incentive



mechanisms were designed for IoT-based mobile crowdsourcing systems (MCSs) for surveillance appli-
cations. In [GNS14] paper the setup consists of a set of heterogeneous tasks such that it requires certain
skills from the crowd workers to get completed. For this purpose, the crowd workers show interest
in the set of tasks that they can perform based on their skills. The goal is to design a mechanism that
along with truthfulness satisfies budget feasibility. In [YCS22] article the problem of allocating heteroge-
neous tasks with multiple skill requirements in crowdsourcing is tackled. The objective is to determine
the mutually exclusive, quality set of workers who can successfully complete the tasks within a given
deadline and budget. In [ML22] the goal is to crowdsource the small tasks such as image labeling and voice
recording that gives rise to several challenges: (1) crowd workers may have different capacities for doing
the works and may misreport it with their bid, (2) if the auction is running multiple times, then there
is a chance that some sufficient number of workers may leave the market that reduces the competition
in the system. In order to tackle the above challenges a truthful mechanism is developed. In [XCX*17]
the vehicles choose their capability for sensing the tasks based on sensing and transmission cost and the
expected payment that will be received from the server. The Nash equilibrium (NE) of the static vehic-
ular crowdsensing game had been determined for the sensing task and gave the condition that leads to
the existence of NE. For the dynamic mobile crowdsensing game the solution is based on reinforcement
learning.

In [FSST22], the crowdsourcing system is studied as a two-stage problem that consists of a task as-
signment stage and a truth discovery stage. Utilizing the prior knowledge about the domain of the tasks,
firstly, the tasks are classified based on the domain and then allocated to the respective expert domains
using a mechanism based on greedy algorithm. In order to identify the copiers, the Bayesian model is
utilized. Further for truth discovery, the iterative method is adopted. A two-tiered social crowdsourcing
architecture is proposed in [XLG22] that allows the task executors to forward the floated tasks that are
to be executed to their neighbors in the social connections. In this setup, the tasks are having differ-
ent end times. For this scenario, the three different system models are discussed based on the arrival
modes of the registered users and social neighbors. For the three different models, a truthful mechanism
is proposed. In [XZC*21] in order to increase the crowd workers the floated tasks are diffused in the
social network (representing the social connections of the crowd workers). The objective is to diffuse
the tasks to as many crowd workers as possible with the constraint that the total payment made to the
task diffusers is within the available budget. For the discussed set-up a truthful budget feasible mecha-
nism is developed that takes into account the enhanced classic independent cascade model. In [WHW *21]
an effort has been made to design a dynamic incentive mechanism that transfers information about
the task execution process through the social connections of the task executors. [JNX"22] developed
an incentive-based mechanism for truth discovery, with the primary objective being minimizing the
copiers.

Several quality-based incentive schemes are developed for different scenarios in crowdsourcing and
PS [MSPK22, SMXS20, SMXK20, GS20, SJSM22]. In [MSPK22] the setup consists of a single task requester
and multiple task executors, where a task requester is endowed with multiple tasks and the budget. It is
assumed that the overall budget is not available apriori and will be available in an incremental fashion.
On the other side, we are having multiple task executors along with the charges that they will ask in
return for their services. The objective is to select the subset of quality task executors for the given tasks
such that the total payment made to the task executors is within the budget. In [SMXS20] the heteroge-
neous task assignment problem is investigated in strategic setting. The setup consists of multiple task
requesters, each having a single task and multiple IoT devices (as task executors). In this, there is a pub-
licly known budget that will be utilized for payment to the task executors in exchange for their services.
The objective is to select the subset of quality task executors for each task such that the total payment
made to the task executors is within the budget. The setup with multiple task requesters and multiple
task executors, where each task requester is endowed with multiple tasks is discussed in [SMXK20].
Here, each of the tasks has start and finish times associated with it. On the other side, we have multiple
task executors that ask for the set of tasks they are interested in executing along with the cost they will



charge. For the purpose of allocating the subset of task executors to each task in a non-conflicting man-
ner a truthful mechanism is proposed. Gong et al. [GS520] considered the data quality and data accuracy,
and proposed a truthful mechanism. In [SJSM22] there are multiple task requesters and multiple IoT de-
vices (as task executors). Each task requester reports a set of homogeneous tasks and the bids (the amount
they are willing to pay to the task executors in exchange for completing the tasks). On the other side,
each of the available IoT devices reports the number of tasks it can execute and the cost it will charge
for imparting its services. The bids and asks of the task requesters and task executors respectively are
private information. For this scenario, a fruthful mechanism is proposed for allocating the quality IoT de-
vices to the tasks carried by task requesters. Some other research works [KOS11, LKL]J15, LL17, LLZ23]
in crowdsourcing has focused on learning the data quality of crowd workers.

From the above-discussed literature reviews that the scenario discussed in this paper, in IoT-based
crowdsourcing in strategic settings has not been considered in the past. In this paper, a truthful mech-
anism is proposed that first provides awareness about the task execution process among its social con-
nections. After that, each task is assigned quality IoT devices, and payment for the quality IoT devices
is decided.

3 Notation and Preliminaries

In this section, a crowdsourcing scenario discussed in this paper will be formulated using mechanism
design. There are m heterogeneous tasks and n IoT devices (as task executors). Here, n > m. The set of
tasks is given as t, where t = {t1, 12, ..., t,,}, and t; represents ith task. The set of IoT devices is given as
Z,where T = {Z,,7,,...,1,}, and Z; represents 4§ 10T device. Our proposed model is a two-tier model.
Let us see each of the tiers one by one.

First tier: In this model, it is assumed that a substantial number of IoT devices may not be aware of the
task execution event. For this reason, in the first tier, the social connection of the IoT devices is utilized
to notify about the task execution event to other IoT devices. In our model, the social connections of the
IoT devices are depicted through a graph G(NT,R”), here, N represents the set of IoT devices and
are acting as the nodes (or vertices) of the graph, and R” represents the set of edges between the IoT
devices in a graph G. We say that 7; and Z; are socially connected, if and only if there exists an edge
(i, j) € RT, otherwise not. The notify function is given as h, and is represented as h : 2V " & R. Given
aset U C N7 the value h(U) represents the expected number of IoT devices getting notified about the
task execution event in the social graph G. It is considered that the function h : 2V " R is monotone
(non-decreasing) submodular function. By monotone, It is meant that, for any # C J, h(H) < h(J).

Definition 1. 1 : 2V" — R is submodular ifh(HU{i}) —h(H) > h(JU{i}) —h(T),YHC J.

Each IoT device Z; in graph G(NT, R”) has a private bid (or cost) and is given as ¢;. It is the amount that
any " IoT device will charge for being an initial notifier. By private cost, it is meant that the cost is only
known to it and not known to other IoT devices and the mechanism designer. It is assumed that the IoT
devices are strategic and rational. It means that they will try to manipulate their private information (in
this case, the cost) in order to gain. For example, the reported cost by any i’ 10T device could be ¢; such
that ¢; = ¢; or ¢ # ¢;. ¢; = ¢; represents the fact that the IoT device Z; report bid in a truthful manner.
The cost vector of the IoT devices is given as ¢ = {c1,¢2,...,c,}. For the purpose of notifying the IoT
devices, the coverage influence model in social networks is utilized. In the graph, say, if each IoT device
Z; is connected with the subset of IoT devices Z;, then the number of IoT devices notified about the

task execution event by the subset U C T is given as h(U) =

U Zi‘. The payment vector of the initial
=
notifiers is given as p, where p = {p1, p2, . - ., P} and p; is the payment of any i'" notifier. The utility of



any " IoT device as notifier is given as:

p; — ¢;, if Z; acts as initial notifiers.
Ui(C;ﬁ):{pZ o T e nonn (1)

0, otherwise

Given the above-discussed scenario and the publicly known budget 5, the objective is to select the subset
of IoT devices as the initial notifier such that the total payment made to them is within the available
budget B. The output of the first tier is the subset of [oT devices as the initial notifiers, the subset of notified
IoT devices, and the payment vector that contains the payment of each of the IoT devices that are acting as
the notifiers.

From the above discussion, it is clear that it is a single-parametric mechanism design problem, as
each IoT device has only a single private information i.e. cost. So, for designing a truthful mechanism for
the above-discussed set-up, a greedy technique based mechanism is one of the viable solutions. It is due
to the reason that the greedy technique will be monotone when sorted according to marginal notification
(see Definition 2) per cost.

Definition 2 (Marginal notification [Sin12al). Marginal notification of j given S;—1 is: hjis,_, = h(S;i—1 U
{j}) — h(Si=1). Here, S;_1 represents the set of i — 1 IoT devices that are already selected using the same rule.

Definition 3. Marginal notification of IoT device Z; at position k is h; j, = h(Tj—1 U{Z;}) — h(T}—1) where T},
denotes the subset of first k IoT devices in the marginal notification-per-cost sorting over the subset of IoT devices

I/HTL}.

Given the above-discussed set-up, for the first tier, a truthful mechanism is proposed that satisfies the
constraint that the total payment made to the initial notifiers is within the available budget.

Second Tier: Once a sufficient number of IoT devices are made aware of the floated event, our next
primary objective is to have a set of quality IoT devices from among the available ones. For that purpose,
the idea of peer assessment is utilized. The general idea of the peer assessment is that the completed
work(s) (or in our case the completed task(s)) by the IoT devices are assessed by their peers and the
reports are submitted. Based on the submitted reports, the quality of IoT devices is determined. In the
proposed model, the peer assessment is implemented by utilizing the idea of single-peaked preference.
In this, firstly, the IoT devices that are to be ranked are placed on the scale of [0,1] randomly. After
that infinitesimally small part of tasks are provided to these IoT devices for execution purposes. After
execution, the completed tasks of each of the IoT devices are given to some randomly selected IoT
devices (other than those present on the scale of [0,1]) for assessment purposes. As an assessment
process, each it IoT device provides a peak value «; € [0, 1] that is private. The reported peak value
a; of any ith 10T device will be the peak value at which his favorite IoT device is placed or closer to its
favorite IoT device. Let us take an example to understand it in a better way. For example, let us say,
there are 4 IoT devices Z;_1, Z;, 7;, and Z;; that are placed at 0.34, 0.47, 0.52, and 0.65 respectively on
the scale of [0, 1] as shown in Figure 2a. The peak values of the other 4 IoT devices i.e. Zj,, T4 1, Z;+1, and
Z;_1 are given as 0.37, 0.34, 0.58, and 0.65 respectively as shown in Figure 2b. It means that Z;’s most
preferred IoT device is 7;, Zj+1’s most preferred IoT device is Z;_; and likewise. After getting the peak
values from the IoT devices, in this paper, the quality of IoT devices are determined using Algorithm 3
(see Subsection 4.2).

0.34 0.47 0.52 0.65 0.34 047 0.5 0.65

L1, ‘ Qg ‘ Jj—1

0 i i i i 1 ) —tm ,/ 1
. I; I Zjt1 Ziv I; I aijpr Liga

(a) IoT devices placed on [0, 1] scale (b) Peak values reported by Ly, Tiy1, L1, and T; 1

Figure 2: Illustrating the meaning of peak values



After the determination of quality IoT devices, further challenges that need to be handled are:
1. Hire the subset of IoT devices from the available quality IoT devices.
2. Distribute the set of available tasks to the subset of quality IoT devices for execution purposes.
3. What pricing strategy is to be followed for deciding the payment of the winning IoT devices?

The second step of the second tier of the proposed model takes care of the above-coined questions. It is
assumed that each IoT device requests for a bundle of tasks at a time instead of a single task. Each IoT
device Z; has a private valuation v;(S) for each bundle S C F of tasks that it might receive. The valuation
function utilized in this step of the second tier satisfies the monotonicity condition i.e., v;(S) < v;(F) for
S C F*. For an empty set of tasks, v;(¢) = 0. For the discussed setup in order for a mechanism to work,
it is assumed that the valuation function satisfies the gross-substitute condition (See Definition 4).

Definition 4 (Gross Substitute (GS) [Rou14, N.NO07]). For any IoT device Z;, the valuation v; satisfies GS
condition if and only if for every price vector p, some set S € D;(p) and for every price vector r > p, 3 T with

(S\x)|JT € Di(r)

where x = { Jjir(g) > pQ )} is the set of tasks whose prices have gone up, and S \ x is the set of tasks for which

the prices remains same and I; still wants them. D;(p) is the supply of IoT device Z; at price vector p.

For each IoT device Z; the utility at price vector p is given as:

> pi(j) —vi(S), if Sisassigned to IoT device Z;.
UZ(S7 p) = (JES (2)
0, otherwise

Here, p;i(7) is the price paid to the IoT device Z; for executing its j'* assigned task. The utility of IoT
device Z; is 0 if it does not receive the requested set of tasks. The supply by any IoT device Z; at the
given price vector p is given as:

Dip) = argmin X p) (9| ®

jes

As the participating IoT devices are strategic in nature so they will try to maximize their utility by misre-
porting their private valuation (in this case the valuation v;(.5) of IoT device Z; for a set of tasks S). The
objective of the second tier is to design a mechanism in presence of strategic agents, such that, it returns
an allocation and payment vectors with high social welfare (see Definition 8). An allocation for the dis-
cussed set-up is allocation vector A = { A1, Az, ..., Ax}, where A; = (S;,Z;) and p = {p1,p2,...,pN}-
Here, N is the number of quality IoT devices.

Given the above-discussed scenario of crowdsourcing in a strategic setting, the goal is to design a
mechanism that takes care of the following: (1) determine the set of initial notifiers that will notify the
substantial number of task executors about the task execution process with the constraint that the total
payment made to the notifiers is within the budget. (2) Determine a set of quality task executors. (3)
Allocating the set of tasks to the quality task executors for execution purposes and deciding their pay-
ment.

In the upcoming section, each of the components of the proposed mechanism i.e TICOM is discussed
and presented in a detailed manner.

It means that more tasks can only be better.



Table 1: Notations used

Symbols Descriptions

m Number of heterogeneous tasks

n Number of IoT devices

t t={t1,ta,...,ty}: Set of heterogeneous tasks.

ti it task.

7z Z={%,Is,...,Z,} : Set of available IoT devices.

7, 4% 10T device.

g GNT,RT) : Represents the social connection of IoT devices.
AT
RT

A set of IoT devices representing the nodes of a graph G.
A set of edges between the IoT devices in a graph G.

h h:oNT SR Represents a notify function.
Z; Set of IoT devices notified by i** IoT device.
ci True cost of i*" IoT device.
Gi Reported cost of it IoT device.
c c={c1,ca,...,c,} : Cost vector of the IoT devices for
being the initial notifiers.
B Available budget.
D p ={p1,P2,...,Ppn}: Payment vector of IoT devices that are competing
for being the initial notifiers.
pi Represents the payment of any i IoT device
as an initial notifier.
Ui(c, p) Utility of any 4" IoT device given cost and payment vectors.
o ; € [0, 1]: Peak value of i*" 1oT device.
v;(S) Private valuation of i*" IoT device for set of tasks S.
N It is the number of quality IoT devices.
A A={A1, As, ..., Ax}: Allocation vector.
A; A; = (S;,T;): Allocation made to i*" IoT device.
p p={p1,p2,...,px} : Payment vector of IoT devices selected

for executing the tasks.
Represents the payment of any i'" IoT device.

Pi
ui (S, p) Utility of i*" IoT device given the price vector p.
D;(p) Supply by any i** IoT device given the price vector p.

3.1 Additional Required Definitions

Definition 5 (Truthful or Incentive Compatible (IC) [N.NO7]). A mechanism is said to be truthful or IC if
fO?’ any ith IoT device Z/{i(c, ﬁ) = ﬁl —cp > ﬁz — éi = Z/[Z'(é, ﬁ)
Definition 6 (Budget feasible [Sin12b, Sin10]). A mechanism is said to be budget feasible, if the total payment
made to the winning initial notifiers is less than equal to the available budget B i.e. Z pi < B.

i€l
Definition 7 (Individual rationality [N.NO7]). A mechanism is said to be individually rational if, for every
participating IoT device in the crowdsourcing market, the utility is non-negative. In other words U;(c, p) > 0 (for
first tier) or u;(S, p) > 0 (for second tier).

Definition 8 (Social Welfare [N.NO07]). It is the sum of the valuations of the IoT devices for their preferred set

of tasks. Mathematically, it is given as: o

> ui(S)

=1



where, S is the requested set of task from each IoT device Z; € T.

Definition 9 (Computational Efficiency). A mechanism (a.k.a algorithm) is said to be computationally efficient
if each step of the mechanism takes polynomial time.

4 TWO-TIERED INCENTIVE COMPATIBLE MECHANISM (TICOM)

In this section, TICOM is discussed in a detailed manner. The TICOM consists of:

* Task execution notifiers mechanism (TENM) — It is useful in determining the set of initial noti-
fiers that will notify a substantial number of IoT devices for the task execution event in the crowd-
sourcing market and decide their payment. The payment made to the initial notifiers is such that
the total payment made to them should be within the available budget.

* Effective task executors identification mechanism (ECTAI) — It helps to determine the qual-
ity /effective task executors among the available task executors in the crowdsourcing market.

¢ Winners and price determination mechanism (WiPD) — Hires the quality IoT devices and decide
their payments.

The overall workflow of TICOM is depicted in Figure 3 below.

-
Social Graph G(NT,R7), Budget B, Tasks t |
|
hioN' R, Cost vector ¢, [oT devices Z I
I
! .
y v |
S |
Notifiers Allocation Mechanism Notifiers Pricing Mechanism : . .

| First Tier
S Task Execution Notifiers Mechanism | P :
|
|
. _ .
Notified Set of IoT Devices S :

Set of notifiers S, Price vector p e
* -
Effective Task Executors Identification Mechanism
Set of quality IoT devices
O ={4,1, ...,Ifg} .
Second Tier

Winners and Price Determination Mechanism

Allocation vector A = {A1, Az, ..., Ax}
Payment vector p = {py, pa, ..., Pn}

Figure 3: Work Flow of Two-tiered Incentive COmpatible Mechanism (TICOM)

In the upcoming subsections, each of the components of TICOM is discussed step-by-step in a de-
tailed manner.
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41 TASK EXECUTION NOTIFIERS MECHANISM

In this section, a truthful budget feasible mechanism is proposed that is used to figure out the task
executors in the given social graph that will propagate the event of task execution to the task executors
in their social connection. It will also determine their payment in return for acting as the initial notifier.
The task execution notifier mechanism consists of (1) notifier allocation mechanism (NAM), and (2) notifier
pricing mechanism (NPM). The two components are discussed below.

4.1.1 NOTIFIERS ALLOCATION MECHANISM (NAM)

The input to the NAM is the social graph G, budget B, the cost vector of the task executors ¢, and
the set of task executors Z. The output of NAM is the set of task executors as notifiers and the set of
task executors that got notified about the task execution event. In Algorithm 1, lines 1-3 calculate the
marginal notification by each of the task executors Z; € Z. In line 2 the marginal notification of Z; given
an already selected set of task executors as notifiers S, is calculated. In line 4 variable A is initialized
to 2. In line 5, the task executor with maximum marginal notification per cost is selected among the
available ones. In lines 6-10, the idea of determining the task executors as notifiers is presented In line
6, the stopping condition checks if the cost of i*" task executor is less than or equal to £ times the ratio
of the marginal notification of i** task executor to the number of task executors not1f1ed by the set of
task executors in set S U {Z;}. If the stopping condition in line 6 is true, then in line 7 the task executor
Z; is held in S. In line 8 S holds the set of IoT devices that got notified by the IoT devices in S. For the
next iteration, the task executor with the highest marginal notification per cost is selected among the
available ones in line 9. Lines 6-10 iterate until the stopping condition in line 6 is true. In line 11 the set
of task executors as notifiers and the notified set of task executors are returned.

Algorithm 1 NOTIFIERS ALLOCATION MECHANISM (G, B, ¢, 7)
Output: S < ¢, S + ¢
: foreachZ; € 7 do
hiis;_, = "M(Si—1 U {i}) - h(Si—1) {Marginal notification of i'" IoT device, given the set S;_1.}
end for
A < 2 {A isinitialized to 2.}

5.1 ¢ argmarrens > {Selects an IoT device with maximum marginal notification per cost,

given set S.}

. B hz;|s
. . < 7
6: while ¢; < X W) iz, )

: S« SU{Z;} {S holds the set of IoT devices that satisfies the stopping condition in line 6.}
8 S+« SU{Z;} {S holds the set of IoT devices that got notified by the IoT devices in S.}

hzk‘

9: i<+ argmarg, cr\s {Selects an IoT device with maximum marginal notification per cost

among the available ones, given set S.}
10: end while
11: return S, S {Returns the set of task executors as notifiers and the notified set of task executors.}

4.1.2 NOTIFIERS PRICING MECHANISM (NPM)

The input to the NPM is the set initial notifier S, budget B, and cost vector ¢. The output of the NPM
is the price vector p of the initial notifiers. In line 1 of Algorithm 2, S’ is initialized to ¢. In lines 2-19
the payment calculation for the initial notifiers in set S is done. In line 3, a set £ holds the set of all the
IoT devices except Z; € S. After that, the task executor with the highest marginal notification per cost

11



is selected from & and is stored in variable 7, as shown in line 4. Lines 5-9 determine the set of initial
notifiers when task executor Z; is dragged out of the crowdsourcing market. Now, any " IoT device
will be added in the set S’ only when the stopping condition in line 5 is true. Once added, the selected
IoT device Z; will be removed from &. For the next iteration, a task executor will be selected from the
available task executors and will be held in i. Lines 5-9 iterate until the stopping condition in line 5
is true. Once terminated, in lines 10-16, the two quantities are calculated V;, and p; ;. In line 11, the
quantity V;; is calculated and is held in V; in line 12. The quantity p; is calculated in line 13 and
is held in p; in line 14. In line 15, the minimum of two quantities is determined. Line 17 gives us the
maximum value present in p; and held in p. Finally, in line 20 the payment vector p is returned.

Algorithm 2 NOTIFIER PRICING MECHANISM (S, B, ¢)
Output: p < ¢
1. 8+ [0}
2: foreachZ; € S do
3 &<+ I\ {Z;} {Removing Z; from the market and storing rest of the task executors in £.}

h /
4 i< argmax | —2 ) {The k" task executor with maximum marginal notification to cost ratio is
WANSIS
determined from £ and is stored in 7.}
. . & hIi\S’
5: while B < W do
6: S+ 8" U{Z;} {S holds the set of IoT devices that satisfies the stopping condition in line 5.}
&€ <+ &\ {Z;} {Z; removed from .}
h /
8: i « argmax | —2= ) {Selects an IoT device with maximum marginal notification per cost
TrEE

among the available ones, given set S’.}
9:  end while
10: for k<« 1to|S'|+1 do
11: Vik < hjg- <h,c’“> {Cost that any ;" IoT device would have revealed when considered in
klTk—1
place of IoT device that is already present at any k" position.}
12: Vj — Vj U {Vj,k}

hmch;j{zj}) {The fraction of budget that will be utilized as the payment of the j*

13: Pk < B- <
IoT device at some k" position.}

14: p; < p; U{p;r} {The payment of any ;" IoT device at position  is stored in p;.}

15: p; < min{V;, p;} {Minimum of V; and p; is determined and is stored in p.}

16:  end for

17 pj < max{p’} {Determining the maximum value from j = 1 to |S’| + 1 and stored in p;.}

18:  p <« pU{p;} {Payment of each of the j'" IoT device in winning set is determined and is stored in
P}

19: end for

20: return p {The payment vector for the winning IoT devices is returned.}

Example. Let us understand the task execution notifier mechanism with the help of an example. As dis-
cussed earlier it consists of two components: (1) notifier allocation mechanism, and (2) notifier pricing mech-
anism. Both the components are elaborated in the order discussed above.

The graph shown in Figure 4a represents the social connections of the task executors and will be
helpful in notifying the substantial number of task executors about the task execution event. The value
inside the square box is the cost that will be charged by the IoT devices in exchange for notifying the
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Task Executors | 77 | Zo | Z3 | Iy | I5 | ZIg
hils 43 [4] 3 [3]3
¢ 2[4 [2]5 [3] 2

Ris 2 075] 2 [060] 1150

(b) Calculation of Marginal notification given S = ¢, Cost vector, and
Marginal notification per cost

(a) Graph Representing Social Connection of IoT
Devices

Figure 4: Initial Set-up for lllustration of NAM

IoT devices about the task execution event. From Figure 4a it is evident that the task executor Z; has
social connection with task executors Z,, 74, 75, and Zs. In the similar way, task executor 7, has social
connection with 7;, 73, and Zs and so on. Further calculations in the running example will be done by
considering the available budget B as 12.

4

* NOTIFIERS ALLOCATION MECHANISM: Applying Algorithm 1 to Figure 4a, the marginal notifi-

cation of each of the task executors in the graph shown in Figure 4a are calculated given S = ¢.
After that, the ratio ;s per cost is calculated using line 2 of Algorithm 1. The calculated values are
depicted in Figure 4b in tabular form. Following line 5, one of the two task executors Z; and Z3 will
be considered as both have the highest value for marginal notification per cost but are the same.
Let us say Z; is considered randomly. For task executor Z; the stopping condition2 < (12)-1 = 6in
line 6 is true and is selected. So, S = {Z;}, and S = {Z»,74,75,7s}. In the next iteration, the graph
configuration shown in Figure 5a will be considered. In the second iteration, the marginal notifi-
cation of each of the task executors is calculated given S = {Z;} as shown in Figure 5b. After that,
the ratio h;|s per cost is calculated. The calculated values are shown in Figure 5b. Following lines
6-10, a task executor Zg will be considered as it is having the highest marginal notification per cost
value among the available IoT devices. For task executor Zs the stopping condition 2 < (1) 2 =2
in line 6 is true and is selected. So, S = {Z;,Zs}, and S = {1h,75,73,74,75,Ls}.

Task Executors | 71 | Zo | I3 | 14 Is | Ig
his 0] 2 0 2 2 2

© (2) 2 é 2[4 [2]5 |3 |2
Ris 0050040066/ 1

(b) Calculation of Marginal notification given S = {Z1}, Cost vector, and
Marginal notification per cost

(a) Graph Representing Social Connection of IoT
Devices and Selected 10T Device T,

Figure 5: Illustration of 2" Iteration of While Loop of NAM

For the next iteration the configuration shown in Figure 6a will be considered. In the third iter-
ation, the marginal notification of each of the task executors is calculated given S = {Z;,Zs} as
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shown in Figure 6b. After that, the quantity h; s per cost is calculated. The calculated values are
shown in Figure 6b. Following lines 6-10, for none of the task executor the stopping condition in
line 6 will be satisfied as the marginal notification per cost value for the available task executors
are 0. Hence, the while loop in lines 6-10 will terminate, and line 11 will return S = {Z;,Zs}, and
S ={11,15,13,74,75, Ts}.

Task Executors Il IQ Ig I4 I5 I@'

hi|5 O|lO0|O0O|O0O}|0]O
¢ 2142|5132
his

| 0Ojo0o,0]0|0]0

C

(b) Calculation of Marginal notification given S = {I1,Zs}, Cost vector,
and Marginal notification per cost

(a) Graph Representing Social Connection of IoT
Devices and Selected IoT Device I, and T

Figure 6: Illustration of 37 Iteration of While Loop of NAM

* NOTIFIERS PRICING MECHANISM: Using Algorithm 2, the payment of IoT devices 7; and Zg will
be calculated. From the construction of Algorithm 2, in order to calculate payment of 7, the task
executor Z; will be placed out of the social graph. After dragging out IoT device Z;, the marginal
notification of each of the task executors is calculated given nobody is selected i.e. S’ = ¢. After
that, the ratio h; s/ per cost is calculated. The calculated values are shown in Figure 7b. Following
line 4, a task executor Z3 will be picked up as it is having the maximum marginal notification per
cost value among the available IoT devices. The stopping condition 2 < 12 ($) = 12 in line 5 is
satisfied. So, Z3 is selected. For the next iteration, the configurations shown in Figure 8a will be
considered. In the second iteration, the marginal notification of each of the task executors given
S" = {I3} is calculated. After that, the ratio h; s per cost is calculated. The calculated values are
shown in Figure 8b. Following line 4, a task executor Zs will be considered as it is having the
maximum marginal notification per cost value among the available IoT devices. For task executor
Zs the stopping condition 2 < 12 - (1) = 2.4 in line 5 is true and is selected.

Task Executors | 7o | I3 | Z4 | ZI5 | Ig

; hijs 2 (4] 2] 2 |2
¢ 4 | 2|5 3 2
h‘ilsl

! 0512 (04066 |1

C

(b) Calculation of Marginal notification given 8" = ¢, Cost vector, and
Marginal notification per cost

(a) Graph Representing Social Connection of IoT
Devices When 1, is Out of the Market

Figure 7: Illustration of 1% Iteration of NPM

In the third iteration, the configuration shown in Figure 9b will be utilized. The marginal notifica-
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tion of each of the task executors given &’ = {73, Zs} are calculated. After that, the ratio h; s per
cost is calculated. The calculated values are shown in Figure 9b. For this configuration, none of the
task executors will be selected as the marginal notification of all the IoT devices given S’ = {Z3,Z}
is 0. So, when Z; is out of the market then &' = {Z73,Zs} will be acting as the initial notifiers. As
two IoT devices are selected, so |S’| value is 2. In our running example, the first loser can be any-
one out of 7y, 74, and Z5. Let us say Z,. Now, following lines 10-16 of Algorithm 2, at each index
k € [1..]S'| + 1] the maximal cost of Z; and its payment is determined. The minimum of the two
quantities is taken and then the maximum of each of the points will be the payment made by the
7,. Let us say Z; is considered in place of Z3 € S'.

Task Executors | Zo | Zs | 4 | Is | Zg
hys 1 0|1 ] 1 |1
¢ i 2[5 3 |2
Rast 025| 0 |02]033]05

(b) Calculation of Marginal notification given S' = {Zs}, Cost vector, and
Marginal notification per cost

(a) Graph Representing Social Connection of IoT De-
vices When I, is Out of the Market and I3 got Selected

Figure 8: Illustration of 2% Iteration of NPM

Task Executors | Zo | Zs | Z4 | Is | Zg

4 5 hi|st Oojo0ojo0ojo0o]oO
é 4 1215 |3]2

Bast olofofo]o

(b) Calculation of Marginal notification given S’ = {Zs,Zs}, Cost vector,
and Marginal notification per cost

(a) Graph Representing Social Connection of IoT
Devices When I, is Out of the Market and T3
and I got Selected

Figure 9: Illustration of 3" Iteration of NPM

In such case, Vi1 =4-(3) = 2,and p11 = 12+ (§) = 12. So, min{2, 12} = 2. Next, if Z; is considered
in place of Zg € S’ given &’ = {Z3}. In such case, V12 = 0 - (%) =0,and p1o = 12- (%) = 0. So,
min{0,0} = 0. Finally, Z; is considered in place of Zy then V;3 = 0 - (%) =0,and p13 = 12- (%) = 0.
So, min{0, 0} = 0. Following line 17, we get max{2,0,0} = 2. So, the payment of Z; = 2. Similarly, the
payment of Zs can be calculated and is given as 3. So, p = {2, 3}. The total paymentis 2+ 3 =5 < 12.
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4.2 EFFECTIVE TASK EXECUTORS IDENTIFICATION MECHANISM (ECTAI)

Once the substantial number of IoT devices from the first tier is obtained, in the second tier, the first
objective is to determine effective (or quality) IoT devices from among the available IoT devices. For
this purpose, the idea of single-peaked preference [Rouléb, Mou80] is utilized. The general idea of the
proposed mechanism i.e. ECTAI is:

ECTAI
In each iteration of the while loop:

1. Firstly, some f number of IoT devices are selected randomly from the set of IoT devices and
are placed on the scale of [0, 1].

2. After that, an infinitesimally small part of tasks are given to those IoT devices that are placed
on the scale of [0, 1].

3. The executed tasks of f number of IoT devices are reviewed by g number of other IoT devices
and based on that the peak values are reported by g number of IoT devices.

4. Calculate the median of the peak values reported by g number of IoT devices.

5. Determine the IoT device among the IoT devices that are placed on the scale of [0, 1] whose
peak value lies closer to the median peak value. It will be considered a quality IoT device.

Steps 1-5 are continued until the ranking tasks of each of the task executors are not ranked.

The detailing of the above-discussed approach is presented in Algorithm 3. The input to algorithm 3
is: (1) the set of IoT devices that are acting as the initial notifiers i.e. S, and (2) the set of IoT devices that
got notified i.e. §. In Algorithm 3, line 1 initializes Z" and 7' by S U S, R to ¢, and R to 0. Lines 2-18
determine the quality of task executors. Lines 2-18 iterate until the condition in line 2 is satisfied. In line
3, the f task executors that are to be ranked are randomly selected from the set 7’ and are held in 7. From
set 7"\ n, some task executors are randomly selected and are held in a. The task executors in « rank the
executed tasks of the task executors in 7. For the ranking purpose, the idea of single peaked preference
is utilized. The executed tasks by the task executors in 7 are placed on a scale of 0 to 1 randomly. Now,
each task executor in a will provide a peak (or value) between 0 and 1. The peak of each of the task
executors is stored in R, as depicted in lines 5-8. In line 9 the peak value by each of the task executors in
«a is sorted in ascending order. In lines 10-14, the resultant peak value is determined. Here, the two cases
can happen: (1) || could be even, in that case, the resultant peak is calculated by line 11 and is stored in

R, (2) |a| could be odd, in that case, the resultant peak value is calculated by line 13 and is stored in R.
In line 15, the IoT device in 7 closer to the resultant peak is returned and is stored in i. The closer the IoT
device in 7 to the resultant peak value of the IoT devices in « better will be the quality of the IoT device
Z; inn. On the other hand, the farther the resultant peak value from the peak value of the task executor
7,, the poorer will be the quality of the task executor Z;. In line 16, the task executor Z;, with high quality
is placed in O in each iteration. In line 17, the task executors that are already ranked are removed from
the set Z'. The while loop in lines 2-18 will iterate until all the IoT devices got ranked. Line 19 returns the
set of quality IoT devices.

Example. Let us consider an example to understand Algorithm 3. Let us suppose that there are 12 IoT devices
T ={7y,1s,...,T12} that got notified about the task execution process by their social connection. Now, out of 12
IoT devices, the objective is to select the subset of quality IoT devices. For that purpose, let us apply Algorithm 3.
For simplicity purposes, we have considered f = 3, and g = 5.

In the first iteration of while loop of Algorithm 3, n = {Z3,Z4, T} are considered that are to be ranked and
a = {1,,73,77,1g,T11 } are the IoT devices that will provide ranking on the set 1 as shown in Figure 10a. The
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Algorithm 3 EFFECTIVE TASK EXECUTORS IDENTIFICATION (S, S)
Output: O < ¢
1. 7'=7T =SUS,R+ ¢,R< 0
2: whileZ’ # ¢ do
3: 1 < RANDOM SELECTION (Z', f) {Selects f task executors from 7’ that are to be ranked.}
4« <+ RANDOM SELECTION (Z"\ 7, g) {Selects g task executors from Z"\ n) that will provide ranking
over the completed tasks of task executors in 7.}

5. foreachZ; € ado
6: a; < RANDOM (0, 1) {Returns a random number between 0 and 1.}
7: R < R U{a;} {Generated random number is held in R.}
8: end for
9:  sort (R) {Sort the peak values present in R, in ascending order.}
10:  if (Jo| mod 2) # 0 then
11: R+ R [MTH} {When the number of peak values is odd then the median is calculated and is
stored in R.}
12:  else
: ( 5] =[5 )
13: R 5 {When the number of peak values is even then the median is calcu-
lated and is stored in R.}
14:  endif
15 i< argmin|o; — R| {Determines the nearest IoT device to the median peak value.}
Z;en

16: O < O U {i} {The nearest IoT device to the median peak value is held in O.}
172 I’ <~ I' \ n {Removes the already ranked IoT devices from 7'.}

18: end while

19: return O {Returns the set of quality IoT devices.}

peak values reported by the IoT devices in set o are depicted in the table shown in Figure 10a. Following lines 10-
14 of Algorithm 3, we get || = 5. So, line 10 of Algorithm 3 is true. Using line 11, R <+ R [%} =R+R [g]

=R « RM =R + 0.50 = as. Using line 15, we get i <— Zy. So, @ = {Z4}. In the next iteration of while
loop of Algorithm 3, n = {I,,13, T} are considered that are to be ranked and o = {I5,74,T¢,Tg,Z11} are the IoT
devices that will provide ranking on the set n as shown in Figure 10b. The peak values reported by the IoT devices
in set o is depicted in the table shown in Figure 10b. Following lines 10-14 of Algorithm 3, we get || = 5. So, line
10 of Algorithm 3 is true. Using line 11, R R[%} =R R[g] =R RM =R + 0.50 = ay. Using
line 15, we get i <— Z3. So, © = {Z4,Z3}. In the third iteration of while loop of Algorithm 3, n = {Zs, Z10, Z12}
are considered that are to be ranked and o = {Z3,Z7,Z9,T10,Z11} are the IoT devices that will provide ranking
on the set n as shown in Figure 10c. The peak values reported by the IoT devices in set o are depicted in the
table shown in Figure 10c. Following lines 10-14 of Algorithm 3, we get || = 5. So, line 10 of Algorithm 3
is true. Using line 11, R R[E’%l} =R « R[g] =R R[?)} =R « 045 = ay. Using line 15, we
get i < Tyo. So, O = {I3,Z4,T10}. In the final iteration of while loop of Algorithm 3, n = {Zg,Z11,Zo} are
considered that are to be ranked and o = {Z,Zs,Z7, Ly, T10} are the IoT devices that will provide ranking on the
set 1 as shown in Figure 10d. The peak values reported by the IoT devices in set o are depicted in the table shown
in Figure 10d. Following lines 10-14 of Algorithm 3, we get |a| = 5. So, line 10 of Algorithm 3 is true. Using
line 11, R + R[%} =R + R[g] =R + R[?)} =R « 0.35 = ag. Using line 15, we get i + Tg. So,
O = {I3,74,13,T10}. As all the IoT devices in our running example are ranked, the Algorithm 3 will terminate
by returning the set of quality IoT devices O = {I3,Z4,Z3,Z10}.
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Figure 10: Detailed Illustration of ECTAI

4.3 Winners and Price Determination (WiPD)

In subsection 4.2 using Algorithm 3, the quality of IoT devices is determined. In this section, it is dis-
cussed that: (1) how the tasks will be allocated to the quality IoT devices? and (2) what will be their payment?
The input to the Algorithm 4 is the set of quality IoT devices and the set of heterogeneous tasks. In line
1, the allocation and price vectors are set to ¢. In lines 2-4, the prices for all the tasks are set to 0. Using
lines 5-7, the initial allocation and initial price for all the IoT devices are set to empty and 0 respectively.
In while loop in lines 8-25, it is asked from the IoT devices that given the tasks you already have at the given
prices of the tasks, what set of tasks, in addition, would you want to bid on? Now, if with the increase in price,
it is seen that no IoT device is interested to modify its requested set of tasks then the while loop in lines
8-25 terminates and the current allocations and the current payment vectors are returned in line 26. In
line 10 on the other hand, it may happen that with the increase in price, some of the task executors may
be ready to show interest in an additional set of tasks. If that is the case, then lines 16-23 of Algorithm
4 will be activated. In line 17, the overall demand of i*" task executor is stored in S;. In line 18, the set
of tasks F; that got added in S; are removed from the demand set of other IoT devices except for the
demand set of Z;. The price of the tasks in F; is increased by € again and is stored in p(j) in line 19. In
line 20, the sum of the prices of tasks in §; is held in p;. In line 21, A; holds the set of tasks assigned to
IoT device Z;. In line 22, the tasks allocated to all the task executors are held in .4 and the payment vec-
tor of all the winning task executors is determined. Line 26 returns the final allocation and the payment
vector.

4.4 Illustrative Example

In this subsection, WiPD is elaborated in a detailed manner with the help of an example. Let us say there
are 8 heterogeneous tasks t = {t1,t2,t3,t4, 5, ts, t7, ts} and 3 quality IoT devices. Following lines 2-4
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Algorithm 4 WINNERS AND PRICE DETERMINATION (O, t)

A+ ¢, p < ¢ {Initially, the allocation and price vectors are set to ¢.}
foreacht; € tdo
p(i) < 0 {Initially, the price of all the tasks is set to 0.}
end for
foreachZ, € O do
A; < ¢, pi < 0 {Initially, the allocation and payment vectors of any ith 10T device is set to ¢ and
0 respectively.}
end for
8: while (True) do
9: foreachZ; € Odo
10: Ask for the preferred set of tasks not assigned to it, given the tasks they already have and the
current prices — an arbitrary set F; in

argmin (3" p(3) + 3 (p() +9) - (S, u&)}

]-'igt\Si

AL

N

j€si JEF;
11: if 7; = ¢ then
12: A; +— S; {A; holds the set of tasks assigned to ith ToT device.}
13: A +— AU {A;} {Aholds the selected tasks of the respective IoT device.}
14: pi Z p(i) {The prices of all the tasks requested by IoT devices in S; are added and is
i€S;
stored in p;.}
15: p < pU{pi} {p holds the payment of the winning IoT devices.}
16: else
17: S; < S; U F; {The new set of tasks F; is added to S; and is stored in S;.}
18: Sy < i\ Fi, VIl # i { F; set of tasks is removed from the requested set of other task executors. }
19: p(j) < p(j) + ¢, Vj € F; {The prices of all the tasks held by IoT devices in F; is increased by
€.}
20: pi Z p(i) {The prices of all the tasks requested by IoT devices in S; are added and is
i€S;
stored in p;.}
21: A; + A; US; {A; holds the set of tasks assigned to IoT device Z;.}
22: A+~ AU A; and p < pU p; {A and p holds the set of assigned tasks of IoT devices and their
payments respectively. }
23: end if

24:  end for

25: end while

26: return A, p {Returns A and p that holds the set of assigned tasks of IoT devices and their payments
respectively.}

of Algorithm 4 the prices of the tasks in ¢ are set to 0. In our running example, the € value is taken as
1. Using lines 8-25 of Algorithm 4, firstly IoT device Z; is asked that at price p(i) = 0, foralli = 1t0 8,
what are the tasks that you want to execute? For I; we have v1(S1) = 6, where S1 = {t1,t2,t3}. Next,
the prices of tasks t;, ty, and t3 are increased by € = 1. So, at price p(i) = 1, for i = 1,2, and 3, and
p(i) = 0, for i = 4,5,6,7 and 8, the preferred set of tasks by Z, is asked. For Z, we have v3(S2) = 4,
where Sy = {t4,ts,ts}. So, in the second iteration the tasks ¢4, ts, and tg are given to Z. Next, the prices
of the tasks t4, t, and tg are increased by € = 1 and prices became 1 for these tasks. So, at price p(i) = 1,
fori =1,2,3,4,6,and 8, and p(i) = 0, for ¢ = 5,7, the preferred set of tasks by 73 is asked. For 73 we
have v3(S3) = 3, where S3 = {t5}. So, in the third iteration, the task ¢5 is given to Z3. Next, the price of
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Figure 11: Detailed Illustration of WiPD

task ¢5 is increased by € = 1 and the price became 1 for task 5. After the first iteration of the while loop,
the allocation vector A = {({t1,t2,t3},Z1), ({t4, 6, s}, Z2), ({t5},Z3)} and payment vector p = {3, 3,1}.

Now, at the given price vector p, what are the additional task(s) you want? The answer by IoT device
7, is: F1 = {tr}. So, S = {t1,t2,t3,t7}. Following line 19 of Algorithm 4, the price of task t7 is
increased by 1 and it became p(1) = 1. Further, in the next iteration the IoT device Z; is asked about
the additional task(s). Z, requested for additional task t3. So, v2(S2) = 4, where Sy = {t3,t4,t6,ts}.
As Fy = {t3}, so the price of task t3 will be increased by 1 and it became 2. In the next iteration of
for loop, 10T device 73 is asked about the additional task(s) and reported t3 and t;. So, F3 = {t3,t7}.
Hence, S3 = {t3,t5,t7}. As F3 = {t3,t7}, so the prices of tasks t3 and t; will be increased by 1 and
it became 3 and 2 respectively. After the second iteration of the while loop, the allocation vector is
A={{t1,t2}, 1), {ta, t6, ts}, I2), ({ts, t5, t7},Z3) } and payment vector p = {2, 3,6}.

Now, at the given price vector p, what are the additional tasks you want? The answer by Z; IoT device
is: F1 = {t3,t4,t6}. So, S1 = {t1,t2,t3,t4,t6}. Following line 19 of Algorithm 4, the prices of tasks t3,
t4, and ts is increased by 1 and it became 4, 2, and 2 respectively. Further, in the next iteration the IoT
device 7, is asked about the additional task(s). Z, requested for additional task t7. So, v2(S2) = 4, where
Sy = {ta, ts, t7,ts}. As Fo = {tr}, so the price of task t; will be increased by 1 and it became 3. In the
next iteration of for loop, IoT device 73 is asked about the additional task(s) and reported ¢3 and ¢7. So,
F3 = {t3,t7}. Hence, S3 = {t3,t5,t7}. As F3 = {t3,t7}, so the prices of tasks t3 and t7 will be increased
by 1 and it became 5 and 4 respectively. After the third iteration of the while loop, the allocation vector
is A= {({t1,t2}, 1), ({ta, ts, ts}, I2), ({t3, 5,17}, Z3) } and payment vector p = {2, 5,10}.

Similarly, in the next iteration of while loop F1 = {t3,t7,ts}, Fo = {ts}, and F3 = {t7}. After this
iteration, the allocation and price vectors are A = {({t1,t2,t3},Z1), ({ts. e, s}, Z2), ({t5,t7},Z3)} and
payment vector p = {8,7,6}. In next iteration F;, 3, and F3 are ¢. So, the final allocation vector is
A={({t1,t2,t3},71), ({ta, ts, ts}, Z2), ({t5, t7}, Z3) } and final payment vector is p = {8, 7, 6}. The utility
of 71, I, and Z3 is u1 (S1, p) =8 — 6 = 2, ua(S2, p) = 7 — 4 = 3, and u3(Ss3, p) = 6 — 3 = 3 respectively.

5 MECHANISM ANALYSIS

In this section, the analysis of the proposed mechanisms for the two tiers is discussed independently one
by one. Firstly, in subsection 5.1 the analysis of TENM is carried out. Next, the analysis of the proposed
mechanisms for the second tier i.e. ECTAI and WiPD are discussed in subsection 5.2.

5.1 Analysis of First Tier

In this subsection, the analysis of the first tier is depicted. In Lemma 1 it is proved that TENM runs in
polynomial time. The correctness of TENM has been discussed in Lemma 2. It shows that on termina-
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tion, TENM gives the desired output. Using Proposition 1, Corollary 1 proves that IoT devices cannot
improve their utility by misreporting their private information. In other words, it shows that TENM is
truthful or incentive compatible. Further, in Lemma 3 it is shown that TENM is individually rational. In
other words, it is proved that, if any i*" IoT device is participating in the process of notifying the socially
connected IoT devices, then the notifying IoT devices will have non-negative utility. By taking the help
of Proposition 3 in Corollary 2 it is shown that TENM is budget feasible.

In Theorem 1 we are proving that the number of IoT devices that got notified about the task execu-
tion process by any " IoT device in expectation is given as E[X;] = |Z;| - p. Here, X; is an indicator
random variable that captures the number of IoT devices that got notified about the task execution pro-
cess by any i'" IoT device, | Z;| is the number of IoT devices that are socially connected to i*" IoT device
and p is the probability with which the i IoT device will notify to any of its peers. This theorem will
give us an estimate that the number of IoT devices notified by i’ IoT device. Further, it is estimated
in Theorem 2 that the probability that any " IoT device notifies about the task execution process to at

least one IoT device out of |Z;] is given as 1 — <m> This theorem helps us to show with

what probability any it" ToT device will be notifying at least one IoT device among the available ones.
In a given social graph, the probability that at least \/| Z;| - In | Z;| IoT devices got notified by any i** IoT

exrp |Z:]'In | 2]

[Z;['In|2;] "
|Z;]In |Zi>

any i'" ToT device will be notified to at least \/| Z;| - In | Z;| IoT devices.

device is given as This theorem helps us to show that with what probability

Lemma 1. TENM is computationally efficient.

Proof. The running time of TENM is the sum of the running time of Algorithm 1 and Algorithm 2. So,
let us determine the running time of each of the algorithms one by one.
Lines 1-3 in Algorithm 1 will execute for n times and is bounded above by O(n). Line 4 will take

O(1). Line 5 is determining the IoT device with maximum <hzc’;'5> and holding it in 4. It will take O(n)

time. In the worst case, lines 6-10 may execute for n times (i.e. number of IoT devices). For each iteration
of while loop, lines 7 and 8 will take constant time. Line 9 will take O(n). So while loop is bounded above
by O(n?). Line 11 will take O(1). So, the running time of Algorithm 1is O(n) + O(1) + O(n?) = O(n?).
Line 1 of Algorithm 2 takes O(1) time. Lines 2-19 may run for n times in the worst case. For each
iteration of lines 2-19, lines 3 and 4 of Algorithm 2 will take O(n) time. Lines 5-9 will take O(n?) as
discussed in Algorithm 1. Lines 10-16 will iterate for n-1 times in the worst case. For each iteration of for
loop in lines 10-16, lines 11-14 will take constant time i.e. O(1). Line 15 is bounded above by O(n). So,
lines 10-16 are bounded above by O(n?). Line 17 will take O(n). Line 18 is bounded above by O(1). So,
each iteration of for loop in lines 2-19 is bounded above by O(1) + O(n) + O(n?) + O(n?) + O(n) = O(n?).
For n iterations it will be O(n?). So, overall running time of Algorithm 2 is O(1) +O(n3) + O(1) = O(n?).
Combining the running time of Algorithm 1 and Algorithm 2 i.e. O(n?) + O(n?) = O(n3). TENM
takes O(n?) time and hence is computationally efficient. O

Lemma 2. TENM works correctly.

Proof. The proof of correctness of TENM is done using loop invariant technique [CLRS09]. To show that
TENM is correct, it is to be shown that all the subroutines associated with TENM are correct. Let us
prove that each of the subroutines of TENM is correct.

Proof of Correctness of Algorithm 1: To prove that Algorithm 1 is correct, the following loop invari-
ant is considered:
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Loop invariant: In each iteration of while loop of lines 6-10, an IoT device is added into the output
array S as a notifier.

¢ Initialization: We can start by showing that loop invariant hold before the first iteration of while
loop i.e. when & = ¢. The output set S has no IoT devices acting as notifiers before the first
iteration. So, the loop invariant holds.

* Maintenance: For the loop invariant to be true, it is to be shown that before any " iteration of

while loop and after [!" iteration of the while loop the loop invariant holds. Before ['" iteration, i.e.
till (I — 1) iteration there will be (I — 1) IoT devices in a set S. After I'" iteration, the number of

!
IoT devices willbe )~ 1 =1in S. So, the loop invariant holds.
i=1

¢ Termination: From the construction of Algorithm 1, it is clear that the while loop will terminate
only when the condition in line 6 is not satisfied. It means that once while loop terminates &
contains the IoT devices that will act as initial notifiers.

As Algorithm 1 returns the desired output, so it is correct.

Proof of Correctness of Algorithm 2: To prove that Algorithm 2 is correct, the following loop invari-
ant is considered:

Loop invariant: In each iteration of for loop of lines 2-19, a price of a single IoT device from among
the IoT device in S is determined and is added in p.

¢ Initialization: We can start by showing that the loop invariant holds before the first iteration of for
loop when p = ¢. The output set p has no price value for notifiers before the first iteration. So, the
loop invariant holds.

* Maintenance: For the loop invariant to be true, it is to be shown that before any [th jteration of

the for loop and after ['" iteration of the for loop the loop invariant holds. Here, I < |S|. Before [*"
iteration, i.e. till (I — 1) iteration there will be (I — 1) prices in a set p. After [!" iteration, the price
vector p will contain the prices of [ IoT devices. So, the loop invariant holds.

¢ Termination: From the construction of Algorithm 2, it is clear that the for loop will terminate only
when the payment of all the IoT devices that acted as the initial notifiers is processed.

As, Algorithm 2 returns the desired output, it is correct.

As Algorithm 1 and Algorithm 2 are correct, so as the TENM. ]
Proposition 1. The mechanism discussed in [Sin12b, Sin10, Sinl2a] is truthful.
Corollary 1. TENM is IC.

Proof. From the construction of TENM, it can be seen that TENM consists of notifiers allocation mechanism
and notifiers pricing mechanism. The notifiers allocation mechanism determines the set of IoT devices that
can act as the initial notifiers in the social graph. The notifiers pricing mechanism is used to determine
the payment of the IoT devices that are acting as the initial notifiers. The notifiers allocation mechanism
and notifiers pricing mechanism of TENM are based on the allocation rule and payment characterization
discussed in [Sin12b] respectively. So, following Proposition 1 it can be inferred that TENM is IC. O

Proposition 2. The mechanism discussed in [Sin12b, Sin10, Sinl2a] is individually rational.
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Lemma 3. TENM is individually rational.

Proof. Fix an IoT device Z;. To prove that TENM is individually rational, we have to show that ¢; <
min{V;;, p;i}= p; for certain i < k + 1, where k is the last index of the last IoT device that respects the
stopping condition in line 5 of Algorithm 2. Since the coverage model is utilized, it must be the case that
hjk—1r,_, = hjrr, forall Z; € T\ {Z;}. Let us consider running lines 5-9 of Algorithm 2 over the set

of IoT devices Z \ {Z;} and say, IoT device Z; appears at some [!" position in the ordering from here. It
can be observed that the set of IoT devices appeared before IoT device Z; in the ordering when set S is
considered will be similar to the set of IoT devices appearing before IoT device Z; that replaced Z; in the
ordering, when 7 \ {Z;} is the available set of IoT devices i.e.,

Sic1=Tj—1 Vj<i (4)
In such case, we can write
hI’L'S’L’—l = hlZ‘j‘T]‘_l (5)
As an IoT device, Z; is appearing in the winning set, so it must have satisfied the stopping condition:
2 (07 i)
<5l mre (6)
2\ (M(S) + hg,s)
hI' |S >
§B<l )
(h(S) + hzys)
Substituting the values of S;—1 and hz,s, , from equation 4 and 5 respectively to equation 7, we get
hz,s )
G<B(—=Z5 ) v, ®)
<(h(5) + hz,s) !

Next, it is observed that in the sorted ordering over the set of IoT devices Z, IoT device Z; appears ahead
of IoT devices Z;, and therefore its relative marginal notification is greater. Thus, we can write

hI’i‘Sifl > th |Si—1

T ©)
Ci Cj
hz,s,
¢ <¢j- ZTilSiz1 (10)
hz;s.
Using equations 4 and 5, equation 10 can be written as:
hz,s,
¢ < cj - St (11)
hzjis:
Hence, TENM is individually rational. O

Proposition 3. The payment characterization (i.e. each winning IoT device as notifier will be paid how much) is
discussed in [Sin10, Sinl12a] is budget feasible.

Corollary 2. The total payment made to the notifiers using the notifiers pricing mechanism of TENM is within
the available budget.

Proof. The notifiers pricing mechanism is utilized to determine the payment of the winning IoT devices
(that are acting as the initial notifiers). The payment characterization of the notifiers pricing mechanism
is based on the payment characterization of [Sin10, Sin12a]. By Proposition 3, we can infer that TENM
is budget feasible.

t
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Theorem 1. In the given social graph G(N'T, RT), the expected number of IoT devices notified by any i*" IoT
device for the task execution process is given as E[X;] = |Z;| - p. Here, X; is the indicator random variable that
keeps track of a number of IoT devices that got notified by any i*" 10T device, Z; is the set of IoT devices that
are socially connected to i" IoT device and p is the probability with which the i*" 10T device will notify to its
connections.

Proof. In this theorem, we wish to determine that in expectations how many IoT devices will get notified by
any i'" [oT device? The sample space for the event is represented as U and is given as :

U= {ith 10T device notify to jth IoT device, ith IoT device do not notify to jth 10T device}
Y Y

The probability that Y takes place is p and the probability that Y does not takes place is (1 — p). Let X;
be the random variable whose value will be equal to the number of IoT devices notified by any i IoT
device. We let X7 be the indicator random variable associated with the event in which the ;' IoT device
is notified by " ToT device. Thus, X7 = Z{Y'}

X9 1, if Y happen.
~ 10, otherwise

As it is known that the expected value of the indicator random variable capturing the event is equal to
the probability of that event [CLRS09]. So, we have

EX{] = pr{Y} (12)
The indicator random variable that we are interested in is given as:

|2

Xi=)Y X/
j=1

Taking expectations from both sides, we get

|25

2

E[X;]=E

By linearity of expectation, we have
12

B[Xi] =} BIX]] (13)

Substituting the value of equation 12 to equation 13, we have

|2

ElX] =Y pr{Y}
j=1

|2

:Zp
j=1

Hence proved. O
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Observation 1. If p value is considered as %, then E[X;] will be |Z2—‘ It means that in expectation half of the
socially connected IoT devices with i*" IoT device will be notified by the i*" IoT device. If we consider p value as §
then @ IoT devices got notified about the task execution process by it" 10T device. It means that the higher the p
value higher will be E[X;] value.

Theorem 2. In TENM, the probability that any i*" 10T device notifies about the task execution process to at least

one IoT device is bounded above by 1 — (lzzll[lnlzﬂ)) Mathematically,

erp

1
pr(Xi>1) <1- <exp(’zi| : “n’ZzH))

Proof. In this theorem, we are interested in determining what is the probability that any i'" IoT device will
notify at least one of the IoT devices in its social connection? For this purpose, the proof and results presented
in Theorem 1 will be utilized. Notifying j** IoT device by any i*" IoT device is independent of notifying
the other IoT devices in Z;. The probability that the i*" IoT device has not notified any of the [oT devices
in Z; is:

pr(X; <1)=(1—-p) x (1 —p) x...|Z;| times

= (1-p)® (14)
Utilizing the standard inequality 1+|Z;| < exp (|Z;]), equation 14 can be written as:

pr(Xi <1) <exp(=|Zi -p)

1
" (Zi9) "

Given equation 15 the probability that any i*" IoT device will notify at least one IoT device is given as:

1
iz <1 () (19

Now if we take p = [In|Z;|] then equation 16 will be

1
pr(X; >1)<1- (exp (1Zi]- [ln|ZZ|-|)>

Hence proved. O

Corollary 3. If the value of | Z;| for any i*" 10T device is taken as say 5, then

pr(X;>1)<1- <e:cp(51mn51)>

1
3125

=0.99

From the above calculation, it can be inferred that the probability that one of the IoT devices will be notified among
|Z;| = 5 is very high.
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Proposition 4 (Chernoff Bounds [Roulé6a]). Let X;, Xs,..., X, be random variables that have the common
range [0, 1] and X =" | X;. Given the above set-up, for every r > 0, we have

exp ((1+ k)E[X])
PT{X > (1+ K,)E[X]} < ( (Lt m) @B (17)
Proof. As the proof is standard, it is omitted from this paper. O

Lemma 4. Given a social connection GIN'T, R™), the probability that the number of IoT devices that are notified
by any i*" 10T device is greater than /| Z;| - In | Z;| is given as:

exp <\/|Zi| -ln|Zi|>
|Z:|'In|Z,]
(vIZT i)

where, | Z;| is the set of 0T devices that are socially connected to i‘" IoT device.

P’I“{Xi >/ |Zz‘ 1n|ZZ|} <

Proof. In order to prove the result of Lemma 4, the Chernoff bounds [Roul6a] (Proposition 4) is utilized.
Letus say k = /|2;| - In|Z;| — 1, and E[X;] = 1. Here |Z;| > 2. Substituting the value of k and E[X;]
in equation 17, we get

Pr{XZ- > <1 +V|Zi| - n|2;| - 1) -1} = Pr{Xi > \/E.ln\zi|} < (fffi;;ﬁﬂﬁ}]))

exp <<1 + V|2 -In|Z;| — 1> : 1)
<1+ |Zi-ani|—1>~1
<1 =+ £/ ’Zz‘ ln\Zz] — 1>
exp <\/|Zi| . ln|Zi)
|Z:|'In |2,
(\/’Zi ln\Zz|>

Hence proved. O

Observation 2. Ifwe have \/| Z;|-In | Z;| = 3 then the probability that any i 10T device is notifying to at least
3 1oT devices in its social connection is bounded above by is given as:

cop (VIET 12
|Z;]1n | Z;]
(\/|zi| n |zz-|)

Pr{X; >3} <

= 0.7438

Here, it can be seen that with probability atmost 0.7438 the i*" IoT device will notify about the task execution
process to at least 3 IoT devices in its social connection.
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5.2 Analysis of Second Tier

In this, the analysis of the second tier is depicted. In Lemma 5, it is proved that ECTAI and WiPD
run in polynomial time. The correctness of ECTAI and WiPD are discussed in Lemma 6 and Lemma 7
respectively. It is shown that on termination, ECTAI and WiPD give the correct output. In Lemma 8
it is shown any 7" IoT device cannot gain by misreporting its peak value i.e. ECTAI is truthful. By
misreporting the private valuation for the set of tasks, the IoT devices cannot gain i.e. WiPD is truthful
is shown in Lemma 9. Further in Lemma 10, it is proved that WiPD is individually rational, i.e. the
participating IoT devices have non-negative utility.

Lemma 5. ECTAI and WiPD are computationally efficient.

Proof. The running time of ECTAI and WiPD is the running time of Algorithm 3 and Algorithm 4 re-
spectively. So, let us determine the running time of each of the algorithms one by one.

In line 1 of Algorithm 3, the initialization is done and will take O(1) time. For each iteration of while
loop in lines 2-18, line 3 will take O(n) time. Line 4 is bounded above by O(n). Lines 5-8 are bounded
above by O(g). Line 9 sorts the peak values of the IoT devices and takes O(glg g), where g is the number
of IoT devices present in R. Lines 10-14 will take O(1) time. Line 15 will take O(f) time. Line 16 will
take constant time. For removing 7 IoT devices from 7', it will take O(n) time. So, the time taken by lines
2-18 for each iteration of while loop is given as O(n) + O(g) + O(glgg) + O(f) + O(1) + O(n) = O(glgg),
if g is a function of n then it can be written as O(nlgn). As the while loop will iterate for n times, so lines
2-18 are bounded above by O(n?1gn). So, the running time of Algorithm 3is O(1) +O(n?1gn) +O(1) =
O(n?lgn).

In algorithm 4, line 1 will take constant time. Lines 2-4 will iterate for m times and are bounded
above by O(m). Lines 5-7 will iterate for w times and are bounded above by O(w), where w is the num-
ber of quality IoT devices in set O. Let us say the while loop in lines 8-25 iterates for A times. For each
iteration of while loop, the for loop in lines 9-24 will iterate for w times. Line 10 is bounded above by
w. Lines 11-17 will take O(1) time. Lines 18 and 19 are bounded above by O(n?). Lines 20-22 will take
constant time. So, lines 9-24 are bounded above by O(m) + O(w) + O(n?) = O(n?) for each iteration of
while loop. So, while loop in lines 8-25 takes O(zn?). If z is a fraction of n then it is rewritten as O(n?).
The time taken by Algorithm 4 is O(1) + O(m) + O(n) + O(n3) + O(1) = O(n?).

From above it can be seen that Algorithm 3 and Algorithm 4 are bounded above by O(n?1gn) and
O(n?). Hence, ECTAI and WiPD are computationally efficient. O

Lemma 6. ECTAI works correctly.

Proof. The proof of correctness of ECTAI is done using loop invariant technique [CLRS09].

Proof of Correctness of Algorithm 3: To prove that Algorithm 3 is correct, the following loop invari-
ant is considered:

Loop invariant: In each iteration of while loop of lines 2-18, a set of quality IoT devices is determined
and is added in O.

¢ Initialization: We can start by showing that loop invariant hold before the first iteration of while
loop when O = ¢. The output set O has no quality IoT devices before the first iteration. So, the
loop invariant holds.

* Maintenance: For the loop invariant to be true, it is to be shown that before any /'" iteration of the
while loop and after [*" iteration of the while loop the loop invariant holds. Before ['" iteration, i.e.
till (I — 1)*" iteration there will be (I — 1) quality IoT devices in a set O. After [!" iteration, the set
O will contain [ IoT devices. So, the loop invariant holds.
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¢ Termination: From the construction of Algorithm 3, it is clear that the while loop will terminate
only when all the IoT devices are processed for determining the set of quality IoT devices.

Hence, Algorithm 3 is correct, as the ECTAL O
Lemma 7. WiPD works correctly.

Proof. The proof of correctness of WiPD is done using loop invariant technique [CLRS09].

Proof of Correctness of Algorithm 4: To prove that Algorithm 4 is correct, the following loop invari-
ant is considered:

Loop invariant: In each iteration of while loop of lines 7-24, a set of IoT devices as winners for each
of the tasks are determined and the winner’s payment is decided.

¢ Initialization: We can start by showing that loop invariant hold before the first iteration of while
loop, the sets A = ¢ and p = ¢. The output sets A = ¢ and p = ¢ have no IoT devices as winners
and no payment. So, the loop invariant holds.

* Maintenance: For the loop invariant to be true, it is to be shown that before any " iteration of the
while loop and after [!" iteration of the while loop the loop invariant holds. Before (" iteration, say,
some k set of tasks of k IoT devices are held in A and p holds the payment of k IoT devices. After
[th jteration, the set A may contain some k + z IoT devices, and the set p contains the payment of
k + z IoT devices. So, the loop invariant holds.

¢ Termination: From the construction of Algorithm 4, it is clear that the while loop will terminate
only when the requested set of additional tasks by all the IoT devices are ¢.

Hence, Algorithm 4 is correct, so as the WiPD

Proposition 5. The median voting rule [Roul6c]| is truthful.
Lemma 8. ECTAI is truthful.

Proof. To prove that ECTAI is truthful, it is sufficient to prove that the participating IoT devices are not
gaining by misreporting their privately held peak value. Consider any i‘" IoT device. Let us say that the
reported peak value of i 10T device lies to the left of the median R on the scale of [0, 1]. R is obtained
between 0 and 1 on the scale of [0, 1] when all the participating IoT devices are reporting truthfully. Any
it" ToT device can misreport its peak value in two different ways (considered as two cases in the proof):
(1) by reporting a lower peak value from its true peak value, and (2) by reporting a higher peak value
from its true peak value. Let us consider the two cases one by one.

* Case 1 (a} < a;): In this case, it is considered that any i** IoT device reports a lower peak value
from its true peak value. In the case when true peak value was reported, the utility of i** IoT device
is given as u; = |o; — R|. The pictorial representation of the true peak value scenario is depicted in
Figure 12a. Now, when i'" IoT device lower its peak value i.e. o, < «;, in such case the resultant
peak value will be the same as the resultant peak value when the peak value of it IoT device is
reported truthfully i.e. R’ = R. If that is the case, then the utility of i*" IoT device will be same as
the utility of 7™ IoT device when reported truthfully i.e. v} = |a; — R'| = u;.
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Figure 12: Case 1: i*" IoT device reports lower peak value from the true peak value

Case 2 (o} > a;): In this case, it is considered that any ‘" 10T device reports a higher peak value
from its true peak value. In the case when true peak value was reported, the utility of ith ToT device
is given as u; = |a; — R|. The pictorial representation of the true peak value scenario is depicted
in Figure 12a. Now, when " IoT device increases its peak value i.e. o, > a; again the two cases
can occur. In the first case, it may happen that the i’ IoT device increases its peak value and the
increased peak value still lies on to the left of the resultant peak value obtained when reported
truthfully as depicted in Figure 13a. In such case, the resultant peak value will be the same as the
resultant peak value when the true peak value was reported by i IoT device i.e. R’ = R. If that is
the case, then the utility of i*" IoT device will be same as the utility of i" IoT device when reported
truthfully i.e. v, = |o; — R'| = u;. Another case could be that, when " IoT device reported an
increased peak value i.e. o > «; and it crosses the resultant peak value obtained when all the
IoT devices were reporting truthfully as depicted in Figure 13b. In such case the resultant peak
value will be shifted to the right of the current resultant peak value as shown in Figure 13b and the
utility of it" ToT device will be v, = |o; — R’| > u;. It means that the resultant peak value moved
away from the true peak value. Hence, it’s a loss. So, with the increase in peak value, the utility of
it" ToT device is remaining the same or is becoming worse.

R R R

- T
u; = la; — R'[ = w1 : :u§;=|a¢—7%’|>u¢
Ol | e e | () e i -0— |
> —i—e
Qi Qi a;

(b) i*" IoT device misreporting peak value (o} > ;)

Figure 13: Case 2: i*" 10T device reports higher peak value from the true peak value

From the above-discussed two cases, it can be seen that the participating IoT devices are not gaining by
misreporting their peak value. Hence, ECTAI is truthful. O

Lemma 9. WiPD is truthful.

Proof. Fix an IoT device Z;. To prove that WiPD is truthful, the two cases are considered: (1) Underbid,
and (2) Overbid. In the first case, the i*" IoT device decreases its bid value for a set of tasks S such that
(S) < v;(S). In overbid case, the i*" TIoT device increases its bid value for a set of tasks S such that
vi(8) > v;(8S). Let us illustrate the two cases.

* Underbid: Let us suppose that i*" IoT device misreported his valuation for set of tasks say S such
that v}(S) < v;(S). In such case two things can happen: (1) it may happen to be the last iteration
and for any " IoT device F; = ¢. It means that none of the IoT devices wants to have an additional
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task. In this the i'" IoT device is allocated its requested tasks at the price > p/(j) and hence the
=
utility is > pl(j) — vi(S) < 3 pi(4) — vi(S) = ui(S, p). (2) Another case could be that due to the
jes jes
lowering of bid value, the it" ToT device has not received any tasks and hence the loser. In that
case, the utility will be 0.

* Overbid: Let us suppose that i’ [oT device misreported his valuation for S set of tasks such that
vi(S) > v;i(S). In this case, the two scenarios can occur: (1) if the current iteration is the last
iteration, and after that mechanism terminates. In this case, the i" IoT device is the winner and its

utility will be (S, p) = > pi(j) — vi(S) = wi(S, p). (2) Another case could be with the increase
jES

in bid values the IoT device fetched some additional sets of tasks but its tasks got fetched by other
IoT devices so its utility will be 0.

From the above discussion, it can be inferred that IoT devices cannot gain by misreporting their private
value. Hence, WiPD is truthful. O

Lemma 10. WiPD is individually rational.

Proof. To prove this lemma, it is sufficient to show that each of the IoT devices will have a non-negative
utility. From the construction of WiPD, say, in some (k — 1) iteration the utility of i'" IoT device is
non-negative at price vector p and is given as > p;(j) —v;(F;US;) > 0. In k" iteration a price vector is
JES;
p' as for some of the tasks, prices go up by ¢ from the prices in (k — 1) iteration. After that, the question
is raised to i*" 10T device that: given a set of tasks you already have at the given price p that is yielding non-
negative utility, what set of tasks in addition, would you want to bid on? From the construction of WiPD, if by
adding some additional set of tasks say F; # ¢ to S; the condition < >opih)+ > Pl )) —v;(FUS;) >
JES; JEF;
0 holds then F; will be added to the requested set of tasks by Z;, otherwise F; will not be considered. In
this case, i" IoT device will have non-negative utility. On the other hand, if at current price vector p/, the
additional requested set of tasks by Z; is F; = ¢, then its utility will be same as in (k — 1)*" iteration i.e.
non-negative. As the utility of any i*" IoT device is non-negative, it will be true for all the IoT devices.
From the definition of individual rationality (see Definition 7) WiPD is individually rational. O

6 Conclusion and Future Works

In this paper, one of the crowdsourcing scenarios is studied as a two-tiered process in strategic setting.
In the first tier of the proposed framework, the social connections of the IoT devices are utilized in order
to make other IoT devices aware of the task execution event. For this purpose a truthful mechanism
namely TENM is proposed for identifying the initial notifiers such that the total payment made to the
initial notifiers for their services is within the available budget. Once a substantial number of IoT de-
vices got notified about the task execution process, in the second tier, the truthful mechanisms namely
ECTAI and WiPD are proposed that assign a subset of tasks to each of the quality IoT devices. For the
second tier of the proposed model, we assumed that the valuation function is gross substitute. Through
theoretical analysis, it is shown that the proposed mechanisms are correct, computationally efficient, truth-
ful, individually rational. Further, through probabilistic analysis, the estimate is done on the number of
task executors that get notified about the task execution process.

In the future it will be interesting to see if the above-discussed set-up can be extended to the IoT
devices with general valuations (not GS). It poses the challenge of designing a truthful mechanism (right
now the truthful mechanism is guaranteed only when the IoT devices have GS valuations). Another
direction could be said in addition to the above set-up each of the tasks has a start time and finish time
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associated with them. In such cases designing a time-bound truthful mechanism will be a challeng-
ing task. In our upcoming work, the focus will be on designing a truthful mechanism for the above-
mentioned scenario that also takes care of the quality of the IoT devices and the completion of tasks
within the given start and finish times.
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