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We propose a quantum key distribution (QKD) protocol that is carried out in an indefinite causal
order (ICO). In QKD, one considers a setup in which two parties, Alice and Bob, share a key with
one another in such a way that they can detect whether an eavesdropper, Eve, has learnt anything
about the key. To our knowledge, in all QKD protocols proposed until now, Eve is detected by
publicly comparing a subset of Alice and Bob’s key and checking for errors. With the use of ICO,
we show that it is possible, to detect Eve without publicly comparing any information about the
key. Indeed, we prove that both correlated and uncorrelated eavesdroppers cannot extract any useful
information about the shared key without inducing a nonzero probability of being detected. We
discuss the practicality and implementability of such a protocol and propose an experimental setup
to simulate some of the results derived.

I. INTRODUCTION

In our everyday, classical world, we are used to events
occurring in a well defined order: A happens before B or
vice versa. Remarkably, it appears that, in the quantum
world, events can happen in a superposition of orders [1–
3]. This phenomenon has been termed indefinite causal
order (ICO) and, aside from the foundational interest in
this topic, a number of applications have been proposed
that show an advantage when compared to their definite
causal counterparts [1, 4–7]. Here, we propose another
such application, this time in the well established field of
quantum key distribution (QKD).

QKD is concerned with the scenario in which two par-
ties, conventionally named Alice and Bob, would like to
share a private key (a string of 0s and 1s) in such a
way that they are confident an eavesdropping third party,
called Eve, has not been listening in. There have been
a number of protocols proposed [8–13], the first of which
being proposed by Charles Bennett and Giles Brassard
in 1984 (BB84) [8]. The security of these protocols comes
from the fact that Eve can be detected. This is possible
because, when Eve is present, due to the quantum phe-
nomenon of measurement disturbance, a non-zero prob-
ability of error in Bob’s key, with respect to Alice’s, is
induced. So, if one could somehow detect these errors
induced by Eve, it could be concluded that an eaves-
dropper had been listening in. The way that these er-
rors are normally detected is by having Alice and Bob
publicly compare a subset of their respective keys. Now
public information, this subset is subsequently discarded
regardless of whether they conclude Eve is there or not.

To our knowledge, this public comparison is a feature
of all QKD protocols so far proposed. In this work, we
show that using ICO, it is possible to determine whether
eavesdroppers are there or not without having to pub-
licly compare, and subsequently discard, a subset of the
distributed key. Aside from highlighting a new feature
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in QKD, this work also acts to begin the investigation
of largely or totally unexplored connections in quantum
information science: ICO with sequential measurements
and QKD. In Sec. II A, we describe how a key can be dis-
tributed between Alice and Bob in an indefinite causal
order when no eavesdropper is present. In Sec. II B we
introduce a single eavesdropper to gain some intuition
of their effects. One eavesdropper being insufficient to
prove the security of this protocol, in Sec. II C, a second
and final eavesdropper is introduced in order to achieve
this proof of security. Finally, in Sec. III, the findings
are summarised along with a discussion of the imple-
mentability and practicality of this protocol, including a
reference to Appendix C detailing a possible experimen-
tal setup for simulating the results of this paper. The
reader is assumed to be familiar with qubits, quantum
measurement, Pauli operators and their eigenstates, the
BB84 protocol, quantum channels and Kraus operators
[14, 15].

II. QUANTUM KEY DISTRIBUTION IN AN
INDEFINITE CAUSAL ORDER

Suppose two parties, Alice and Bob, would like to share
a private key to use for some cryptographic task. As men-
tioned before, this is often done, as in BB84, by having
Alice prepare qubits in states that correspond to the 0s
and 1s of the private key and sending them to Bob to be
measured. Indeed, in BB84, Alice and Bob respectively
prepare and measure, independently and randomly, in
one of two non-orthogonal bases. In this paper, we will
use the Pauli x and z-bases: {|0〉, |1〉} and {|+〉, |−〉} re-

spectively, where |±〉 := (|0〉 ± |1〉)/
√

2. If Alice (Bob)
prepared (measured) the qubit to be in the state |0〉 or
|+〉, she (he) will have a corresponding key bit of 0. Like-
wise, if |1〉, |−〉 the corresponding key bit will be 1. Once
Bob has measured the qubit Alice sent him, the two par-
ties publicly discuss which bases they chose. If they chose
different bases, there is only a 50% chance of them agree-
ing on the key bit value, so they discard the correspond-
ing key bit. If, however, they chose the same basis, when
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no eavesdroppers are present, Bob’s measurement result
is guaranteed to correspond to the state that Alice pre-
pared the qubit in, assuming noiseless and lossless trans-
mission, as we will do throughout. Therefore, Alice and
Bob can use the corresponding ordered set of key bit val-
ues as their shared key.

To make this protocol secure, notice that when an
eavesdropper, Eve, intercepts the transmission from Alice
to Bob and tries to learn the key bit value being shared,
she disturbs the quantum state being sent with non-zero
probability. This means that, even if Alice and Bob agree
on the basis chosen, there is a non-zero probability that
they disagree on the state of the qubit, meaning that
there is a chance of an error in Bob’s key with respect
to Alice’s. To detect these errors, Alice and Bob take
a subset of their final keys and compare them publicly.
Since it has to be done publicly, this subset must subse-
quently be discarded, regardless of whether errors, and
therefore Eve, were detected or not. Let us now see how
this protocol can be adapted to an indefinite causal or-
dered setting.

A. Indefinite causal key distribution with no
eavesdroppers

In BB84, Alice would prepare the qubits to be sent to
Bob in a certain state. When considering an indefinite
causal ordered scheme, Alice is simultaneously sending
and receiving the qubit from Bob, so having one party
prepare the state makes no sense. To avoid this, both Al-
ice and Bob measure the qubit being used, which, because
of how states are updated following projective measure-
ments, allows them to both be the preparer and measurer
of the shared qubit. This method has similarities to how
the key is generated in protocols like E91 [9]. Taking this
approach, the key would be made up of the results of a
projective measurement on some qubit ρ, but only when
Alice and Bob agree they had performed the same projec-
tive measurement. This is because, once one party per-
forms this measurement, ρ collapses to the measurement
operator corresponding to the measurement outcome ob-
tained. Due to the projective nature of the measurement,
a subsequent measurement performed by the other party
in the same basis necessarily results in the same measure-
ment outcome (assuming noiseless and lossless channels).

Thinking of the key generation in this way, we can
consider a scheme in which a key is distributed in an
indefinite causal order. Here, we send a state ρ to two
parties, Alice and Bob, in a superposition of two orders:
Alice before Bob and Bob before Alice. As shown in
FIG. 1, this superposition is controlled by the qubit ω:
if ω = |0〉〈0|, ρ travels around the loop in one direction,
if ω = |1〉〈1|, ρ travels around the loop in the opposite
direction, and if ω = |ϕ〉〈ϕ| is in some superposition of
|0〉 and |1〉, ρ travels around the loop in a superposition of
both directions. Alice and Bob then both make a random
choice to measure either in the Pauli z-basis {|0〉, |1〉}

BOB

ALICE

𝜔

𝜌

ALICE’S LAB

FIG. 1. Indefinite causal key distribution with no eavesdrop-
pers. A key is shared between Alice and Bob by sending a
qubit ρ to them in a superposition of orders controlled by the
qubit ω. Alice and Bob perform projective measurements ran-
domly in either the Pauli x or z-basis. After discarding cases
in which Alice and Bob measured in different bases, they are
left with identical keys. Regardless of the superposition of
orderings, ω never changes when there are no eavesdroppers.

or x-basis {|+〉, |−〉}. We can therefore think of Alice
and Bob as acting on the state by putting it through a
quantum channel A, defined by the Kraus operators

A0 =
1√
2
|0〉〈0|,

A1 =
1√
2
|1〉〈1|,

A+ =
1√
2
|+〉〈+|,

A− =
1√
2
|−〉〈−|,

(1)

where the factors of 1/
√

2 arise because we are assum-
ing Alice and Bob are both equally likely to measure in
the x or z-basis. For convenience, define the set contain-
ing the Kraus operator indices by I := {0, 1,+,−}. It
should be made clear that Alice and Bob are not just
putting ρ through some quantum channel, they are in-
deed performing the stated measurements. They could,
for example, store their measurement results in an an-
cillary register R (available only in their respective lab-
oratories) initially in the state |0〉R. The corresponding
Kraus operators that would achieve this would have the
form A′i = |i〉〈i|⊗|i〉R〈0|R/

√
2 for i ∈ I. Having said this,

since these ancillary systems factor out, we can take Ai
to have the form given in Eq. (1).

Following their measurements, Alice and Bob then
publicly discuss the basis they chose for each measure-
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ment and only keep the measurement outcomes in which
they measured ρ in the same basis. Assuming no er-
rors occur between Alice and Bob’s measurements, their
keys, made up of the measurement outcomes they kept,
should be identical. In what follows, similarly to what
we discussed earlier, a measurement outcome of 0 and
+ will correspond to a 0 in the key. Likewise, 1 and −
correspond to a 1 in the key.

Let’s see in more detail out what happens to the state
ρ when it is put through the setup in FIG. 1. Following
[7], the channel that ρ goes through, corresponding to a
superposition of being measured by Alice first then Bob,
and vice versa, is given by

Sω(A,A)(ρ) =
∑
i,j∈I

Sijρ⊗ ωS†ij , (2)

where

Sij = AiAj ⊗ |0〉〈0|+AjAi ⊗ |1〉〈1|. (3)

After some algebra and index relabelling, it can be shown
that Eq. (2) can be rewritten as follows:

Sω(A,A)(ρ) =
1

4

∑
i,j∈I

(
{Ai, Aj}ρ{Ai, Aj}† ⊗ ω

+ [Ai, Aj ]ρ[Ai, Aj ]
† ⊗ σzωσz

)
(4)

where σz is the z Pauli operator.

Now, recall that, after public discussion, Alice and Bob
only keep the cases in which they performed a measure-
ment in the same basis. Therefore, following this discus-
sion, the state becomes

Sω(A,A)(ρ)→ 1

2

∑
S∈B

∑
i,j∈S

(
{Ai, Aj}ρ{Ai, Aj}† ⊗ ω

+ [Ai, Aj ]ρ[Ai, Aj ]
† ⊗ σzωσz

)
(5)

where the prefactor is found by requiring normalisation
and B = {{0, 1}, {+,−}}. Noting the form of Ak given
in Eq. (1), the terms in these sums have the following
properties

{Ai, Aj} =
√

2Aiδij ,

[Ai, Aj ] = 0,
(6)

for all i, j, where δij is the Kronecker delta. This confirms
that Alice and Bob must agree in their measurement out-
comes. Overall, we have that

Sω(A,A)(ρ)→
∑
i∈I

AiρA
†
i ⊗ ω. (7)

So, when there are no eavesdroppers present, the control
qubit ω stays in its original state and this situation is
ultimately no different from that when the causal order
is definite. Let us introduce an eavesdropper to see what
changes.

BOB

ALICE

EVE

𝜔

𝜌

ALICE’S LAB

FIG. 2. Indefinite causal key distribution with a single eaves-
dropper, Eve, between Alice and Bob.

B. Introducing an eavesdropper

Notice that, unlike in BB84, there are two places an
eavesdropper can reside (see FIG. 3). Having said this,
to obtain some intuition as to how eavesdroppers change
things, let us first consider introducing just a single eaves-
dropper, Eve, between Alice and Bob as shown in FIG. 2.
Denote the channel corresponding to Eve’s measurement
by E , defined by the Kraus operators {Ei}. As before,
allowing a qubit ρ to be acted on by Alice, Eve and Bob
in an indefinite causal order controlled by ω, the channel
ρ passes through is given by

Sω(A, E ,A)(ρ) =
∑
i,j,k

Sijkρ⊗ ωS†ijk, (8)

where

Sijk := AiEjAk ⊗ |0〉〈0|+AkEjAi ⊗ |1〉〈1|. (9)

Note that Ej is always in the middle since Eve is in be-
tween Alice and Bob. After some algebra and index re-
labelling, this channel can be rewritten as
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Sω(A, E ,A)(ρ) =
1

4

∑
i,j,k

(
{Ai, Ej , Ak}ρ{Ai, Ej , Ak}† ⊗ ω + [Ai, Ej , Ak]ρ[Ai, Ej , Ak]† ⊗ σzωσz

)
, (10)

where

{Ai, Ej , Ak} := AiEjAk +AkEjAi (11)

and analogously for the commutator brackets.

After discarding the cases in which Alice and Bob mea-
sured ρ in different bases,

Sω(A, E ,A)(ρ)→ 1

2

∑
j

∑
S∈B

∑
i,k∈S

(
{Ai, Ej , Ak}ρ{Ai, Ej , Ak}† ⊗ ω + [Ai, Ej , Ak]ρ[Ai, Ej , Ak]† ⊗ σzωσz

)
, (12)

where the prefactor is once again deduced by requiring
normalisation. From this, we can see that, like before, the
ω terms survive. But more interestingly, notice that the
σzωσz terms can survive too. For example, suppose Alice
and Bob measure in the z-basis and Eve measures in the
x-basis, then it is possible for Alice to obtain an outcome
of 0, and Bob an outcome of 1. This combination allows
for [A0, E±, A1] 6= 0.

We may therefore hypothesise that if Eve attempts to
extract information about the state when in between Al-
ice and Bob, she induces a nonzero σzωσz term. So,
if we were to let ω = |+〉〈+| (and therefore σzωσz =
|−〉〈−|), if someone were to perform the measurement
{|+〉〈+|, |−〉〈−|} on the control qubit ω, and obtain an
outcome of −, they could conclude that there was an
eavesdropper in between Alice and Bob. To reiterate,
this differs from other QKD protocols in that no subset
of the distributed key need be publicly compared and
then discarded to determine the presence of Eve.

C. Introducing another eavesdropper

Let us now see what happens when two eavesdroppers
are introduced. There being more than one eavesdropper
allows for both correlated and uncorrelated strategies.
Although the results derived for correlated attacks in-
clude uncorrelated ones as a special case, different math-
ematical tools to those used so far are required. We there-
fore consider the cases separately, with the bulk of the
correlated case being presented in Appendix B.

1. Uncorrelated eavesdroppers

Let us begin with the uncorrelated eavesdropping sce-
nario. For simplicity, here we assume that Alice and Bob
would like their shared key to contain, on average, equal
numbers of 0s and 1s. Therefore, we can make a nat-
ural choice of ρ to be the maximally mixed state 1/2,

BOB

ALICE

EVEYVES

𝜔

𝜌

ALICE’S LAB

FIG. 3. Indefinite causal quantum key distribution with un-
correlated eavesdroppers Eve and Yves.

which simplifies some of our results. Having said this,
we keep ρ explicit for as long as we can for clarity. Now,
if Alice is in the lab in which the state ρ is created and
entangled with ω (thereby inducing the indefinite causal
order), there are two places eavesdroppers, who we call
Eve and Yves, can be located. This setup is shown in
FIG. 3.

Suppose Alice and Bob’s actions on ρ are once again
described by the channel A defined by the Kraus op-
erators given in Eq. (1), and let Eve and Yves’ actions
be given by the channels E ,Y with Kraus operators
{Ei}, {Yj} respectively. Then the total channel, depicted
in FIG. 3, can be defined using the Kraus operators

Sijkl = YiAjEkAl ⊗ |0〉〈0|+AlEkAjYi ⊗ |1〉〈1|, (13)



5

such that the state ρ⊗ ω evolves as follows:

ρ⊗ ω → Sω(Y,A, E ,A)(ρ) =
∑
i,j,k,l

Sijklρ⊗ ωS†ijkl. (14)

Defining

{A,B,C,D} := ABCD +DCBA,

[A,B,C,D] := ABCD −DCBA,
(15)

notice that Sijkl can be rewritten as

Sijkl =
1

2
{Yi, Aj , Ek, Al} ⊗ 1 +

1

2
[Yi, Aj , Ek, Al]⊗ σz.

(16)
Like before, after performing their measurements, Alice
and Bob have a public discussion and discard the cases
in which different bases were used. So, the state ρ ⊗ ω
evolves as ρ⊗ ω → Sω(Y,A, E ,A)(ρ)→ ρkeep, where

ρkeep =
1

2

∑
i,k

∑
S∈B

∑
j,l∈S

(
{Yi, Aj , Ek, Al}ρ{Yi, Aj , Ek, Al}† ⊗ ω + [Yi, Aj , Ek, Al]ρ[Yi, Aj , Ek, Al]

† ⊗ σzωσz

+ {Yi, Aj , Ek, Al}ρ[Yi, Aj , Ek, Al]
† ⊗ ωσz + [Yi, Aj , Ek, Al]ρ{Yi, Aj , Ek, Al}† ⊗ σzω

)
. (17)

Note that, similarly to the case of one eavesdropper, the ω
term is not the only one to appear in the final state of the
system. Therefore, if these new terms are nonzero and
distinguishable from the ω terms by measuring the con-
trol state, we can determine the presence of Eve and/or
Yves. As was noticed before, ω and σzωσz are perfectly
distinguishable from one another if we take ω = |+〉〈+|.

So, taking ω = |+〉〈+|, performing the measurement
{|+〉〈+|, |−〉〈−|} allows us to detect the presence of
eavesdroppers with probability

Pdetect = Tr(1⊗ |−〉〈−|ρkeep). (18)

Further, noting that from here on, we will be using ρ =
1/2, we can state the following theorem.

Theorem II.1. When ρ = 1/2, the presence of uncor-
related eavesdroppers can be detected with probability

Pdetect =
1

2
− 1

8

∑
i,k

∑
S∈B

∑
j,l∈S

(〈l|Yi|j〉〈l|Y †i |j〉

× 〈j|Ek|l〉〈j|E†k|l〉), (19)

where B = {{0, 1}, {+,−}}. Further, Pdetect = 0 if and
only if, ∀i, k, it is true that Yi ∝ Ek ∝ A where A ∈
{1, σx, σy, σz}.

This theorem is proved in Appendix A and what it is say-
ing is that it’s only possible for uncorrelated eavesdrop-
pers to go undetected when they don’t extract any in-
formation about the key being shared (since their Kraus
operators must be proportional to unitary operators). It
follows that, if Eve and/or Yves do extract information
about the key, they will be detected with at least proba-
bility Pdetect.

Another result of interest is the probability that Alice
and Bob share the same key. This is calculated using

Psuccess = Tr
(
ρkeep

∣∣
j=l

)
(20)

where ρkeep

∣∣
j=l

denotes the terms of ρkeep in which Alice

and Bob’s Kraus operators (and therefore measurement
outcomes) agree. Again, after a little algebra, we find
that

Psuccess =
1

8

∑
i,k

∑
j∈I
〈j|{Y †i , Yi}|j〉|〈j|Ek|j〉|

2, (21)

where I = {0, 1,+,−}, as in Sec. II A.

2. Correlated eavesdroppers

So far, we have only considered Eve and Yves to be
uncorrelated with one another. It turns out that when
we allow them to be correlated, they still cannot learn
anything useful about the key without being detected.
They can, however, do a little better than in the uncor-
related case1: they can find Kraus operators that tell
them something, first, about which basis Alice and Bob
measured in and, second, about whether each bit of Alice
and Bob’s keys agree or not. As mentioned, this is not
useful information as the basis choice used becomes pub-
lic information and knowing whether each key bit agrees
or not says nothing about the key itself. Full details of
the correlated case can be found in Appendix B, where,
unlike the uncorrelated case, we consider what happens
when an arbitrary state ρ is input rather than 1/2. It
should also be noted that the results found in the cor-
related picture include the uncorrelated one as a special
case. Therefore, Theorem II.1 actually extends to allow
for arbitrary input states ρ.

1 At least mathematically. It is not clear whether the Kraus oper-
ators derived are physical or not. They are, however, consistent
with the uncorrelated case when the correct parameters are cho-
sen. See AppendixB for more detail.
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D. Eavesdropper induced errors

When thinking about errors induced by eavesdroppers,
there are three cases to consider.

1. Case 1: Only possible eavesdropper is Eve

As discussed before, when we know that the only place
an eavesdropper (Eve) can be situated is between Alice
and Bob, if present, she allows for Alice and Bob’s mea-
surement results to sometimes disagree. When this hap-
pens, [Ai, Ej , Ak 6=i] 6= 0 and therefore, when measuring
the control qubit in the x-basis, an outcome of − can
occur. In fact, if the control qubit is indeed measured to
be |−〉〈−|, it is impossible for Alice and Bob to have ob-
tained the same measurement outcome. This is because,
when they do, [Ai, Ej , Ai] = AiEjAi−AiEjAi = 0 which
implies that the only possible outcome when measuring
the control qubit is +. It follows that if the control qubit
is measured to be |−〉〈−|, Alice and Bob’s measurement
outcomes disagree and thus, their corresponding key bit
differs by a bit flip. Having said this, some of the Eve in-
duced errors live in the ω terms, since {Ai, Ej , Ak 6=i} 6= 0
is possible. Any errors go undetected when the outcome
of the control qubit measurement is + but they can be
suppressed using the normal information reconciliation
and privacy amplification methods [16].

2. Case 2: Only possible eavesdropper is Yves

When we know that only possible location for an eaves-
dropper is that of Yves in FIG. 3, we can deduce that
no errors will ever be induced. To see this, note that
{Yi, Aj , Ak 6=j}, [Yi, Aj , Ak 6=j ] = 0 regardless of what Yi is.
It follows that the only contributing terms to ρkeep are
those in which Alice and Bob’s measurement outcomes,
and therefore key bits, are the same.

3. Case 3: Number and location of eavesdroppers unknown

Finally, when eavesdroppers could be located at either
or both locations and their presence is detected, we can-
not determine whether an error has been caused for a
particular key bit. This follows from the previous two
cases: Eve induces errors when detected but Yves does
not. Since we don’t know who is there, we cannot deter-
mine whether errors have been induced or not.

E. Example

Let us consider a simple and symmetrical example.
If Eve and/or Yves are present and perform measure-
ments independently from one another in the x or z-basis

(choosing only one or randomly between the two), they
will be detected with probability 1/8. Note that this
differs from the error rate of 1/4 in BB84 when a simi-
lar strategy is used. This is because, as was alluded to
earlier, the effects of the eavesdroppers are not solely con-
tained in the terms used to calculate Pdetect: the σzωσz
terms. Some of them lie in the ω, ωσz and σzω terms.
It is, however, possible that a different measurement on
the control qubit could result in better odds. Here, we
do not attempt to optimise this measurement.

The success rate of Eve and Yves depends on which of
them is present and also who’s key one, or both of them
are trying to agree with. For example, maybe there’s
a scenario in which Alice will only send encrypted mes-
sages to Bob, in which case Eve and/or Yves need only
have the same key as Alice. As mentioned earlier, the
location of the eavesdroppers also dictates the errors in-
duced between Alice and Bob’s key. For example, if only
Yves is present, there will be no errors found. If, how-
ever Eve is present, regardless of whether Yves is there
or not, the probability of error in Alice and Bob’s key is
3/4, similarly to what is observed in BB84.

III. CONCLUSION AND DISCUSSION

We have shown that, with the use of indefinite causal
order, it is possible to detect eavesdroppers during a
QKD task without publicly comparing any subset of a
shared private key between the two parties involved, Al-
ice and Bob. We found that this could be done using a
second qubit that acts as the control in inducing the in-
definite causal ordering. As far as we are aware, this dif-
fers from all other QKD protocols which require a public
comparison to detect eavesdroppers. In contrast to some
of these other protocols, however, there are two locations
eavesdroppers can reside, allowing for correlated and un-
correlated attacks. These have both been considered and
it was shown that the protocol is secure regardless of
whether the shared key is completely random or not.

It is natural to ask whether this protocol is physically
realisable, let alone practical. The difficulties lie in that ρ
must go through (projective) measurement apparatuses
and carry on around the loop while simultaneously doing
the same in the opposite direction along the same loop.
This challenge need only be considered for Alice and Bob,
however: if the eavesdroppers decide they do not care
about preserving the indefinite causal order, they will de-
stroy the superposition of the two directions which would
lead to − outcomes being observed when measuring the
control qubit, thereby indicating their presence.

Whether or not these challenges prove too great, the
results of this protocol can, in theory, be simulated using
linearly polarised light, a Sagnac interferometer and some
polarising filters. The Sagnac interferometer creates the
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indefinite causal order2 and the polarising filters can be
orientated in various different ways to correspond to each
of Alice and Bob’s measurement outcomes. More details
are included in Appendix C.

When it comes to practicality, consider using a Sagnac
interferometer or something similar to create an indefi-
nite causal ordering of operations. In order for the ICO to
be legitimate, the coherence length of the light used must
be considerably larger than the path length of the inter-
ferometer [3], perhaps indicating a limit to how practical
such a protocol would be. Another limitation becomes
apparent when we notice that two qubits are required to
distribute one key bit securely, compared to BB84’s one
qubit. Perhaps this second, control qubit could find a
secondary use beyond determining the presence of eaves-
droppers, but this has not considered this here.

A possible benefit to this protocol lies in the fact that
it allows us to continuously monitor for eavesdroppers.
This feature could perhaps find use in streaming sce-
narios where it’s possible an eavesdropper begins inter-
cepting the signal part way through the distribution. To
fully utilise this, it would be interesting to consider what
would happen if Alice wanted to share a non-random bi-
nary string with Bob, that is, a binary string containing
some information. This is possible since Alice can cre-
ate ρ in her lab and Theorem B.1 says that eavesdroppers
will be detected regardless of ρ. We leave this, along with
full experimental implementations for future work.

ACKNOWLEDGMENTS

The author would like to thank Sarah Croke and John
Jeffers for the invaluable discussions. The author ac-
knowledges The Engineering and Physical Sciences Re-
search Council and the UK National Quantum Technolo-
gies Programme via the QuantIC Quantum Imaging Hub
(EP/T00097X/1). This research was supported in part
by Perimeter Institute for Theoretical Physics. Research
at Perimeter Institute is supported by the Government of
Canada through the Department of Innovation, Science
and Economic Development and by the Province of On-
tario through the Ministry of Colleges and Universities.

Appendix A: Probability of eavesdropper detection
is nonzero

Here we prove Theorem II.1, stated again for conve-
nience:

Theorem II.1. When ρ = 1/2, the presence of uncor-

2 Provided the coherence length of the light used is large enough.

related eavesdroppers can be detected with probability

Pdetect =
1

2
− 1

8

∑
i,k

∑
S∈B

∑
j,l∈S

(〈l|Yi|j〉〈l|Y †i |j〉

× 〈j|Ek|l〉〈j|E†k|l〉), (A1)

where B = {{0, 1}, {+,−}}. Further, Pdetect = 0 if and
only if, ∀i, k, it is true that Yi ∝ Ek ∝ A where A ∈
{1, σx, σy, σz}.

First, using Eq. (1), the form of Pdetect follows, after
some algebra, from Eq. (18). Next, we show that Eve
and Yves go undetected (that is, Pdetect = 0) if and only
if each of their Kraus operators are all proportional to
either 1, σx, σy or σz. The reverse implication can be
seen to true by the fact that Pdetect = 0 when substituting
Yi, Ek ∝ A, ∀i, k into Eq. (19) (or Eq. (A1)), where A ∈
{1, σx, σy, σz}.

Conversely, let Pdetect = 0. This means that Tr(1 ⊗
|−〉〈−|ρkeep) = 0 which, using Eq. (17) with ρ = 1/2,
implies that

1

4

∑
S∈B

∑
i,k

∑
j,l∈S

Tr
(
[Yi, Aj , Ek, Al][Yi, Aj , Ek, Al]

†) = 0.

(A2)
Notice that, since [Yi, Aj , Ek, Al][Yi, Aj , Ek, Al]

† is a
positive operator, Tr

(
[Yi, Aj , Ek, Al][Yi, Aj , Ek, Al]

†) =
0 ∀i, k and j, l ∈ S ∀S ∈ B. Now, for any matrix X,
it can be shown, using the singular value decomposition,
that if Tr(XX†) = 0, then X = 0. It therefore follows
that [Yi, Aj , Ek, Al] = 0 ∀i, k and j, l ∈ S ∀S ∈ B, which
implies

〈j|Ek|l〉Yi|j〉〈l| − 〈l|Ek|j〉|l〉〈j|Yi = 0 (A3)

for the same options of i, j, k, l. In what follows, every-
thing that is said must hold for all i, k.

Let us find the constraints these equations put on
Eve and Yves’ channels. Since Yi, Ek are assumed to
be nonzero, they both must have at least one nonzero
element in each basis (x and z). Consider, first, the
case in which Ek has a nonzero diagonal element in
both bases. That is, suppose that, for some S ∈ B,
∃j,m ∈ S such that 〈j|Ek|j〉, 〈m|HEkH†|m〉 6= 0 where

H = (σx + σz)/
√

2 is the Hadamard operator that
changes between x and z bases. It follows that, in or-
der for Eq. (A3) to be true in this case,{

[Yi, |j〉〈j|] = 0,

[Yi, H|m〉〈m|H†] = 0
=⇒

{
[Yi, σz] = 0,

[Yi, σx] = 0
(A4)

which implies that [Yi, σw] = 0 ∀w ∈ {x, y, z}. Since
Yi trivially commutes with 1, we therefore have that Yi
commutes with the irreducible representation of the Pauli
group which has 1 representing the identity. Thus, by
Schur’s Lemma, Yi ∝ 1. Now to find Ek. Using this
form of Yi in Eq. (A3), taking a, b ∈ S for any S ∈ B
such that a 6= b, we have

〈a|Ek|b〉|a〉〈b| − 〈b|Ek|a〉|b〉〈a| = 0 (A5)
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which can only be true if 〈a|Ek|b〉 = 〈b|Ek|a〉 = 0. Since
this must hold for a, b in both bases, it follows that

Ek = α|j〉〈j|+ β|l〉〈l|
= γH|m〉〈m|H† + δH|n〉〈n|H†,

(A6)

where α, β, γ, δ ∈ C and j, l,m, n ∈ S for some S ∈ B.
Using

H|a〉 =
1√
2

[
(−1)aj |j〉+ (−1)al|l〉

]
, (A7)

where we are using the shorthand (−1)+ := (−1)0 = 1
and (−1)− := (−1)1 = −1, this implies that α = β =
(γ + δ)/2 and hence Ek ∝ 1.

Next, consider the case in which Ek has a diagonal
element in only one of the bases. That is, ∃S ∈ B, such
that ∀j ∈ S, 〈j|Ek|j〉 = 0 but 〈m|HEkH†|m〉 6= 0 for
some m ∈ S. It follows that ∃j, l ∈ S such that 〈j|Ek|l〉 6=
0. Similarly to before, 〈m|HEkH†|m〉 6= 0 implies that
[Yi, H|m〉〈m|H†] = 0 =⇒ [Yi, σw] = 0 such that w =
x if m ∈ {0, 1} and w = z if m ∈ {+,−}. Therefore
Yi = α′1+ β′σw for some α′, β′ ∈ C. So, using this form
of Yi in Eq. (A3) with j 6= l, we find that

〈j|Ek|l〉(α′|j〉〈l|+ β′|l〉〈l|)
− 〈l|Ek|j〉(α′|l〉〈j|+ β′|l〉〈l|) = 0. (A8)

Since Yi 6= 0 and 〈j|Ek|l〉 6= 0, we have that 〈l|Ek|j〉 6= 0.
So, in order for Eq. (A8) to be true, α′ = 0 and 〈j|Ek|l〉 =
〈l|Ek|j〉. Thus, Yi, Ek ∝ σw, where w depends on the
basis that i, j correspond to.

Finally, if the previously discussed cases are not true,
we arrive at the scenario in which Ek only has off-
diagonal terms in both bases. That is, 〈j|Ek|j〉 =
〈m|HEkH†|m〉 = 0 ∀j,m and ∃j, l,m, n ∈ S for
some S ∈ B (where l 6= j, n 6= m) such that
〈j|Ek|l〉, 〈m|HEkH†|n〉 6= 0. It follows that

Ek = α′′|j〉〈l|+ β′′|l〉〈j|
= γ′H|m〉〈n|H† + δ′H|n〉〈m|H†,

(A9)

where α′′, β′′, γ′, δ′ ∈ C. Using H as defined in Eq. (A7),
it follows that δ′ = −γ′ and α′′ = −β′′ which means
that Ek ∝ σy. Using this form of Ek, we have that
〈j|Ek|l〉 = −〈l|Ek|j〉 6= 0, which, using Eq. (A3) implies
that Yi|j〉〈l| + |l〉〈j|Yi = 0 ∀j, l ∈ S,∀S ∈ B. It follows

that 〈j|Yi|j〉 = 0 ∀j, 〈j|Yi|l〉 = −〈l|Yi|j〉 ∀j, l, and there-
fore Yi ∝ σy. We conclude that an uncorrelated Eve and
Yves go undetected if and only if Yi, Ek ∝ A ∀i, k, where
A ∈ {1, σx, σy, σz}.

Appendix B: Correlated eavesdroppers

Let us now consider the situation in which our eaves-
droppers Eve and Yves are no longer independent, but
instead can work together. In order to do this, it is conve-
nient to use the process matrix formalism [17]. To utilise
this technique, we reinterpret the Hilbert space HX of
the system passing through the labs of Alice, Bob, Eve
and Yves as two spaces HXI ,HXO which correspond to
the Hilbert spaces of the system incoming to and out-
going from the lab X respectively. We can then employ
the Choi-Jamio lkowski (CJ) isomorphism which details a
correspondence between completely positive (CP) maps
X : L(HXI ) → L(HXO ) and positive semi-definite oper-
ators MX ∈ L(HXI ) ⊗ L(HXO ), where L(HX) denotes
the space of linear operators on HX . Explicitly,

MX = (I ⊗ X )(|1〉〉XIX
′
I 〈〈1|XIX

′
I ) (B1)

where |1〉〉AB =
∑
j |jj〉AB with j ∈ {0, 1} for our pur-

poses, and the primed superscript X ′I indicates that the

space HX′
I is a copy of HXI . The channel X can be

recovered using

X (ρ) = TrXI

[
(ρT ⊗ 1)MX

]
(B2)

for some state ρ, where the superscript T denotes the
transpose with respect to the {0, 1} basis. In general,
since we require each lab to obey quantum mechanics
locally, the CP maps we consider make up a quantum
instrument. However, in our case, we won’t need to be
this general and instead only consider completely positive
trace preserving maps (CPTP maps).

For our situation, (depicted in FIG. 3) we have the labs
of Alice, Bob, Eve and Yves. Further to this, and follow-
ing [17, 18], we think of there being another lab C that
takes in the target and control qubits at the end of the
process. That is, we think of this space as being com-
posed from a target component and control component
respectively: HCt ⊗ HCc . Analogously to [17, 18], we
use the process matrix to encode the causal structure
of the setup shown in FIG. 3. If we input a pure state
ρ = |ψ〉〈ψ| with control qubit ω = |+〉〈+|, the process
matrix we use is W = |w〉〈w| where

|w〉 =
1√
2

(
|ψ〉YI |1〉〉YOBI |1〉〉BOEI |1〉〉EOAI |1〉〉AOCt |0〉Cc + |ψ〉AI |1〉〉AOEI |1〉〉EOBI |1〉〉BOYI |1〉〉YOCt |1〉Cc

)
. (B3)

Intuitively, the CJ isomorphism says that one can think of the temporal evolution of a state through a channel
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from L(HXI ) to L(HXO ) as a spatial teleportation of the
state between the same two spaces. Therefore, we can
think of the process matrix as providing the route by
which |ψ〉 is teleported to HCt .

Let us now write down the positive semidefinite opera-
tors that describe each lab’s channel. For Alice and Bob,
being independent, these are given by

MX = (I ⊗ X )(|1〉〉XIX
′
I 〈〈1|XIX

′
I )

=
∑
i,j,k

(|i〉〈j|)XI ⊗ (Xk|i〉〈j|X†k)XO , (B4)

where X ∈ {A,B} and Xk ∈ {Ak, Bk} are the Kraus op-
erators defining the channel X ∈ {A,B}. Remember that
Alice and Bob’s channel are the same, we just give them
different labels here to make the setup clearer. Contrar-
ily to Alice and Bob, Eve and Yves don’t necessarily act
independently from one another. As shown in FIG. 4,
we can think of Eve and Yves as belonging to some “su-
perlab” (with CJ operator, channel and Kraus operators
denoted using MZ ,Z, Zk respectively) which acts on the
space L(HYI )⊗ L(HYO )⊗ L(HEI )⊗ L(HEO ) using

MZ = (IYIEI ⊗ZY
′
IE

′
I )(|1〉〉YIY

′
I 〈〈1|YIY

′
I ⊗ |1〉〉EIE

′
I 〈〈1|EIE

′
I ) (B5)

=
∑

i,j,k,l,m

(|ik〉〈jl|)YIEI ⊗ (Zm|ik〉〈jl|Z†m)YOEO . (B6)

BOB

ALICE

EVEYVES

𝜔

𝜌

ALICE’S LAB

SUPERLAB

FIG. 4. Indefinite causal quantum key distribution with cor-
related eavesdroppers Eve and Yves.

We can gain a little intuition by observing that when Eve
and Yves are independent, Zm = Es ⊗ Yt, where Es, Yt
are the Kraus operators defining Eve and Yves’ channels
respectively. In this case, MZ = ME⊗MY as one might
expect.

At this point, using similar logic to Eq. (B2) and [17],
we can find out what ρ⊗ ω becomes, when put through
the setup illustrated in FIG. 4:

ρ⊗ ω → TrYIYOBIBOEIEOAIAO

[
(MZ ⊗MA ⊗MB ⊗ ICtCc)TW

]
basis−−−−−−−→

comparison
2
∑
S∈B

∑
i

∑
j,k∈S

〈〈Z∗i |〈〈A∗j |〈〈B∗k |(|w〉〈w|)|Z∗i 〉〉|A∗j 〉〉|B∗k〉〉, (B7)

where,

|X∗l 〉〉 = (1⊗X∗l )|1〉〉XIXO =
∑

m∈{0,1}

|m〉XIX∗l |m〉XO ,

|Z∗i 〉〉 = (I⊗ Z∗i )|1〉〉YIYO |1〉〉EIEO =
∑

m,n∈{0,1}

|mn〉YIEIZ∗i |mn〉YOEO ,
(B8)

for X ∈ {A,B}, X∗ indicates the complex conjugate of X, and the factor of 2 comes from requiring normali-
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sation. Using these, and Eq. (B3) for W , we can see,
explicitly, that |ψ〉 ⊗ |+〉 becomes

|ψ〉 ⊗ |+〉 →
√

2
∑
S∈B

∑
i

∑
j,k∈S

〈〈Z∗i |〈〈A∗j |〈〈B∗k | · |w〉

=
∑
S∈B

∑
i

∑
j,k∈S

|fijk〉CtCc ,
(B9)

where,

|fijk〉CtCc =
∑

n∈{0,1}

[
(〈n|⊗1)(Bk⊗Aj)Zi|ψ〉|n〉Ct |0〉Cc

+ (1⊗ 〈n|)Zi(Bk ⊗Aj)|n〉Ct |ψ〉|1〉Cc
]
. (B10)

We can quickly check our sanity by considering the
case when Eve and Yves are not present. That is, when
Zi ∝ 1⊗ 1, ∀i. Here, it turns out that

|fijk〉CtCc ∝ 1√
2

(
AjBk|ψ〉Ct |0〉Cc +BkAj |ψ〉Ct |1〉Cc

)
(B11)

which is what we’d expect from a quantum switch with
two operations [3]. Similarly, if Eve and Yves act inde-
pendently (Zi = Es ⊗ Et),

∑
j,k,s,t |fijk〉〈fijk| looks like

Eq. (14).
Recall that earlier, we found that when no eavesdrop-

pers are present, measuring the control qubit Cc at the
end in the {|±〉} basis would always result in +. In other
words, the probability of measuring−, denoted P (−Cc) is
always zero. The question now is, if a correlated Eve and
Yves are present, what form must Zi have if P (−Cc) = 0?
And further, with this form of Zi, can Eve and Yves ex-
tract information about the key being shared between
Alice and Bob?

Theorem B.1. For any input state, P (−Cc) = 0 if and
only if

Zi =

3∑
µ=0

rµi σµ ⊗ σµ, (B12)

where rµi ∈ C ∀µ, i and (σ0, σ1, σ2, σ3) = (1, σx, σy, σz).

Proof. First, assume that P (−Cc) = 0, this means that∑
S∈B

∑
i

∑
j,k∈S

∑
m∈{0,1}

∣∣(〈m|Ct〈−|Cc)|fijk〉CtCc
∣∣2 = 0

(B13)

which implies that (〈m|Ct〈−|Cc)|fijk〉CtCc = 0 ∀j, k ∈
S, S ∈ B,m ∈ {0, 1} and ∀i. Using Eq. (B10), it follows
that∑

n∈{0,1}

(〈n|〈m|(Bk ⊗Aj)Zi|ψ〉|n〉

− 〈m|〈n|Zi(Bk ⊗Aj)|n〉|ψ〉) = 0, (B14)

∀j, k ∈ S, S ∈ B,m ∈ {0, 1} and ∀i. Suppose we have
an arbitrary, pure input state |ψ〉 = α|0〉 + β|1〉, where
α, β ∈ C subject to |α|2 + |β|2 = 1. If we show the

theorem to be true for this case, it follows that it is true
for any mixed state ρ =

∑
ψ pψ|ψ〉〈ψ| by the linearity of

the theory. In order to achieve this, we first of all take
|ψ〉 6= |0〉, |1〉, that is, α, β 6= 0.

Note that Eq. (B14) must hold for both j, k ∈ {0, 1}
and j, k ∈ {+,−}. Let us first see what we can find out
about Zi when we take j ∈ {0, 1}. In this case, Eq. (B14)
has the following form:

δjm (α〈km|Zi|0k〉+ β〈km|Zi|1k〉)
= (αδj0 + βδj1)〈mk|Zi|kj〉. (B15)

When j 6= m, we can quickly see that
〈00|Zi|01〉, 〈01|Zi|11〉, 〈10|Zi|00〉, 〈11|Zi|10〉 = 0. Next,
when m = j, Zi is constrained by

α〈km|Zi|0k〉+β〈km|Zi|1k〉 = (αδm0+βδm1)〈mk|Zi|km〉.
(B16)

When (k,m) = (0, 0), (1, 1) we find that
〈00|Zi|10〉, 〈11|Zi|01〉 = 0 respectively. And, defining
ei = 〈10|Zi|01〉, di = 〈01|Zi|10〉, when (k,m) = (0, 1),

it turns out that 〈01|Zi|00〉 = β
α (ei − di), and when

(k,m) = (1, 0), 〈10|Zi|11〉 = α
β (ei − di). Here we can see

why we have not allowed α = 0 or β = 0.
Taking stock so far, Zi has the form

Zi =


ai 0 0 bi

β
α (ei − di) ci di 0

0 ei fi
α
β (ei − di)

gi 0 0 hi

 , (B17)

where all entries can be complex numbers. This can be
simplified further by summing Eq. (B14) over j and k.
This results in∑

n∈{0,1}

〈nm|Zi|ψn〉 =
∑

n∈{0,1}

〈mn|Zi|nψ〉,

which implies∑
n∈{0,1}

α (〈nm|Zi|0n〉 − 〈mn|Zi|n0〉)

=
∑

n∈{0,1}

β (〈mn|Zi|n1〉 − 〈nm|Zi|1n〉) , (B18)

which must be true for all m ∈ {0, 1}. Choosing m =
0 and using Eq. (B17), we find that di = ei. So, we
therefore have

Zi =

ai 0 0 bi
0 ci di 0
0 di fi 0
gi 0 0 hi

 , (B19)

To finish the derivation, we use the fact that Eq. (B14)
must also hold for j, k ∈ {+,−}. Using the Hadamard

matrix H = (σx + σz)/
√

2 = H† to relate the x and z-
bases, we replace Bk⊗Aj in Eq. (B14) with (H⊗H)(Bk⊗
Aj)(H ⊗H), and after some rearranging, we find that
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∑
n∈{0,1}

[δk0 + (−1)nδk1]〈kj|(H ⊗H)Zi|ψn〉 =
1

2

(α+ β)δj0 + (α− β)δj1
δj0 + (−1)mδj1

∑
n∈{0,1}

[δk0 + (−1)nδk1]〈mn|Zi(H ⊗H)|kj〉.

(B20)

Straight away, we can see that the RHS has a dependence
on m but the LHS does not. So we can equate the m = 0
and m = 1 cases of the RHS. Doing this, the four cases
that come from k, j ∈ {0, 1} result in

ai = hi,

gi = bi + ci − fi.
(B21)

Updating Zi and looking at Eq. (B20) when (j, k,m) =
(0, 0, 0) results in ci = fi and bi = gi. Therefore we have

Zi =

ai 0 0 bi
0 ci di 0
0 di ci 0
bi 0 0 ai

 (B22)

which can be rewritten as

Zi =
1

2

[
(ai + ci)1⊗ 1 + (di + bi)σx ⊗ σx

+ (di − bi)σy ⊗ σy + (ai − ci)σz ⊗ σz
]
. (B23)

Further, since the mapping
r0
i = ai + ci,

r1
i = di + bi,

r2
i = di − bi,
r3
i = ai − ci

(B24)

is invertible and linear, ai, bi, ci, di ∈ C being indepen-
dent from one another implies that rµi ∈ C are indepen-
dent from one another. Therefore,

Zi =

3∑
µ=0

rµi σµ ⊗ σµ. (B25)

At this stage, one might notice that we didn’t consider all
the combinations of j, k in Eq. (B20). It turns out that
these give us no further constraints on Zi. To confirm
this, we just need to prove the reverse implication of the if
and only if statement. If it turns out that we missed some

constraints on Zi, P (−Cc) would be nonzero in general
when using Eq. (B25) for Zi.

So, suppose that Zi is given by Eq. (B25). Substitut-
ing this into (〈m|Ct〈−|Cc)|fijk〉CtCc and carrying out the
sum over n results in

(〈m|Ct〈−|Cc)|fijk〉CtCc =

3∑
µ=0

rµi 〈m|[Aj , σµBkσµ]|ψ〉 = 0

(B26)
for all j, k ∈ S, S ∈ B,m ∈ {0, 1} and ∀i since
[Aj , σµBkσµ] = 0 ∀j, k, µ.

Finally, for the cases in which |ψ〉 = |0/1〉, notice that
what we have shown so far holds for |ψ〉 = | + /−〉.
Now, the process matrix defined using Eq. (B3) can
equivalently be be formulated in the x-basis, and Alice
and Bob’s measurements are invariant under this basis
change. So, after converting everything to the x-basis,
what was the situation in which |ψ〉 = | + /−〉 becomes
that of when |ψ〉 = |0/1〉. Thus, since Zi has the same
form when it is changed from the z-basis to the x-basis,
the result also holds for this case.

It is difficult to have any intuition about what Eve and
Yves’ measurement would look like physically. A little
can be gained, however, by considering when only one of
the coefficients is nonzero for each i. In this case we’d
have a situation similar to that considered in Sec. II C
and Appendix A. That is, if one of Eve or Yves performs
σi, then the other eavesdropper must do the same. It is
possible that an ancilla qubit is necessary to understand
Eve and Yves’ correlations physically: this is normally
how correlations are accounted for in the process matrix
formalism. The approach taken considers no physical
constraints on the correlations between Eve and Yves’
and thus, operations with physical correlations should
be included as a subset of those derived.

The final question to answer is whether Eve and Yves
gain any information about Alice and Bob’s shared key
using Eq. (B25). To do this, we calculate P (Zi, Aj , Bk) =
〈fijk|fijk〉 for j, k ∈ {0, 1} and j, k ∈ {+,−}. These are
given by:

P (Zi, Aj , Bk) =

{
|〈j|ψ〉|2

2

(
|r0
i + r3

i |2δjk + |r1
i + r2

i |2δjk̄
)
, j, k ∈ {0, 1}

|〈j|ψ〉|2
2

(
|r0
i + r1

i |2δjk + |r2
i + r3

i |2δjk̄
)
, j, k ∈ {+,−},

(B27)

where k̄ denotes “not k”. At first glance, it appears that
Eve and Yves have access to some information about Al-
ice and Bob’s key. However, note first that distinguishing

between the two cases of j, k ∈ {0, 1} and j, k ∈ {+,−}
is of no use as Alice and Bob publicly discuss which ba-
sis they measured in after they have done so. Secondly,
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𝜓 =
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2
(|𝐻⟩ + 𝑖|𝑉⟩)
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FIG. 5. The results derived in this work can be simulated using polarised light to share a key between Alice and Bob, and
a Sagnac interferometer to induce the indefinite causal order. Within the interferometer, polarising filters are orientated to
correspond to all the valid measurement outcomes Alice and Bob obtain during the protocol.

although Eve and Yves could alter rµi however they like,
the only information they could gain is about whether
each bit of Alice and Bob’s key agree or not. Therefore,
they can still do no better than a guess to determine the
key.

Appendix C: Experimental simulation

Figure 5 shows a possible experimental setup to simu-
late some of the results derived. The idea is to use pho-
ton polarisation (in the horizontal, vertical basis, with
|H〉 =: |0〉, |V 〉 =: |1〉) as the target qubit ρ, initially in
the state |ψ〉〈ψ|, that is acted on by Alice, Bob, Eve and
Yves. As is mentioned in the main text, if we wanted
Alice and Bob to have approximatly equal numbers of
0s and 1s, we can take our input state to be 1/2. This
can be achieved by taking it to be |i〉 half of the time
and | − i〉 the remainder of the time. These correspond
to left and right circularly polarised light respectively:
|ψ〉 = | ± i〉 = (|H〉 ± i|V 〉)/

√
2. The control qubit ω

is taken to be the path degree of freedom induced by a
beamsplitter. Using a 50/50 beamsplitter corresponds to
taking ω = |+〉〈+| with |0〉 corresponding to reflection
and |1〉 to transmission.

Recall that Alice and Bob perform projective mea-
surements in either the x or z-basis. This is difficult to

do non-destructively and even more difficult to do while
keeping the photon continuing around the Sagnac inter-
ferometer in its original superposition of paths. Having
said this, it is possible to simulate projective measure-
ments using polarisers. This means we can obtain the
statistics that the measurements of Alice, Bob, Eve and
Yves would have produced.

Explicitly, when Alice and Bob measure in the z-basis,
we use polarisers orientated at 0 and π/2 which corre-
spond to measurement outcomes of 0 and 1 respectively.
Likewise, when measuring in the x-basis, polarisers be-
ing orientated at ±π/4 correspond to measurement out-
comes of ± respectively. The probability of Alice and
Bob measuring i, j can be taken to be the ratio of the to-
tal intensity Iexit(i, j) of light exiting the interferometer
to that of it entering Ienter:

P (Ai, Bj) =
Iexit(i, j)

Ienter
. (C1)

Here, the dependence of Iexit(i, j) on i, j highlights that
the interferometer is setup with Alice and Bob’s polaris-
ers being orientated correspondingly to the measurement
outcomes i, j respectively. Since Alice and Bob only keep
measurement results when they have publicly confirmed
that they measured in the same basis, there are eight
permutations when ignoring Eve and Yves. These are
given in the Table I.
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TABLE I.

Alice polariser orientation Bob polariser orientation
0 0
0 π

2
π
2

0
π
2

π
2

π
4

π
4

π
4

−π
4

−π
4

π
4

−π
4

−π
4

The benefit of this protocol involves the measurement
of the control qubit in the ± basis. Noticing that, after
going through the main part of the Sagnac interferome-
ter, the path that the light exits the 50/50 beamsplitter
along, is controlled by the path qubit in the± basis. That

is, the |+〉 component is transmitted through the beam-
splitter, whereas the |−〉 component is reflected. There-
fore, placing a detector in the reflected arm corresponds
to the − outcome and, after a partially reflecting mirror,
a detector in the transmitted arm corresponds to the +
outcome. The probability of measuring the eavesdrop-
pers comes from the probability of measuring the control
qubit to be −. Therefore, for each run of the experiment
(each permutation of polariser angles), the ratio of the
intensity in the − arm to the total intensity exiting the
interferometer is what is required. As a sanity check,
this should always be zero when Eve and Yves are not
present. As mentioned before, in order to exploit the
features of indefinite causal order, the coherence length
of the light used should be significantly longer than the
path length of the interferometer. A laser can be used to
achieve this.
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