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Abstract—Automated Program Repair (APR) techniques have shown more and more promising results in fixing real-world bugs.
Despite the effectiveness, APR techniques still face an overfitting problem: a generated patch can be incorrect although it passes all
tests. It is time-consuming to manually evaluate the correctness of generated patches that can pass all tests. To address this problem,
many approaches have been proposed to automatically assess the correctness of patches generated by APR techniques. However,
existing approaches require a large set of manually labeled patches as the training data. To mitigate the issue, in this study, we propose
PatchZero, the patch correctness assessment by adopting large pre-trained models. Specifically, for patches generated by a new or
unseen APR tool, PatchZero does not need labeled patches of this new or unseen APR tool for training (i.e., zero-shot) but directly
queries the large pre-trained model to get predictions on the correctness labels without training. In this way, PatchZero can reduce the
manual labeling effort when building a model to automatically assess the correctness of generated patches of new APR tools. To
provide knowledge regarding the automatic patch correctness assessment (APCA) task to the large pre-trained models, we also
design an instance-wise demonstration formation strategy by using contrastive learning. Specifically, PatchZero selects semantically
similar patches to help the large pre-trained model to give more accurate predictions on the unlabeled patches. Our experimental
results showed that PatchZero can achieve an accuracy of 82.7% and an F1-score of 86.0% on average although no labeled patch of
the new or unseen APR tool is available. In addition, our proposed technique outperformed the prior state-of-the-art by a large margin.

Index Terms—Automatic patch correctness assessment, Pre-trained code models
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1 INTRODUCTION

Automated Program Repair (APR) has gained increasing
attention and diverse APR tools have been proposed [1], [2],
[3], [4], [5], [6], [7], [8], [9], [10], [11], [12], [13]. Despite the
significant improvements achieved in APR, existing APR
tools still face a long-standing challenge: the overfitting
problem [14], [15], [16], [17], [18]. Due to the absence of
strong program specifications, APR tools often use test cases
to validate whether a generated patch is correct or not. How-
ever, passing all the existing test cases does not ensure that
the patch is indeed correct and there is no guarantee that the
patch can actually repair the program. A generated patch
is considered “overfitting” if it passes all the available test
cases while it is still incorrect with respect to the intended
program specification.

Identifying overfitting patches is crucial for the APR
tool adoption in practice. Suppose Bob is a practitioner
who is keen to use advanced APR tools. There exist mul-
tiple approaches he can employ, and each produces many
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patches. However, recent studies [19], [20] demonstrate that
APR tools could generate more overfitting patches than
correct ones, showing a high false positive rate. In addition,
researchers have revealed that high false positive rates may
deliver dissatisfaction and distrust to developers on auto-
matic SE tools such as static analysis [21] and fault localiza-
tion [22]. This indicates that APR tools can disappoint Bob
by wasting his time with wrong (i.e., overfitting) patches.
Thus, it is important to detect and reduce the false positives
(i.e., overfitting patches), especially for the generate-and-
validate APR approaches in practice [23].

To address this issue, many approaches [4], [23], [24],
[25], [26], [27], [27], [28], [29], [30], [31], [32], [33], [34]
have been proposed to conduct automated patch correct-
ness assessment (APCA). Lin et al. [34] categorized the
existing APCA approaches into two categories: (1) dynamic
approaches which are based on running/executing the tests
and (2) static approaches which are built on top of source
code patterns or features. In general, dynamic approaches
perform correctness assessment by either augmenting test
cases using automated test generation tools such as Ran-
doop [31] or collecting the runtime information for analysis.
On the other hand, static approaches extract code patterns
or features to decide the correctness. Despite the promising
results, both of them still have drawbacks. The dynamic
approaches are very time-consuming [28], [30] while the
static approaches are more efficient but less precise [29].

Researchers further push the static APCA approaches
by either adopting advanced code representation tech-
niques [23] or learning a context-aware code representa-
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tion [34]. Tian et al. [23] leveraged advanced code repre-
sentation learning techniques such as BERT [35], to extract
source code embeddings for assessing patch correctness.
Moreover, Lin et al. [34] proposed Cache, the state-of-the-
art patch correctness assessment technique that learns a
context-aware code change embedding, considering pro-
gram structures. Cache outperformed both the dynamic ap-
proaches [25], [26], [29], [30], [31] and static approaches [4],
[27], [32], [33].

Both Tian et al.’s approach and Cache are static and
learning-based approaches that directly extract features
from patches and learn the correct patterns from the la-
beled dataset. Additionally, they were evaluated in the
cross-validation setting, where the patches generated by the
different APR tools are mixed up and separated into 8:2
for training and testing. This setting has an outstanding
limitation that, for patches of any APR tool that needs to
be evaluated, it requires developers to manually label the
majority of patches (approximately 80%) to form the labeled
training data first, train the model on the training data,
and finally apply to the remaining 20% patches. Although
the cross-validation setting is widely used to evaluate the
techniques based on machine learning (ML) [36], [37], it
may not be suitable for APCA tools as its initial goal is to
automate the assessment process. In other words, the less
labeling work required to build a tool, the better. Moreover,
Tian et al.’s [23] approach and Cache [34] are learning-
based techniques, indicating that a sufficient amount of the
labeled dataset is indispensable. Considering the fact that
many patches generated by existing APR tools have been
manually checked for correctness [23], [29] and new APR
tools are still emerging, we are motivated to ask a key
question:

Is it feasible to utilize labeled patches of existing APR
tools to predict the correctness of the patches generated
by a new/unseen APR tool?

As no labeled patches generated by the new/target APR
tool are available for training, we define this setting as a
zero-shot setting following prior work on zero-shot learn-
ing [38]. We first explore whether the state-of-the-art APCA
approaches can predict the correctness of patches generated
by an unseen APR tool when labeled patches of other APR
tools are available in the training data. We observe that
both Tian et al.’s work and Cache do not achieve promising
results during our preliminary experiments as there exists
a lack of labeled patches of the new/unseen APR tool for
training the model. We report the effectiveness of these
state-of-the-arts and discuss them in Section 5.1.

To fill the research gap, we propose PatchZero, the first
zero-shot APCA approach that uses large pre-trained code
models to assess the correctness of unlabeled patches gen-
erated by APR tools without fine-tuning. There is no fine-
tuning phase for PatchZero which implies that no manual
labeling process is required for the new/unseen APR tools.
In other words, PatchZero directly performs inference on
the test set (i.e., patches generated by a target APR tool).
PatchZero is inspired by the solid zero-shot inference ability
of large pre-trained models. For instance, GPT-3 [39] is a
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Fig. 1: An abstracted example of how to use the large
pre-trained models. An unlabeled test patch of a new APR
tool is concatenated by several labeled patches of existing
APR tools to form the input to the pre-trained model.

giant model with 176 billion parameters, which has proved
an impressive zero-shot ability in a wide range of natural
language processing tasks. Recently, a large pre-trained code
model namely Codex [40] is proposed to automate coding
in a zero-shot way, i.e., directly synthesizing programs from
document strings without a training phase. Impressively,
Codex can generate programs that can pass the test cases up
to 70.2% of problems on the HumanEval [40] benchmark,
driven by the great power of the large pre-trained model
with 12 billion parameters. Unfortunately, both GPT-3 and
Codex are not open-source.

PatchZero is built upon open-source large pre-trained
models for texts and code (i.e., BLOOM [41] and CodePar-
rot [42]). Technically, we directly leverage the pre-training
objective of the large pre-trained models: generating the
next token based on all previous tokens to realize zero-shot
learning for APCA. As shown in Figure 1, we first prepare
model inputs where an unlabeled patch of a new APR
tool is concatenated by several labeled patches of existing
APR tools. We then query the large pre-trained models to
generate the next token to show its tendencies in terms of
patch correctness (i.e. generating a token either “correct” or
“overfitting”). This allows us to perform zero-shot learning
(without the need for training data and fine-tuning process)
since we formulate the APCA task (i.e. predicting whether
a patch is indeed correct or not) in the same format as
the pre-training task (i.e., generating the next token based
on previous tokens). Our experimental results showed that
PatchZero has significantly outperformed the prior state-of-
the-art Cache by 19.1–26.6%. Besides, PatchZero has led to
substantial improvements over a strong baseline CodeBERT
by 8.1–12.5%.
Contributions. The main contributions are as follows:

• This paper proposes a new setting (i.e., the zero-shot set-
ting) to the APCA task where we assume that no labeled
patches are available for a new or unseen APR tool. This
setting can better match the initial goal of APCA tasks to
reduce the manual labeling effort and can evaluate the
ability of approaches to transfer knowledge embedded
in the existing labeled data to future unlabeled data.

• We design a solution, PatchZero, for this challenging
setting. We build PatchZero based on the recent large
pre-trained models (BLOOM and CodeParrot) and refor-
mat the APCA task the same as the original pre-training
objective of the large pre-trained models.
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• This paper opens a new dimension to utilizing large pre-
trained models for not only the zero-shot code genera-
tion tasks [40], but also other code-related downstream
tasks. We have shown that large pre-trained models have
a strong ability even without fine-tuning. Besides, large
pre-trained models can do well without any labeled data
of the target domain (e.g. the patches of the new APR in
this paper), which may be helpful for other downstream
tasks that lack target domain data such as automatic
program repair [12], [13], answer summarization [43],
[44], etc.

2 BACKGROUND

2.1 Large Pre-trained Models for Code
Large pre-trained models [35], [40], [41], [42], [45], [46], [47],
[48] become popular in Natural Language Processing (NLP)
and Software Engineering (SE). Most large pre-trained mod-
els are built based on a Transformer [49] framework. There
are three main categories of large pre-trained language mod-
els using Transformer: 1) encoder-only models; 2) decoder-
only models; and 3) encoder-decoder models.

CodeBERT [35] is a typical encoder-only model for code
that is widely used in SE tasks such as code search and de-
fect prediction. CodeBERT is pre-trained on the masked lan-
guage modeling (MLM) objective [35] where some tokens in
training data are masked and the model is asked to predic-
t/recover the masked tokens. Codex [40], CodeParrot [42],
and BLOOM [41] are typical decoder-only models which
use only the Transformer decoder to predict the probability
of the next token given the previous tokens. The nature of
these models makes them highly useful for generation tasks
because text/code is usually written in a left-to-right way.
CodeT5 [46] is a typical pre-trained encoder-decoder model
for code, which is pre-trained on denoising sequence-to-
sequence objectives where the input sequence is a corrupted
text (e.g. randomly masking, deleting, or swapping tokens)
and the output sequence is the corresponding uncorrupted
text.

As shown in Table 1, except for the structure differences,
these pre-trained models for code are also different in model
sizes, the maximum tokens can deal with, and the amount
of pre-training data. Specifically, if we compare CodeBERT
with BLOOM (CodeParrot), CodeBERT can at most deal
with a code snippet of 512 tokens while BLOOM (Code-
Parrot can deal with a data instance at most consisting of
2,048 (1,024) tokens. Besides, BLOOM is pre-trained on a
giant pre-training data of over 366 billion tokens including
46 natural languages and 13 programming languages. How-
ever, CodeBERT is pre-trained on the CodeSearchNet [50]
dataset of 8 million code snippets or documentations includ-
ing 6 programming languages. For model sizes, the largest

TABLE 1: Pre-trained Models for Code

Models Structure Model Size
(Billion)

Max Length
(Token) #Training Data

CodeBERT [45] Encoder 0.13 512 8M instances
CodeT5 [46] Enc-Dec 0.22 512 8M instances
Codex [40] Decoder 12 4,098 Unknown
CodeParrot [42] Decoder 1.5 1,024 15B tokens
BLOOM-1.1b [41] Decoder 1.1 2,048 366B tokens
BLOOM [41] Decoder 176 2,048 366B tokens

variant of BLOOM is more than 1,000 times larger than
CodeBERT. For lack of computation resources, PatchZero is
built on a smaller BLOOM with 1.1 billion parameters and
CodeParrot, which are 7.5x and 10.5x larger than CodeBERT
respectively.

2.2 Usages of Pre-trained Model
2.2.1 Fine-tuning
Fine-tuning a pre-trained model for downstream tasks [35],
[45], [46], [51] is a prevalent paradigm in the NLP and
SE field. Fine-tuning utilizes the knowledge in pre-trained
models to achieve better model initialization. Using a pre-
trained language model for initialization often produces
better results with enough labeled data. To adapt pre-trained
models to downstream tasks, fine-tuning trains the model in
a supervised way. Specifically, given a dataset that consists
of task-specific samples X and corresponding labels Y , fine-
tuning aims to find a set of parameters θ for the pre-trained
model so that θ = argmaxθ P (Y |X, θ).

2.2.2 In-context Learning
Though very effective and easy-to-use, fine-tuning usually
requires relatively large labeled downstream task datasets to
fine-tune all parameters in pre-trained models [52]. Besides,
fine-tuning demands for large GPU resources to load and
update all parameters of pre-trained models [53].

An alternative popular approach proposed in GPT3 is
in-context learning (ICL) [39], which induces a model to per-
form a downstream task by inputting examples to the model
without any parameter update or training. ICL requires no
gradient-based training and therefore allows a single model
to immediately perform evaluations on different datasets.
ICL mainly relies on the capabilities and knowledge that a
pre-trained model learned during its pre-training. The in-
context learning makes predictions based on the probability
of generating the next token y given the unlabeled data
instance x and the context C , which includes k labeled ex-
amples. ICL outputs the token y with the highest probability
as the prediction for the unlabeled input data x. It can be
expressed as: y = argmaxy PPTM (y|C, x), where PTM
denotes the pre-trained model. C is a context/demonstra-
tion created by concatenating k instances along with their
corresponding labels i.e., C = x1, y1, x2, y2, ..., xk, yk. As
shown in the illustration of Figure 1, ICL asks the pre-
trained model to predict the correctness of a test patch given
several labeled patches as the context, and the pre-trained
model outputs “correct” because its probability as the next
token is the highest.

3 PROPOSED APPROACH

PatchZero is proposed to utilize labeled patches of existing
APR tools to predict the correctness of the patches generated
by a new/unseen APR tool. Hereafter, we denote the labeled
patches of existing APR tools as the labeled patch pool and
denote the patches generated by a new or unseen APR tool
as test patches (only used in inference). In addition, we
denote a new or unseen APR tool as the target APR tool.
Figure 2 illustrates the overall framework of PatchZero. It
takes a patch generated by a target APR tool as input and
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Fig. 2: Overall Framework of PatchZero.

outputs its correctness label (i.e., clean or overfitting) by
leveraging large pre-trained models and the labeled patch
pool. A generated patch is “clean” (“correct”) if it not only
passes all the available test cases but also fixes the bugs in
the program. A generated patch is considered “overfitting”
(“wrong”) if it only passes all the available test cases but is
still incorrect with respect to the intended program specifi-
cation which is not suitable for program repair. Please note
that we also refer to “clean” as “correct” and “overfitting”
as “wrong” in the later part.

Specifically, PatchZero consists of the following four
steps:

• Step 1: Pre-processing In the first step, we modify the
patches by a recent NLP technique called prompting [39],
[54], [55] and convert the prompted patches into sub-
tokens via tokenizers of pre-trained models. We describe
the details of this step in Section 3.1.

• Step 2: Instance-wise Demonstration Formation Explic-
itly providing a few input-output examples as a demon-
stration to the large pre-trained models can boost the
model performance in effectiveness [39]. Rather than ran-
domly sampling examples [39], in this step, we design
a strategy to select several appropriate patches from the
labeled patch pool for each test patch. We describe the
details of this step in Section 3.2.

• Step 3: In-Context Learning Inference We feed the test
patch with its demonstrations (a few labeled patches
retrieved from the labeled patch pool) into the large pre-
trained models (BLOOM and CodeParrot). The large pre-
trained models can predict the next tokens conditioning
on the input data. The predicted next tokens are then
mapped to correctness labels for completing the inference
process. We describe the details of this step in Section 3.3.

• Step 4: Predictions Ensemble Two large pre-trained mod-
els (BLOOM and CodeParrot) individually give predic-
tions for the test patches. As the two models are pre-
trained on different large-scale datasets with different
designs, they may gain complementary knowledge to
each other during pre-training. This motivates us to com-
bine the predictions of these two models to obtain more
accurate predictions. We describe the details of this step

in Section 3.4.

3.1 Pre-processing
To enable pre-trained models to perceive the information in
patch data, the first step is to pre-process the raw patches.
We first leverage prompts to patches (i.e., a piece of the
text inserted in the input data instances) and tokenize the
prompted patches into sub-tokens that pre-trained models
can understand.
Prompting Patches. We pre-process patches based on the
recent advances in NLP, namely prompting [39], [54], [55],
which can help to better adapt a generic pre-trained model
to a specific downstream task. The intuition of prompting
is to convert the downstream tasks into a similar form as
the pre-training stage. For pre-trained models whose pre-
training objective is to predict the next token given previous
tokens, e.g., GPT-3 [39] and BLOOM [41], prompting aims
to ask a model to predict the next token (i.e. “correct”
or “wrong” in this task) given previous tokens (patch
contents and demonstrations). To help pre-trained models
understand task-specific information, prompting modifies
the input data by adding a piece of text description, namely
prompt templates.

The prompt template is a textual string that has two
slots: (1) an input slot [X] for original input data x and
(2) an answer slot [Z] for the predicted answer/label token
z. The label token z is mapped into the predicted label
ŷ by a verbalizer [56] to complete the downstream tasks.
The verbalizer, denoted as V , is a function that maps each
predicted label token z to a class ŷ in the target class set Y :

V : Z → Y (1)

where Z indicates the label token set. In the APCA task,
the label token set Z includes two tokens, i.e., {“correct”,
“wrong”}, and the class set Y contains {-, +} for indicating
correct (clean) and wrong (overfitting) patches, respectively.
Note that the verbalizer is manually defined instead of
learned from data.

In this work, we apply a prompt template that contains
understandable natural language texts. After inserting a
prompt template to input data, the task objective becomes
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predicting the label token at the answer slot [Z], which is
“correct” or “wrong”. Specifically, a straightforward tem-
plate for the patch correctness prediction task can be formu-
lated as follows:

fprompt(x) =

“[X] Q : It was wrong or correct? A : It was [Z]. ”

V =

{
+: wrong,
− : correct,

(2)

where V is the defined verbalizer. [X] denotes the input slot
where the input patch x should be filled in.
Tokenization. To tokenize the inputs for the pre-trained
models, we use the tokenizer of each corresponding pre-
trained model. They are generally built based on the byte
pair encoding (BPE) [57], which builds the vocabulary by
iteratively adding the most frequent combinations of char-
acters and outputs a sequence of token sequences. BPE can
reduce the size of the vocabulary by breaking uncommon
long tokens into sub-tokens that frequently appear in the
pre-training corpus. Besides, BPE is known to help mitigate
the Out-of-Vocabulary (OoV) issue [58].

3.2 Instance-wise Tailored Demonstration Formula-
tions
Motivation. In the zero-shot setting of the Automatic Patch
Correctness Assessment, all the patches that are generated
by a new APR tool are unlabelled. We define these unla-
belled patches as test patches. On the other hand, there
exists a pool of labeled patches generated by the existing
APR tools which also contains useful and valuable infor-
mation about correctness (e.g., the context of the patch).
A standard ICL approach [39] treats all the labeled data
equally and randomly samples k labeled patches to form
a demonstration for the pre-trained model, providing the
context information about a downstream task. In the APCA
task, however, every patch does not equally contribute. For
instance, a patch that aims to fix a similar bug to the test
patch is more instructive than a randomly sampled one. In
other words, we need to design a tailored demonstration
formation strategy that can form optimized demonstrations
for each test patch and inspire the pre-trained model to
achieve better prediction results.

To select patches, a simple-yet-effective idea is to choose
semantically similar patches from the labeled patch pool.
The semantically similar patches contain similar code
changes like the test patch. The subtle difference between
similar patches and test patches can possibly contribute to
the difference in labels. We assume that providing such
semantically similar patch-label pairs to the pre-trained
models can inspire them to learn the context information
related to the test patch. With this line of thought, we
expect the pre-trained models to induce the label of the test
patch considering both the patches detected as semantically
similar and the test patch.

The process of the instance-wise tailored demonstration
includes the following steps: 1) We first embed patches
in both the labeled patch corpus and patches in the test
set into vector representations by utilizing a patch embed-
ding model based on contrastive learning. 2) For each test

patch x, we retrieve its top-k most similar patches (i.e.,
x1, x2, ..., xk) among the labeled patch pool measuring the
distances in the vector space by adopting cosine similarity.
3) The top-k most semantically similar patches are modified
via prompting (Section 3.1) and then concatenated to form
the context/demonstration. It can be formulated as follows:

C = 〈fprompt(x1), y1, ..., fprompt(xk), yk〉 (3)

4) The context/demonstration C is further appended to the
test input x and finally fed into the pre-trained model.

Next, we introduce how we build the contrastive
learning-based patch embedding model that is used to
embed patches into embeddings.
Contrastive Learning for Patch Embedding. It is of great
significance to represent patches in suitable embeddings
because it will particularly affect whether the patches with
the highest similarity scores are semantic similar to the
test patch or not. To embed patches into embeddings of
good quality, we train an unsupervised patch representation
model by leveraging contrastive learning [59].

Although there exist effective code change representa-
tion models such as CC2Vec [60], they need further in-
formation like commit messages to learn the code change
embedding. In many open datasets, however, there is no
such information [61], [62]. Considering this phenomenon,
we decide to train our own contrastive learning-based patch
embedding model which only utilizes patch contents.

In the contrastive learning framework, we need a pre-
training dataset whose input instance is in the form of a
triplet 〈p, p+, p−〉, where p is a patch, p+ is a semantically
similar patch to p, and p− is a semantically dissimilar
patch to p. Thus, 〈p, p+〉 is considered as a similar pair
and 〈p, p−〉 is a dissimilar pair. The main training objective
of contrastive representation learning is to learn such an
embedding space in which similar patch pairs stay closer to
each other while dissimilar ones push out far away from
each other. Unfortunately, to the best of our knowledge,
existing patch datasets in Software Engineering (SE) domain
(e.g., the ManySStuBs4J [61]) do not contain information on
whether a patch pair is similar or dissimilar. In such a case,
we can not directly use existing patch datasets to train the
contrastive learning model.

To construct a dataset that contains a large number of
triplets 〈p, p+, p−〉, we follow the spirit of unsupervised con-
trastive learning [59]: 1) assuming that each data instance pi
is unique and dissimilar to other data instances, then, any
of the other data instances can be negative samples p−i . 2)
if performing semantic-preserving transformations on pi, as
no semantics are changed, the data after transformations
can be considered as the positive sample p+i to the original
instance pi.

We apply a transformation proposed in SIMCSE [59] on
patches to form the positive sample p+i , which is based on
the dropout operation. Dropout [63] is a popular technique
where randomly selected neurons are ignored during train-
ing to alleviate the overfitting problem of neural networks.
SIMCSE [59] successfully generated sentence embeddings
with the dropout technique. It embeds texts into distributed
embeddings retaining their semantics. As shown in Figure 3,
SIMCSE simply applies the standard dropout operation [63]
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Fig. 3: Generating the embeddings of positive samples via
the Dropout operation in SIMCSE. It adopts two different
dropout operations which results in two different
embeddings.

twice to obtain two different embeddings of the same data
instance pi:

• The first dropout operation (the red one) randomly
ignores a set of neurons and results in the embedding
of patch pi.

• To obtain a different patch embedding of the same
patch, SIMCSE adopts the second dropout operation
(the blue one) which ignores another set of neurons. The
embedding after the second dropout is regarded as the
embedding of the positive sample p+i .

As we construct positive and negative samples in an
unsupervised way that does not need any labels in datasets,
we can use any patch dataset as the pre-training data to per-
form contrastive learning. In this work, we utilize patches
in the ManySStuBs4J [61] dataset, which contains 153,652
single-statement bug-fix patches mined from 1,000 popular
open-source Java projects. It is widely used in many SE
downstream tasks such as automated program repair [64],
bug detection [65], and fault localization [66].

Similar to SIMCSE [59], we also use a pre-trained Trans-
former model as the base model for generating embeddings
and add a multi-layer perceptron (i.e., MLP) on top of it. In
SIMCSE, it uses RoBERTa [47] as the base model; however,
as our data is source code, we use CodeBERT [45], which
is pre-trained on both source code and texts. Note that in
the framework of contrastive learning, fine-tuning is indis-
pensable to learn such an embedding space in which similar
patch pairs stay closer to each other. However, fine-tuning a
huge pre-trained model requires vast computation resources
that we cannot afford. Thus, we choose to use CodeBERT to
learn the contrastive learning-based patch embedding rather
than BLOOM. During the training, for an input instance in
the form of a triplet 〈p, p+, p−〉, the loss function is defined
as follows:

li = −log
ecos(pi, p

+
i

)/τ∑N
j (ecos(pi, p

+
j

)/τ + ecos(pi, p
−
j

)/τ)
(4)

where pi denotes the representation of the i-th patch; p+i
(p−i ) is the representation of a semantically similar (dissimi-
lar) patch to pi; N is the number of patches in a mini-batch; τ
is a temperature hyper-parameter; and cos is the cosine simi-
larity function. All the parameters in CodeBERT are updated
to minimize the loss (i.e., Eq.4). We train the model on the
ManySStuBs4J dataset by adopting the semantic-preserving
transformation mentioned above. For implementation de-
tails, we implement the model by using a popular deep-

learning library called HuggingFace1. We simply adopt the
hyper-parameters recommended by SIMCSE [59] which are
the learning rate as 5e-5, batch size as 64, and the number of
epochs as 3.

3.3 In-context Learning Inference

The in-context learning inference can be regarded as a text
generation problem where the pre-trained model is frozen.
We follow Brown et al. [39] to use the typical in-context
learning method with k labeled examples (x1, y1)...(xk, yk).
The only difference is that we do not randomly sample
the k-labeled examples but select the top-k most similar
examples based on our patch embedding model. The in-
context learning inference outputs the token y with the
highest probability as the prediction for the unlabeled input
data x. It can be formally expressed as:

y = argmax
y

PPTM (y|C, x). (5)

where PTM denotes the parameters of the pre-trained model
which are frozen all the time. We use a recently released
large pre-trained model, BLOOM [41], the multilingual giant
pre-trained model that is completely open-sourced. BLOOM
has a list of variants of different model sizes and the largest
variant model has 176 billion parameters. We choose to use
the “BLOOM-1.1b” variant which has 1.1 billion parameters.
It is approximately 7.5 times larger than the pre-trained
model like RoBERTa-base [47] (0.13 billion parameters) or
CodeBERT [45] (0.13 billion parameters) which are com-
monly used for both research and practice. In addition,
we also adopt the popular large pre-trained model namely
CodeParrot [42] which is about 10.5 times larger than Code-
BERT.

In the equation, C is the demonstration (context) created
by concatenating the top-k most similar patches retrieved
from the corpus (See the details in Section 3.2) along with
their corresponding labels. Note that each patch is first mod-
ified via prompting (Section 3.1) before the concatenation.
Concretely, the context before the test patch is formulated
as:

C = 〈fprompt(x1), y1, ..., fprompt(xk), yk〉 (6)

where fprompt is the prompt template we defined in Sec-
tion 3.1 and xk, yk are the top-k most similar patches and
their labels with respect to the test patch x. The context
C is further appended to the test input x and finally sent
to the large pre-trained model. As the patch correctness
assessment task is formulated as a binary classification
task [23], [34], we first compute the probabilities of the clean
class (i.e. PPTM (“correct”|C, x)) and the overfitting class
(i.e. PPTM (“wrong”|C, x)) and normalize the probabilities
of two classes. Then, if the probability of the overfitting class
is larger than 0.5, the test patch is predicted as “overfitting”.
Otherwise, it is predicted as “clean”. We call the probability
of the overfitting class generated by a large pre-trained
model (after normalization) as the prediction score.

1. https://huggingface.co/
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3.4 Predicitions Ensemble
BLOOM and CodeParrot both give prediction scores for
an input test patch. Typically, there are multiple ways to
combine scores from different models including the average,
maximum, sum, and weighted average of scores [67]. In our
preliminary experiment, we found that taking the average
of two models’ predictions achieves the best performance in
5% of data randomly sampled from the labeled patch pool.
Thus, we simply calculate the average of two prediction
scores of the BLOOM and CodeParrot as the final prediction
score.

4 EXPERIMENTAL SETTING

4.1 Dataset
We use the dataset used in Lin et al. [34]’s work containing
a total of 1,183 patches from the Defects4J benchmark [68]
where most existing APR tools are evaluated. The dataset
is merged from two existing large-scale datasets provided
by Wang et al. [29] and Tian et al. [23]. Patches in these
two datasets were either written by developers (i.e., the
ground-truth patches) or generated by 22 different APR
tools. Note that their correctness has been carefully labeled
and checked.

4.2 Cross-Tool Validation
In this paper, we aim to utilize labeled patches of existing
APR tools to predict the correctness of the patches generated
by a new/unseen APR tool. However, patches generated by
future APR tools are impossible to get. Thus, we conduct a
“cross-tool” validation that is close to the setting above. In
the “cross-tool” scenario, we iteratively regard each APR
tool as the target APR tool. For instance, we can first
consider the tool TBar [11] as the target APR tool, then, all
the patches generated by TBar are used as the test dataset.
At the same time, other patches generated by other APR
tools are used as the training data. In this way, we can still
evaluate whether the model can transfer the knowledge in
labeled patches of APR tools except TBar to the patches
generated by TBar. To carry out the experiment, we employ
22 existing APR tools and construct 22 different sub-datasets
in a leave-one-out manner, i.e., we iteratively pick one APR
tool as the target APR tool for each sub-dataset. Please note
that we remove the patches of the existing APR tools (i.e.,
the labeled patch pool) that are identical to any patch in the
test set to avoid the data leaking issue.

4.3 Baselines
Please note that each baseline tool is trained on the corre-
sponding training set (i.e., the labeled patches generated by
other APR tools) while considering each APR tool as the tar-
get at a time. Only PatchZero does not have a training phase,
while all the other methods need training. Our baselines are
listed as follows:
Tian et al.’s Approach. Recently, Tian et al. [23] proposed
an approach to leverage code (change) representation tech-
niques to predict the correctness (i.e., correct or overfitting)
of APR-generated patches. They adopted three recent rep-
resentation techniques (i.e., BERT [35], CC2vec [60], and

Doc2vec [69]) with well-known Machine Learning classifiers
(i.e., Logistic Regression, Decision Tree, and Naive Bayes)
to demonstrate that it could achieve a promising result.
Technically, they froze the representation models and used
them to embed patches into distribution embeddings. Then,
they fed the embeddings with the labels of patches to
Machine Learning classifiers to train classifiers.
Cache. Lin et al. [34] proposed an approach named Cache
that showed the state-of-the-art performance in the patch
correctness assessment task. Cache learns a context-aware
code change embedding considering program structures.
Specifically, given a patch, Cache focuses on both the
changed code and correlated unchanged part and utilizes
the AST paths technique for representation where the struc-
ture information from the AST node can be captured. After
learning the representation, Cache builds a deep learning-
based classifier to predict the correctness of the patch.
They performed extensive experiments and showed that
Cache outperformed the existing representation learning-
based techniques [23] and testing-based approaches [25],
[26], [29], [30], [31].
CodeBERT. Following the recent success of Transformer
based pre-trained models in NLP like BERT [35], practition-
ers have proposed pre-trained models for code, e.g., Code-
BERT [45]. CodeBERT is a solid baseline in a wide range of
SE downstream tasks such as code search and code summa-
rization. Considering that Tian et al. [23] already used BERT
in their work and CodeBERT is a BERT-like model that is
pre-trained on text and code, we first utilize CodeBERT in
the same way proposed by Tian et al.’s work: freeze the
parameters of CodeBERT to extract code embedding and
use Logistic Regression to conduct the classification based
on the code embedding (denoted as “CodeBERT+LR”). Fine-
tuning models usually leads to better performance in terms
of effectiveness than freezing models [70]. Thus, we also
try an alternative way to use CodeBERT, that is, we replace
the Logistic Regression classifier with fully-connected layers
and directly fine-tune CodeBERT with the training data (de-
noted as “CodeBERT+FT”). For “CodeBERT+FT”, we adopt
the hyper-parameters used in the CodeBERT paper [45]: the
learning rate is 1e-5 and the number of training epochs is 8.

4.4 Evaluation Metrics
To evaluate the effectiveness of various target approaches,
we adopt widely used evaluation metrics for classification
tasks: Accuracy and F1-score. Both Accuracy and F1-score
can be measured based on the number of true positives
(TP), false positives (FP), and false negatives (FN). Accuracy
is defined as the ratio of the number of correctly pre-
dicted data (i.e., TP+TN) to the number of all patches (i.e.,
TP+TN+FP+FN). TP case is referred to when a model pre-
diction is overfitting for an overfitting patch, otherwise, it is
an FN case. FP case is referred to when a model prediction
is overfitting for a correct patch, otherwise, it is a TN case.
F1-score is defined as the harmonic mean of Precision and
Recall values. For example, Precision is the ratio of correctly
predicted overfitting patches to all the patches predicted
as overfitting (i.e., Precision = TP

TP+FP ) and Recall is
the ratio of the number of correctly predicted overfitting
patches to the actual number of overfitting patches (i.e.
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TABLE 2: Hyper-parameter Tuning Results (F1-score) of
PatchZero.

Top kHyper- parameters
Tuning (F1-score) 3 5 10 15

0.85 69.6 71.1 71.0 70.8
0.90 70.2 71,4 71.7 71.6Threshold

β 0.95 70.1 70.7 71.0 71.0

Recall = TP
TP+FN ). F1-score can be formally defined as

F1-score = 2×Precision×Recall
Precision+Recall .

4.5 Hyper-parameter Tuning on Selecting Similar La-
beled Patches
As introduced in Section 3, the demonstration is created
by concatenating the most similar patches retrieved from
the labeled patches of existing APR tools. It is important to
decide the way to choose the “most similar patches” given
a test patch. The general idea is to include as many similar
patches as possible, such that it can provide more valuable
information to PatchZero. We specify the general idea into
two hyper-parameters:

• the k value: it is the maximum number of the most
similar patches that we consider to build the in-context
learning demonstration. For instance, “k = 10” indi-
cates that we consider up to 10 patches.

• the similarity threshold β: it constrains the similarity
of patches for building the demonstration. Specifically,
for a test patch, only labeled patches with higher cosine
similarities than the threshold β are considered.

To select a fixed similarity threshold β and a fixed k value
for testing, we first performed preliminary experiments on
5% of data randomly split from the labeled patch pools. As
shown in Table 2, PatchZero shows the best performance on
average when k = 10 and β = 0.9. We select the top 10
patches whose cosine similarity scores are higher than 0.9 to
a test sample to form a demonstration during testing.

4.6 Research Questions
In this paper, we aim at answering the following research
questions:
• RQ1: How does PatchZero perform compared to state-of-

the-art approaches in the cross-tool setting?
• RQ2: How does each component of PatchZero contribute?

We design RQ1 to demonstrate the effectiveness of
PatchZero by comparing it with state-of-the-art patch cor-
rectness assessment approaches. In RQ2, we carefully con-
duct an ablation study to illustrate the contribution of each
component in our solution.

5 EXPERIMENTAL RESULTS

5.1 RQ1. Effectiveness
We evaluate the effectiveness of PatchZero by comparing it
against the state-of-the-art patch correctness assessment ap-
proaches. As we mentioned in the experimental setting, Tian
et al. [23] adopted three representation techniques and three
machine learning classifiers. Among nine variants, we only

TABLE 3: Accuracy of PatchZero and Baselines.

Target APR Tian et al.
[23]

Cache
[34]

CodeBERT
+LR

CodeBERT
+FT PatchZero

ACS 56.1 55.3 51.2 36.6 68.3
Arja 57.9 42.1 68.4 89.5 91.2
AVATAR 53.7 66.7 61.1 72.2 81.5
CapGen 58.0 78.1 72.4 76.0 82.0
Cardumen 66.7 44.4 55.6 88.9 88.9
DynaMoth 59.1 68.2 81.8 95.5 95.5
FixMiner 56.0 72.1 64.1 68.0 84.0
GenProg 56.0 88.2 56.3 88.0 96.0
HDRepair 87.5 37.5 50.0 50.0 87.5
Jaid 63.9 67.6 55.6 55.6 72.2
jGenProg 56.4 87.2 53.8 89.7 84.6
jKali 60.0 80.1 60.5 85.7 91.4
jMutRepair 75.0 50.2 68.8 75.0 87.5
Kali 60.5 76.3 76.3 94.7 89.5
kPAR 70.6 73.5 67.6 88.2 79.4
Nopol 58.9 72.6 60.8 89.5 93.7
RSRepair 60.6 63.6 69.7 81.8 94.0
SequenceR 76.4 65.2 56.4 65.5 63.6
SimFix 48.3 65.5 60.3 70.7 75.9
SketchFix 66.7 75.0 50.2 66.7 83.3
SOFix 72.7 45.5 63.6 9.1 36.4
TBar 77.5 65.9 50.1 80.0 90.0
Average 63.6 65.3 61.6 73.5 82.7
Improve. +30.0% +26.6% +34.2% +12.5% -
Weighted Average 61.4 67.5 61.7 75.8 83.0
Improve. +35.1% +22.3% +34.5% +9.5% -
LR: apply Logistic Regression upon the frozen model, FT: Fine-tuning.

report the best-performing combination due to the limited
space. For Cache, we reuse the implementation released by
the authors of Cache. Tables 3–4 show the effectiveness of
all the approaches including PatchZero and the baselines in
terms of Accuracy and F1-score.

The experimental results show that PatchZero outper-
forms all the baseline techniques while the state-of-the-art
(i.e., Cache) struggles in the zero-shot setting. PatchZero
showed 30.0% and 20.4% improvements against Tian et al.’s
work on average in terms of Accuracy and F1-score. It also
showed 26.6% and 19.1% of enhancement against Cache on
average in terms of Accuracy and F1-score. Additionally,
PatchZero led to a substantial boost over a strong baseline
CodeBERT by 12.5 % and 8.1% in Accuracy and F1-score
respectively. Besides, we adopt weighted averages of Ac-
curacy and F1-score where the weights are the number of
patches generated by each APR tool. PatchZero still outper-
forms all baselines. PatchZero leads to 22.3% and 16.4% im-
provements over Cache in terms of weighted average Accu-
racy and F1-score. PatchZero outperforms CodeBERT+FT by
9.5% and 6.1% in terms of weighted average Accuracy and
F1-score. Furthermore, we conduct the Wilcoxon signed-
rank tests between PatchZero and all baselines to investigate
whether the improvements are significant. The results show
that PatchZero is statistically significantly better than all
baselines (all p-values are less than 0.05). For instance, the
p-value between PatchZero and CodeBERT+FT is 0.001.

We additionally observe that fine-tuning CodeBERT (i.e.
CodeBERT+FT) delivers better performances in effective-
ness than freezing the model (i.e. CodeBERT+LR). The rea-
son may be that fine-tuning updates CodeBERT to better
fit the APCA task. It is also interesting to note that fine-
tuned CodeBERT outperforms the state-of-the-art technique
(i.e., Cache). It indicates the knowledge learned during pre-
training is helpful to alleviate the problem of lacking labeled

8



TABLE 4: F1-score of PatchZero and Baselines.

Target APR Tian et al.
[23]

Cache
[34]

CodeBERT
+LR

CodeBERT
+FT PatchZero

ACS 40.0 45.2 41.2 35.0 55.2
Arja 70.7 52.2 78.6 94.0 94.9
AVATAR 63.8 71.9 68.7 81.5 87.8
CapGen 71.2 85.7 82.5 83.8 88.3
Cardumen 80.0 61.5 71.4 94.1 94.1
DynaMoth 72.7 81.1 90.0 97.7 97.7
FixMiner 68.6 80.0 72.7 77.8 89.5
GenProg 70.3 93.6 71.8 93.6 98.0
HDRepair 88.9 44.4 50.0 50.0 88.9
Jaid 68.3 70.9 67.3 67.3 78.7
jGenProg 70.2 90.6 69.0 94.3 93.0
jKali 75.0 88.1 74.1 92.1 95.2
jMutRepair 85.7 63.6 81.5 85.7 92.9
Kali 73.7 86.2 86.2 97.3 94.4
kPAR 82.1 84.2 80.0 93.5 88.1
Nopol 72.7 84.0 75.0 94.4 96.7
RSRepair 74.5 76.0 80.8 90.0 96.8
SequenceR 84.7 75.0 67.6 75.3 74.4
SimFix 59.5 77.3 70.9 79.5 84.8
SketchFix 71.4 82.4 62.5 66.7 85.7
SOFix 40.0 20.0 33.3 16.7 22.2
TBar 85.7 74.1 63.6 88.2 94.1
Average 71.4 72.2 69.9 79.5 86.0
Improve. +20.4% +19.1% +23.0% +8.1% -
Weighted Average 70.7 75.0 71.6 82.3 87.3
Improve. +23.5% +16.4% +21.9% +6.1% -
LR: apply Logistic Regression upon the frozen model, FT: Fine-tuning.

patches generated by the target APR tool.

Confusion Matrix Analysis. Figure 4 compares the confu-
sion matrices of PatchZero and the best-performing baseline
(i.e. CodeBERT+FT). For ease of analysis, we put the pre-
dictions of each test set in the “cross-tool” setting together
and compute the confusion matrices. In total, we have
829 patches generated by 22 APR tools. Please note that
though the whole dataset has 1,183 patches, only 829 of
them are generated by APR tools and the other patches
are contributed by developers. Among the 829 generated
patches, 648 patches are overfitting and only 181 patches are
correct. The correct patch ratio of APR-generated patches
is only 21.8% ( 181

181+648 ) on average without using APCA
techniques. Using PatchZero, it can filter out 597 overfitting
patches (i.e., 92.1% of overfitting patches) as shown in
Figure 4b. The remaining patches are predicted as correct
by PatchZero and the correct patch ratio of the remain-
ing patches is increased from 21.8% to 64.1% ( 91

91+51 ). For
CodeBERT+FT, as shown in Figure 4a, it can filter out 566

(a) CodeBERT+FT (b) PatchZero

Fig. 4: Confusion Matrices of PatchZero and the
best-performing baseline CodeBERT+FT.

overfitting patches (i.e., 87.3% of overfitting patches) but
the correct patch ratio of the remaining patches is only
43.1% ( 62

62+82 ). PatchZero outperforms CodeBERT+FT by
48.7% in terms of the correct patch ratio of the remaining
patches. Though APCA techniques can help to reduce the
number of overfitting patches, they inevitably delete some
correct patches at the same time. Figure 4 also shows
that CodeBERT+FT wrongly predicts 119 correct patches as
“overfitting” while the corresponding number for PatchZero
is 91. It indicates that PatchZero makes fewer mistakes than
CodeBERT-FT.
Case Study. We give a case study to demonstrate how
our proposed instance-wise demonstration would enhance
the large pre-trained models. Given a test patch, we use
PatchZero with and without the instance-wise demonstra-
tion to predict whether the test patch is correct or overfitting.
Figure 5 illustrates an example of a test patch taken from
the closure-compiler project and the most similar patch
retrieved from the labeled patch pool. Such a test patch
(the left-hand side code) tries to repair the program by
removing the condition of the else if statement. The
large pre-trained models initially predict the input test patch
as “correct”. But this test patch, in fact, is an overfitting
patch. However, using the instance-wise proposed demon-
stration, the prediction is changed to “overfitting” which
is the ground truth. The most similar patch retrieved from
the labeled patch pool (the right-hand code) also tries to
repair the program by relaxing the condition of the else
if statement but this patch is already identified as an
overfitting patch. As these two patches are functionally
equivalent, the label of the most similar patch is valuable for
large pre-trained models to judge the test patch. In general,
we observe that the instance-wise proposed demonstration
strategy could provide additional relevant information to
large pre-trained models and correct the potential errors in
its initial predictions.

Answer to RQ1: PatchZero outperforms the baseline
techniques with a large margin while the state-of-
the-art struggles in the zero-shot cross-tool valida-
tion setting. Knowledge being trained during the
pre-training can alleviate the lacking number of la-
beled patches of the target APR tools.

5.2 RQ2. Ablation Study
To illustrate the contributions of each component of
PatchZero, we carry out an ablation study and the results
are shown in Table 5.

Firstly, we investigate the contributions of the predic-
tions ensemble module. We use the prediction scores gen-
erated by BLOOM and CodeParrot separately to give final
predictions on the correctness of patches. As presented in
Table 5, on average, the ensemble model leads to 2.0% and
1.3% improvements in Accuracy and F1-score over a single
large language model (e.g., BLOOM). This supports that
BLOOM and CodeParrot are complementary to each other
to some extent.

Secondly, we investigate the contributions of the large
pre-trained models (e.g., BLOOM) and our instance-wise
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SMU Classification: Restricted

A test patch generated by AVATAR Most similar patch from labelled patch pool

Predicted Class: Correct Label: Overfitting

Predicted Class: Overfitting

Demonstration

Fig. 5: A test patch generated by AVATAR and the predictions given by PatchZero with and without the instance-wise
demonstration.

TABLE 5: Results of the ablation study in terms of
Accuracy and F1-score on average of all APR tools. Note

that “w.o.” refers to “without”.

Ablation Study Acc. F1
full model PatchZero 82.7 86.0

PatchZero (BLOOM only) 81.1 84.9ensemble PatchZero (CodeParrot only) 81.0 85.1
wo. Large Pre-trained Models 70.0 75.0components w.o. Demonstration 72.7 81.6

tailored demonstration formulations. “PatchZero (wo. Large
Pre-trained Models)” represents the model variant that does
not use the large pre-trained models to generate predictions.
Instead, it uses a k-Nearest Neighbor (kNN) model as the
classifier. Specifically, it retrieves the N most similar patches
to the test patch by leveraging the patch embedding model.
These retrieved patches are fed directly into a kNN model
to predict the correctness label of the test patch by majority
voting among the N instances’ labels. For example, the
kNN model will predict a test patch as “correct” when the
majority of the N similar patches are “correct”.

“PatchZero (w.o. Demonstration)” indicates the model
variant does not use the proposed instance-wise demon-
stration formulation strategy (Section 3.2) but randomly
samples examples as the demonstration. Specifically, it first
randomly samples M labeled patches from the labeled
corpus. Then, it forms a demonstration by concatenating the
randomly sampled M patches and feeds the data to large
pre-trained models to generate the prediction.

As presented in Table 5, on average, PatchZero leads to
18.1% and 14.7% improvements in Accuracy and F1-score
over the “PatchZero (wo. Large Pre-trained Models)” vari-
ant. This indicates that the large pre-trained models leverage
the knowledge learned in pre-training to correct the errors
in the retrieval model (i.e. the patch embedding model). In
addition, if we compare PatchZero with “PatchZero (w.o.
Demonstration)”, we observe that giving randomly sampled
examples to the large pre-trained models may mislead it
to give the wrong prediction. In general, our specialized
instance-wise demonstration formation strategy leads to
13.8% and 5.4% improvements in Accuracy and F1-score
on average compared to random sampling. In conclusion,

the results confirm that the predictions ensemble module,
the large pre-trained models, and the instance-wise demon-
stration formation strategy help PatchZero to give a more
accurate prediction.

Answer to RQ2: PatchZero’s three major compo-
nents: (1) large pre-trained models, (2) an instance-
wise demonstration formation strategy, and (3) the
predictions ensemble module, play vital roles in
accurate prediction.

6 DISCUSSION

6.1 Time and Resource Costs

Despite PatchZero outperforming the state-of-the-art, Cache
with a large margin, leveraging large pre-trained models
may diminish its usability. We conduct an extensive investi-
gation on the trade-off between the model’s effectiveness
and the cost to measure its usefulness. Table 6 presents
the time and GPU costs of APCA approaches on average
of APR tools. Note that Tian et al.’s approach leverages
standard machine learning classifiers which do not require
GPU resources. Note, again, PatchZero does not include a
training phase. First, PatchZero can finish the inference on
each patch within 2.4 seconds, demonstrating its efficiency.
Second, although the large pre-trained models (BLOOM and
CodeParrot) used in PatchZero are approximately 7.5-10.5
times larger than CodeBERT in terms of the model size,
there is only a 1GB difference in GPU costs. Third, it is
clear that PatchZero is slower than Tian et al.’s approach
and Cache for the inference phase and charges more GPU re-
sources. However, as PatchZero performs better with a large
margin and it infers within an acceptable time period [71],
we argue that it is reasonable to utilize PatchZero for the
APCA process.

6.2 Scaling up the model sizes

Increasing the size of pre-trained models (e.g., the pre-
training corpus, model parameters, etc.) generally leads to
better performance [35], [39], [72]. To explore the upper
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TABLE 6: Time and GPU costs of PatchZero, Tian et al.’s
approach, Cache, and CodeBERT (fine-tuning).

Cost Tian et al. Cache CodeBERT PatchZero
Train 1s 2m 30s 4m 8s -
Test (per patch) 2.5ms 0.37s 0.45s 2.4s
GPU Memory - 5GB 7GB 8GB
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Fig. 6: Accuracy and F1-scores of PatchZero on average
when the large pre-trained models’ sizes increase.

bound of the PatchZero framework in the APCA task, we
extend PatchZero into PatchZero++ by adopting one of the
largest pre-trained models of code, Codex [40]. Codex has 12
billion parameters which are 91.3 times larger than that of
CodeBERT. Although Codex is not open-sourced, OpenAI
provides an API2 to query Codex. Please note that we do
not try larger BLOOM variants here because there is no API
available for BLOOM and we lack computation resources
to load the parameters of larger BLOOM to conduct experi-
ments. In addition, to observe the trend, we also implement
the smaller variants of PatchZero by adopting smaller pre-
trained models such as “BLOOM-560m”. The overall results
are presented in Figure 6. We observe that the bigger the
model size (green dotted line) is, the better they perform in
terms of Accuracy (blue solid line) and F1-score (red solid
line). PatchZero++ could finally reach an accuracy score of
85.0% and an F1-score of 87.4% on average. It also indicates
that the PatchZero framework could be even stronger if a
larger pre-trained model can be adopted.

6.3 Impacts of the relationship between APR tools

In Section 5, we evaluate the effectiveness of PatchZero in
the “cross-tool” scenario where each APR tool is iteratively
regarded as the target APR tool. We denote this setting
as a specialized zero-shot setting because we do not have
labels of the patches generated by the target APR tool.
While PatchZero still needs access to a corpus of labeled
patches generated by other APR tools (except the target APR
tool), which provides enough information to guide large
pre-trained models making judgments on test patches.

In the “cross-tool” setting, there is a possible bias that
the target APR tool may be very similar to some other
APR tools. For instance, Nopol [73] and DynaMoth [74] are
two variants of the same program repairing framework. If

2. https://beta.openai.com/playground?model=code-davinci-002

TABLE 7: Accuracy of PatchZero and Baselines considering
a set of APR tools as the target.

Target Group
(#patch)

C1
(351)

C2
(251)

C3
(164)

C4
(63) avg. weighted

avg.
Tian et al. [23] 41.6 72.5 42.1 77.8 58.5 53.8
Cache [34] 61.8 61.4 75.6 58.7 63.4 64.1
CodeBERT+LR 45.0 55.8 62.2 57.1 55.0 52.6
CodeBERT+FT 69.2 70.5 73.8 77.8 72.8 71.2
PatchZero 86.6 82.9 76.2 66.7 78.1 81.9

Note that “avg.” refers to “average”.

TABLE 8: F1-score of PatchZero and Baselines considering
a set of APR tools as the target.

Target Group
(#patch)

C1
(351)

C2
(251)

C3
(164)

C4
(63) avg. weighted

avg.
Tian et al. [23] 54.9 82.8 49.2 85.1 68.0 64.5
Cache [34] 73.9 68.2 82.6 69.8 73.6 73.6
CodeBERT+LR 56.6 65.6 72.6 70.0 66.2 63.5
CodeBERT+FT 79.8 82.6 81.1 87.5 82.8 81.5
PatchZero 92.4 88.5 84.2 76.4 85.4 88.4

Note that “avg.” refers to “average”.

some APR tools are very similar to each other, it is possible
that their generated patches are very similar as well. In
the example of Nopol and DynaMoth, if we regard the
generated patches of Nopol as the test data, and the patches
of DynaMoth as some part of the training data, it may cause
a potential data leaking problem. To address this, we carried
out extensive experiments by considering the relationship
between APR tools. Following the categories proposed by
Wang et al. [29], the studied 22 APR tools are categorized as
follows:

• Heuristic-based (C1): Arja, CapGen, GenProg, jGen-
Prog, jKali, jMutRepaiR, Kali, RSRepair, SimFix;

• Constraint-based (C2): ACS, Cardumen, DynaMoth,
Jaid, Nopol, SketchFix;

• Template-based (C3): AVATAR, FixMiner, kPAR,
SOFix, TBar;

• Learning-based (C4): HDRepair, SequenceR.
In this regard, we take all the APR tools in one particular cat-
egory (e.g., C1) as the target APR tools while we consider the
others (C2, C3, C4) as the labeled patch pool. As Tables 7–
8 demonstrate, PatchZero still outperforms all the baselines
by a significant margin (i.e., 15.0%–55.7% and 8.5%–39.2%
in weighted Accuracy and F1-score respectively). More-
over, we conducted Wilcoxon signed-rank tests between
PatchZero and each of all baselines. The results show that
all p values are less than 0.05 (e.g., 0.006 for CodeBERT+FT),
indicating that PatchZero is significantly better than the
baselines. Therefore, we believe that PatchZero is unaffected
by this potential bias.

6.4 Threats to Validity

Threats to External Validity. Large pre-trained models di-
verge depending on different aspects, such as the charac-
teristics of pre-training tasks and the size of pre-training
datasets. As a threat to validity, our study may have a
selection bias by considering only several large pre-trained
models. To mitigate this threat, we conducted preliminary
experiments with existing open-source models and kept
tracking the models that are not publicly shared online.
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Another threat to validity can be dataset selection, as it
may deliver bias in the experimental results. The selection,
however, is to compare against the state-of-the-art following
their settings. Researchers [23], [29] reported that the dataset
had been checked for its correctness which automatically
minimized this threat to validity. Finally, the evaluation
metrics we borrow sometimes may cause bias depending
upon the characteristics of the tasks. We believe this threat
is mitigated as we double-checked, and they are well-known
for classification tasks. Furthermore, We publicly share our
implementation and dataset for future comparisons by the
research community.
Threats to Internal Validity. The main threat to internal
validity lies in the manually crafted prompt that we de-
signed for our model. We cannot ensure that our prompt is
optimal as well as it is impossible to traverse all the potential
prompts. We mitigate this by following the most common
prompts [70] and we share the prompt in the artifacts for
the community to review.
Threats to Construct Validity. The large pre-trained model
we employ in our study is not perfect, and it may have been
under-trained, which can affect its complete effectiveness
as we pre-envisioned in the previous Section. This may
imply that our design can boost the tool’s effectiveness by
capturing more practical features for the assessment. We
believe our future study can shed light on this threat by
considering larger models.

7 RELATED WORK

One of the first explored directions in the Automated Patch
Correctness Assessment (APCA) task is to augment test
inputs. As these approaches run/execute the tests, they
are categorized as dynamic APCA approaches by Lin et
al. [34]. To augment the tests, Yang et al. [26] leveraged fuzz
strategies on existing test cases to automatically generate
new test inputs. On the contrary, Xin and Reiss [30] utilized
the syntactic differences between the buggy code and its
patched code to generate new test inputs while Xiong et
al. [25] focus on the behavior similarity of the failing tests
on buggy and patched programs to assess the correctness
of generated patches. Recently, Wang et al. [29] performed
a large-scale empirical study on the effectiveness of existing
APCA approaches. They mainly studied the dynamic APCA
techniques and found that dynamic techniques can achieve
higher precision than static approaches. However, assessing
patch correctness with the augmented test cases heavily
relies on the quality of tests, and tests with high coverage
may be unavailable in practice [27].

Another popular research direction in the APCA task is
to statically extract code patterns or features from patches
to determine the correctness. Ye et al. [27] proposed ODS
to detect overfitting patches. They first statically extracted
4,199 code features at the AST level from the buggy code
and generated patches by the APR tools. Then they fed the
extracted features to three machine learning algorithms (Lo-
gistic Regression, k-Nearest Neighbors, and Random Forest)
and ensemble the three models to assess the correctness.
As PatchZero is also a static approach, ODS is a similar
tool except that it relies on manually identified features
on their dataset which implies the generalization of the

approach might be difficult [23]. One of the state-of-the-art,
Tian et al. [23] leveraged representation learning techniques
(e.g., BERT [35]) to build embeddings for overfitting and
correct patches generated by APR tools. They then fed the
embeddings to machine learning classifiers (e.g. Logistic
Regression) to obtain prediction results. Moreover, Lin et
al. [34] proposed Cache that utilized both the context and
structure information in patches. Cache achieved state-of-
the-art performances in the APCA task by outperforming
existing dynamic and static APCA tools in Accuracy and F1-
score. Unlike the existing static APCA approaches [23], [34],
PatchZero does not require developers to manually label the
patches generated by a new/unseen APR tool, which indeed
alleviates the manual labeling process for the APCA task.
Finally, Le-Cong et al. [75] recently proposed Invalidator
that utilized both dynamic features (i.e., program invariants)
and static features (i.e., code embedding extracted from
CodeBERT). However, it is time-consuming in generating
the dynamic features. Invalidator took five hours to infer
dynamic features and seven minutes (on average) to assess
the correctness for a single patch. While PatchZero only
costs 2.4 seconds for each patch.

8 CONCLUSION AND FUTURE WORK

Our approach is the first zero-shot Automatic Patch Correct-
ness Assessment (APCA) technique that leverages large pre-
trained code models to assess the correctness of generated
patches by a new/unseen APR tool. The approach includes
a specific strategy to select patch examples to help the
pre-trained model to understand better the context and
task. We build PatchZero by employing recent large pre-
trained code models (BLOOM and CodeParrot) and form
the APCA task into the same format as the pre-training
objective of BLOOM and CodeParrot, i.e., generating the
next token based on previous tokens. Besides, we propose
a contrastive learning-based instance-wise demonstration
formation strategy to select similar patches as examples for
each test patch, which helps the pre-trained model better
understand the correctness of the test patch. Experimental
results show that PatchZero outperforms the state-of-the-
art technique by a significant margin (i.e., 26.6% and 19.1%
improvements in terms of accuracy and F1-score on average
respectively). Specifically, our technique could achieve an
accuracy score of 82.7% and an F1-score of 86.0% on average.
The ablation study confirms that the major components
(e.g., the large pre-trained models and the instance-wise
demonstration formation strategy) of PatchZero contribute
to the effectiveness. For future work, we would like to
explore the effectiveness of PatchZero on other tasks such
as just-in-time defect prediction.
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