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1 Introduction

Truly concurrent process algebras are generalizations to the traditional process algebras for true
concurrency, CTC [7] to CCS [1] [2], APTC [8] to ACP [3], 7 [9] to 7 calculus [5] [6], APPTC
[10] to probabilistic process algebra [13] [14] [15], APTC with localities [11] [12] to process
algebra with localities [16].

In quantum process algebras, there are several well-known work [17] [20] [21] [I8] [19] [24] [25]
[17] [27], and we ever did some work [30] [31] [32] to unify quantum and classical computing
under the framework of ACP [3] and probabilistic process algebra [13].

Now, it is the time to utilize truly concurrent process algebras with localities [I1] [12] to model
quantum computing and unify quantum and classical computing in this book. Since this work
is with localities, it is suitable to verify the distribution of quantum communication protocols.
This book is organized as follows. In chapter Bl we introduce the preliminaries. In chapter
Bl and @ we introduce the utilization of APTC with localities to unify quantum and classical
computing and its usage in verification of distributed quantum communication protocols. In
chapter [l and [, we introduce the utilization of APPTC with localities to unifying quantum
and classical computing and its usage in verification of distributed quantum communication
protocols.



2 Backgrounds

To make this book self-satisfied, we introduce some preliminaries in this chapter, including some
introductions on operational semantics, proof techniques, truly concurrent process algebra [8]
[7 [9] which is based on truly concurrent operational semantics, and also probabilistic truly
concurrent process algebra and probabilistic truly concurrent operational semantics, and also
operational semantics for quantum computing.

2.1 Operational Semantics

The semantics of AC'P is based on bisimulation/rooted branching bisimulation equivalences, and
the modularity of ACP relies on the concept of conservative extension, for the conveniences, we
introduce some concepts and conclusions on them.

Definition 2.1 (Bisimulation). A bisimulation relation R is a binary relation on processes such
that: (1) if pRq and p = p' then ¢ = ¢’ with p'Rq’; (2) if pRq and ¢ = ¢’ then p = p’ with
p'Rq'; (3) if pRq and pP, then qP; (4) if pRq and qP, then pP. Two processes p and q are
bisimilar, denoted by p ~mgar q, if there is a bisimulation relation R such that pRq.

Definition 2.2 (Congruence). Let X be a signature. An equivalence relation R on T(X) is a
congruence if for each f € X, if s;Rt; for i€ {1,-,ar(f)}, then f(s1, Sars)) R (t1, 5 tar(s))-

Definition 2.3 (Branching bisimulation). A branching bisz’mulatz’on relation R s a binary re-
lation on the collection of processes such that: (1) zprq and P 4 p’ then either a =T and P 'Rq

or there is a sequence of (zem or more) T-transitions q 5.5 qo such that pRqy and qg AN q

with p'Rq’; (2) if pRq and q N q' then either a =7 and qu or there is a sequence of (zero or
more) T-transitions p L.5 po such that poRq and pg N p wzth p'Rq’; (3) if pRq and pP,

then there is a sequence of (zero or more) T-transitions q 5.5 qo such that quO and qoP;

(4) if pRq and qP, then there is a sequence of (zero or more) T-transitions p 5o Dopo such
that poRq and poP. Two processes p and q are branching bisimilar, denoted by p ~pprr q, if
there is a branching bisimulation relation R such that pRq.

Definition 2.4 (Rooted branching bisimulation). A rooted branching bisimulation relation R is
a binary relation on processes such that: (1) if pRq and p = p' then q = ¢' with p’ ~yar ¢'; (2)
if pRq and q > ¢’ then p > p' with p' ~piar ¢'; (3) if pRq and pP, then qP; (4) if pRq and qP,
then pP. Two processes p and q are rooted branching bisimilar, denoted by p ~pmym q, if there
1s a rooted branching bisimulation relation R such that pRq.

Definition 2.5 (Conservative extension). Let Ty and Ty be TSSs (transition system specifica-
tions) over signatures ¥ and ¥, respectively. The TSS To @ T} is a conservative extension of
Ty if the LTSs (labeled transition systems) generated by Ty and Ty @ Ty contain exactly the same
transitions t — t' and tP with t € T(3o).

Definition 2.6 (Source-dependency). The source-dependent variables in a transition rule of p
are defined inductively as follows: (1) all variables in the source of p are source-dependent; (2)
if t Lt s a premise of p and all variables in t are source-dependent, then all variables in t'
are source-dependent. A transition rule is source-dependent if all its variables are. A TSS is
source-dependent if all its rules are.



Definition 2.7 (Freshness). Let Ty and Ty be TSSs over signatures ¥y and X1, respectively. A
term in T(To ® T1) is said to be fresh if it contains a function symbol from 31 N\ Xg. Similarly,
a transition label or predicate symbol in T is fresh if it does not occur in Ty.

Theorem 2.8 (Conservative extension). Let Ty and Ty be TSSs over signatures Yo and X1,
respectively, where Ty and Ty & T are positive after reduction. Under the following conditions,
To® Ty is a conservative extension of Ty. (1) Ty is source-dependent. (2) For each p € Ti,
either the source of p is fresh, or p has a premise of the form t St or tP, where t € T(Xy), all
variables in t occur in the source of p and t', a or P is fresh.

2.2 Proof Techniques

In this subsection, we introduce the concepts and conclusions about elimination, which is very
important in the proof of completeness theorem.

Definition 2.9 (Elimination property). Let a process algebra with a defined set of basic terms
as a subset of the set of closed terms over the process algebra. Then the process algebra has the
elimination to basic terms property if for every closed term s of the algebra, there exists a basic
term t of the algebra such that the algebra- s =t.

Definition 2.10 (Strongly normalizing). A term sg is called strongly normalizing if does not
an infinite series of reductions beginning in sq.

Definition 2.11. We write s >jp, t if s >* t where -7

relation defined by the transition rules of an algebra.

1s the transitive closure of the reduction

Theorem 2.12 (Strong normalization). Let a term rewriting system (TRS) with finitely many
rewriting rules and let > be a well-founded ordering on the signature of the corresponding algebra.
If s >1po t for each rewriting rule s -t in the TRS, then the term rewriting system is strongly
normalizing.

2.3 APTC with Localities
2.3.1 Operational Semantics

Definition 2.13 (Prime event structure with silent event). Let A be a fized set of labels, ranged
over a,b,c,-- and 7. A (A-labelled) prime event structure with silent event T is a tuple £ =
(E,<,t,A), where E is a denumerable set of events, including the silent event 7. Let E = E\{7},
exactly excluding T, it is obvious that 7% = €, where € is the empty event. Let A : E — A be a
labelling function and let X(1) = 7. And <, { are binary relations on E, called causality and
conflict respectively, such that:

1. < is a partial order and [e] = {e' € Ele’ < e} is finite for all e € E. It is easy to see that
e<t*<e =e<T<-<T<€, thene<e.

2. | is irreflexive, symmetric and hereditary with respect to <, that is, for all e,e’,e" € E, if
efe <e”’, then efe”.

Then, the concepts of consistency and concurrency can be drawn from the above definition:



1. e,e’ € E are consistent, denoted as e ~ €', if =(efe’). A subset X CE is called consistent,
ife~e forallee € X.

2. e e’ € E are concurrent, denoted as e || €', if ~(e <€’), ~(e' <e), and -(efe’).

Definition 2.14 (Configuration). Let £ be a PES. A (finite) configuration in € is a (finite)
consistent subset of events C ¢ &, closed with respect to causality (i.e. [C] = C). The set of
finite configurations of £ is denoted by C(E). We let C = C\{7}.

A consistent subset of X € [E of events can be seen as a pomset. Given X, Y c E, X ~Y if X and
Y are isomorphic as pomsets. In the following of the paper, we say C ~ Cs, we mean Cy ~ Cs.

Definition 2.15 (Pomset transitions and step). Let £ be a PES and let C € C(E), and @+ X CE,
fCnX=@ and C'=CuX eC(£), then C X, 0" is called a pomset transition from C to C'.

. L X .
When the events in X are pairwise concurrent, we say that C — C' is a step.

Definition 2.16 (Posetal product). Given two PESs &1, &, the posetal product of their config-
urations, denoted C(E1)XC(&E2), is defined as

{(C1, f,C2)|C1 €C(£1),Ca €C(&2), f : Cy = Co isomorphism}.

A subset R € C(E1)xC(&3) is called a posetal relation. We say that R is downward closed
when for any (C1, f,C2),(Cy, f',C5) € C(E1)xC(&2), if (Ch,f,Co) € (C1, f',C%) pointwise and
(C1, f,Ch) € R, then (Cy, f,C2) € R.

For f: X1 - Xy, we define flxy = x2] : X1u{z1} = Xou{za}, ze Xyu{z1},(1)f[x1 ~ 22](2) =
xo,if z = x1;(2)f[x1 ~ x2](2) = f(2), otherwise. Where X1 CEq, Xo € Ey, 21 € Eq, 25 € Eg.

Let Loc be the set of locations, and u,v € Loc*. Let <« be the sequential ordering on Loc*, we
call v is an extension or a sublocation of v in v < v; and if u <k v v <K u, then u and v are
independent and denoted u ¢ v.

Definition 2.17 (Consistent location association). A relation ¢ € (Loc* x Loc*) is a consistent
location association (cla), if (u,v) € p&(u’,v") € @, then uou' < vov'.

Definition 2.18 (Static location pomset, step bisimulation). Let &, & be PESs. A static
location pomset bisimulation is a relation R, € C(£1) x C(E2), such that if (C1,C2) € Ry, and

X X
Cl —1> C{ then CQ —3> Cé, with X1 c El, X2 c Eg, X1 ~ XQ and (C{,Cé) € R@U{(u,y)}; and
u v
vice-versa. We say that £, € are static location pomset bisimilar, written & ~;l &y, if there
exists a static location pomset bisimulation Ry, such that (2,2) € R,. By replacing pomset

transitions with steps, we can get the definition of static location step bisimulation. When PESs
&1 and & are static location step bisimilar, we write &1 ~§l &.

Definition 2.19 (Static location (hereditary) history-preserving bisimulation). A static loca-

tion history-preserving (hp-) bisimulation is a posetal relation R, ¢ C(£1)XC(&2) such that if

(C1,f,C3) € Ry, and C1 = Cf, then Co => Ch, with (CY, fler = e2],C5) € Ryiq(uvy), and
u v

vice-versa. &1,E; are static location history-preserving (hp-)bisimilar and are written & ~fllp &

if there exists a static location hp-bisimulation Ry, such that (3,3,2) € R,,.



A static location hereditary history-preserving (hhp-)bisimulation is a downward closed static
location hp-bisimulation. &1,E are static location hereditary history-preserving (hhp-)bisimilar
and are written &1 ”Zlhp &.

Definition 2.20 (Weak static location pomset, step bisimulation). Let &1, & be PESs. A weak
static location pomset bisimulation is a relation Ry, € C(&1) x C(&2), such that if (C1,C2) € Ry,

X X ~ ~
and C1 == C{ then Cy == C}, with X1 €K1, X5 €Ky, X1 ~ Xo and (C],C%) € Ryi((uwy}» and
u v
vice-versa. We say that £1, & are weak static location pomset bisimilar, written &; m;f &, if
there exists a weak static location pomset bisimulation R, such that (&,9) € R,. By replacing

weak pomset transitions with weak steps, we can get the definition of weak static location step
bisimulation. When PESs &1 and & are weak static location step bisimilar, we write & zgl &.

Definition 2.21 (Weak static location (hereditary) history-preserving bisimulation). A weak
static location history-preserving (hp-) bisimulation is a weakly posetal relation Ry, € C(E1)XC(E2)

such that if (C1,f,Cs) € Ry, and C, = C}, then Cy = C}, with (C}, fler ~ e3],Ch) €
u v

Ryui(uw)ys and vice-versa. &1,E are weak static location history-preserving (hp-)bisimilar and

are written & wzlp & if there exists a weak static location hp-bisimulation Ry, such that (3,3, 2) €

R,.

A weak static location hereditary history-preserving (hhp-)bisimulation is a downward closed
weak static location hp-bisimulation. £1,E are weak static location hereditary history-preserving
(hhp-)bisimilar and are written £ Nzlhp &s.

Definition 2.22 (Branching static location pomset, step bisimulation). Assume a special ter-
mination predicate |, and let \/ represent a state with \/ |. Let €1, E be PESs. A branching
static location pomset bisimulation is a relation R, € C(E1) x C(E2), such that:

1. if (C1,C5) € Ry, and Cy > C! then
o cither X =7*, and (C{,C3) € Ry;
e or there is a sequence of (zero or more) T-transitions Cy - CY, such that (C1,CY) €
R, and C3 = C4 with (C},C3) € Ryugun i
2. if (C1,Cs) € Ry, and Cy > CY then

o cither X =77, and (C1,C3) € Ry;
e or there is a sequence of (zero or more) T-transitions C; ~— CY, such that (CY,Cy) €

R, and C? = C} with (C},C3) € Ryugun

3. if (C1,C2) € R, and Cy |, then there is a sequence of (zero or more) T-transitions Co i 9
such that (C1,CY) € Ry, and C3 |;

4. if (C1,C2) € Ry, and Cy |, then there is a sequence of (zero or more) T-transitions Cy , o
such that (CY,C3) € Ry, and C? |.



We say that €, & are branching static location pomset bisimilar, written & zgé &, if there
exists a branching static location pomset bisimulation R, such that (&, ) € R,,.

By replacing pomset transitions with steps, we can get the definition of branching static location
step bisimulation. When PESs &1 and & are branching static location step bisimilar, we write
& ~L &s.

Definition 2.23 (Rooted branching static location pomset, step bisimulation). Assume a special
termination predicate |, and let \/ represent a state with \/ |. Let &, & be PESs. A rooted
branching static location pomset bisimulation is a relation R, € C(&1) x C(€2), such that:

1. if (C1,Cs) € Ry, and Cy > C} then Cy > Cy with C} ~3), C4;

2. if (C1,Co) € Ry, and Cy > Cy then Cy > C} with C} ~3}, C4;
3. if (C1,C2) € R, and Cy |, then Co |;
4. if (C1,C2) € Ry, and Co |, then Cy |.

We say that £1, £ are rooted branching static location pomset bisimilar, written & “iép &, if
there exists a rooted branching static location pomset bisimulation R, such that (&, @) € R,,.

By replacing pomset transitions with steps, we can get the definition of rooted branching static
location step bisimulation. When PESs £ and & are rooted branching static location step

bisimilar, we write & Nﬁés &.

Definition 2.24 (Branching static location (hereditary) history-preserving bisimulation). As-
sume a special termination predicate |, and let \/ represent a state with \/ |. A branching static
location history-preserving (hp-) bisimulation is a posetal relation R, € C(£1)XC(&2) such that:

1. if (C1, f,C) € R, and Cy = C! then

o cither e; =7, and (CY, fle1 = 7],C2) € Ry;
e or there is a sequence of (zero or more) T-transitions Ca i CY, such that (Cy, f,C3) €
Ry and C§ =% C with (€Y, fler > 2], C3) € Ryu(unyi
2. if (C1, f,C2) € Ry, and Co =, C} then

o cither X =7, and (C1, flea = 7],C5) € Ry;
e or there is a sequence of (zero or more) T-transitions Cy i C’lo, such that (C’lo, f,Cy) €
ch and C? 2, C{ with (C{,f[eg g 61],0&) € R(pu{(u,v)};
3. if (C1,f,C2) € R, and Cy |, then there is a sequence of (zero or more) T-transitions
Cy I CY such that (Cy, f,CY) € R, and CY |;

4. if (C1,f,C2) € R, and Cy |, then there is a sequence of (zero or more) T-transitions

Cy N CY such that (CY, f,Cs) € R, and CY |.



No. Axiom

Al z+y=y+x

A2 (z+y)+z=xz+(y+2)
A3 z+x=x

A4 (z+y)-z=x-2+y-2
A5 (z-y)-z=z-(y-2)
L1 ezz==x

L2 wuz(zx-y)=uzz-uzy
L3 wu:(zx+y)=uzz+uzy
L4 wuz(vizx)=uv:zx

Table 1: Axioms of BATC with static localities

&1,E are branching static location history-preserving (hp-)bisimilar and are written & “gép &
if there exists a branching static location hp-bisimulation R, such that (&, 3, ) € Ry.

A branching static location hereditary history-preserving (hhp-)bisimulation is a downward closed
branching static location hhp-bisimulation. £1,Es are branching static location hereditary history-
preserving (hhp-)bisimilar and are written & Nifmp &s.

Definition 2.25 (Rooted branching static location (hereditary) history-preserving bisimula-
tion). Assume a special termination predicate |, and let \/ represent a state with \/ |. A
rooted branching static location history-preserving (hp-) bisimulation is a posetal relation R, ¢
C(&E1)xC(&2) such that:

1. if (Cy, f,C2) € Ry, and Cy = Cf, then Cy = C} with Cf ~j), Ch:;
2. if (C1,f,Cs) € Ry, and Cy => Cj, then Cy = Cf with C} ~53 C5;

3. if (C1, f,C2) € Ry, and Cy |, then Cy |;
4. if (C1, f,C2) € R, and Cy |, then Cy |.

&1, &, are rooted branching static location history-preserving (hp-)bisimilar and are written £ “iéhp
&y if there exists a rooted branching static location hp-bisimulation R, such that (&,2,9) € R,,.

A rooted branching static location hereditary history-preserving (hhp-)bisimulation is a downward
closed rooted branching static location hp-bisimulation. £, are rooted branching static location
hereditary history-preserving (hhp-)bisimilar and are written & “iéhhp &s.

2.3.2 BATC with Localities

Let Loc be the set of locations, and loc € Loc, u,v € Loc*, € is the empty location. A distribution
allocates a location u € Loc* to an action e denoted w :: e or a process z denoted u :: x.

In the following, let e1,e9,¢€],e5 € E, and let variables z,y, z range over the set of terms for true
concurrency, p,q, s range over the set of closed terms. The set of axioms of BATC with static
localities (BATC®!) consists of the laws given in Table [l



e e
e—/ loc:e— ./
€ loc

e 1
x>
u

e
loc:x ——loc = x!
locku

Y x> a y =/ y—y
u u u

u

e e e e
r+y— x+y—a x+y—> x+y—>y
u u u u

U U

zyS>y zoyoal-y
u

Table 2: Single event transition rules of BATC with static localities

Definition 2.26 (Basic terms of BATC with static localities). The set of basic terms of BATC
with static localities, B(BATC®"), is inductively defined as follows:

1. Ec B(BATC®);

2. if u e Loc*,t e B(BATC?®) then u:t e B(BATC®);
3. ifecE,t e B(BATC®) then e-t e B(BATC®);

4. ift,s e B(BATC®) then t + s e B(BATC*).

Theorem 2.27 (Elimination theorem of BATC with static localities). Let p be a closed BATC
with static localities term. Then there is a basic BATC with static localities term q such that
BATC® +p=q.

In this subsection, we will define a term-deduction system which gives the operational semantics

of BATC with static localities. We give the operational transition rules for operators - and + as

Table 2l shows. And the predicate 5 V/ represents successful termination after execution of the
u

event e at the location w.

Theorem 2.28 (Congruence of BATC with static localities with respect to static location pom-

set bisimulation equivalence). Static location pomset bisimulation equivalence ~;l

with respect to BATC with static localities.

1S a congruence

Theorem 2.29 (Soundness of BATC with static localities modulo static location pomset bisim-
ulation equivalence). Let x and y be BATC with static localities terms. If BATCS' + x =y, then

sl
T~y Y.



Theorem 2.30 (Completeness of BATC with static localities modulo static location pomset
bisimulation equivalence). Let p and q be closed BATC with static localities terms, if p ~;l q
then p =q.

Theorem 2.31 (Congruence of BATC with static localities with respect to static location step

sl

bisimulation equivalence). Static location step bisimulation equivalence ~3

s a congruence with
respect to BATC with static localities.

Theorem 2.32 (Soundness of BATC with static localities modulo static location step bisimu-
lation equivalence). Let x and y be BATC with static localities terms. If BATC®' + x =y, then

sl
T~y

Theorem 2.33 (Completeness of BATC with static localities modulo static location step bisim-
ulation equivalence). Let p and q be closed BATC with static localities terms, if p ~§l q thenp = q.

Theorem 2.34 (Congruence of BATC with static localities with respect to static location
hp-bisimulation equivalence). Static location hp-bisimulation equivalence ”le 1S a congruence

with respect to BATC with static localities.

Theorem 2.35 (Soundness of BATC with static localities modulo static location hp-bisimula-
tion equivalence). Let x and y be BATC with static localities terms. If BATC + x =y, then

x ~fllp y.
Theorem 2.36 (Completeness of BATC with static localities modulo static location hp-bisim-
ulation equivalence). Let p and q be closed BATC with static localities terms, if p thiv q then

p=gq.

Theorem 2.37 (Congruence of BATC with static localities with respect to static location
hhp-bisimulation equivalence). Static location hhp-bisimulation equivalence ~Zlhp 1S a congruence
with respect to BATC with static localities.

Theorem 2.38 (Soundness of BATC with static localities modulo static location hhp-bisimu-
lation equivalence). Let © and y be BATC with static localities terms. If BATC + x =y, then

sl
T ~ppp Y-

Theorem 2.39 (Completeness of BATC with static localities modulo static location hhp-bisim-
ulation equivalence). Let p and q be closed BATC with static localities terms, if p ~fllhp q then

p=q.

2.3.3 APTC with Localities

We give the transition rules of APTC with static localities as Table Bl shows.

In the following, we show that the elimination theorem does not hold for truly concurrent
processes combined the operators -, + and || . Firstly, we define the basic terms for APTC with
static localities.

Definition 2.40 (Basic terms of APTC with static localities). The set of basic terms of APTC
with static localities, B(APTC®), is inductively defined as follows:



el ) el eo
Tr —> \/ Yy — r — x' Yy — \/
u v u v
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r|ly——vy <zlly——2" 1y
udov udov

e hy y Sy (a<e) 52 y By (e<e)
u v u v

z |_L y {61782} \/ x |_L y {81,62} o
udov uov
5y YDy (e1<er) 52 ySy (e1<er)
u v u v
{e1,e2} {e1,e2}
vl y——y | y——2a' 1y
uov uov

zy YDy oz gy
u v u v

v(e1,e2) v(e1,e2)
v|ly——=>+ r|ly———>2a
uov uov
5y gy oz oy Sy
u v u v
v(e1,e2) ~v(e1,e2)
rly——y xly——">2" 1y
udov udov
we—ul’\/ (#(e1,e2)) we—:n/ (#(e1,e2))
O(z) =/ O(z) =/
u u

Sve—ul”ﬂ' (#(e1,e2)) Jﬂe—;’x' (f(e1,e2))

o(z) 7 O(z') O(x) 7 o(z')

p Y yet (flene)) Tha gt (jene)

Ty -/ r<dy—a
u u

9071’\/ y -+ (f(e1,e2),e2 <e3) we—ul’x' y > (f(e1,e2),e2 <e3)

<y =/ x<qy s
u u

xe—:’>\/ y -+ (f(e1,e2),e1 <e3) $e—;>$, y -+ (f(e1,e2),e1 <e3)

rdy >/ rdy >
u u

Table 3: Transition rules of APTC with static localities
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1. Ec B(APTC®);

2. if u e Loc*,t e BLAPTC®") then u::te B(APTC®);
3. ifeeE,t e BLAPTC®) then e -t e B(APTC®);

4. ift,s e B(LAPTC®) then t + s € BLAPTC®);

5. ift,s e BLAPTC®) then t | s e B(APTC®).

Theorem 2.41 (Congruence theorem of APTC with static localities). Static location truly
concurrent bisimulation equivalences ~;l, ~§l, ~fllp and ~fllhp are all congruences with respect to
APTC with static localities.

So, we design the axioms of parallelism in Table @ including algebraic laws for parallel operator
|, communication operator |, conflict elimination operator © and unless operator <, and also
the whole parallel operator §. Since the communication between two communicating events
in different parallel branches may cause deadlock (a state of inactivity), which is caused by
mismatch of two communicating events or the imperfectness of the communication channel. We
introduce a new constant § to denote the deadlock, and let the atomic event e e Eu {4}.

Based on the definition of basic terms for APTC with static localities (see Definition 2.40) and
axioms of parallelism (see Table M), we can prove the elimination theorem of parallelism.

Theorem 2.42 (Elimination theorem of parallelism). Let p be a closed APTC with static local-
ities term. Then there is a basic APTC with static localities term q such that APTC® v p = q.

Theorem 2.43 (Generalization of APTC with static localities with respect to BATC with static
localities). APTC with static localities is a generalization of BATC with static localities.

Theorem 2.44 (Soundness of APTC with static localities modulo static location pomset bisim-
ulation equivalence). Let x and y be APTC with static localities terms. If APTC®  x =y, then

x le)l Y.
Theorem 2.45 (Completeness of APTC with static localities modulo static location pomset

bisimulation equivalence). Let p and q be closed APTC with static localities terms, if p ~;l q
then p = q.

Theorem 2.46 (Soundness of APTC with static localities modulo static location step bisimu-
lation equivalence). Let x and y be APTC with static localities terms. If APTC® + x =y, then
z -~y

Theorem 2.47 (Completeness of APTC with static localities modulo static location step bisim-

ulation equivalence). Let p and q be closed APTC with static localities terms, if p ~§l q thenp = q.

Theorem 2.48 (Soundness of APTC with static localities modulo static location hp-bisimula-
tion equivalence). Let x and y be APTC with static localities terms. If APTC® v x =y, then

sl
T ~p Y-
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No.
A6
A7
P1
P2
P3
P4
P5
P6
P7
P8
P9
C1
C2
C3
C4
Ch
C6
C7
C8
CFE1
CE2
CE3
CFE4
CEb5
CEG6
U1l
U2
U3
U4
Ub
U6
Urv
U8
U9
U10
Ul1
U12
U13
L5
L6
L7
L8
L9
L10

Axiom

r+d==x

d-x=0
riy=z|y+zly
rlly=yl=z

(@l lz=zl(yll2)
rlly=z|ly+yl =

(e1<e2) e (e2-y)=
(e1<e2) (ex-x)| e2=

(e1<e2) (ex-x) | (e2-

(e1 |l e2)-y
(e1 [ e2) =
y)=(erLe) (z 1 y)

(z+y)Lz=(|L =)+l 2)
0 =96

e | ez =v(er,e2)
er|(e2-y)=v(e1,e2) y
(e1-x) | ea=~(er,e2)

(e1-x) | (e2-y) =v(er,e2) - (x 1 y)

(@+y)|z=(z|2)+(y|2)

2l (y+2)= (e ]9)+ (] 2)
d|lx=06

x|d=9

Oe) =e

0(5) =6
O(x+y)=0(x)<y+6(y)< z
O(z-y) =0(z) 6(y)

Oz [l y) = (O(x) 2 y) [ly) + ((B(y) < @) || )
Oz |y) = ((©(x) <y)[y)+((O(y) < z) | x)

(ﬂ(el,eg)) e1<er=T1
(f(e1,e2),e2<e3) e1<ez=e;
(f(e1,e2),e2<e3) e3der =71
edd=e

dde=9
(z+y)<dz=(x<d2)+(yd z)
(x-y)<dz=(x<d2) (y< 2)
(zlly)<dz=(z<2) | (y<2)
(zly)<dz=(z<2)|(y<2)
r<d(y+2)=(r<y)<z

x<d (y-2)=(r<dy)<z

x<d (Y|l 2)=(z<y)< 2
x<d(ylz)=(r<y)dz
uz(x Jy)=uzx Juy
s(@lly)=usa|usy
s(rly)=uzz|uzy

1 (0(z)) =0(u:x)
s(xdy)=uzxduy
nd=0

g & & g &

Table 4: Axioms of parallelism
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>/ x>
- ~ (e¢ H) Z (e¢ H)
On () =/ O (x) = Ou(a')

Table 5: Transition rules of encapsulation operator Oy

No. Axiom

D1 e¢H Ou(e)=e

D2 eeH 09y(e)=9¢

D3 0y(d)=0

D4 8H(a:+y) = aH(:C) +(9H(y)
D5 Ou(z-y)=0u(x)-0u(y)
D6 Op(z |l y)=0u(x) |l 9u(y)
L11 w:=0g(z)=0g(u:x)

Table 6: Axioms of encapsulation operator

Theorem 2.49 (Completeness of APTC with static localities modulo static location hp-bisim-
ulation equivalence). Let p and q be closed APTC with static localities terms, if p ~le q then

p=q.

Theorem 2.50 (Soundness of APTC with static localities modulo static location hhp-bisimu-
lation equivalence). Let x and y be APTC with static localities terms. If APTC® + x =y, then

z Nilhp Y-
Theorem 2.51 (Completeness of APTC with static localities modulo static location hhp-bisim-
ulation equivalence). Let p and q be closed APTC with static localities terms, if p Nilhp q then

p=gq.

The transition rules of encapsulation operator dg are shown in Table Bl

Based on the transition rules for encapsulation operator dgr in Table Bl we design the axioms as
Table [6] shows.

Theorem 2.52 (Congruence theorem of encapsulation operator dgr). Static location truly con-
sl sl sl

current bisimulation equivalences ~p', ~, hp

and ”Zlhp are all congruences with respect to en-
capsulation operator O .

Theorem 2.53 (Elimination theorem of APTC with static localities). Let p be a closed APTC
with static localities term including the encapsulation operator Oi. Then there is a basic APTC
with static localities term q such that APTC v+ p=q.

Theorem 2.54 (Soundness of APTC with static localities modulo static location pomset bisim-
ulation equivalence). Let x and y be APTC with static localities terms including encapsulation
operator 0. If APTC® v 2 =y, then ~;l Y.

13



Theorem 2.55 (Completeness of APTC with static localities modulo static location pomset
bisimulation equivalence). Let p and q be closed APTC with static localities terms including
encapsulation operator Og, if p ~;l q then p=q.

Theorem 2.56 (Soundness of APTC with static localities modulo static location step bisim-
ulation equivalence). Let x and y be APTC with static localities terms including encapsulation
operator 0. If APTC®! v~z =y, then x ~ly.

Theorem 2.57 (Completeness of APTC with static localities modulo static location step bisim-
ulation equivalence). Let p and q be closed APTC with static localities terms including encap-
sulation operator O, if p ~§l q then p=gq.

Theorem 2.58 (Soundness of APTC with static localities modulo static location hp-bisimu-

lation equivalence). Let x and y be APTC with static localities terms including encapsulation
operator Op. If APTC® vz =y, then x ”le Y.

Theorem 2.59 (Completeness of APTC with static localities modulo static location hp-bisim-
ulation equivalence). Let p and q be closed APTC with static localities terms including encap-
sulation operator O, if p NZ; q then p = q.

Theorem 2.60 (Soundness of APTC with static localities modulo static location hhp-bisimu-
lation equivalence). Let x and y be APTC with static localities terms including encapsulation
operator Oy . If APTC® v x =y, then ”hh Y.

Theorem 2.61 (Completeness of APTC with static localities modulo static location hhp-bisim-
ulation equivalence). Let p and q be closed APTC with static localities terms including encap-
sulation operator O, if p Nilhp q then p=q.

2.3.4 Recursion

In this section, we introduce recursion to capture infinite processes based on APTC with static
localities. Since in APTC with static localities, there are four basic operators =, -, + and || , the
recursion must be adapted this situation to include || .

In the following, F, F,G are recursion specifications, X, Y, Z are recursive variables.

Definition 2.62 (Recursive specification). A recursive specification is a finite set of recursive
equations

Xi=t1(Xq,, Xn)

Xn = tn(Xla 7Xn)

where the left-hand sides of X; are called recursion variables, and the right-hand sides t;(X1,---, Xp)
are process terms in APTC with static localities with possible occurrences of the recursion vari-
ables X1,-, X,,.

Definition 2.63 (Solution). Processes pi,--,pn are a solution for a recursive specification
{X; = t;( X1, X, )|z € {1 n}} (with respect to static location truly concurrent bisimulation

equivalences ~§l( hp, hhp)) if pi ~3 5t (~p7 hp’ hhp)ti(pl,---,pn) forie{l,--- n}.

14



H((XE). (X, E))

(xim) 2,

{6 30 € }
t((X1|E), - (Xn|E)) %’ y

) {e1,ex} y

u

(Xi|B
Table 7: Transition rules of guarded recursion
Definition 2.64 (Guarded recursive specification). A recursive specification

Xi=t1(Xq,, Xn)

Xn = tn(Xla 7Xn)

is guarded if the right-hand sides of its recursive equations can be adapted to the form by ap-
plications of the axioms in APTC with static localities and replacing recursion variables by the
right-hand sides of their recursive equations,

(uir = ann L |l wigy = ansy) - s1(Xa, o Xn) + o+ (ugr = apr L (L Wiy, = akiy) - S6(X1, 0 X0)
+(vrr s ban || (L vy 5 b1y) oo+ (v = 0agy (Lo (L g, 5 b))
where aiy, -, a1y, Q1,0 gy, 011,07, 0141, 0141, by, € K, and the sum above 1is allowed to be

empty, in which case it represents the deadlock 9.

Definition 2.65 (Linear recursive specification). A recursive specification is linear if its recur-
sive equations are of the form

(u11 tal |_L |_L U4y = alil)Xl + -0+ (ukl LAkl |_L |_L ukik e a/klk)Xk

+ (o b L L vy by ) o+ (g w by L L o, = i)

where aii, -, a1y, Q1 ki, 011,75 0151, 01,5+, by, € E, and the sum above is allowed to be
empty, in which case it represents the deadlock 6.

For a guarded recursive specifications E with the form

Xi=t1(Xq,, Xn)

Xn = tn(Xla 7Xn)

the behavior of the solution (X;|E) for the recursion variable X; in E, where i € {1,--,n},
is exactly the behavior of their right-hand sides ¢;(X7,--+, X,,), which is captured by the two
transition rules in Table [7

15



No. Axiom
RDP (Xi|E) =t;((X1|E), - (Xu|E)) (i€ {l,--,n})
RSP ify;=t;(y1,,yn) for i e {1,---,n}, then y; = (X;|F) (ie{l,---,n})

Table 8: Recursive definition and specification principle

Theorem 2.66 (Conservitivity of APTC with static localities and guarded recursion). APTC
with static localities and guarded recursion is a conservative extension of APTC with static
localities.

Theorem 2.67 (Congruence theorem of APTC with static localities and guarded recursion).
sl sl sl
pr s “hp

ences with respect to APTC with static localities and guarded recursion.

Static location truly concurrent bisimulation equivalences ~ and ”Zlhp are all congru-

The RDP (Recursive Definition Principle) and the RSP (Recursive Specification Principle) are
shown in Table Bl

Theorem 2.68 (Elimination theorem of APTC with static localities and linear recursion). Each
process term in APTC with static localities and linear recursion is equal to a process term (X1|E)
with E a linear recursive specification.

Theorem 2.69 (Soundness of APTC with static localities and guarded recursion). Let x and y
be APTC with static localities and guarded recursion terms. If APTC with guarded recursion +
x =1y, then

l,,.
1. x~3'y;
2 g Sy
* p y7
3. x5ty
. hp y}
4 T sl
. hhp Y-

Theorem 2.70 (Completeness of APTC with static localities and linear recursion). Let p and
q be closed APTC with static localities and linear recursion terms, then,

1. if p~tq then p=g;
2. ifp~;l q then p=gq;

~ ! .
3. zfp~;";pq then p = q;

4. if p ~Zlhp q then p =q.
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NV
Table 9: Transition rule of the silent step

2.3.5 Abstraction

To abstract away from the internal implementations of a program, and verify that the program
exhibits the desired external behaviors, the silent step 7 (and making 7 distinct by 7¢) and
abstraction operator 77 are introduced, where I € E denotes the internal events. The silent step
T represents the internal events, when we consider the external behaviors of a process, T events
can be removed, that is, 7 events must keep silent. The transition rule of 7 is shown in Table
@ In the following, let the atomic event e range over Eu {6} u {7}, and let the communication
function y: Eu {7} xEu {7} > Eu{d}, with each communication involved 7 resulting into ¢.

The silent step 7 as an atomic event, is introduced into E. Considering the recursive specification
X =7X, 7s, 77s, and 7---s are all its solutions, that is, the solutions make the existence of 7-
loops which cause unfairness. To prevent 7T-loops, we extend the definition of linear recursive
specification (Definition (E.13]) to the guarded one.

Definition 2.71 (Guarded linear recursive specification). A recursive specification is linear if
its recursive equations are of the form

(u11 tal |_L |_L U4y = alil)Xl + -0+ (ukl Akl |_L |_L ukik e a/klk)Xk

+ (v sbun L L vy by ) + o+ (v 0agy [ (L vy, s byy)

where aiy, -, @1y, Qg1 iy, 011, 7, bijy, bijy o by, € BEU {7}, and the sum above is allowed to
be empty, in which case it represents the deadlock §.

A linear recursive specification E is gquarded if there does not exist an infinite sequence of 7-
transitions (X|E) > (X'|E) 5 (X"|E) 5 ..

Theorem 2.72 (Conservitivity of APTC with static localities and silent step and guarded
linear recursion). APTC with static localities and silent step and guarded linear recursion is a
conservative extension of APTC with static localities and linear recursion.

Theorem 2.73 (Congruence theorem of APTC with static localities and silent step and guarded

linear recursion). Rooted branching static location truly concurrent bisimulation equivalences

Sl Sl
“rbop> “rbs

step and guarded linear recursion.

and Niéhp are all congruences with respect to APTC with static localities and silent

We design the axioms for the silent step 7 in Table [I0l

Theorem 2.74 (Elimination theorem of APTC with static localities and silent step and guarded
linear recursion). Fach process term in APTC with static localities and silent step and guarded
linear recursion is equal to a process term (X1|E) with E a guarded linear recursive specification.

17



No. Axiom

Bl e-T=e

B2 e (t-(z+y)+x)=c-(x+y)
B3 z| t=x

L13 wut=7

Table 10: Axioms of silent step

x>/ x>
——— e¢l —————— ¢l
1(z) =/ () = 7r(2')
>/ x>
el — % el
m1(z) >V 1(z) = 77(2")

Table 11: Transition rule of the abstraction operator

Theorem 2.75 (Soundness of APTC with static localities and silent step and guarded linear
recursion). Let x and y be APTC with static localities and silent step and guarded linear recursion
terms. If APTC with static localities and silent step and guarded linear recursion +— x =y, then

sl .
Lz Prbs Ys

sl .
2. T R, Y

Sl .
3 Prohp Y5

sl
4o T RXpppy Y-

Theorem 2.76 (Completeness of APTC with static localities and silent step and guarded linear
recursion). Let p and q be closed APTC with static localities and silent step and guarded linear
recursion terms, then,

1. ifp zﬁés q then p=gq;
2. ifp ziép q then p=gq;
3. ifp “iéhp q then p=gq;
4. if p “iéhhp q then p=gq.

The unary abstraction operator 77 (I € E) renames all atomic events in [ into 7. APTC with
static localities and silent step and abstraction operator is called APT'C), with static localities.
The transition rules of operator 7; are shown in Table [ITl

Theorem 2.77 (Conservitivity of APTC, with static localities and guarded linear recursion).
APTC,; with static localities and guarded linear recursion is a conservative extension of APTC
with static localities and silent step and guarded linear recursion.

18



No. Axiom

TI1 e¢l 7i(e)=e

TI2 ecl T(e)=T71

TI3 711(6) =6

TI4 1(xz+y) =711(x) +711(y)
TI5 7(z-y)=71(z) 71(y)
TI6 7i(s | y) = m1(x) 1L 72(y)
L14 w:xTr(x) =7r(usx)

L15 e¢l 7r(uze)=uze
L16 eel Ti(uze)=7

Table 12: Axioms of abstraction operator

Theorem 2.78 (Congruence theorem of APT'C; with static localities and guarded linear re-

sl sl

cursion). Rooted branching static location truly concurrent bisimulation equivalences Nobpr Prbs:

Nf‘éhp and Nf‘éhhp are all congruences with respect to APTC, with static localities and guarded

linear recursion.

We design the axioms for the abstraction operator 77 in Table

Theorem 2.79 (Soundness of APT'C; with static localities and guarded linear recursion). Let
x and y be APTC. with static localities and guarded linear recursion terms. If APTC, with
static localities and guarded linear recursion ~ x =y, then

Sl .
1. x Nbs Us

Sl .
2. TR, Y
3 x sl .
. Rrbhp Y
4 T sl
- T ®obhhp Y-

Though 7-loops are prohibited in guarded linear recursive specifications (see Definition 2.7T]) in
a specifiable way, they can be constructed using the abstraction operator, for example, there
exist 7-loops in the process term 7y, ((X|X = aX)). To avoid 7-loops caused by 7; and ensure
fairness, the concept of cluster and CFAR (Cluster Fair Abstraction Rule) [4] are still valid in
true concurrency, we introduce them below.

Definition 2.80 (Cluster). Let E be a guarded linear recursive specification, and I ¢ E. Two
recursion variable X and Y in E are in the same cluster for I iff there exist sequences of
b 7“.7b i bm 7...7bmi "y j nl, " nj
transitions (X|E) ), pyy Lmbibmid gy ang (v gy Somasd, | Seendl sy
u

where b117"'7bmiacll7"'7cnj elu {T}

up ag || |l ug zoag or (uy zoay || || ug it oak)X is an exit for the cluster C iff: (1)
uptay || || ug ag or (ug tay || || ug = ak)X is a summand at the right-hand side of the
recursive equation for a recursion variable in C, and (2) in the case of (uy = aq || -+ || wg = ag)X,
either aj ¢ Tu{r}(l €{1,2,--,k}) or X ¢ C.
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No. Axiom
CFAR 1If X is in a cluster for I with exits
{(Un Han [L {L Uyg = au)Yl,“', (uml Y aml [L [L Uy amz‘)ym,
vt by || [L vy by Ut B0 L L Ung b
then 7-177((X|E)) =
To1r((ugr mann || || wi @) (YA|E) + -+ (um1 = am1 || -+ || Wmi = ami ) (Y| E)
+o11 2011 || L vig s br o+ vpt m0p1 (L (L Ong t bny)

Table 13: Cluster fair abstraction rule

Theorem 2.81 (Soundness of CFAR). CFAR is sound modulo rooted branching truly concur-

sl sl sl

L. . . N s sl
rent bisimulation equivalences ~7y _, Nobpr Nrbhp and Ny bhhp-

Theorem 2.82 (Completeness of APTC, with static localities and guarded linear recursion
and CFAR). Let p and q be closed APTC, with static localities and guarded linear recursion
and CFAR terms, then,

1. ifp zﬁés q then p=gq;
2. ifp ziép q then p=gq;
3. ifp “iéhp q then p=gq;

4. if p “iéhhp q then p=gq.

2.4 APPTC with Localities
2.4.1 Operational Semantics

Let Loc be the set of locations, and u,v € Loc*. Let <« be the sequential ordering on Loc*, we
call v is an extension or a sublocation of u in © < v; and if ©u kK v v « u, then v and v are
independent and denoted w ¢ v.

Definition 2.83 (Probabilistic prime event structure with silent event). Let A be a fized set of
labels, ranged over a,b,c,--- and 7. A (A-labelled) prime event structure with silent event T is a
quintuple £ = (E, <, f, =, A), where E is a denumerable set of events, including the silent event
7. Let E = E\{7}, ezactly excluding T, it is obvious that T* = €, where € is the empty event. Let
X:E — A be a labelling function and let X(T) = 7. And <, i, §= are binary relations on E, called
causality, conflict and probabilistic conflict respectively, such that:

1. < is a partial order and [e] = {¢' € E|e’ < e} is finite for all e € E. It is easy to see that
e<t*<e =e<T<-<T<€, thene<e.

2. is irreflexive, symmetric and hereditary with respect to <, that is, for all e,e’,e" € E, if
efe <e’, then efe’;

3. Bx is irreflexive, symmetric and hereditary with respect to <, that is, for all e,e’,e" € E, if
efre <e”, then efre”.
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Then, the concepts of consistency and concurrency can be drawn from the above definition:

1. e,e’ € E are consistent, denoted as e ~ ¢, if ~(efe’) and ~(efre€’). A subset X ¢ E is
called consistent, if e ~ €' for all e,e’ € X.

2. e e’ € E are concurrent, denoted ase || €', if ~(e<e€’), ~(e <€), and -(efe’) and ~(efr€’).

Definition 2.84 (Configuration). Let £ be a PES. A (finite) configuration in & is a (finite)
consistent subset of events C ¢ &, closed with respect to causality (i.e. [C| = C). The set of
finite configurations of £ is denoted by C(E). We let C = C\{r}.

A consistent subset of X ¢ E of events can be seen as a pomset. Given X,Y c[E, X ~Y if X and

Y are isomorphic as pomsets. In the following of the paper, we say C ~ C, we mean Cy ~ Cs.

Definition 2.85 (Pomset transitions and step). Let € be a PES and let C € C(E), and @ + X cE,
fCnX =z and C'=CuX eC(£), then C X, O is called a pomset transition from C to C".
u

X
When the events in X are pairwise concurrent, we say that C — C' is a step.
u

Definition 2.86 (Probabilistic transitions). Let £ be a PES and let C € C(E), the transition
C % C™ is called a probabilistic transition from C to C™.

Definition 2.87 (Weak pomset transitions and weak step). Let € be a PES and let C € C(E),
and @+ X cE, if CnX =@ and C' = Cu X € C(E), then C X, ¢ is called a weak pomset

L. e , 7" e 7 X 1™ e 1
transition from C to C', where we define =>2———. And =2———, for every e € X.
u’ u’ u’
. . X .
When the events in X are pairwise concurrent, we say that C = C" is a weak step.
u

Definition 2.88 (Consistent location association). A relation ¢ € (Loc* x Loc*) is a consistent
location association (cla), if (u,v) € p&(u’,v") € @, then uou' < vov'.

Definition 2.89 (Probabilistic static location pomset, step bisimulation). Let &, & be PESs.
A probabilistic static location pomset bisimulation is a relation R, € C(&E1) x C(E2), such that

(1) if (C1,C) € Ry, and Cy -5 O then Cy 23 €}, with X) € By, X5 € By, X; ~ Xy
u v

and (C1,C3) € Ryu((uw)), and vice-versa; (2) if (C1,C2) € Ry, and Cy X OT then Cy <5 CF
and (CT,C3) € Ry, and vice-versa; (3) if (C1,C2) € Ry, then u(C1,C) = pu(Cq,C) for each
C e C(E)/Ry; (4) [V]r, = {V}. We say that &, & are probabilistic static location pomset
bisimilar, written & ~f,§, &, if there exists a probabilistic static location pomset bisimulation R,
such that (&,0) € R,. By replacing pomset transitions with steps, we can get the definition
of probabilistic static location step bisimulation. When PESs & and & are probabilistic static
location step bisimilar, we write &1 ~f,g &.

Definition 2.90 (Probabilistic static location (hereditary) history-preserving bisimulation).
A probabilistic static location history-preserving (hp-) bisimulation is a posetal relation R, <

C(E1)XC(&2) such that (1) if (Ch, f,C2) € Ry, and Cy = 01, then Cy 2> C, with (C, fley ~

e2],C3) € Ruu(uw)y, and vice-versa; (2) if (C1, f,C2) € Ry, and Cy % CT then Cy % CF and
(CT, f,CT) € Ry, and vice-versa; (3) if (C1, f,C2) € Ry, then pu(Cq,C) = u(Ca,C) for each
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C eC(&)/Ry; (4) [V]r, = {V}- &1,& are probabilistic static location history-preserving (hp-
)bisimilar and are written &; ~;lhp &, if there exists a probabilistic static location hp-bisimulation
R, such that (2,2,9) € R,.

A probabilistic static location hereditary history-preserving (hhp-)bisimulation is a downward
closed probabilistic static location hp-bisimulation. £1,Ey are probabilistic static location heredi-
tary history-preserving (hhp-)bisimilar and are written & Nf;lhhp &s.

Definition 2.91 (Weak probabilistic static location pomset, step bisimulation). Let &, & be
PESs. A weak probabilistic static location pomset bisimulation is a relation R, € C(&E1) x C(&E2),
such that (1) if (C1,C2) € Ry, and Oy 2= C! then Cy 22 C, with X; € Ey, X € By, X1 ~ Xs
u v
and (C1,C3) € Ruu((uwyy, and vice-versa; (2) if (C1,C2) € Ry, and Cy %> CT then Cy % CF
and (CT,CY) € Ry, and vice-versa; (3) if (C1,C2) € Ry, then u(C1,C) = pu(Cq,C) for each
CeC(E)Ry; (4) [V]r, ={V/}- We say that &1, & are weak probabilistic static location pomset
bisimilar, written &; zf,i, &y, if there exists a weak probabilistic static location pomset bisimulation
R, such that (2,2) € R,. By replacing weak pomset transitions with weak steps, we can get

the definition of weak probabilistic static location step bisimulation. When PESs £ and & are
weak probabilistic static location step bisimilar, we write & N;ls &.

Definition 2.92 (Weak probabilistic static location (hereditary) history-preserving bisimula-
tion). A weak probabilistic static location history-preserving (hp-) bisimulation is a weakly posetal

relation R, ¢ C(£1)xC(&2) such that (1) if (Ch,f,C2) € Ry, and C4 SN C1, then Csy 2, Cl,
with (C1, fle1 = €2],C3) € Ryui(uv)y» and vice-versa; (2) if (C1, f,C2) € Ry, and Cy % CT then
Cy % CF and (CT, f,CF) € Ry, and vice-versa; (3) if (C1, f,C2) € Ry, then u(Cy,C) = u(Cs, C)
for each C € C(E)/Ry; (4) [V1r, = {V}- &1,& are weak probabilistic static location history-

preserving (hp-)bisimilar and are written & Nf)lhp &y if there exists a weak probabilistic static
location hp-bisimulation R, such that (&, 2,2) € R,,.

A weak probabilistic static location hereditary history-preserving (hhp-)bisimulation is a down-
ward closed weak probabilistic static location hp-bisimulation. &£1,Es are weak probabilistic static
location hereditary history-preserving (hhp-)bisimilar and are written & “;lhhp &s.

Definition 2.93 (Branching probabilistic static location pomset, step bisimulation). Assume
a special termination predicate |, and let \/ represent a state with \/ |. Let &, €2 be PESs. A
branching probabilistic static location pomset bisimulation is a relation R, € C(E1) x C(E2), such
that:

1. if (C1,C5) € Ry, and Cy > C! then

o cither X =7*, and (C{,C3) € Ry;
e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
Cy ~* 15 CY, such that (Cy,C2) € Ry and C9 = C with (C},C3) € Rou((umy)
v
2. if (C1,Cs) € Ry, and Cy > CY then
v

o cither X =7, and (C1,C}) € Ry;
e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
* X
Co ~*15 CY, such that (C,C2) € Ry, and CY = C} with (C},C%) € Ryui(uw):
u
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3. if (C1,C2) € R, and Cy |, then there is a sequence of (zero or more) probabilistic transitions

and T-transitions Cy ~*— C3 such that (C1,CY) € R, and CY |;

4. if (C1,C2) € Ry, and Cy |, then there is a sequence of (zero or more) probabilistic transitions

and T-transitions Co NCLAR CY such that (CY,C3) € Ry, and CV |;
5. if (C1,C2) € Ry, then u(C1,C) = u(Cy,C) for each C e C(E)[Ry;
6. [V1Ir, ={V}-
sl

We say that £1, € are branching probabilistic static location pomset bisimilar, written & N by
&a, if there ewists a branching probabilistic static location pomset bisimulation R, such that

(2,2) € R,.

By replacing pomset transitions with steps, we can get the definition of branching probabilistic
static location step bisimulation. When PESs £1 and & are branching probabilistic static location
step bisimilar, we write &1 “;lbs &.

Definition 2.94 (Rooted branching probabilistic static location pomset, step bisimulation).

Assume a special termination predicate |, and let \/ represent a state with \/ |. Let £, & be
PESs. A rooted branching probabilistic static location pomset bisimulation is a relation R, <

C(&1) xC(&2), such that:
1. if (C1,C5) € Ry, and Cy ~ CF 5 Cf then Cy ~ CF > C4 with Cf 3 C;

2. if (C1.C) € Ry, and Cy ~ CF > Cy then Cy ~ CF > Cf with C ~3 C3;
3. if (C1,C2) € R, and Cy |, then Co |;
4. if (C1,C2) € Ry, and Co |, then Cy |.

We say that E1, & are rooted branching probabilistic static location pomset bisimilar, written

&1 Nf)lrbp &, if there exists a rooted branching probabilistic static location pomset bisimulation
R, such that (2,2) € R,.

By replacing pomset transitions with steps, we can get the definition of rooted branching proba-
bilistic static location step bisimulation. When PESs €1 and &y are rooted branching probabilistic

. ) L . l
static location step bisimilar, we write & “;rbs &.

Definition 2.95 (Branching probabilistic static location (hereditary) history-preserving bisim-
ulation). Assume a special termination predicate |, and let \/ represent a state with \/ |. A
branching probabilistic static location history-preserving (hp-) bisimulation is a posetal relation
R, c C(&1)XC(&2) such that:

1. if (C1, f,C) € R, and Cy = C! then

e cither ey =7, and (C1, fler » 7],C2) € Ry;

e or there is a sequence of (zero or more) (zero or more) probabilistic transitions and
T-transitions Cs NEAN CY, such that (C1, f,CY) € Ry, and CY e—5> CY with (C1, fle1 —
e2],C3) € Ryuf(uw)}s

23



2. if (C1, f,Cs) € Ry, and Cy Z> C} then

o cither X =7, and (C1, flea = 7],C3) € Ry;
e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
q NCLAR CY, such that (C?, f,C2) € R, and CY e_u1) C1 with (C1, flez = e1],C%) «€
Rovf(uw)ys
3. if (C1,f,C2) € R, and Cy |, then there is a sequence of (zero or more) probabilistic

transitions and T-transitions Cy ~* CS such that (C1, f, 020) € R, and CS b

4. if (C1,f,C2) € Ry, and Cy |, then there is a sequence of (zero or more) probabilistic

transitions and T-transitions Cy NCIAN CY such that (CY, f,Cs) € R, and CY |;
5. if (C1,C2) € Ry, then pu(Cq,C) = n(Co,C) for each C € C(E)/Ry,;
6. [VIr, ={V}-

&1, & are branching probabilistic static location history-preserving (hp-)bisimilar and are written
&1 “;éhp &y if there exists a branching probabilistic static location hp-bisimulation R, such that
(2,9,9) € Ry.

A branching probabilistic static location hereditary history-preserving (hhp-)bisimulation is a
downward closed branching probabilistic static location hhp-bisimulation. &1,E are branching
probabilistic static location hereditary history-preserving (hhp-)bisimilar and are written £ “;lbhhp

&s.

Definition 2.96 (Rooted branching probabilistic static location (hereditary) history-preserving
bisimulation). Assume a special termination predicate |, and let \/ represent a state with \/ |.
A rooted branching probabilistic static location history-preserving (hp-) bisimulation is a posetal

relation Ry, € C(E1)XC(E2) such that:
1. if (Cy, f,C2) € Ry, and Cy ~ CT =5 CY, then Cy ~ CF <> Cy with C ~%,  Cb;

2. if (C1, f,C2) € Ry, and Cy ~ CF = C, then Cy ~ CT = Cf with Cf ~3%, C4;

3. if (C1, f,C2) € Ry, and Cy |, then Cy |;
4. if (C1, f,C2) € Ry and Cy |, then Cy |.

&1,E are rooted branching probabilistic static location history-preserving (hp-)bisimilar and are
written & “;lrbhp &, if there exists a rooted branching probabilistic static location hp-bisimulation
R, such that (&,2,2) € R,.

A rooted branching probabilistic static location hereditary history-preserving (hhp-)bisimulation
is a downward closed rooted branching probabilistic static location hp-bisimulation. &1,E are
rooted branching probabilistic static location hereditary history-preserving (hhp-)bisimilar and
are written &1 m;f"bhhp Es.
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No. Axiom

Al r+y=y+ax

A2 (z+y)+z=x+(y+2)

A3 r+xr=2x

A4 (x+y)-z=x-2+y-2

A5 (z-y)-z=2-(y-2)

L1 €T =2

L2 wu:z(z-y)=uzz-uzy

L3 uz(zx+y)=uzz+uzy

L4 uz(vux)=uv:x

PAl zB,y=y@Ei_,zT

PA2 @y (y®,z)=(rB_x__ y) Briprp 2
THp-Tp

PA3 zxzB;z=1x

PA4 (zBry)-z=x-28B,y-2

PA5 (z8Bry)+z=(x+2)8,; (y+2)

Table 14: Axioms of BATC with probabilistic static localities

2.4.2 BAPTC with Localities

Let Loc be the set of locations, and loc € Loc, u,v € Loc*, € is the empty location.

In the following, let e, eq, €], e} € E, and let variables x,y,z range over the set of terms for
true concurrency, p,q,s range over the set of closed terms. The set of axioms of BATC with
probabilistic static localities (BAPTC®') consists of the laws given in Table T4l

Definition 2.97 (Basic terms of BATC with probabilistic static localities). The set of basic
terms of BATC with probabilistic static localities, B(BAPTC®), is inductively defined as follows:

1. Ec B(BAPTC*);
if u € Loc*,t € B(BAPTC®) then u:t e B(BAPTC®);
if e E,t € B(BAPTC?®) then e-t e B(BAPTC®);

e

ift,s e B(BAPTC®) then t +se B(BAPTC®);

5. ift,s e B(BAPTC) then t®, s € B(BAPTC).

Theorem 2.98 (Elimination theorem of BATC with probabilistic static localities). Let p be a
closed BATC with probabilistic static localities term. Then there is a basic BATC with proba-
bilistic static localities term q such that BAPTC® +p = q.

In this subsection, we will define a term-deduction system which gives the operational semantics

of BATC with probabilistic static localities. We give the operational transition rules for operators

- and + as Table shows. And the predicate 5 V/ represents successful termination after
u

execution of the event e at the location u. Like the way in [13], we also introduce the counterpart
¢ of the event e, and also the set E = {¢|e e E}.

Firstly, we give the definition of PDFs in Table
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u(e,é) =1
p(z-y, 2" -y) = pz,z")
p(x+y,2" +y') = p(x,2") - uly,y")
p(z By, 2) =Tz, 2) + (1= m)u(y, 2)
wu(z,y) = 0,otherwise

Table 15: PDF definitions of BAPTC

Theorem 2.99 (Congruence of BATC with probabilistic static localities with respect to prob-

abilistic static location pomset bisimulation equivalence). Probabilistic static location pomset

sl

op 18 a congruence with respect to BATC with probabilistic static lo-

bisimulation equivalence ~
calities.

Theorem 2.100 (Soundness of BATC with probabilistic static localities modulo probabilistic
static location pomset bisimulation equivalence). Let x and y be BATC with probabilistic static
localities terms. If BAPTC® ~ x =y, then x ~f,§, Y.

Theorem 2.101 (Completeness of BATC with probabilistic static localities modulo probabilistic
static location pomset bisimulation equivalence). Let p and q be closed BATC with probabilistic
static localities terms, if p ~;§, q then p=q.

Theorem 2.102 (Congruence of BATC with probabilistic static localities with respect to prob-

abilistic static location step bisimulation equivalence). Probabilistic static location step bisimu-

sl
ps

Theorem 2.103 (Soundness of BATC with probabilistic static localities modulo probabilistic
static location step bisimulation equivalence). Let x and y be BATC with probabilistic static
localities terms. If BAPTC®' + x =y, then x ~f,ls Y.

lation equivalence ~5, is a congruence with respect to BATC with probabilistic static localities.

Theorem 2.104 (Completeness of BATC with probabilistic static localities modulo probabilistic
static location step bisimulation equivalence). Let p and q be closed BATC with probabilistic
static localities terms, if p le)ls q then p=gq.

Theorem 2.105 (Congruence of BATC with probabilistic static localities with respect to proba-
bilistic static location hp-bisimulation equivalence). Probabilistic static location hp-bisimulation

equivalence ~;lhp is a congruence with respect to BATC with probabilistic static localities.

Theorem 2.106 (Soundness of BATC with probabilistic static localities modulo probabilis-
tic static location hp-bisimulation equivalence). Let = and y be BATC with probabilistic static
localities terms. If BATC v+ x =y, then x ~;lhp Y.

Theorem 2.107 (Completeness of BATC with probabilistic static localities modulo probabilistic
static location hp-bisimulation equivalence). Let p and q be closed BATC with probabilistic static
localities terms, if p ~;lhp q then p=q.
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e~ é
x~
zy~a' -y
x~a oy~
z+y~az +y

z~x Y~y

rEry -~z rBry-~y

e loczé—/
€ loc

Tr —x
u

€ 1A
loc:x ——loc:x
locku
e e e e
T =/ r — ' y—/ y—y
u u u

u

e e e e
r+y—> zTry—a r+y—> c+y—y
u u u u

Table 16: Single event transition rules of BATC with probabilistic static localities

Theorem 2.108 (Congruence of BATC with probabilistic static localities with respect to
probabilistic static location hhp-bisimulation equivalence). Probabilistic static location hhp-
bistmulation equivalence ~;lhhp is a congruence with respect to BATC with probabilistic static
localities.

Theorem 2.109 (Soundness of BATC with probabilistic static localities modulo probabilistic
static location hhp-bisimulation equivalence). Let x and y be BATC with probabilistic static
localities terms. If BATC v+ x =y, then x ~;lhhp Y.

Theorem 2.110 (Completeness of BATC with probabilistic static localities modulo probabilistic
static location hhp-bisimulation equivalence). Let p and q be closed BATC with probabilistic
static localities terms, if p N]S)lhhp q then p=q.

2.4.3 APPTC with Localities

Firstly, we give the definition of PDFs in Table [I'7l

We give the transition rules of APTC with probabilistic static localities as Table [I§ and 19
shows.

27



1(6,6) =1
p(x 1y, 2" [y +a"[y) = pla,2") - u(y,y")
p(xly, 2" [Ly+y" L 2) = ple,2") pw(y,y')
p(@ Ly, 2" L y) = p(w,2")
p(xly,2" |y') = ple,2") - uly,y")
1(0(x),0(z")) = p(z,z")
p(z <y, 2" qy) = plz,z")
1(z,y) = 0, otherwise

Table 17: PDF definitions of APPTC

x~x y~y

zyy~a |y +a |y
z~x y~qy
zly~a"[y+y =
x -~
zlly~a Ly

T~ oy~

xly~a'|y
x -~

©(z) ~ (')
x~x

rdy~x'dy

Table 18: Probabilistic transition rules of APTC with probabilistic static localities
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N -2V
u v

el e
z—a y—/
u v

{er,e2}
x|y ——>/

uov

el €9
r— y—y
u v

{er,e2} |
L r

uov

Ty

€1 / €2 /
u v

{er,ea} |
rlly——y
uov

me—ul>\/ ye—5>\/ (e1 < e9)

oy gy
uSv

r 3 oy (e1<er)
u v

{e1,e2}
s

x|y x|y o
uSv UV
€1 (D) / el p es ,
r—+ y—y (a<e) z—1z y—y (e1<er)
U v u v
x|y ol oy gy
uov uov
ey ySy 2D Sy
u v u v
v(e1,e2) v(e1,e2)
vly——v  zly——a
uov uov

el eo
r—/ y—y
u v

€1 g €2y
U v

2|y 7(210752) Y zly v(z:zz) 21y
w%V (#(e1,€2)) we—;>¢ (#(e1,e2))
O(z) =/ O(z) =/

r 2 (jerer))

P25 (flere))

O(x) 7 o(z')

25y (elersen)

O(z) = O(a")

15 (flere))

O(z) =/

1 (fr(ere))

O(z) =/

250 (faler,e2)

O(x) 7 o(z')

O(xz) 7 o(z')

Table 19: Action transition rules of APTC with probabilistic static localities



5y oy e (flener)) xal ye2 (e er))
x < y%\/ xdy%m’
xe—ul>\/ y -+ (f(e1,e2),e2 <e3) me—ulwn' y -+ (f(e1,e2),e2<e3)
<y x<qy s
u u
xe—:’>\/ y -+ (f(e1,e2),e1 <e3) xe—:’>x' y -+ (f(e1,e2),e1 <e3)
x<1y%>\/ xdy%m’
2 gt (lene) 150 yet (o)
xdy%\/ xdy%m’
r—+/ y+»? (fz(e1,€2),e2<e3) me—ulwn' Y+ (f=(e1,e2),e2 <e3)
<y =/ x4y
u u
r—+/ y+»? (fz(e1,e2),e1 <e3) xe—:’>x' Y+ (f=(e1,e2),e1 <e3)
x < y%\/ xdy%m’

Table 20: Action transition rules of APTC with probabilistic static localities (continuing)

In the following, we show that the elimination theorem does not hold for truly concurrent
processes combined the operators -, +, 8, and || . Firstly, we define the basic terms for APTC
with probabilistic static localities.

Definition 2.111 (Basic terms of APTC with probabilistic static localities). The set of basic
terms of APTC with probabilistic static localities, B(APPTC’SZ), 1s inductively defined as follows:

1. Ec B(APPTC*®!);

2. if u e Loc*,t e BLAPPTC®) then u:t e BLAPPTC®);
ifeeE,t e BLAPPTC?) then e-t e BLAPPTC®);
ift,s e BLAPPTC®) then t + s e BLAPPTC®);

SR SIS

ift,s e BLAPPTC?) then tm, s e BLAPPTC®!);
6. ift,s e BLAPPTC®) then t | s e B(APPTC®).

Theorem 2.112 (Congruence theorem of APTC with probabilistic static localities). Proba-
! 1 sl
pp “ps “php

congruences with respect to APTC with probabilistic static localities.

bilistic static location truly concurrent bisimulation equivalences ~ and ~§§1hp are all
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Theorem 2.113 (Elimination theorem of parallelism). Let p be a closed APTC with probabilistic
static localities term. Then there is a basic APTC with probabilistic static localities term q such
that APPTC®! +p =q.

Theorem 2.114 (Generalization of APTC with probabilistic static localities with respect to
BATC with probabilistic static localities). APTC with probabilistic static localities is a gener-
alization of BATC with probabilistic static localities.

Theorem 2.115 (Soundness of APTC with probabilistic static localities modulo probabilistic
static location pomset bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms. If APPTC®! + x =y, then x ~;§, Y.

Theorem 2.116 (Completeness of APTC with probabilistic static localities modulo proba-
bilistic static location pomset bisimulation equivalence). Let p and q be closed APTC with
probabilistic static localities terms, if p ~;i, q then p=gq.

Theorem 2.117 (Soundness of APTC with probabilistic static localities modulo probabilistic
static location step bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms. If APPTC® v x =y, then x ~;{9 Y.

Theorem 2.118 (Completeness of APTC with probabilistic static localities modulo probabilis-
tic static location step bisimulation equivalence). Let p and q be closed APTC with probabilistic
static localities terms, if p ~;§ q then p=gq.

Theorem 2.119 (Soundness of APTC with probabilistic static localities modulo probabilis-
tic static location hp-bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms. If APPTC® vz =y, then x ~;lhp Y.

Theorem 2.120 (Completeness of APTC with probabilistic static localities modulo probabilis-
tic static location hp-bisimulation equivalence). Let p and q be closed APTC with probabilistic
static localities terms, if p ~§lhp q then p =q.

Theorem 2.121 (Soundness of APTC with probabilistic static localities modulo probabilistic
static location hhp-bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms. If APPTC®! + x =y, then x N;lhhp Y.

Theorem 2.122 (Completeness of APTC with probabilistic static localities modulo probabilis-
tic static location hhp-bisimulation equivalence). Let p and q be closed APTC with probabilistic
static localities terms, if p Nf)lhhp q then p=q.

The transition rules of encapsulation operator dy are shown in Table 211

Based on the transition rules for encapsulation operator 0y in Table 2T we design the axioms
as Table 22] shows.

Theorem 2.123 (Congruence theorem of encapsulation operator ). Probabilistic static loca-

sl sl sl sl :
and ~ppp,, are all congruences with

tion truly concurrent bisimulation equivalences ~p,, ~p, ~ohp

respect to encapsulation operator Oy .
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-~z

T >/ >
———— (et H) < (e¢ H)
O () =/ O () — On(a')

Table 21: Transition rules of encapsulation operator Oy

No.  Axiom

D1 e¢ H Op(e)=e

D2 eeH 9dy(e)=6

D3 9y(d)=9¢

D4 aH(:C+y) = 6H(x) +6H(y)
D5 Ou(x-y)=0n(z) Ou(y)

D6 Ou(z | y)=0u(2) | 0u(y)
L11  w=0g(z)=0g(u:=x)

PD1 Og(x@ry)=0y(x)B,: 0y(y)

Table 22: Axioms of encapsulation operator

Theorem 2.124 (Elimination theorem of APTC with probabilistic static localities). Let p be
a closed APTC with probabilistic static localities term including the encapsulation operator O .
Then there is a basic APTC with probabilistic static localities term q such that APTC +p = q.

Theorem 2.125 (Soundness of APTC with probabilistic static localities modulo probabilistic
static location pomset bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms including encapsulation operator dy. If APPTC® vz =y, then x ~;§2 Y.

Theorem 2.126 (Completeness of APTC with probabilistic static localities modulo proba-
bilistic static location pomset bisimulation equivalence). Let p and q be closed APTC with
probabilistic static localities terms including encapsulation operator O, if p ~;§, q then p=gq.

Theorem 2.127 (Soundness of APTC with probabilistic static localities modulo probabilistic
static location step bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms including encapsulation operator Op. If APPTC® v x =y, then x ~;ls Y.

Theorem 2.128 (Completeness of APTC with probabilistic static localities modulo probabilis-
tic static location step bisimulation equivalence). Let p and q be closed APTC with probabilistic
static localities terms including encapsulation operator O, if p ~;ls q then p=q.

Theorem 2.129 (Soundness of APTC with probabilistic static localities modulo probabilis-
tic static location hp-bisimulation equivalence). Let z and y be APTC with probabilistic static
localities terms including encapsulation operator . If APPTC® v x =y, then x ~;lhp Y.

Theorem 2.130 (Completeness of APTC with probabilistic static localities modulo probabilis-
tic static location hp-bisimulation equivalence). Let p and q be closed APTC with probabilistic
static localities terms including encapsulation operator O, if p ~;lhp q then p=gq.

Theorem 2.131 (Soundness of APTC with probabilistic static localities modulo probabilistic
static location hhp-bisimulation equivalence). Let x and y be APTC with probabilistic static
localities terms including encapsulation operator Op. If APPTC® v x =y, then x ~;lhhp Y.
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Theorem 2.132 (Completeness of APTC with probabilistic static localities modulo probabilis-
tic static location hhp-bisimulation equivalence). Let p and q be closed APTC with probabilistic
static localities terms including encapsulation operator O, if p ~;lhhp q then p=gq.

2.4.4 Recursion

In the following, F, F,G are recursion specifications, X, Y, Z are recursive variables.

Definition 2.133 (Recursive specification). A recursive specification is a finite set of recursive
equations

Xl = tl(X17"'7Xn)

Xn = tn(Xla aXn)

where the left-hand sides of X; are called recursion variables, and the right-hand sides t;(X1,---, Xp)
are process terms in APTC with probabilistic static localities with possible occurrences of the re-
cursion variables Xq,--+, X,,.

Definition 2.134 (Solution). Processes p1,---,pn are a solution for a recursive specification
{X; = t;(Xq, - Xpn)|i € {1,-,n}} (with respect to probabilistic static location truly concurrent

.o . : sl s sl sl sl . sl sl sl sl :
bisimulation equivalences ~ps(~pn: ~phps ~phhp)) if Pi ~ps ~pp,~php,~phhp)ti(p1,---,pn) for i €
{17"'771}.

Definition 2.135 (Guarded recursive specification). A recursive specification

Xi=t1(Xq,, Xn)

Xn = tn(Xla 7Xn)

1s guarded if the right-hand sides of its recursive equations can be adapted to the form by applica-
tions of the axioms in APTC with probabilistic static localities and replacing recursion variables
by the right-hand sides of their recursive equations,

((u11r = arn (Lo L wingy = a11gy) - s1( X, X)) + o+ (uign = apn Lo (L ikig @ Gikay) -
sp(X1, Xn) + (v = b Lo+ L vnagy 3 baagy) + o+ (vangy = by Lo L v, = bug,)) By
B (Ui = amar L (L mtiy @ @miiy) - s1( X1, Xn) + o+ (Uit @it L L Wik,
Amkiy, ) Sk (X155 X )+ (Um11 2 0mat L L Umigy = Omagy) ¥+ (Omigy = 0mijy L L Ymaj,  bmig,))
where a111, -+, Q114 , A1k, Qkiy 01115 01151, D151 5+ b1igys s A1y s Qi s Gmk1s " Gmkiy »
binits s bmiji s bmiji s by, € E, and the sum above is allowed to be empty, in which case it
represents the deadlock 9.

Definition 2.136 (Linear recursive specification). A recursive specification is linear if its re-
cursive equations are of the form

((uinr = arnn L L wirgy @ a11ay ) X + -+ (Uign = arger Lo (L Wik, @ @1k ) X + (vinn = b [
oL vigy = bigy) o+ (Ui # by Lo L v = bwgy)) By By ((Wman = aman [ L
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n({X|E),y) = n((tx|E),y)

w(z,y) = 0,otherwise
Table 23: PDF definitions of recursion

H((XE). (X, E))

(xim) 2,

{6 300 € }
t((X1|E), - (Xn|E)) %’ y

) {e1,ex} y

u

(XilE
Table 24: Transition rules of guarded recursion

Uiy Gmiig ) X1+ + (Umk1 * Gkt L L Wimkiy, * @mki ) Xk + (Uma1 = bman (L L omijy =
bmji) + o+ (Vmajy 3 0mugy L L vmag, 5 b))

where a111, 7y 114y, A1k, "'aalkikabllla "'ab11j1,b11j15"'ablljl,”',amlla ©ty Amliy ) Amkls "y Gmkiy,
binits - bmiji s bmiji s by, € E, and the sum above is allowed to be empty, in which case it
represents the deadlock 9.

Firstly, we give the definition of PDFs in Table 23l

For a guarded recursive specifications E with the form

Xi=t1(Xq,, Xn)

Xn = tn(Xla 7Xn)

the behavior of the solution (X;|E) for the recursion variable X; in E, where i € {1,---,n},
is exactly the behavior of their right-hand sides ¢;(X71,--+, X,,), which is captured by the two
transition rules in Table

Theorem 2.137 (Conservitivity of APTC with probabilistic static localities and guarded recur-
sion). APTC with probabilistic static localities and guarded recursion is a conservative extension
of APTC with probabilistic static localities.

Theorem 2.138 (Congruence theorem of APTC with probabilistic static localities and guarded
1 sl _sl
and ~ffhhp are all congruences with respect to APTC with probabilistic static localities and guarded

recursion.

recursion). Probabilistic static location truly concurrent bisimulation equivalences ~
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No. Axiom
RDP (Xi|E) =t;((X1|E), - (Xu|E)) (i€ {l,--,n})
RSP ify;=t;(y1,,yn) for i e {1,---,n}, then y; = (X;|F) (ie{l,---,n})

Table 25: Recursive definition and specification principle

The RDP (Recursive Definition Principle) and the RSP (Recursive Specification Principle) are
shown in Table

Theorem 2.139 (Elimination theorem of APTC with probabilistic static localities and linear
recursion). Each process term in APTC with probabilistic static localities and linear recursion
is equal to a process term (X1|E) with E a linear recursive specification.

Theorem 2.140 (Soundness of APTC with probabilistic static localities and guarded recur-
sion). Let x and y be APTC with probabilistic static localities and guarded recursion terms. If
APTC with quarded recursion+ x =1y, then

L ,,.
2. ~p Y

sl .
3T~ Y
4 T sl

. phhp Y.

Theorem 2.141 (Completeness of APTC with probabilistic static localities and linear recur-
sion). Let p and q be closed APTC with probabilistic static localities and linear recursion terms,
then,

1. ifp ~;l8 q then p=gq;
2. ifp ~;§2 q then p=gq;
3. ifp ~;lhp q then p=gq;

4. if p ~;lhhp q then p =q.

2.4.5 Abstraction

In the following, let the atomic event e range over Eu {d} u {7}, and let the communication
function y: Eu{r} xEu {7} - Eu{d}, with each communication involved 7 resulting into ¢.

The silent step 7 as an atomic event, is introduced into E. Considering the recursive specification
X =7X, 7s, 77s, and 7---s are all its solutions, that is, the solutions make the existence of 7-
loops which cause unfairness. To prevent 7-loops, we extend the definition of linear recursive
specification (Definition 2-T136]) to the guarded one.
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9

T~ T

TL\/

Table 26: Transition rule of the silent step

No. Axiom

Bl (y=y+y,z=2+2) z-((y+7-(y+2))Brw)=z-((y+2)Brw)
B2 (y=yrpr=z+z) zll (o7l (y+2)Bew) =2 | ((y+2) 8y w)
L13 wuuzT=7

Table 27: Axioms of silent step

Definition 2.142 (Guarded linear recursive specification). A recursive specification is linear if
its recursive equations are of the form

((uinr = a1y Lo L wirgy = a1nay ) X + -+ (Uign = argr Lo (L Wik, # @1k ) X + (vinn = b [
oL vrgy = brygy) e+ (Vg by (Lo L vy = bwgy)) By o By (W = amar [ L
Uiy * Gmii ) X1+ + (Umk1 * Gkt L (L Wmkiy, © @mki ) Xk + (Umat = bman (L L Omijy =
bnijy) + -+ (Umijy @ bmigy L [ maj, @ Omig))

where a11,+++, Q1145 A1kl """ Alkig > 0111, D115, 01141 5 D1y,

11, Gmliy > Gmkls s Gmkig s Om11s s Om1jy s Oy s o5 bmij, € BU{T}, and the sum above is allowed
to be empty, in which case it represents the deadlock .

A linear recursive specification E is guarded if there does not exist an infinite sequence of T-
transitions (X|E) 5 (X'|E) 5 (X"|E) 5 ...

Theorem 2.143 (Conservitivity of APTC with probabilistic static localities and silent step and
guarded linear recursion). APTC with probabilistic static localities and silent step and guarded
linear recursion is a conservative extension of APTC with probabilistic static localities and linear
TECUTSION.

Theorem 2.144 (Congruence theorem of APTC with probabilistic static localities and silent

step and guarded linear recursion). Rooted branching probabilistic static location truly concurrent
l Sl

f)rbp’ N;rbs
probabilistic static localities and silent step and guarded linear recursion.

bisimulation equivalences » and Nf)lrbhp are all congruences with respect to APTC with

We design the axioms for the silent step 7 in Table

Theorem 2.145 (Elimination theorem of APTC with probabilistic static localities and silent
step and guarded linear recursion). Each process term in APTC with probabilistic static localities
and silent step and guarded linear recursion is equal to a process term (X1|F) with E a guarded
linear recursive specification.

Theorem 2.146 (Soundness of APTC with probabilistic static localities and silent step and
guarded linear recursion). Let x and y be APTC with probabilistic static localities and silent step
and guarded linear recursion terms. If APTC with probabilistic static localities and silent step
and guarded linear recursion + x =y, then
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-~z

T[(.%') ~r T](m")

>/ x>
M ¢l —— M T
Tr(z) =/ () = 7r(a’)
5/ Rl
v eel  — % el
mr(z) =/ mr(z) — 71(2")

Table 28: Transition rule of the abstraction operator

sl .
1Lz Pprbs Y

Sl .
2. TR Y

Sl .
3 Nprohp Y7

Sl
4. x N;rbhhp Y-
Theorem 2.147 (Completeness of APTC with probabilistic static localities and silent step and
guarded linear recursion). Let p and q be closed APTC with probabilistic static localities and
silent step and guarded linear recursion terms, then,

1. ifp w;ﬁ,bs q then p=gq;

2. ifp z;ﬂ,bp q then p=gq;

3. ifp “;lrbhp q then p=gq;

4. if p m;lrbhhp q then p =gq.

The unary abstraction operator 77 (I € E) renames all atomic events in [ into 7. APTC with
probabilistic static localities and silent step and abstraction operator is called APPTC, with
probabilistic static localities. The transition rules of operator 77 are shown in Table

Theorem 2.148 (Conservitivity of APPTC; with probabilistic static localities and guarded
linear recursion). APPTC; with probabilistic static localities and guarded linear recursion is a
conservative extension of APTC with probabilistic static localities and silent step and guarded
linear recursion.

Theorem 2.149 (Congruence theorem of APPTC; with probabilistic static localities and
guarded linear recursion). Rooted branching probabilistic static location truly concurrent bisim-
ulation equivalences w;lrbp, w;lrbs, mffrbhp and N;lrbhhp are all congruences with respect to APPTC;

with probabilistic static localities and guarded linear recursion.

We design the axioms for the abstraction operator 77 in Table
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No. Axiom

TI1 e¢l tr(e)=e

TI2 eel 7i(e)=71

TI3  77(6) =0

TI4  7(z+y) =711(x) +77(Y)
TI5  7(x-y) =71(x) - 71(y)
TI6 7l y) = (@) L i)
L14  wzT(z) =77(usx)

L15 et¢l t(uze)=uze
L16 eel tr(uze)=T1
PTI1 7i(zery)="1(x) 8, 77(y)

Table 29: Axioms of abstraction operator

VR r=y+(urmip || up i) T,y =y ty
! T-17(x) =7-71(Yy)

x=z8; (u+ (up =iy || || um=im) z),2=2+u,2=2+2

To11(x) =7-77(2)

V Ry

x=z4+(ur =i || | umtim) v,y =28, (ut (vr g1 || |l vngn) X)),z =24+ u,z=2+2

VR
3 Tori(x) =1 -m(y) for y' = 2By (u+ (ur iy || - || wm = im) - y')

Table 30: Recursive verification rules

Theorem 2.150 (Soundness of APPTC; with probabilistic static localities and guarded linear
recursion). Let x and y be APPTC; with probabilistic static localities and guarded linear recur-

sion terms. If APPTC, with probabilistic static localities and guarded linear recursion + x =y,
then

sl .
Iz Pprbs Y

Sl .
2. TRy Y

sl .
3. x Nrbhp U
4 T sl
. R prbhhp Y-

Though 7-loops are prohibited in guarded linear recursive specifications in a specifiable way, they
can be constructed using the abstraction operator, for example, there exist 7-loops in the process
term 774, ((X]X = aX)). To avoid 7-loops caused by 7; and ensure fairness, we introduce the
following recursive verification rules as Table B0l shows, note that i1, iy, j1, -, Jn € [ SEN{7}.

Theorem 2.151 (Soundness of VR,V Rs,VR3). VRy, VRy and V R3 are sound modulo prob-
abilistic rooted branching probabilistic static location truly concurrent bisimulation equivalences

~Sl Sl Sl sl
“prbp’ “prbs’ “prbhp and ~prbhhp*
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2.5 Operational Semantics for Quantum Computing

in quantum processes, to avoid the abuse of quantum information which may violate the no-
cloning theorem, a quantum configuration (C,p) [17] [20] [21] [18] [19] [24] [25] [I7] [27] is
usually consisted of a traditional configuration C' and state information g of all (public) quantum
information variables. Though quantum information variables are not explicitly defined and are
hidden behind quantum operations or unitary operators, more importantly, the state information
o is the effects of execution of a series of quantum operations or unitary operators on involved
quantum systems, the execution of a series of quantum operations or unitary operators should
not only obey the restrictions of the structure of the process terms, but also those of quantum
mechanics principles. Through the state information o, we can check and observe the functions
of quantum mechanics principles, such as quantum entanglement, quantum measurement, etc.

So, the operational semantics of quantum processes should be defined based on quantum process
configuration (C, ), in which ¢ = ¢ of two state information g and ¢ means equality under
the framework of quantum information and quantum computing, that is, these two quantum
processes are in the same quantum states.

Let Loc be the set of locations, and u,v € Loc*. Let <« be the sequential ordering on Loc*, we
call v is an extension or a sublocation of u in © <« v; and if ©u <k v v « u, then v and v are
independent and denoted u ¢ v.

Definition 2.152 (Consistent location association). A relation ¢ € (Loc* x Loc*) is a consistent
location association (cla), if (u,v) € p&(u',;v") € p, then uou' <= vor'.

Definition 2.153 (Pomset transitions and step). Let 5 be a PES and let C € C(€), and & #
XcE, ifCnX=@ and C'=Cu X eC(E), then (C, s) — (C",s") is called a pomset transition
from (C,s) to (C',s"} at location u. When the events in X are pairwise concurrent, we say that
(C,s) ER (C',s") is a step. It is obvious that X A and 5SS for any e € E and
Yep" u u u u

Definition 2.154 (Weak pomset transitions and weak step). Let € be a PES and let C €C(E),
and @+ X cE, if CnX =@ and C' = CuX € C(E), then (C, Q) (C', 0" is called a weak pomset

"y . LTY e TF X , 7t et
transition from (C, o) to (C',0') at location u, where we deﬁne S T80, And =251
u u u u

X
for every e € X. When the events in X are pairwise concurrent, we say that (C, o) = (C', o)

is a weak step.

Definition 2.155 (Probabilistic transitions). Let £ be a PES and let C € C(E), the transition
(C, 0) 5 (CT™, o) is called a probabilistic transition from (C, o) to (C™, o).

We will also suppose that all the PESs in this chapter are image finite, that is, for any PES
Eand C € C(€) and a € A, {{C,0) & (C™,0)}, {e € E|(C, g) (C" 0"y AA(e) = a} and {e €
E|(C, g) (C",0") A M(e) = a} is finite.

Definition 2.156 (Static location pomset, step bisimulation). Let &, & be PESs. A static loca-
tion pomset bisimulation is a relation Ry, € (C(£1),5)x(C(&2),S), such that if ({(C1, 0),(Ca2,0)) €

R,, and (C1, o) X, (C1,0") then (Cs,0) i(—> (C4,0"), with X; ¢ Ey, X9 ¢ Ey, X; ~ Xo and
u
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((C1,0'),(C3,0") € Rouguwyy for all 0,0" € S, and vice-versa. We say that &1, & are static
location pomset bisimilar, written & le)l &y, if there exists a static location pomset bisimulation
Ry, such that ((@,2),(2,2)) € R,. By replacing pomset transitions with steps, we can get the
definition of static location step bisimulation. When PESs £ and & are static location step
bisimilar, we write & ~§l &s.

Definition 2.157 (Weak static location pomset, step bisimulation). Let &, & be PESs. A
weak static location pomset bisimulation is a relation Ry, € (C(&1),5) x (C(&2),S), such that if
((C1,0),{Ca,0)) € Ry, and (Ch,0) =5 (C1, 0') then (Ca, 0) =25 (C, o), with X1 €y, Xp €,
X1 ~ Xy and ((C1,0'),(C3,0')) € Rouq(uwyy for all 0,0" € S, and vice-versa. We say that &1, &
are weak static location pomset bisimilar, written & mff &, if there exists a weak static location
pomset bisimulation Ry, such that ((&,9),(d,9)) € R,. By replacing weak pomset transitions
with weak steps, we can get the definition of weak static location step bisimulation. When PESs
&1 and & are weak static location step bisimilar, we write & wgl &.

Definition 2.158 (Posetal product). Given two PESs &, €, the posetal product of their con-
figurations, denoted (C(E1),S)x(C(&2),S), is defined as

{({C1,0), [,{C2,0))|C1 €C(&E1),Ca € C(&E2), [ : C1 = Co isomorphism}.

A subset R < (C(&1),S)x(C(&2),S) is called a posetal relation. We say that R is downward closed
when for any ({C1, 0), f,(C2, 0)), ((C1, '), [/, {C3, 0)) € (C(£1), S)X(C(&2), S). if ((Ch, ), f,(Ca,0)) <
((C1, o), f1,{C3,0")) pointwise and ((C1,0'), ',(C3,¢")) € R, then ((C1,0), f,{(C2,0)) € R.

For f: X1 —» Xo, we define f[x1 = x2]: Xyu{z1} - Xou{za}, 2z € Xyu{a1},(1)f[z1 - 22](2) =
xo,if z = x1;(2)f[x1 ~ x2](2) = f(2), otherwise. Where X1 CEq, Xo € Ey, 21 € Eq, 25 € Eg.

Definition 2.159 (Weakly posetal product). Given two PESs &1, 2, the weakly posetal product
of their configurations, denoted (C(&1),S)x(C(&2),S), is defined as

{({(C1,0), f,{C2,0))|C1 €C(&E1),C2 € C(E), f C1 — Cy isomorphism}.

A subset R c (C(&1),S)x(C(&2),S) is called a weakly posetal relation. We say that R is down-
ward closed when for any ((C1,0), f,(C2,0)),({C1, '), [.{C3,¢")) € (C(&1), 9)x(C(&2),S), if
(<Cly Q>’ f’ <025 Q)) S ((C{a Q,>? f,’ (Céa Q’>) po’inth’se and ((C{a Q,>? f,a (Céa Q’>) € R; then (<Cl, Q>’ f’ <025 Q)) €
R.

For f: X1 > X5, we define f[x1 ~ xo] : Xyu{x1} > Xou{aa}, erXlu{xl},(l)f[xlA > CEQ](Z) =
xo,if z = x1;(2)f[x1 — x2](2) = f(2), otherwise. Where X1 € Eq, X5 € Eo, 1 € Eq, x5 € Eo.
Also, we define f(7*) = f(77).

Definition 2.160 (Static location (hereditary) history-preserving bisimulation). A static lo-
cation history-preserving (hp-) bisimulation is a posetal relation R, ¢ (C(&1),S)x(C(&2),S)
such that Zf ((Clag>afa<c2ag>) € Rip’ and (Clag> i) <C{?Q,>’ then <0259> 2) <C£’Q,>7 with
((C1,0"), fler = e2],(C3,0")) € R, for all 0,0" € S, and vice-versa. &,& are static location
history-preserving (hp-)bisimilar and are written & ~ZZ) &y if there exists a static location hp-
bisimulation R, such that ((@,2),2,(2,2)) € R,.

A static location hereditary history-preserving (hhp-)bisimulation is a downward closed static

location hp-bisimulation. &1,E are static location hereditary history-preserving (hhp-)bisimilar
and are written &1 ”Zlhp &.
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Definition 2.161 (Weak static location (hereditary) history-preserving bisimulation). A weak

static location history-preserving (hp-) bisimulation is a weakly posetal relation R, € (C(E1),S)X(C(&2),S)
such that if ((C1,0), f,(C2,0)) € Ry, and (C1,0) i—l—> (C1,0"), then (Ca, o) E;)—2—> (C4,0"), with
((C1,0'), fler = €2],(C5,0")) € Ry, for all p,0" € S, and vice-versa. E1,E are weak static location
history-preserving (hp-)bisimilar and are written & zfllp &y if there exists a weak static location
hp-bisimulation R, such that ((2,2),,(, D)) € R,,.

A weakly static location hereditary history-preserving (hhp-)bisimulation is a downward closed
weak static location hp-bisimulation. £1,E are weak static location hereditary history-preserving
(hhp-)bisimilar and are written & z;";lhp Es.

Definition 2.162 (Branching static location pomset, step bisimulation). Assume a special ter-
mination predicate |, and let \/ represent a state with \/ |. Let &1, & be PESs. A branching
static location pomset bisimulation is a relation R, € (C(&1),S) x (C(&2),S), such that:

. X
1. ’Lf((Cl,Q>,<CQ,Q>) € Rlp; and (CI’Q> 7 <C{’Q’> then

o cither X = 7%, and ((C1,0'),(Ca2,0)) € R, with o' € 7(0);

e or there is a sequence of (zero or more) T-transitions (Cy,0) — (CY,0°), such that

X .
((C1,0),(C3,0") € R, and (C3, ¢°) = (Cy,0") with ({C1,0'),(C3, ') € Rouguwyys
. X
2. 'Lf(<cla9>a <C2a9>) € Rlp; and <C2’Q> 7 <C£’Q’> then

e cither X =7°, and ((C1, 0),{C%,0')) € Ry;

e or there is a sequence of (zero or more) T-transitions (Cy,0) — (CV, 0°), such that

X .
(C?,0°),{Ca,0)) € Ry and (C?,0°) = (C1, ") with ({C1,0'),(C3, ') € Roug(uwyys

3. if (<C1, Q), <027
(

0)) € R, and (C1,0) |, then there is a sequence of (zero or more) T-
transitions (Ca, o) RN (C9,0°) such that ({C1,0),{CY,0°)) € R, and (C9, 0% 1;

4. if ({C1,0),(C2,0)) € R, and (C2,0) |, then there is a sequence of (zero or more) T-
transitions (C1, o) KN (C?,Q()) such that ((C?,QO% (C2,0)) € Ry, and <C1O,QO> e

We say that £, & are branching static location pomset bisimilar, written & zgé &, if there
exists a branching static location pomset bisimulation R, such that ((2,2),(2,2)) € R,,.

By replacing pomset transitions with steps, we can get the definition of branching static location
step bisimulation. When PESs &1 and & are branching static location step bisimilar, we write

1
&~ &y,

Definition 2.163 (Rooted branching static location pomset, step bisimulation). Assume a
special termination predicate |, and let \/ represent a state with \/ |. Let &, & be PESs. A
rooted branching static location pomset bisimulation is a relation R, € (C(€1),S) x (C(&2),S),
such that:

. X X .
1. lf (<Cl79)7<027g>) € R<p7 and (Clag> _17 (Ciagl) then <027Q) _v_) <C£7Q,> with <C{7Q,) NIS);
(Cy,0');
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2.if ({C1,0),(Cs,0)) € Ry, and (Cs,0) = (Ch,0) then (C1,0) ~> (CY, o'} with (C1, 0') =,
(Cy,0');

3. if ({C1,0),(C2,0)) € Ry and (C1,0) |, then (C2, 0) I;

4' lf(<0179>7 <027Q>) € RSO and <027Q) ‘L7 then <Clag> l.

We say that £1, € are rooted branching static location pomset bisimilar, written & zfép &, if
there exists a rooted branching static location pomset bisimulation R, such that ((2,2), (2, 2)) €
R,.

»

By replacing pomset transitions with steps, we can get the definition of rooted branching static
location step bisimulation. When PESs & and & are rooted branching static location step
bisimilar, we write & ziés &.

Definition 2.164 (Branching static location (hereditary) history-preserving bisimulation). As-
sume a special termination predicate |, and let \/ represent a state with \/ |. A branching static
location history-preserving (hp-) bisimulation is a weakly posetal relation Ry, € (C(&1), S)X(C(&2), S)
such that:

1. lf(<0179>7f7<0279>) ERQ&N and (Chg) e_ul) <C{7Q,> then

e cither e; =7, and ((C1,0), fle1 = 7],(Ca,0)) € Ry;

e or there is a sequence of (zero or more) T-transitions (Ca, o) N (C9, 0%, such that
({C1.0), £,4C3, ) € Ry and (C3,6°) 5 (C3, ) with ({C1, ¢'), fler = e2],{C3, ') €
Rouf(um)}i

2. lf(<0179>7f7<0279>) € Rso: and <027Q) e_j) <C£7Q,> then

o cither ea =7, and ((C1, 0), fle2 = 7],(C5, 0")) € Ry;

e or there is a sequence of (zero or more) T-transitions (C1, o) i (CY, 0%, such that
(G, "), f:(Ca,0)) € Ry and (CF, &%) = (C1, ) with ({C1, ¢'), flea = e1],{C3, ') €
Roug(uo)}s

3. if ({C1,0), f,{C2,0)) € R, and (C1,0) |, then there is a sequence of (zero or more) T-
transitions (Cs, o) i> (CS, QO> such that ((C1, o), f, (CS, QO>) € R, and (C’QO, Q0> b

4. if ({C1,0), f,(C2,0)) € R, and (Ca,0) |, then there is a sequence of (zero or more) T-
transitions (C1, o) KN (C?,go) such that ((C?,go),f, (Ca,0)) € R, and (Clo,go) !

&1,E are branching static location history-preserving (hp-)bisimilar and are written & “gﬁzp Eo
if there exists a branching static location hp-bisimulation R such that ((&,2),d,(?,2)) € R,.

A branching static location hereditary history-preserving (hhp-)bisimulation is a downward closed
branching static location hp-bisimulation. £1,& are branching static location hereditary history-
preserving (hhp-)bisimilar and are written & Ngfmp &s.

42



Definition 2.165 (Rooted branching static location (hereditary) history-preserving bisimu-
lation). Assume a special termination predicate |, and let \/ represent a state with \/ |. A
rooted branching static location history-preserving (hp-) bisimulation is a weakly posetal relation

R, c(C(&1),5)x(C(&2),S) such that:

1. Zf(<C1’Q>,f’<02,Q>) € Rép} and (CI,Q> e—;) <C{?Q,>’ then <C2,Q> %2) <Cé’gl> with <C{’Q,> “iﬁlp

(C3,0');
2. if ((C1,0).1.(C2,0)) € Ry, and (Ca, 0) > (C3, <), then (Cy, ) = (C1. &) with (1, &'} %},
(Cy,0');

3. if ((C1,0), f,{C2,0)) € Ry, and (C1,0) |, then (Ca,0) |;
4. if ({(C1,0), f,{Ca,0)) € Ry, and (C2,0) |, then (C1,0) |-

&1, &, are rooted branching static location history-preserving (hp-)bisimilar and are written £ “iéhp
&, if there exists a rooted branching static location hp-bisimulation R, such that ({2, @), ?, (D, D)) €
R,.

A rooted branching static location hereditary history-preserving (hhp-)bisimulation is a downward
closed rooted branching static location hp-bisimulation. £1,&> are rooted branching static location
hereditary history-preserving (hhp-)bisimilar and are written & mf,éhhp &s.

Definition 2.166 (Probabilistic static location pomset, step bisimulation). Let &1, & be PESs.
A probabilistic static location pomset bisimulation is a relation R, € (C(&1),S) x (C(&2),S),
such that (1) if ((C1,0),(C5,0)) € Ruarpni, and (C1,0) = (C1,0) then (C,0) =2 (Ch,0'),
with X1 € By, X € B, Xy ~ Xo and ((C1,0'),(C3,0')) € Ryuq(uwyy for all 0,0" € S, and
vice-versa; (2) if ({C1,0),(C2,0)) € Ry, and (C1,0) % (CT,0) then (Ca,0) = (CF,0) and
(<CT79)7<C§79)) € Rso; and vice-versa; (3) Zf (<Cl,Q>,<CQ7Q)) € Rso; then :u'(Cl?C) = M(027C)
for each C € C(E)/Ry; (4) [V]r, = {V/}- We say that £, & are probabilistic static location
pomset bisimilar, written & ~;§) &, if there exists a probabilistic static location pomset bisim-
ulation Ry, such that ((@,2),(@,9)) € R,. By replacing probabilistic pomset transitions with

probabilistic steps, we can get the definition of probabilistic static location step bisimulation.
When PESs &1 and & are probabilistic static location step bisimilar, we write & ~;ls &s.

Definition 2.167 (Weakly probabilistic static location pomset, step bisimulation). Let &,
& be PESs. A weakly probabilistic static location pomset bisimulation is a relation R, ¢

<C(51)’S> X <C(52)’S>; such that (1) Zf ((Cla9>’<c2a9>) € RS@’ and (Cla9> i} <C{’Q’> then
<C2a9> g <C§,Q’>, with Xy € El; X9 C E2; X1 ~ Xy and (<C{’Q,>’<Cé’9’>) € chu{(u,v)}

for all 0,0 € S, and vice-versa; (2) if ({C1,0),(C2,0)) € Ry, and (C1,0) % (CT,0) then
<C2’Q> 5 (Cg’@) and ((Cf’9>’<0§’9>) € RéP’ and vice-versa; (3) if (<Cl’9>’<c2’9>) € R‘P’
then u(C1,C) = p(Ca,C) for each C € C(E)/Ry; (4) [V1r, = {\/}. We say that &1, & are
weakly probabilistic static location pomset bisimilar, written & Nf,é, &y, if there exists a weakly
probabilistic static location pomset bisimulation Ry, such that ((&,2),(2,9)) € R,. By replac-
ing weakly probabilistic static location pomset transitions with weakly probabilistic static location
steps, we can get the definition of weakly probabilistic static location step bisimulation. When
PESs & and & are weakly probabilistic static location step bisimilar, we write &, fos &.
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Definition 2.168 (Posetal product). Given two PESs &, €, the posetal product of their con-
figurations, denoted (C(E1),S)x(C(&2),S), is defined as

{({C1,0), f,{C2,0))|C1 €C(&1),Co € C(E), [ : C1 » Cy isomorphism}.

A subset R, ¢ (C(&1),5)x(C(&2),S) is called a posetal relation. We say that R, is down-

ward closed when fOT any (<Cl,Q>’f,<02’Q>)?(<C{’Q’>af,,<cé?gl>) € <C(51),S>;<C(52),S>, Zf

((C1,0), [:{Ca,0)) € ({C1, @), f',(C3, 0")) pointwise and ({(C1, ¢'), [',(C3, o)) € Ry, then ((C1,0), f,(C2,0)) ¢
R,.

For f: X1 » Xy, we define flxy = x2] : Xyu{z1} » Xou{aa}, z€ Xyu{a},(1)f[x1 = 22](2) =

xo,if z = x1;(2)f[x1 ~ x2](2) = f(2), otherwise. Where X1 CEq, Xo € Ey, 21 € Eq, 25 € Eg.

Definition 2.169 (Weakly posetal product). Given two PESs &1, &, the weakly posetal product
of their configurations, denoted (C(&1),S)x(C(&2),S), is defined as

{({C1, 0), f,{Ca, 0))|C1 € C(&1),Cy € C(E2), f : Cy — Co isomorphism}.

A subset R, € (C(E1),S)X(C(&2),S) is called a weakly posetal relation. We say that R, is
downward closed when for any ((C1,0), f,{(C2,0)), ((C1,0"), f,{C5,0")) € (C(&1), S)x(C(&2),S),
if ({(C1,0),f,(Ca,0)) € ({C1,0'), f',{C3,0")) pointwise and ({C1,0'), f',(C3,0')) € Ry, then
(<Cl’Q>’f’<02aQ>) € RS@'

For f: X1 — Xy, we define f[x1— x2]: Xqu{z1} > XoU{xa}, erXlu{xl},(l)f[:clA > CEQ](Z) =
xo,if z = x1;(2)f[x1 — x2](2) = f(2), otherwise. Where X1 € Eq, X5 € Eo, 1 € Eq, x5 € Eo.
Also, we define f(7*) = f(77).

Definition 2.170 (Probabilistic static location (hereditary) history-preserving bisimulation).
A probabilistic static location history-preserving (hp-) bisimulation is a posetal relation R, <

<C(51),S>?<C(52),S> such that (1) Zf (<Clag>afa<c2’g>) € Rip’ and (Clag> i) <C{?Q,>7 then
(Ca,0) => (C3,0), with ((C1,0'), fler = €2],{C5,0')) € Ryii(uwy for all 0,0’ € S, and vice-
versa; (2) if ((C1, 0), f,{C2,0)) € Ry, and (C1, 0) % (CT, 0) then (C2,0) = (CF, 0) and ({CT, o). f,{CF, 0)) €
R, and vice-versa; (3) if (C1, f,C2) € Ry, then u(Cy,C) = u(Cs,C) for each C € C(E)/Ry; (4)
[VIr, = {V}. &1,& are probabilistic static location history-preserving (hp-)bisimilar and are

written & ~;lhp & if there exists a probabilistic static location hp-bisimulation R, such that
(2,2),9,(2,2)) € Ry

A probabilistic static location hereditary history-preserving (hhp-)bisimulation is a downward
closed probabilistic static location hp-bisimulation. £1,Ey are probabilistic static location heredi-
tary history-preserving (hhp-)bisimilar and are written & Nf)lhhp &s.

Definition 2.171 (Weakly probabilistic static location (hereditary) history-preserving bisimula-
tion). A weakly probabilistic static location history-preserving (hp-) bisimulation is a weakly pose-

tal relation R, € (C(€1),S)x(C(&2),S) such that (1) if ({(C1,0), f,{(C2,0)) € Ry, and (C1, 0) £,
(C1,0"), then (Ca, 0) % (C3,0"), with ((C1,0'), fle1 = €2],{C3,0")) € Ryi((uv)y for all 0,0" €S,

and vice-versa; (2) if ((C1,0),f,{C2,0)) € Ry, and (C1, o) L (CT, 0) then (Ca,p0) L (CT, 0)
and ((CT,0), f,{C3,0)) € Ry, and vice-versa; (3) if (C1, f,C2) € Ry, then u(Cq,C) = pu(Cs,C)
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for each C € C(E)/Ry; (4) [V 1R, = {V/}- &1, are weakly probabilistic static location history-
preserving (hp-)bisimilar and are written & fohp &y if there exists a weakly probabilistic static
location hp-bisimulation R, such that ((@,2),d,(,2)) € R,.

A weakly probabilistic static location hereditary history-preserving (hhp-)bisimulation is a down-
ward closed weakly probabilistic static location hp-bisimulation. &1,E are weakly probabilistic
static location hereditary history-preserving (hhp-)bisimilar and are written & “;lhhp &s.

Definition 2.172 (Probabilistic static location branching pomset, step bisimulation). Assume
a special termination predicate |, and let \/ represent a state with \/ |. Let &, & be PESs.
A probabilistic static location branching pomset bisimulation is a relation R, ¢ (C(&1),S) x
(C(&2),S), such that:

L if ((C1,0),(Cs, 0)) € Ry, and (Cr,0) = (CY, 0') then

e cither X =77, and ((C1,0'),(C2,0)) € R, with o' € T(0);

e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
(Ca,0) ~*"(C8, &°), such that ({C1,0),{C3, ")) € Ry and (C3, 0°) = (C4, 0') with
((C1,0"),(C: ) € Rytg(unyys

2. if ((C1,0),(C2,0)) € Ry, and (Ca, 0) %’ (C3,0') then

o cither X =77, and ((C1,0),(C3,0")) € Ry;

e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
(C1,0) NEAR (CY,0%), such that ((CY,0°),(C2,0)) € R, and (CY, o") —XT—> (C1,0") with
((C1,0'),(C3,0)) € Roug(uwyyi

3. if ({C1,0),(C2,0)) € R, and (C1, 0) |, then there is a sequence of (zero or more) probabilis-
tic transitions and T-transitions (Ca, o) AN (C9, 0% such that ((C1,0),(CY, %)) € R,
and (CY, %) |;

4. if ((C1,0),(C2,0)) € Ry, and (Ca, 0) |, then there is a sequence of (zero or more) probabilis-
tic transitions and T-transitions (C1, o) AN (CY, 0% such that ((CY,0°),(Cy,0)) € R,
and (CY, %) |;

5. if (C1,C) € Ry, then u(C1,C) = u(Cy,C) for each C e C(E)[Ry;

6. [VIr, ={V}

sl
pbp
&a, if there ewists a probabilistic static location branching pomset bisimulation R, such that

((2,2),(2,9)) € R,,.

We say that £1, & are probabilistic static location branching pomset bisimilar, written & ~

By replacing probabilistic pomset transitions with steps, we can get the definition of probabilistic
branching step bisimulation. When PESs £ and & are probabilistic branching step bisimilar,

we write &1 “;lbs &.
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Definition 2.173 (Probabilistic static location rooted branching pomset, step bisimulation).
Assume a special termination predicate |, and let \/ represent a state with \/ |. Let £, & be
PESs. A probabilistic static location rooted branching pomset bisimulation is a relation R, <
(C(&1),85) x(C(&),S), such that:

. X X

1. if ({C1,0),(C2,0)) € Ry, and (C1, o) s (C1,0") then (Ca, 0) s (C4, 0" with (C1, ') ~° pbp
(Cy,0');

2. if ({C1,0),(Cs, 0)) € Ry, and (Cs, 0) = (C3,0') then (C1, 0) ~=> (€1, o'} with {1, o
(C5,0);

3. lf(<clag>a (CQ,Q)) € RQO and (Cl7Q> ‘L7 then <C259> ‘L;

) pbp

4. if ((C1,0),(C2,0)) € R, and (Cy, ) |, then (C1,0) |.

We say that £, E are probabilistic static location rooted branching pomset bisimilar, written
&1 Nf)lrbp &, if there exists a probabilistic static location rooted branching pomset bisimulation

R, such that ((@,2),(d,9)) € R,.

By replacing pomset transitions with steps, we can get the definition of probabilistic static location
rooted branching step bisimulation. When PESs &1 and &y are probabilistic static location rooted
&s.

branching step bisimilar, we write & Np?"bs

Definition 2.174 (Probabilistic static location branching (hereditary) history-preserving bisim-
ulation). Assume a special termination predicate |, and let \/ represent a state with \/ |. A
probabilistic static location branching history-preserving (hp-) bisimulation is a weakly posetal

relation Ry, € (C(€1),S)X(C(E2),S) such that:

1. lf(<0179>7f7<0279>) ERQ&N and (Chg) e_ul) <C{7Q,> then

o cither e; =7, and ((C1,0), fler = 7],(C2,0)) € Ry;

e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
(Ca0) ~* T (C8.°), such that ({C1,0). £.{C3.e")) € R, and (C3, ) = (C3.¢)
with ((C1, 0'), fler = e2].{C3,0")) € Rouq(uw)ys

2.if ((C1,0), f.(C2,0)) € Ry, and (Cs,0) > (C,0') then

o cither ea =7, and ((C1,0), fle2 = 7],(C3,0")) € Ry;

e or there is a sequence of (zero or more) probabilistic transitions and T-transitions
(Cry0) 7 (C9,0°), such that ((CY,0%), f,(Ca.0)) € Ry and (CY,0%) <> (C1,0')
with ((C1, 0'), fle2 = e1].{C3,0")) € Rouq(uw)y

3. if ({C1,0), f,{C2,0)) € R, and (C1, ) |, then there is a sequence of (zero or more) proba-

bilistic transitions and T-transitions (Ca, 0) NEAN (C9,0°) such that ((C1, 0), f,{CY,0°)) €
R, and (CS,Q()) Vs
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4. if ((C1,0), f,{C2,0)) € Ry, and (Ca,0) |, then there is a sequence of (zero or more) proba-
bilistic transitions and T-transitions (C1, o) T (CY,0°) such that ((CY, %), f,{(C2,0)) €
R, and (CY9,0% |;

5. if (C1,C2) € Ry, then u(Cq,C) = n(Co,C) for each C € C(E)[Ry,;

6. [VIr, ={V}

51,52 are probabilistic static location branching history-preserving (hp-)bisimilar and are written
& prhp &> if there exists a probabilistic static location branching hp-bisimulation R, such that
(2,2),2,(2,2)) € Ry.

A probabilistic branching hereditary history-preserving (hhp-)bisimulation is a downward closed
probabilistic branching hp-bisimulation. &1,E are probabilistic branching hereditary history-
preserving (hhp-)bisimilar and are written & “;lbhhp &s.

Definition 2.175 (Probabilistic static location rooted branching (hereditary) history-preserving
bisimulation). Assume a special termination predicate |, and let \/ represent a state with \/ |.
A probabilistic static location rooted branching history-preserving (hp-) bisimulation is a weakly

posetal relation R, ¢ (C(&1),S)x(C(&2),S) such that:

1. if ({Cn, )f,<02, 0)) € Ry, and (Cy1,0) ~— (C},d'), then (Ca,0) ~—> (Ch, ') with
(C{79> pbhp <Cé7 );

2. if ((C, > (C2,0)) € Ry, and (C,0) ~=> (C3,0'), then (C1,0) ~— (C{,0') with
(Cl ') b (Ch ) ) '

3. if ((Cr,0), £,(C2,0)) € Ry and (Ch,0) |, then (C2,0) I

4. if ({C1,0), f.{Ca,0)) € Ry and (Ca,0) |, then (Ch,0) .

&1,& are probabz'listz’c static location rooted branching history-preserving (hp-)bisimilar and are
written & Nprbhp &, if there exists a probabilistic static location rooted branching hp-bisimulation
R, such that ((2,9),2,(2,2)) € R,.

A probabilistic static location rooted branching hereditary history-preserving (hhp-)bisimulation
is a downward closed probabilistic static location rooted branching hp-bisimulation. &1,& are
probabilistic static location rooted branching hereditary history-preserving (hhp-)bisimilar and
are written &1 %;f"bhhp Es.
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No. Axiom

Al z+y=y+x

A2 (z+y)+z=xz+(y+2)
A3 z+x=x

A4 (z+y)-z=x-2+y-2
A5 (z-y)-z=z-(y-2)
L1 ezz==x

L2 wuz(z-y)=uzz-uzy
L3 wu:(zx+y)=uzz+uzy
L4 wuz(vizx)=uv:zx

Table 31: Axioms of gBATC with localities

3 APTC with Localities for Open Quantum Systems

In this chapter, we introduce APTC with localities for open quantum systems, including BATC
with localities for open quantum systems abbreviated gBATC*! in section B, APTC with
localities for open quantum systems abbreviated gAPTC*! in section B2 recursion in section
3.3l abstraction in section B.4] quantum entanglement in section and unification of quantum
and classical computing for open quantum systems in section

Note that, in open quantum systems, quantum operations denoted E are the atomic actions
(events), and a quantum operation e € E.

3.1 BATC with Localities for Open Quantum Systems

Let Loc be the set of locations, and loc € Loc, u,v € Loc*, € is the empty location. A distribution
allocates a location u € Loc* to an action e denoted u :: e or a process x denoted u :: x.

In the following, z,y, z range over the set of terms for true concurrency, p, ¢, s range over the set
of closed terms. The set of axioms of gBATC with localities consists of the laws given in Table

311

Definition 3.1 (Basic terms of ¢BAT'C with localities). The set of basic terms of ¢gBATC with
localities, B(¢BATC?"), is inductively defined as follows:

1. Ec B(¢BATC*);

2. if ue Loc*,t € B(gBATC®') then u :t e B(¢BATC*!);
3. ifecE,te B(qBATC®) then e-t e B(qBATC®);

4. ift,s e B(qBATC*") then t + s e B(¢qBATC*).

Theorem 3.2 (Elimination theorem of ¢ BATC with localities). Let p be a closed ¢qBATC with
localities term. Then there is a basic ¢gBATC with localities term q such that gBATC' +p = q.

Proof. The same as that of BATC®!, we omit the proof, please refer to [11] for details. O
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(e.0) > (Vo) (lociie,0) —— (/. 0')
(z,0) % (z',0")

(loc =z, 0) —— (loc = 2/, o'

loc<<u
(z,0) > (V/,0) (z,0) = (¢, 0")
(z+y.0) = (V.0) {a+y.0) = (a'.¢)
(y:0) — (V. 2) (y:0) — (/. 0")
(z+y, @) (V.0') {z+y.0) > (.0
(.0) = (V<) (z,0) = (o', ¢)

(@-y.0) = (y,0")  (z-y,0) = (2'-y,0)
Table 32: Transition rules of gBATC with localities

We give the operational transition rules of operators ::, - and + as Table [32] shows.

Theorem 3.3 (Congruence of ¢BATC with localities with respect to static location truly

sl sl sl

concurrent bisimulations). Static location truly concurrent bisimulations ~, ~3, ~hp ond ”Zlh

are all congruences with respect to ¢BATC with localities.

sl sl sl
pr “s> “hp
are all equivalent relations with respect to ¢ BATC with localities. So, it is sufficient to prove

Proof. 1t is obvious that static location truly concurrent bisimulations ~ and ”Zlhp

that static location truly concurrent bisimulations ~%, ~% ~ and ”Zlhp are preserved for :,

P CR) hp
- and + according to the transition rules in Table B2 that is, if x ~ff
I

2 and y ~;l y’, then
loc = :U~Slloc LY, THY ~p ﬂ:+y and - y~ 1fﬂ:~ x’ andy~ y’ then loc :: x~51l00"y,
T+Y -~ x+y and z- y~ x' 1fx~hpx andy y then loc = x ~7 loc y,x+y~ ' +y
and x -y ~ 3: -y and1f:n~;";lh z' and y ~ y thenloc T hh loc Y, T+Y hhpx +17

and z -y ~ hhp z' -y'. The proof is quit tr1v1al, and we leave the proof as an exercise for the
readers. H

Theorem 3.4 (Soundness of qBATC with localities modulo static location truly concurrent
bisimulation equivalences). The aziomatization of ¢BATC with localities is sound modulo static

location truly concurrent bisimulation equivalences ~;l, ~§l, ~fllp and ”Zlhp' That is,

1. let x and y be ¢BATC with localities terms. If ¢gBATC with localities — x =y, then x ~;l Y
2. let x and y be qBATC with localities terms. If qBATC with localities - x = vy, then x ~5' y;

3. let x and y be ¢BATC with localities terms. If ¢qBATC with localities + x =y, then x ”le Y5
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4. let z and y be ¢BATC with localities terms. If ¢qBATC with localities — x =y, then x Nilhp Y.

;l is both an equivalent and a congruent

Proof. (1) Since static location pomset bisimulation ~
relation, we only need to check if each axiom in Table [31]is sound modulo static location pomset

bisimulation equivalence. We leave the proof as an exercise for the readers.

(2) Since static location step bisimulation ~§l is both an equivalent and a congruent relation, we
only need to check if each axiom in Table BIlis sound modulo static location step bisimulation
equivalence. We leave the proof as an exercise for the readers.

(3) Since static location hp-bisimulation thiv is both an equivalent and a congruent relation, we
only need to check if each axiom in Table B1] is sound modulo static location hp-bisimulation
equivalence. We leave the proof as an exercise for the readers.

(4) Since static location hhp-bisimulation ~Zlhp is both an equivalent and a congruent relation,

we only need to check if each axiom in Table[BTlis sound modulo static location hhp-bisimulation
equivalence. We leave the proof as an exercise for the readers. O

Theorem 3.5 (Completeness of (BATC with localities modulo static location truly concurrent
bisimulation equivalences). The aziomatization of ¢BATC with localities is complete modulo
static location truly concurrent bisimulation equivalences ~f,l, ~§l, ~le and ~fllhp. That is,

1. let p and q be closed ¢qBATC with localities terms, if p ~;l q then p=gq;
2. let p and q be closed gBATC with localities terms, if p ~§l q then p=gq;

3. let p and q be closed ¢BATC with localities terms, if p ”le q then p=gq;

4. let p and q be closed ¢BATC with localities terms, if p ”Zlhp q then p =gq.

Proof. According to the definition of static location truly concurrent bisimulation equivalences
l l l
wol sl sl

p and ¢, and also the in the same quantum states. According to the completeness of BATC*
(please refer to [11] for details), we can get the completeness of qBATC with localities. O

and ~Zlhp, P ~;l q,p ~§l q,p ”le q and p ”Zlhp q implies both the bisimilarities between

3.2 APTC with Localities for Open Quantum Systems

We give the transition rules of qAPTC with localities in Table B4, it is suitable for all static
location truly concurrent behavioral equivalence, including static location pomset bisimula-
tion, static location step bisimulation, static location hp-bisimulation and static location hhp-
bisimulation.

The axioms for qAPTC with localities are listed in Table
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(@.0) => (Vo o) (y,0) > (V") (z0) (' d) (y,0) > (V0"

{61 62} {51762}

(@ y; 0) ——=(V, ' ue") (@ |y, 0) ——= (2,0 v e")

(2,0) > (V.€) (.0) >y 0") Awoo) > (') (y.0) >y 0")

(1 0) {el—j}%y’,g’ug”) (| yw)%(x 1y o'ue)
(r.0) S (Vod) o)+ (%) (0 Do) (o) F (e%e)
(@ y.0) = (y,v9’> (w |y, 0) = (o Dvy,@’)
@+ (0B (@) @ o)D) (@%e)
{(z ly,0) e—j> (z,0") (z 'y, o) 7 (z 1y, 0")

2,0) > (V.d) (y0) > (V") (er<er) (w0) > (2 0) (y,0) > (V") (er<en)

{e ,e2} {e1,e2}
(|| y,0) ——> (/, o' U ") (x| y,0) ——> (z',0' L")

2,0) > (.0} (y,0) >y, 0") (e1<er) (2,00 (a0} (y.0) > (y,0") (er<es)

(v uymm@ o) @y 0) (o 1y ue)
(@.0) = (V. &) {y,0) > (V.¢") (@.0) = (2, 0) {y,0) > (V")

7(61 e2)
o) = (@

(o [y 0) 2 (ef feet(ren,ea), ) (w0 w' e f fect(x(e1,e2), 0))

(@.0) = (V,e) {y,0) >y 0") (@.0) = (2,0} (y,0) > (¥, ")
(o 1, 0) D (e f fect(y(er, ), 0)) <x|y,g>%<x' 1y, ef fect(y(ere2), 0))

Table 33: Transition rules of gAPTC with localities
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(@.0) = (V,o) (f(erse2))  (x,0) (V") (fere2))

(0(z),0) > (V") (@(:ﬂ) o) = (V")
(@,0) = (2,0} (fler,e2)) {z,0) > (a”,") (H(er,e2))
(9(96) o) > (O(a), ') (9(96) o) > (O(a"),¢")

(@.0) = (V.) (y,0)»2  (fer,e2)) (z,0) (2,0 (y,0) »=  (f(er,e2))

(¢ <y,0) > {V.0) (z<y,0) > (¢, ¢)

(2,0) => (V,0) (y,0) »%  (fer,e2),e2<es) (wo0) = (2',0) (y,0) »*  (f(er,e2) 2 <e3)

(w<ly@> (V. 0') (w<ly@> (z',0')

(2,0) > (V. o) (y,0)»2  (fen,e2)er<es)  (w0) > (2',0) (y,0) »2  ((er,e2) e <e3)

(z<ay.0) > (V.0) (x4 y.0) = (2.¢)
{z,0) > (V.0 (2,0) > (2/,0)
— (e¢ H) (e ¢ H)
(01 (), 0) = (Vs 0") (01 (), 0) = (O (a"), ¢')

Table 34: Transition rules of gAPTC with localities
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No.
A6
A7
P1
P2
P3
P4
P5
P6
P7
P8
P9
C1
C2
C3
C4
Ch
C6
C7
C8
CE1
CE2
CE3
CFE4
CEb5
CEG6
Ul
U2
U3
U4
Ub
U6
Urv
U8
U9
U10
Ul1
U12
U13
L5
L6
L7
L8
L9
L10
D1
D2
D3
D4
D5
D6
L11

Axiom

r+d=x

d-x=0
riy=z|y+zly
rlly=yl=z

@ly)llz==(yl =)
elly=zly+yl =

(e1<er) el (ea-y)=(er| e2)-y
(e1<er) (ex-x) | ea=(e1 | e2) =z
(e1<e2) (ex-@) [ (e2-y)=(ex | e2) (= T y)
() o=@l 2)+ (v 2)

O =96

e1|ea="y(e1,e2)

er|(ez-y) =7(er,e2) -y
(e1-2)|e2=7(e1,e2) @

(e1-2) | (e2-y) =~(e1,e2) - (z 1 y)
(r+9) | 2= (] 2)+ (y] 2)

2 (y+2) = (z]9) + (2] 2)

d|lx=06

x|o=0

Oe) =e

©(5) =0
O(zx+y)=0(x)dy+0O(y)d x
O(z-y) =0(z)-O(y)

Oz [ y) = () 2y) lly)+((O(y) < z) | z)
O |4)= ((O(x) < 9) | 1) + (O(y) < 2) | 2)
(ﬂ(el,eg)) e1< ey =T
(f(e1,e2),e2<e3) e1<ez=e;
(f(e1,e2),e2<e3) e3der =71
edd=e

0de=0
(z+y)<dz=(x<d2)+(yd z)
(z-y)<dz=(x<2) (y<2)
(@lly)<tz=(x<2)[l (y<2)
(r]9)< 2= (24 2)] (y< 2)
r<d(y+2)=(r<y)<dz

x<d (y-2)=(r<dy)dz

< (yllz)=(zy)z

4 (ylz)=(z<y)dz
s(rly)=uzx Juy

i@ lly)=usoluny
t(z]y)=usalusy

+(0(x)) = O(u 1)
s(rdy)=uzxduzy

w=d=9

e¢H On(e)=e

eeH JOg(e)=9¢

oy(d) =0

6H(a: + y) = 8H(:C) + 8H(y) 53
On(z-y) =0n(z) - On(y)

O (x|l y) =0u(x) |L Ou(y)

w0y (x) =0y (u=x)

S

g 2 g g



Definition 3.6 (Basic terms of ¢ APT'C with localities). The set of basic terms of gAPTC with
localities, B(qAPTC®), is inductively defined as follows:

1. Ec B(qAPTC*");

2. if u e Loc*,t € B(qAPTC®) then u =t € B(APTC®);
3. ifeeE t e B(qAPTC®) then e-t € B(qAPTC®);

4. if t,s € B(GAPTC®") then t + s e B(qAPTC*!);

5. ift,s € B(qAPTC?®) then t || s e B(qAPTC®).

Theorem 3.7 (Elimination theorem of ¢APT'C with localities). Let p be a closed gAPTC with
localities term. Then there is a basic gAPTC with localities term q such that gAPTC® + p = q.

Proof. The same as that of APTC?®, we omit the proof, please refer to [11] for details. O

Theorem 3.8 (Generalization of gAPTC*® with localities). gAPTC®! is a generalization of
qBATC with localities.

Proof. It follows from the following three facts.

1. The transition rules of ¢BATC with localities in are all source-dependent;

2. The sources of the transition rules ¢ APTC with localities contain an occurrence of §, or
|, or | ,or|, or ©, or <, or dg;

3. The transition rules of gAPTC with localities are all source-dependent.

So, gAPTC with localities is a generalization of ¢BATC with localities, that is, gBATC with
localities is an embedding of gAPTC with localities, as desired. O

Theorem 3.9 (Congruence theorem of ¢ APT'C with localities). Static location truly concurrent

st sl sl und ~Zlhp are all congruences with respect to gAPTC' with

bisimulation equivalences ~y', ~J', hp

localities.

sl sl sl
p> s’ hp

all equivalent relations with respect to gAPTC with localities. So, it is sufficient to prove that
;,l, ~SL ~le and ~fllhp are preserved for §, |, ||,
|, ©®, < and 9y according to the transition rules in Table B4l that is, if x ~;l z' and y ~;l Y,
thenz § y~a’ 1y, xlly~ o |o,zlly~ oLy, zly~a" [y, 0@x)~ 6,
r<dy~, 2 <y, and Oy (x) ~;l Op(x'); if x ~3L 2" and y ~% ¢/, then z § y ~%' 2" § o/,
zly~da |y, ally~da Ly, zly~a |y, @)~ O@), vay~a'ay,
and Oy (x) ~% Oy (a); if x ~le 2’ and y ~fllp y', then z § y ~le 21y, x|y ~fllp |y,
x| y ~le 2y, x|y ~fllp ' |y, O(x) ~le O(z"), z<d vy ~le ' Qy', and Oy (x) ~fllp O (z');
and if z ”Zlhp x' and y ”Zlhp y', then = § y ”Zlhp 2 iy, x|y ~Zlhp 2y, x|y ~Zlhp | v,
x|y ~Zlhp ' |y, O(x) ~Zlhp O(z"), z<dy ~Zlhp z' < y" and Oy (x) ~Zlhp Op (z"). The proof is quit
trivial, and we leave the proof as an exercise for the readers. ]

Proof. It is obvious that static location truly concurrent bisimulations ~ and ”Zlhp are

static location truly concurrent bisimulations ~

sl
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Theorem 3.10 (Soundness of gAPTC with localities modulo static location truly concurrent
bisimulation equivalences). Let = and y be gAPTC with localities terms. If gQAPTC® vz =y,
then

L ,,.
3. x ~Zp Y,
4. x sl
. hhp Y-

f,l is both an equivalent and a congruent

Proof. (1) Since static location pomset bisimulation ~
relation, we only need to check if each axiom in Table [35]is sound modulo static location pomset

bisimulation equivalence. We leave the proof as an exercise for the readers.

(2) Since static location step bisimulation ~3 is both an equivalent and a congruent relation, we
only need to check if each axiom in Table [35]lis sound modulo static location step bisimulation
equivalence. We leave the proof as an exercise for the readers.

(3) Since static location hp-bisimulation ~fli) is both an equivalent and a congruent relation, we
only need to check if each axiom in Table is sound modulo static location hp-bisimulation
equivalence. We leave the proof as an exercise for the readers.

(4) Since static location hhp-bisimulation ~Zlhp is both an equivalent and a congruent relation,

we only need to check if each axiom in Table [33lis sound modulo static location hhp-bisimulation
equivalence. We leave the proof as an exercise for the readers. ]

Theorem 3.11 (Completeness of ¢APT'C with localities modulo static location truly concurrent
bisimulation equivalences). Let x and y be gAPTC with localities terms.

1. Ifx ~§l y, then APTC® v x = y;
2. ifx ~ff y, then gAPTC® ~ z =y;
3. ifx thiv y, then gAPTC® ~ z = y;

4. if x ~fllhp y, then gAPTC® + z = y.

Proof. According to the definition of static location truly concurrent bisimulation equivalences
N;)l’ ~§l, N?Llp
p and ¢, and also the in the same quantum states. According to the completeness of APTC

and ~Zlhp, P ~;l q,p ~§l q,p ”le q and p ”Zlhp q implies both the bisimilarities between
(please refer to [I1] for details), we can get the completeness of gAPTC with localities. O

3.3 Recursion

Definition 3.12 (Recursive specification). A recursive specification is a finite set of recursive
equations

Xi=t1(Xq,, Xn)
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H((XE). (X, E))

(xim) 2,

{6 30 € }
t((X1|E), - (Xn|E)) %’ y

) {e1,ex} y

u

(XilE

Table 36: Transition rules of guarded recursion

Xn = tn(Xla aXn)

where the left-hand sides of X; are called recursion variables, and the right-hand sides t;(X1,---, Xp)
are process terms in qAPTC with localities and possible occurrences of the recursion variables
X17 Y Xn .

Definition 3.13 (Solution). Processes pi,--,pn are a solution for a recursive specification
{X; = t;( X1, Xp)|i € {1,--,n}} (with respect to static location truly concurrent bisimulation

equz’valences Ngl (Nf)l} Nzlp; Nzlhp)) prz ”il (N;l?Nzlp’N hhp)tl(pla apn) fOTZ’ € {1,,n}

Definition 3.14 (Guarded recursive specification). A recursive specification

Xl = tl(X17"'7Xn)

Xn = tn(Xla aXn)

is gquarded if the Tight-hand sides of its recursive equations can be adapted to the form by applica-
tions of the axzioms in qAPTC with localities and replacing recursion variables by the right-hand
sides of their recursive equations,

(uir = ann L |l wigy = ansy) - s1(Xa, o Xn) + o+ (ugr = apn L (L Wiy, = ariy) - S6(X1, 0 X0)

+ (v sbun Lo L vy by ) + o+ (g 0y (L (L vy, s byy)

where aii, -, a1y, Q1,0 ki, 011,75 0151, 01,5+, by, € E, and the sum above is allowed to be
empty, in which case it represents the deadlock 6.

Definition 3.15 (Linear recursive specification). A recursive specification is linear if its recur-
sive equations are of the form

(u11 tal |_L |_L U4y = alil)Xl + -0+ (ukl LAkl |_L |_L ukik e a/klk)Xk

+ (v mbun L L vy by ) + o+ (g 0y [ (L v, s byy)

where aii, -, a1y, Q1 ki, 011,07, 0141, 0115+, by, € K, and the sum above 1s allowed to be
empty, in which case it represents the deadlock 9.
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No. Axiom
RDP (Xi|E) =t;((X1|E), - (Xu|E)) (i€ {l,--,n})
RSP ify;=t;(y1,,yn) for i e {1,---,n}, then y; = (X;|F) (ie{l,---,n})

Table 37: Recursive definition and specification principle

Theorem 3.16 (Conservitivity of ¢APT'C with localities and guarded recursion). gAPTC with
localities and guarded recursion is a conservative extension of gAPTC with localities.

Proof. It follows from the following three facts.

1. The transition rules of gAPTC with localities in are all source-dependent;

2. The sources of the transition rules ¢APTC with localities and guarded recursion contain
only one constant;

3. The transition rules of gAPTC with localities and guarded recursion are all source-
dependent.

So, gAPTC with localities and guarded recursion is a conservative extension of gAPTC with
localities, as desired. O

Theorem 3.17 (Congruence theorem of ¢ APTC with localities and guarded recursion). Static
l l l l
f)} N§7 Nzly Nihp

respect to qAPTC with localities and guarded recursion.

location truly concurrent bisimulation equivalences ~ are all congruences with

Proof. It follows the following two facts:

1. in a guarded recursive specification, right-hand sides of its recursive equations can be
adapted to the form by applications of the axioms in ¢APTC with localities and replacing
recursion variables by the right-hand sides of their recursive equations;

sl sl sl

p°* 8 hp
congruences with respect to all operators of ¢APTC with localities.

2. static location truly concurrent bisimulation equivalences ~ and ”Zlhp are all

O

The RDP (Recursive Definition Principle) and the RSP (Recursive Specification Principle) are
shown in Table B71

Theorem 3.18 (Elimination theorem of ¢APT'C' with localities and linear recursion). Each
process term in gAPTC with localities and linear recursion is equal to a process term (X;|E)
with E a linear recursive specification.

Proof. The same as that of APTC* with linear recursion, we omit the proof, please refer to [11]
for details. O
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Theorem 3.19 (Soundness of gAPTC with localities and guarded recursion). Let z and y be
qAPTC with localities and quarded recursion terms. If gAPTC®! with guarded recursion v x =y,
then

sl
p

relation, we only need to check if each axiom in Table [37]is sound modulo static location pomset
bisimulation equivalence. We leave the proof as an exercise for the readers.

Proof. (1) Since static location pomset bisimulation ~' is both an equivalent and a congruent

(2) Since static location step bisimulation ~3 is both an equivalent and a congruent relation, we
only need to check if each axiom in Table 37 is sound modulo static location step bisimulation
equivalence. We leave the proof as an exercise for the readers.

(3) Since static location hp-bisimulation ~fli) is both an equivalent and a congruent relation, we
only need to check if each axiom in Table B7 is sound modulo static location hp-bisimulation
equivalence. We leave the proof as an exercise for the readers.

(4) Since static location hhp-bisimulation ~fllhp is both an equivalent and a congruent relation,
we only need to check if each axiom in Table [37lis sound modulo static location hhp-bisimulation
equivalence. We leave the proof as an exercise for the readers. O

Theorem 3.20 (Completeness of gAPTC with localities and linear recursion). Let p and q be
closed qAPTC with localities and linear recursion terms, then,

1. ifp~3lq thenp=q;
2. ifp~;l q then p=gq;

. sl —
3. zfp~hpq then p = q;
4. ifp~ilhpq then p = q.

Proof. According to the definition of static location truly concurrent bisimulation equivalences
~;l, ~§l, ”le and Nilhp’ P ~;l q,p ~§l q,p ”le q and p ”Zlhp q implies both the bisimilarities between
p and ¢, and also the in the same quantum states. According to the completeness of APTC®
with linear recursion (please refer to [11] for details), we can get the completeness of qAPTC

with localities and linear recursion. O

3.4 Abstraction

Definition 3.21 (Guarded linear recursive specification). A recursive specification is linear if
its recursive equations are of the form

(u11 tal |_L |_L U4y = alil)Xl + -0+ (ukl LAkl |_L |_L ukik e a/klk)Xk

+ (v mbun L L vy by ) + o+ (g 0ay [ (L vy, s byy)
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(r,0) = {/,7(2))

(,0) = {V.¢) (2. 0) = (2/,¢)
e e¢l c e¢l
{11(2),0) = (V') {11(2), 0) = (71(2), ')
(@, 0) = {V/.¢) (@, 0) = (a', ')

eel eel

(r1(x),0) = (V,7(2)) (rr(x), 0) = (rr(2"),7(0))

Table 38: Transition rule of qAPTCﬁl

where aiy, -, a1y, Qg1 iy, 011, -+ bijy, bijy, o by, € EU {7}, and the sum above is allowed to
be empty, in which case it represents the deadlock §.

A linear recursive specification E is gquarded if there does not exist an infinite sequence of 7-
transitions (X|E) 5 (X'|E) 5 (X"|E) 5 ---.

The transition rules of 7 are shown in Table B8], and axioms of 7 are as Table B9 shows.

Theorem 3.22 (Conservitivity of gAPTC with localities and silent step and guarded linear
recursion). ¢gAPTC with localities and silent step and guarded linear recursion is a conservative
extension of gAPTC with localities and linear recursion.

Proof. Since the transition rules of gAPTC with localities and silent step and guarded linear
recursion are source-dependent, and the transition rules for 7 in Table [38] contain only a fresh
constant 7 in their source, so the transition rules of ¢APTC with localities and silent step
and guarded linear recursion is a conservative extension of those of g APTC with localities and
guarded linear recursion. O

Theorem 3.23 (Congruence theorem of ¢APTC with localities and silent step and guarded

linear recursion). Rooted branching static location truly concurrent bisimulation equivalences

sl sl sl
“rbp’ “rbs’ “rbhp’

step and guarded linear recursion.

and “féhhp are all congruences with respect to gAPTC with localities and silent

Proof. It follows the following three facts:

1. in a guarded linear recursive specification, right-hand sides of its recursive equations can be
adapted to the form by applications of the axioms in g APTC with localities and replacing
recursion variables by the right-hand sides of their recursive equations;

sl sl sl
P> s’ "hp
congruences with respect to all operators of gAPTC with localities, while static location
sl sl sl
P> s hp

rooted branching static location truly concurrent bisimulations ziép, ziés, “iéhp and “iéhhp’

2. static location truly concurrent bisimulation equivalences ~ and ”Zlhp are all

truly concurrent bisimulation equivalences ~ and ~Zlhp imply the corresponding

Sl Sl ~
“rbp> “rbs) ~

“iéhhp are all congruences with respect to all operators of ¢ APTC' with localities;

so rooted branching static location truly concurrent bisimulations iéhp and
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No. Axiom

Bl e-T=e

B2 e (t-(z+y)+x)=c-(x+y)
B3 z| t=x

L13 wut=7

Table 39: Axioms of silent step

3. While E is extended to Eu {7}, it can be proved that rooted branching static location

sl sl
rbp’ “rbs’

to all operators of ¢APTC with localities, we omit it.

.. . - sl sl .
truly concurrent bisimulations ~ Npphp a0~ are all congruences with respect

Theorem 3.24 (Elimination theorem of ¢APTC with localities and silent step and guarded
linear recursion). Each process term in gAPTC with localities and silent step and guarded linear
recursion is equal to a process term (X1|E) with E a guarded linear recursive specification.

Proof. The same as that of APTC® with silent step and guarded linear recursion, we omit the
proof, please refer to [11] for details. O

Theorem 3.25 (Soundness of gAPT'C with localities and silent step and guarded linear recur-
sion). Let x and y be APTC with localities and silent step and guarded linear recursion terms.
If qAPT C with localities and silent step and guarded linear recursion + x =1y, then

Sl .
1.z~ y;
2.zl oy

: Nrbp y)

38 T Sl .
: “rbhp Y
sl
4o T Rpppy Y-

sl
rbp

and a congruent relation with respect to gAPTC with localities and silent step and guarded

Proof. (1) Since rooted branching static location pomset bisimulation ~7; is both an equivalent
linear recursion, we only need to check if each axiom in Table is sound modulo rooted
branching static location pomset bisimulation ziép. We leave them as exercises to the readers.

(2) Since rooted branching static location step bisimulation ~*  is both an equivalent and a

congruent relation with respect to gAPTC with localities and silent step and guarded linear
recursion, we only need to check if each axiom in Table is sound modulo rooted branching

sl We leave them as exercises to the readers.

static location step bisimulation ;.

(3) Since rooted branching static location hp-bisimulation Niéhp is both an equivalent and a
congruent relation with respect to gAPTC with localities and silent step and guarded linear
recursion, we only need to check if each axiom in Table is sound modulo rooted branching
static location hp-bisimulation “iéhp' We leave them as exercises to the readers.
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(4) Since rooted branching static location hhp-bisimulation Nf’éhhp is both an equivalent and a

congruent relation with respect to gAPTC with localities and silent step and guarded linear
recursion, we only need to check if each axiom in Table [39] is sound modulo rooted branching
static location hhp-bisimulation Nf‘éhhp' We leave them as exercises to the readers. U

Theorem 3.26 (Completeness of gAPTC with localities and silent step and guarded linear
recursion). Let p and q be closed gAPTC with localities and silent step and guarded linear
recursion terms, then,

1. if pji, g then p=g;
2. ifp zfép q then p=gq;
3. ifp “iéhp q then p=gq;
4. if p “iéhhp q then p =q.

Proof. According to the definition of static location truly concurrent rooted branching bisimu-
lation equivalences ziép, zf,és, Nf’éhp and Nf’éhhp’ P zf,ép q, p zf,és q, p “iéhp q and p “iéhhp q implies
both the rooted branching bisimilarities between p and ¢, and also the in the same quantum
states. According to the completeness of APTC® with silent step and guarded linear recursion
(please refer to [11] for details), we can get the completeness of qQAPTC with localities and silent

step and guarded linear recursion. O

The transition rules of 7; are shown in Table B8 and the axioms are shown in Table @0l

Theorem 3.27 (Conservitivity of gAPTCS! with guarded linear recursion). g APTCS with
guarded linear recursion is a conservative extension of qAPTC with localities and silent step
and guarded linear recursion.

Proof. Since the transition rules of gAPTC with localities and silent step and guarded linear
recursion are source-dependent, and the transition rules for abstraction operator in Table
contain only a fresh operator 77 in their source, so the transition rules of qAPTCﬁl with guarded
linear recursion is a conservative extension of those of gAPTC with localities and silent step
and guarded linear recursion. O

Theorem 3.28 (Congruence theorem of qAPTCfl with guarded linear recursion). Rooted
branching static location truly concurrent bisimulation equivalences mf,ép, mf,és, Niéhp

are all congruences with respect to qAPTC’;‘fl with guarded linear recursion.

Sl
and N rbhhp

Proof. (1) It is easy to see that rooted branching static location pomset bisimulation is an

equivalent relation on qAPTCﬁl with guarded linear recursion terms, we only need to prove that

sl
“rbp

readers.

is preserved by the operator 77. It is trivial and we leave the proof as an exercise for the

(2) It is easy to see that rooted branching static location step bisimulation is an equivalent
relation on qAPTC'ﬁl with guarded linear recursion terms, we only need to prove that ziés is
preserved by the operator 7;7. It is trivial and we leave the proof as an exercise for the readers.
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No. Axiom

TI1 e¢l 7i(e)=e

TI2 ecl T(e)=T71

TI3 711(6) =6

TI4 1(xz+y) =711(x) +711(y)
TI5 7(z-y)=71(z) 71(y)
TI6 7i(s | y) = m1(x) 1L 72(y)
L14 w:xTr(x) =7r(usx)

L15 e¢l 7r(uze)=uze
L16 eel Ti(uze)=7

Table 40: Axioms of abstraction operator

(3) It is easy to see that rooted branching static location hp-bisimulation is an equivalent relation
on qAPTC'ﬁl with guarded linear recursion terms, we only need to prove that Nf‘éhp is preserved
by the operator 77. It is trivial and we leave the proof as an exercise for the readers.

(4) Tt is easy to see that rooted branching static location hhp-bisimulation is an equivalent
relation on qAPTCfl with guarded linear recursion terms, we only need to prove that Niéhhp is
preserved by the operator 77. It is trivial and we leave the proof as an exercise for the readers. [

Theorem 3.29 (Soundness of g APTC#! with guarded linear recursion). Let 2 and y be gAPTCS!
with guarded linear recursion terms. If qAPTCﬁl with guarded linear recursion— x =y, then

Sl .
1z Prbs Y

sl .
2. x Nty U

sl .
3. x Nobhp Y

Sl
4. T Npbhhp Y-

Proof. (1) Since rooted branching static location step bisimulation ~% _is both an equivalent and
a congruent relation with respect to APTCﬁl with guarded linear recursion, we only need to check
if each axiom in Table [4( is sound modulo rooted branching static location step bisimulation

Nf,és. We leave them as exercises to the readers.

(2) Since rooted branching static location pomset bisimulation mf,ép is both an equivalent and a
congruent relation with respect to APTC’ﬁl with guarded linear recursion, we only need to check

if each axiom in Table [40lis sound modulo rooted branching static location pomset bisimulation

zil pe Ve leave them as exercises to the readers.

(3) Since rooted branching static location hp-bisimulation Niéhp is both an equivalent and a
congruent relation with respect to APTCfl with guarded linear recursion, we only need to check
if each axiom in Table [0 is sound modulo rooted branching static location hp-bisimulation

Nf’éhp' We leave them as exercises to the readers.
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No. Axiom
CFAR 1If X is in a cluster for I with exits
{(Un Han [L {L Uyg = au)Y1,“', (uml Y aml [L [L Uy amz‘)ym,
vt by || [L vy by Ut B0 L L Ung b
then 7-177((X|E)) =
To1r((ugr mann || || wi @) (YA|E) + -+ (um1 = am1 || -+ || Wmi = ami ) (Y| E)
+o11 2011 || L vig s br o+ vpt m0p1 (L (L Ong t bny)

Table 41: Cluster fair abstraction rule

(4) Since rooted branching static location hhp-bisimulation Nf’éhhp is both an equivalent and a

congruent relation with respect to APTCﬁl with guarded linear recursion, we only need to check
if each axiom in Table [0 is sound modulo rooted branching static location hhp-bisimulation
“iéhhp' We leave them as exercises to the readers. U

Definition 3.30 (Cluster). Let E be a guarded linear recursive specification, and I € E. Two
recursion variable X and Y in E are in the same cluster for I iff there exist sequences of
b 7“.7b 7/ bm 7...7bmi 7...7 j n 7“.7 n.

transitions (X|E) 0 ) Bmtbeid oy gy g (v gy Ao, |t ey
where b117"'7bmiacll7"'7cnj elu {T}

up =ag || |l ug zoag or (up zoay || || ug it oak)X is an exit for the cluster C iff: (1)
upzay || || ug mag or (ug tay || || ug = ak)X s a summand at the right-hand side of the
recursive equation for a recursion variable in C, and (2) in the case of (uy = aq || - || wg = ag)X,
either ap ¢ Tu{r}(l € {1,2,--,k}) or X ¢ C.

Theorem 3.31 (Soundness of CFAR). CFAR is sound modulo rooted branching static location

sl sl sl

truly concurrent bisimulation equivalences s}y, 87y .~

sl
and ~rbhhp*

f,é < is both an equivalent and

a congruent relation with respect to APTCﬁl with guarded linear recursion, we only need to check

Proof. (1) Since rooted branching static location step bisimulation ~

if each axiom in Table [4]] is sound modulo rooted branching static location step bisimulation

zf,és. We leave them as exercises to the readers.

(2) Since rooted branching static location pomset bisimulation ziép is both an equivalent and a
congruent relation with respect to APTCﬁl with guarded linear recursion, we only need to check

if each axiom in Table [41]is sound modulo rooted branching static location pomset bisimulation

Sl
“rbp*

We leave them as exercises to the readers.

(3) Since rooted branching static location hp-bisimulation Niéhp is both an equivalent and a
congruent relation with respect to APTCfl with guarded linear recursion, we only need to check
if each axiom in Table [l is sound modulo rooted branching static location hp-bisimulation

Nf’éhp' We leave them as exercises to the readers.

(4) Since rooted branching static location hhp-bisimulation Nf’éhhp is both an equivalent and a

congruent relation with respect to APTC’fl with guarded linear recursion, we only need to check
if each axiom in Table Ml is sound modulo rooted branching static location hhp-bisimulation
“iéhhp' We leave them as exercises to the readers. U
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No. Axiom

SC1 (®-x=x
SC2 z-(S==z
SC3 el ®°=e
SC4  (OF° | e=e
SC5 el (@ y) =e:
SC6 @I (e y)=ec
SCT7T  (erx) || B =e-
SC8 (0 -x)| e=e-x

SCO (eon) L (@ y)=e (x 1 y)
SC10 (@ o) L (e-p)= e (x 1 y)
L7 loc:(8)=(8)

SERSERS

Table 42: Axioms of quantum entanglement

Theorem 3.32 (Completeness of qAPTCf_l with guarded linear recursion and CFAR). Let p
and q be closed qAPTCfl with guarded linear recursion and CFAR terms, then,

1. ifp “iés q then p=gq;
2. ifp mﬁ)p q then p=gq;
3. ifp Niéhp q then p=gq;
4. if p “féhhp q then p=gq.

Proof. According to the definition of static location truly concurrent rooted branching bisimu-
lation equivalences Niép, miés, “iéhp and “iéhhw P %iép q, p %iés q, p Niéhp q and p Niéhhp q implies
both the rooted branching bisimilarities between p and ¢, and also the in the same quantum
states. According to the completeness of APTC’ﬁl with guarded linear recursion (please refer to

[11] for details), we can get the completeness of gAPTCS! with guarded linear recursion. O

3.5 Quantum Entanglement

If two quantum variables are entangled, then a quantum operation performed on one variable,
then state of the other quantum variable is also changed. So, the entangled states must be
all the inner variables or all the public variables. We will introduced a mechanism to explicitly
define quantum entanglement in open quantum systems. A new constant called shadow constant
denoted (8)§ corresponding to a specific quantum operation. If there are n quantum variables
entangled, they maybe be distributed in different quantum systems, with a quantum operation
performed on one variable, there should be one (8){ (1 <i < n—1) executed on each variable
in the other n — 1 variables. Thus, distributed variables are all hidden behind actions. In the
following, we let (S) € E.

The axiom system of the shadow constant (S) is shown in Table
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(®,0) ~(V,0)

e

(@.0) = {2’} (y,0) O o)

(@l y.0) = (a" 1y, 0)

e

(r.0) > (/o0) (.0) D (0 0)

(@ L y.0) =y e)

(r.0) % (Vo) (.0) S o)

(@ Ly, 0 = (')

(r.0) > (Vo) we) D (V.0
(@ L y.0) > (V)

Table 43: Transition rules of constant (S)

The transition rules of constant @ are as Table [43] shows.

Theorem 3.33 (Elimination theorem of gAPTC?! with guarded linear recursion and shadow
constant). Let p be a closed gAPTC® with guarded linear recursion and shadow constant term.
Then there is a closed qAPTC with localities term such that qAPTC'ﬁl with guarded linear
recursion and shadow constant— p = q.

Proof. We leave the proof to the readers as an excise. U

Theorem 3.34 (Conservitivity of gAPTC#! with guarded linear recursion and shadow con-
stant). gAPTC® with guarded linear recursion and shadow constant is a conservative extension
of qAPTCﬁl with guarded linear recursion.

Proof. We leave the proof to the readers as an excise. O

Theorem 3.35 (Congruence theorem of qAPTCﬁl with guarded linear recursion and shadow
constant). Rooted branching static location truly concurrent bisimulation equivalences zﬁép, zﬁé o
Nf’éhp and Nf’éhhp are all congruences with respect to qAPTCfl with gquarded linear recursion and

shadow constant.

Proof. We leave the proof to the readers as an excise. U

Theorem 3.36 (Soundness of gAPTC?! with guarded linear recursion and shadow constant).
Let © and y be closed gAPTC?! with guarded linear recursion and shadow constant terms. If
qAPTC'ﬁl with guarded linear recursion and shadow constant— x =y, then
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~SU o)
L x Nibs Y
2.zl y:
: “rbp Y;
3 x sl .
: Rrbhp Y
Sl
4o T Rpppp Y-
Proof. We leave the proof to the readers as an excise. U

Theorem 3.37 (Completeness of qAPTC';‘fl with guarded linear recursion and shadow constant).
Let p and q are closed gAPT C;‘fl with guarded linear recursion and shadow constant terms, then,

sl

1. if p~y. q then p=gq;
2. ifp zfép q then p=gq;
3. ifp “iéhp q then p=gq;
4. if p “iéhhp q then p =q.
Proof. We leave the proof to the readers as an excise. O

3.6 Unification of Quantum and Classical Computing for Open Quantum
Systems

We give the transition rules under quantum configuration for traditional atomic actions (events)
¢ € E as Table 4] shows.

And the axioms for traditional actions are the same as those of gBATC with localities. And it is
natural can be extended to qAPTC with localities, recursion and abstraction. So, quantum and
classical computing are unified under the framework of APTC with localities for open quantum
Systems.
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(e',0) S (Vs0)  (loc el 0) <> (/. 0)

loc
e/

(z,0) — (2, 0')

u

(loc == x, o) LN (loc:a!, o)
locku

(2.0) S (v/;0)

(z+y,0) = (Vo)

eI

(z,0) — (a', 0)

(z+y,0) = (2',0)

u

e/

(y,0) — (\/,0)

U

e/

{z+y,0) = (V. 0)

(:0) = (o', 0)

el

(z+y,0) — (V' 0)

u

(2.0) S (/;0)

e/

(z-y,0) —(y,0)

e/

{z,0) = (2’ 0)

e/

{z-y,0) — (2" y,0)

Table 44: Transition rules of BATC under quantum configuration
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Figure 1: The BB84 protocol.

4 Applications of qQAPTC with Localities

Quantum and classical computing in open systems are unified with qQAPTC with localities,
which have the same equational logic and the same quantum configuration based operational
semantics. The unification can be used widely in verification for the behaviors of quantum and
classical computing mixed systems with distributed characteristics. In this chapter, we show its
usage in verification of the distributed quantum communication protocols.

4.1 Verification of BB84 Protocol

The BB84 protocol is used to create a private key between two parities, Alice and Bob. Firstly,
we introduce the basic BB84 protocol briefly, which is illustrated in Figure [II
1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is |z, ), where x is
the ¢th bit of B, and y is the ith bit of K.

3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of g according to a basis by bits of Bp. And the measurement
results would be K}, which is also with size n.

6. Bob sends his measurement bases By to Alice through a public channel P.

7. Once receiving By, Alice sends her bases B, to Bob through channel P, and Bob receives
B,.

8. Alice and Bob determine that at which position the bit strings B, and B are equal, and
they discard the mismatched bits of B, and By. Then the remaining bits of K, and Kj,
denoted as K, and K; with K, = K, = K.

We re-introduce the basic BB84 protocol in an abstract way with more technical details as
Figure [ illustrates.

Now, we assume a special measurement operation Rand[q; B,] which create a string of n random
bits B, from the ¢ quantum system, and the same as Rand[q; K,], Rand[q’; By]. M|q; Kp]
denotes the Bob’s measurement operation of q. The generation of n qubits ¢ through two
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quantum operations Setg, [¢q] and Hp,[q]. Alice sends g to Bob through the quantum channel
@ by quantum communicating action sendg(q) and Bob receives ¢ through @ by quantum
communicating action receiveg(q). Bob sends By to Alice through the public channel P by
classical communicating action sendp(Bp) and Alice receives By, through channel P by classical
communicating action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and
Bob generate the private key K, ; by a classical comparison action ecmp(Kqp, Ko, Kp, Ba, Bp).
Let Alice and Bob be a system AB and let interactions between Alice and Bob be internal actions.
AB receives external input D; through channel A by communicating action receives(D;) and
sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

A1 = Rand[q; B, ] - Ao

Ag = Rand|q; K,] - As

Az = Setg,[q]- Asg

As=Hpg,[q] A5

As = sendg(q) - Ag

Ag = receivep(By) - Az

A7 = sendp(By) - As

Ag = cemp(Kqp, Ko, Ky, Bq, By) - A

where A, is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - Bi)

By = Rand[q'; By] - By

By = M[q; Kp] - Bs

Bs = sendp(By) - By

By =receivep(By,) - Bs

Bs = cmp(Kop, Ko, Ky, By, By) - Bg

Bs= Y sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,),receivep(By)) = cp(Bg)
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Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendp(By), receivep(By), sendp(By), receivep(Bg)} and I =
{Rand[q; B.], Rand[q; Ka], Setk, [q], Hp,[q], Rand[q; B], M[q; Kb ], c(q), cp(Bs),
CP(Ba)a Cmp(Ka,b, Kaa Kb, Baa Bb)}

Then we get the following conclusion.

Theorem 4.1. The basic BB8/ protocol 71(0g(O(A § B))) can exhibit desired external behav-
10TS.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
7710 (©(A § B))). So, the basic BB84 protocol 77(9g(©(A § B))) can exhibit desired exter-

nal behaviors. Ol

4.2 Verification of E91 Protocol

The E91 protocol[35] is the first quantum protocol which utilizes entanglement and mixes quan-
tum and classical information. In this section, we take an example of verification for the E91
protocol.

The E91 protocol is used to create a private key between two parities, Alice and Bob. Firstly,
we introduce the basic E91 protocol briefly, which is illustrated in Figure 2

1. Alice generates a string of EPR pairs ¢ with size n, i.e., 2n particles, and sends a string of
qubits ¢, from each EPR pair with n to Bob through a quantum channel @), remains the
other string of qubits ¢, from each pair with size n.

2. Alice create two string of bits with size n randomly, denoted as B, and K.
3. Bob receives g, and randomly generates a string of bits B, with size n.

4. Alice measures each qubit of g, according to a basis by bits of B,. And the measurement
results would be K, which is also with size n.

5. Bob measures each qubit of g, according to a basis by bits of By. And the measurement
results would be K}, which is also with size n.

6. Bob sends his measurement bases B to Alice through a public channel P.

7. Once receiving By, Alice sends her bases B, to Bob through channel P, and Bob receives
B,.

8. Alice and Bob determine that at which position the bit strings B, and B, are equal, and
they discard the mismatched bits of B, and B. Then the remaining bits of K, and Kj,
denoted as K, and K with K,j = K = Kj.
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Figure 2: The E91 protocol.

We re-introduce the basic E91 protocol in an abstract way with more technical details as Figure
illustrates.

Now, M(qq; K,] denotes the Alice’s measurement operation of g,, and (8) M[ga;Ka] denotes the
responding shadow constant; M|[qy; Kp] denotes the Bob’s measurement operation of ¢, and
® Ma; K] denotes the responding shadow constant. Alice sends ¢; to Bob through the quantum
channel @) by quantum communicating action sendg(g,) and Bob receives g, through @ by quan-
tum communicating action receiveg(gy). Bob sends By to Alice through the public channel P by
classical communicating action sendp(Bp) and Alice receives By, through channel P by classical
communicating action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and
Bob generate the private key K, ; by a classical comparison action ecmp(K,p, Ko, Kp, Ba, Bp).
Let Alice and Bob be a system AB and let interactions between Alice and Bob be internal ac-
tions. AB receives external input D; through channel A by communicating action receive4(D;)
and sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=loca=( ), receivea(D;)- Ar)
DieArL'

Ay = sendg(qp) - A2

Ag = M[qa; Ka] - A3

Az = Owmfayiry) - As

Ay =receivep(By) - As

As = sendp(By,) - Ag

Ag = cmp(Kqp, Ko, Ky, Bq, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.
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B =locp = (receiveq(qp) - B1)
By = Oumguira) B2
By = M{qy; K] - Bs
Bs = sendp(By) - By
By = receivep(B,) - Bs
B5 = cmp(Ka,b, Ka7 Kb7 Ba7 Bb) ' BG
Bs= Y sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. The quantum operation and its shadow
constant pair will lead entanglement occur, otherwise, a deadlock § will occur. We define the
following communication functions.

V(sendq(qp), receiveq(g)) = co(qb)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,),receivep(By)) = cp(By)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(qp), receiveq(qp), sendp(By), receivep(By), sendp(B,), receivep(By,),

M[Qa§ Ka], @M[qa;Ka]’M[qb; Kb]7 @M[qb;Kb]} and I= {CQ(qb),CP(Bb)a CP(Ba)a M[qaa Ka]7M|:Qb; Kb]a
Cmp(Ka,b7 K., Ky, By, Bb)}

Then we get the following conclusion.

Theorem 4.2. The basic E91 protocol T1(0n(A || B)) can exhibit desired external behaviors.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
710 (©(A § B))). So, the basic E91 protocol 77(0x(©(A § B))) can exhibit desired external

behaviors. O

4.3 Verification of B92 Protocol

The famous B92 protocol[36] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The B92 protocol is used to create a private key between two parities, Alice and Bob. B92
is a protocol of quantum key distribution (QKD) which uses polarized photons as information
carriers. Firstly, we introduce the basic B92 protocol briefly, which is illustrated in Figure Bl
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Figure 3: The B92 protocol.

1. Alice create a string of bits with size n randomly, denoted as A.

2. Alice generates a string of qubits g with size n, carried by polarized photons. If A; =0,
the ith qubit is |0); else if A; =1, the ith qubit is |+).

3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits B with size n.

5. If B; =0, Bob chooses the basis @; else if B; =1, Bob chooses the basis ®. Bob measures
each qubit of ¢ according to the above basses. And Bob builds a String of bits T, if the
measurement produces |0) or |+), then T; = 0; else if the measurement produces |1) or |-),
then T; = 1, which is also with size n.

6. Bob sends T to Alice through a public channel P.

7. Alice and Bob determine that at which position the bit strings A and B are remained for
which T; = 1. In absence of Eve, A; =1 - B;, a shared raw key K, is formed by A;.

We re-introduce the basic B92 protocol in an abstract way with more technical details as Figure
Bl illustrates.

Now, we assume a special measurement operation Rand[q; A] which create a string of n ran-
dom bits A from the ¢ quantum system, and the same as Rand[q'; B]. M|[q;T] denotes the
Bob’s measurement operation of ¢. The generation of n qubits ¢ through a quantum operation
Seta[q]. Alice sends ¢ to Bob through the quantum channel @ by quantum communicating
action sendg(q) and Bob receives ¢ through @ by quantum communicating action receiveg(q).
Bob sends T to Alice through the public channel P by classical communicating action sendp(T")
and Alice receives T through channel P by classical communicating action receivep(T"). Alice
and Bob generate the private key K, by a classical comparison action emp(K,;,T, A, B). Let
Alice and Bob be a system AB and let interactions between Alice and Bob be internal actions.
AB receives external input D; through channel A by communicating action receives(D;) and
sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.
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A=locy=( ), receivea(D;)- Ar)
DiEAi

A1 = Rand[q; A] - Ay
Ag = Seta[q]- As

As
Ay
As =cemp(Kqp,T,A,B) - A

sendqg(q) - Aa

receivep(T) - As

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - By)

By = Rand|q'; B] - By

By =M[q;T]- Bs

Bs =sendp(T) - By

By =cmp(Kap,T,A,B) - Bs

Bs= ) sendp(D,)-B
Do,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = co(q)
v(sendp(T),receivep(T)) = cp(T)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendg(q),receiveg(q), sendp(T'),receivep(T)} and I = { Rand|[q; A], Seta[q], Rand[q'; B],
M[q; T]’ CQ(Q)’ CP(T)’ Cmp(KaJ?’ T, A’ B)}

Then we get the following conclusion.

Theorem 4.3. The basic B92 protocol T1(0 (A || B)) can exhibit desired external behaviors.
Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives (D;) || locp = sendp(D,) ||

7710 (O(A § B))). So, the basic B92 protocol 77(0g(©(A § B))) can exhibit desired external
behaviors. O
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Figure 4: The DPS protocol.

4.4 Verification of DPS Protocol

The famous DPS protocol[37] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The DPS protocol is used to create a private key between two parities, Alice and Bob. DPS
is a protocol of quantum key distribution (QKD) which uses pulses of a photon which has
nonorthogonal four states. Firstly, we introduce the basic DPS protocol briefly, which is illus-
trated in Figure @l

1. Alice generates a string of qubits ¢ with size n, carried by a series of single photons possily
at four time instances.

2. Alice sends g to Bob through a quantum channel ) between Alice and Bob.

3. Bob receives ¢ by detectors clicking at the second or third time instance, and records the
time into T" with size n and which detector clicks into D with size n.

4. Bob sends T to Alice through a public channel P.

5. Alice receives T'. From T and her modulation data, Alice knows which detector clicked in
Bob’s site, i.e. D.

6. Alice and Bob have an identical bit string, provided that the first detector click represents
”0” and the other detector represents ”1”, then a shared raw key K, is formed.

We re-introduce the basic DPS protocol in an abstract way with more technical details as Figure
[ illustrates.

Now, we assume M[q;T] denotes the Bob’s measurement operation of q. The generation of
n qubits ¢ through a quantum operation Set4[q]. Alice sends ¢ to Bob through the quantum
channel @ by quantum communicating action sendg(q) and Bob receives g through @ by quan-
tum communicating action receiveg(q). Bob sends T to Alice through the public channel P by
classical communicating action sendp(T) and Alice receives T through channel P by classical
communicating action receivep(T'). Alice and Bob generate the private key K, by a classical
comparison action emp(Kgyp, D). Let Alice and Bob be a system AB and let interactions be-
tween Alice and Bob be internal actions. AB receives external input D; through channel A by
communicating action receive 4 (D;) and sends results D, through channel B by communicating
action sendg(D,).

Then the state transition of Alice can be described as follows.
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A=locy=( ), receivea(D;)- Ar)
DiEAi

Ay = Seta[q]- As

Ay = sendg(q) - Az
As =receivep(T) - Ay
Ay =cmp(Kqp, D) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - By)
By =M[q;T]- B>
By = sendp(T) - Bs
Bz = cmp(Kap, D) - By
By = Z sendp(D,)- B
DoeA,
where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveg(q)) = cq(q)
~v(sendp(T),receivep(T)) = cp(T)

(1)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))
where H = {sendg(q),receiveq(q), sendp(T),receivep(T)}

and I = {Seta[q], M[q; T], cQ (@), cp(T), Cmp(KaJ?’ D)}.

Then we get the following conclusion.

Theorem 4.4. The basic DPS protocol t71(0g(©(A § B))) can exhibit desired external behav-

107S.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dy, loca = receives(D;) || locg = sendp(D,) ||
710 (©(A § B))). So, the basic DPS protocol 77(0x(O(A § B))) can exhibit desired external

behaviors. O
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Figure 5: The BBM92 protocol.

4.5 Verification of BBM92 Protocol

The famous BBM92 protocol[38] is a quantum key distribution protocol, in which quantum
information and classical information are mixed.

The BBM92 protocol is used to create a private key between two parities, Alice and Bob. BBM92
is a protocol of quantum key distribution (QKD) which uses EPR pairs as information carriers.
Firstly, we introduce the basic BBM92 protocol briefly, which is illustrated in Figure Bl

1. Alice generates a string of EPR pairs ¢ with size n, i.e., 2n particles, and sends a string of
qubits ¢, from each EPR pair with n to Bob through a quantum channel @), remains the
other string of qubits ¢, from each pair with size n.

2. Alice create a string of bits with size n randomly, denoted as B,.
3. Bob receives g, and randomly generates a string of bits B, with size n.

4. Alice measures each qubit of g, according to bits of B, if B,, =0, then uses z axis (—);
else if By, =1, then uses z axis (1).

5. Bob measures each qubit of g according to bits of By, if By, = 0, then uses z axis (—); else
if By, = 1, then uses z axis (1).

6. Bob sends his measurement axis choices By to Alice through a public channel P.

7. Once receiving By, Alice sends her axis choices B, to Bob through channel P, and Bob
receives B,.

8. Alice and Bob agree to discard all instances in which they happened to measure along
different axes, as well as instances in which measurements fails because of imperfect quan-
tum efficiency of the detectors. Then the remaining instances can be used to generate a
private key K.

We re-introduce the basic BBM92 protocol in an abstract way with more technical details as
Figure [ illustrates.

Now, M[qa; Ba] denotes the Alice’s measurement operation of ¢,, and (S) MT[ga;Ba] denotes the
responding shadow constant; M|[gp; By| denotes the Bob’s measurement operation of g, and
® Mgy By ] denotes the responding shadow constant. Alice sends g, to Bob through the quantum
channel by quantum communicating action sendg(qy) and Bob receives g, through @ by
quantum communicating action receiveg(qp). Bob sends By, to Alice through the public channel

7



P by classical communicating action sendp(By) and Alice receives By, through channel P by
classical communicating action receivep(By), and the same as sendp(B,) and receivep(By).
Alice and Bob generate the private key K, by a classical comparison action cmp(K,p, Ba, Bp)-
Let Alice and Bob be a system AB and let interactions between Alice and Bob be internal actions.
AB receives external input D; through channel A by communicating action receive(D;) and
sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

Ay = sendg(qp) - A2

Az = M[qa; Ba] - As

A3 = Oy, At

Ay =receivep(By) - As

As = sendp(B,) - Ag

Ag = cmp(Kap, Ba, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(qp) - B1)
B1 = ®uig.i.) " B2

By = M[qy; By] - B3

Bs = sendp(By) - By

By =receivep(By,) - Bs

Bs = emp(K o, Ba, By) - Bs

Bs= > sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. The quantum operation and its shadow
constant pair will lead entanglement occur, otherwise, a deadlock ¢ will occur. We define the
following communication functions.

V(sendq(qp), receiveq(g)) = c(qb)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,),receivep(By)) = cp(Bg)

Let A and B in parallel, then the system AB can be represented by the following process term.
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71(0n(©(A 1 B)))

where H = {sendq(q), receiveq(qy), sendp(By), receivep(By), sendp(By,), receivep(By,),

Ml:qa; Ba]7 @M[qa;Ba]7M[qb; Bb]7 @M[qb;Bb]} and I = {CQ(qb)a CP(Bb)7CP(Ba)7 M[Qav Ba]a M[qb7 Bb]7
emp(Kap, Ba, Bp)}-

Then we get the following conclusion.

Theorem 4.5. The basic BBM92 protocol t1(0p(O(A § B))) can exhibit desired external
behaviors.

Proof. We can get 77 (0 (©(A 1 B))) = Xp,en; XDjen, loca = receives (D;) || locg = locsendp(D,) ||
7710 (O(A § B))). So, the basic BBM92 protocol 77(0g(©(A § B))) can exhibit desired ex-
ternal behaviors. O

4.6 Verification of SARG04 Protocol

The famous SARG04 protocol[39] is a quantum key distribution protocol, in which quantum
information and classical information are mixed.

The SARGO04 protocol is used to create a private key between two parities, Alice and Bob.
SARGO4 is a protocol of quantum key distribution (QKD) which refines the BB84 protocol
against PNS (Photon Number Splitting) attacks. The main innovations are encoding bits in
nonorthogonal states and the classical sifting procedure. Firstly, we introduce the basic SARG04
protocol briefly, which is illustrated in Figure [6l

1. Alice create a string of bits with size n randomly, denoted as K.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit of ¢ has four nonorthogonal
states, it is |+ x) if K, =0; it is |+ 2z) if K, = 1. And she records the corresponding one of
the four pairs of nonorthogonal states into B, with size 2n.

3. Alice sends ¢ to Bob through a quantum channel @ between Alice and Bob.
4. Alice sends B, through a public channel P.

5. Bob measures each qubit of ¢ o, or ¢,. And he records the unambiguous discriminations
into K with a raw size n/4, and the unambiguous discrimination information into B with
size n.

6. Bob sends By to Alice through the public channel P.
7. Alice and Bob determine that at which position the bit should be remained. Then the

remaining bits of K, and K} is the private key K.

We re-introduce the basic SARG04 protocol in an abstract way with more technical details as
Figure [@ illustrates.

Now, we assume a special measurement operation Rand[q; K,] which create a string of n ran-
dom bits K, from the ¢ quantum system. M|[q; K] denotes the Bob’s measurement operation
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Figure 6: The SARGO04 protocol.

of g. The generation of n qubits ¢ through a quantum operation Setg,[q]. Alice sends ¢ to Bob
through the quantum channel @) by quantum communicating action sendg(q) and Bob receives
g through @ by quantum communicating action receiveg(q). Bob sends By, to Alice through the
public channel P by classical communicating action sendp(Bp) and Alice receives By, through
channel P by classical communicating action receivep(By), and the same as sendp(B,) and
receivep(B,). Alice and Bob generate the private key K, by a classical comparison action
emp(Kop, Kq, Ky, By, By). Let Alice and Bob be a system AB and let interactions between
Alice and Bob be internal actions. AB receives external input D; through channel A by commu-
nicating action receive 4 (D;) and sends results D, through channel B by communicating action
sendp(D,).

Then the state transition of Alice can be described as follows.

A=locy = (Y, receivea(D;)- Ay)
DiEAi

Ay = Rand[q; K, ] - A

Ag = Setg,[q]- As

As = sendg(q) - Ay

Ay = sendp(B,) - As

As = receivep(By) - Ag

Ag = ecmp(Kqp, Ko, Ky, Bq, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - B1)
B; =receivep(By,) - By
By = Mlq; K] Bs
Bs = sendp(By) - By
By =cmp(Kqyp, Ko, Ky, Ba, By) - Bs
Bs= > sendp(D,)-B
DyeA,

where A, is the collection of the output data.
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The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,),receivep(By)) = cp(By)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendp(By), receivep(By), sendp(By), receivep(Bg) } and I =

{Rand[q; K,], Setk,[q], M[q; Kp],cq(q), cp(By),
CP(Ba)a Cmp(Ka,b, Kaa Kb, Baa Bb)}

Then we get the following conclusion.

Theorem 4.6. The basic SARG04 protocol 11(0g(O(A § B))) can exhibit desired external
behaviors.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
771(0g(©(A § B))). So, the basic SARG04 protocol 77(0g(©(A § B))) can exhibit desired
external behaviors. O

4.7 Verification of COW Protocol

The famous COW protocol[4(] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The COW protocol is used to create a private key between two parities, Alice and Bob. COW
is a protocol of quantum key distribution (QKD) which is practical. Firstly, we introduce the
basic COW protocol briefly, which is illustrated in Figure [7}

1. Alice generates a string of qubits ¢ with size n, and the ith qubit of ¢ is 70” with probability
%, 71”7 with probability % and the decoy sequence with probability f.

2. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.

3. Alice sends A of the items corresponding to a decoy sequence through a public channel P.

4. Bob removes all the detections at times 24 -1 and 2A from his raw key and looks whether
detector Dojs has ever fired at time 2A.

5. Bob sends B of the times 24 + 1 in which he had a detector in Dojys to Alice through the
public channel P.

6. Alice receives B and verifies if some of these items corresponding to a bit sequence ”1,0”.
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Figure 7: The COW protocol.

7. Bob sends C of the items that he has detected through the public channel P.

8. Alice and Bob run error correction and privacy amplification on these bits, and the private
key K,y is established.

We re-introduce the basic COW protocol in an abstract way with more technical details as
Figure [T illustrates.

Now, we assume The generation of n qubits ¢ through a quantum operation Set[q]. M[q] denotes
the Bob’s measurement operation of ¢q. Alice sends ¢ to Bob through the quantum channel
() by quantum communicating action sendg(q) and Bob receives ¢ through @ by quantum
communicating action receiveg(q). Alice sends A to Alice through the public channel P by
classical communicating action sendp(A) and Alice receives A through channel P by classical
communicating action receivep(A), and the same as sendp(B) and receivep(B), and sendp(C')
and receivep(C'). Alice and Bob generate the private key K, by a classical comparison action
emp(Kqp). Let Alice and Bob be a system AB and let interactions between Alice and Bob be
internal actions. AB receives external input D; through channel A by communicating action
receive 4(D;) and sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

Ay = Set[q] - A2

Ay = sendg(q) - Az
Asz = sendp(A) - Ay
Ay =receivep(B) - As
As =receivep(C) - Ag
Ag = cmp(Kqp) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.
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B =locp = (receiveg(q) - By)

By =receivep(A) - By

By = Mlq]- Bs

Bs = sendp(B) - By

By =sendp(C) - Bs

By = emp(Kap) - Be

Bs= > sendp(D,)-B
Doel,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)

~v(sendp(A),receivep(A)) £ cp(A)
~v(sendp(B),receivep(B)) = cp(B)
v(sendp(C),receivep(C)) = cp(C)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendg(q),receiveq(q), sendp(A),receivep(A), sendp(B),receivep(B),
sendp(C'),receivep(C)} and I = {Set[q], M[q],cq(q),cp(A),
cp(B),cp(C),cmp(Kap)}-

Then we get the following conclusion.

Theorem 4.7. The basic COW protocol (0 (O(A 1 B))) can exhibit desired external behav-

107S.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
7710 (©(A § B))). So, the basic COW protocol 77(0g(O(A § B))) can exhibit desired exter-
nal behaviors. 0

4.8 Verification of SSP Protocol

The famous SSP protocol[41] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The SSP protocol is used to create a private key between two parities, Alice and Bob. SSP is
a protocol of quantum key distribution (QKD) which uses six states. Firstly, we introduce the
basic SSP protocol briefly, which is illustrated in Figure &
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Figure 8: The SSP protocol.

1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is one of the six
states +x, +y and *z.

3. Alice sends g to Bob through a quantum channel @) between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of ¢ according to a basis by bits of By, i.e., z, y or z basis. And
the measurement results would be K}, which is also with size n.

6. Bob sends his measurement bases By to Alice through a public channel P.

7. Once receiving By, Alice sends her bases B, to Bob through channel P, and Bob receives
B,.

8. Alice and Bob determine that at which position the bit strings B, and B are equal, and
they discard the mismatched bits of B, and B. Then the remaining bits of K, and Kj,
denoted as K, and K; with K, = K, = K.

We re-introduce the basic SSP protocol in an abstract way with more technical details as Figure
Rl illustrates.

Now, we assume a special measurement operation Rand[q; B,] which create a string of n random
bits B, from the ¢ quantum system, and the same as Rand[q; K,], Rand[q’; By]. M|q; Kp]
denotes the Bob’s measurement operation of q. The generation of n qubits ¢ through two
quantum operations Setg, [¢q] and Hp,[q]. Alice sends g to Bob through the quantum channel
() by quantum communicating action sendg(q) and Bob receives ¢ through @ by quantum
communicating action receiveg(q). Bob sends Bj to Alice through the public channel P by
classical communicating action sendp(Bp) and Alice receives By, through channel P by classical
communicating action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and
Bob generate the private key K, ; by a classical comparison action ecmp(Kqp, Ko, Kp, Ba, Bp)-
Let Alice and Bob be a system AB and let interactions between Alice and Bob be internal actions.
AB receives external input D; through channel A by communicating action receive(D;) and
sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.
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A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

A1 = Rand[q; B,] - As

Ag = Rand|q; K, ] - As

Az = Setg,[q]- Asg

As=Hpg,[q] A5

As = sendg(q) - Ag

Ag = receivep(By) - Az

A7 = sendp(By) - As

Ag = emp(Kqp, Ko, Ky, Ba, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp :: (receiveg(q) - By)

By = Rand[q; By] - B2

By = M[q; K] - Bs

Bs = sendp(By) - By

By = receivep(B,) - Bs

Bs = emp(Kqp, Ko, Ky, Bq, By) - Bg

Bs= Y sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,),receivep(By)) = cp(Bg)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendg(q),receiveq(q), sendp(By), receivep(By), sendp(By), receivep(Bg)} and I =
{Rand[Qa Ba]’ Rand[Qa Ka]a SBtKa [q]a HBa [q]a Rand[qla Bb]? M[Qa Kb]’ CQ(Q), CP(Bb)a
CP(Ba)a Cmp(Ka,b, Kaa Kb, Baa Bb)}

Then we get the following conclusion.
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Theorem 4.8. The basic SSP protocol 1(0g(©(A § B))) can exhibit desired external behav-
10TS.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives (D;) || locp = sendp(D,) ||
7710 (O(A § B))). So, the basic SSP protocol 77(0g(©(A § B))) can exhibit desired external

behaviors. Ol

4.9 Verification of S09 Protocol

The famous S09 protocol[42] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The S09 protocol is used to create a private key between two parities, Alice and Bob, by use
of pure quantum information. Firstly, we introduce the basic S09 protocol briefly, which is
illustrated in Figure @

1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is |x,), where x is
the ¢th bit of B, and y is the ith bit of K.

3. Alice sends ¢ to Bob through a quantum channel @ between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of ¢ according to a basis by bits of B,. After the measurement,
the state of g evolves into ¢'.

6. Bob sends ¢’ to Alice through the quantum channel Q.
7. Alice measures each qubit of ¢’ to generate a string C.
8. Alice sums C; ® B,, to get the private key K, = By,.

We re-introduce the basic S09 protocol in an abstract way with more technical details as Figure
illustrates.

Now, we assume a special measurement operation Rand[q; B,] which create a string of n random
bits B, from the ¢ quantum system, and the same as Rand|[q; K,], Rand[q’; By]. M]|q; By]
denotes the Bob’s measurement operation of ¢, and the same as M[q';C']. The generation of n
qubits ¢ through two quantum operations Setr,[¢q] and Hp,[¢]. Alice sends g to Bob through
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the quantum channel () by quantum communicating action sendg(q) and Bob receives g through
@ by quantum communicating action receiveg(q), and the same as sendg(q") and receiveg(q").
Alice and Bob generate the private key K, by a classical comparison action emp(Kgp, By). We
omit the sum classical & actions without of loss of generality. Let Alice and Bob be a system
AB and let interactions between Alice and Bob be internal actions. AB receives external input
D; through channel A by communicating action receives(D;) and sends results D, through
channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy=( ), receivea(D;)- Ar)
DiEAi

A1 = Rand[q; B, ] - Ao
Ag = Rand[q; K,] - As
As = Setg,[q]- A4
As=Hpg,[q] A5

As = sendg(q) - Ag

Ag = V"eceiveQ(q') - Aq
A7 = M[q;C]- As

Ag = emp(Kqp, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - By)
Bi1 = Rand[q'; By] - Bo

By = M[q; By] - Bs

Bs = sendq(q") - By

By = cmp(Kap, By) - Bs

Bs= > sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
V(sendq(q'), receiveq(q')) = cq(d’)

Let A and B in parallel, then the system AB can be represented by the following process term.
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71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendg(q'),receiveg(q’)} and I = { Rand[q; B, ], Rand[q; K, ], Setk,[q],
Hp,[q], Rand[q'; By], M[q; Kb ], M[q"; C],cq(q),cq(q"), cmp(Kap, By)}-

Then we get the following conclusion.

Theorem 4.9. The basic S09 protocol 71(0g(O(A § B))) can exhibit desired external behaviors.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
710 (©(A § B))). So, the basic S09 protocol 77(9x(O(A § B))) can exhibit desired external

behaviors. O

4.10 Verification of KMBO09 Protocol

The famous KMB09 protocol[43] is a quantum key distribution protocol, in which quantum
information and classical information are mixed.

The KMBO09 protocol is used to create a private key between two parities, Alice and Bob. KMB09
is a protocol of quantum key distribution (QKD) which refines the BB84 protocol against PNS
(Photon Number Splitting) attacks. The main innovations are encoding bits in nonorthogonal
states and the classical sifting procedure. Firstly, we introduce the basic KMB09 protocol briefly,
which is illustrated in Figure [I0l

1. Alice create a string of bits with size n randomly, denoted as K, and randomly assigns
each bit value a random index ¢ =1,2,..., N into B,.

2. Alice generates a string of qubits ¢ with size n, accordingly either in |e;) or |f;).
3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Alice sends B, through a public channel P.

5. Bob measures each qubit of ¢ by randomly switching the measurement basis between e
and f. And he records the unambiguous discriminations into Kj, and the unambiguous
discrimination information into Bp.

6. Bob sends By to Alice through the public channel P.

7. Alice and Bob determine that at which position the bit should be remained. Then the
remaining bits of K, and K} is the private key K.

We re-introduce the basic KMB09 protocol in an abstract way with more technical details as
Figure [I0] illustrates.

Now, we assume a special measurement operation Rand[q; K,] which create a string of n ran-
dom bits K, from the ¢ quantum system. M|q; K;] denotes the Bob’s measurement operation
of q. The generation of n qubits ¢ through a quantum operation Sety,[q]. Alice sends ¢ to Bob
through the quantum channel ¢ by quantum communicating action sendg(q) and Bob receives
q through @ by quantum communicating action receiveg(q). Bob sends By, to Alice through the
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Figure 10: The KMB09 protocol.

public channel P by classical communicating action sendp(Bp) and Alice receives By, through
channel P by classical communicating action receivep(By), and the same as sendp(B,) and
receivep(B,). Alice and Bob generate the private key K, by a classical comparison action
emp(Kop, Ka, Ky, Bq, By). Let Alice and Bob be a system AB and let interactions between
Alice and Bob be internal actions. AB receives external input D; through channel A by commu-
nicating action receive o (D;) and sends results D, through channel B by communicating action
sendp(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

Ay = Rand[q; K, ] - A

Ag = Setg,[q]- As

As = sendg(q) - Ay

Ay = sendp(B,) - As

As = receivep(By) - Ag

Ag = ecmp(Kqp, Ko, Ky, Bq, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp :: (receiveg(q) - By)
Bj =receivep(By) - By
By = M[q; Kp] - By
Bs = sendp(By) - By
By =cemp(Kqp, Ko, Ky, Bq, By) - Bs
Bs= Y sendp(D,)-B
Doel,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.
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v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,), receivep(By)) = cp(By)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendq(q),receiveq(q), sendp(By), receivep(By), sendp(B,), receivep(B,)} and I =

{Rand[Qa Ka]a SBtKa [q]a M[qa Kb]a CQ(Q)a CP(Bb),
CP(Ba)a Cmp(Ka,b7 Kaa Kb7 Baa Bb)}

Then we get the following conclusion.

Theorem 4.10. The basic KMBO09 protocol 71(0(©(A § B))) can exhibit desired external
behaviors.

Proof. We can get 77 (0 (O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
7710 (O(A § B))). So, the basic KMB09 protocol 77(0y(O(A § B))) can exhibit desired ex-
ternal behaviors. O

4.11 Verification of S13 Protocol

The famous S13 protocol[44] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The S13 protocol is used to create a private key between two parities, Alice and Bob. Firstly,
we introduce the basic S13 protocol briefly, which is illustrated in Figure [Tl

1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is |z,), where z is
the 7th bit of B, and y is the ith bit of K.

3. Alice sends ¢ to Bob through a quantum channel @ between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of g according to a basis by bits of By. And the measurement
results would be K}, which is also with size n.

6. Alice sends a random binary string C' to Bob through the public channel P.

7. Alice sums B,, ® C; to obtain T" and generates other random string of binary values J.
From the elements occupying a concrete position, i, of the preceding strings, Alice get the
new states of ¢/, and sends it to Bob through the quantum channel Q.

8. Bob sums 1@ By, to obtain the string of binary basis N and measures ¢" according to these
bases, and generating D.
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Figure 11: The S13 protocol.

9. Alice sums K,, @ J; to obtain the binary string ¥ and sends it to Bob through the public
channel P.

10. Bob encrypts By to obtain U and sends to Alice through the public channel P.

11. Alice decrypts U to obtain By. She sums B,, ® By, to obtain L and sends L to Bob through
the public channel P.

12. Bob sums By, ® L; to get the private key K .

We re-introduce the basic S13 protocol in an abstract way with more technical details as Figure
[Tl illustrates.

Now, we assume a special measurement operation Rand[q; B,] which create a string of n ran-
dom bits B, from the ¢ quantum system, and the same as Rand[q; K,], Rand[q"; By]. M[q; Kp]
denotes the Bob’s measurement operation of ¢, and the same as M|[q’; D]. The generation of n
qubits ¢ through two quantum operations Setk, [¢] and Hp,[q], and the same as Setr[q']. Alice
sends ¢ to Bob through the quantum channel ) by quantum communicating action sendg(q)
and Bob receives ¢ through @) by quantum communicating action receiveg(q), and the same as
sendg(q’) and receiveg(q’). Bob sends By to Alice through the public channel P by classical
communicating action sendp(Bjp) and Alice receives B through channel P by classical com-
municating action receivep(By), and the same as sendp(B,) and receivep(B,), sendp(C)
and receivep(C), sendp(Y) and receivep(Y), sendp(U) and receivep(U), sendp(L) and
receivep(L). Alice and Bob generate the private key K,; by a classical comparison action
emp(Kop, Ko, Ky, Ba, By). We omit the sum classical @ actions without of loss of generality.
Let Alice and Bob be a system AB and let interactions between Alice and Bob be internal ac-
tions. AB receives external input D; through channel A by communicating action receive g (D;)
and sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.
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A=locy=( ), receivea(D;)- Ar)
DiEAi

A1 = Rand[q; B, ] - Ao
Ag = Rand|q; K,] - As
As = Setg,[q]- A4

Ay =Hp,[q] A5

As = sendg(q) - Ag

Ag = sendp(C) - A7

A7 = sendg(q') - As

Ag =sendp(Y') - Ag

Ag = receivep(U) - Ajg
Ao =sendp(L) - Apx
An = emp(Kap, Ko, Ky, Ba, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - B1)
By = Rand|[q'; By] - By
By = M([q; K] - B3
Bs =receivep(C') - By
By =receiveg(q') - Bs
Bs = M|[q'; D] Bs
Bg =receivep(Y) - By
By = sendp(U) - Bg
Bg =receivep(L) - Bg
By = cmp(Kap, Ka, Ky, Ba, By) - B1o
Big= ). sendg(D,)-B
Dol
where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

92



v(sendg(q),receiveq(q)) = cq(q)

v(sendq(q"), receiveq(q')) = co(q")
~v(sendp(C),receivep(C)) = cp(C)
~v(sendp(Y),receivep(Y)) = cp(Y)
v(sendp(U),receivep(U)) = cp(U)
~v(sendp(L),receivep (L)) = cp(L)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0u(O(A 1 B)))

where H = {sendg(q),receiveq(q), sendg(q"), receiveq(q'), sendp(C),

receivep(C), sendp(Y'), receivep(Y'), sendp(U),receivep(U), sendp(L), receivep(L)} and I =
{Rand|q; B,], Rand[q; Ka],

Setk,[q], Hp,[a], Rand[q'; By], M[q; K, ], M[q; D], cq(q),cp(C),
c(q"),cp(Y),cp(U),cp(L),emp(Kap, Ka, Kb, Ba, By) }-

Then we get the following conclusion.

Theorem 4.11. The basic S13 protocol T1(0g(O(A § B))) can exhibit desired external behav-
1078.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||

7710 (O(A § B))). So, the basic S13 protocol 77(0g(©(A § B))) can exhibit desired external
behaviors. O
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No. Axiom

Al r+y=y+ax

A2 (z+y)+z=x+(y+2)

A3 ete=e

A4 (x+y)-z=x-2+y-2

A5 (z-y)-z=2-(y-2)

A6 r+d=x

AT 0-x =9

PAl zB,y=yBi.x

PA2 z8;(ym,2)=(x M Y) Brspnp 2
PA3 zmrx=x

PA4 (zBry)-z=x-z8,y-2

PA5 (zBry)+z=(x+2)8,; (y+2)
L1 €Exxr=2x

L2 wu:z(z-y)=uzz-uzy

L3 uz(zx+y)=uzz+uzy

L4 uz(vux)=uvtx

Table 45: Axioms of gBAPTC with localities

5 APPTC with Localities for Closed Quantum Systems

The theory APPTC with localities for closed quantum systems abbreviated gAPPTC*® has
four modules: gBAPTC® | gAPPTC*, recursion and abstraction.

This chapter is organized as follows. We introduce ¢BAPTC®" in section 5.1, APPTC in
section 1.2 recursion in section [£.3] and abstraction in section B4l And we introduce quantum
measurement in section [B.5], quantum entanglement in section (.6, and unification of quantum
and classical computing in section .71

Note that, for a closed quantum system, the unitary operators are the atomic actions (events) and
let unitary operators into E. And for the existence of quantum measurement, the probabilism
is unavoidable.

5.1 BAPTC with Localities for Closed Quantum Systems

In this subsection, we will discuss gBAPTC with localities. Let E be the set of atomic events
(actions, unitary operators).

Let Loc be the set of locations, and loc € Loc, u,v € Loc*, € is the empty location.

In the following, let e1,e9,¢€], e € B, and let variables z,y, z range over the set of terms for true
concurrency, p,q range over the set of closed terms.

The set of axioms of ¢gBAPTC with localities consists of the laws given in Table

Definition 5.1 (Basic terms of gBAPTC with localities). The set of basic terms of gBAPTC
with localities, B(gBAPTC®!), is inductively defined as follows:
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1. Ec B(¢BAPTC*®);

2. if u e Loc*,t e B(¢BAPTC®") then u ::t e B(¢qBAPTC*®);
3. ifecE,t e B(qBAPTC®") then e-te B(¢qBAPTC*®');

4. if t,t' e B(qBAPTC®) then t +t' € B(¢BAPTC®);

5. if t,t' e B(¢qBAPTC®!) then tm, t' e B(¢BAPTC®).

Theorem 5.2 (Elimination theorem of ¢BAPTC with localities). Let p be a closed gBAPTC
with localities term. Then there is a basic gBAPTC with localities term q such that gBAPTC +

p=q.
Proof. The same as that of BAPTC®, we omit the proof, please refer to [12] for details. O

We will define a term-deduction system which gives the operational semantics of ¢BAPTC with
localities. We give the operational transition rules for atomic event e € E, operators :, - and +
as Table 46 shows. And the predicate 5 / represents successful termination after execution of
the event e.

Note that, we replace the single atomic event e € E by X ¢ [E, we can obtain the static location
pomset transition rules of BAPTC with localities, and omit them.

Theorem 5.3 (Congruence of gBAPTC with localities with respect to probabilistic static
location truly concurrent bisimulation equivalences). (1) Probabilistic static location pomset

sl is a congruence with respect to gBAPTC' with localities.

bisimulation equivalence ~,

sl

(2) Probabilistic static location step bisimulation equivalence ~p

qBAPTC with localities.

18 a congruence with respect to

(8) Probabilistic static location hp-bisimulation equivalence ~;lhp s a congruence with respect to

qBAPTC with localities.

(4) Probabilistic static location hhp-bisimulation equivalence ~;lhhp 18 a congruence with respect
to ¢BAPTC with localities.

Proof. (1) It is easy to see that probabilistic static location pomset bisimulation is an equivalent
relation on ¢ BAPTC with localities terms, we only need to prove that ~;é) is preserved by the
operators i, -, + and @,. It is trivial and we leave the proof as an exercise for the readers.

(2) It is easy to see that probabilistic static location step bisimulation is an equivalent relation
on gBAPTC with localities terms, we only need to prove that ~;ls is preserved by the operators
2, -, + and ®. It is trivial and we leave the proof as an exercise for the readers.

(3) It is easy to see that probabilistic static location hp-bisimulation is an equivalent relation on
sl

php
i, -, +, and ®,. It is trivial and we leave the proof as an exercise for the readers.

qgBAPTC with localities terms, we only need to prove that ~*, is preserved by the operators

(4) It is easy to see that probabilistic static location hhp-bisimulation is an equivalent relation on
qBAPTC with localities terms, we only need to prove that ~;lhhp is preserved by the operators
=, -+, and ®,. It is trivial and we leave the proof as an exercise for the readers. U
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(z,0) ~ (2, 0) (y,0) ~ (¥, 0)
(zEry,0) ~(2',0) (zEry,0) ~ (Y, 0)

———— if o’ eeffect(e, 0)
{¢,0) = (V')

(loci: &,0) > (/.0')

(z,0) > a'
u

(loc =z, 0) —— (loc = 2/, o'
locku

(z.0) = {V/.¢) (z.0) = (o', ¢)

(@+y,0) > (V,0) (z+y,0) > (o', 0)

u

(y.0) — (V. 2') (y:0) — (/. 0")

(z+y.0) = (V.¢) (z+y.0) = (y.¢)

(. 0) = (V<) (2, 0) = (a', )

(%%Q)%(%Q’) (x-y,w%(w’-y,g’)

Table 46: Single event transition rules of ¢BAPTC with localities
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Theorem 5.4 (Soundness of ¢BAPTC with localities modulo probabilistic static location truly
concurrent bisimulation equivalences). (1) Let x and y be ¢BAPTC with localities terms. If

qBAPTC*® v x =y, then x ~f,§, Y.

(2) Let z and y be gBAPTC' with localities terms. If gBAPTC®! v x =y, then x ~;ls V.
(8) Let x and y be gBAPTC with localities terms. If gBAPTC® v x =y, then x Nphp Y.

4) Let © and y be gBAPTC' with localities terms. If qBAPTC® v z =y, then x ~ Y.
hhp

Proof. (1) Since probabilistic static location pomset bisimulation ~J is both an equivalent and a

pp
congruent relation, we only need to check if each axiom in Table[45]is sound modulo probabilistic

static location pomset bisimulation equivalence. We leave the proof as an exercise for the readers.

(2) Since probabilistic static location step bisimulation ~J. is both an equivalent and a congruent

ps
relation, we only need to check if each axiom in Table [45] is sound modulo probabilistic static

location step bisimulation equivalence. We leave the proof as an exercise for the readers.

(3) Since probabilistic static location hp-bisimulation ~° h is both an equivalent and a congruent
relation, we only need to check if each axiom in Table is sound modulo probabilistic static
location hp-bisimulation equivalence. We leave the proof as an exercise for the readers.

(4) Since probabilistic static location hhp-bisimulation ~;lhhp is both an equivalent and a congru-
ent relation, we only need to check if each axiom in Table 5] is sound modulo probabilistic static
location hhp-bisimulation equivalence. We leave the proof as an exercise for the readers. U

Theorem 5.5 (Completeness of ¢BAPTC with localities modulo probabilistic static location
truly concurrent bisimulation equivalences). (1) Let p and q be closed gBAPTC' with localities
terms, 2fp~ q then p=q.

(2) Let p and q be closed qBAPTC' with localities terms, if p ~8l L q then p=q.

(8) Let p and q be closed gBAPTC with localities terms, if p ~%, q then p=gq.

php
(4) Let p and q be closed gBAPTC with localities terms, if p ~° hhp q then p=q.

Proof. According to the definition of probabilistic static location truly Concurrent bisimulation

. sl sl sl
equivalences ~p,. ~>, ~ohp and ~ phhp’ D~ pp q, p~ ps q, p php q and p ~? hhp q implies both

the bisimilarities between p and ¢, and also the in the same quantum states. According to
the completeness of BAPTC*' (please refer to [I2] for details), we can get the completeness of
qBAPTC?. O

5.2 APPTC with Localites for Closed Quantum Systems

In this subsection, we will extend APPTC* for closed quantum systems, which is abbreviated
qAPPTC with localities.

The set of axioms of gAPPTC with localities including axioms of ¢gBAPTC with localities in
Table d5] and the axioms are shown in Table 7]
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No.
P1
P2
P3
P4
P5
P6
P7
P8
P9
C1
C2
C3
C4
Ch
C6
Cc7
C8
PM1
PM?2
PM3
PMA4
CFE1
CE2
CE3
CE4
CEb5
CEG6

Axiom

(r+x=z,y+y=y) zly=z|y+z|y
zly=ylx

(@lly)lz=21(yll2)
(z+z=zy+y=y) zly=zy+yllz
(e1<e2) er |l (e2-y)=(e1 |l e2) y
(e1<es) (ex-x) | ea=(e1 | e2)
(e1<es) (er-x)| (e2-y)=(er| e2) (z 1 y)
(@+y)Lz=(@L2)+yl 2)

0 x=9¢

e1| ez =7(e1,e2)

e1](e2-y)=~(e1,e2) -y
(e1-x)|ez=7(er,e2) 2

(e1-x) | (e2-y) =~(er,e2) (= 1 y)
(+y)|z=(z]2)+(y|2)

| (y+z)=(z|y)+(z]2)

olx=9

x|d=0

|| (y@rz)=(z | y) Br (2 ]| 2)
(z@ry) [l 2= (2| 2) B (v [| 2)

| (yEr2)=(z|y) B (2] 2)
(r8zy) 2= (z]2) B (y]2)

O(e)=¢

O(6)=9¢

O(z+y)=0(zx)<y+O(y) < x

O(z-y) =6(z)-O(y)

Oz |ly) = ((O(x) < y) ly) +((O(y) < z) || =)
Oz |y) =((B(z) < y) ly)+((O(y) < z) | z)

PCE1 O(z@m,y)=0(x)dyE,0(y)< x

Table 47: Axioms of gAPPTC with localities
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No.
U1l
U2
U3
U4
U5
U6
Uuv
U8
U9
U10
Ul1
U12
U13
PU1
PU2
PU3
PU4
PUb
L5
L6
L7
L8
L9
L10
PL1

Axiom

(f(e1,e2)) erdea=7
(f(e1,e2),e2<e3) er<dez=e;
(f(e1,e2),e2<e3) e3de =71
edd=e

dde=0
(z+y)<dz=(x<2)+(y< 2)
(x-y)<z=(x<2) (yd 2)
(zly)<dz=(z<2) | (y<2)
(xly)<dz=(x<2)](y<2)
e (y+z)=(zdy)<z
rd(y-2)=(z<y)<z

r<d (| 2)=(x<y)d 2
r<d(y|2)=(x<y)<z
(fr(e1,e2)) er<dea=7
(fr(e1,e2),e2<e3) e1<ez=ep
(fr(e1,e2),e2<e3) e3< e =7
(zEry)<dz=(x<d2)8; (y<d 2)
r<d (yEr2)=(x<dy)d 2

u

g 2 g g g &

(xJy)=uzz Jjuzy

sl y) =usa | usy
s(z|ly)=uzz|uzy
+ (0(2)) = O(us 1)
s(zdy)=uzzdusy
20=90

s(x@ry)=utxBruzy

Table 48: Axioms of ¢APPTC with localities (continuing)
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x~x y~y

zyy~a |y +a |y
z~x y~1qy
zly~a"[y+y =
x -~
zlly~a |y

x~a oy~

xly~a'|y
x -~

©(z) ~ O(a’)
x -~

rdy~x'dy

Table 49: Probabilistic transition rules of ¢APPTC with localities

Definition 5.6 (Basic terms of gAPPTC with localities). The set of basic terms of gAPPTC
with, localities, B(qAPPTC®"), is inductively defined as follows:

~

. Ec B(¢APPTC*);
2. if u e Loc*,t e B(APPTC®") then u ::t e B(qAPPTC®);
3. ifecR,t e B(qAPPTC?) then e-t e B(qAPPTC*);
4. if t,t' e B(qAPPTC?") then t +t' € B(gAPPTC®);
5. if t,t' € B(APPTC®) then tm, t' e B(¢qAPPTC*)
6. if t,t' e B(APPTC®) then t | t' e B(¢APPTC*®).
Based on the definition of basic terms for gAPPTC with localities (see Definition [(.6]) and

axioms of gAPPTC with localities, we can prove the elimination theorem of ¢APPTC with
localities.

Theorem 5.7 (Elimination theorem of gAPPTC with localities). Let p be a closed gAPPTC
with localities term. Then there is a basic AP PTC with localities term q such that gAPPTC +
p=q.

Proof. The same as that of APPTC*®, we omit the proof, please refer to [12] for details. U

We will define a term-deduction system which gives the operational semantics of gAPPTC with
localities. Two atomic events e; and ey are in race condition, which are denoted e %es.
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{817'7

if o' eef fect(er,0) U

uef fect(en,0)

@l 1l en o) 2 ()
(,0) = (V.2) {y:0) e—j> (Vo) {z,0) e’ ) (y.0) = (Vo)
(1l 'y,0) % (Vid'ue") (v, 0) % (@', 0" v ")

(2,0) > (V.€) (.0) >y 0") Awoo) > (') (y.0) >y 0")
(wlly@>m(y o've) (wllyw)%(w yo've)
(%9)%(%@’) (%9)% (e1%e2)  (a, g) (@ o) (y,0) b (er%en)

(@l y,0) = (y,¢) (w Iy, 0) = o’ 1 y.¢)
<:v,9>%> (y,0) > (V.") (er%e2) (w,e): (y,0) > (' ") (e1%e2)

(@ |1y, 0) = (x,0") (@l y,0) = (x 1y 0")
(2.0) > (V.0) (:0) > (V") (er<e) (z.0) > (2'd) (y.0) = (V.o") (e1<er)
(@ L0 S (Vo v ) (@ L o0 S22 (. L ")
(2,00 > (Vod) (y.0) > (,0") (a1<e) (z.0) (a0 (y.0) > (¥ 0") (e1<er)
(@ uymm@ o) (@ L yso) 2 (@7 1y )
(@.0) = (V. &) {y,0) > (V.¢") (@.0) = (2, 0) {y,0) > (V")
100 T featren e ) 00 2 e et )
(2,0) = (Vo0 {y,0) > (v, 0") (2,0) > (¢ 0} {y.0) > (')
{zy,e) @ (v ef fect(y(er,e2),0)) (2 ]y.0) %(x’ by’ effect(v(er,e2),0))

Table 50: Action transition rules of AP PTC with localities
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(@.0) = (V.) (fler,e2))  (z,0) > (V/,0") (§(en,e2))

(0(2),0) > (V') (@(:ﬂ) o) = (V0"
(@,0) = (2,0} (fler,e2)) {z,0) > (a”,") ((er,e2))
(9(96) o) > (O(a), ') (9(96) o) > (O(a"),¢")

(o) P W) 00 »% () g 2 ) (oh et (ensea)
(z<y,0 = (V,0) (z<y,0) = (2, )

(2,0) => (V,0) (y,0) »%  (fer,e2),e2<es) (w0) = (2',0) (y,0) »*  (f(er,e2) 2 <e3)

(w<ly@> (V,0') (w<ly@> (z',0')
(z.0) 2% (/o) (. 9) » (f(er,e0) 01 <e5) o) (', d) (y,0) »*  ((er,ez),er <e3)
(z<y.0) = {V.0) (z<y,0) = (' ¢)

(2.0 = (.0} (felerie2)) {z,0) > (V.0") (fn(er,e2))

(O(x),0) = (V. ') (9(96) o) (V. ¢")
(2, 0) = (', 9) (fr(er,e2))  (z,0) > (2" 0")  (faler,e2))
(9(56) o) = (8(a"),¢) <@(w) o) > (8(a"), 0")

(@.0) > (Vo) (y.0)»%  (fnlerie2)) (w0 > (o' 0)) (00 »?  (fx(er.e2))

(z<y,0) = (V.2 (2 <y,0) = («,0)

<:6,9>e—ul>(%9> (y,0) »%  (fx(e1,€2),€2 <€3) <:6,9>e—ul>(w’,9’) (y,0) % (fx(e1,€2),€2 <e3)

(w<ly@> (V;0') (w<1y@> (z',0')

<x,9>e—j>(%9’> (y,0) »  (§«(e1,€2),€1 <e3) (%Q)%(w’,@’) (y,0) »*  (§x(e1,€2),e1 <e3)

(¢ <y,0) > {V.0) (z<y,0) = (2, )
(z,0) = S (V.0 (z,0) — > (2, 0')
(e¢ H) (e¢ H)
(Om (), 9) (v, 0") (On (x), 9) (Om (2"), 0")
(z, > (v, 0") (z, Q) — (', 0")
(e¢ H) (e¢ H)
(Om (), Q) — (/. ') (On (), Q) (Ou(2"),0")

Table 51: Action transition rules of q%lPPTC with localities (continuing)



Theorem 5.8 (Generalization of gAPPTC with localities with respect to gBAPTC' with lo-
calities). gAPPTC with localities is a generalization of gBAPTC with localities.

Proof. It follows from the following three facts.

1. The transition rules of gBAPTC with localities in section [5.1] are all source-dependent;

2. The sources of the transition rules ¢APPTC with localities contain an occurrence of {§,
or ||,or ||, or|, or ®, or <;

3. The transition rules of AP PTC with localities are all source-dependent.

So, gAPPTC with localities is a generalization of ¢BAPTC with localities, that is, ¢BAPTC
with localities is an embedding of gAPPTC with localities, as desired. O

Theorem 5.9 (Congruence of gAPPTC with localities with respect to probabilistic static

location truly concurrent bisimulation equivalences). (1) Probabilistic static location pomset

sl

bisimulation equivalence ~,

s a congruence with respect to AP PTC with localities.

sl

(2) Probabilistic static location step bisimulation equivalence ~p

qAPPTC with localities.

18 a congruence with respect to

(8) Probabilistic static location hp-bisimulation equivalence ~;lhp s a congruence with respect to

qAPPTC with localities.

(4) Probabilistic static location hhp-bisimulation equivalence ~Slhhp 18 a congruence with respect

D
to gAPPTC with localities.

Proof. (1) It is easy to see that probabilistic static location pomset bisimulation is an equivalent
relation on gAPPTC with localities terms, we only need to prove that ~;§2 is preserved by the
operators ||, ||, |, ©, <, 9g. It is trivial and we leave the proof as an exercise for the readers.

(2) It is easy to see that probabilistic static location step bisimulation is an equivalent relation
on gAPPTC with localities terms, we only need to prove that ~;§ is preserved by the operators
I, IL, ], ©, <, 0. It is trivial and we leave the proof as an exercise for the readers.

(3) It is easy to see that probabilistic static location hp-bisimulation is an equivalent relation on
qAPPTC with localities terms, we only need to prove that Nf)lhp is preserved by the operators
I, IL, ], ©, <, 0. It is trivial and we leave the proof as an exercise for the readers.

(4) It is easy to see that probabilistic static location hhp-bisimulation is an equivalent relation on
qAPPTC with localities terms, we only need to prove that ~;lhhp is preserved by the operators
I, L, ], © <, Og. It is trivial and we leave the proof as an exercise for the readers. O

Theorem 5.10 (Soundness of APPTC with localities modulo probabilistic static location

truly concurrent bisimulation equivalences). (1) Let x and y be gAPPTC with localities terms.
If qJAPPTC® vz =y, then x ~;§2 Y.

(2) Let x and y be gAPPTC' with localities terms. If QAPPTCS' =y, then x ~f,ls Y.
(3) Let z and y be gAPPTC' with localities terms. If qJAPPTC®' - z =y, then x ~;lhp K

(8) Let x and y be gAPPTC' with localities terms. If QAPPTCS! + x =y, then x ~;lhhp Y.
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Proof. (1) Since probabilistic static location pomset bisimulation ~;i, is both an equivalent and a
congruent relation, we only need to check if each axiom in Table[d7is sound modulo probabilistic
static location pomset bisimulation equivalence. We leave the proof as an exercise for the readers.

(2) Since probabilistic static location step bisimulation ~ffs

relation, we only need to check if each axiom in Table [47] is sound modulo probabilistic static

is both an equivalent and a congruent

location step bisimulation equivalence. We leave the proof as an exercise for the readers.

(3) Since probabilistic static location hp-bisimulation ~;lhp is both an equivalent and a congruent
relation, we only need to check if each axiom in Table [47] is sound modulo probabilistic static
location hp-bisimulation equivalence. We leave the proof as an exercise for the readers.

(4) Since probabilistic static location hhp-bisimulation N;s)lhhp is both an equivalent and a congru-

ent relation, we only need to check if each axiom in Table 7] is sound modulo probabilistic static
location hhp-bisimulation equivalence. We leave the proof as an exercise for the readers. U

Theorem 5.11 (Completeness of gAPPTC with localities modulo probabilistic static location
truly concurrent bisimulation equivalences). (1) Let p and q be closed gAPPTC with localities
terms, if p ~;é) q then p=q.

(2) Let p and q be closed gAPPTC with localities terms, if p ~;l8 q then p=q.

(8) Let p and q be closed gAPPTC with localities terms, if p ~;lhp q then p=q.

(8) Let p and q be closed gAPPTC with localities terms, if p ~;lhhp q then p=q.

Proof. According to the definition of probabilistic static location truly concurrent bisimulation

: sl sl sl sl sl sl sl sl : :
equivalences ~),, ~pe, ~ohp and ~ohhp P “pp & P ~ps @5 P ~ppy 4 and p ~ohhp 4 implies both

the bisimilarities between p and ¢, and also the in the same quantum states. According to
the completeness of APPTC®' (please refer to [12] for details), we can get the completeness of
qAPPTC*. O

5.3 Recursion

In this subsection, we introduce recursion to capture infinite processes based on gAPPTC with
localities. In the following, F, F,G are recursion specifications, X,Y, Z are recursive variables.

Definition 5.12 (Guarded recursive specification). A recursive specification

Xi=t1(Xq,, Xn)

Xn = tn(Xla 7Xn)

1s guarded if the right-hand sides of its recursive equations can be adapted to the form by ap-
plications of the axioms in APTC and replacing recursion variables by the right-hand sides of
their recursive equations,

(w111 = arnn Lo L wingy = a1ggy) - s1( Xy, X)) + o+ (uign = aen Lo L @ikig @ Gikay) -
sp(X1, Xn) + (v = b L+ L vnagy 3 0aagy) + o+ (vangy = by Lo L v, = bug,)) By
B (Ui 2 amar L (L mtiy @ @miiy) - $1( X1, Xn) + o+ (Uit = @it L L Wik,
amkik)-sk(Xl,---,Xn)+(vm11 u bmll \_L \_L Umljp bm1j1)+---+(vm1j1 u bmljl \_L \_L Umlj; * bmljl))
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(ti(<X1|E>’ N (Xn|E>)’ Q) ~ (y, Q)
((Xi|E), o) ~ (y. 0)

(LX), = (Xl BY), 0) 2 (/o)

(XE), 0) ()

(X B), - (Xl B)), 0) <2y, )

{e y € }
((XilE), 0) %’ (y,0')

Table 52: Transition rules of guarded recursion

where @111, A11iy, A1kl '“,a1kik,b111, '“,511]‘1717113‘1,"',blljl7"'7am11, ©t Amliy > A1kl Amkiy,
b111, b1y bnijy s bmij, € E, and the sum above is allowed to be empty, in which case it
represents the deadlock 9.

Definition 5.13 (Linear recursive specification). A recursive specification is linear if its recur-
sive equations are of the form

((u11r =@ Lo L wits, = @114, ) Xy + o+ (uign = aqgn [L o L Ulkiy, * alkik)Xk + (v111 = by |
oL vrgy = brygy) e+ (Vg by (Lo L vy = bwgy)) By o By (W = amar [ L
Uiy Gl ) X1+ + (Umk1 * Gkt L (L Wimkiy, * @mki )Xk + (Uma1 = bman (L L omijy =
bmijy) + -+ (Umagy % bmagy L L vmag, b))

where a111,++, Q11415 A1k1s """ Qkig > 0111, 011515 01151, 0105, %5 Gm11s s Qmliy » Gmk1s s Gk, »
binits s bmiji» bmiji s by, € E, and the sum above is allowed to be empty, in which case it
represents the deadlock 9.

Theorem 5.14 (Conservitivity of gAPPTC with localities and guarded recursion). ¢APPTC
with localities and guarded recursion is a conservative extension of gAPPTC with localities.

Proof. Since the transition rules of gAPPTC with localities are source-dependent, and the
transition rules for guarded recursion in Table [52] contain only a fresh constant in their source,
so the transition rules of APPTC with localities and guarded recursion are a conservative
extension of those of gAPPTC with localities. O

Theorem 5.15 (Congruence theorem of ¢APPT'C with localities and guarded recursion). Prob-
abilistic static location truly concurrent bisimulation equivalences ~;ﬁ,, ~;ls, ~;lhp and ~;lhhp are
all congruences with respect to AP PTC with localities and guarded recursion.

Proof. It follows the following two facts:
1. in a guarded recursive specification, right-hand sides of its recursive equations can be

adapted to the form by applications of the axioms in AP PTC with localities and replacing
recursion variables by the right-hand sides of their recursive equations;
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sl sl sl
pp» ps’  php
N;lhhp are all congruences with respect to all operators of gAPPTC with localities.

2. probabilistic static location truly concurrent bisimulation equivalences ~ and

O

Theorem 5.16 (Elimination theorem of gAPPTC with localities and linear recursion). Each
process term in qAPPTC with localities and linear recursion is equal to a process term (X;|E)
with E a linear recursive specification.

Proof. The same as that of APPTC*®, we omit the proof, please refer to [12] for details. U

Theorem 5.17 (Soundness of ¢APPT'C with localities and guarded recursion). Let x and y be
qAPPTC with localities and gquarded recursion terms. If gAPPTC® with quarded recursion v
T =1y, then

(1) z~3Ly.
(2) x~3hy.
(3) & ~5h -
(4) x ”;lhhp Y.

sl
ps
congruent relation with respect to gAPPTC with localities and guarded recursion, we only need

to check if each axiom in Table 37 is sound modulo probabilistic static location step bisimulation
equivalence. We leave them as exercises to the readers.

Proof. (1) Since probabilistic static location step bisimulation ~7' is both an equivalent and a

(2) Since probabilistic static location pomset bisimulation ~;é, is both an equivalent and a con-
gruent relation with respect to the guarded recursion, we only need to check if each axiom in
Table B7 is sound modulo probabilistic static location pomset bisimulation equivalence. We

leave them as exercises to the readers.

(3) Since probabilistic static location hp-bisimulation ~;lhp is both an equivalent and a congruent
relation with respect to guarded recursion, we only need to check if each axiom in Table BT
is sound modulo probabilistic static location hp-bisimulation equivalence. We leave them as
exercises to the readers.

(4) Since probabilistic static location hhp-bisimulation ~;lhhp is both an equivalent and a con-
gruent relation with respect to guarded recursion, we only need to check if each axiom in Table
[37] is sound modulo probabilistic static location hhp-bisimulation equivalence. We leave them
as exercises to the readers. U

Theorem 5.18 (Completeness of APPT'C with localities and linear recursion). Let p and g
be closed qAPPTC with localities and linear recursion terms, then,

(1) if p~3 q then p=q.
(2) if p ~;§2 q then p =q.
(3) if p~3p, q then p=q.
(4) if p~Shpp @ then p = q.
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9

T~ T

(7,0) = (V. 7(0))

Table 53: Transition rule of the silent step

Proof. According to the definition of probabilistic static location truly concurrent bisimulation
equivalences ~f,§,, ~f,ls, ~;lhp and Nf)lhhp’ P ~;i, q, p ~f,ls q, p ~;lhp q and p N;lhhp q implies both the
bisimilarities between p and ¢, and also the in the same quantum states. According to the
completeness of APPTC*! with linear recursion (please refer to [12] for details), we can get the

completeness of gAPPTC®" with linear recursion. O

5.4 Abstraction

To abstract away from the internal implementations of a program, and verify that the program
exhibits the desired external behaviors, the silent step 7 and abstraction operator 7; are intro-
duced, where I € Eu G, denotes the internal events or guards. The silent step 7 represents the
internal events or guards, when we consider the external behaviors of a process, 7 steps can be
removed, that is, 7 steps must keep silent. The transition rule of 7 is shown in Table B3l In the
following, let the atomic event e range over Eu{e}u{d}u{r}, and ¢ range over Gu {7}, and let
the communication function y:Eu {7} xEu {7} - Eu {0}, with each communication involved
7 resulting in 6. We use 7(9) to denote ef fect(r, ), for the fact that 7 only change the state
of internal data environment, that is, for the external data environments, o = 7(p).

Theorem 5.19 (Conservitivity of gAPPTC with localities and silent step and guarded linear
recursion). gAPPTC with localities and silent step and guarded linear recursion is a conservative
extension of gAPPTC with localities and linear recursion.

Proof. Since the transition rules of gAPPTC with localities and linear recursion are source-
dependent, and the transition rules for silent step in Table B3] contain only a fresh constant 7 in
their source, so the transition rules of gAPPTC with localities and silent step and guarded linear
recursion is a conservative extension of those of AP PT C with localities and linear recursion. [

Theorem 5.20 (Congruence theorem of gAPPTC with localities and silent step and guarded
linear recursion). Probabilistic static location rooted branching truly concurrent bisimulation
equivalences w;ﬁ,bp,

localities and silent step and guarded linear recursion.

m;inbs, “;lrbhp and ~ppppp are all congruences with respect to gAPPTC with

Proof. 1t follows the following three facts:
1. in a guarded linear recursive specification, right-hand sides of its recursive equations can

be adapted to the form by applications of the axioms in gAPPTC with localities and
replacing recursion variables by the right-hand sides of their recursive equations;
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No. Axiom

Bl (y=y+y,z=2+2) z-((y+7-(y+2))Brw)=z-((y+2)Brw)

B2 (y=y+yz=z+z) o (y+7[ (y+2))Brw)=a[ ((y+2)8:w)
L13 wut=71

Table 54: Axioms of silent step

sl sl sl
pp> ps> php

~;lhhp are all congruences with respect to all operators of ¢APPTC with localities, while

2. probabilistic static location truly concurrent bisimulation equivalences ~ and

sl sl sl
pp> ps’ php

~;lhhp imply the corresponding probabilistic rooted branching truly concurrent bisimula-

probabilistic static location truly concurrent bisimulation equivalences ~ and

sl

. o sl sl sl e e . . .
tions =~ N orbsy Nprbhp and N rbhhps SO probabilistic static location rooted branching truly

prbp’
fad : Sl Sl Sl Sl :
concurrent bisimulations Nprbpr Nprbsy Sprbhp and N rbhhp A€ all congruences with respect

to all operators of APPTC with localities;

3. While E is extended to Eu {7}, and G is extended to G u {7}, it can be proved that

sl Sl

probabilistic static location rooted branching truly concurrent bisimulations ~7 ., . ~7 .,

w;ﬁ,bhp and m;f"bhhp are all congruences with respect to all operators of gAPPTC with
localities, we omit it.

We design the axioms for the silent step 7 in Table (41

Theorem 5.21 (Elimination theorem of gAPPTC with localities and silent step and guarded
linear recursion). Each process term in qAPPTC with localities and silent step and guarded
linear recursion is equal to a process term (X1|E) with E a guarded linear recursive specification.

Proof. The same as that of APPTC*!, we omit the proof, please refer to [12] for details. O

Theorem 5.22 (Soundness of gAPPTC with localities and silent step and guarded linear
recursion). Let x and y be gAPPTC with localities and silent step and guarded linear recursion
terms. If gAPPTC with localities and silent step and guarded linear recursion — x =y, then

l
(1) x N orbs Y-

!
(2) T N]s;rbp Y.

l
(3) T z;rbhp Y.

(4) T %5 Y-
Proof. (1) Since probabilistic rooted branching static location step bisimulation m;fnbs is both
an equivalent and a congruent relation with respect to ¢APPTC with localities and silent step
and guarded linear recursion, we only need to check if each axiom in Table [54]is sound modulo
probabilistic rooted branching static location step bisimulation m;f"b .- We leave them as exercises
to the readers.
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(2) Since probabilistic rooted branching static location pomset bisimulation z;lrbp is both an

equivalent and a congruent relation with respect to gAPPTC with localities and silent step

and guarded linear recursion, we only need to check if each axiom in Table [54]is sound modulo

sl

probabilistic rooted branching static location pomset bisimulation Norbp: W leave them as

exercises to the readers.

Sl
~prbhp

alent and a congruent relation with respect to gAPPTC with localities and silent step and

(3) Since probabilistic rooted branching static location hp-bisimulation is both an equiv-

guarded linear recursion, we only need to check if each axiom in Table (4l is sound modulo prob-
abilistic rooted branching static location hp-bisimulation Nf)lrbhp’ We leave them as exercises to

the readers.

(4) Since probabilistic rooted branching static location hhp-bisimulation m;f"bhhp is both an equiv-
alent and a congruent relation with respect to gAPPTC with localities and silent step and
guarded linear recursion, we only need to check if each axiom in Table (4lis sound modulo prob-
abilistic rooted branching static location hhp-bisimulation w;ﬁ,bhhp. We leave them as exercises
to the readers. O

Theorem 5.23 (Completeness of gAPPTC with localities and silent step and guarded linear
recursion). Let p and q be closed qAPPTC with localities and silent step and guarded linear
recursion terms, then,

(1) ifpm;lrbsq then p = q.
(2) if p z;lrbp q then p=q.
(3) if pSlyy, q then p=q.
(3) if p %3y @ then p = q.

Proof. According to the definition of probabilistic static location rooted branching truly concur-

sl sl sl sl sl sl
prbp> “prbs’ ~prbhp “prbop> “prbs> ~prbohp

implies both the bisimilarities between p and ¢, and also the in the same quantum states. Ac-

rent bisimulation equivalences ~ and N;)lr‘bhhp’ and and “;lrbhhp
cording to the completeness of APPTC*! with silent step and guarded linear recursion (please
refer to [12] for details), we can get the completeness of g APPTC*! with silent step and guarded

linear recursion. O

The unary abstraction operator 77 (I € EuGy;) renames all atomic events or atomic guards in [
into 7. gAPPTC with localities and silent step and abstraction operator is called qAPPTCﬁl .
The transition rules of operator 7; are shown in Table

Theorem 5.24 (Conservitivity of qAPPTC’;‘fl with guarded linear recursion). qAPPTC’;‘fl with
guarded linear recursion is a conservative extension of APPTC with localities and silent step
and guarded linear recursion.

Proof. Since the transition rules of AP PTC with localities and silent step and guarded linear
recursion are source-dependent, and the transition rules for abstraction operator in Table
contain only a fresh operator 77 in their source, so the transition rules of qAPPTC’fl with
guarded linear recursion is a conservative extension of those of ¢APPTC with localities and
silent step and guarded linear recursion. U
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(z,0) ~ (', 0)
(11(x), 0) ~ (11(2"), 0)

(2,0) 2 (V') (2,0) > (@', ')
e e¢l c e¢l
(r1(2),0) = (V) (71(x), 0) = (ri(a), o'}
(z.0) = (V/.0) (2, 0) = (¢',0)
eel eel

(r1(x),0) = (V,7(2)) (rr(x), 0) = (rr(2"),7(0))

Table 55: Transition rule of the abstraction operator

Theorem 5.25 (Congruence theorem of qAPPTCfl with guarded linear recursion). Probabilis-

tic static location rooted branching truly concurrent bisimulation equivalences ~°.

Sl Sl
prbp> “prbs’ “prbhp
and mffrbhhp are all congruences with respect to gAPPTCS! with guarded linear recursion.

Proof. (1) It is easy to see that probabilistic rooted branching static location pomset bisimulation
is an equivalent relation on qAPPTC’fl with guarded linear recursion terms, we only need to
;lrbp is preserved by the operators 77. It is trivial and we leave the proof as an
exercise for the readers.

prove that »

(2) It is easy to see that probabilistic rooted branching static location step bisimulation is an
equivalent relation on qAPPTC’ﬁl with guarded linear recursion terms, we only need to prove

sl
that N rbs

the readers.

is preserved by the operators 77. It is trivial and we leave the proof as an exercise for

(3) It is easy to see that probabilistic rooted branching static location hp-bisimulation is an
equivalent relation on qAPPTC’ﬁl with guarded linear recursion terms, we only need to prove

)
that Nf)rbhp
for the readers.

is preserved by the operators 77. It is trivial and we leave the proof as an exercise

(4) It is easy to see that probabilistic rooted branching static location hhp-bisimulation is an
equivalent relation on qAPPTCﬁl with guarded linear recursion terms, we only need to prove
that Nf)lrbhhp is preserved by the operators 77. It is trivial and we leave the proof as an exercise
for the readers. O

We design the axioms for the abstraction operator 77 in Table

Theorem 5.26 (Soundness of gAPPTC# with guarded linear recursion). Let z and y be
qAPPTCﬁl with guarded linear recursion terms. If qAPPTCﬁl with guarded linear recursion
Fx =1y, then

(1) x z;lrbs V.
(2) x5,y
(3) x N]s)lrbhp Y.

(4) T %3y V-
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No. Axiom

TI1 e¢l tr(e)=e

TI2 eel 7i(e)=71

TI3  77(6) =0

TI4  7(z+y) =711(x) +77(Y)
PTI1 71i(zery)=1(x) 8, 77(y)
TI5  7(x-y) =71(x) 71(y)
Ti6  7(x |l y) =7r() | 72(y)
L14 wzT(x) =77(usx)

L15 e¢l t(uze)=uze
L16 eel tr(uze)=T1

PTI1 7i(z8ry)=711(x) B 71(y)

Table 56: Axioms of abstraction operator

Proof. (1) Since probabilistic rooted branching static location step bisimulation z;lrb < is both an

equivalent and a congruent relation with respect to qAPPTC’ﬁl with guarded linear recursion,
we only need to check if each axiom in Table (6] is sound modulo probabilistic rooted branching
static location step bisimulation m;f"b .- We leave them as exercises to the readers.

(2) Since probabilistic rooted branching static location pomset bisimulation z;lrbp is both an
equivalent and a congruent relation with respect to qAPPTC’fl with guarded linear recursion,
we only need to check if each axiom in Table [B6]is sound modulo probabilistic rooted branching

static location pomset bisimulation m;inbp. We leave them as exercises to the readers.

(3) Since probabilistic rooted branching static location hp-bisimulation » l . is both an equiva-

S
prbhp
lent and a congruent relation with respect to qAPPTC’;‘fl with guarded linear recursion, we only

need to check if each axiom in Table Bl is sound modulo probabilistic rooted branching static

sl

orbhp® We leave them as exercises to the readers.

location hp-bisimulation ~

(4) Since probabilistic rooted branching static location hhp-bisimulation m;f"bhhp is both an equiv-
alent and a congruent relation with respect to gAPPTC%' with guarded linear recursion, we only
need to check if each axiom in Table Bl is sound modulo probabilistic rooted branching static
location hhp-bisimulation Nf)lrbhhp' We leave them as exercises to the readers. U

Though 7-loops are prohibited in guarded linear recursive specifications in a specifiable way, they
can be constructed using the abstraction operator, for example, there exist T-loops in the process
term 774, ((X]|X = aX)). To avoid 7-loops caused by 7; and ensure fairness, we introduce the
following recursive verification rules as Table [57]shows, note that i1, iy, j1, -, jn € I SEN{7}.

Theorem 5.27 (Soundness of VR,V Ry, VR3). VRy, VRy and V R3 are sound modulo prob-

g . . . .. . . Sl ~Sl
abilistic static location rooted branching truly concurrent bisimulation equivalences ~p ., . ~p .,
!

S Sl
~prbhp and ~prbohhp*
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VR r=y+(up =iy [ || um i) T y=y+y
1
T-17(x) =7-71(Y)
x=z8; (u+(up =iy || || um=im) x),z2=2+u,2=2+2

To1(x) =7-77(2)

V Ry

x=z+(ur =i || umtim) g, y=z28 (ut (vr g1 || L vngn) x)yz=2+uz=2+2
Tor(z) =7 -711(y") for y' =z B, (w+ (ug =iy [ || Um = im) - y")

V R3

Table 57: Recursive verification rules

5.5 Quantum Measurement

In closed quantum systems, there is another basic quantum operation — quantum measurement,
besides the unitary operator. Quantum measurements have a probabilistic nature.

There is a concrete but non-trivial problem in modeling quantum measurement.

Let the following process term represent quantum measurement during modeling phase,

B1-t1 By, Bo -t Bry B, Bi-

where Y;m; = 1, t; € B(¢BAPTC'), 8 denotes a quantum measurement, and S = >; \i3;, B
denotes the projection performed on the quantum system o, m; = Tr(8;0), 0i = B3;008i/m:.

The above term means that, firstly, we choose a projection B; in a quantum measurement
B = ¥; \i3; probabilistically, then, we execute (perform) the projection f3; on the closed quantum
system. This also adheres to the intuition on quantum mechanics.

We define B as the collection of all projections of all quantum measurements, and make the
collection of atomic actions be E = Eu B. We see that a projection §; € B has the almost
same semantics as a unitary operator a € A. So, we add the following (probabilistic and action)
transition rules into those of PQRA.

(Bi,0) ~ (Bi, 0)

5 Bi
(Bis0) — (V. ¢')
Until now, gAPPTC with localities works again. The two main quantum operations in a closed

quantum system — the unitary operator and the quantum measurement, are fully modeled in
probabilistic process algebra.

5.6 Quantum Entanglement

As in section 3.5, The axiom system of the shadow constant (S) is shown in Table
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No. Axiom

SC1 ®-zxz=x

SC2 z-(Q==z

SC3 el ®°=e

SC4 (S| e=e

SC5 el (G -y)=e-y

SC6 ®F L (ey)=c-y

SCT7T  (erx) || O =e-x

SC8 (0 -x)| e=e-x

SCO (eon) L (@ y)=e (x 1 y)
SC10 (®-z) [l (ery)=e-(z 1 y)
L7 loc:(8)=(5)

Table 58: Axioms of quantum entanglement

(®,0) ~(®),0)
(®,0) »(V,0)

(r.0) 5 (o' 0) (w.0) Do (o)

(@ y.0) > (e 1y 0)

(r.0) 5 (/od) (.0) > (0 0)

(@ y.e) = (y.)

(r.0) % (Vo) (.00 S o)

(@ Ly, 0) = (')

(r.0) > (Vo0) () (V. 0)
(@ Ly, 0 = (V.0

Table 59: Transition rules of constant (S)
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The transition rules of constant (S) are as Table [59] shows.

Theorem 5.28 (Elimination theorem of gAPPTC%' with guarded linear recursion and shadow
constant). Let p be a closed qAPPTCfl with guarded linear recursion and shadow constant term.
Then there is a closed gAPPTC with localities term such that qAPPTCﬁl with guarded linear
recursion and shadow constant— p = q.

Proof. We leave the proof to the readers as an excise. O

Theorem 5.29 (Conservitivity of qAPPTCﬁl with guarded linear recursion and shadow con-
stant). gAPPTCS with guarded linear recursion and shadow constant is a conservative extension
of qAPPTC?" with guarded linear recursion.

Proof. We leave the proof to the readers as an excise. U

Theorem 5.30 (Congruence theorem of gAPPTC? with guarded linear recursion and shadow
constant). Probabilistic static location rooted branching truly concurrent bisimulation equiva-
lences mffrbp, w;lrbs, mffrbhp and mffrbhhp are all congruences with respect to qAPPTCfl with guarded
linear recursion and shadow constant.

Proof. We leave the proof to the readers as an excise. U

Theorem 5.31 (Soundness of gAPPTC? with guarded linear recursion and shadow constant).
Let x and y be closed qAPPTC’fl with guarded linear recursion and shadow constant terms. If
qAPPTCS with guarded linear recursion and shadow constant- x =y, then

sl .
1Lz Pprbs Y

sl .
2. TR, Y

sl .
3. x N rbhp U
sl
4. x R prbhhp Y-

Proof. We leave the proof to the readers as an excise. O

Theorem 5.32 (Completeness of qAPPTCfl with guarded linear recursion and shadow con-
stant). Let p and q are closed qAPPTC;‘fl with guarded linear recursion and shadow constant
terms, then,

1. ifp m;lrbs q then p=gq;
2. ifp N;lrbp q then p=gq;
3. ifp “;lrbhp q then p=gq;
4. if p N;ibhhp q then p =q.

Proof. We leave the proof to the readers as an excise. U
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5.7 Unification of Quantum and Classical Computing for Closed Quantum
Systems

We give the transition rules under quantum configuration for traditional atomic actions (events)
e € E as Table [60 shows.

And the axioms for traditional actions are the same as those of gBAPTC®. And it is natural
can be extended to gAPPTC*, recursion and abstraction. So, quantum and classical computing
are unified under the framework of gAPPTC® for closed quantum systems.
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(e’,0) ~ (¢, 0)

(z,0) ~ (z', 0)
(z-y,0) ~ (2" y,0)
(z,0) ~ (2", 0) (y,0) ~ (¥, 0)
(x+y,0) ~ (2" +y',0)

(z,0) ~ (2, 0) (y,0) ~ (¥, 0)
(z@ry,0) ~(z',0) (TEry,0)~ (V. 0)

(¢'.0) S (Vee)  (locs o) = (/o)

(z,0) — (2, 0')

u

(loc :: x, o) LN (loc = x', o)
loc<u

(2.0) S (/;0)

(my,g)%(\/,@)

(z.0) = (a', o)

e/

(z+y,0) — (2, 0)

u

(y:0) = (v/s0)

(z+y.0) = (V.0)

(v, 0) % (v, 0)

(x+y,0) % (y', 0)

(z.0) = (/. 0)

(z-y,0) = (y,0)

(z,0) > (', 0)

u

(z-,0) = (2’ -y, 0)

Table 60: Transition rules of BAPTC under quantum configuration
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Figure 12: Quantum teleportation protocol.

6 Applications of gQAPPTC with Localities

Quantum and classical computing in closed systems are unified with qQAPPTC with localities,
which have the same equational logic and the same quantum configuration based operational
semantics. The unification can be used widely in verification for the behaviors of quantum and
classical computing mixed systems with distribution characteristics. In this chapter, we show
its usage in verification of the distributed quantum communication protocols.

6.1 Verification of Quantum Teleportation Protocol

Quantum teleportation [45] is a famous quantum protocol in quantum information theory to
teleport an unknown quantum state by sending only classical information, provided that the
sender and the receiver, Alice and Bob, shared an entangled state in advance. Firstly, we
introduce the basic quantum teleportation protocol briefly, which is illustrated in Figure In
this section, we show how to process quantum entanglement in an implicit way.

1. EPR generates 2-qubits entangled EPR pair ¢ = ¢1 ® ¢2, and he sends ¢; to Alice through
quantum channel Q4 and g2 to Bob through quantum channel Q) p;

2. Alice receives qp, after some preparations, she measures on g1, and sends the measurement
results = to Bob through classical channel P;

3. Bob receives ¢ from EPR, and also the classical information x from Alice. According to

x, he chooses specific Pauli transformation on gs.

We re-introduce the basic quantum teleportation protocol in an abstract way with more technical
details as Figure [[2] illustrates.

Now, we assume the generation of 2-qubits ¢ through two unitary operators Set[q] and H[q].
EPR sends ¢g; to Alice through the quantum channel Q)4 by quantum communicating action
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sendq ,(q1) and Alice receives ¢; through Q4 by quantum communicating action receiveg, (q1).
Similarly, for Bob, those are sendg,(g2) and receiveq, (q2). After Alice receives ¢, she does
some preparations, including a unitary transformation CNOT and a Hadamard transformation
H, then Alice do measurement M = Y2, M;, and sends measurement results z to Bob through
the public classical channel P by classical communicating action sendp(z), and Bob receives
x through channel P by classical communicating action receivep(x). According to z, Bob
performs specific Pauli transformations o, on ¢s. Let Alice, Bob and EPR be a system ABE
and let interactions between Alice, Bob and EPR be internal actions. ABFE receives external
input D; through channel A by communicating action receive 4 (D;) and sends results D, through
channel B by communicating action sendg(D,). Note that the entangled EPR pair ¢ = ¢1 ® ¢2
is within ABFE, so quantum entanglement can be processed implicitly.

Then the state transitions of EPR can be described as follows.

E =locg :: (Set[q] - E1)
Ey=H[q] E;

E; =sendg,(q1) - E3
Es =sendg,(q2) - E

And the state transitions of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

Ay =receiveg, (q1) - Az

Ay =CNOT - As

As=H - Ay

Ay = (My - sendp(0) B1 M; - sendp(1) B1 My - sendp(2) B1 Ms - sendp(3)) - A

where A; is the collection of the input data.

And the state transitions of Bob can be described as follows.

B =locp = (receiveg, (q2) - Br)
By = (receivep(0) - g B1 receivep(1) - o1 B1 receivep(2) - o9 B1 receivep(3) - 03) - By
4 4 4
By = Z sendp(D,)- B
DoeA,
where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.
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v(sendq , (q1), receiveq . (q1)) = cq,(q1)
(sendqy (g2), receiveqy (42)) = cQp(42)
~v(sendp(0),receivep(0)) = cp(0)
~v(sendp(1),receivep (1)) = cp(1)
v(sendp(2),receivep(2)) £ cp(2)
~v(sendp(3),receivep(3)) = cp(3)

Let A, B and FE in parallel, then the system ABFE can be represented by the following process
term.

71(0u(©(A § B 1 F)))

where H = {sendq , (q1),receiveq , (q1), sendg, (g2), receiveg (¢2),
sendp(0),receivep(0), sendp(1),receivep (1),
sendp(2),receivep(2),sendp(3),receivep(3)} and I = {Set[q],H|[q], CNOT, H, My, M,
My, M3, 00,01,02,03,

QA (1), Qg (2),¢p(0),cp(1),¢p(2),cp(3)}

Then we get the following conclusion.

Theorem 6.1. The basic quantum teleportation protocol T1(0g(©(A § B § E))) can exhibit
desired external behaviors.

Proof. We can get 77(0p(©(A 1 B 1 E))) = Xp,en; pyen, loca = receives(D;) | locp =
sendp(D,) || 771(0g(©(A § B § E))). So, the basic quantum teleportation protocol 77 (9 (©(A §
B § E))) can exhibit desired external behaviors. O

6.2 Verification of BB84 Protocol

The BB84 protocol [34] is used to create a private key between two parities, Alice and Bob.
Firstly, we introduce the basic BB84 protocol briefly, which is illustrated in Figure [13]
1. Alice create two string of bits with size n randomly, denoted as B, and Kj;

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is |z,), where z is
the 7th bit of B, and y is the ith bit of K_;

3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob;
4. Bob receives ¢ and randomly generates a string of bits By with size n;

5. Bob measures each qubit of ¢ according to a basis by bits of Bp. And the measurement
results would be Kj, which is also with size n;

6. Bob sends his measurement bases B; to Alice through a public channel P;
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Figure 13: BB84 protocol.

7. Once receiving By, Alice sends her bases B, to Bob through channel P, and Bob receives
By;

8. Alice and Bob determine that at which position the bit strings B, and B, are equal, and
they discard the mismatched bits of B, and B. Then the remaining bits of K, and Kj,
denoted as K, and K with K,j = K = Kj.

We re-introduce the basic BB84 protocol in an abstract way with more technical details as
Figure [[3] illustrates.

Now, we assume a special measurement operation Rand[q; B,] = 22" ! Rand|[q; B,]; which cre-
ate a string of n random bits B, from the ¢ quantum system, and the same as Rand[q; K,] =
22" ' Rand[q; K.];, Rand[q';By] = 22" YRand[q'; Byli. M[q; K] = 22" ' M[q; K3]; denotes
the Bob’s measurement on gq. The generation of n qubits ¢ through two unitary operators
Setr,[q] and Hp,[q]. Alice sends ¢ to Bob through the quantum channel @ by quantum com-
municating action sendg(q) and Bob receives ¢ through @ by quantum communicating action
receiveq(q). Bob sends By, to Alice through the public classical channel P by classical commu-
nicating action sendp(By) and Alice receives By through channel P by classical communicating
action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and Bob generate the
private key K, by a classical comparison action cmp(K, 4, Kq, Kp, Ba, Bp). Let Alice and Bob
be a system AB and let interactions between Alice and Bob be internal actions. AB receives
external input D; through channel A by communicating action receive4(D;) and sends results
D, through channel B by communicating action sendg(D,).

Then the state transitions of Alice can be described as follows.

A=loca=( ), receivea(D;)- Ar)
D;eA;

Al: 2n Z.l Rcmd[ ] A2

2n

Ag = -%jzoRand[q; K.)i-As

Asz = Setg,[q]- Asg

Ay=Hp,[q]- As

As = sendg(q) - Ag

Ag = receivep(By) - A7

A7 = sendp(By) - As

Ag = cmp(Kqp, Ka, Ky, Ba, By) - A

120



where A; is the collection of the input data.

And the state transitions of Bob can be described as follows.

B =locp :: (receiveg(q) - By)
B = Qiril_oRcmd[q’; Byli- By

2n 77"
By =&%" L Mlq; Kp)i - Bs

2n 77"
B3 = sendp(By) - By
By = receivep(B,) - Bs
Bs = emp(Kqp, Ko, Ky, Ba, By) - B
Bs= Y sendp(D,)-B

DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(By)
~v(sendp(B,), receivep(By)) = cp(Bg)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendg(q),receiveq(q), sendp(By), receivep(By), sendp(By), receivep(Bg)} and I =
{Rand[q; Bai, Rand[q; Ko li, Setr, [q], Hp,[q], Rand[q"; Bpli, M[g; Kb i,
CQ(Q)a CP(Bb)) CP(BG), Cmp(KaJ?a Ka, Kba Ba, Bb)}

Then we get the following conclusion.
Theorem 6.2. The basic BB8/ protocol 71(0g(O(A § B))) can exhibit desired external behav-

10TS.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; XDyen, loca = receives(D;) || locp = sendp(D,) ||
710 (©(A § B))). So, the basic BB84 protocol 77(0n(©(A § B))) can exhibit desired exter-
nal behaviors. O

6.3 Verification of E91 Protocol
E91 protocol[35] is the first quantum protocol which utilizes entanglement. E91 protocol is used

to create a private key between two parities, Alice and Bob. Firstly, we introduce the basic E91
protocol briefly, which is illustrated in Figure [I4l
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Figure 14: E91 protocol.

1. Alice generates a string of EPR pairs ¢ with size n, i.e., 2n particles, and sends a string of
qubits ¢, from each EPR pair with n to Bob through a quantum channel @), remains the
other string of qubits ¢, from each pair with size n;

2. Alice create two string of bits with size n randomly, denoted as B, and Kg;
3. Bob receives g, and randomly generates a string of bits B, with size n;

4. Alice measures each qubit of g, according to a basis by bits of B,. And the measurement
results would be K, which is also with size n;

5. Bob measures each qubit of g, according to a basis by bits of By. And the measurement
results would be Kj, which is also with size n;

6. Bob sends his measurement bases B; to Alice through a public channel P;

7. Once receiving By, Alice sends her bases B, to Bob through channel P, and Bob receives
By;

8. Alice and Bob determine that at which position the bit strings B, and B, are equal, and
they discard the mismatched bits of B, and B. Then the remaining bits of K, and Kj,
denoted as K, and K; with K, = K = K.

We re-introduce the basic E91 protocol in an abstract way with more technical details as Figure
[[4] illustrates.

Now, M[qe; Ka] = S5 M[qa; K,]; denotes the Alice’s measurement operation of g,, and
@M[qa;Ka] = Z?zno_l @M[Qa§Ka]i denotes the responding shadow constant; M[qy; K3] = Z?zno_l M aqp; Kp;
denotes the Bob’s measurement operation of g, and @M[qb;Kb] =yl @M[Qb§Kb]i denotes the
responding shadow constant. Alice sends ¢ to Bob through the quantum channel @ by quantum
communicating action sendg(gy) and Bob receives ¢, through @ by quantum communicating
action receiveg(qy). Bob sends By, to Alice through the public channel P by classical commu-
nicating action sendp(By) and Alice receives By through channel P by classical communicating
action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and Bob generate the
private key K, by a classical comparison action emp(K, p, Kq, Kp, Ba, Bp). Let Alice and Bob
be a system AB and let interactions between Alice and Bob be internal actions. AB receives
external input D; through channel A by communicating action receive4(D;) and sends results
D, through channel B by communicating action sendg(D,).

Then the state transitions of Alice can be described as follows.
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A=locy=( ), receivea(D;)- Ar)
DiEAi

Ay = sendg(qp) - Az

A = iﬁjilzoM[qm Ka]i - A3

Az = zggjz‘io@M[qb;Kb]i A

Ay =receivep(By) - As

As = sendp(B,) - Ag

Ag = emp(Kap, Ka, Ky, Ba, By) - A

where A; is the collection of the input data.

And the state transitions of Bob can be described as follows.

B =locp = (receiveg(qp) - B1)

By = ii:T;:O@M[Qa;Ka]i "By

By in?l:OM[Qb; Kp);- Bs

Bs s;;dp(Bb) - By

By =receivep(By,) - Bs

Bs = emp(Kqp, Ko, Ky, Ba, By) - Bg

Bs= Y sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. The quantum operation and its shadow
constant pair will lead entanglement occur, otherwise, a deadlock ¢ will occur. We define the
following communication functions.

V(sendq(qp), receiveq(a)) = co(q)
~v(sendp(By),receivep(By)) = cp(By)
~v(sendp(B,), receivep(By)) = cp(By)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendg(qp), receiveq(qp), sendp(By), receivep(By), sendp(B,), receivep(By,),

Mqa; Kali, ® mipgusicaye Mavi Kolis O a1, and I = {cq(av), cp(By), cp(Ba), M[qa; Ka], M[q; K],
Cmp(Ka,b7 K., Ky, By, Bb)}

Then we get the following conclusion.
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Figure 15: The B92 protocol.

Theorem 6.3. The basic E91 protocol T1(0p(O(A § B))) can exhibit desired external behav-
1078.

Proof. We can get 77 (0 (O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
710 (©(A § B))). So, the basic E91 protocol 77(0x(©(A § B))) can exhibit desired external
behaviors. O

6.4 Verification of B92 Protocol
The famous B92 protocol[36] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The B92 protocol is used to create a private key between two parities, Alice and Bob. B92
is a protocol of quantum key distribution (QKD) which uses polarized photons as information
carriers. Firstly, we introduce the basic B92 protocol briefly, which is illustrated in Figure

1. Alice create a string of bits with size n randomly, denoted as A.

2. Alice generates a string of qubits ¢ with size n, carried by polarized photons. If A; = 0,
the ith qubit is |0); else if A; =1, the ith qubit is |+).

3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits B with size n.

5. If B; =0, Bob chooses the basis @; else if B; = 1, Bob chooses the basis ®. Bob measures
each qubit of ¢ according to the above basses. And Bob builds a String of bits T, if the
measurement produces |0) or |+), then T; = 0; else if the measurement produces |1) or |-),
then T; = 1, which is also with size n.

6. Bob sends T to Alice through a public channel P.
7. Alice and Bob determine that at which position the bit strings A and B are remained for
which T; = 1. In absence of Eve, A; =1~ B;, a shared raw key K, is formed by A;.

We re-introduce the basic B92 protocol in an abstract way with more technical details as Figure
illustrates.

Now, we assume a special measurement operation Rand[q; A] = Y75 Rand[q; A]; which cre-
ate a string of n random bits A from the ¢ quantum system, and the same as Rand[q’; B] =
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Y2l Rand[q'; B];. M[q;T] = Y25 M[q; T]; denotes the Bob’s measurement operation of g.
The generation of n qubits ¢ through a unitary operator Set4[q]. Alice sends g to Bob through
the quantum channel @ by quantum communicating action sendg(q) and Bob receives ¢ through
() by quantum communicating action receiveg(q). Bob sends T' to Alice through the public
channel P by classical communicating action sendp(T") and Alice receives T' through channel
P by classical communicating action receivep(T"). Alice and Bob generate the private key K,
by a classical comparison action cmp(K,p, T, A, B). Let Alice and Bob be a system AB and let
interactions between Alice and Bob be internal actions. AB receives external input D; through
channel A by communicating action receive4(D;) and sends results D, through channel B by
communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’EAZ'

Ay = Zﬁ_ileRand[q; Al;- Ay
2n’

A2 = SetA[q] . A3

Az = sendg(q) - Aa

Ay =receivep(T) - As

A5 = Cmp(K(Lb, Ta Aa B) A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - By)

B = ijjilzoRand[q’; Bl - By

By = iﬁioM[Q;T]i - Bs

B3 = se;dp(T) . B4

By =cmp(Kap,T,A,B) - Bs

Bs= > sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = co(q)
~v(sendp(T),receivep(T)) = cp(T)
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Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendg(q),receiveq(q),sendp(T"),receivep(T)} and I = {ZL"_i{ORand[q;A]i,
2n "
Setalq], Z%jilzoRand[q’; Bl;, ;:jilzoM[q; T1i,cq(q), cp(T),cmp(Kap, T, A, B)}.

Then we get the following conclusion.

Theorem 6.4. The basic B92 protocol 71(0p(O(A § B))) can exhibit desired external behav-
10TS.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
7710 (©(A § B))). So, the basic B92 protocol 7;(0g(©(A § B))) can exhibit desired external
behaviors. O

6.5 Verification of DPS Protocol

The famous DPS protocol[37] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The DPS protocol is used to create a private key between two parities, Alice and Bob. DPS
is a protocol of quantum key distribution (QKD) which uses pulses of a photon which has
nonorthogonal four states. Firstly, we introduce the basic DPS protocol briefly, which is illus-
trated in Figure

1. Alice generates a string of qubits ¢ with size n, carried by a series of single photons possily
at four time instances.

2. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.

3. Bob receives g by detectors clicking at the second or third time instance, and records the
time into T with size n and which detector clicks into D with size n.

4. Bob sends T to Alice through a public channel P.

5. Alice receives T'. From T and her modulation data, Alice knows which detector clicked in
Bob’s site, i.e. D.

6. Alice and Bob have an identical bit string, provided that the first detector click represents
”0” and the other detector represents ”1”, then a shared raw key K, is formed.

We re-introduce the basic DPS protocol in an abstract way with more technical details as Figure
illustrates.

Now, we assume M[q;T] = ¥2% 1 M[q; T]; denotes the Bob’s measurement operation of . The
generation of n qubits ¢ through a unitary operator Set4[q]. Alice sends ¢ to Bob through the
quantum channel ) by quantum communicating action sendg(q) and Bob receives ¢ through
() by quantum communicating action receiveg(q). Bob sends T to Alice through the public
channel P by classical communicating action sendp(T') and Alice receives T through channel
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Figure 16: The DPS protocol.

P by classical communicating action receivep(T"). Alice and Bob generate the private key K,
by a classical comparison action emp(K,p, D). Let Alice and Bob be a system AB and let
interactions between Alice and Bob be internal actions. AB receives external input D; through
channel A by communicating action receive(D;) and sends results D, through channel B by
communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy=( ), receivea(D;)- Ar)
DieArL'

Ay = Seta[q]- As

Ay = sendg(q) - A3
As =receivep(T) - Ay
Ay =cemp(Kyp, D) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveq(q) - By)

By =w Mg T):- By

Bs =sendp(T) - Bs

Bs = cmp(Kap, D) - By

By = Z sendp(D,)- B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = co(q)
v(sendp(T),receivep(T)) = cp(T)
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Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendp(T'),receivep(T)} and I = {Seta[q],
2n7i1:0 Ml:q7 T]Za CQ(q)7 CP(T)7 cmp(Ka,lN D)}

1
2n’

Then we get the following conclusion.

Theorem 6.5. The basic DPS protocol T1(0g(O(A § B))) can exhibit desired external behav-
10TS.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
7710 (O(A § B))). So, the basic DPS protocol 77(0g(©(A § B))) can exhibit desired external

behaviors. O

6.6 Verification of BBM92 Protocol

The famous BBM92 protocol[38] is a quantum key distribution protocol, in which quantum
information and classical information are mixed.

The BBM92 protocol is used to create a private key between two parities, Alice and Bob. BBM92
is a protocol of quantum key distribution (QKD) which uses EPR pairs as information carriers.
Firstly, we introduce the basic BBM92 protocol briefly, which is illustrated in Figure [T

1. Alice generates a string of EPR pairs g with size n, i.e., 2n particles, and sends a string of
qubits ¢, from each EPR pair with n to Bob through a quantum channel @), remains the
other string of qubits ¢, from each pair with size n.

2. Alice create a string of bits with size n randomly, denoted as B,.
3. Bob receives g, and randomly generates a string of bits B, with size n.

4. Alice measures each qubit of g, according to bits of By, if B, = 0, then uses z axis (—);
else if By, =1, then uses z axis (1).

5. Bob measures each qubit of ¢, according to bits of By, if By, = 0, then uses z axis (—); else
if By, = 1, then uses z axis (1).

6. Bob sends his measurement axis choices By to Alice through a public channel P.

7. Once receiving By, Alice sends her axis choices B, to Bob through channel P, and Bob
receives B,.

8. Alice and Bob agree to discard all instances in which they happened to measure along
different axes, as well as instances in which measurements fails because of imperfect quan-
tum efficiency of the detectors. Then the remaining instances can be used to generate a
private key K.
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Figure 17: The BBM92 protocol.

We re-introduce the basic BBM92 protocol in an abstract way with more technical details as
Figure [I7 illustrates.

Now, M|[qq; a] >2 1 M[qq; Ko]i denotes the Alice’s measurement operation of ¢,, and
®M[qa;Ba] an @M [qa;B.]; denotes the responding shadow constant M[qb,Bb] Y2l M qp; By i
denotes the Bob’s measurement operation of g, and (5) Mgy By] @ Mgy:Bn] ~denotes the
responding shadow constant. Alice sends g, to Bob through the quantum channel Q by quantum
communicating action sendg(g,) and Bob receives g, through @ by quantum communicating
action receiveg(gy). Bob sends By, to Alice through the public channel P by classical commu-
nicating action sendp(By) and Alice receives By through channel P by classical communicating
action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and Bob generate
the private key K,p by a classical comparison action emp(Kqyp, B, By). Let Alice and Bob
be a system AB and let interactions between Alice and Bob be internal actions. AB receives
external input D; through channel A by communicating action receive4(D;) and sends results
D, through channel B by communicating action sendpg(D,).

Then the state transition of Alice can be described as follows.

A=locy=( ), receivea(D;)- Ar)
DiEAi

Ay = sendg(qp) - A2
Ag = .2n Z-l M[QaaBa]l A3

Az = H%7i=O®M[Qb§Bb]i A4
Ay =receivep(By) - As

As = sendp(B,) - Ag

Ag = cmp(Kap, Ba, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.
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B =locp = (receiveg(qp) - B1)
By =& 1O@M [qa:Ba); * D2
By = %,ileM[qb;Bb]z B3
Bs = se;dp(Bb) - By

By = receivep(B,) - Bs

Bs = emp(Kqp, Ba, By) - Bg
Bg = Z sendp(D,) - B

DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. The quantum measurement and its shadow
constant pair will lead entanglement occur, otherwise, a deadlock ¢ will occur. We define the
following communication functions.

V(sendq(qp), receiveq(g)) = co(qb)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,), receivep(Bg)) = cp(Bg)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendQ(qb) receiveQ(qb) sendp(Bb) receivep(Bb) sendp (B ) receivep(By),
-2n ! M[QaaBa]m- 1 L =0 @M [¢a;:Bali’ - 1 ,i: M[vaBb za. 1 71- @M [gv:Bs]:

2=

and I = {CQ(Qb),CP(Bb),CP(Ba)aM[QaaBa],M[QbaBb]a
Cmp(Ka,b,BaaBb)}'

Then we get the following conclusion.

Theorem 6.6. The basic BBM92 protocol t1(0p(O(A § B))) can exhibit desired external
behaviors.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dy, loca = receives(D;) || locg = sendp(D,) ||
710 (©(A § B))). So, the basic BBM92 protocol 77(0g(©(A § B))) can exhibit desired ex-

ternal behaviors. O

6.7 Verification of SARG04 Protocol

The famous SARGO04 protocol[39] is a quantum key distribution protocol, in which quantum
information and classical information are mixed.
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Figure 18: The SARGO04 protocol.

The SARGO04 protocol is used to create a private key between two parities, Alice and Bob.
SARGO04 is a protocol of quantum key distribution (QKD) which refines the BB84 protocol
against PNS (Photon Number Splitting) attacks. The main innovations are encoding bits in
nonorthogonal states and the classical sifting procedure. Firstly, we introduce the basic SARG04
protocol briefly, which is illustrated in Figure [I8

1. Alice create a string of bits with size n randomly, denoted as K.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit of ¢ has four nonorthogonal
states, it is |+ x) if K, =0; it is |+ 2z) if K, = 1. And she records the corresponding one of
the four pairs of nonorthogonal states into B, with size 2n.

3. Alice sends ¢ to Bob through a quantum channel @ between Alice and Bob.
4. Alice sends B, through a public channel P.

5. Bob measures each qubit of ¢ o, or o,. And he records the unambiguous discriminations
into K with a raw size n/4, and the unambiguous discrimination information into B, with
size n.

6. Bob sends By to Alice through the public channel P.

7. Alice and Bob determine that at which position the bit should be remained. Then the
remaining bits of K, and K} is the private key K.

We re-introduce the basic SARG04 protocol in an abstract way with more technical details as
Figure [I§ illustrates.

Now, we assume a special measurement operation Rand[q; K,] = ¥2% ! Rand[q; K,]; which cre-
ate a string of n random bits K, from the ¢ quantum system. M[q;K;] = Y25 M[q; K]
denotes the Bob’s measurement operation of q. The generation of n qubits ¢ through a unitary
operator Setr,[q]. Alice sends g to Bob through the quantum channel @ by quantum com-
municating action sendg(q) and Bob receives ¢ through @ by quantum communicating action
receiveq(q). Bob sends By to Alice through the public channel P by classical communicating
action sendp(Bp) and Alice receives By, through channel P by classical communicating action
receivep(By), and the same as sendp(B,) and receivep(B,). Alice and Bob generate the pri-
vate key K, by a classical comparison action cmp(K,p, Ko, Kp, Ba, Bp). Let Alice and Bob
be a system AB and let interactions between Alice and Bob be internal actions. AB receives
external input D; through channel A by communicating action receive(D;) and sends results
D, through channel B by communicating action sendg(D,).
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Then the state transition of Alice can be described as follows.

A=locy=( ), receivea(D;)- Ar)
DiEAi

Ay = Rand[g; Ko i As

Ay = Setg,[q]- As

As = sendg(q) - Ay

Ay =sendp(By) - As

As = receivep(By) - Ag

Ag = cmp(Kap, Ka, Ky, Bq, By) - A

where A, is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - B1)
By =receivep(By,) - By

Bz = ZﬁloM[Q;Kb]i - Bs

Bs = sendp(By) - By
B4 = Cmp(Ka,baKa,KbaBa,Bb) . B5
Bs= Y sendp(D,)-B

DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,),receivep(By)) = cp(By)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))

where H = {sendq(q),receiveq(q), sendp(By), receivep(By), sendp(B,), receivep(B,)} and I =
(@4} jRand[q; K, )i, Setx, [a], @4~ M[q; Ky )i, co(a), cp(By),
2n’

1
2n’

CP(Ba)a cmp(Ka,b7Kaa Ky, B,, Bb)}

Then we get the following conclusion.
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Figure 19: The COW protocol.

Theorem 6.7. The basic SARG04 protocol 11(0g(O(A § B))) can exhibit desired external
behaviors.

Proof. We can get 77(0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locp = sendp(D,) ||
7710 (©(A § B))). So, the basic SARG04 protocol 77(0g(©(A § B))) can exhibit desired

external behaviors. Ol

6.8 Verification of COW Protocol

The famous COW protocol[4(] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The COW protocol is used to create a private key between two parities, Alice and Bob. COW
is a protocol of quantum key distribution (QKD) which is practical. Firstly, we introduce the
basic COW protocol briefly, which is illustrated in Figure [[9

1. Alice generates a string of qubits ¢ with size n, and the ith qubit of ¢ is ”0” with probability
%, 71”7 with probability % and the decoy sequence with probability f.

2. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.

3. Alice sends A of the items corresponding to a decoy sequence through a public channel P.

4. Bob removes all the detections at times 24 -1 and 2A from his raw key and looks whether
detector Dops has ever fired at time 2A.

5. Bob sends B of the times 24 + 1 in which he had a detector in Dojys to Alice through the
public channel P.

6. Alice receives B and verifies if some of these items corresponding to a bit sequence ”1,0”.
7. Bob sends C of the items that he has detected through the public channel P.
8. Alice and Bob run error correction and privacy amplification on these bits, and the private

key K,y is established.

We re-introduce the basic COW protocol in an abstract way with more technical details as
Figure [[9 illustrates.

Now, we assume The generation of n qubits ¢ through a unitary operator Set[q]. M|[q] =
Y271 M[q]; denotes the Bob’s measurement operation of q. Alice sends ¢ to Bob through the
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quantum channel @) by quantum communicating action sendg(q) and Bob receives ¢ through
() by quantum communicating action receiveg(q). Alice sends A to Alice through the public
channel P by classical communicating action sendp(A) and Alice receives A through channel P
by classical communicating action receivep(A), and the same as sendp(B) and receivep(B),
and sendp(C') and receivep(C). Alice and Bob generate the private key K,; by a classical
comparison action emp(K, ). Let Alice and Bob be a system AB and let interactions between
Alice and Bob be internal actions. AB receives external input D; through channel A by commu-
nicating action receive4(D;) and sends results D, through channel B by communicating action
sendp(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
DZ’GAZ'

Ay = Set[q] - Az

Ay = sendg(q) - Az
Az =sendp(A)- Ay
Ay =receivep(B) - As
As =receivep(C) - Ag
Ag = cmp(Kqp) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveq(q) - By)

By =receivep(A) - By

B2 = 22%;1:0]\4[(]]2 . Bg

Bs = sendp(B) - By

B4 = sendp(C) . B5

Bs = cmp(Kqap) - Bs

Bg = Z sendp(D,)- B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)

~v(sendp(A),receivep(A)) £ cp(A)
~v(sendp(B),receivep(B)) = cp(B)
~v(sendp(C),receivep(C)) £ cp(C)
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Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendp(A),receivep(A), sendp(B), receivep(B), sendp(C),
receivep(C)} and I = {Set[q],QL"’Z.{OM[q]i,cQ(q),CP(A),

2n 77"
cp(B),cp(C), cmp(Kap)}-

Then we get the following conclusion.

Theorem 6.8. The basic COW protocol 71(0g(O(A § B))) can exhibit desired external behav-
10TS.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
7710 (©(A § B))). So, the basic COW protocol 77(0g(O(A § B))) can exhibit desired exter-

nal behaviors. O

6.9 Verification of SSP Protocol

The famous SSP protocol[4]] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The SSP protocol is used to create a private key between two parities, Alice and Bob. SSP is
a protocol of quantum key distribution (QKD) which uses six states. Firstly, we introduce the
basic SSP protocol briefly, which is illustrated in Figure

1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is one of the six
states +x, +y and *z.

3. Alice sends ¢ to Bob through a quantum channel @ between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of ¢ according to a basis by bits of By, i.e., x, y or z basis. And
the measurement results would be Kj, which is also with size n.

6. Bob sends his measurement bases By to Alice through a public channel P.

7. Once receiving By, Alice sends her bases B, to Bob through channel P, and Bob receives
B,.

8. Alice and Bob determine that at which position the bit strings B, and By are equal, and
they discard the mismatched bits of B, and By. Then the remaining bits of K, and Kj,
denoted as K, and K} with K, = K, = KJ.

We re-introduce the basic SSP protocol in an abstract way with more technical details as Figure
illustrates.
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Figure 20: The SSP protocol.

Now, we assume a special measurement operation Rand[q; Bq] = Y2 Rand[q; B,]; which cre-
ate a string of n random bits B, from the ¢ quantum system, and the same as Rand[q; K,] =
Y2l Rand[q; K, i, Rand[q'; By] = Y25 Rand[q'; Byli. M[q; Kp] = 2% M[q; Kp]; denotes
the Bob’s measurement operation of q. The generation of n qubits ¢ through two unitary oper-
ators Setk,[q] and Hp,[q]. Alice sends ¢ to Bob through the quantum channel @ by quantum
communicating action sendg(q) and Bob receives ¢ through @ by quantum communicating
action receiveg(q). Bob sends By, to Alice through the public channel P by classical communi-
cating action sendp(Bp) and Alice receives By through channel P by classical communicating
action receivep(By), and the same as sendp(B,) and receivep(B,). Alice and Bob generate the
private key K, by a classical comparison action emp(K, p, Kq, Kp, Ba, Bp). Let Alice and Bob
be a system AB and let interactions between Alice and Bob be internal actions. AB receives
external input D; through channel A by communicating action receive4(D;) and sends results
D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy = (), receivea(D;)- Ay)
D;eA;

Ay _-2" ! Rand[q; Ba]i - As

Ag = IQLJl:ORand[q; K,Ji- As

As = Setg,[q]- A4

As=Hpg,[q] A5

As = sendg(q) - Ag

Ag = receivep(By) - Az

A7 = sendp(By) - As

Ag = cemp(Kqp, Ko, Ky, Bq, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.
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B =locp = (receiveg(q) - Bi)
B = 52{‘ L JRand[q; By); - By
By = 52" o M[g; Kp]i- Bs
Bs = sendp(Bb) - By
By =receivep(By,) - Bs
Bs = emp(Kop, Ko, Ky, Ba, By) - B
Bs= Y sendp(D,)-B
DoeA,
where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(Bp)
~v(sendp(B,), receivep(By)) = cp(By)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(4 1 B)))
where H = {sendq(q),receiveq(q), sendp(By), receivep(By), sendp(By,), receivep(B,)} and I =
{i”’zl Rand[q; B, i, ®% 1 7@.1 Rand[q; K, i, Setr, [q],
o (o). w1 Rand[q's Bylis w41 M0 Kaliscq ), e (By),
cp(Ba), CmP(Kab,Ka,Kb,Ba,Bb)}
Then we get the following conclusion.

Theorem 6.9. The basic SSP protocol T1(0g(©(A 1§ B))) can exhibit desired external behav-
1078.

Proof. We can get 77 (0p(O(A 1 B))) = Xp,en; 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
7710 (©(A § B))). So, the basic SSP protocol 77(0g(©(A § B))) can exhibit desired external
behaviors. O

6.10 Verification of S09 Protocol

The famous S09 protocol[d2] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The S09 protocol is used to create a private key between two parities, Alice and Bob, by use
of pure quantum information. Firstly, we introduce the basic S09 protocol briefly, which is
illustrated in Figure 211
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1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is |x,), where x is
the ith bit of B, and y is the ith bit of K.

3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of ¢ according to a basis by bits of B,. After the measurement,
the state of g evolves into ¢'.

6. Bob sends ¢’ to Alice through the quantum channel Q.
7. Alice measures each qubit of ¢’ to generate a string C.

8. Alice sums C; ® By, to get the private key K, = By,.

We re-introduce the basic S09 protocol in an abstract way with more technical details as Figure
21 illustrates.

Now, we assume a special measurement operation Rand[q; B,] = 22" ! Rand|[q; B,]; which cre-
ate a string of n random bits B, from the ¢ quantum system, and the same as Rand[q; K,] =
22" ' Rand[q; K,];, Rand[q';By] = 22" Y Rand[q';By)i. M[q;By] = 22" Y M[q; By]; denotes
the Bob’s measurement operation of ¢, and the same as M[¢';C] = 25! Rand[q'; C];. The
generation of n qubits ¢ through two unitary operators Setk,[q] and Hp,[q]. Alice sends ¢
to Bob through the quantum channel @ by quantum communicating action sendg(q) and Bob
receives ¢ through @) by quantum communicating action receiveg(q), and the same as sendg(q")
and receiveg(q’). Alice and Bob generate the private key K, by a classical comparison action
emp(Kqp, By). We omit the sum classical @ actions without of loss of generality. Let Alice
and Bob be a system AB and let interactions between Alice and Bob be internal actions. AB
receives external input D; through channel A by communicating action receive 4(D;) and sends
results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.
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A=locy=( ), receivea(D;)- Ar)
D;eA;

Al = .2n 1 Rcmd[ ] A2

Ag = 22" il Rand|q; K,]i - As
Az = Setg, [q]- Asg

Ay = Hp,[q]- As

As = sendg(q) - Ag

Ag =receiveg(q') - Az

A7 = -2" 7@.1 Mq';C); - Ag

Ag = Cmp(Ka,me) A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - Bi)
By =@* il Rand[q'; By);i - Ba
B2 = QLTIIZOM[qﬂ Bb]l : B3
Bs = sendq(q') - By
By = emp(Kap, By) - Bs
Bs= > sendp(D,)-B
DoeAy
where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
V(sendq(q'), receiveq(q')) = cq(q’)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendg(q'), receiveg(q)} and I = {21"’; Rand|q; B, )i,
@4 il Rand[q; K, li, Setr,[q], Hp,[4], 2"; Rand[q"; Bb]Z,IQ{Lﬂ,1 M[q,Bb]
w o Rand[q';Ci,cq(9), c(d"), emp(Ka b, By)}-

ny

Then we get the following conclusion.
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Figure 22: The KMB09 protocol.

Theorem 6.10. The basic S09 protocol T1(0g(O(A § B))) can exhibit desired external behav-
1078.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dy, loca = receives(D;) || locg = sendp(D,) ||
7710 (O(A § B))). So, the basic S09 protocol 77(0y(O(A § B))) can exhibit desired external

behaviors. O

6.11 Verification of KMB09 Protocol

The famous KMB09 protocol[43] is a quantum key distribution protocol, in which quantum
information and classical information are mixed.

The KMBO09 protocol is used to create a private key between two parities, Alice and Bob. KMB09
is a protocol of quantum key distribution (QKD) which refines the BB84 protocol against PNS
(Photon Number Splitting) attacks. The main innovations are encoding bits in nonorthogonal
states and the classical sifting procedure. Firstly, we introduce the basic KMBO09 protocol briefly,
which is illustrated in Figure

1. Alice create a string of bits with size n randomly, denoted as K, and randomly assigns
each bit value a random index 7 =1,2,..., N into B,.

2. Alice generates a string of qubits ¢ with size n, accordingly either in |e;) or |f;).
3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Alice sends B, through a public channel P.

5. Bob measures each qubit of ¢ by randomly switching the measurement basis between e
and f. And he records the unambiguous discriminations into Kj, and the unambiguous
discrimination information into Bj.

6. Bob sends By to Alice through the public channel P.
7. Alice and Bob determine that at which position the bit should be remained. Then the
remaining bits of K, and K} is the private key K.

We re-introduce the basic KMB09 protocol in an abstract way with more technical details as
Figure 22] illustrates.

Now, we assume a special measurement operation Rand[q; K,] = 222:"0_1 Rand|q; K,]; which cre-
ate a string of n random bits K, from the ¢ quantum system. M[q; K;] = Y251 M[q; K]
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denotes the Bob’s measurement operation of q. The generation of n qubits ¢ through a unitary
operator Setr,[¢q]. Alice sends g to Bob through the quantum channel @ by quantum com-
municating action sendg(q) and Bob receives ¢ through @ by quantum communicating action
receiveq(q). Bob sends By, to Alice through the public channel P by classical communicating
action sendp(By) and Alice receives By, through channel P by classical communicating action
receivep(By), and the same as sendp(B,) and receivep(B,). Alice and Bob generate the pri-
vate key K, by a classical comparison action cmp(K,p, Kq, Kp, Ba, Bp). Let Alice and Bob
be a system AB and let interactions between Alice and Bob be internal actions. AB receives
external input D; through channel A by communicating action receive4(D;) and sends results
D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.

A=locy=( ), receivea(D;)- Ar)
DZ’GAZ'

Ay =1 Randlg; KoJi - As
Ag = Setg,[q]- A3

As = sendg(q) - Ay

Ay = sendp(By,) - As

As = receivep(By) - Ag

Ag = ecmp(Kap, Ko, Ky, Bq, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveq(q) - By)
By =receivep(By) - By
Bz = igloM[Q;Kb]i - Bs
Bs = sendp(By) - By
By =cemp(Kqp, Ko, Ky, Bq, By) - Bs
Bs= Y sendp(D,)-B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.

v(sendg(q),receiveq(q)) = cq(q)
~v(sendp(By),receivep(By)) = cp(By)
~v(sendp(B,),receivep(By)) = cp(Bg)
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Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))

where H = {sendg(q),receiveq(q), sendp(By), receivep(By), sendp(By), receivep(Bg)} and I =
{2£721:0Rand[q’ Ka]i; SetKa [q]7 2Ln721:0M[qa Kb]i? CQ(Q)7 CP(Bb)7

2n’ 2n’?
CP(Ba)a Cmp(Ka,b, Kaa Kb, Baa Bb)}

Then we get the following conclusion.

Theorem 6.11. The basic KMBO09 protocol 71(0(©(A § B))) can exhibit desired external
behaviors.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
7710 (O(A § B))). So, the basic KMB09 protocol 77(0y(O(A § B))) can exhibit desired ex-

ternal behaviors. O

6.12 Verification of S13 Protocol

The famous S13 protocol[44] is a quantum key distribution protocol, in which quantum infor-
mation and classical information are mixed.

The S13 protocol is used to create a private key between two parities, Alice and Bob. Firstly,
we introduce the basic S13 protocol briefly, which is illustrated in Figure 231
1. Alice create two string of bits with size n randomly, denoted as B, and K,.

2. Alice generates a string of qubits ¢ with size n, and the ith qubit in ¢ is |x,), where x is
the ith bit of B, and y is the ith bit of K.

3. Alice sends ¢ to Bob through a quantum channel @) between Alice and Bob.
4. Bob receives ¢ and randomly generates a string of bits By, with size n.

5. Bob measures each qubit of g according to a basis by bits of By. And the measurement
results would be K}, which is also with size n.

6. Alice sends a random binary string C' to Bob through the public channel P.

7. Alice sums B,, ® C; to obtain T" and generates other random string of binary values J.
From the elements occupying a concrete position, 7, of the preceding strings, Alice get the
new states of ¢/, and sends it to Bob through the quantum channel Q.

8. Bob sums 1@ By, to obtain the string of binary basis N and measures ¢" according to these
bases, and generating D.

9. Alice sums K,, @ J; to obtain the binary string ¥ and sends it to Bob through the public
channel P.

10. Bob encrypts By to obtain U and sends to Alice through the public channel P.
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Figure 23: The S13 protocol.

11. Alice decrypts U to obtain By. She sums B,, @ By, to obtain L and sends L to Bob through
the public channel P.

12. Bob sums By, ® L; to get the private key K.

We re-introduce the basic S13 protocol in an abstract way with more technical details as Figure
23] illustrates.

Now, we assume a special measurement operation Rand[q; Bq] = Y2 Rand[q; B,]; which cre-
ate a string of n random bits B, from the ¢ quantum system, and the same as Rand[q; K,] =
Y2l Rand[q; K, i, Rand[q'; By = Y2 Rand[q'; Byl;. M[q; K] = 2% M|[q; Kp)i denotes
the Bob’s measurement operation of ¢, and the same as M[q’; D] = Y2 M[q'; D];. The gen-
eration of n qubits ¢ through two unitary operators Setg,[q] and Hp,[q], and the same as
Setr[q']. Alice sends ¢ to Bob through the quantum channel @ by quantum communicating ac-
tion sendg(q) and Bob receives ¢ through @ by quantum communicating action receiveg(q), and
the same as sendg(q") and receiveg(q'). Bob sends By, to Alice through the public channel P by
classical communicating action sendp(By) and Alice receives By, through channel P by classical
communicating action receivep(By), and the same as sendp(B,) and receivep(By,), sendp(C')
and receivep(C), sendp(Y') and receivep(Y'), sendp(U) and receivep(U), sendp(L) and
receivep(L). Alice and Bob generate the private key K,; by a classical comparison action
emp(Kop, Kq, Ky, By, By). We omit the sum classical @ actions without of loss of generality.
Let Alice and Bob be a system AB and let interactions between Alice and Bob be internal ac-
tions. AB receives external input D; through channel A by communicating action receive 4 (D;)
and sends results D, through channel B by communicating action sendg(D,).

Then the state transition of Alice can be described as follows.
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A=locy=( ), receivea(D;)- Ar)
DiEAi

Ay =@ Rand[q; B,i - Ao

5 i=0
Ay = iﬁjilzoRand[q; K.l As
As = Setg,[q]- A4
Ay=Hp,[q] A5
As = sendg(q) - Ag
Ag = sendp(C) - Ay
A7 = sendg(q') - As
Ag = sendp(Y) - Ag
Ag = receivep(U) - Ajg
Aqp =sendp(L) - Ay
An = emp(Kap, Ko, Ky, Ba, By) - A

where A; is the collection of the input data.

And the state transition of Bob can be described as follows.

B =locp = (receiveg(q) - By)

By = QLn_il_oRa”d[q,§ Byl - By
2n "

By = 22%7@'1:0M|:Q§ Ky - B3

Bs = receivep(C) - By

By =receiveg(q') - Bs

Bs =@ M[q'; D}i- By
2n "

Bg = receivep(Y) - By

B7 =sendp(U) - Bg

Bg =receivep(L) - Bg

BQ = cmp(Ka,b, Kaa Kb7 Ba7 Bb) : B10

BlO = Z SendB(Do) -B
DoeA,

where A, is the collection of the output data.

The send action and receive action of the same data through the same channel can communicate
each other, otherwise, a deadlock § will be caused. We define the following communication
functions.
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v(sendg(q),receiveq(q)) = cq(q)

v(sendq(q"), receiveq(q')) = co(q")
~v(sendp(C),receivep(C)) = cp(C)
~v(sendp(Y),receivep(Y)) = cp(Y)
v(sendp(U),receivep(U)) = cp(U)
~v(sendp(L),receivep (L)) = cp(L)

Let A and B in parallel, then the system AB can be represented by the following process term.

71(0n(©(A 1 B)))
where H = {sendg(q), receiveq(q), sendg(q"), receiveq(q'), sendp(C), receivep(C'), sendp(Y),
receivep(Y'), sendp(U), receivep(U), sendp(L),receivep(L)}
and I = {l2" il Rand|g; a]Z,IQ{‘ il Rand|q; K, )i, Setk, [q],
Hp, [q], 8% L Rand[q'; Byls, 851 M[g; K} 8201 M[q's D}i, cq (), ep(C),
ol )ecn 0 en V). (L) Ko K i B B
Then we get the following conclusion.

Theorem 6.12. The basic S13 protocol T1(0g(O(A § B))) can exhibit desired external behav-
1078.

Proof. We can get 77(0r(©(A § B))) = Xp,ea, 2Dyen, loca = receives(D;) || locg = sendp(D,) ||
710 (©(A § B))). So, the basic S13 protocol 77(9x(O(A § B))) can exhibit desired external
behaviors. O
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