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Boson sampling is a sub-universal model used to show quantum speed-up. However, the methods
of validation to prove quantum speedup are not robust and accurate. All verification methods
involve additional or little studied assumptions. Here, we use the protocols given in the paper
[arXiv:2006.03520] to construct a boson sampling experiment using discrete quantum states on IBM
quantum computer and verify the fidelity of the output states using heterodyne detection. We
demonstrate the protocols for single mode fidelity estimation, multi mode fidelity estimation and a
verification protocol using IBMQ “athens” chip. Moreover, we illustrate the use of this verification
protocol in the quantum key distribution (QKD) process for estimating the fidelity of different types
of encoding-decoding basis. This shows that the verification protocols can be used to enable efficient
and reliable certification of highly entangled multi-particle states.

I. INTRODUCTION

Quantum advantage or quantum speed-up1–3 refers to
the ability of quantum computers to solve computation
problems at a faster rate than a classical computer. With
usage of Shor’s factoring algorithm4 such ability can be
demonstrated through a universal quantum computer.
However, the complexity required to build a universal
quantum computer retaining all the advantages granted
by quantum computation makes realization of such a
machine impossible with current technology5. Hence,
different sub-universal models have been realized6–10

which retain the computational powers and advantages
of the proposed universal model to a certain degree.
These sub-universal models are assigned with specific
problems, which are deemed difficult to compute using
classical computer, even with certain approximation or
assumptions. Quantum supremacy9 can be obtained
when a quantum computer becomes powerful enough to
accomplish many calculations that a classical computer
cannot. The demonstration of quantum speed-up11

involves quantum devices that efficiently solve several
sampling tasks which are marked as difficult to simulate
using classical computer even under reasonable theo-
retical assumptions. The sub-universal models aim to
demonstrate the virtues of quantum advantage through
simulation of several sampling problems12,13, which
involve the task to pick random samples from an ideal
probability distribution model.

Boson sampling14 is a simplified sub-universal model
designed to verify quantum speed-up, which consists of
three parts: (1) vacuum and single-photon Fock states,
(2) a passive linear interferometer, and (3) an on-off
photo-detector15. This model uses bosons for sampling
from the probability distribution of identical photons
scattered by a linear interferometer16 using a finite num-

ber of measurements. It acts as an important demon-
stration of passive linear optics outperforming classical
computers15, since this sampling task has been shown as
difficult to compute. Boson sampling is the simplified
model for quantum computing which is the best way to
implement for the first-ever post-classical-quantum com-
puter, a non-universal quantum computer introduced by
Aaronson and Arkipov17. The boson sampling model is
believed to implement computing tasks by creating an
environment for the photons to be introduced in an in-
terferometer for a given period. It is based on photon loss
and demonstrates that boson sampling with a few pho-
ton losses can increase the sampling rate, it can also be
used with a modified input state to generate molecular
vibronic spectra18. Use of boson sampling can be fur-
ther extended towards cryptographic applications19–21,
construction of quantum-inspired classical computational
algorithms which are used to estimate certain matrix
permanents22, and build superconducting resonator net-
work sampling devices23 to analyse decoherence and in-
terferometric sensitivity.

Most of the works on boson sampling have been
performed using photons in an optical setup where
various aspects about the demonstration24,25, meth-
ods of validation26,27 and the applications in molecu-
lar vibronic spectra, molecular docking28 etc., are dis-
cussed using it’s variant types such as scattershot27,29,
Gaussian30,31, classically stimulable tasks32,33 or alter-
nate photonic pathways34,35. Several methods have been
tested throughout this problem in order to find the most
optimum method to demonstrate and validate the pro-
cedure while accepting minimum errors, which strongly
supports the idea of quantum speed-up. For verification
of sub-universal models like boson sampling, a protocol
that verifies quantum speed-up experiment should ensure
that for the accuracy of the experimental probability dis-
tribution relative to ideal probability distribution2 and
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should guarantee in terms of total variation distance the
proximity between the experimental probability and the
ideal probability distributions. But verification of each
challenging is difficult due to sampling occurring over an
exponentially huge sample space with an approximately
uniform probability distribution. However, any efficient
non interactive verification of present quantum speed-up
experiments with a verifier which is restricted to classi-
cal computations requires additional cryptographic36 as-
sumptions which are either little studied37–39 or involves
extra indirect assumptions40–42. Weaker but more re-
source efficient verification methods with a classical ver-
ifier called validation43 consisting of only specific prop-
erties of the experimental probability distribution to be
tested. Hence, validation depends on making extra un-
desirable assumptions about the internal function of the
quantum device44.

In our procedure, we have used single-mode Gaussian
measurement namely heterodyne detection46 and three
non-interactive protocols45 for the verification of discrete
variable quantum state on a quantum circuit using IBM
quantum computer. Protocol 1 uses heterodyne detec-
tion to estimate the fidelity of an unknown and arbitrary
single-mode discrete variable quantum state. Protocol
2 uses heterodyne detection for obtaining a reliable es-
timate of fidelity witness by using single-mode fidelity
estimation protocol as a subroutine for a large class of
multi-mode discrete variable quantum states. Finally,
protocol 3 is used to verify the output states of boson
sampling experiment estimation protocol for multi-mode
fidelity witness47 as a subroutine. This protocol gives the
total variation distance between the ideal and experimen-
tal probability distributions valid for any observable to
enable a convincing demonstration of quantum speed-up.
The verification protocol is enforced within the very same
setup by substituting the output detectors with balanced
and unbalanced heterodyne detection.

The rest of the paper is structured as follows. In sec.
II, we discuss single-mode fidelity estimation protocol,
after then in sec. III, we demonstrate the multi-mode
fidelity estimation protocol. In sec. IV, we present the
verification of boson sampling experiment and in sec. V,
we discuss the applications of boson sampling in quantum
cryptography and quantum key distribution. We then
finally conclude in sec. VI by summarizing the results
and discussing future directions of the work.

II. SINGLE-MODE FIDELITY ESTIMATION

A. Quantum Circuit and it’s Explanation

We provide protocol-1, a method for calculating the
fidelity of the discrete variable for the single mode quan-
tum state. In protocol-1, we construct two quantum cir-
cuits containing two qubits for taking the measurement.
In the first circuit shown in fig. 2a, we apply a U gate
on the first qubit for making a superposition state whose

FIG. 1: A pictorial representation of our
protocols. The black box represent the prover that
provides N +M copies of some particular quantum
state, which is in the form ρ⊗N+M . The blue dashed

rectangle represents the verifier first measures N copies
of the state ρ⊗N+M with heterodyne detection and

computes the fidelity. Thereafter, it decides whether the
states that are remaining i.e. ρ⊗M would be close
enough to the target state by using variety of post

processing techniques.

parameters are θ = π/2, φ = π/2 and λ = π/2 and in an-
other Fig. 2b we apply a NOT gate to make the initial
state as |1〉. In the second qubit of both the circuits,
we apply a NOT gate as a control to apply a controlled
U3 gate. The parameters of controlled U3 gate can be
changed between balanced and unbalanced heterodyne
detection46. For ζ = 0 the parameters of controlled U3
gate are θ = 0, φ = 0 and λ = 0, which is used for bal-
anced heterodyne detection and for ζ = π/2 the param-
eters are θ = π/2, φ = 0 and λ = 0, which is used for
unbalanced heterodyne detection. We have used the val-
ues of ζ = 0 and ζ = π/2 in both the circuits. The
measurement boxes are used in the end to obtain the
outputs.

For a core state, let |C〉=
∑C−1
n=0 Cn|n〉 for all C∈ N∗,

and also assume N ,M ∈ N∗ with ρ⊗N+M have N + M
copies for a previously unobserved single-mode quantum
state ρ.

• 1. Choose N=M=5 and C=2, for all N ,M ∈ N∗
and C∈ N∗.

• 2. Calculate the fidelity of five copies of ρ using

the formula F (a, b)=Tr(
√√

ab
√
a), where a is the

experimental density matrix and b is the theoretical
density matrix.

• 3. Calculate the mean and standard deviation of
F1(a, b)...... F5(a, b).

• 4. Plot the graph of fidelity verses number of copies
of the state.

• 5. Follow the above same steps for the remaining
five copies i.e., M=5.
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The measurement is done with two different conditions
as mentioned above; (i) Initial state : |1〉 with ζ = 0 and
ζ = π/2. (ii) Initial state: α|0〉 + β|1〉 with ζ = 0 and
ζ = π/2.

These calculations are done using X, Y and Z mea-
surement basis with IBMQ athens chip. We take ten
different observations with each X-basis, Y-basis and Z-
basis measurement for N + M=10. We then calculate
the experimental density matrix of the protocol-1 using
the formula.

a =
1

2

[
1 + 〈Z〉 〈X〉 − i〈Y 〉
〈X〉+ i〈Y 〉 1− 〈Z〉

]
(1)

and the theoretical density matrix using the formula
b= |σ〉〈σ|, where σ is the final state of the first qubit
before measurement.

B. Results

Initial state |1〉:

(i) For ζ = 0, the fidelity is 0.9343 with standard devi-
ation 0.0108 for the first five copies of ρ. With the
same condition the fidelity is 0.9422 with standard
deviation 0.0138 for the rest five copies.

(a) For ζ = π/2 and ζ = 0

(b) For ζ = π/2 and ζ = 0

FIG. 2: Above fig. 2a, are the circuit diagrams for single-
mode fidelity estimation with initial condition α|0〉+β|1〉
with ζ = π/2 and ζ = 0. Fig. 2b are the circuit diagram
for initial condition |1〉 with ζ = π/2 and ζ = 0.

(a) For ζ = π/2

(b) For ζ = 0

(c) For ζ = π/2

(d) For ζ = 0

FIG. 3: Above figs. 3a, 3b are the graph of fidelity vs
number of different copies of |ρ〉 for single-mode fidelity
estimation with initial condition α|0〉+β|1〉 with ζ = π/2
and ζ = 0 and Fig. 3c and Fig. 3d are the graphs for
initial condition |1〉 with ζ = π/2 and ζ = 0.
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(ii) For ζ = π/2, the fidelity is 0.9602 with standard
deviation 0.0047 for the first five copies of ρ. With
the same steps the fidelity comes out to be 0.9461
with standard deviation 0.0094 for rest five copies.

Initial State α|0〉+ β|1〉:

(i) For ζ = 0, in Fig. 3b the fidelity becomes 0.9979
with a standard deviation of 0.0002 for the first
five copies of ρ. For rest of the five copies, the
fidelity becomes 0.9982 with a standard deviation
of 0.00665.

(ii) For ζ = π/2, in Fig. 3a the fidelity is 0.9724 with a
standard deviation of 0.01 for the first five copies of
ρ. For rest of the five copies, the fidelity becomes
0.9801 with a standard deviation of 0.0086.

Hence, Protocol-1 provides us with a reliable method
with greater efficiency for evaluating the fidelity of an
unknown discrete variable quantum state by comparing
against ideal pure quantum state.

III. MULTI-MODE FIDELITY ESTIMATION

This section uses single-mode fidelity estimation
protocol as a subroutine to extend it to the multi-mode
case. We construct a quantum circuit as given in fig. 4
for multi-mode fidelity estimation. The multi-mode case
is constructed based on the closeness between the state
of all subsystems of a multi-mode quantum state ρ and
the tensor product for all the single-mode pure states
present in the system. Based on the above observation,
we can estimate a tight fidelity witness on the fidelity of
entire system.

Let ρ be a state over m subsystems. ∀ i ∈ {1, .....,m}
, ρi = Tr{1,.....,m}\{i} (ρ). Let |σ1〉, ......., |σm〉 be pure
states. For all i ∈ {1, .....,m}, we can write, Wψ = 1 −
(1−

∑m
i=1 F (ai, bi)) where ai=|ρi〉 〈ρi| and bi= |σi〉 〈σi|.

Here, Wψ is the fidelity witness, F (ai, bi) is the fidelity
of ith qubit and |σ〉= |σ1〉 ⊗......⊗ |σm〉. Hence, Wψ 6
F (a, b).

This eq. shows that Wψ is a tight lower bound i.e. the
greatest lower bound on the fidelity of the entire system.

Let (c1, c2, ....cm) ∈ N∗, and |Ci〉 =
∑ci−1

n=0 ci|n〉 be a
core state, for all i ∈ {1, .....,m}. Let ρ⊗N+M be N +M
the copies of an unknown m-mode quantum state ρ.

• 1. Choose m=4, N = 1, C=2 and M = 1 for all
N , M and C ∈ N∗ and measure N copy of ρ with
balanced heterodyne detection.

• 2. Calculate the fidelity of the system using the

formula F (a, b)=Tr(
√√

ab
√
a), where a is the ex-

perimental density matrix and b is the theoretical
density matrix.

• 3. Calculate the fidelity of individual qubits and
find the fidelity witness using the formula Wψ =
1−(1−

∑m
i=1 FCi

(ρ)N ) where FCi
(ρ)N is the fidelity

of individual qubits in the system.

• 4. Follow the same above steps for measuring the re-
maining M copies of ρ⊗N+M with unbalanced het-
erodyne detection.

A. Quantum circuit and it’s explanation

Heterodyne detection is used to create an unnormal-
ized state for a qubit. It is performed by U3 gate on
the first four qubits in the circuit diagram using the
fifth qubit as the control one. The control U3 gate
parameters can be changed to switch between balanced
heterodyne detection (ζ = 0) and unbalanced hetero-
dyne detection (ζ = π/2). The measurement box is
later used to calculate output for a given quantum circuit.

In our setup, we take quantized states of |0〉 and |1〉
instead of a continuous variable quantum states. Our aim
is to calculate the fidelity of the quantum circuit using
theoretical density matrix (b) and experimental density

matrix (a), given as F (a, b)=Tr(
√√

ab
√
a). The density

matrix of a quantum state |ψ〉 = α |0〉+ β |1〉 is given as
|ψ〉 〈ψ| = αα∗ |0〉 〈0|+ββ∗ |1〉 〈1|+βα∗ |1〉 〈0|+αβ∗ |0〉 〈0|.

The measurement will be performed on the first
four qubits using X-basis, Y-basis, and Z-basis based
upon 256 different possible combinations. Hence, the
outcomes will be in entangled states of five qubits. To
calculate the experimental density matrix for the first
four qubits, we trace out the fifth qubit using the formula
a1234= 〈1| a |1〉, where a1234 is the traced out density
matrix of the first four qubits while a is the density
matrix for the entire qubit. Using the same principle,
we trace out the density matrix for individual qubit by
tracing out the rest of the qubits. This will give us the
fidelity for the collection of four qubit system as well as
single qubits in the system. Using this information, we
calculate the fidelity witness estimation of the first N
copies using the formula Wψ = 1− (1−

∑m
i=1 FCi

(ρ)N ),
where FCi

(ρ)N is the fidelity of individual qubits of the
system and similarly for M copies.

In the multi-mode fidelity estimation, we first con-
struct a normalized core state using a NOT gate and
then use a U gate for heterodyne detection by using a
controlled U3 gate. The measurement is done with two
different cases:- (i) initial state : |1100〉 with ζ = 0 and
ζ = π/2 and, (ii) initial state : αi|0〉 + βi|1〉 with ζ = 0
and ζ = π/2. The data collected from IBMQ is used to
construct experimental density matrix which is used later
to calculate the fidelity of the multi-mode system. After
calculating the theoretical density matrix for the given
quantum state, we will use it to calculate the fidelity to
verify the distance from pure states.
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B. Results

Initial state :|1100〉

(i) For ζ = π/2, the fidelity comes out as 0.6983. The
fidelity witness for the initial state |1100〉 with
ζ = π/2 comes out to be -0.1580.

(ii) For ζ = 0, the fidelity comes out as 0.6681 while
the fidelity witness for |1100〉 with ζ = 0 comes out
to be -1.9387.

Initial state : αi|0〉+ βi|1〉

(i) Forζ = π/2, we calculate the experimental and
theoretical density matrix to get the the fidelity.
The fidelity comes out to be 0.7907 while fidelity
witness for this state is -1.036.

(ii) For ζ = 0, the fidelity for this quantum state comes
out to be 1.1004 with fidelity witness as -0.1623.
The fidelity should be in the range of 0 and 1. But
in this case it is greater than 1 due to noise in the
chip.

(a) For ζ = 0 and ζ = π/2

(b) For ζ = 0 and ζ = π/2

FIG. 4: The above Fig. 4a is the circuit diagram
for multi-mode fidelity estimation with initial condition
|1100〉 and ζ = 0 and Fig. 4b is the circuit diagram
for multi-mode fidelity estimation with initial condition
α|0〉+ β|1〉 and ζ = 0.

Using the protocol-1 and protocol-2, we efficiently esti-
mated the single mode fidelity and the fidelity witness
for individual qubit in multi-mode case. However, the

fidelity of entire system is not estimated efficiently. In
ideal condition, if the fidelity of the entire system is close
to 1, then the fidelity witness is also close to 1. Therefore,
we need to calculate the fidelity witness for the system
to efficiently estimate the fidelity of the entire system.

IV. VERIFICATION OF BOSON SAMPLING

In boson sampling verification set up n photons are
fed into m subsystems of an interferometer (n≤m). The
main property of this system is that the number of input
photons will give the same number of output photons.
The set up consists of n single photon state which are
delivered to an interferometer over m modes, along with
vacuum state over m-n modes and measured with unbal-
anced heterodyne detection. In our work, we choose the
state of n photons as |1〉 and vacuum state as |0〉. The
computation of interferometer is done using U gates over
each mode and unbalanced heterodyne detection with
controlled U3 gate.

Let ρ⊗N+M be N + M the copies of an unknown m-
mode quantum state ρ.

• 1. Choose m = 4, n = 2, M = 1, N = 1 and C = 2
for all N , M , C and n ∈ N∗ and measure N copies
ρ⊗N+M with unbalanced heterodyne detection.

• 2. ∀ i ∈ {1, ....., n}, compute the fidelity of Fi,|1〉
and ∀ j ∈ {n+ 1, .....,m}, compute the fidelity of
Fj,|0〉.

• 3. Compute the fidelity witness estimation us-
ing the formula Wψ= 1−

∑n
i=1(1− Fi,|1〉(ρ)N )-∑m

i=n+1(1− Fi,|0〉(ρ)N ).

• 4. Follow the same above stpes and measure the
remaining M copies of ρ⊗N+M by using balanced
heterodyne detection.

• 5. Accept, if F (a, b) > FT (threshold fidelity) fig 5
otherwise reject the state.

A. Quantum Circuit and it’s Explanation

By taking multi-mode fidelity estimation protocol
(protocol-2) as a sub-routine we develop a quantum cir-
cuit for the verification of boson sampling. In protocol-3,
we construct a circuit containing five qubits among which
we apply NOT gate in two qubits. For making a super-
position state we apply U gate in the first four qubits.
For our protocol we specify the different parameters of U
gate such as θ = π/2, φ = π/2 and λ = π/2. Both bal-
anced and unbalanced heterodyne detection is done by
taking ζ = 0 and ζ = π/2 respectively in protocol-1 and
protocol-2 using controlled U3 gate. Later, measurement
box is used for the output of our circuit. One may guess
the output state of the interferometer, but that will not
be efficient.
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In this protocol our main aim is to calculate the fi-
delity of individual qubits followed by fidelity witness.
The measurement is done on the first four qubits using
X-basis, Y-basis and Z-basis based upon 256 different
combinations. The last qubit is taken for applying con-
trolled U3 gate on different qubits. Hence we find out
the experimental density matrix of the form 16 × 16 by
taking the results of those 256 different combinations.

To find out the fidelity of first qubit we trace out
the next three qubits using the formula 〈000| a234 |000〉
+ 〈001| a234 |001〉 +......... 〈111| a234 |111〉 where a is
the experimental density matrix. Eight possible differ-
ent combinations of the qubits |0〉 and |1〉 to be taken
into account while tracing out. After that we calculate
the fidelity witness using the formula Wψ = 1 − (1 −∑m
i=1 FCi

(ρ)N ), where FCi
(ρ)N is the fidelity of individ-

ual qubits in the system.

FIG. 5: A pictorial representation of the fidelity
and the threshold fidelity. The verifier accepts the

state ρT sent by the prover, whose fidelity with the pure
state is greater than or equal to the threshold fidelity

(the blue region) and rejects the states ρP whose
fidelity with the pure state is less than the threshold

fidelity (the pink region).

B. Results

The fidelity witness for Protocol 3 with unbalanced
heterodyne detection comes out to be -2.108 and for
balanced heterodyne detection it is -2.231.

With discrete variable measurements within the same
experimental set up, one can switch the output state
of verification of boson sampling and demonstration of
quantum speed-up by using the unbalanced heterodyne
detection. In protocol-3 the fidelity for experimental

density matrix and theoretical density matrix of the of
the final output state of the circuit fig. 6 for unbalanced
heterodyne detection comes out to be 0.6918 and for
balanced heterodyne detection, the fidelity is 0.3113. In
this paper, we choose the threshold fidelity to be 0.6.
So, we reject the fidelity obtained by measuring with
balanced heterodyne detection and accept the fidelity
obtained by measuring with unbalanced heterodyne de-
tection. The total variation distance and trace distance
between the probability distributions corresponding to a
measurement for these states ρ and σ comes out to be
0.1514 and 0.3722 respectively where ρ is the noisy state
sent by the prover and σ is the target state.

For all β∈ [0.1514, 0.5551], F (a, b) > 1− β2 that im-
plies ||Pρ − Pσ|| 6 β. Thus, our protocol yields a greatest
lower bound on the fidelity. Also, it gives a result of the
total variation distance with the target probability dis-
tribution by Fuchs- van de Graff inequality48,

1-F(a, b) 6 D(ρ, σ) 6
√

1− F 2(a, b), where D(ρ, σ) is
the trace distance between the two states. In our case
this inequality is as follow: 0.3082 < 0.3722 < 0.7221.
Indeed, for the two states ρ and σ, ||Pρ − Pσ|| 6 D(ρ, σ)

6
√

1− F (a, b)45. In our case the inequality is 0.1514 <
0.3722 < 0.5551.

So, there is a closeness between the experimental prob-
ability distribution and target probability distribution,
which is hard for classical computer. This demonstrates
quantum speed-up. The interferometer with unbalanced
heterodyne detection is difficult to sample using classi-
cal computer. The verification of output states of boson
sampling using both balance and unbalance heterodyne
detection is shown efficiently.

FIG. 6: Circuit diagram for verification of boson
sampling with initial state |1100〉 state with ζ = π/2

and ζ = 0.

V. APPLICATIONS OF BOSON SAMPLING

Using the above concept of heterodyne detection to
verify the fidelity of single-mode or multi-mode quantum
states, in this section we try to implement this protocol
to verify the original state of the qubit in the quantum
key distribution49,50 (QKD). Quantum key distribution
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is a type of secure communication process built on the
principles of quantum mechanics. It involves sharing of
an entangled pair of qubits between two users to start
a secure communication channel. These shared qubits
will then be used to encrypt and decrypt messages
between the users so that no third party can access the
information. Various quantum cryptographic protocols
have been developed to ensure the safety of entangled
pairs from third party access. In all these cryptographic
protocols, the sender Alice encodes the information in
her share of entangled qubit using her choice of basis
while the receiver Bob decodes the information from his
entangled pairs of qubits by measuring the outcomes
using his choice of basis from a set of pre-defined basis
between both the users. Then, Alice reveals all of her
qubits selected basis to bob over a classical channel.
Based on this information and his measurement out-
comes, Bob accepts qubits having the same basis as
Alice while rejects the rest. These accepted qubits can
now be used to communicate between the two parties.

A. Single-mode fidelity estimation

Our aim is to introduce an alternate method for fidelity
estimation so that we can clearly distinguish between the
same encoding and decoding basis from a different one.
In our proposed heterodyne fidelity detection model, we
have designed the quantum circuit as shown in Fig. 7
where we have applied an encoding basis to the |0〉 and
|1〉 initial state and then a decoding basis is applied which
corresponds to sender’s encoding basis and receiver’s de-
coding basis respectively while in the normal fidelity

(a) initial state |0〉

(b) initial state |1〉

FIG. 7: Circuit diagram for different Encoding- Decoding
basis with heterodyne detection for ζ = π/2 and ζ = π/3

estimation, we have not performed any heterodyne de-

tection as shown in Fig. 8. In our method of fidelity
estimation, we have created an unbalanced as well as bal-
anced heterodyne detection by applying a control U3 gate
using the parameter ζ = π/3 for balanced and ζ = π/2
parameter for unbalanced heterodyne detection, after the
decoding basis which acts upon the quantum state just
before measurement. Using the probability data from
the real IBMQ chip “athens” and “qasm simulator”, we
have calculated the fidelity for all possible combinations
of x,y,z encoding and decoding basis.

(a) initial state |0〉

(b) initial state |1〉

FIG. 8: Circuit diagram for different Encoding- Decod-
ing Basis without heterodyne detection for single qubit
fidelity

In the single-mode simple fidelity estimation, the dif-
ference between xz, zx, zy fidelity to the zz, yy, xx fidelity
comes out to be within the range of 0.2-0.3 as shown in
Table I, III. However, using our method of heterodyne de-
tection to distinguish the same encoding, decoding states
from a different one, the difference between xz, zx, zy fi-
delity to the zz, yy, xx fidelity comes out to be within
the range of 0.5-0.6 using balanced parameter ζ = π/3.
Hence, our method for distinguishing different encoding
and decoding basis gives about 200% better distinction
as compared to the normal fidelity estimation. We also
give the results of fidelity estimation using unbalanced
parameter ζ = π/2. However, in this case the fidelities
are not easily distinguishable therefore we need to discard
the results of this parameter. We have also performed the
same process using the IBM quantum simulator given in
Table II, IV to see the difference in the result in the ab-
sence of noise. In this case, we obtain a better fidelity
estimation than using a noisy real quantum processor.

B. Multi-mode fidelity estimation

Following the same principle as single-mode fidelity es-
timation, we try to construct a two qubit entangled state
for multi-mode case. We designed the circuit as shown
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Encoding-Decoding ζ = π
3
ζ = π

2
Simple fidelity

Basis

z-z 0.8698 0.7174 0.9985
z-x 0.2923 0.1566 0.7056
z-y 0.3185 0.2229 0.7210
x-z 0.2843 0.1642 0.7003
x-x 0.8601 0.7170 0.9977
x-y 0.7073 0.7125 0.6932
y-z 0.6958 0.7095 0.7034
y-x 0.7258 0.7233 0.7287
y-y 0.8641 0.7282 0.9979

TABLE I: Single qubit fidelity for initial state |0〉 using
real chip “imbq athens”

Encoding-Decoding ζ = π
3
ζ = π

2
Simple fidelity

Basis

z-z 0.8662 0.7056 1
z-x 0.2608 1 0.7087
z-y 0.2647 1 0.7075
x-z 0.2532 1 0.7041
x-x 0.8686 0.7041 1
x-y 0.7074 0.7064 0.7067
y-z 0.7088 0.7101 0.7076
y-x 0.7050 0.7100 0.7137
y-y 0.8638 0.7089 1

TABLE II: Single qubit fidelity for initial state |0〉 using
“qasm simulator”

Encoding-Decoding ζ = π
3
ζ = π

2
Simple fidelity

Basis

z-z 0.8393 0.6852 0.9910
z-x 0.3058 0.1378 0.7166
z-y 0.2881 0.1304 0.7183
x-z 0.2924 0.1360 0.7141
x-x 0.8316 0.6892 0.9915
x-y 0.5532 0.6826 0.6917
y-z 0.7014 0.6950 0.7204
y-x 0.6950 0.6808 0.7190
y-y 0.8408 0.6812 0.9907

TABLE III: Single qubit fidelity for initial state |1〉
using real chip “ibmq athens”.

Encoding-Decoding ζ = π
3

ζ = π
2

Simple fidelity
Basis

z-z 0.8649 0.711 1
z-x 0.2646 1.83x10−7 0.7050
z-y 0.2627 7.61x10−7 0.7096
x-z 0.2588 6.492x10−8 0.7025
x-x 0.8660 0.7078 1
x-y 0.7120 0.7018 0.7092
y-z 0.7 0.6993 0.7053
y-x 0.7032 0.7021 0.6996
y-y 0.8666 0.7075 1

TABLE IV: Single qubit fidelity for initial state |1〉
using “ibmq simulator”.

in the Fig. 9 where we take the initial state as |00〉 and
encoded it using the standard bell basis β00 state and
decoded the state using four different bell basis given
as β00, β01, β10, β11. This procedure is followed in sim-
ple fidelity estimation as well as heterodyne detection.
However in the simple fidelity estimation, we do not use
any control U3 gate while in heterodyne detection, we
use control U3 gate using the parameter ζ = π/3 for bal-
anced and ζ = π/2 parameter for unbalanced heterodyne
detection after the decoding basis.

(a) For β00 − β00 encoding decoding basis

(b) For β00 − β10 encoding decoding basis

FIG. 9: Above Fig. 9a, 9b are the different encoding-
decoding basis using heterodyne detection

The results of the above circuit Fig. 9a, 9b is shown
in the table V. We can clearly see from the table, the
difference between various encoding-decoding basis using
simple fidelity estimation and heterodyne detection. In
the simple fidelity estimation, the difference between

(a) For β00 − β00 encoding decoding basis

(b) For β00 − β10 encoding decoding basis

FIG. 10: Above Fig. 10a, 10b are the different
encoding-decoding basis without using heterodyne detec-
tion(simple fidelity)

β00−β00 and β00−β01 basis is 0.12 and the difference
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between β00 − β10 and β00 − β11 basis is 0.09. However,
using our method of fidelity estimation, we get a differ-
ence of 0.27 for the β00 − β00 and β00 − β01 basis and a
difference of 0.16 for the β00 − β10 and β00 − β11 basis.
Thus, our method for distinguishing different encoding
and decoding bell basis states gives about 170-230%
better distinction as compared to the simple fidelity
estimation.We also give the results of fidelity estimation
using unbalanced parameter ζ = π/2. However, in this
case the fidelities are not easily distinguishable therefore
we need to discard the results of this parameter. We
have also performed the same process given in Fig. 10
using the IBM quantum simulator given in table VI to
see the difference in the result in the absence of noise.
In this case, we obtain a better fidelity estimation than
using a noisy real quantum processor.

Encoding-Decoding ζ = π
3
ζ = π

2
Simple fidelity

Basis

β00 − β00 0.7458 0.5369 0.2916
β00 − β01 0.4715 0.5347 0.1650
β00 − β10 0.4467 0.5541 0.1676
β00 − β11 0.2860 0.5058 0.0749

TABLE V: multi-mode qubit fidelity for initial state |00〉
using real chip “ibmq athens”.

Encoding-Decoding ζ = π
3
ζ = π

2
Simple fidelity

Basis

β00 − β00 0.7550 0.4950 1
β00 − β01 0.4369 0.5017 7.3011x10−5

β00 − β10 0.4316 0.4994 1.0190x10−4

β00 − β11 0.2500 0.5072 8.8430x10−5

TABLE VI: multi-mode qubit fidelity for initial state |00〉
using “qasm simulator”.

C. Verification of QKD

In this part, we will set the threshold fidelity for various
cases discussed above. This threshold fidelity will set
the lower bound for the fidelity below which all the the
various combinations of encoding-decoding basis will be
rejected and we can confidently accept a quantum state
as a trusted outcome.

In the single mode fidelity estimation, the benchmark
for the same encoding-decoding basis will be 0.8 for the
ζ = π/3 parameter while it is 0.9 for the simple fidelity
case. Similarly for the multi mode fidelity estimation,
the benchmark for the same encoding-decoding basis
will be 0.7 for the ζ = π/3 parameter while it will 0.25
for the simple fidelity case.

VI. CONCLUSION

In this work, we introduce a method for the verifi-
cation of boson sampling using a quantum computer.
We then explicate a new application of boson sampling
experiment in the field of quantum cryptography. We
derive various protocols such as protocol-1, protocol-2
and protocol-3. In protocol-1 we showed the single-mode
fidelity estimation using both balanced and unbalanced
heterodyne detection, which remains efficient. We use
Protocol 1 as a sub-routine to set up a protocol for
estimating Multimode fidelity using both extensive
quantum state for balanced and unbalanced heterodyne
detection across multiple sub-systems. Our multi-mode
extension is based on the observation that even if for all
the subsystems, the quantum states are close enough to
the pure states; then we can conclude these quantum
states are close to the tensor product of the pure states.
As a result, it will produce a high fidelity witness.
We construct a protocol for efficient boson sampling
verification by using protocol-2 as a subroutine. In our
quantum circuit, we demonstrated both unbalanced and
balanced heterodyne detection. By choosing a threshold
fidelity, we showed which fidelity will be used for further
applications and which will be rejected. The verification
gives rise to quantum speed-up.

Lastly, we showed the use of heterodyne detection in
a simple case of quantum key distribution and how it
can be used for better distinction between the same and
different encoding-decoding basis. We showed the use of
heterodyne detection in one simple case. However, it can
be extended to other cases as well which is left as an open
problem. Quantum speed-up cannot be demonstrated
in a single experiment, but rather in a series of tests.
Our approaches will find a wide range of applications
in current and future investigations for the trustworthy
verification of quantum states.
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