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Abstract—We investigate the secure connectivity of wireless with probability p;, resulting in a probability distribution
sensor networks under a heterogeneous random key predisbu-  ,, — {p, 2y ooy g} With p; > 0, fori = 1,...,r and
tion scheme and a heterogeneous channel model. In particula Z;‘:l 1; = 1. Sensors belonging to classare each given

we study a random graph formed by the intersection of an . .
inhomogeneous random key graph with an inhomogeneous K, keys selected uniformly at random (without replacement)

Erd 6s-Renyi graph. The former graph is naturally induced by —from a key pool of sizeP”. As with the EG scheme, pairs of
the heterogeneous random key predistribution scheme whilthe  sensors that share key(s) can communicate securely over an
latter graph constitutes a heterogeneous on/off channel ndel;  available channel after deployment.

wherein, the wireless channel between a clagsiode and a class- LetK(n,m K, P) denote the random graph induced by the

j node is on with probability «;; independently. We present o .
conditions (in the form of zero-one laws) on how to scale the heterogeneous key predistribution scheme described above

parameters of the intersection model so that it has no isolati Where K = {Ki, K»,...,K,} andn denotes the number
node with high probability as the number of nodes gets large. of nodes. A pair of nodes are adjacent as long as they
We also present numerical results to support these zero-one share a key. This model is referred to as ifleomogeneous
IaV\Ilfl(jlgxtq'eermslt—eg(e)gzr;Tg}I?n;relaom Intersection Graphs, Wire random key graph inl[6]; wherein, zero-one laws for the
less Sensor Networks, Security, Inhomogeneous Igan’dom KeyPrqpertles thalK(mu,K7P) i) has no isolated nodgs and
Graphs, Inhomogeneous ER Graphs, Connectivity, Reliabity. 1) IS connected are established under the assumptidaliof
visibility. Namely, it was assumed that all wireless channels
are reliable and secure communications among particigpatin
nodes require only the existence of a shared key.

Wireless sensor networks (WSNs) consist of low-cost, low- Our paper is motivated by the fact that the full visibility
power, small sensor nodes that are typically deployed rasssumption is too optimistic and is not likely to hold in most
domly in large numbers enabling numerous applications su¥SN applications; e.g., the wireless medium of communica-
as military applications, health monitoring, environmanttion is often unreliable and sensors typically have limited
monitoring, etc[[1]. WSNs are typically deployed in hostileommunication ranges. To that end, we study the secure
environments (e.g., battlefields), making it crucial to useonnectivity of heterogeneous WSNs under a heterogeneous
cryptographic protection to secure sensor communicatlans on/off communication model; wherein, the communication
[2, Chapter 13 and references therein] and [3], authorgwevichannel between two nodes of clasand classt is on with
several key distribution schemes for WSNs and investigateobability «;;. The heterogeneous on/off communication
their applicability given the classical constraints of @as® model induces the inhomogeneous Erdés-Rényi (ER) graph
node, namely: limited computational capabilities, lirdite [9], [10], denoted hereafter b§(n, u, ). The overall WSN
transmission power, lack of a priori knowledge of deploymeian then be modeled by a random graph model formed by the
configuration, and vulnerability to node capture attacks. Whtersection of an inhomogeneous random key graph and an
refer the reader td [4][[5] for a detailed analysis of seguriinhomogeneous ER graph. We denote the intersection graph
challenges in WSNs. K(n;p, K, P) N G(n;p,a) by H(n; p, K, P, ).

In [6], Yagan introduced a new variation of the Eschenauer Our main contribution is as follows. We present conditions
and Gligor (EG) key predistribution schenie [7], referred t@n the form of zero-one laws) on how to scale the parameters
as the heterogeneous key predistribution scheme. Theohetef the intersection model(n; p, K, P, «) so that it has no
geneous key predistribution scheme accounts for the casesure node which is isolated with high probability when
when the network comprises sensor nodes with varying leitbe number of nodes gets large. Our result generalizes
of resources and/or connectivity requirements, e.g.,laeguseveral results in the literature, including the zero-anesl
nodes vs. cluster heads, which is likely to be the case ffmr absence of isolated nodes in inhomogeneous random key
many WSN applications [8]. According to this scheme, eaaraphs intersecting homogeneous ER graphs$ [11], and in
sensor node belongs to a specific priority class and is giveh@amogeneous random key graphs intersecting homogeneous
number of keys corresponding to its class. More specificalgR graphs[[12].

Givenr classes, a sensor node is classified as a ¢lassle We close with a word on notation and conventions in use.

1. INTRODUCTION
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All limiting statements, including asymptotic equivalenare assumption[[6]. More precisely, to account for the posigybil

considered with the number of sensor nodegoing to that communication channels between two nodes may not

infinity. The random variables (rvs) under consideratiom abe available, e.g., due to deep fading, interference, etc.,

all defined on the same probability trip(€, 7, P). Proba- we assume a heterogeneous on/off channel model; wherein,

bilistic statements are made with respect to this prolghbilithe communication channel between two nodes of type-

measureP, and we denote the corresponding expectation layd types is on with probability a;;. Consider a random

E. The indicator function of an evetf is denoted byi[E]. graph G induced on the vertex se¥ = {vi,...,v,}

We say that an event holds with high probability (whp) ibuch that each node is classified into one of thelasses,

it holds with probabilityl asn — oo. For any discrete e.g., priority levels, according to a probability distrilmn

set S, we write |S| for its cardinality. In comparing the p = {u1, po, ..., p-} with g; > 0 for ¢ = 1,...,r and

asymptotic behaviors of the sequendes,}, {b,}, we use > '_, u; = 1. Then, a distinct classnodev, and a distinct

an = o(by), an = w(by), an = O(bn), a, = Q(b,), and classj nodev, are adjacent irz, denoted byv, ~¢ v,, if

an, = O(by,), with their meaning in the standard Landaw,,(«;;) = 1 where B, («;;) denotes a Bernoulli rv with

notation. We also use,, ~ b, to denote the asymptotic success probabilityy;;. This adjacency conditions induces

equivalencdim,,, a, /b, = 1. the inhomogeneous ER grafih(n; 1, ) on the vertex set

V, which has received some interest recently [9]) [10], and

would account for the fact that different nodes could have
We consider a network consisting af sensors labeled different radio capabilities, or could be deployed in lozas

as vy, v2,...,v,. Each sensor node is classified into onwith different channel characteristics. Although the dih/o

of the r classes, e.g., priority levels, according to a prolehannel model may be considered too simple, it allows a

ability distribution g = {1, pt2, ..., e} with ; > 0 for  comprehensive analysis of the properties of interest and is

i =1,...,rand>.]_, u; = 1. Then, a class-node is often a good approximation of more realistic channel mqdels

assignedy; cryptographic keys selected uniformly at randora.g., the disk mode[[16]. In fact, the simulations resutts i

andwithout replacemerfrom a key pool of sizeP. It follows  [12] suggest that the connectivity behavior of the EG scheme

that the key ring¥, of nodex is an Pk, -valued random under the on/off channel model is asymptotically equivalen

variable (rv) wherePx, denotes the collection of all subsetso that under the disk model.

2. THE MODEL

of {1,..., P} with exactly K; elements and, denotes the  Our system model is obtained by the intersection of the
class of node,.. The rvs¥y, Y, ..., %, are then ii.d. with inhomogeneous random key graft(n; u, K, P) with the
P\l inhomogeneous ER grapk(n;p,a). We denote the inter-
P, =8|t, =1 = (K) , S€Pg,. section graph by (n; u, K, P,a), i.e.,H(n;u, K, P, ) :=
i K(n;p, K, P) N G(n;p,e). A distinct classt node v, is
Let K = {Ki, K,,...,K,} and assume without loss ofadjacent to a distinct clagshode v, in H if and only if
generality thatk; < K, < ... < K,. Consider a random they are adjacent in botk and G. In words, the edges in
graphK induced on the vertex sét= {vy,...,v,} suchthat H(n;pu, K, P,a) represent pairs of sensors that share crypto-

a pair of distinct nodes,, andv, are adjacent ifk, denoted graphic key(spndhave a communication channel in between
by v, ~k vy, if they have at least one cryptographic key ithat is on, and hence can communicate securely. There-
common, i.e., fore, studying the connectivity propertiesifn; u, K, P, @)
_ amounts to studying the secure connectivity of heterogemeo
ve i vy i B N5, # 0. (1) wsNs under the heterogeneous on/off channel model.

The adjacency conditiori](1) defines the inhomogeneous!® Simplify the notation, we le¢ = (K, P), and® =
random key graph denoted B§(n; ., K, P) [6]. This model (0,q). By independence, we see that the probqb|llty of edge
is also known in the literature as tlgeneral random inter- @sSignment between a classodev, and a clasg-nodev,
section graphe.g., seel[13][15]. The probability; that a 1N H(n;#,©) is given by
classé node and a clasghode are adjacent is given by Plog ~ vy | te = ity = j] = ovpis

(")

K, Similar to [3), we denote the mean edge probability for a

pig =1- (11;) (2) classé node inH(n; 1, ©) asA;. It is clear that
as long asK; + K; < P; otherwise ifK; + K; > P, we A-:zr:u’oc--p-- i=1.. . . .r (4)
havep;; = 1. Let \; denote themean probability that a ’ st S T
classé node is connected to another nodeKin; u, K, P). o N
We have We den_ote the minimum mean edge probabilitiim; x, ©)
r aSAm, l.e.,
N\ = Z,Ujpij- 3) m = argmimAi.
=t We also let

We aim to investigate the performance of the heteroge-

neous key predistribution scheme without th#l visibility d:=arg TAX Ay )



§ 1= arg max Qm;Pm; - (6) The zero-one law established here for the absence of
! isolated nodes ifH(n; u,©,,) shall be regarded as a crucial
Throughout, we assume that the number of classés first step towards establishing the connectivity resulfalt,

fixed and does not scale with, and so are the probabilitiesTheoren{3]L already implies the zero-law for connectivity,
1, - -, i All Of the remaining parameters are assumed &, that
be scaled withn. Hn: 1. ©

. ")L_o if ¢ < 1.

is connecte

3. MAIN RESULTS AND DISCUSSION HIEEOP

We refer to a mappind<y, ..., K., P : Ny — N6+1 as a
scaling (for the inhomogeneous random key graph) if

This is because a graph can not be connected if it contains an

isolated node. Also, for several classes of random grapss it
1<K p,<Kpp<..<K,,<P,/2 (7) known that the conditions that ensure connectivity coiacid

- . with those ensuring absence of isolated nodes; e.g., random

hold for a"?; 2,3, Similarly any mappin@x = {ai;} : ey graphs[17], (homogeneous) ER graphs [18], and random

No — (0,1) dgﬁnes a scaling forlthe mhomogenepus EBeometric key graphs$ [19]. This prompts us to introduce the

graphs. A mappin@® : Ny — Nj™' x (0,1)"*" defines following conjecture.

a scaling for the intersection gragfi(n;u,®) given that

condition [7) holds. We remark that unddd (7), the eddeonjecture 3.2. Consider a probability distributiop =

probabilitiesp;; will be given by [2). (p1s pi2y -y pr) With p; > 0 fori = 1,...,r, a scaling
Ki,...,K,,P : Ny — Nj™', and a scalingr = (a;;) :
A. Results No — (0,1)"%" such thatl(8) holds. With either
We present a zero-one law for the absence of isolated;)
nodes inH(n; 1, 0,,). nh_}ngo amd(n)logn =0,
Theorem 3.1. Consider a probability distributiony = or

{p1, phay .. ey With g; > 0 for i = 1,...,r, a scaling i)

Ki,...,K,,P: Ny — Ny, and a scalinge = {a;;} : lim apma(n) logn = a* € (0, 0]

Ny — (0,1)"*" such that n—co
] lim apm(n)logn = o™ € (0, 0],
Am(n) ~ == (8) e
n and possibly under some additional conditions, we have
holds for some: > 0. ]
i) If lm P H(n; p, ©n) { 0 ife<1
lim aq(n)logn =0, n—oo | isconnected | 1 ifc>1
n—oo
or B. Comparison with related work
i ! o e (0 Our main result extends the results established by Eletreby
e ama(n)logn = a” € (0,00}, and Yagan in[[11] for the inhomogeneous random key graph
lim am(n)logn = o™ € (0, 00]. intersecting the (homogeneous) ER graph. There, zero-one
e laws for the property that the graph has no isolated nodes and
Then, we have the property that the graph is connected were established. |
. H(n; u,©,) has _ is clear that our work generalizes the model give_n [11]
lim P . =0 ifec<1 by considering theanhomogeneou&R graph, enabling the
n—00 no isolated nodes . . .
L analysis of networks with heterogeneous radio capalsilitie
i) We have Indeed, whernw;;(n) = a(n) for ¢,57 = 1,...,r and each
- H(n: . ©,) has n =1,2,...,ourresult recovers the absence of isolated nodes
lim P b By S —1 ifes1 result given in [[11].
n—eo | no isolated nodes In [6], zero-one laws for the property that the graph has no

isolated nodes and the property that the graph is connected
were established for the inhomogeneous random key graph
Apm(n) = Cnloﬂ’ —2.3,... C K(n,u, K, P) under the full visibility assumption. It is clear
n that, although a crucial first step in the study of heterogare
with lim,, o0 ¢, = ¢ > 0. key predistribution schemes, the full visibility assuroptiis
Theoren{ 311 states th&t(n; u,©,,) has no isolated node not likely to hold in most practical settings. In fact, bytaeg
whp if the minimum mean degree, i.e1A,,, is scaled as «;;(n) =1 fori,5 = 1,...,r and eachn = 1,2,... (i.e.,
(1 + €¢)logn for somee > 0. On the other hand, if this by assuming that all wireless channels arg, our absence
minimum mean degree scales(ds-¢€) logn for somee > 0, of isolated nodes result reduces to that giveri_in [6].
then whpH(n;p,©,) has a classs node that is isolated, Finally, Yagan in [12] considered the homogeneous ran-
and hence not connected. We remark that < o* since dom key graph (where all nodes receilig keys), intersect-
mm(n) < ama(n) forn=1,2,.... ing the homogeneous ER graph[20]. Our work generalizes

The scaling conditior{8) will often be used in the form



Q1] = (19 = 0.3

[12] by considering the intersection of thihomogeneousR .
graph with a more general random graph model that accoul
for the cases where nodes can be assigned different num
of keys; i.e., with thanhomogeneousandom key graph. In

fact, withr = 1, i.e., wheno is a scalar and all nodes belong
to the same class and thus receive the same number of ke
our absence of isolated node result recovers the resulh giv

in [12].
C. Significance of the results

1) Network Reliability Problem:The problem studied
in this paper is closely connected to the popuhatwork 0
reliability problem [18, Section 7.5], described as follows:
Starting with a fixed, deterministic graphi, obtainI(#; p)
by deleting each edge @i independently with probability Fig. 1. Empirical probability thatl(n; s, ©) is connected as a function

1 — p. Network reliability problem is often translated toof K for a1z = 0.2, a1z = 0.4, and g, = 0.6 with n = 500 and
P = 10%; in each caseq11 = a2 = 0.3. The empirical probability value

ﬂnding the probapility thatl(#; p) is ?OnneCted asa func-is optained by averaging ove0 experiments. Vertical dashed lines stand
tion of p. For arbitrary graphs#, this problem is shown for the critical threshold of connectivity asserted by Gatjre[3.p.

[21], [22] to be #P-complete, meaning that no polynomial

algorithm exists for its solution, unles® = NP. Our

result given above constitutes a crucial first step towands t In Figure[l, we set the channel matrix to
asymptotic solution of the network reliability problem for [0_3 am]
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inhomogeneous random key graphs when edges are deleted a = a1 0.3

with different probabilities. Put differently, we consider a .

generic network reliability problem; wherein, differemis and consider the channel parameteis = 0.2, a12 = 0.4,
fail with different probabilities which paves the way forand a1z = 0.6, while varying the parametek; (i.e., the
many interesting problems. Although asymptotic in naturémallest key ring size) fron0 to 35. The number of classes
our result can still provide useful insights about the teiliy 1S fixed to 2, with p = {0.5,0.5}. For each value of,
properties of random key graphs with number of vertiges W& S€ti> = K + 5. For each parameter palK,a), we
being on the order of thousands. generate100 independent sar_‘nples of the graE}Qn;,_u,e)

2) Common-Interest Friendship Networkse demon- &nd count the number of times (out of a possillé)
strate an application of our result in the context of a commol{1at the obtained graphs i) have no isolated nodes and i)
interest friendship network, denoted by.. A common &€ c_o_nnected. D|_\{|(_1|ng the counts MQQ, we obtain the
interest relationship between two friends manifests froeirt (€mpirical) probabilities for the events of interest. Ihaises
selection of common objects from a pool of available objectgonsidered here, we observe tHtn;p,®) is connected
Clearly, this is modeled by the inhomogeneous random k@ghene\_/gr it has no isolated node_s y|eld|_ng the same emb|r|_ca
graph; wherein, the inhomogeneity captures the fact tH%ﬁobablhty for both event§._Th|s confirms the_ asymptotic
different people have different number of interests. T|,f:éqU|vaI§nc§ of the connectivity and absencg of isolate@sod
friendship network is modeled by an inhomogeneous EROPerties inH(n; u,©,) as we give by Conjectuie 3.2.

graph, meaning that any two individuals are connected with FOr €ach .valuue O, we show the critical threshold
a probability that is based on their correspondirigsses Of connectivity “predicted” by Conjectufe 3.2 by a vertical

independently from other individuals. The class of an ifi@shed line. More specifically, the vertical dashed linaacst
dividual could represent her job title, current city, acaite OF the minimum integer value ok, that satisfies
degree, etc. As a resulfy. becomes the intersection of the 2 (Pij) log
inhomogeneous random key graph with the inhomogeneous A, (n) = Zujamj (1 — Ij;" ) > . (20)
ER graph. Our results on its absence of isolated nodes con- j=1 (Km) "
stitutes the first step in revealing the conditions undercWhi\we see from Figur€]1 that the probability of connectivity
global information diffusion can take place in the commongpsitions from zero to one within relatively small vaitas
interest network. In particular, whe@,. is connected, global ¢ K. Moreover, the critical values ok obtained by[{T0)
information diffusion is possible. lie within this transition interval. We finally note that feach
parameter paitK,«) in Fig[d, we have\,, = A;.

Next, we set the channel matrix to
We now present numerical results and simulations to check {0411 0 2}

4. NUMERICAL RESULTS

the validity of Theoreni_311 in the finite node regime. In all a=

experiments, we fix the number of nodesiat 500 and the 02 02
size of the key pool aP = 10%. For better visualization, we in Figure[2, and consider the channel parametgis= 0.2,
use the curve fitting tool of MATLAB. a1 = 0.4, andag; = 0.6, while varying the parametek’;
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Fig. 2. Empirical probability thafl(n;u,©) is connected as a function Fig. 3. Empirical probability thatl(n; x, ©) is connected as a function
of K for @11 = 0.2, @11 = 0.4, andaj; = 0.6 with n = 500 and of « for K1 = 20, K1 = 25, K1 = 30, and K; = 35, with n = 500

P = 10%; in each casepi2 = a2 = 0.2. The empirical probability value and P = 10%; in each caseqi2 = 0.2 . The empirical probability value
is obtained by averaging ovef0 experiments. Vertical dashed lines stands obtained by averaging ovef0 experiments. Vertical dashed lines stand
for the critical threshold of connectivity asserted by @mtjire[3.2. for the critical threshold of connectivity asserted by @ajire[3.2.

1] = Qigg = 0.2

(i.e., the smallest key ring size) fromd) to 35. The number
of classes is fixed t@, with g = {0.5,0.5}. For each value
of Ky, we setKs = K; + 5. Using the same procedure
that produced Figurgl 1, we obtain the empirical probabilit
that H(n;u,©) is connected versug(,;. As before, the
critical threshold of connectivity asserted by Conjecf@2

is shown by a vertical dashed line in each curve. On
interesting observation of Figufé 2 is how the behavior ¢
the probability of connectivity changes with;;. In fact,
whenay; = 0.2, we haveA,, = Ay, while for ay; > 0.4,
we haveA,, = A,. Consequently, the value ef;; (which
only appears in the calculations &4f) becomes irrelevant to
the scaling condition given by (1L0). We notice from [Eig 2,
that for a1 > 0.4, fixed a2, and fixedasa, we have the Fig. 4. Empirical probability thatl(n; u, ©) is connected as a function

same critical value of<; and quite similar behavior of the of 31132 fo'io{fl_: 201hK1 =25 K = 30,0a2nd ?ﬁ = 35, Witr n z 5;)(_)|Qty
- . and P = ; in each caseq1; = ags = 0.2 . The empirical probabili
probab|I|ty of connectivity. value is obtained by averaging ovéd0 experiments. Vertical dashed lines

Finally, we set the channel matrix to stand for the critical threshold of connectivity assertgddonjecturd 3.
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o= [0.2 a} 5. PROOF OFTHEOREM3.1
_ ) o ) _ A. Preliminaries

and consider four different minimum key ring sizds; = .
20, K, = 25, K; — 30, and K; — 50 while varying the _Several te(?hmcal results are c_oIIected here fqr conve-
parametery from 0 to 1. The number of classes is fixed 20 nience. The first result follows easily from the scaling con-
with g = {0.5,0.5} and we sets, = K; + 5 for each value dition (@).
of K. Using the same procedure that produced Figlire 1, weoposition 5.1 ([6, Proposition 4.1]) For any scaling
obtain the empirical probability théii(n; u,©) is connected K, K,,..., K,,P: Ny — NS“, we have
versusa. As before, the critical threshold of connectivity
asserted by Conjectufe 8.2 is shown by a vertical dashed line Ai(n) < Az(n) < ... < An(n) (11)
in each curve. One interesting observation from Fiddre 345r eachn = 2 3.
that H(n; u, ©) could possibly be connected withy o > 0 T
even whem = 0. In particular, the resultant graph becomeBroposition 5.2([6, Proposition 4.4]) For any set of positive

a bipartite graph; namely, class-nodes are adjacent only tointegersKi, ..., K, P and any scala > 1, we have
class2 nodes and clas3-nodes are adjacent only to claks- (p_wm) (P_Ki) a

nodes. Such a behavior confirms the importance@fover Ki Ki . di=1,...,r (12)
a1, andags. This is also captured in Figufé 4; wherein, the () ~\ (£)

probability of connectivity is indeed whena;, = 0.



Other useful bound that will be used throughout is

(1+z)<e*™, z€(0,1) (13)

Finally, we find it useful to write
log(l— ) = —z — U(x) (14)
where¥(z) = [ 5 dt. From L'Hopital's Rule, we have
ili}% \Ilgc(:zzz) _ T lc;gQ(l —x) _ 1 (15)

B. Establishing the one-law

The proof of Theorern 3]1 relies on the method of first a
second moments applied to the number of isolated nod
,0,,) denote the total number of

in H(n;p,0,,). Let I,(p
isolated nodes ifil(n; u, ©,,), namely,
In(p, ©

Zl vy is isolated inH(n; u,0,)]  (16)

(=1

Taking the limit asn goes to infinity, we immediately get

lim E[L, (s, ©,)] = 0.

sincelim,, oo (1 — ¢, "= —1) = 1 — ¢ < 0 under the enforced
assumptions (witle > 1) and the one-law is established.

C. Establishing the zero-law

Our approach in establishing the zero-law relies on the
method of second moment applied to a variable that counts
the number of nodes that are classand isolated. Clearly if
we can show that whp there exists at least one ctassmde
Ahat is isolated under the enforced assumptions (with1)
lggn the zero-law would immediately follow.

Let Y, (u,0,,) denote the number of nodes that are class-
m and isolated iM(n; 1, ©,,), and let

Tn,i(1,0n) = 1[t; = m N, is isolated inH(n; 1, 0,,)],

then we havel,, (¢,0,) = > | z,.(1,0,). By applying
the method of second momenis 23, Remark 3.1, p. 55] on

The method of first moment [23, Eqn. (3.10), p. 55] givesy (1,0,), we get

It is clear that in order to establish the one-law, namely

that lim,, o, P[,(p,©0,) = 0] = 1, we need to show that where

lim E[L,(1,0,)] = 0.
Recalling [16), we have

E (I, (11,0n)]

=nY_ pP v is isolated inH(n; u,©,) |t = i]

i=1

—nZuz
ZHZM(P[

where [1¥) follows by the independence of the fug ~
Ul}?zl given ;. By conditioning on the class ofy, we
find

;% vy] | vy is class |

vy vy | vy is class )" (17)

T
]:ZMP[W © vy [t =ity = j]
j=1

—ZHJ

P[’L)Q’?‘/U1|t1:i

—i;pij) =1 — Ai(n).

(18)
Using [18) in [17), and recalling{(2)._(IL3) we obtain

_nzluzl— ; -1

A (n))"!

logn\" "
—n<1—cn g )
n

E[L,(n,©

E[Y,, (1,0,)] = nE[xn,l(I"aen)] (20)
and
E[Yn(#ven)z] =nE[zn,1(k,On)]

+n(n—1DE[x,1(8,0n)z,2(1,0,)]
(21)

by exchangeability and the binary nature of the rvs
{Zn.i(1,0,,)}_ ;. Using [20) and[(21), we get

ElY,(#,0,)° 1
E[Yn(#aen)]Q nE[fEn,l(P’ven)]
+ n—1 E[xn,l(ll'aen)xnﬂ(u’a en)]
n Elzy,1(p,00)]?
In order to establish the zero-law, we need to show that
lim nE[z,1(p,0,)] = oo, (22)
n—r 00
and
. E[xn I(Naen)xn 2(“1611)]
J ’ <1.
i s ( Boowone )0 @

We establish[(22) and (23) in the following propositions.

Proposition 5.3. Consider a scalingsy, ..., K., P : Ny —
N; ! and a scalingy = {a;} := Ng — (0,1)"*" such that
(8) holds withlim,, . ¢, = ¢ > 0. Then, we have

lim nE[z,1(4,0,)] =00, ife<1
n—r00

Proof: We have

nE [zn,1(p, On)]

=nE[1[t; = m Nwv; is isolated inH(n; p, ©,,)]]
= Ny, P [Q?ZQ[’UJ- 122 ’Ul] | t, = m}



NP [vg vy |t = m]"71

(6]

n—1

Nflm Z,uj(l — Qi Pmj) [71

Jj=1

= Ny, (1 — Am(n))n_l = ,Ltmeﬁ" (24)
where )
Bn =logn + (n — 1)log(l — A, (n)).
Recalling [1%), we get 9
Bn =logn — (n— 1) (Ap(n) + ¥(Amn(n)))
. [10]
=logn (1 —Cp )
n
[11]
2 n loin
) ( nloin> (( 1 )2) (25) "
Cn 0”%77,
Recalling [I5), we have [13]
N, (Cn lorgln)
lim ————— = — (26)

n—oo ( loﬂ)Q 2 [14]
Cp, n

sincec, =o(1). Thus,3, =logn (1 — ¢, 2=1) —o(1).

Using [23), [Zh),[(26), and letting go to infinity, we get

lim nE[x, 1(s,0,)] = oo

n—oo

whenevelim,, o ¢, = ¢ < 1.

logn

[15]

[16]

Proposition 5.4. Consider a scalingsy, ..., K., P : Ny —

N+ and a scalinge = {ay;} := Ny — (0,1)"%" such that [18]
(8 holds withlim, . ¢, = ¢ > 0. Then, we have (23) if
c<1.

We omit the proof of Propositidn 5.4 from this conferencgo]
version. All details can be found in [24]. Collectively, P
sition[5.3 and Proposition 3.4 establi§h](22) dnd (23) whighy
in turn establish the zero-law.

[17]

[19]
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