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Abstract—It was recently shown that RGHW (relative gener- Proposition 1: [8, Corollary 3] For integers, u, v, w, define
alized Hamming weight) exactly expresses the security ofrlear )
ramp secret sharing scheme. In this paper we determine the tre ]—Ii“;Ol g¥-d
value of the asymptotic metric for RGHW previously proposedby Ni(w,u) = T @)
Zhuang et al. in 2013. Then we propose new asymptotic metrics iz0 4" —d '
useful for investigating the optimal performance of linear ramp }’;01 g — g
secret sharing scheme constructed from a pair of linear code No(w,uv) = —=m——— 3
We also determine the true values of the proposed metrics in izo 4"~ 0
many cases. Ns(Ww,u,v,a) = Niy(u,a)-Nx(w-a,u-av-a). (4)

l. INTRODUCTION There exists a nested pdy c C; c F of linear codes with

) ] ) dimC; = k; and dimC,; = ky such thatM{(C1,Cy) > d it
It was shown in[[2],([4] that any pair of nested linear codes _ { - k; — ko — 1 and

C,cC;cC Fg can be used for constructing a linear ramp secret

sharing schemeé [1][[9]. Recently, Kurihara et al. [6] shdwe n

that the smallest number of shares required for an adversary (d

to illegitimately obtain at leastlog, g bits of information is b=t+1 a=0
§ . . -Ng(n—kz,d—a,kl—kz,b)

exactly expressed by thieth relative generalized Hamming

weight (RGHW) of C- c C4 proposed by Luo et al[[7]. < Nu(nka)-Nu(n—ko, ki ko). (5)

In order to clarify how good secret sharing schemes can be )

. A ) Proof: See [8]. ]
constructed from linear codes, it is indispensable to disco In order to derive asymptotic expressions, we need the
Existedntial bOl:jn(:]s O(? RGHW sihmilar to the fg?ert;jviri:mmofollowing lemmas '

ound. Toward this direction, Zhuang et al.[[10] and thishaut ) § . - r
[8] proposed such existential bounds. Thléimmr/gahiv[g Corollary 2] Definez(q) = [Tiz;(1 - ™).

In [10], Zzhuang et al. proposed an asymptotic metric of
RGHW that is the highest information rate of a larger code (@)™ < Ny(w, u) < 7(q)~tg™Y. (6)
C, of length n with specified RGHWns, and derived lower
bounds on their proposed metric. Firstly we show that the Lemma 3:
true value of their metric is + 6 in Theorem[¥V. Then we
argue that their asymptotic metric is a bit inconvenient for
investigating the asymptotically optimal linear ramp s¢cr Ns(w, u, v, )
sharing scheme mainly because the positive informaticm rat
of information leakage is not taken into account. To overeom X
the inconveniences we propose new asymptotic metrics H%(W’ 0,v) = Ny(w,v). Equation[(8) follows from[(6) and17).
RGHW as Definition§]8 arld 12 and determine their true values u

in many cases in Corollafy 11 and Theorgm 13 by using [8]. In order to evalgate the binomial déieient asymptotically,
we use the following lemma.

Il. PRELIMINARIES Lemma 4:[3, Example 11.1.3] Definélq(X) = —xlog, x —

For C; c Cy ¢ Fl), thet-th RGHW is defined as[7] (1=)logy(1 - ). Then

ki—kp min{d—b,k—b,ko}
) Nu(d, ) Na(n -2, d - &, ks — a)

n(q) g 7
ﬂ,(q)—lqu(u—a) q(v—a)(w—v)' (8)

No(W,u,v) <
<

Proof: Equation [¥) follows from[{6) andN,(w,u,Vv) <

_ . : i nHq(m/n) n nHq(m/n)

M(C1,Cy) = Ig?f,l,_rjn)“” |dimCynV, —dimCya NV, >}, (1) 1 1q a < (m) < qMeimhy, (9)
whereV; = {(x, ..., Xn) e Fg i ¢ | = X =0} for a subset  We shall use the Singleton bound in proofs of Lemima 6,
of the index set1, ...,n}. The author proposed the followingTheoren{¥ and Corollafy11.
bound: Proposition 5 (Singleton bound)d0] For anyC, c C; C

) ) . i F we haveM;(Cy, C;) + dimCy < n+t.
This manuscript was accepted for presentation in 2014 |E&E&rriational q

Symposium on Information Theory, June 29-July 4, 2014 Ha®@anvention
Center — Honolulu, HI, USA. 1t < k; — k2 — 1 was forgotten in[[8, Corollary 3].
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Ill. A symproric METRICS FOR RGHW IV. Asymproric ANALYSIS
Theorem 9:Fix0<R; <1,0<6 <1and0<7<min{Ry,
Zhuang et al. [[10] introduced the following asymptotic. |f

metric ag)(é) = limsup,_,., maxdimCs/n | there exists some
Cz c C; c Fg such thatMi(Cy, Cp)/n = 6}. In order to Ri+d<l+m, (11)
investigate the best realizable performance of secret- shya, for any 0< R, < Ry — 7, any prime powerg, and
m(g asymptatically, there are the following inconvenienoe sufficiently largen, there existC, ¢ C, c FJ such that
aq (9)- dimC;y = [NRy], dimC; = [nR.], and Mnr1(C1, C2) > [né].

1) t does not grow witm in o{(5) andt/n tends to zero as Proof: We shall show that[{11) implie$](5) whem is
n — . In the context of secret sharingn represents large. FixR; andq as assumed in the theorem. Observe that

the rate of information leaked to an adversary who has Z £(j) < maxf(j) x the number of terms inz (12)
collected shares illegitimately. In the ramp secret slrarin - '

scheme [[11], [[9], it is important to analyze nonzer®y using this idea and16)H(9), we see the left hand side of
information leakage as weEI)I as the zero informatiofB) is less than or equal to
leakage. The definition ofyy’(6) cannot enable such (ke — ko — t)(1+ min{d — b, ky — b, ke)e(@~  (13)

analysis.
2) The definition ofag)(é) does not take dir@, into =polym
account. The information rate of secret messages is xexponential function oh.

(dimC; - dimCy)/n in secret sharing, but{ () does _ , _

not enable analysis of information rate. We also see that the right hand side[df (5_) is also an exponen-
3) We shall show in Theoref @ (5) = 1-5, which makes tial function of n. In order to seek a sficient condition for

q - L] . . .
O/ . " . () whenn is large, we can ignore poly) in (13), take log,
6) ind dent of ddition to dimC,. ;

@q'(9) independent ot in addition to dimC, and divide it byn? (not n). Then by using[{6)£{9) and (112)

Lemma 6:For any 0< k; < k; < nand any prime powet, we see that

if t =kq — ko then there exist€, c C; C Fg such thatM(C;, K K Kk K
C))=n+t—k. “Z1-=]+|==-= - =
. . n n n n n
Proof: Let C, beV; with J =1{1, 2, ... ,ko} if ko > 1 and > max
C, = {0} if kp = 0. Let D be any ki — ky)-dimensional space t/n+1/n<b/nsks/n-ke/nO<a/n<minid/n-b/nky/n-b/nke/n}
i — Hq(d/n

whose support igko+1, . .., n}. Clearly we havedDNC, = {0}. [ q(d/n) +a/n(d/n—a/n) + (ke/n— a/n)(1— ko/N)
LetC; =D +C,. n

In order forV; in (@) to satisfy dinCyNV, —dimC,nV, > t, +(b/n)(d/n—a/n—b/n) + (ka/n—kz/n - b/N)(1 - ky/n)]
V, must containD, which makesl| > n—k; = n+t—k;. This (14)

showsM;(Cy, C,) > n+t—k;. On the other handW;(Cy, C»)

cannot be larger tham+t—k; because of the Singleton boun s a suficient condition for [5) whem is large. Observe that

he maximum is always achieved ht= t + 1 and we can

for RGHW 11_0]- " substituteb by t+ 1. By identifyingRy, Ro, a, 6, 7 with ky/n,
Theorem 7: kz/n, a/n, d/n, t/n we see that
D) =1-6 (10) Ro(1-Rp) + (R1 - Ro)(1 - Ry)
Hq(5)
Proof: Letd = [nd], ky = n+t-d, k, =n-d. By Lemma  ~ OSaSminﬂ—aT),(Rl—Tszl[a(é ~e)+ (Re-e)1-Ry)
there existC, c C; c Fq such that dinC; = n+t - [né], +1(0—a-1)+(Ri-R—7)(1-Ry)], (15)

dimC, = n—[ns], and M¢(Cy, Cp) = |nd]. Lettingn — oo | ] » ] ]
showsa®(s) > 1-6. The Singleton bound showe)(s) < 1-s. 'S @ suficient condition for [TH) whem is sufficiently large.
Sinces > 7, we see that the maximum ia{15) is achieved at

In order to overcome these inconveniences, we propose the 0. Substitutingr = 0 into {13) yields

following asymptotic metric for RGHW: R(1-Rp) + (Ri— R)(1-Ry)
Definition 8: 64(t, Ri, Rx) = limsup,,., maxd/n | there Hq(0)
exists someC; ¢ C; ¢ Fj such thatt < nr, dimCy > nR, . Ro(1-Rp) +7(6 = 1) + (R~ Ry = 7)(1 - Ry).

dimC; < nR,, Mi(Cy, Cp) > d}. (16)
The proposed new metric has the following operational MeaghiractingRy(1—Ry) + (Ri— Re)(1—Ry) from both sides yields
ings: 64(7, Ry, Ry) is the largest fraction of shares in secret

sharing constructed from a codi with information rateR; 0> Hq(9) +7(Ri+6-1-1). (17)
and C; with R, with which an adversary with arbitramgg n

shares has at mostlog, q bits of information per codeword Since we have assumed> 0 we can divide[(17) by, ignore
symbol. Hqu) and obtain[(Tl1). [ ]
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V. CONCLUSION

In this paper we determined the true value of the asymptotic
metric for RGHW proposed by Zhuang et al. [10]. Then we
proposed new asymptotic metrics useful for analysisaofp
secret sharing schemes. We also determined the true vdlues o
the proposed metrics in many cases.
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Fig. 1. Comparison of lower bounds ﬁﬁ(t, Ry, Rp) for g =4 andt = 2.

(1]
Remark 10:0One can deduce Theorem 9 not only from
Propositior 1L but also from [10, Theorem 2 or 3].
Corollary 11: If >0 ort = Ry — R, then

(5q(T, Ry, Rz) =1+7-Ry. 3]

Proof: Fort > 0, Theoreni B showsy(r, Ry, Ry) > 1+7- 4]
R;. Fort = Ry —R,, Lemmd® does it. The opposite inequality
follows from the Singleton bound for RGHW. ]
Whent = 0 andR; > Ry, the situation is unclear. In order
to investigate that case, we introduce another definition.
Definition 12: Let t be a positive integeﬁg(t, Ri, Rp) =
limsup,_,., maxd/n | there exists som€&, c C; c Fg such
that dimC; > nRy, dimC; < nR,, M{(Cy, Cy) > d}.

(2]

(5]

(6]

Theorem 13: ]
StRLR) = 1-Ry (18)

Hq(S 8

SQLRLR) > 1- © g, a9

t

Proof: Equation [[(IB) follows from Lemm@a]6. To show [9]
(I19), by substituting- = t/n to (I14) and multiplyingn to both
sides, we obtain

[10]
0> Hg(6) +t(Ry+6—-1-t/n).

Dividing it by t yields

Hq(6
S<1+t- q()—Rl
n t

as a sfiicient condition for [[(b) whem is large, and we see

19). L
Ast — oo (I9) tends to £ R;, which seems consistent with

Corollary[11. Zhuang et al T10, Eq. (25)] showed

Syt RLR) > maxs| Ry >1-6+

é log, ———
t 097" qt
+¥ logy(1 - 0)}. (20)

Ast — oo (20) also tends to4R;. (I9) and[(ZD) are compared
in Fig.[ forq= 4 andt = 2.
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