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Abstract—Federated learning (FL) has become a crucial so-
lution for distributed learning in edge intelligence, addressing
communication constraints and privacy protection. However,
challenges such as heterogeneous and asynchronous clients
significantly impact model performance. This paper analyzes
the harm of abnormal clients through parameter orthogonal
decomposition innovatively and shows that the exit of abnormal
clients can guarantee the effect of the model in most clients.
To ensure the models’ performance on exited abnormal clients
and those who lack training resources, we also introduce a
Federated Learning with Invariant Penalty for Generalization
(FedIPG). With the assistance of the invariant penalty term,
the model can achieve robust generalization capability. This
approach indirectly mitigates the effects of data heterogeneity
and asynchrony without additional communication overhead,
making it ideal for edge intelligence systems. Our theoretical
and empirical results demonstrate that FedIPG, combined with
an exit strategy, enhances both in-distribution performance and
out-of-distribution generalization capabilities while maintaining
model convergence. This approach provides a robust framework
for federated learning in resource-constrained environments
while offering preliminary causal insights.

Index Terms—Asynchronous Federated Learning, Heteroge-
neous environment, Out-of-Distribution Generalization, Edge
intelligence

I. INTRODUCTION

As smart devices become increasingly lightweight and the
demand for terminal task computing grows, the intelligence
of edge devices has emerged as a prominent trend. With large
volumes of data being collected and stored locally on these
devices, there is an escalating need for a distributed learning
framework to address communication constraints while ensur-
ing robust privacy protection. In response to these challenges,
federated learning (FL) has emerged as a key area of research.

Federated learning is a distributed computing paradigm
designed to preserve privacy while enabling collaborative
learning. The central tenet of FL is that data remains on
local devices, with minimal interaction with a central server or
other clients [1], [2]. Previous research has shown that, under
ideal conditions, FL can achieve performance comparable
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to centralized learning. However, these ideal conditions are
often challenging to attain in edge intelligence contexts, as
shown in Fig.1. First, data collected from diverse sources
typically exhibit significant heterogeneity and environmental
interference. Second, in sophisticated scenarios involving edge
intelligence, there exists a situation where communication and
computational capabilities are unevenly distributed, ensuring
synchronization within edge intelligence systems poses a con-
siderable challenge. Both data heterogeneity and asynchrony
can substantially degrade the performance of FL in such
environments [3], [4]. While much of the existing research has
focused on decrease the harm heterogeneous and asynchronous
clients caused in federated aggregation, this paper introduces
a novel perspective.

If the performance of the trained model on aberrant clients
can be guaranteed, then the withdrawal of aberrant clients
from global aggregation can enhance the model’s performance
on regular clients without violating the fairness principle in
federated learning. Specifically, the model should be only
employed on those aberrant clients after training. This exit
strategy indirectly addresses the harm caused by heterogeneity
and asynchrony. Our previous work has demonstrated that
when latency is high, it is often more advantageous to allow
computationally inefficient clients with poor communication
environments to withdraw from the federated training process.
In this article, we decompose the local optimal parameters
of clients into two orthogonal parameter vectors: the glob-
ally effective invariant component and the locally effective
environmental heterogeneous component. Through an analysis
of the contribution of anomalous clients to aggregation, the
effectiveness of the exit strategy is demonstrated. Although the
withdrawal of anomalous clients can lead to better-performing
models for In-Distribution (ID) clients, the performance of
Out-Of-Distribution (OOD) clients that exit the training pro-
cess is no longer guaranteed. Additionally, clients lacking es-
sential resources for training, such as datasets or computational
power, still require the model to have inference capabilities on
out-of-distribution datasets. In such cases, clients may bypass
training altogether and directly utilize the trained model,
necessitating the model to exhibit strong OOD generalization
capabilities.

The issue of OOD generalization has also been extensively
studied in centralized learning [5]–[7]. One notable approach
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Fig. 1: Edge intelligence scenarios with diverse computing and communication capabilities

garnered significant attention is Invariant Risk Minimization
(IRM) [8]. The core lies in decoupling data features into
invariant and environmental features. Invariant features are
considered stable and effective across diverse conditions, while
environmental features, such as the background of an image,
may introduce noise or instability [9]. For instance, in wildfire
detection, flames and temperature represent invariant features.
At the same time, the background (e.g., smoke or fog) serves
as an environmental feature that may interfere with classifica-
tion [10]. Several variants of centralized schemes have been
proposed to leverage this relationship. However, there has been
limited research on applying a centralized invariant scheme
within the context of FL systems [11], [12].

Inspired by IRM, We proposed FedIPG to realize OOD
generalization in edge intelligence scenarios to guarantee
the fairness of FL with the exit strategy we introduced.
FedIPG employs gradients to approximate environmental het-
erogeneous components and constructs an invariance penalty
term. This penalty term reduces the impact of environment-
specific parameters, facilitating learning globally invariant
parameters. This model paradigm complements the potential
distribution shift and fairness violations caused by the exit
strategy, ensuring that clients not participating in training
have basic performance guarantees. By combining the exit
strategy with FedIPG, FL can allocate more communication
resources to clients with strong computational capabilities in
edge learning scenarios characterized by uneven computational
resource distribution and limited communication resources,
thereby enabling the training of a globally invariant model.
The key contributions and innovations of this paper are as
follows:

• We have theoretically demonstrated that when the total
amount of training data is relatively sufficient, a het-
erogeneous or asynchronous client can be detrimental
rather than beneficial to global aggregation. The exit
strategy can optimize the model’s performance on data
from normal clients.

• We introduce the invariant learning paradigm from cen-
tralized learning into the federated learning framework
and propose a federated learning model, Federated Learn-
ing with Invariant Penalty for Generalization, which
enhances OOD generalization.

• We empirically prove that FedIPG with exit strategy
improves the model’s performance in both ID data and

the OOD affine space without impeding the convergence
of the model. Additionally, it is found that FedIPG has
the preliminary ability to resist confounding in causal
learning.

II. RELATED WORK

In the field of federated learning, numerous studies have
addressed non-IID problems [11], [13] and asynchronous
federated learning [14], [15]. Several works have focused on
selecting a specific subset of clients to mitigate the impact of
outdated gradients [16], [17]. However, these approaches often
necessitate real-time monitoring of clients’ channel conditions,
which are highly volatile in edge-intelligent environments
[18]. Furthermore, the delays resulting from computational
constraints cannot be effectively resolved solely through client
selection strategies. To date, no research has theoretically
quantified the potential harm caused by the participation of
heterogeneous and asynchronous clients in training by param-
eter orthogonal decomposition.

In centralized learning, supervised model learning for OOD
generalization normally needs environment labels to improve
the learning of features or representations. Invariant Causal
Prediction (ICP) [19] is an important approach towards infer-
ring causal structure via invariance property [20]. However, in
most scenarios, the assumption that ICP is based on is violated,
so the effectiveness of ICP depends highly on the quality of
availability of environment [21]. The Causal Semantic Genera-
tive model(CSG) identifies the semantic factor to guarantee the
boundedness of OOD generalization error [22] in the image
classification task. Causal Invariant Transformation(CIT) [23]
uses transformations to modify non-causal features while
leaving the causal part unchanged. Risk Extrapolation(REx)
and its variant, MM-REx, trade-off system’s robustness to
causally induced distribution shifting and covariate to reinforce
the stability to OOD input [24]. Another solution to OOD
challenges is to proficiently extract invariant features from
data and establish accurate mappings between these features
and corresponding labels. IRM algorithm is a novel learning
paradigm that estimates nonlinear, invariant, causal predictors
from multiple training environments that can effectively fulfill
the above requirements. However, IRM is a highly non-convex
bi-level objective, [8] proposed a practical vision to reduce
the optimization difficulty. Although the functionality of IRM
seems promising [25], compared to the result from ERM, its



Algorithm 1 Federated Learning with Invariant Penalty for Gener-
alization

1: Initialization:
2: Set 𝑡 = 1
3: The center sends the initialized model parameters 𝑤1 to

all nodes
4: Center Side:
5: for 𝑡 < 𝑇 + 1 do
6: Aggregation: 𝑤𝑡+1 =

∑
𝑖∈I𝐼𝐷

𝑛𝑖∑
𝑗∈I𝐼𝐷 𝑛 𝑗

𝑤𝑡
𝑖
.

7: Distribute 𝑤𝑡+1 to the client
8: Set 𝑡 = 𝑡 + 1
9: end for

10: Client Side:
11: for 𝑡 < 𝑇 + 1 do
12: for all clients: 𝑖 = 1, 2, .., 𝑁 do
13: Receive 𝑤𝑡

14: Compute 𝑤𝑡
𝑖
= 𝑤𝑡 − 𝜂∇ 𝑓𝑖 (𝑤𝑡 )

15: Upload 𝑤𝑡
𝑖

to the server
16: end for
17: end for
18: for 𝑡 = 𝑇 + 1 do
19: for all clients: 𝑖 ∈ I𝑎𝑙𝑙 do
20: Apply 𝑤𝑡

𝑖
to prediction tasks

21: end for
22: end for

function will fail in some specific scenarios [26]. However,
most of these solutions to OOD generalization, including IRM,
are discussed based on the centralized learning structure and
do not consider the limitations caused by data isolation.

Some current studies focus on domain generalization prob-
lems in FL, such as FedADG [27] and FedSR [28]. These
methods are based on the data distribution and require ad-
ditional models or calculations to align the distribution. Dis-
tributed masking function and invariant learning are introduced
into FL in FedGen [29], which outperforms current FL in
efficiency, accuracy, and generalization in various contexts.
However, the FedGen model focuses on sequential data, which
differs from our approach. FedIIR [30] is the latest research on
invariant FL. From the perspective of implicit, FedIIR learns
invariant relationships for OOD generalization by exchanging
the gradient of the classifier at the beginning of each round
of communication. FedIIR performs excellently in federated
systems, but it has additional communication requirements,
which are not applicable in the scenario of edge intelligence.

III. THE SYSTEM MODEL OF INVARIANT FEDERATED
LEARNING

A. The Federated System Model with Exit Strategy

In this paper, we consider an edge intelligent scenario where
a total of 𝑁𝑎𝑙𝑙 = |I𝑎𝑙𝑙 | clients participate in training a unified
task within an edge computing system, where I𝑎𝑙𝑙 is collection
of all clients, which is possibly infinite. Each client is given a
dataset D𝑖 = {(𝑥𝑘 , 𝑦𝑘)}𝑛𝑖𝑘=1, 𝑖 = 1, 2..., 𝑁𝑎𝑙𝑙 , where 𝑥𝑘 ∈ R𝑑 is
the input, 𝑦 ∈ R1 is the label, and 𝑛𝑖 = |D𝑖 | denotes the number

of samples in dataset 𝐷𝑖 located at client 𝑖. In addition, the
dataset in each client is assumed to have local heterogeneous
features and global invariant properties based on the principle
described in the last subsection, which means the distribution
of any D𝑖 is Non-IID and different from the distribution
of

∑
𝑖∈I𝑎𝑙𝑙 D𝑖 [31]. In this paper, according to the standard

definitions in Federated Learning scheme, the empirical risk
𝑅𝑖 (𝑤) based on training data of clients is defined as

𝑅𝑖 (𝑤) =
1
𝑛𝑖

∑︁
𝑥,𝑦∈D𝑖

L(𝑥, 𝑦, 𝑤), (1)

where L(𝑥, 𝑦, 𝑤) is the empirical risk of a sample pair(𝑥, 𝑦)
from local data D𝑖 made with model parameters 𝑤 [32]. The
formula of L is kept consistent across localities, e.g. cross-
entropy loss for classification tasks.

During each iteration, clients receive the global parameter
𝑤𝑡−1 transmitted from the central server. Based on 𝑤

(𝑡 ,0)
𝑖

=

𝑤𝑡−1, the local entities optimize the parameters using gradient
descent on their local data. Each client in I𝑎𝑙𝑙 compute

𝑤𝑡+1
𝑖 = 𝑤𝑡 − 𝜂∇ 𝑓𝑖 (𝑤𝑡 ) (2)

where 𝜂 is the learning rate and 𝑓𝑖 (·) represents a designed
local loss function. Once the optimization process concludes,
each local entity uploads its local parameter 𝑤𝑡

𝑖
to the central

server.
Under ideal conditions, the central server aggregate the

local gradients and applies the update 𝑤𝑡+1 =
∑

𝑖∈I𝑎𝑙𝑙
𝑛𝑖
𝑛
𝑤𝑡
𝑖
,

where 𝑛 =
∑

𝑖∈I𝑎𝑙𝑙 𝑛𝑖 . The global parameters 𝑤𝑡+1 is obtained
and it will be distributed to each local entity for further
processing and utilization. However, due to the objective
constraints of clients’ communication and computational capa-
bilities, clients cannot fully synchronize their updates, leading
to asynchronous errors in the global aggregated parameters
caused by delays 𝜏𝑖 for client 𝑖. Thus, the aggregated parameter
turns into 𝑤𝑡+1 =

∑
𝑖∈I𝑎𝑙𝑙

𝑛𝑖
𝑛
𝑤
𝑡−𝜏𝑖
𝑖

. Despite the abundance of
research focusing on asynchronous errors, these errors have an
irremovable impact on model aggregation during the federated
learning process. This impact may hinder learning efficiency
and the final performance of the model. Therefore, in this
paper, we propose an exit mechanism that selectively includes
only clients in I𝐼𝐷 with sufficient computational, data, and
communication resources in the learning process. Based on
this premise, the paradigm for parameter aggregation takes
the following form.

𝑤𝑡+1 =
∑︁
𝑖∈I𝐼𝐷

𝑛𝑖

𝑛
𝑤𝑡
𝑖 . (3)

For clients that are included in I𝑎𝑙𝑙 but excluded from I𝐼𝐷 ,
we refer to them as OOD clients in I𝑂𝑂𝐷 . While clients
in I𝑂𝑂𝐷 do not participate in training, our model ensures
post-training performance on their datasets. The loss function
balances accuracy on the training set with the invariance of
parameters across environments. Specifically, we introduce an
invariance penalty term to align parameters, ensuring they are



Fig. 2: The process of federated learning in edge intelligence scenarios with guaranteed OOD generalization

effective on both par and ood datasets. Specifically, we design
an 𝑓𝑖 (𝑤) such that the following condition holds

min
𝑤

∑︁
𝑖∈I𝐼𝐷

𝑎𝑖 𝑓𝑖 (𝑤) → min
𝑤

∑︁
𝑖∈I𝑎𝑙𝑙

𝑏𝑖𝑅𝑖 (𝑤), (4)

Here, 𝑎𝑖 and 𝑏𝑖 represent the weights of each client in the
global loss function, which are designed based on various
evaluation metrics, including data volume and data value.
To ensure the straightforward applicability of our algorithm,
we employ data volume as a surrogate measure of client
importance. It is important to note that approaches relying
on data value estimation are not mutually exclusive with our
design. Thus, the FL algorithm we consider is applicable to
any finite-sum objective of the form

𝑓 (𝑤) =
∑︁
𝑖∈I𝐼𝐷

𝑛𝑖

𝑛
𝑓𝑖 (𝑤), (5)

where 𝑓𝑖 (𝑤) is the loss function with penalty based on 𝑅𝑖 (𝑤).
In the next subsection, we will elaborate on the rationale
behind the design of the penalty term and present the complete
invariant federated learning algorithm.

B. The Profile of the Invariant Schemes and Notations

In the traditional federated learning framework, each client
focuses solely on minimizing the empirical risk, guiding the
parameters towards local optimal values. At the server side,
the aggregation of information from various clients yields
a federated global parameter that approximates the optimal
parameter obtained in centralized training. In the context of
edge intelligence, we select clients with stable computational
capabilities to participate in federated training. If the penalty
term is computed based solely on local data, parameters, or
gradients, the penalty term would not increase communication
costs which is good for edge computing.

Our objective is to steer the parameters towards emphasizing
invariant features that maintain a causal relationship with the

task across diverse client environments, thereby facilitating
generalization to OOD data, as shown in figure 2. To achieve
OOD generalization, the model needs to decouple the data
𝑋 into two independent features: the invariant features 𝑋𝐼 and
the heterogeneous features 𝑉 . Inspired by previous researchers
[33] , we decompose the optimal parameter vector of each
client into two orthogonal vectors, 𝑤𝐼 and 𝑤𝑒

𝑖
. Here, 𝑤𝐼

corresponds to 𝑋𝐼 , which remains consistent across all clients,
while 𝑤𝑒

𝑖
corresponds to 𝑉 , which varies from client to

client. The orthogonality between 𝑤𝐼 and 𝑤𝑒
𝑖

reflects the
independence between 𝑋𝐼 and 𝑉

𝑤𝐼 = 𝑤∗
𝑖 − 𝑤𝑒

𝑖 , 𝑤𝑒
𝑖 ⊥ 𝑤𝐼 (6)

Consequently, our objective shifts from identifying 𝑋𝐼 to
training a parameterized representation 𝑤𝐼 of the invariant
features within the federated system. Since −∇𝑅𝑖 (𝑤) can be
interpreted as pointing toward the optimal parameter when the
current parameter is 𝑤, i.e., −∇𝑅𝑖 (𝑤) ≈ 𝑤∗

𝑖
−𝑤. If 𝑤 = 𝑤𝐼 , then

−∇𝑅𝑖 (𝑤𝐼 ) ⊥ 𝑤𝐼 . To identify the global invariant parameter,
we need to ensure that the following equality holds

𝑤𝐼 ∈ {𝑤 |∥ < ∇𝑅𝑖 (𝑤), 𝑤 > ∥2 = 0,∀ 𝑖 ∈ I𝐼𝐷} (7)

Based on the above reasoning, the loss function of client 𝑖 in
the FedIPM system is defined as:

𝑓𝑖 (𝑤) = 𝑅𝑖 (𝑤) + 𝜆 | < ∇𝑅𝑖 (𝑤), 𝑤 > |2. (8)

Positive hyper-parameter 𝜆 denotes the strength of invariant
regularization. The quest of regularization | < ∇𝑅𝑖 (𝑤), 𝑤 > |2
is to find invariant features.

Significantly, each client’s update still optimizes towards
its local optimal parameter. Due to the invariance penalty
term altering the distribution of the client loss functions, the
clients exhibit a smoother landscape at the invariance optimal
parameter point, where ∥ < ∇𝑅(𝑤), 𝑤 > ∥2 = 0. After



TABLE I: Summary of Notations

Notation Definition

𝑤𝑡 The global parameters at 𝑡 𝑡ℎ training iteration

𝑤𝑡
𝑖

The local parameters of 𝑐𝑙𝑖𝑛𝑒𝑡𝑖 at 𝑡 𝑡ℎ training iteration

𝑤∗ The global optimal training parameters

𝑤𝐼 The global optimal invariant parameters

𝑤∗
𝑖

The local optimal parameters of 𝑐𝑙𝑖𝑛𝑒𝑡𝑖

𝜂 Learning rate

𝜆 Hyper-parameters for the invariance penalty term

𝑇 The total number of communication rounds

𝜙 The parameter for bounded data heterogeneity assumption

𝐿 The parameter for smoothness assumption

𝜇 The parameter for convexity assumption

𝐵 The parameter for compactness assumption

𝐺 The parameter for bounded gradient assumption

𝜌 The parameter for second-order gradient assumption

weighted summation at the server, the global optimal param-
eter 𝑤∗ can be considered the midpoint of the client optimal
parameters 𝑤∗

𝑖
. Guided by the penalty term, the summation

yields a new invariance optimal parameter 𝑤𝐼 . 𝑤𝐼 exhibits
relatively smooth gradients across any client, indicating a focus
on invariance features while potentially neglecting rapidly
changing environmental information.

Algorithm 1 shows the pseudo-code of FedIPM. In conclu-
sion, each client locally takes a step of gradient descent based
on the current global parameter and the invariant loss function
calculated with local data. The server then takes a weighted
average of the local parameter as the global parameter.

IV. THE BASIS OF ABERRANT CLIENTS’ EXIT STRATEGY

A. Theoretical Measure for Clients’ Contribution

In this section, we define the contribution of a client’s
participation in a round of aggregation. When there is a
probability that a client’s contribution is negative, it implies
that the client’s participation may have a detrimental effect on
the aggregation. By orthogonally decomposing parameters, the
contributions of heterogeneous and asynchronous clients are
quantified. The probability of an aberrant client’s contribution
being negative grows with the size of the heterogeneous
component and the delay, suggesting that excluding such
clients benefits aggregation.

Firstly, we quantify the contribution of each client to the
global aggregation. To facilitate the derivation of reliable
theoretical results, we introduce several assumptions regarding
the local loss functions.

Assumption 1. (Smoothness):
The local loss function 𝑅𝑖 , 𝑖 ∈ {1, ..., 𝑁} is 𝐿-smooth if
∀𝑤1, 𝑤2, the following inequality holds

𝑅𝑖 (𝑤1) − 𝑅𝑖 (𝑤2) ≤< ∇𝑅𝑖 (𝑤2), 𝑤1 − 𝑤2 > +𝐿
2
∥𝑤1 − 𝑤2∥2.

(9)

The prevalence and commonality of this smoothness as-
sumption in the analysis of convergence in Federated Learning
are well-established, as evident in studies [34]. Additionally,
we assume the local loss function is convex as discussed in
[35].

Assumption 2. (Convexity):
The local loss function 𝑅𝑖 , 𝑖 ∈ {1, ..., 𝑁} is 𝜇-convex if
∀𝑤1, 𝑤2, the following inequality holds

𝑅𝑖 (𝑤1) − 𝑅𝑖 (𝑤2) ≥< ∇𝑅𝑖 (𝑤2), 𝑤1 − 𝑤2 > + 𝜇
2
∥𝑤1 − 𝑤2∥2.

(10)

Based on Assumption 1 and Assumption 2, we have [36]:

𝑅(𝑤𝑇 ) − 𝑅(𝑤∗) ≤
𝑇−1∏
𝑡=0

(1 − 2𝜇
∑︁
𝑖∈I𝐼𝐷

𝐶𝑡
𝑖 ) (𝑅(𝑤0) − 𝑅(𝑤∗))

(11)

where

𝐶𝑡
𝑖 = 𝜂

𝑛𝑖

𝑛

< ∇𝑅(𝑤𝑡 ),∇𝑅𝑖 (𝑤𝑡−𝜏𝑡
𝑖 ) > − 𝐿

2 ∥∇𝑅𝑖 (𝑤𝑡−𝜏𝑡
𝑖 )∥2

∥∇𝑅(𝑤𝑡 )∥2 .

(12)

Here, 𝐶𝑡
𝑖

represents the contribution of client 𝑖’s participation
in the aggregation at round 𝑡 on the training process, where 𝜏𝑡

𝑖

denotes the asynchronous delay of client 𝑖 at round 𝑡. Client 𝑖’s
participation in round 𝑡 is beneficial to the aggregation if and
only if 𝐶𝑡

𝑖
> 0. Next, we will conduct a detailed analysis of

the variation of 𝑃𝑡
𝑖

under the influence of 𝑤𝑒
𝑖

and 𝜏, aiming to
elucidate the impact of these factors on system performance.

B. Contribution Analysis for Aberrant clients

First, we analyze the effect of strongly heterogeneous clients
when 𝜏𝑡

𝑖
= 0. In common federated learning research, the

distribution discrepancy assumption is often adopted, which
characterizes the differences between data distributions [37].

Assumption 3. (Local Dissimilarity):

𝑈2
𝑖 ∥∇𝑅(𝑤)∥2 ≤ ∥∇𝑅𝑖 (𝑤)∥2 ≤ 𝑉2

𝑖 ∥∇𝑅(𝑤)∥2 (13)

Here, we assume the presence of a highly heterogeneous
client 𝑖 = ℎ, while the data of other clients can be approx-
imated as independent and identically distributed (IID), i.e.,
𝑈𝑖 ≈ 𝑉𝑖 ≈ 1. Under this assumption, the upper bound of 𝐶𝑡

𝑖

can be expressed as:

𝐶𝑡
𝑖 = 𝜂

𝑛𝑖

𝑛
(𝑈𝑖 cos 𝜃𝑡𝑖 −

𝐿

2
𝑉2
𝑖 ) (14)

where 𝜃𝑡
𝑖

is the angle between two gradient vectors. namely
∇𝑅(𝑤𝑡 ) and ∇𝑅𝑖 (𝑤𝑡 ), when the learning rate satisfy 𝜂 ≤

2𝑛
𝑛𝑚𝑖𝑛𝐿

, in which 𝑛𝑚𝑖𝑛 is the data volume of client with
smallest amount of data. Clearly, the magnitude of 𝐶𝑡

𝑖
is highly

correlated with 𝜃𝑡
𝑖
.

When this external heterogeneous client ℎ participates in
training, whose optimal parameter is 𝑤∗

ℎ
= 𝑤𝐼 +𝑤𝑒

ℎ
, we obtain

the following conclusion:



Theorem 1. (The Contribution Analysis for Heterogeneous
client)
For a optimization started from the origin of coordinates,
while 𝑤𝑡 = 𝜅 𝑤𝐼

∥𝑤𝐼 ∥ + 𝜈
𝑤𝑒

ℎ

∥𝑤𝑒
ℎ
∥ , 𝜅 ∈ (0, 1) and 𝜈 ∈ (−𝜖, 𝜖), the

contribution of client ℎ in iteration 𝑡 can be represent as:

𝐶𝑡
ℎ = 𝜂

𝑛𝑖

𝑛
(

𝑈𝑖 ((1 − 𝜅)2 − 𝜈(∥𝑤𝑒
ℎ
∥ − 𝜈))√︁

(1 − 𝜅)2 + 𝜈2
√︃
(1 − 𝜅)2 + (∥𝑤𝑒

ℎ
∥ − 𝜈)2

− 𝐿

2
𝑉2
𝑖 )

(15)

Proof: See Appendix-A.

Under the condition of sufficient data volume, the impact
of a single client on global aggregation can be considered
minimal, which means 𝜖 < ∥𝑤𝑒

ℎ
∥. When the magnitude of

∥𝑤𝐼 ∥ is fixed, the denominator of (15) increases as ∥𝑤𝑒
ℎ
∥

grows. For 𝜈 ≤ 0, the numerator decreases with the increase
of ∥𝑤𝑒

ℎ
∥. For 𝜈 ≥ 0, the numerator increases with ∥𝑤𝑒

ℎ
∥, but

at a slower rate than the denominator. Clearly, as data hetero-
geneity increases, the value of client participation in global
aggregation diminishes. Clients with strong heterogeneity are
more likely to have a negative impact.

Next, we analyze the impact of delay 𝜏 to 𝑃𝑡
𝑖
. To simplify

the problem, we assume all clients include highly homoge-
neous data, which means ∇𝑅𝑖 (𝑤) is equal to ∇𝑅(𝑤). The
upper bound of 𝐶𝑡

𝑖
can be expressed as:

𝐶𝑡
𝑖 = 𝜂

𝑛𝑖

𝑛

< ∇𝑅(𝑤𝑡 ),∇𝑅(𝑤𝑡−𝜏𝑡
𝑖 ) > − 𝐿

2 ∥∇𝑅𝑖 (𝑤𝑡−𝜏𝑡
𝑖 )∥2

∥∇𝑅(𝑤𝑡 )∥2

= 𝜂
𝑛𝑖

𝑛

∥∇𝑅(𝑤𝑡−𝜏𝑡
𝑖 )∥

∥∇𝑅(𝑤𝑡 )∥2 − 𝐿

2
∥∇𝑅𝑖 (𝑤𝑡−𝜏𝑡

𝑖 )∥2

∥∇𝑅(𝑤𝑡 )∥2 (16)

Notably, 𝐶𝑡
𝑖

degenerates into a function of ∥∇𝑅 (𝑤𝑡−𝜏𝑡
𝑖 ) ∥

∥∇𝑅 (𝑤𝑡 ) ∥ . When
𝜏𝑡
𝑖
= 0, 𝐶𝑡

𝑖
> 0, which implies 𝐿 < 2, a condition that typically

holds under normal circumstances.
To analyze the upper bound, the squared norm of the

gradients is uniformly bounded [38].

Assumption 4. (Bounded gradient)
Each local loss function 𝑅𝑖 , 𝑖 ∈ I𝐼𝐷 is differentiable and there
exists a constant 𝐺 ≥ 0 such that

∥∇𝑅𝑖 (𝑤)∥2 ≤ 𝐺2. (17)

It can be obtained from the mean inequality that

∇𝑅𝑖 (𝑤)∇𝑅𝑖 (𝑤)⊤ ⪯ 𝐺2𝐼 . (18)

Based on smoothness assumption and bounded gradient
assumption, we obtain the following conclusion:

Theorem 2. (The Contribution Analysis for Asynchronous
client)
For and certain parameters 𝑤, the upper bound of ∥∇𝑅 (𝑤𝑡−𝜏 ) ∥

∥∇𝑅 (𝑤𝑡 ) ∥2

related to a delay 𝜏 can be limited by following inequality

∥∇𝑅(𝑤𝑡−𝜏)∥
∥∇𝑅(𝑤𝑡 )∥ ≤ 1 + 𝐿𝐺𝜏

∥∇𝑅(𝑤𝑡 )∥ (19)

Proof: See Appendix-A.

If 𝐿 ∈ (1, 2), as 𝜏𝑡
𝑖

increases, the potential minimum of 𝐶𝑡
𝑖

will continuously decrease. If 𝐿 ∈ (0, 1), as 𝜏𝑡
𝑖

increases, the
potential minimum of 𝐶𝑡

𝑖
will first increase and then decrease,

which aligns with conclusions from some prior studies. When
𝜏𝑡
𝑖
→ ∞, regardless of the value of 𝐿, the contribution of this

asynchronous client will inevitably be negative.
Admittedly, whether for heterogeneous clients or asyn-

chronous clients, we are discussing the worst-case scenario
here, and the lower bound of 𝐶𝑡

𝑖
may not necessarily be

reached. However, when data resources are sufficient, prohibit-
ing such clients from participating can effectively mitigate this
risk.

V. GENERALIZATION AND CONVERGENCE ANALYSIS OF
FEDIPG

Based on the analysis in the previous section, some clients
will drop out of the training process, while others inherently
lack the capability to participate in training. These clients
will directly utilize the trained model upon completion of the
training. This section will provide a detailed discussion on
the invariance correction implemented to enhance the model’s
performance on the aforementioned datasets, as well as the
convergence properties of the model under such invariance
correction.

A. Out-of-Distributed Generalization by Invariant Penalty
Term

First, based on the smoothness and convex assumptions, we
show that the penalty term helps to improve the performance
of the model in the generalization data set in the affine space.

We denote an expected risk as 𝑅𝑂𝑂𝐷 = E𝑖∈I𝑂𝑂𝐷
𝑅𝑖 . We

assume that there always exist 𝜉 ∈ Ξ𝜐 := {{𝜉𝑖 : 𝑖 ∈ I𝐼𝐷 |𝜉𝑖 ≥
−𝜐,∑𝑖∈I𝐼𝐷 𝜉𝑖 = 1}} makes P𝑂𝑂𝐷 =

∑
𝑖∈I𝐼𝐷 𝜉𝑖P𝑖 , which means

the distribution of I𝐼𝐷 can be seen as a affine combination of
the distribution of participants P𝐼𝐷 . This assumption about
datasets is common in prior studies [39]. Under the above
assumptions, we prove in the following theory that the training
system with the invariant penalty will improve the performance
of the model on the generalized data set.

Theorem 3. (The Upper Bound of Loss Functions in Gener-
alized Data-set)
If the collection of clients that participate training is I𝐼𝐷 ,
then the upper bound of expected risk on the generalized
distribution can be described as:

𝑅𝑂𝑂𝐷 (𝑤) ≤𝑅(𝑤) + (1 + |I𝐼𝐷 |𝜐) sup
𝑖, 𝑗∈I𝐼𝐷

(
𝑅𝑖 (0) − 𝑅 𝑗 (0)

)
+ 2(1 + |I𝐼𝐷 |𝜐) sup

𝑖∈I𝐼𝐷
< ∇𝑅𝑖 (𝑤), 𝑤 > (20)

where 𝑖 and 𝑗 are any clients in I𝐼𝐷 .



Proof: Based on the assumption of affine combination and
the procedural conclusions of related studies [40], we have

𝑅𝑂𝑂𝐷 (𝑤) = sup
𝜉 ∈Ξ

∑︁
𝑖∈I𝐼𝐷

𝜉𝑐𝑅𝑖 (𝑤)

≤(1 + |I𝐼𝐷 |𝜐) sup
𝑖∈I𝐼𝐷

𝑅𝑖 (𝑤) − 𝜐
∑︁
𝑖∈I𝐼𝐷

𝑅𝑖 (𝑤)

=
1

|I𝐼𝐷 |
∑︁
𝑖∈I𝐼𝐷

𝑅𝑖 (𝑤) + (1 + |I𝐼𝐷 |𝜐) sup
𝑖∈I𝐼𝐷

𝑅𝑖 (𝑤)

− (1 + |I𝐼𝐷 |𝜐)
∑︁
𝑖∈I𝐼𝐷

𝑅𝑖 (𝑤)

=𝑅(𝑤) + (1 + |I𝐼𝐷 |𝜐)
(

sup
𝑖∈I𝐼𝐷

𝑅𝑖 (𝑤) − 𝑅(𝑤)
)

≤𝑅(𝑤) + (1 + |I𝐼𝐷 |𝜐) sup
𝑖, 𝑗∈I𝐼𝐷

(
𝑅𝑖 (𝑤) − 𝑅 𝑗 (𝑤)

)︸                ︷︷                ︸
𝐴

(21)

According to the smoothness and convex assumptions, there
exist a upper bound of 𝑅𝑖 (𝑤) − 𝑅 𝑗 (𝑤) as:

𝐴 ≤
(
𝑅𝑖 (0)+ < ∇𝑅𝑖 (𝑤), 𝑤 > −𝐿

2
∥𝑤∥2

)
−

(
𝑅 𝑗 (0)+ < ∇𝑅 𝑗 (𝑤), 𝑤 > − 𝜇

2
∥𝑤∥2

)
=𝑅𝑖 (0) − 𝑅 𝑗 (0) −

𝐿 − 𝜇

2
∥𝑤∥2

+
(
∇𝑅𝑖 (𝑤), 𝑤 > − < ∇𝑅 𝑗 (𝑤), 𝑤 >

)
≤𝑅𝑖 (0) − 𝑅 𝑗 (0) −

𝐿 − 𝜇

2
∥𝑤∥2 + 2 sup

𝑖∈I𝐼𝐷
< ∇𝑅𝑖 (𝑤), 𝑤 >

(22)

Plugging the bound on A, we obtaining

𝑅𝑜𝑜𝑑 (𝑤) ≤𝑅(𝑤) + (1 + |I𝐼𝐷 |𝜐) sup
𝑖, 𝑗∈I𝐼𝐷

(
𝑅𝑖 (0) − 𝑅 𝑗 (0)

)
− 𝐿 − 𝜇

2
(1 + |I𝐼𝐷 |𝜐)∥𝑤∥2

+ 2(1 + |I𝐼𝐷 |𝜐) sup
𝑖∈I𝐼𝐷

< ∇𝑅𝑖 (𝑤), 𝑤 > (23)

≤𝑅(𝑤) + (1 + |I𝐼𝐷 |𝜐) sup
𝑖, 𝑗∈I𝐼𝐷

(
𝑅𝑖 (0) − 𝑅 𝑗 (0)

)
+ 2(1 + |I𝐼𝐷 |𝜐) sup

𝑖∈I𝐼𝐷
< ∇𝑅𝑖 (𝑤), 𝑤 >︸             ︷︷             ︸
𝑖𝑛𝑣𝑎𝑟𝑖𝑎𝑛𝑡 𝑝𝑒𝑛𝑎𝑙𝑡 𝑦

(24)

In (20), R𝑖 (0) − R 𝑗 (0) is an inherent property of client
data that does not change with change of parameters. So,
according to Equation (20), by minimizing < ∇𝑅(𝑤), 𝑤 >

in the last term, the parameter with better performance on
the generalized dataset can be found. Additionally, as seen
in Equation (20), the maximum upper bound is related to
𝑅𝑖 (0) − 𝑅 𝑗 (0), the maximum difference in the client loss
functions at the zero point. The exit strategy for heterogeneous
clients reduces 𝑅𝑖 (0) − 𝑅 𝑗 (0), thereby significantly lowering
this upper bound.

B. Convergence Analysis of Invariant Asynchronous Federated
Learning Algorithm

In addition to Assumption 1 and Assumption 2 mentioned
above, we also introduce some assumptions for theoretical
analysis. A standard compactness assumption is incorporated
into the subsequent analysis, which is established by existing
studies, and refers to the property of parameters restricted to
a compact set [41].

Assumption 5. (Compactness)
For 𝑤𝑡

𝑘
there exists a constant 𝛽 ≤ 0 and 𝑅 ≤ 0 such that

∥𝑤𝑡
𝑖 − 𝑤∗∥2 ≤ 𝐵2. (25)

Based on the (5), the property of the parameters can be
deduced to has certain compactness. ∀𝑤, we have

𝑤𝑡
𝑖𝑤

𝑡
𝑖

⊤ ⪯ 𝛽2𝐼 . (26)

We also assume a customary quality for the Hessian of all
local empirical risks 𝑅𝑖 (𝑤), a common assumption analyzing
the second-order derivative [42].

Assumption 6. (Second-order gradient 𝜌 − 𝐿𝑖𝑝𝑠𝑐ℎ𝑖𝑡𝑧)
Each local loss function 𝑅𝑖 , 𝑖 ∈ I𝐼𝐷 is 𝜌 − 𝐿𝑖𝑝𝑠𝑐ℎ𝑖𝑡𝑧, which
means there exists a constant 𝜌 ≥ 0 such that

∥∇2𝑅𝑖 (𝑤1) − ∇2𝑅𝑖 (𝑤2)∥ ≤ 𝜌∥𝑤1 − 𝑤2∥ (27)

In addition,
We next formally prove that the model with invariant

penalty results in an aggregated model by the above Assump-
tions and Lemmas.

First, we demonstrate that the local loss function, after
incorporating the penalty term, retains properties similar to
those in Theorem 1 and Theorem 2.

Theorem 4. (𝜇′-Convexity)
With 0 ≤ 𝜆 ≤ 𝜇−𝜇′

8𝜃𝑘𝜇2+2𝐺𝜌𝛽2 , there exists a constant 𝜇′ , 𝜇 ≥
𝜇′ ≥ 0, such that

𝑓𝑘 (𝑤1) − 𝑓𝑘 (𝑤2) ≥ < ∇ 𝑓𝑘 (𝑤2), 𝑤1 − 𝑤2 >

+ 𝜇′

2
∥𝑤1 − 𝑤2∥2 (28)

where, 𝜃𝑘 = 𝑅𝑖 (0) − 𝑅𝑖 (𝑤∗). The optimal invariant solution of
function 𝑓𝑘 (𝑤) is the optimal solution 𝑤∗

𝑘
of function 𝑅𝑘 (𝑤).

Proof.

∇ 𝑓𝑖 (𝑤) = ∇𝑅𝑖 (𝑤) + 2𝜆(𝑤𝑇∇𝑅𝑖 (𝑤)) (∇𝑅𝑖 (𝑤) + ∇2𝑅𝑖 (𝑤)𝑤)
(29)

The second derivative of the loss function including the penalty
term can be obtained as

∇2 𝑓𝑖 (𝑤) = ∇2𝑅𝑖 (𝑤)
+ 2𝜆

[
(𝑤𝑇∇𝑅𝑖 (𝑤)) (∇2𝑅𝑖 (𝑤) + ∇3𝑅𝑖 (𝑤)𝑤)

]
+ 2𝜆

[
(∇𝑅𝑖 (𝑤) + ∇2𝑅𝑖 (𝑤)𝑤) (∇𝑅𝑖 (𝑤) + ∇2𝑅𝑖 (𝑤)𝑤)𝑇

]
According to (2), When 𝑤1 = 0, we have

∇𝑅𝑖 (𝑤)⊤𝑤 ≥ 𝑅𝑖 (𝑤) − 𝑅𝑖 (0) +
𝜇

2
𝑤⊤𝑤. (30)



Substituting into above equation

∇2 𝑓𝑖 (𝑤) =∇2𝑅𝑖 (𝑤) + 2𝜆(𝑤𝑇∇𝑅𝑖 (𝑤))∇2𝑅𝑖 (𝑤)
+ 2𝜆(𝑤𝑇∇𝑅𝑖 (𝑤))∇3𝑅𝑖 (𝑤)𝑤
+ 2𝜆∇𝑅𝑖 (𝑤)∇𝑅𝑖 (𝑤)𝑇 + 2𝜆∇𝑅𝑖 (𝑤) (∇2𝑅𝑖 (𝑤)𝑤)𝑇

+ 2𝜆∇2𝑅𝑖 (𝑤)𝑤∇𝑅𝑖 (𝑤)𝑇

+ 2𝜆(∇2𝑅𝑖 (𝑤)𝑤) (∇2𝑅𝑖 (𝑤)𝑤)𝑇
(31)

The smallest eigenvalue of the addition of two matrices is
greater than the sum of the smallest eigenvalues of the two
matrices. The smallest eigenvalue of the second, third and
fourth terms on the right-hand side of the inequality is clearly
zero. The absolute values of the eigenvalues of the fifth and
sixth terms are smaller than their norms.

Based on (6), we can easily have

∥∇3𝑅𝑖 (𝑤)∥ ≤ 𝜌 (32)

Based on earlier assumptions and the eigenvalue inequality of
the Hermite matrix, we can further deduce to

∇2 𝑓𝑖 (𝑤) ⪰ 𝜇 + 2𝜆(3𝜇2 − 𝐺𝜌) · 𝑤⊤𝑤 − 8𝜆𝜇𝜃𝑖 . (33)

When the value of 𝜆 conforms to inequality (16), then we get,

∇2 𝑓𝑖 (𝑤) ⪰ 6𝜆𝜇2 · 𝑤⊤𝑤 + 𝜇′ ⪰ 𝜇′. (34)

According to the second-order properties of convex functions,
it can be demonstrated that inequality (28) holds.
Meanwhile since the first derivative of 𝑓𝑖 (𝑤) is:

∇ 𝑓𝑖 (𝑤) =∇𝑅𝑖 (𝑤)
+ 2𝜆∇𝑅𝑖 (𝑤)⊤𝑤 [∇2𝑅𝑖 (𝑤)𝑤 + ∇𝑅𝑖 (𝑤)],

(35)

when 𝑤 = 𝑤∗
𝑖
, thereby ∇𝑅𝑘 (𝑤∗

𝑖
) = 0, we have

∇ 𝑓𝑖 (𝑤∗
𝑖 ) =∇𝑅𝑘 (𝑤∗

𝑖 )
+ 2𝜆∇𝑅𝑖 (𝑤∗

𝑖 )⊤𝑤∗
𝑖 [∇2𝑅𝑖 (𝑤∗

𝑖 ) · 𝑤∗
𝑖 ]

+ 2𝜆∇𝑅𝑖 (𝑤∗
𝑖 )⊤𝑤∗

𝑖 [∇𝑅𝑖 (𝑤∗
𝑖 )]

=0.

(36)

Equality (36) is equivalent to that the unique optimal solution
of the function 𝑓𝑖 (𝑤) is 𝑤∗

𝑖
which is the optimal solution of

𝑅𝑖 (𝑤)
□

This implies that when designing the loss function, careful
consideration must be given to the value of 𝜆. Indeed, due to
the inherent difficulty in assessing the convexity and smooth-
ness of the empirical risk loss, it is practically impossible to
quantitatively compute an upper bound for 𝜆. However, in
practical applications, we observe that a relatively small 𝜆

typically suffices to ensure the convergence of the algorithm,
indicating that ensuring this upper bound is not particularly
challenging. Next, we will demonstrate that under this design
of 𝜆, the loss function incorporating the penalty term will
simultaneously exhibit smoothness.

Theorem 5. (L’- Smoothness)
Based on (1), the below inequality holds,

𝑅(𝑤1) − 𝑅(𝑤2) ≤ < ∇𝑅(𝑤2), 𝑤1 − 𝑤2 >

+ 𝐿′

2
∥𝑤1 − 𝑤2∥2,

(37)

where,

𝐿′ = 𝐿 + 10𝜆𝐿2𝛽2 + 4𝜆𝐺2 + 2𝐺𝜌𝜆𝛽2. (38)

When 𝜆 is chosen appropriately, the loss function 𝑓𝑘 (𝑤) is
convex. Similarly, a smoothing hypothesis about the new loss
function 𝑅𝑘 (𝑤) can be given based on the existing hypothesis.

Proof. Similarly to the proof of (28), we investigate the
second-order derivative of the loss function. According to (1),
When 𝑤1 = 0, we have

∇𝑅𝑘 (𝑤)⊤𝑤 ≥ 𝑅𝑘 (𝑤) − 𝑅𝑘 (0) +
𝐿

2
𝑤⊤𝑤, (39)

thus,

∇2 𝑓𝑘 (𝑤) ⪯∇2𝑅𝑘 (𝑤)
+ 2𝜆[∇2

𝑘𝑅(𝑤)𝑤] [∇
2
𝑘𝑅(𝑤)𝑤]

⊤

+ 2𝜆∇𝑅𝑘 (𝑤)∇𝑅𝑘 (𝑤)⊤

+ 8𝜆∇2𝑅𝑘 (𝑤) [𝑅𝑘 (𝑤) − 𝑅𝑘 (0) +
𝐿

2
𝑤⊤𝑤]

+ 2𝜆[∇𝑅𝑘 (𝑤)⊤𝑤] [∇3𝑅𝑘 (𝑤)𝑤]⊤.

(40)

Based on (1), (4), (6) and the eigenvalue inequality of the
Hermite matrix. The largest eigenvalue of the addition of two
matrices is less than the sum of the largest eigenvalues of the
two matrices, while 𝑅𝑘 (𝑤) ≤ 𝑅𝑘 (0), we can further deduce
to

∇2 𝑓𝑘 (𝑤) ⪯ 𝐿 + 2𝜆(5𝐿2 · 𝑤⊤𝑤 + 2𝐺2 + 𝐺𝜌 · 𝑤⊤𝑤). (41)

According to the second-order properties of smooth functions,
it can be demonstrated that inequality (5) holds. □

Based on the above Lemma, the convergence of loss
function FedIPM without isolation of data can be proved
in Appendix-B Based on the above conclusions, we have
established that the loss function incorporating the penalty
term is convex and smooth. Additionally, in the centralized
setting, grouping data by environment allows us to obtain
the optimal invariant parameters under the current penalty
term using gradient descent. Next, we will shift our focus
to the context of edge intelligence and further analyze the
convergence properties of invariant learning within a federated
framework.

In the server aggregation convergence analysis, we assume
all selected I𝐼𝐷 devices are able to participate in every
aggregation steps. For subsequent proof of convergence, het-
erogeneity measurement between environments is defined as:

Assumption 7. (Bounded Data Heterogeneity):
For each client, there exists a constant 𝜙 ≥ 0, such that

∥𝑤∗
𝑖 − 𝑤𝐼 ∥2 ≤ 𝜙2 (42)



where 𝑤∗
𝑖

represent the optimal parameter of local function
𝑓𝑖 (𝑤) In the previous section, we have demonstrated that the
loss function constructed in this paper guides the parameters
towards a global invariant optimal parameter under a central-
ized framework. Based on these assumptions and conclusions,
we will now prove that the loss function will still converge
towards the optimal invariant parameter under a federated
structure. This convergence is the foundation upon which our
algorithm is built.

Theorem 6. (The Upper Bound of Federated Loss Functions
with Invariant Penalty)
With the invariant penalty, the loss function 𝑓(𝑤) holds

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤𝐼 ) ≤ 𝐵2

2𝜂𝑇
+ 2𝐿′

𝜇𝑇2 [𝐿
′𝐵2 + (𝜇′ + 𝐿)𝜙2] (43)

where �̂�(𝑇) = 1
𝑇

∑𝑇
𝑡=1 𝑤

𝑡+1, representing the running average
of output global parameters in the center.

Proof. See detailed proof in Appendix C. Consider Theorem
4 and Theorem 5, we have

𝑓 (𝑤𝑡 ) − 𝑓 (𝑤𝐼 ) ≤< ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡+1 − 𝑤∗ > + 𝑓 (𝑤𝑡 )

− 𝑓 (𝑤𝑡+1) + 𝐿′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (44)

By applying rearrangement to above inequality, we obtain

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 ) ≤< ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡+1 − 𝑤∗ > +𝐿
′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2

(45)

Since (∥𝑤𝑡+1 −𝑤𝑡 ∥ + ∥𝑤𝑡+1 −𝑤∗∥)2 ≥ 0, 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 ) has
following quality

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 ) ≤ 1
2𝜂

(∥𝑤𝑡 − 𝑤𝐼 ∥2 − ∥𝑤𝑡+1 − 𝑤𝐼 ∥2)

+ 1
2
(𝐿′ − 1

𝜂
)∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (46)

Due to the inequality of arithmetic and geometric means, we
have

𝑇∑︁
𝑡=1

∥𝑤𝑡+1 − 𝑤𝑡 ∥2 ≥ 1
𝑇
(∥

𝑇∑︁
𝑡=1

∥𝑤𝑡+1 (𝑤𝑡+1 − 𝑤𝑡 ))

=
1
𝑇
∥𝑤𝑇+1 − 𝑤1∥2 (47)

According to (28). we have

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤𝐼 ) ≤ 1
𝑇

𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )] (48)

where �̂�(𝑇) := 1
𝑇

∑𝑇
𝑡=1 𝑤

𝑡+1, which means the upper bound of
loss function can be represent by

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤𝐼 ) ≤ 𝐵2

2𝜂𝑇
+ 𝐿′

2𝑇2 ∥𝑤
𝑇+1 − 𝑤1∥2 (49)

Since ∇ 𝑓𝑖 (𝑤∗
𝑖
) = 0 has been proved in (36), we have

∥𝑤𝑡 − 𝑤∗
𝑖 ∥2 ≤ 1

𝜇
[ 𝑓𝑖 (𝑤𝑡 ) − 𝑓𝑖 (𝑤∗

𝑖 )] (50)

So ∥𝑤𝑡 − 𝑤𝐼 ∥2 can be limited by following elements

∥𝑤𝑡 − 𝑤𝐼 ∥2 =
∑︁
𝑖∈I𝐼𝐷

𝑎𝑖 ∥𝑤𝑡 − 𝑤∥2

≤
∑︁
𝑖∈I𝐼𝐷

2𝑎𝑖 (∥𝑤𝑡 − 𝑤∗
𝑖 ∥2 + ∥𝑤𝐼 − 𝑤∗

𝑖 ∥2)

≤
∑︁
𝑖∈I𝐼𝐷

2𝑎𝑖 (
2
𝜇′

𝑓𝑖 (𝑤𝑡 ) − 2
𝜇′

𝑓𝑖 (𝑤∗
𝑖 ) + ∥𝑤𝐼 − 𝑤∗

𝑖 ∥2)

(51)

Hence, ∥𝑤𝑇+1 − 𝑤1∥2 can be bounded as

∥𝑤𝑇+1 − 𝑤1∥2 ≤≤ 4𝐿′𝐵2

𝜇′
+ (4 + 4𝐿′

𝜇′
)𝜙2 (52)

Plugging (2) in (75), we have
𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )] ≤ 𝐵2

2𝜂
+ 𝐿′

2𝑇
( 4𝐿′𝐵2

𝜇′
+ (4 + 4𝐿′

𝜇′
)𝜙2)

=
𝐵2

2𝜂
+ 2𝐿′

𝑇𝜇′
[𝐿′𝐵2 + (𝜇′ + 𝐿′)𝜙2]

(53)

According to Theorem 2 (28), we have

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤∗) ≤ 1
𝑇

𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )]

=
𝐵2

2𝜂𝑇
+ 2𝐿′

𝑇2𝜇′
[𝐿′𝐵2 + (𝜇′ + 𝐿′)𝜙2] (54)

□

Therefore, after incorporating the invariance penalty term,
the global optimum point shifts. In the federated framework,
the model continues to converge at the same rate to the unique
invariance optimum point.

VI. SIMULATION RESULTS

In this chapter, we will discuss the performance of the
invariant federated learning algorithm proposed in this paper
in edge intelligence scenarios in three parts. Firstly, we will
discuss the impact of heterogeneous and asynchronous clients,
and demonstrate that the proposed algorithm can provide
basic performance guarantees for non-participating clients.
Secondly, we will compare the generalization ability of our
algorithm with the current state-of-the-art algorithms. Finally,
we will test the generalization effect of the proposed algorithm
in mixed environments, where models with anti-confounding
capabilities can be considered to have preliminary causality.

A. Exit Strategy for Aberrant Clients

In this experiment, we aim to empirically prove that the
exit strategy proposed in the theoretical analysis is beneficial
to the global system. The preceding theoretical analysis has
demonstrated that the participation of clients with delays
and those exhibiting strong heterogeneity can impede the
aggregation process. The global setup comprises 20 clients,
among which one is designated as an aberrant client. Three
distinct anomalous scenarios are considered, with the accuracy



Fig. 3: Trend of accuracy and loss function changes as the degree of anomaly changes

TABLE II: Average test accuracy using leave-one-out domain validation in the scenario with different number of clients.

Algorithms / %

Datasets-clients
RotateMNIST-

5
RotateMNIST-

50
PACS-5 PACS-50 VLCS-5 VLCS-50

FedAvg 94.32 ± 0.09 90.82 ± 0.57 81.33 ± 0.01 65.91 ± 0.02 76.15 ± 0.01 70.12 ± 0.01

FedIIR 95.33 ± 0.14 94.20 ± 0.40 81.23 ± 0.01 68.41 ± 0.02 76.47 ± 0.01 74.50 ± 0.01

FedIPM 96.40 ± 0.20 95.68 ± 0.43 81.75 ± 0.01 69.34 ± 0.01 76.53 ± 0.01 75.27 ± 0.01

on the training set serving as a metric for aggregation efficacy,
and the reduction of loss to a relatively low value as an
indicator of aggregation speed.

In the first scenario, the anomalous client requires more
than one round to compute new local parameters. Utilizing a
Non-iid CIFAR-10 dataset and a CNN model, we investigate
the impact of the anomalous client’s training duration on
aggregation. The second scenario involves an anomalous client
that successfully receives and transmits parameters with a
certain probability. Employing the same dataset and model
configuration as the first scenario, we examine the effect of
transmission success rate on aggregation. Considering that the
impact of the first and second types of anomalous clients on
the loss function becomes less observable in the later stages
of training, it is assumed that all clients participate in at least
one round of aggregation at the beginning. The third scenario
features an anomalous client with pronounced heterogene-
ity, constructed by rotating images from a handwritten digit
dataset, with a CNN model employed. Stable participating
clients are subjected to rotations of 0, 15, 30, 45, 60, and 75
degrees, while the anomalous client’s degree of heterogeneity
is considered stronger the greater the deviation from these
angles. We assess the influence of heterogeneity intensity on
aggregation performance.

In all three experiments, training without the anomalous
client serves as the benchmark, against which the impact of the
anomalous conditions is compared. From the analysis in figure

3, it can be observed that the participation of anomalous clients
in training affects the aggregation speed and final performance
of the model to varying degrees. Compared to scenarios where
such clients do not participate at all, “slow” clients degrade
the model’s performance on the training set. Clients with
extremely poor training capabilities, due to their infrequent
participation, have a relatively minor detrimental effect on per-
formance. As the training capability of clients improves, which
means the number of rounds required for training decreases,
the performance initially worsens significantly before slowly
recovering, aligning with the theoretical analysis. At its worst,
the performance degradation exceeds 35%. Additionally, slow
clients significantly reduce the aggregation speed. Similar
to the first anomalous scenario, the degradation caused by
limited communication environments is pronounced, showing
an initial decline followed by a rise, although under our current
parameter settings, a recovery to benchmark accuracy levels
has not been observed. In the third anomalous scenario, as
the degree of anomaly increases, the final model accuracy
significantly decreases, with a maximum degradation of up
to 20%. Unlike the first two scenarios, a slight recovery in
accuracy is noted when digits are rotated by 180 degrees,
which we tentatively attribute to the fact that multiple 180-
degree rotations align with the original image orientation.
In terms of convergence speed, when the heterogeneity of
anomalous clients is minimal, there is no significant hindrance
to aggregation. However, as the degree of heterogeneity in-



Fig. 4: Average test accuracy with different hyperparameter 𝜆.

Fig. 5: Train and test accuracy using causal validation with different
quality of confounding in CNN network.

creases, its impact on aggregation speed becomes markedly
evident. Furthermore, the red dashed line in the accuracy graph
represents the performance of our proposed FedIPG algorithm
on participating training clients. When anomalous clients do
not participate in training, FedIPG does not exhibit significant
performance degradation compared to traditional algorithms.

In summary, we have demonstrated that anomalous clients
adversely affect both the final performance and the learning
speed of model training. Therefore, provided that sufficient
data volume can be ensured, an exit strategy is viable to
safeguard the performance and learning speed for the majority
of clients. Next, we will ensure through the FedIPG algorithm
that exiting clients can achieve satisfactory performance, even
in the presence of heterogeneity.

B. Leave-One-Domain-Out Generalization

In our experiments on domain generalization and OOD
generalization, we adopt a “leave one domain out” design. The
dataset is divided into several domains based on categories,
with one domain withheld during training and used solely
for OOD testing (see Fig. 6). For instance, the PACS dataset
comprises four style-based domains (art painting, cartoon,
photo, sketch), each containing seven classes (dog, elephant,
guitar, giraffe, horse, house, person). The model is trained on
three domains to build a seven-class classifier, which is then
evaluated on the held-out domain.

We validated our approach using three datasets: RotateM-
NIST, PLCS, and VLCS. Different network architectures were
used per dataset: AlexNet for RotateMNIST and ResNet for
VLCS and PACS. Two comparative algorithms were em-

TABLE III: Average test accuracy using causal validation with different
quality of confounding in MLP network.

Algorithms

Stain
Foreground Background Both

ERM 55.78 ±2.61 52.79 ±1.31 66.46 ±4.07

FedAvg 45.73 ±1.51 49.71 ±1.23 52.78 ±4.16

FedIPM 63.99 ± 1.48 62.77 ± 1.15 62.08 ± 4.241

ployed: FedAvg and FedIIR (the state-of-the-art federated
algorithm for OOD generalization). Notably, FedIPG requires
only half the communication rounds of FedIIR, making it more
robust in environments with unstable communication.

To simulate varying scales of edge intelligence, we designed
experiments with 5 and 50 clients, each holding data from a
single domain. As the number of clients increases, the data
per client decreases, which necessitates stronger aggregation.
We allocate 90% of each client’s data for training and the
remaining 10

Table II shows that FedIPG outperforms all baselines across
datasets and client scales. For simpler tasks with minimal OOD
discrepancies, invariance processing yields modest improve-
ments over conventional federated learning methods, albeit
with increased variance. In contrast, for more complex tasks,
invariance-based methods achieve nearly a 5% performance
gain over traditional algorithms, and they outperform current
state-of-the-art approaches, particularly in scenarios with many
clients. Thus, FedIPG enhances OOD generalization without
incurring extra communication overhead.

In our theoretical analysis, the hyperparameter governing
the trade-off between the penalty term and the loss function
is constrained within a limited range. We experimentally
assessed its impact on training across three datasets with 50
clients. As shown in Fig. 4, when the hyperparameter is within
(0.0001, 0.01), FedIPG significantly improves performance.
However, for complex datasets and networks, larger hyperpa-
rameter values degrade performance noticeably, as illustrated
by the bar chart. Simpler tasks and models exhibit performance
gains over a broader hyperparameter range, as seen in the line
chart. Consequently, for more complex tasks, it is advisable
to select a smaller hyperparameter value to avoid degradation.

C. Anti-Confounding Causal Generalization

In this subsection, Algorithms are tested for learning nonlin-
ear invariant predictors with a synthetic classification task de-
rived from CMNIST. The goal is to predict a label assigned to
each image based on the digit. Meanwhile, MNIST images are
gray-scale, and the images’ foreground, background, or both
are colored with ten different colors that correlate strongly
with the class label. The correlation between clients and the
test set is spurious, as shown in Fig 6.

In the CNN network, a comparison is made with traditional
federated learning algorithms and the FedIIR algorithm. The
network structures of the three algorithms are identical to
those used in the previous RotateMNIST experiment. We fix
ten color and digit combinations, and in each experiment, we



Fig. 6: Two different experimental designs verify the generalization ability of the model when the environment variables are label dependent
and independent.

Fig. 7: The accuracy curves of three algorithms based on inference in data with different quality of confounding.

randomly allocate nine of these to 50 clients as the training set,
while the remaining one serves as the test set post-training. As
shown in Fig 5, the average performance of FedIPG across ten
tests is improved by 5% compared to traditional algorithms,
and it still shows a 2% improvement over the current best
out-of-distribution generalization model. Moreover, in the ten
experiments where each of the ten combinations is used as
the test set, FedIPG achieves the highest test accuracy five
times, which is the highest among all three algorithms. This
is a preliminary validation that, in a leave-one-domain-out
test structure with added causally related confounding factors,
invariance-based algorithms, especially FedIPG, maintain a
significant advantage.

Further, a comparison is made in the MLP network with
centralized algorithms and traditional federated learning al-
gorithms. The foreground staining area is less than 50%,
the background staining area is more than 50%, and images
stained both in the foreground and background have a staining
area of 100%. This increase in the staining area presents the
interference strength of confounding factors. We set the target
accuracy at 60%, requiring five clients and 600 samples per
client for foreground staining, five clients and 2000 samples
per client for background staining, and twenty clients with
2000 samples per client for foreground and background.
As heterogeneity increases, the FedIPG algorithm, based on
invariance penalty terms, can maintain anti-confounding ca-
pabilities by increasing the number of samples and clients.
When the quality of the confounding features is not severe,
conventional algorithms perform worse than the proposed,
centralized or distributed algorithm, which is recorded in Table
III and Fig. 7. This demonstrates that FedIPG has a specific

capability for causal identification and anti-confounding, even
though it does not explicitly model causal relationships and
causal features. However, when it is significantly confounding,
the performance of FedIPG, although still much better than
FedAvg, is inferior to that of centralized algorithms. This
indicates that FedIPG’s causal inference capability remains
relatively weak, and its performance does not match that of
centralizing the data.

The results clearly illustrate that in scenarios characterized
by significant heterogeneity among environments, ERM and
FedAvg may not perform as expected due to the reversal
of correlation direction in the test environment. FedIPM
stands out by effectively extracting nonlinear invariant pre-
dictors across multiple environments within centralized and
distributed frameworks. Most notably, the final accuracy of
all four OOD tests underscores the reliable generalization
capability of FedIPM.

VII. CONCLUSION

In this paper, we propose a novel approach to address
the challenges of heterogeneity and asynchrony in federated
learning. To ensure the aggregation effectiveness and speed for
the majority of clients, it is advisable to allow aberrabt clients
to exit the training process, thereby mitigating heterogeneity
and system latency. This strategy is complemented by a model
with out-of-distribution generalization capabilities, which is
named FedIPG, ensuring baseline performance for the exiting
clients. Our system achieves better overall performance for
both training clients and out-of-distribution clients. Addition-
ally, we have discovered that, with the support of invariance,
FedIPG exhibits preliminary causal properties. Exploring how



to leverage more advanced causal relationships within feder-
ated systems to enhance generalization represents a potential
direction for future research.
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[20] P. Jonas, P. Bühlmann, and N. Meinshausen, “Causal inference by using
invariant prediction: identification and confidence intervals,” Journal of
the Royal Statistical Society Series B: Statistical Methodology, vol. 78,
no. 5, pp. 947–1012, 2016.

[21] J. Liu, Z. Shen, Y. He, X. Zhang, R. Xu, H. Yu, and P. Cui,
“Towards out-of-distribution generalization: A survey,” arXiv preprint
arXiv:2108.13624, 2021.

[22] C. Liu, X. Sun, J. Wang, H. Tang, T. Li, T. Qin, W. Chen, and T.-Y. Liu,
“Learning causal semantic representation for out-of-distribution predic-
tion,” Advances in Neural Information Processing Systems, vol. 34, pp.
6155–6170, 2021.

[23] R. Wang, M. Yi, Z. Chen, and S. Zhu, “Out-of-distribution generalization
with causal invariant transformations,” Proceedings of the IEEE/CVF
Conference on Computer Vision and Pattern Recognition, pp. 375–385,
2022.

[24] D. Krueger, E. Caballero, J.-H. Jacobsen, A. Zhang, J. Binas, D. Zhang,
R. L. Priol, and A. Courville, “Out-of-distribution generalization via risk
extrapolation,” International Conference on Machine Learning. PMLR,
pp. 5815–5826, 2021.

[25] K. Muandet, D. Balduzzi, and B. Schölkopf, “Domain generalization
via invariant feature representation,” PMLR, pp. 10–18, 2013.

[26] E. Rosenfeld, P. Ravikumar, and A. Risteski, “The risks of invariant risk
minimization,” arXiv preprint arXiv:2010.05761, 2020.

[27] L. Zhang, X. Lei, Y. Shi, H. Huang, and C. Chen, “Federated learning
with domain generalization,” arXiv preprint arXiv:2111.10487, 2021.

[28] A. T. Nguyen, P. H. S. Torr, and S.-N. Lim, “Fedsr: A simple and ef-
fective domain generalization method for federated learning,” Advances
in Neural Information Processing Systems, vol. 35, pp. 38 831–38 843,
2022.

[29] P. Venkateswaran, V. Isahagian, V. Muthusamy, and N. Venkatasubra-
manian, “Fedgen: Generalizable federated learning for sequential data,”
Advances in Neural Information Processing Systems, pp. 308–318, 2023.

[30] Y. Guo, K. Guo, X. Cao, T. Wu, and Y. Chang, “Out-of-distribution
generalization of federated learning via implicit invariant relationships,”
International Conference on Machine Learning.PMLR, pp. 11 905–
11 933, 2023.

[31] A. Ramé, C. Dancette, and M. Cord, “Fishr: Invariant gradient vari-
ances for out-of-distribution generalization,” International Conference
on Machine Learning.PMLR, pp. 18 347–18 377, 2022.

[32] Y. Chen, X. Qin, J. W. C. Yu, and W. Gao, “Fedhealth: A federated
transfer learning framework for wearable healthcare,” IEEE Intelligent
Systems, vol. 35, no. 4, pp. 83–93, 2020.

[33] Z. H. Tang K, Huang J, “Long-tailed classification by keeping the good
and removing the bad momentum causal effect,” Advances in neural
information processing systems, pp. 33: 1513–1524, 2020.

[34] Y. Chen, Y. Ning, M. Slawski, and H. Rangwala, “Asynchronous online
federated learning for edge devices with non-iid data,” in 2020 IEEE
International Conference on Big Data (Big Data). IEEE, 2020, pp.
15–24.

[35] C. Fang, Y. Gu, W. Zhang, and T. Zhang, “Convex formulation of over-
parameterized deep neural networks,” IEEE Transactions on Information
Theory, vol. 68, no. 8, pp. 5340–5352, 2022.

[36] Z. Cui, T. Yang, X. Wu, H. Feng, and B. Hu, “The data value
based asynchronous federated learning for uav swarm under unstable
communication scenarios,” IEEE Transactions on Mobile Computing,
vol. 23, no. 6, pp. 7165–7179, 2024.

[37] H. Wu and P. Wang, “Fast-convergent federated learning with adaptive
weighting,” IEEE Transactions on Cognitive Communications and Net-
working, vol. 7, no. 4, pp. 1078–1088, 2021.

[38] Y. Zhang, J. C. Duchi, and M. Wainwright, “Communication-efficient
algorithms for statistical optimization,” Advances in neural information
processing systems, vol. 25, 2012.

[39] Y. Guo, K. Guo, X. Cao, T. Wu, and Y. Chang, “Out-of-distribution
generalization of federated learning via implicit invariant relationships,”
International Conference on Machine Learning.PMLR, pp. 11 905–
11 933, 2023.

[40] A. Bellot and M. van der Schaar, “Accounting for unobserved confound-
ing in domain generalization,” arXiv preprint arXiv:1811.03604, 2018.

[41] D. Avdyukhin and S. P. Kasiviswanathan, “Federated learning under
arbitrary communication patterns,” International Conference on Machine
Learning.PMLR, pp. 425–435, 2021.

[42] A. O. Alireza Fallah, Aryan Mokhtari, “Personalized federated learning:
A meta-learning approach,” arXiv preprint arXiv:2301.12383, 2020.



APPENDIX

APPENDIX A: PROOF OF THEOREM 1 AND 2

Theorem 1. (The Value Analysis for Heterogeneous client)
For a optimization started from the origin of coordinates, while 𝑤𝑡 = 𝜅 𝑤𝐼

∥𝑤𝐼 ∥ + 𝜈
𝑤𝑒

ℎ

∥𝑤𝑒
ℎ
∥ , 𝜅 ∈ (0, 1) and 𝜈 ∈ (−∥𝑤𝑒

ℎ
∥, ∥𝑤𝑒

ℎ
∥). The

value of client ℎ in iteration 𝑡 can be represent as:

𝑝𝑡ℎ = 𝜂
𝑛𝑖

𝑛
(

𝑈𝑖 ((1 − 𝜅)2 − 𝜈(∥𝑤𝑒
ℎ
∥ − 𝜈))√︁

(1 − 𝜅)2 + 𝜈2
√︃
(1 − 𝜅)2 + (∥𝑤𝑒

ℎ
∥ − 𝜈)2

− 𝐿

2
𝑉2
𝑖 ) (55)

Proof: 𝜃𝑡
𝑖

represents the angle between ∇𝑅𝑖 (𝑤𝑡 ) and ∇𝑅(𝑤𝑡 ), we use 𝑤𝑡 − 𝑤∗ and 𝑤𝑡 − 𝑤∗
𝑒 to approximate ∇𝑅(𝑤𝑡 )

∇𝑅𝑖 (𝑤𝑡 ), which means cos 𝜃𝑡
𝑖

can be written as

cos 𝜃𝑡𝑖 =< ∇𝑅(𝑤𝑡 ),∇𝑅𝑖 (𝑤𝑡 ) >

≈
< 𝑤𝑡 − 𝑤𝐼 , 𝑤𝑡 − 𝑤∗

ℎ
>

∥𝑤𝑡 − 𝑤𝐼 ∥∥𝑤𝑡 − 𝑤∗
ℎ
∥

=

< 𝜅 𝑤𝐼

∥𝑤𝐼 ∥ + 𝜈
𝑤𝑒

ℎ

∥𝑤𝑒
ℎ
∥ − 𝑤𝐼 , 𝜅 𝑤𝐼

∥𝑤𝐼 ∥ + 𝜈
𝑤𝑒

ℎ

∥𝑤𝑒
ℎ
∥ − 𝑤∗

ℎ
>

∥ 𝑤𝐼

∥𝑤𝐼 ∥ + 𝜈
𝑤𝑒

ℎ

∥𝑤𝑒
ℎ
∥ − 𝑤𝐼 ∥∥ 𝑤𝐼

∥𝑤𝐼 ∥ + 𝜈
𝑤𝑒

ℎ

∥𝑤𝑒
ℎ
∥ − 𝑤∗

ℎ
∥

=
(∥𝑤𝐼 ∥ − 𝜅)2 − 𝜈(∥𝑤𝑒

ℎ
∥ − 𝜈)

(∥𝑤𝐼 ∥ − 𝜅)2 + (∥𝑤𝑒
ℎ
∥ − 𝜈)2 (56)

we introduce (56) into (14), we have

𝑝𝑡ℎ = 𝜂
𝑛𝑖

𝑛
(

𝑈𝑖 ((1 − 𝜅)2 − 𝜈(∥𝑤𝑒
ℎ
∥ − 𝜈))√︁

(1 − 𝜅)2 + 𝜈2
√︃
(1 − 𝜅)2 + (∥𝑤𝑒

ℎ
∥ − 𝜈)2

− 𝐿

2
𝑉2
𝑖 ) (57)



APPENDIX B: CENTRALIZED CONVERGENCE OF FEDIPG

Based on the above Lemma, the convergence of loss function FedIPM without isolation of data will be proved as the
benchmark of federated framework. The weighted summation of a convex function is a convexity preserving operation. Based
on (28), we obtain:

Theorem 2. If gradient descent for 𝑡 iterations is performed with a fixed step size 𝜂 ≤ 1
𝐿′ , it will yield a solution 𝑓 (𝑤𝑇 ) which

satisfies

𝑓 (𝑤𝑇 ) − 𝑓 (𝑤𝐼 ) ≤
∥𝑤0 − 𝑤𝐼 ∥2

2
2𝑇𝜂

, (58)

where 𝑤𝐼 is the optimal invariant parameter and 𝜂 is the learning rate. If the optimization started from the origin of the
parameter space,, then:

𝑓 (𝑤𝑇 ) − 𝑓 (𝑤𝐼 ) ≤
∥𝑤𝐼 ∥2

2
2𝑇𝜂

. (59)

Proof. It can deduced that global loss function 𝑓 (𝑤) also has the property of smoothness. If we assume 𝜂 ≤ 1
𝐿′ , we can

conclude the following:

𝑓 (𝑤𝑡+1) ≤ 𝑓 (𝑤𝑡 ) + 1
2
𝜂∥∇ 𝑓 (𝑤𝑡 )∥2

2. (60)

Since weighted summation is a operation that preserve convexity, 𝑓 (𝑤) is a convex function whose optimal parameter is
𝑤 = 𝑤𝐼 . We can write

𝑓 (𝑤𝐼 ) ≥ 𝑓 (𝑤𝑡 ) + ∇ 𝑓 (𝑤𝑡 )⊤ (𝑤𝐼 − 𝑤𝑡 ). (61)

Plugging above inequality to the in, we obtain:

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )

≤ 1
2𝜂

[2𝜂∇ 𝑓 (𝑤𝑡 )⊤ (𝑤𝑡 − 𝑤𝐼 ) − 𝜂2∥∇ 𝑓 (𝑤𝑡 )∥2
2)]

≤ 1
2𝜂

(∥𝑤𝑡 − 𝑤𝐼 ∥2
2 − ∥𝑤𝑡+1 − 𝑤𝐼 ∥).

(62)

Summing over all iterations, since 𝑓 (𝑤) is decreasing on every iteration, if the optimization started from the origin of
coordinates, we conclude that:

𝑓 (𝑤𝑡 ) − 𝑓 (𝑤𝐼 ) ≤ 1
𝑡

𝑡∑︁
𝑖=1

( 𝑓 (𝑤𝑖) − 𝑓 (𝑤𝐼 )

≤
∥𝑤0 − 𝑤𝐼 ∥2

2
2𝜂𝑡

=
∥𝑤𝐼 ∥2

2
2𝜂𝑡

.

(63)

Gradient decent is guaranteed to converge at 𝑤𝐼 when loss function is calculated without isolation of data. □
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Theorem 3. (The Upper Bound of Loss Functions with Invariant Penalty)
With the invariant penalty, the loss function 𝑓(𝑤) holds

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤𝐼 ) ≤ 𝐵2

2𝜂𝑇
+ 2𝐿′

𝜇𝑇2 [𝐿
′𝐵2 + (𝜇′ + 𝐿)𝜙2] (64)

where �̂�(𝑇) = 1
𝑇

∑𝑇
𝑡=1 𝑤

𝑡+1, representing the running average of output global parameters in the center.

Proof: Consider Theorem 4, we have

𝑓 (𝑤𝑡 ) − 𝑓 (𝑤𝐼 ) ≤< ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡 − 𝑤𝐼 > − 𝜇′

2
∥𝑤𝐼 − 𝑤𝑡 ∥2

≤< ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡+1 − 𝑤∗ > + < ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡 − 𝑤𝑡+1 >

(65)

Based on Theorem 5, the upper bound of < ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡 − 𝑤𝑡+1 > can be introduced into the above inequality, which turn to

𝑓 (𝑤𝑡 ) − 𝑓 (𝑤𝐼 ) ≤< ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡+1 − 𝑤∗ > + 𝑓 (𝑤𝑡 ) (66)

− 𝑓 (𝑤𝑡+1) + 𝐿′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (67)

By applying rearrangement to above inequality, we obtain

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 ) ≤< ∇ 𝑓 (𝑤𝑡 ), 𝑤𝑡+1 − 𝑤∗ > +𝐿
′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (68)

Since we have specified the update policy in Equation (2), we have
∑

𝑖∈I𝐼𝐷 𝑎𝑖∇ 𝑓𝑖 (𝑤𝑡 ) = − 1
𝜂
(𝑤𝑡+1 −𝑤𝑡 ). The above inequality

can be rewrite as

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )

≤<
∑︁
𝑖∈I𝐼𝐷

𝑎𝑖∇ 𝑓𝑖 (𝑤𝑡 ), 𝑤𝑡+1 − 𝑤∗ > +𝐿
′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2

≤ −1
𝜂
< 𝑤𝑡+1 − 𝑤𝑡 , 𝑤𝑡+1 − 𝑤∗ > +𝐿

′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (69)

Since (∥𝑤𝑡+1 − 𝑤𝑡 ∥ + ∥𝑤𝑡+1 − 𝑤∗∥)2 ≥ 0, 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 ) has following quality

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )

≤ − 1
2𝜂

(∥𝑤𝑡+1 − 𝑤𝑡 ∥2 + ∥𝑤𝑡+1 − 𝑤𝐼 ∥2) + 𝐿′

2
∥𝑤𝑡+1 − 𝑤𝑡 ∥2

=
1
2𝜂

(∥𝑤𝑡+1 − 𝑤𝑡 ∥2 + 2∥𝑤𝑡+1 − 𝑤𝐼 ∥2) + (𝐿′ − 1
𝜂
)∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (70)

According to the inequality of arithmetic and geometric means, we have ∥𝑤𝑡+1 − 𝑤𝐼 ∥2 ≤ 2∥𝑤𝑡 − 𝑤𝐼 ∥2 + 2∥𝑤𝑡+1 − 𝑤𝐼 ∥2.
Furthermore, we have

𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 ) ≤ 1
2𝜂

(∥𝑤𝑡 − 𝑤𝐼 ∥2 − ∥𝑤𝑡+1 − 𝑤𝐼 ∥2)

+ 1
2
(𝐿′ − 1

𝜂
)∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (71)

By summing (71) over every training iterations, we have

𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )] ≤ 1
2𝜂

(∥𝑤1 − 𝑤𝐼 ∥2 − ∥𝑤𝑇+1 − 𝑤𝐼 ∥2)

+ 1
2
(𝐿′ − 1

𝜂
)

𝑇∑︁
𝑡=1

∥𝑤𝑡+1 − 𝑤𝑡 ∥2 (72)



Due to the inequality of arithmetic and geometric means, we have

𝑇∑︁
𝑡=1

∥𝑤𝑡+1 − 𝑤𝑡 ∥2 ≥ 1
𝑇
(∥

𝑇∑︁
𝑡=1

∥𝑤𝑡+1 (𝑤𝑡+1 − 𝑤𝑡 ))

=
1
𝑇
∥𝑤𝑇+1 − 𝑤1∥2 (73)

Based on above inequalities, we get

𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )]

≤ 1
2𝜂

(∥𝑤1 − 𝑤𝐼 ∥2 − ∥𝑤𝑇+1 − 𝑤𝐼 ∥2)

− 1
2𝑇

( 1
𝜂
− 𝐿′)∥𝑤𝑇+1 − 𝑤1∥2 (74)

≤ 𝐵2

2𝜂
+ 𝐿′

2𝑇
∥𝑤𝑇+1 − 𝑤1∥2 (75)

According to (28). we have

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤𝐼 ) ≤ 1
𝑇

𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )] (76)

where �̂�(𝑇) := 1
𝑇

∑𝑇
𝑡=1 𝑤

𝑡+1, which means the upper bound of loss function can be represent by

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤𝐼 ) ≤ 𝐵2

2𝜂𝑇
+ 𝐿′

2𝑇2 ∥𝑤
𝑇+1 − 𝑤1∥2 (77)

Since ∇ 𝑓𝑖 (𝑤∗
𝑖
) = 0 has been proved in (36), we have

∥𝑤𝑡 − 𝑤∗
𝑖 ∥2 ≤ 1

𝜇
[ 𝑓𝑖 (𝑤𝑡 ) − 𝑓𝑖 (𝑤∗

𝑖 )] (78)

So ∥𝑤𝑡 − 𝑤𝐼 ∥2 can be limited by following elements

∥𝑤𝑡 − 𝑤𝐼 ∥2 =
∑︁
𝑖∈I𝐼𝐷

𝑎𝑖 ∥𝑤𝑡 − 𝑤∥2

≤
∑︁
𝑖∈I𝐼𝐷

2𝑎𝑖 (∥𝑤𝑡 − 𝑤∗
𝑖 ∥2 + ∥𝑤𝐼 − 𝑤∗

𝑖 ∥2)

≤
∑︁
𝑖∈I𝐼𝐷

2𝑎𝑖 (
2
𝜇′

𝑓𝑖 (𝑤𝑡 ) − 2
𝜇′

𝑓𝑖 (𝑤∗
𝑖 ) + ∥𝑤𝐼 − 𝑤∗

𝑖 ∥2) (79)

Hence, ∥𝑤𝑇+1 − 𝑤1∥2 can be bounded as

∥𝑤𝑇+1 − 𝑤1∥2 ≤ 4
𝜇′

𝑓 (𝑤𝑇+1) + 4
𝜇
𝑓 (𝑤1)

+
∑︁
𝑖∈I𝐼𝐷

𝑎𝑖 [4∥𝑤𝐼 − 𝑤∗
𝑖 ∥2 − 8

𝜇′
𝑓𝑖 (𝑤∗

𝑖 )] 𝑓𝑖 (𝑤∗
𝑖 ))

≤ 4𝐿′𝐵2

𝜇′
+

∑︁
𝑖∈I𝐼𝐷

4𝑎𝑖 ∥𝑤𝐼 − 𝑤∗
𝑖 ∥2

+
∑︁
𝑖∈I𝐼𝐷

8𝑎𝑖
𝜇′

( 𝑓𝑖 (𝑤𝐼 ) − 𝑓𝑖 (𝑤∗
𝑖 ))

≤ 4𝐿′𝐵2

𝜇′
+

∑︁
𝑖∈I𝐼𝐷

𝑎𝑖 (4 + 4𝐿′

𝜇′
)∥𝑤𝐼 − 𝑤∗

𝑖 ∥2

≤ 4𝐿′𝐵2

𝜇′
+ (4 + 4𝐿′

𝜇′
)𝜙2 (80)



Plugging (2) in (75), we have
𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )] ≤ 𝐵2

2𝜂
+ 𝐿′

2𝑇
( 4𝐿′𝐵2

𝜇′
+ (4 + 4𝐿′

𝜇′
)𝜙2)

=
𝐵2

2𝜂
+ 2𝐿′

𝑇𝜇′
[𝐿′𝐵2 + (𝜇′ + 𝐿′)𝜙2] (81)

According to Theorem 2 (28), we have

𝑓 (�̂�(𝑇)) − 𝑓 (𝑤∗) ≤ 1
𝑇

𝑇∑︁
𝑡=1

[ 𝑓 (𝑤𝑡+1) − 𝑓 (𝑤𝐼 )]

=
𝐵2

2𝜂𝑇
+ 2𝐿′

𝑇2𝜇′
[𝐿′𝐵2 + (𝜇′ + 𝐿′)𝜙2] (82)
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