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Abstract

This study investigates the role of LLM-
generated synthetic data in cyberbullying detec-
tion. We conduct a series of experiments where
we replace some or all of the authentic data
with synthetic data, or augment the authentic
data with synthetic data. We find that synthetic
cyberbullying data can be the basis for train-
ing a classifier for harm detection that reaches
performance close to that of a classifier trained
with authentic data. Combining authentic with
synthetic data shows improvements over the
baseline of training on authentic data alone for
the test data for all three LLMs tried. These re-
sults highlight the viability of synthetic data as
a scalable, ethically viable alternative in cyber-
bullying detection while emphasizing the crit-
ical impact of LLM selection on performance
outcomes.

1 Introduction

The rapid proliferation of social media platforms
has raised concerns over the prevalence of cyber-
bullying (CB), particularly among vulnerable pop-
ulations like pre-adolescents. Detecting and mit-
igating CB is crucial for maintaining a safe digi-
tal environment and minimizing its psychological
impact. However, creating high-quality labeled
datasets for training CB detection models remains
a significant challenge. Traditional data collection
methods, relying on human annotators, are costly,
time-consuming, and pose ethical concerns. Anno-
tators may experience emotional distress or harm
when exposed to harmful content, which raises
questions about their well-being (AlEmadi and Za-
ghouani, 2024). This highlights the need for alter-
native approaches to generate labeled datasets with-
out requiring human annotators to engage directly
with harmful content. One promising solution is
using large language models (LLMs) for synthetic
data generation.

LLMs have shown remarkable capabilities in

generating human-like text and performing vari-
ous NLP tasks, including text classification and
sentiment analysis (Brown et al., 2020). These
models can be fine-tuned for specific applications
and can generate synthetic data that mimics authen-
tic content while reducing the reliance on human
annotators. The use of LLMs for synthetic dataset
creation holds the potential to alleviate both the fi-
nancial and ethical burdens associated with manual
annotation. Recent studies have demonstrated the
utility of LLM-generated data in NLP tasks where
authentic datasets are scarce or difficult to acquire
(Li et al., 2023).

In this paper, we explore the potential of LLM-
generated datasets for cyberbullying detection. We
investigate several scenarios for integrating LLMs
into the cyberbullying detection pipeline, including
using LLMs directly as classifiers, generating syn-
thetic data for training classifiers, and augmenting
authentic data with synthetic samples. Through
these experiments, we aim to determine the ex-
tent to which synthetic data can improve detection
performance, considering different levels of avail-
ability of manually labeled authentic data.

2 Background

In recent years, the use of LLMs for synthetic data
generation has gained significant traction due to its
efficiency, scalability, and cost-effectiveness com-
pared to human-annotated datasets. Given that
LLMs demonstrate human-like behavior in nat-
ural language understanding, many studies have
explored their potential in generating synthetic
datasets for various NLP tasks. Some works fo-
cus on creating entire datasets from scratch, while
others utilize LLMs as annotators to label existing
authentic data. (He et al., 2021, 2022) generate syn-
thetic data for knowledge distillation, self-training,
and few-shot learning tasks, which was then anno-
tated using state-of-the-art classifiers. (Bonifacio
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et al., 2022) employ LLMs to generate labeled data
in a few-shot manner for information retrieval. The
synthetic data is then used to fine-tune smaller re-
trieval models, which are later used to rerank search
results from an initial retrieval system. (Yoo et al.,
2021) generate augmented text samples by select-
ing a few sentences from task-specific training data
and embedding them into prompts. (Anaby-Tavor
et al., 2020) fine-tune a pre-trained LM on a small
labeled dataset and then uses it to generate new la-
beled text samples based on class labels to improve
text classification performance. (Meng et al., 2022)
employ an LLM to generate class-conditioned texts
based on label-descriptive prompts for classifica-
tion task.

While the aforementioned studies focus on gen-
eral NLP tasks, some research has specifically ex-
plored synthetic data generation for domains such
as medical and harmful-content detection. (Wang
et al., 2024) introduced NoteChat, a multi-agent
framework designed to generate synthetic patient-
physician conversations based on clinical docu-
ments. (Ghanadian et al., 2024) generated socially
aware synthetic datasets for suicidal ideation detec-
tion. They first identified key social factors related
to suicidal ideation. Then they generated synthetic
datasets using zero-shot and few-shot learning tech-
niques. These datasets were then used to fine-tune
classifiers, which were tested on one authentic and
synthetic-labeled datasets. Previous studies utiliz-
ing synthetic data have reported mixed findings on
whether LLM-generated synthetic data can effec-
tively train models to perform at a level comparable
to those trained on real-world data(Li et al., 2023).
There has also been research specifically focusing
on generating semi-synthetic data for CB detec-
tion. (Ejaz et al., 2024) generated a semi-synthetic
CB dataset by creating synthetic users. Aggressive
and non-aggressive messages were then sourced
from existing authentic datasets and randomly as-
signed to user interactions. The dataset labels CB
instances using a threshold-based approach, flag-
ging interactions as CB if they meet predefined
criteria for peerness, intent to harm, and message
repetition. This study creates a dataset which try
to simulate real CB behaviors, where the users are
semi-synthetic, and the messages are generated us-
ing a combination of existing authentic CB datasets
and synthetic data. Perez and Karmakar (2023)
generated a synthetic CB dataset using a Bayesian
Network model trained on real-world survey data
collected from minors. To generate synthetic data,

Notation Description
Xtr Training set inputs (messages)
ygold

tr Gold labels for Xtr

Xval Validation set inputs
ygold

val Gold labels for Xval

Xtest Test set inputs
ygold

test Gold labels for Xtest

(X, y)llm
tr Synthetic training data

(X, y)llm
val Synthetic validation data

Table 1: Summary of notations used in the paper

the Bayesian Model Sampling algorithm was ap-
plied to the trained BN, producing risk profiles for
synthetic agents. The final dataset consists of some
synthetic players, each with demographic attributes
and responses to 15 binary questions related to cy-
ber risk. This dataset represents synthetic users’
responses to 15 CB-related binary questions.
In contrast to these works, our study aims to ex-
plore the use of LLMs to generate a fully syn-
thetic CB dataset or to augment existing authentic
CB datasets. Our work uniquely applies LLM-
generated data to cyberbullying detection, an area
where data collection is both ethically and logisti-
cally challenging. By assessing the effectiveness of
LLM-generated datasets in comparison to authen-
tic data, we provide new insights into the viability
of LLMs in training models for sensitive tasks like
CB detection, where the availability of diverse and
annotated data is critical.

3 Methodology

3.1 Notations

The notations used throughout this paper are sum-
marized in Table 1.

3.2 Overview of Scenarios

In this study, we investigate the role of LLMs in CB
detection, focusing on their utility under varying
data availability conditions. To establish a base-
line for comparison, we first evaluate a scenario
in which a classifier is trained exclusively on gold-
standard, manually labeled authentic data without
any LLM involvement. We then define three addi-
tional scenarios, each illustrating how LLMs can
aid cyberbullying detection depending on the avail-
ability and quantity of authentic data.

The scenarios are as follows.

3.2.1 Scenario 1: Baseline
This scenario represents the ideal situation where
sufficient manually labeled (gold-standard) data is
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available for training, validation, and testing a CB
classifier (such as BERT). It serves as the bench-
mark for evaluating the effectiveness of other ap-
proaches. In this setup, no synthetic data or LLMs
are involved; the system relies entirely on human
annotations. This scenario is feasible if resources
such as time, budget, and expert annotators are
abundant. However, it often proves impractical
due to the high costs and scalability challenges of
manual labeling.

3.2.2 Scenario 2: LLM as Classifier

This scenario applies when labeled authentic data
is unavailable, and there is no intention to train a
separate classifier for CB detection. Instead, an
instruction-tuned LLM is used directly as a classi-
fier, leveraging its pre-trained knowledge and its
ability to folow instructions to identify cyberbully-
ing instances. This approach is particularly useful
in contexts requiring rapid deployment or when
computational or time resources for training a new
model are limited. The primary advantage of this
method is its elimination of the need for labeled
data and training time. However, there are trade-
offs. While an LLM can handle nuanced language
patterns, it may be less efficient and incur higher
computational costs compared to simpler BERT-
based classifiers with a classification head and fine-
tuned on a labeled dataset. This scenario offers a
quick solution but presents potential limitations in
accuracy and efficiency.

3.2.3 Scenario 3: Fully Synthetic Data

In this scenario, only a small set of manually la-
beled gold data is available for testing, with no
access to authentic data for training or validation.
To address this, we use an LLM to generate a fully
synthetic dataset, consisting of both synthetic mes-
sages and corresponding labels, for training and
validation.

This approach is particularly valuable in low-
resource domains or emerging tasks where authen-
tic data is scarce or difficult to collect. It is espe-
cially useful in situations where creating authen-
tic datasets is costly, time-consuming, or ethically
challenging, such as annotating harmful or sensi-
tive content. This scenario underscores the poten-
tial of LLMs as a powerful tool for bootstrapping
datasets under extreme resource constraints.

Scenario Train Validation Test
1 Xtr, y

gold
tr Xval, y

gold
val Xtest, y

gold
test

2 - - Xtest, y
gold
test

3 (X, y)llm
tr (X, y)llm

val Xtest, y
gold
test

4 (X, y)llm
tr +

Xtr, y
gold
tr

(X, y)llm
val +

Xval, y
gold
val

Xtest, y
gold
test

Table 2: Overview of data used in each scenario

3.2.4 Scenario 4: Data Augmentation with
Synthetic Data

This scenario assumes the availability of a moder-
ate amount of gold-labeled data for training and
validation, which may be insufficient to achieve
optimal performance. To augment the dataset, we
use an LLM to generate additional synthetic data,
which is then combined with the gold-labeled data
during training and validation. The experiment sys-
tematically varies the ratio of synthetic-to-gold data
to evaluate its impact on model performance. This
scenario explores how LLMs can supplement au-
thentic data, striking a balance between scalability
and accuracy.

3.2.5 Summary of Scenarios
Table 2 presents an overview of the data used in the
baseline system and each scenario, specifying the
datasets utilized for training, validation, and testing.
For Scenario 2, where no classifier is trained and
the LLM is used directly as a classifier, only the
test set is included.

3.3 Intrinsic Evaluation Metrics
Intrinsic evaluation examines the inherent qualities
of datasets, enabling the assessment of linguistic
diversity, emotional tone, and conversational struc-
ture independently from task-specific performance.
For our CB detection task, we utilize four cate-
gories of intrinsic metrics to compare the authentic
WhatsApp dataset with LLM-generated synthetic
data. These categories are: 1) lexical and linguis-
tic characteristics, including metrics such as Mean
Words per Message, Mean Word Length, and Type-
Token Ratio; 2) content and CB indicators, such as
rate of Harmful Messages, Bully Messages, Victim
Messages, and Toxicity; 3) sentiment and emo-
tional tone, which classifies messages into nega-
tive, positive, or neutral; and 4) dialogue act distri-
bution, categorizing messages into types such as
Question, Statement, Greeting, Accept/Reject, and
Other. These categories are critical for understand-
ing the fundamental differences between authentic
and synthetic data in the context of CB detection,
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as they provide insight into how well the synthetic
data replicates the linguistic, emotional, and con-
versational behaviors that are typically present in
real-world online interactions.

To ensure a fair comparison between the authen-
tic and synthetic datasets, we first normalize both
dataset by employing pre-processing techniques
such as tokenization using NLTK and punctua-
tion handling. Additionally, data is segmented into
equal-sized token slices to account for metrics that
are influenced by corpus size.

Sentiment scores are measured using VADER
(Hutto and Gilbert, 2014), a sentiment analysis
tool optimized for short social media texts. Dia-
logue acts are classified using a Naive Bayes model
trained on the NLTK nps-chat corpus, following
Bird et al. (2019, Chp. 6, Sec. 2.2).1 Type-Token
Ratio (TTR), which is calculated by dividing the
number of unique words by the total tokens in
fixed-size slices, serves as a normalized measure
of vocabulary diversity. Toxicity scores, which rep-
resent the ratio of messages containing profanity,
are derived using a publicly available profanity list
(SurgeAI, 2021).

3.4 Extrinsic Evaluation Metrics

We evaluate the synthetic data in two scenarios
for their usefulness in training a binary classifier
for harm detection. We choose accuracy of label
prediction for development decisions and reporting
since the labels are reasonably balanced in the test
data with 30.3% items labelled with the minority
label. In the appendix, we further report macro
average F1 scores that are also widely used in the
area of harmful content detection.

4 Experimental Setup

4.1 Dataset Description

Social science research highlights the importance
of detecting, intervening, and preventing cyber-
bullying by closely examining social interactions
among pre-adolescents at a detailed level. The
WhatsApp dataset (Verma et al., 2023; Sprugnoli
et al., 2018) is the only publicly available dataset
specifically focused on pre-adolescents and we use
this for our experiments.The WhatsApp dataset was
constructed through role-play activities in What-
sApp groups, each containing approximately 10

1While no citation is provided by Bird et al. (2019), the
source of this corpus seems to be Forsyth and Martell (2007);
Forsyth et al. (2010).

students. The roles are: cyberbully (2 students), cy-
berbully assistants (3–4 students), victim assistants
(3–4 students), and a victim. Conversations were
initiated using on of the four predefined cases2 that
addressed common teenage issues, such as gender
stereotypes in sports or the spread of embarrassing
videos. Table 9 in Appendix A presents an example
of one case and the type of problem used to initiate
the conversations. Details of the remaining three
cases can be found in (Sprugnoli et al., 2018).

After creating conversations via role-playing,
messages in the conversation are annotated man-
ually by linguists following a fine-grained frame-
work adapted from the "Guidelines for the Fine-
Grained Analysis of Cyberbullying" by (Van Hee
et al., 2015). The annotations categorized harmful
expressions into detailed types, such as General
Insults, Body Shame, Sexism, Racism and Body
Shame. In this study, we aim to classify messages
as either harmful or harmless. Therefore, instead
of using fine-grained labeling, all categories of cy-
berbullying are grouped under the "harmful" la-
bel. Table 3 shows the statistics of the WhatsApp
dataset.

Split Size Harmful
Training 1,314 30.1%

Validation 439 30.8%
Test 439 30.3%

Total 2,192 30.3%

Table 3: Whatsapp dataset: number of messages and
fraction of harmful messages

4.2 Large Language Models
In this study, we employ three LLMs for our exper-
iments: GPT, LlamA, and Grok. Specifically, we
use GPT-4.0, LlaMA 3, and Grok-2-latest models.

4.3 Generating Synthetic Data and Labels
Prompt Engineering is essential for harnessing the
full potential of LLMs. It involves crafting and re-
fining the instructions provided to the LLM to elicit
the desired outputs. The prompt design process for
all scenarios began with a simple initial prompt,
which was iteratively refined over multiple rounds
of trial and error. This iterative approach allowed us
for gradual improvements, with adjustments made

2Note that in the main paper, these cases are referred to as
"scenarios." However, in this paper, we use the term "cases"
to avoid confusion with the scenarios discussed in our main
study.
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based on the quality and relevance of the responses
generated by the LLM on the development set.

In this paper, LLMs are utilized for two primary
tasks in the context of CB detection: (1) generating
synthetic data and (2) generating synthetic labels.
More precisely, in Scenarios 2, 3 and 4 LLMs are
employed as a classifier to generate synthetic labels
for unlabeled authentic (scenario 2) or synthetic
data (scenarios 3 and 4). Meanwhile, in Scenarios
3 and 4, LLMs are used to generate synthetic data
to crate a new dataset or supplement existing ones.
The subsections below detail the prompt design
strategies employed for these two tasks.

4.3.1 Designing Prompts for Synthetic Label
Generation

In this section, we describe the prompts designed
to instruct an LLM to label unlabeled input data for
the task of CB detection. In this context, the input
data consists of messages, and the possible labels
are "harmful" and "harmless". Harmful messages
show instances of CB, while harmless messages are
normal, safe communications. We explore two ap-
proaches to prompt design: (1) guideline-free (GF)
and (2) guideline-enriched (GE). In the guideline-
free approach, the LLM is simply instructed to
label messages as "harmful" or "harmless" for the
task of CB detection, without providing additional
guideline. In the guideline-enriched approach, the
LLM is supplied with detailed instructions for la-
beling messages. These instructions are adapted
from the annotation guidelines originally used by
human annotators for labeling authentic data.

For this study, since the test set is derived from
the WhatsApp dataset, we utilize the same guide-
line employed by human annotators to label this
dataset. This guidelines is presented in Table 11 in
AppendixA. Table 12 shows the prompts used to
generate synthetic labels for both the GE and GF
approaches.

4.3.2 Designing Prompts for Synthetic Data
Generation

In this section, we present the prompts designed to
guide a LLM in generating synthetic data for CB
detection. Specifically, the synthetic data we aim to
produce consists of conversations between partici-
pants, where the dialogue demonstrates instances
of CB, including harmful messages. To train the
CB classifier, we require labeled messages. There-
fore, we first use the LLM to generate synthetic
coversation and subsequently use the LLM to label

the messages in the conversation.
We used the cases defined in the WhatsApp

dataset to generate synthetic conversations.By pro-
viding the system with the predefined "cases" and
"problem types" from the Whatsapp dataset, we
prompted it to create conversations based on these
inputs. Table 12 presents the prompts employed
for generating synthetic data.

4.4 Amount of Synthetic Data

For a more meaningful comparison to results with
the authentic data, we sample subsets of the gen-
erated data to match the size of the authentic data
for each CB case. We also sample subsets of cer-
tain percentages of these sizes from 10% to 200%.3

Since the test set is never synthetic, we measure
sizes relative to the concatenation of training and
validation data, i.e. 1314 + 439 = 1753 messages
correspond to 100%.

5 Results and Discussion

Table 4 shows the results of the intrinsic evaluation
across four categories for each dataset. In terms of
lexical and linguistic characteristics, the synthetic
datasets show significant differences from What-
sApp. Both Grok and Llama generate longer mes-
sages compared to WhatsApp. Meanwhile, GPT
is closer but still produces longer messages. The
Type-Token Ratio (TTR) is lower for all synthetic
datasets compared to WhatsApp, indicating less
lexical diversity in the synthetic data. This sug-
gests that the synthetic data may lack the richness
in vocabulary typically found in real-world What-
sApp conversations.

In the content and cyberbullying indicators cat-
egory, the synthetic datasets show varying levels
of harmful content, with Grok standing out by pro-
ducing the highest percentage of harmful messages
(65.27%) and toxicity (2.37%). This high level of
harmful content in Grok can be valuable for detect-
ing extreme cases of CB. While Llama (17.19%)
and GPT (6.57%) have much lower harmful con-
tent, these datasets may still present valuable data
for detecting subtler instances of CB, with Llama’s
content being more balanced and closely resem-
bling real-world interactions.

In terms of sentiment scores, Llama and GPT are
more similar to WhatsApp overall. Both Llama and
GPT have a slightly higher percentage of positive

3The appendix includes results for up to 600%.
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Metric WhatsApp Llama GPT Grok
Lexical and Linguistic Characteristics
Mean Words/Message 7.02 12.77 8.17 13.67
Mean Word Length 3.78 3.93 3.87 4.05
Type-Token Ratio (per 1000 Tkn) 32.17% 23.73% 29.66% 21.79%
Content and Cyberbullying Indicators
Harmful 29.51% 17.19% 6.57% 65.27%
Bully Messages 28.74% 25.84% 20.77% 27.46%
Victim Messages 16.01% 20.53% 14.93% 13.27%
Toxicity (per 1000 Tkn) 1.08% 0.46% 0.02% 2.37%
Sentiment and Emotional Tone
Negative 11.65% 12.05% 8.95% 17.77%
Neutral 72.67% 69.29% 72.37% 66.63%
Positive 15.66% 18.65% 18.66% 15.60%
Dialogue Act Distribution
Question 12.45% 18.12% 11.28% 29.68%
Statement 69.80% 76.57% 81.65% 67.32%
Greet 2.87% 0.82% 2.97% 0.44%
Accept/Reject (%) 4.84% 3.78% 1.71% 2.00%
Other 10.04% 0.70% 2.39% 0.57%

Table 4: Intrinsic Evaluation Metrics

messages compared to WhatsApp, but their neu-
tral and negative sentiment distributions are fairly
close to WhatsApp’s. On the other hand, Grok’s
sentiment distribution deviates more significantly
from WhatsApp. Grok has a much higher pro-
portion of negative messages, which suggests that
it over-represents hostile or aggressive tones. Its
positive sentiment is similar to WhatsApp, but the
higher negative sentiment creates a more polarized
emotional tone in the data. This makes Grok less
similar to WhatsApp in overall sentiment, but it
could still be useful for detecting more extreme
negative interactions, such as severe CB cases.

In terms of dialogue act distribution, the state-
ment and accept/reject ratios are the most critical
for CB detection. Llama is the most similar to
WhatsApp, making it the best choice for generating
synthetic data that closely mirrors real-world con-
versations. GPT and Grok have higher statement
percentages but lower accept/reject rates, making
them useful for augmenting data but less similar to
WhatsApp compared to Llama.

Now we move to the results of our extrinsic eval-
uation training BERT-based classifiers in the task
of detecting harmful messages.

Size Dev. Test
20% 73.1% ± 2.2 75.3% ± 3.5
50% 77.4% ± 2.0 80.4% ± 1.3
90% 79.1% ± 0.9 81.0% ± 0.9

100% 79.4% ± 1.3 80.9% ± 1.6

Table 5: Development and test set accuracy in scenario
1: training BERT-based classifiers on the training split of
the authentic data; 10 repetitions with different random
seeds; also shown for comparison results for training
on samples of 20%, 90% and 50% (sampling without
replacement; both the training set and the development
set are sampled to the given relative size of the authentic
data split)

5.1 Scenario 1: Baseline

Table 5 presents the development and test set accu-
racies for BERT-based classifier trained on differ-
ent portions of the training split of authentic data in
scenario 1. The results indicate that increasing the
training data generally improves both development
and test accuracy. When training on only 20% of
the data, test accuracy is the lowest at 75.3%. With
50% of the data, test accuracy increases to 80.4%,
indicating a significant performance boost from us-
ing more data. At 90%, test accuracy reaches its
highest value of 81.0%, suggesting that this amount
of data provides the best generalization. Training
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on the full dataset (100%) results in a slight drop
in test accuracy, despite the highest development
accuracy. This suggests that using 90% of the data
strikes the best balance between training effective-
ness and generalization.

Overall, the results highlight that while increas-
ing the dataset size generally improves perfor-
mance, there exists a point of diminishing returns.
The best test accuracy is observed when using 90%
of the data, suggesting that the last 10% of the
dataset does not contribute significantly to gener-
alization and might even slightly increase overfit-
ting. These findings suggest that careful tuning of
dataset size could help optimize performance while
minimizing computational cost.

5.2 Scenario 2: LLMs as a Classifier
Table 6 presents the accuracy of GPT-4o, Grok,
and Llama models using GE and GF prompts on
both development and test sets in Scenario 2. We
evaluate both GE and GF prompts on the develop-
ment set and use the winning method (in all cases,
GE) on the test set. GPT-4o achieves the highest
accuracy with GE prompts, demonstrating its supe-
rior generalization, while Grok performs the lowest.
The consistent underperformance of GF prompts,
particularly for Grok, highlights the importance of
prompt design for model accuracy. Overall, GPT-
4o demonstrates the best performance across both
sets, while the selection of GE prompts as the win-
ning method proves effective for all models in test
evaluation.

LLM Prompt Dev. Set Test Set
GPT GE 85.65% 83.14%
GPT GF 85.65% -
Grok GE 81.32% 78.59%
Grok GF 75.85% -

Llama GE 82.9% 80.4%
Llama GF 82.0% -

Table 6: Accuracy of different LLMs with GE and GF
prompts on Development and Test sets in scenario 2:
Using LLM as a CB Classifier. Dev. = development.

5.3 Scenario 3: Fully Synthetic Data
Table 7 presents the development and test set accu-
racy for scenario 3: BERT-based classifiers trained
on synthetic datasets generated by Llama, GPT,
and Grok.

The results indicate that Llama consistently out-
performs the other two models across different

dataset sizes. GPT follows closely, while Grok
exhibits the weakest performance, particularly on
the test set, where its accuracy is significantly lower
than that of the other models. This suggests that
Llama-generated synthetic data is of higher qual-
ity and more beneficial for training the classifier,
while Grok struggles to produce effective training
samples.

Examining the impact of increasing the size of
synthetic data, the results show a general trend of
performance improvement for Llama and Grok,
but little impact for GPT. For Llama, the test ac-
curacy improves from 73.7% at 100% data size to
a peak of 75.5% at 180%, before slightly decreas-
ing to 75.2% at 200%. A similar trend is observed
for Grok, where the test accuracy increases from
48.2% at 100% to 52.7% at 200%. In contrast,
for GPT, the test accuracy remains relatively sta-
ble, with minimal improvement across the different
data sizes. These results suggest that increasing
synthetic data size enhances performance for some
models, like Llama and Grok, but has little effect
on GPT. This indicates that the effectiveness of
synthetic data scaling may depend on the LLM and
the quality of the data.

Comparing the training of BERT on authentic
data (Table 5) with its training on synthetic data
(Table 7) shows that, while authentic data yields
the highest accuracy (81.0%), achieving 75.5%
with Llama-generated synthetic data—without re-
lying on any human-created data, is still notable.
The 5.5% accuracy gap highlights the trade-off be-
tween performance and the reduced time, effort,
and ethical complexities associated with human-
annotated CB datasets. For sensitive and ethically
challenging tasks, such as CB detection, synthetic
data presents a valuable alternative, minimizing hu-
man involvement while maintaining competitive
model performance. The results emphasize that
high-quality synthetic data from advanced LLMs,
such as Llama, can serve as a practical supplement
or even a partial substitute, particularly in scenar-
ios where authentic data collection is difficult or
impractical.

5.4 Scenario 4
Table 8 shows the Development and test set ac-
curacies in scenario 4. We investigate two key
aspects: (1) The comparison of different LLMs
(GPT, Llama, and Grok) for augmentation, (2) The
minimum amount of authentic data required to
achieve comparable results to using the full au-
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Rel. Llama GPT Grok
Size Dev. Test Dev. Test Dev. Test

100% 73.4% ± 2.4 73.7% ± 5.0 69.2% ± 0.3 69.7% ± 0.5 53.3% ± 4.8 48.2% ± 5.7
120% 73.7% ± 1.3 74.3% ± 2.7 69.0% ± 1.4 69.6% ± 0.9 54.2% ± 5.1 48.5% ± 6.2
140% 74.4% ± 1.0 74.8% ± 2.7 69.3% ± 0.2 69.7% ± 0.2 54.0% ± 4.9 49.3% ± 6.5
160% 74.1% ± 1.6 74.4% ± 3.9 69.4% ± 0.5 69.6% ± 0.4 56.4% ± 7.7 51.1% ± 8.0
180% 74.7% ± 0.9 75.5% ± 2.3 69.5% ± 0.5 69.8% ± 0.4 57.3% ± 5.2 51.7% ± 4.9
200% 74.8% ± 0.9 75.2% ± 2.1 69.2% ± 0.1 69.8% ± 0.2 59.2% ± 4.1 52.7% ± 4.5

Table 7: Development and test set results in scenario 3: training a BERT-based classifier on synthetic data matching
100% to 200% of the size available in scenario 1; average and standard deviation for 10 repetitions with different
random seeds

Size Llama GPT Grok
WA Syn. Dev. Test Dev. Test Dev. Test
10% 90% 74.4% ± 1.1 75.6% ± 2.9 70.9% ± 1.5 72.4% ± 3.1 75.4% ± 2.0 75.1% ± 2.5
20% 80% 75.6% ± 1.7 77.4% ± 2.2 73.3% ± 1.2 76.2% ± 1.4 77.2% ± 1.3 77.6% ± 1.7
30% 70% 76.7% ± 2.0 78.7% ± 2.0 75.3% ± 1.2 78.4% ± 0.9 78.5% ± 1.8 78.3% ± 1.0
40% 60% 77.1% ± 1.4 79.1% ± 1.7 75.5% ± 1.9 78.8% ± 1.3 79.1% ± 0.8 79.1% ± 0.9
50% 50% 77.8% ± 1.6 79.8% ± 1.0 76.4% ± 1.8 79.8% ± 1.3 79.4% ± 1.1 79.8% ± 0.9
60% 40% 78.2% ± 1.6 79.9% ± 1.1 77.8% ± 1.3 80.1% ± 1.5 79.5% ± 1.0 80.6% ± 1.4
70% 30% 78.1% ± 1.3 80.1% ± 0.9 77.9% ± 2.2 79.7% ± 1.2 79.5% ± 0.5 80.6% ± 1.1
80% 20% 78.6% ± 1.6 81.4% ± 1.1 79.4% ± 1.0 81.2% ± 1.3 79.6% ± 0.7 81.1% ± 1.4
90% 10% 79.3% ± 1.0 81.5% ± 0.7 79.2% ± 1.3 81.8% ± 0.9 79.6% ± 1.0 81.2% ± 0.9

100% 0% 79.4% ± 1.3 80.9% ± 1.6 79.4% ± 1.3 80.9% ± 1.6 79.4% ± 1.3 80.9% ± 1.6
100% 20% 79.5% ± 1.2 81.5% ± 0.6 80.0% ± 0.7 82.0% ± 1.4 79.6% ± 0.7 81.8% ± 0.8
100% 40% 79.0% ± 1.1 81.4% ± 0.5 79.5% ± 1.1 82.2% ± 1.4 79.7% ± 1.1 81.7% ± 1.2
100% 60% 78.4% ± 1.0 81.1% ± 1.1 79.4% ± 1.8 80.6% ± 1.4 79.8% ± 0.7 81.8% ± 1.2
100% 80% 78.5% ± 0.8 80.9% ± 0.7 78.8% ± 1.6 81.5% ± 1.6 80.3% ± 0.8 81.6% ± 1.3
100% 100% 78.0% ± 1.3 81.2% ± 0.9 79.0% ± 1.4 81.1% ± 1.1 80.3% ± 0.8 81.8% ± 1.1

Table 8: Development and test set accuracies in scenario 4: training a BERT-based classifiers on a combination of
authentic and synthetic data matching 0% to 100% of the size available in scenario 1; average and standard deviation
for 10 repetitions with different random seeds

thentic dataset.
When comparing the potential of different LLMs

for data augmentation, considering the rows with
100% authentic data, all three models initially show
similar test accuracies. However, regardless of the
LLM used, adding synthetic data consistently leads
to improvements in performance, with one excep-
tion: GPT at the 100%-60% authentic-synthetic
combination, where its accuracy slightly decreases.
GPT demonstrates the most significant gains, reach-
ing up to 82.2% accuracy with 40% synthetic data.
An interesting observation is that, despite Grok be-
ing significantly weaker than both GPT and Llama
in scenario 3 in Table 7, with a maximum accuracy
of only 52.7%, it still performs well in data aug-
mentation, providing valuable improvements to the
overall model performance.

Analyzing Table 8, it is evident that introducing
synthetic data allows the models to achieve com-
parable performance to using the full (100%) au-
thentic dataset with a reduced amount of authentic
data. For instance, at a 50% authentic-to-synthetic
data ratio, all three models show test accuracies
(79.8%), closely matching the 80.9% accuracy ob-

tained with the full authentic dataset. This suggests
that using synthetic data, especially in balanced ra-
tios (50% authentic and 50% synthetic), can signifi-
cantly reduce the amount of authentic data required
to maintain high model performance. Therefore,
a 50% authentic data ratio appears to be the min-
imum threshold at which comparable results to
using 100% authentic data can be achieved.

6 Conclusions

In this paper, we explored the potential of LLM-
generated synthetic data for cyberbullying detec-
tion, evaluating its effectiveness in various scenar-
ios, including direct classification and data aug-
mentation for training. Our results highlight that
synthetic data can significantly reduce reliance on
human annotators while maintaining competitive
model performance, especially in low-resource set-
tings. However, we also observed that the qual-
ity and utility of synthetic data depend heavily on
prompt design and data selection strategies.

For future work, we want to expand the set of
data availability scenarios to the following two sce-
narios we think may provide insights into the con-
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tribution of automatic labelling and synthetic data
generation:

• Scenario 3b: Synthetic Labels for Un-
labeled Data This scenario addresses the
common situation where manual labeling re-
sources are limited. Here, gold-standard la-
beled data is available only for the test set,
while a significant amount of unlabeled au-
thentic data is available for training and valida-
tion. To utilize this unlabeled data, we employ
an LLM to generate synthetic labels. Two
strategies are explored: (1) guiding the LLM
with detailed labeling instructions, and (2) al-
lowing the LLM to generate labels without
such guidelines. This scenario demonstrates
the utility of LLMs in resource-constrained
settings, enabling cost-effective dataset cre-
ation from unannotated corpora.

• Scenario 4b: Data Augmentation with Syn-
thetic Labels for Unlabeled Data In this sce-
nario, we assume access to a mix of gold-
standard labeled data and unlabeled authentic
data for training the CB classifier. To maxi-
mize the utility of the unlabeled data, we use
an LLM to generate synthetic labels for it. The
resulting labeled authentic data and synthetic-
labeled authentic data are combined to form
the training and validation sets.

This setup is particularly relevant when large
amounts of unlabeled authentic data are avail-
able, but manual annotation is prohibitively
expensive. By converting unlabeled data into
labeled training examples, this approach en-
hances dataset size and diversity, potentially
improving the model’s generalization capabil-
ity.

We also plan to investigate how temperature set-
tings during label and conversation generation af-
fect data diversity and model performance, includ-
ing whether mixing outputs from different temper-
ature settings in an ensemble yields improvements.
Additionally, we will apply confidence thresholds
to synthetic labels generated with prompts request-
ing both labels and confidence scores, aiming to
determine the most effective threshold for filter-
ing reliable synthetic data. Finally, we intend to
explore methods for selecting subsets of synthetic
data based on their similarity to authentic data, with
the goal of improving model generalization and
alignment with real-world patterns
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Table 10: Advantages and Disadvantages of Each Scenario in Cyberbullying Detection

Scenario Advantages Disadvantages
Baseline (Gold-Standard
Only)

High-quality, reliable data High costs and scalability chal-
lenges; Requires significant time
and expert annotation effort.

LLM as Classifier No need for labeled data or train-
ing; Quick deployment; Handles
nuanced language patterns.

Computationally expensive;
May be less accurate than
fine-tuned classifiers on domain-
specific data.

Fully Synthetic Data Enables training when no au-
thentic data is available; Suitable
for low-resource domains.

Synthetic data may lack diver-
sity and realism; Risk of overfit-
ting to generated patterns.

Data Augmentation with Syn-
thetic Data

Boosts training dataset size;
Scalable and cost-effective.

Synthetic data quality is critical;
May not fully represent authen-
tic language nuances.

cyberbullying-related text categories are described below:
Threat/Blackmail Physical or psychological threats or indications of blackmail.
Insult Abusive, degrading, or offensive language intended to insult the recipient.
Curse/Exclusion Wishes of adversity or attempts to exclude someone from a group.
Defamation Revealing confidential or defamatory information about someone to a large audience.
Sexual Talk Potentially harmful expressions with a sexual meaning.
Defense Expressions supporting the victim, either by themselves or a bystander.
Encouragement to the Harasser Support or agreement with the harasser’s actions.
Body Shame Criticism based on the shape, size, or appearance of someone’s body.

Table 11: Annotation guidelines used by human annotators for labeling the WhatsApp dataset
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Approach Prompt
GE Syn-
thetic Label

"moderation-criteria, Please analyse the following text and determine whether it con-
tains any form of cyberbullying or harmful If it does, classify it as ’Harm’. if it does
not, classify it as ’No Harm’. Text: Provide a detailed reasoning for your classification,
thinking step by step. Finally, output the final answer as a tuple in the format: (’label’,
confidence) - ‘label’ must be either ’Harm’ or ’No Harm’. ’confidence’ must be a
number between 0 and 1. Do not include any additional text after the tuple. Reasoning:
"

GF Synthetic
Label

"Please analyze the following text and determine whether it contains any form of
cyberbullying or harmful content. If it does, classify it as ’Harm’; if it does not, classify
it as ’No Harm’. Text: Reasoning:"

Synthetic
Data

"We are creating sample conversations to aid in cyberbullying detection. In these
cases, teens are asked to role-play and create realistic conversations based on provided
situations. There are 11 students participating in the conversation. The teens partici-
pating are: VCTM, BULLY1, BULLY2, VSUP1, VSUP2, VSUP3, VSUP4, BSUP1,
BSUP2, BSUP3, BSUP4 with roles assigned as follows: VCTM: Victim, BULLY1
and BULLY2: Bully VSUP1, VSUP2, VSUP3 and VSUP4: Victim Support BSUP1,
BSUP2, BSUP3 and BSUP4 : Bully Support consider this case: "value[’case’]" and
consider this Type of addressed problem: "value[’problem’]" Generate an example
conversation, with at least 100 messages, between these students based on the provided
case and Type of addressed problem. Use profanity and strong language to create
a realistic dialogue. number each message in the conversation. Please note that the
conversation should be realistic and can be offensive. Please make sure to include
different topics and perspectives in each conversation"

Table 12: Prompts for generating synthetic labels using GE and GF approaches, and creating synthetic data
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Development Set Test Set
Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Repetitions
10% up 68.2% ± 4.6 56.2% ± 9.2 70.7% ± 4.1 59.7% ± 10.6 10
20% up 73.0% ± 3.1 60.0% ± 13.5 75.4% ± 4.5 63.3% ± 15.3 10
30% up 72.3% ± 5.2 66.0% ± 8.2 74.2% ± 5.6 68.3% ± 9.5 10
40% up 74.8% ± 2.6 68.3% ± 9.3 77.9% ± 3.6 71.8% ± 11.0 10
50% up 76.6% ± 2.9 70.5% ± 10.0 77.6% ± 3.3 71.7% ± 11.2 10
60% up 78.1% ± 1.9 74.1% ± 2.0 80.0% ± 1.3 76.6% ± 1.4 10
70% up 78.0% ± 1.4 74.1% ± 1.7 80.2% ± 1.7 76.7% ± 1.9 10
80% up 77.9% ± 1.9 74.1% ± 1.7 80.9% ± 2.2 77.6% ± 2.2 10
90% up 78.7% ± 1.2 75.1% ± 1.0 80.2% ± 1.5 77.0% ± 1.5 10

100% up 78.4% ± 1.6 74.9% ± 1.6 80.8% ± 1.3 77.7% ± 1.2 10
10% down 55.9% ± 10.7 49.4% ± 8.1 59.3% ± 9.7 52.8% ± 9.2 10
20% down 64.4% ± 7.1 51.7% ± 10.3 67.7% ± 5.3 55.3% ± 13.0 10
30% down 68.9% ± 4.0 61.2% ± 10.9 70.3% ± 2.9 63.1% ± 11.5 10
40% down 70.5% ± 3.1 55.2% ± 15.1 71.1% ± 2.4 56.0% ± 15.6 10
50% down 70.6% ± 2.3 61.0% ± 13.4 72.0% ± 2.6 62.4% ± 14.4 10
60% down 72.0% ± 3.2 59.2% ± 15.9 73.1% ± 3.9 60.6% ± 16.8 10
70% down 71.5% ± 3.2 59.1% ± 15.3 73.1% ± 3.6 60.6% ± 16.7 10
80% down 73.0% ± 3.6 63.3% ± 15.0 74.6% ± 4.2 65.0% ± 16.0 10
90% down 72.2% ± 3.5 60.5% ± 15.3 73.5% ± 3.7 61.8% ± 16.3 10

100% down 71.7% ± 4.7 59.4% ± 15.3 73.3% ± 5.3 60.8% ± 16.7 10
10% none 69.2% ± 0.7 45.8% ± 7.5 69.6% ± 0.8 46.5% ± 7.7 10
20% none 73.1% ± 2.2 58.4% ± 8.4 75.3% ± 3.5 62.1% ± 10.8 10
30% none 72.1% ± 3.3 53.9% ± 14.4 72.8% ± 4.1 54.3% ± 15.8 10
40% none 76.3% ± 2.1 69.6% ± 3.3 79.6% ± 1.1 74.1% ± 2.1 10
50% none 77.4% ± 2.0 71.4% ± 2.7 80.4% ± 1.3 75.3% ± 1.2 10
60% none 78.2% ± 1.7 73.1% ± 2.1 80.6% ± 1.6 76.3% ± 1.9 10
70% none 78.4% ± 1.3 73.3% ± 1.7 81.2% ± 1.8 76.9% ± 1.9 10
80% none 79.2% ± 1.0 74.3% ± 1.4 81.3% ± 1.2 76.8% ± 1.2 10
90% none 79.1% ± 0.9 74.5% ± 1.2 81.0% ± 0.9 76.8% ± 0.9 10

100% none 79.4% ± 1.3 75.0% ± 1.5 80.9% ± 1.6 76.9% ± 1.4 10
150% none 79.5% ± 1.3 75.1% ± 1.6 81.3% ± 1.4 77.4% ± 1.5 10
200% none 79.9% ± 1.1 75.5% ± 1.2 81.6% ± 1.6 77.6% ± 1.8 10

Table 13: Development and test set results in scenario 1: training BERT-based classifiers on the training split of the
authentic data; 10 repetitions with different random seeds; also shown for comparison results for training on samples
from 10% to 90%, 150% and 200% (sampling without replacement, resetting the sampling urn when empty; both
the training set and the development set are sampled to the given relative size of the authentic data split) “Sampling”
refers to the strategy for addressing class imbalance in the training data;
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Rel. Development Set Test Set
Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Rep.

100% up 69.0% ± 1.8 48.6% ± 2.7 70.3% ± 1.5 52.5% ± 5.1 10
120% up 69.7% ± 0.7 48.4% ± 2.4 70.4% ± 1.2 50.7% ± 3.0 10
140% up 69.8% ± 0.7 50.6% ± 1.7 71.1% ± 1.5 53.8% ± 3.1 10
160% up 69.8% ± 0.9 51.1% ± 2.8 71.7% ± 1.4 55.9% ± 4.1 10
180% up 70.2% ± 1.0 50.4% ± 2.6 71.5% ± 1.8 53.9% ± 5.4 10
200% up 70.5% ± 0.8 51.8% ± 2.3 71.9% ± 1.2 55.4% ± 4.9 10
100% down 58.6% ± 10.2 45.9% ± 5.1 58.5% ± 11.6 46.5% ± 7.0 10
120% down 59.0% ± 9.2 49.0% ± 7.0 57.0% ± 11.2 47.8% ± 7.3 10
140% down 59.0% ± 9.7 46.7% ± 5.5 57.6% ± 11.6 46.1% ± 5.5 10
160% down 63.9% ± 5.7 49.7% ± 7.8 63.8% ± 6.5 50.6% ± 8.6 10
180% down 61.3% ± 8.2 47.9% ± 6.6 61.5% ± 9.7 49.3% ± 8.8 10
200% down 63.1% ± 6.9 49.4% ± 7.4 62.0% ± 8.9 49.4% ± 8.1 10
100% none 69.2% ± 0.3 42.0% ± 1.3 69.7% ± 0.5 42.4% ± 1.5 10
120% none 69.0% ± 1.4 42.6% ± 2.3 69.6% ± 0.9 43.4% ± 2.7 10
140% none 69.3% ± 0.2 41.4% ± 1.4 69.7% ± 0.2 41.7% ± 1.0 10
160% none 69.4% ± 0.5 43.2% ± 2.3 69.6% ± 0.4 43.3% ± 3.2 10
180% none 69.5% ± 0.5 43.4% ± 2.3 69.8% ± 0.4 43.3% ± 2.4 10
200% none 69.2% ± 0.1 41.7% ± 0.9 69.8% ± 0.2 42.1% ± 1.1 10

Table 14: Development and test set results for ChatGPT in scenario 3: training a BERT-based classifier on synthetic
data matching 100% to 200% of the size available in scenario 1. “Sampling” refers to the strategy for addressing
class imbalance in the training data; average and standard deviation for 10 repetitions with different random seeds

Rel. Development Set Test Set
Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Rep.

100% up 74.0% ± 1.8 64.6% ± 2.0 72.9% ± 4.0 64.2% ± 2.6 10
120% up 72.9% ± 3.2 63.8% ± 3.2 70.8% ± 5.0 62.9% ± 3.7 10
140% up 73.6% ± 1.9 65.7% ± 1.4 71.5% ± 4.6 64.7% ± 3.0 10
160% up 73.5% ± 1.5 66.1% ± 2.7 74.3% ± 2.7 68.4% ± 2.6 10
180% up 73.7% ± 1.8 65.1% ± 2.4 72.6% ± 3.8 65.4% ± 3.4 10
200% up 73.6% ± 1.4 66.3% ± 2.1 73.4% ± 3.8 67.8% ± 3.2 10
100% down 68.0% ± 5.6 54.2% ± 11.6 66.7% ± 6.0 53.4% ± 10.7 10
120% down 68.9% ± 5.1 52.8% ± 12.5 68.0% ± 6.3 52.4% ± 11.9 10
140% down 67.3% ± 6.1 57.1% ± 11.2 65.7% ± 7.2 56.1% ± 10.5 10
160% down 67.3% ± 3.8 59.3% ± 9.3 63.7% ± 5.6 56.8% ± 8.4 10
180% down 70.3% ± 4.4 60.9% ± 11.1 66.9% ± 5.4 58.4% ± 10.1 10
200% down 71.3% ± 3.8 63.0% ± 7.8 69.2% ± 5.7 61.9% ± 8.3 10
100% none 73.4% ± 2.4 61.3% ± 4.0 73.7% ± 5.0 62.7% ± 4.5 10
120% none 73.7% ± 1.3 58.8% ± 3.8 74.3% ± 2.7 60.4% ± 4.6 10
140% none 74.4% ± 1.0 61.9% ± 3.0 74.8% ± 2.7 63.2% ± 4.7 10
160% none 74.1% ± 1.6 63.2% ± 2.1 74.4% ± 3.9 64.5% ± 4.1 10
180% none 74.7% ± 0.9 64.6% ± 2.6 75.5% ± 2.3 66.0% ± 4.1 10
200% none 74.8% ± 0.9 63.3% ± 2.7 75.2% ± 2.1 64.4% ± 3.0 10

Table 15: Development and test set results for Llama3 in scenario 3: training a BERT-based classifier on synthetic
data matching 100% to 200% of the size available in scenario 1. “Sampling” refers to the strategy for addressing
class imbalance in the training data; average and standard deviation for 10 repetitions with different random seeds
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Rel. Development Set Test Set
Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Rep.

100% up 51.0% ± 4.3 50.7% ± 4.4 47.6% ± 4.0 47.2% ± 4.4 10
120% up 54.9% ± 5.8 54.5% ± 5.5 49.2% ± 5.3 48.9% ± 5.4 10
140% up 57.0% ± 4.0 56.7% ± 3.7 52.3% ± 5.5 52.1% ± 5.4 10
160% up 52.0% ± 3.5 51.8% ± 3.6 47.0% ± 3.8 46.6% ± 4.0 10
180% up 55.4% ± 5.9 55.0% ± 5.4 51.1% ± 7.3 50.8% ± 7.3 10
200% up 56.0% ± 6.4 55.5% ± 6.0 51.4% ± 7.0 51.0% ± 6.9 10
100% down 56.8% ± 6.7 56.2% ± 5.8 52.4% ± 6.6 52.0% ± 6.2 10
120% down 55.3% ± 6.1 54.7% ± 5.4 52.3% ± 6.9 51.8% ± 6.5 10
140% down 55.6% ± 6.0 55.3% ± 5.5 50.5% ± 5.8 50.2% ± 5.6 10
160% down 57.2% ± 6.1 56.7% ± 5.5 51.6% ± 6.4 51.3% ± 6.0 10
180% down 58.2% ± 6.5 57.6% ± 6.1 52.7% ± 7.4 52.3% ± 7.2 10
200% down 57.2% ± 6.0 56.7% ± 5.6 52.6% ± 7.3 52.2% ± 7.1 10
100% none 53.3% ± 4.8 53.1% ± 4.6 48.2% ± 5.7 47.9% ± 5.6 10
120% none 54.2% ± 5.1 53.9% ± 4.7 48.5% ± 6.2 48.1% ± 6.3 10
140% none 54.0% ± 4.9 53.7% ± 4.8 49.3% ± 6.5 48.9% ± 6.5 10
160% none 56.4% ± 7.7 55.8% ± 7.4 51.1% ± 8.0 50.6% ± 8.1 10
180% none 57.3% ± 5.2 57.0% ± 4.8 51.7% ± 4.9 51.6% ± 4.9 10
200% none 59.2% ± 4.1 58.7% ± 3.7 52.7% ± 4.5 52.5% ± 4.5 10

Table 16: Development and test set results in scenario 3: training a BERT-based classifier on synthetic data matching
100% to 200% of the size available in scenario 1. “Sampling” refers to the strategy for addressing class imbalance
in the training data; average and standard deviation for 10 repetitions with different random seeds
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WA Syn. Development Set Test Set
Size Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Rep.
0% 100% up 69.0% ± 1.8 48.6% ± 2.7 70.3% ± 1.5 52.5% ± 5.1 10

10% 90% up 72.3% ± 2.9 60.6% ± 5.1 73.8% ± 2.6 64.5% ± 3.6 10
20% 80% up 73.3% ± 1.4 63.9% ± 2.0 76.4% ± 2.4 69.6% ± 2.9 10
30% 70% up 75.5% ± 1.6 68.3% ± 2.1 77.6% ± 2.0 71.8% ± 2.5 10
40% 60% up 76.0% ± 2.5 70.0% ± 3.1 78.8% ± 1.9 74.1% ± 2.2 10
50% 50% up 76.5% ± 1.5 71.0% ± 2.0 78.7% ± 2.2 74.6% ± 2.1 10
60% 40% up 77.6% ± 1.0 72.2% ± 1.2 79.7% ± 2.1 75.5% ± 2.4 10
70% 30% up 78.0% ± 1.1 73.2% ± 1.9 80.2% ± 2.0 76.4% ± 2.2 10
80% 20% up 78.9% ± 1.3 74.5% ± 1.2 81.0% ± 1.8 77.4% ± 1.7 10
90% 10% up 78.8% ± 1.3 74.8% ± 1.1 81.4% ± 0.9 78.1% ± 0.9 10

100% 0% up 78.4% ± 1.6 74.9% ± 1.6 80.8% ± 1.3 77.7% ± 1.2 10
100% 20% up 79.4% ± 0.8 75.2% ± 1.3 81.2% ± 1.0 77.6% ± 0.9 10
100% 40% up 79.4% ± 1.7 75.3% ± 1.7 80.8% ± 1.8 77.3% ± 2.0 10
100% 60% up 78.8% ± 1.3 74.3% ± 1.3 81.2% ± 1.1 77.5% ± 1.4 10
100% 80% up 78.4% ± 1.5 74.0% ± 1.6 80.5% ± 1.5 76.7% ± 1.4 10
100% 100% up 78.2% ± 0.9 73.6% ± 1.0 80.2% ± 1.4 76.6% ± 1.4 10
100% 150% up 78.5% ± 1.4 73.8% ± 1.8 79.7% ± 1.4 75.5% ± 1.5 10
100% 200% up 78.0% ± 1.3 73.3% ± 1.2 80.0% ± 1.1 76.3% ± 0.9 10
200% 100% up 79.2% ± 0.9 75.0% ± 1.1 80.5% ± 1.0 77.0% ± 1.1 10
200% 150% up 78.4% ± 1.5 74.0% ± 2.0 80.8% ± 1.1 77.3% ± 1.3 10
200% 200% up 78.1% ± 1.6 73.5% ± 1.9 80.4% ± 1.2 76.8% ± 1.2 10

0% 100% none 69.2% ± 0.3 42.0% ± 1.3 69.7% ± 0.5 42.4% ± 1.5 10
10% 90% none 70.9% ± 1.5 52.8% ± 6.4 72.4% ± 3.1 56.1% ± 9.4 10
20% 80% none 73.3% ± 1.2 60.2% ± 3.9 76.2% ± 1.4 65.5% ± 3.9 10
30% 70% none 75.3% ± 1.2 66.1% ± 2.2 78.4% ± 0.9 70.9% ± 1.9 10
40% 60% none 75.5% ± 1.9 68.6% ± 3.2 78.8% ± 1.3 73.2% ± 2.5 10
50% 50% none 76.4% ± 1.8 69.1% ± 2.6 79.8% ± 1.3 73.9% ± 1.5 10
60% 40% none 77.8% ± 1.3 71.5% ± 2.3 80.1% ± 1.5 74.9% ± 1.5 10
70% 30% none 77.9% ± 2.2 72.3% ± 3.4 79.7% ± 1.2 75.2% ± 1.8 10
80% 20% none 79.4% ± 1.0 74.4% ± 1.5 81.2% ± 1.3 76.8% ± 1.3 10
90% 10% none 79.2% ± 1.3 74.1% ± 1.5 81.8% ± 0.9 77.4% ± 1.2 10

100% 0% none 79.4% ± 1.3 75.0% ± 1.5 80.9% ± 1.6 76.9% ± 1.4 10
100% 20% none 80.0% ± 0.7 75.3% ± 1.4 82.0% ± 1.4 77.8% ± 1.8 10
100% 40% none 79.5% ± 1.1 74.8% ± 1.1 82.2% ± 1.4 78.1% ± 1.5 10
100% 60% none 79.4% ± 1.8 74.6% ± 2.1 80.6% ± 1.4 76.2% ± 1.5 10
100% 80% none 78.8% ± 1.6 73.8% ± 2.0 81.5% ± 1.6 77.4% ± 1.8 10
100% 100% none 79.0% ± 1.4 74.0% ± 1.7 81.1% ± 1.1 76.7% ± 1.5 10
100% 150% none 78.5% ± 1.2 73.2% ± 1.1 81.3% ± 1.3 76.9% ± 1.5 10
100% 200% none 78.9% ± 1.4 74.0% ± 2.0 80.8% ± 1.1 76.3% ± 1.3 10
200% 100% none 79.7% ± 1.4 75.0% ± 2.0 81.5% ± 0.9 77.2% ± 1.3 10
200% 150% none 79.3% ± 1.3 74.7% ± 1.5 82.1% ± 1.6 78.1% ± 1.9 10
200% 200% none 79.6% ± 1.1 75.2% ± 1.1 81.2% ± 1.4 77.1% ± 1.2 10

Table 17: Development and test set results for augmenting authentic training (and development) data with ChatGPT-
generated synthetic data (scenario 4) “Sampling” refers to the strategy for addressing class imbalance in the training
data; average and standard deviation for 10 repetitions with different random seeds
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WA Syn. Development Set Test Set
Size Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Rep.
0% 100% up 74.0% ± 1.8 64.6% ± 2.0 72.9% ± 4.0 64.2% ± 2.6 10

10% 90% up 75.2% ± 1.6 68.2% ± 2.3 76.3% ± 2.0 70.1% ± 2.8 10
20% 80% up 75.0% ± 1.3 68.0% ± 1.7 76.8% ± 2.2 71.2% ± 2.4 10
30% 70% up 75.8% ± 1.7 69.9% ± 2.0 77.9% ± 2.1 73.0% ± 2.3 10
40% 60% up 76.9% ± 0.7 71.6% ± 0.6 78.0% ± 1.4 73.4% ± 1.5 10
50% 50% up 76.8% ± 1.4 71.8% ± 1.3 79.0% ± 1.6 74.7% ± 1.9 10
60% 40% up 77.9% ± 1.6 73.1% ± 1.8 79.5% ± 1.3 75.6% ± 1.4 10
70% 30% up 78.2% ± 0.7 73.6% ± 0.7 79.7% ± 1.4 75.8% ± 1.7 10
80% 20% up 79.1% ± 1.3 74.9% ± 1.2 81.1% ± 1.1 77.5% ± 1.0 10
90% 10% up 78.9% ± 1.3 75.0% ± 1.3 81.2% ± 1.1 77.9% ± 1.1 10

100% 0% up 78.4% ± 1.6 74.9% ± 1.6 80.8% ± 1.3 77.7% ± 1.2 10
100% 20% up 79.1% ± 1.2 74.9% ± 1.0 80.9% ± 0.9 77.5% ± 0.9 10
100% 40% up 78.4% ± 1.2 74.3% ± 1.2 80.1% ± 1.1 76.5% ± 1.3 10
100% 60% up 78.3% ± 1.0 74.0% ± 1.1 80.7% ± 1.1 77.1% ± 1.3 10
100% 80% up 78.1% ± 1.0 74.2% ± 1.1 80.5% ± 1.4 77.2% ± 1.6 10
100% 100% up 78.1% ± 1.2 74.0% ± 1.4 80.8% ± 0.8 77.3% ± 1.0 10
100% 150% up 77.7% ± 1.3 73.4% ± 1.5 80.6% ± 1.4 77.1% ± 1.7 10
100% 200% up 77.1% ± 0.8 72.9% ± 1.2 80.0% ± 1.7 76.5% ± 1.8 10
200% 100% up 78.1% ± 1.1 74.2% ± 1.3 81.4% ± 1.1 78.2% ± 1.4 10
200% 150% up 78.2% ± 0.9 74.1% ± 0.8 80.9% ± 1.1 77.4% ± 1.4 10
200% 200% up 77.7% ± 0.7 73.6% ± 0.8 80.7% ± 1.0 77.4% ± 1.2 10

0% 100% none 73.4% ± 2.4 61.3% ± 4.0 73.7% ± 5.0 62.7% ± 4.5 10
10% 90% none 74.4% ± 1.1 63.5% ± 2.9 75.6% ± 2.9 65.9% ± 3.9 10
20% 80% none 75.6% ± 1.7 65.7% ± 3.3 77.4% ± 2.2 69.0% ± 3.7 10
30% 70% none 76.7% ± 2.0 68.3% ± 3.0 78.7% ± 2.0 71.7% ± 2.5 10
40% 60% none 77.1% ± 1.4 69.9% ± 2.2 79.1% ± 1.7 72.8% ± 3.0 10
50% 50% none 77.8% ± 1.6 71.2% ± 2.4 79.8% ± 1.0 74.1% ± 1.6 10
60% 40% none 78.2% ± 1.6 71.6% ± 2.9 79.9% ± 1.1 74.1% ± 1.7 10
70% 30% none 78.1% ± 1.3 72.2% ± 1.8 80.1% ± 0.9 74.7% ± 1.3 10
80% 20% none 78.6% ± 1.6 72.8% ± 2.2 81.4% ± 1.1 76.6% ± 1.6 10
90% 10% none 79.3% ± 1.0 74.2% ± 1.7 81.5% ± 0.7 77.0% ± 1.0 10

100% 0% none 79.4% ± 1.3 75.0% ± 1.5 80.9% ± 1.6 76.9% ± 1.4 10
100% 20% none 79.5% ± 1.2 74.2% ± 1.7 81.5% ± 0.6 77.0% ± 1.0 10
100% 40% none 79.0% ± 1.1 73.6% ± 1.6 81.4% ± 0.5 76.8% ± 0.7 10
100% 60% none 78.4% ± 1.0 73.1% ± 0.9 81.1% ± 1.1 76.8% ± 1.6 10
100% 80% none 78.5% ± 0.8 72.6% ± 1.5 80.9% ± 0.7 75.8% ± 0.9 10
100% 100% none 78.0% ± 1.3 72.5% ± 1.5 81.2% ± 0.9 76.8% ± 1.3 10
100% 150% none 78.1% ± 1.6 72.7% ± 2.0 81.1% ± 1.2 76.5% ± 1.8 10
100% 200% none 77.7% ± 1.4 72.0% ± 1.7 81.1% ± 1.7 76.5% ± 2.2 10
200% 100% none 79.4% ± 1.0 74.2% ± 1.3 81.8% ± 1.0 77.2% ± 1.4 10
200% 150% none 78.8% ± 1.0 73.8% ± 1.4 81.2% ± 1.3 76.8% ± 1.5 10
200% 200% none 78.3% ± 1.3 73.1% ± 1.8 81.5% ± 1.6 77.2% ± 1.8 10

Table 18: Development and test set results for augmenting authentic training (and development) data with Llama3-
generated synthetic data (scenario 4) “Sampling” refers to the strategy for addressing class imbalance in the training
data; average and standard deviation for 10 repetitions with different random seeds
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WA Syn. Development Set Test Set
Size Size Sampling Accuracy Macro-F1 Accuracy Macro-F1 Rep.
0% 100% up 51.0% ± 4.3 50.7% ± 4.4 47.6% ± 4.0 47.2% ± 4.4 10

10% 90% up 74.0% ± 2.2 70.4% ± 2.2 72.2% ± 2.6 69.3% ± 2.2 10
20% 80% up 77.0% ± 1.2 72.7% ± 1.6 76.0% ± 1.5 72.3% ± 1.5 10
30% 70% up 77.4% ± 1.7 73.3% ± 2.1 76.5% ± 1.8 73.1% ± 1.6 10
40% 60% up 77.7% ± 1.3 73.8% ± 1.4 78.0% ± 1.3 74.7% ± 1.4 10
50% 50% up 78.2% ± 1.4 74.8% ± 1.0 78.4% ± 1.5 75.2% ± 1.4 10
60% 40% up 78.9% ± 1.0 75.2% ± 1.3 80.2% ± 1.6 77.1% ± 1.5 10
70% 30% up 78.4% ± 1.1 74.9% ± 1.1 79.3% ± 1.6 76.2% ± 1.6 10
80% 20% up 79.5% ± 1.4 75.8% ± 1.5 80.6% ± 1.3 77.4% ± 1.5 10
90% 10% up 78.9% ± 1.3 75.3% ± 1.2 80.8% ± 1.1 77.7% ± 1.2 10

100% 0% up 78.4% ± 1.6 74.9% ± 1.6 80.8% ± 1.3 77.7% ± 1.2 10
100% 20% up 79.4% ± 1.1 75.9% ± 0.9 80.6% ± 0.8 77.5% ± 0.9 10
100% 40% up 79.4% ± 1.1 75.9% ± 1.1 80.9% ± 1.3 77.7% ± 1.4 10
100% 60% up 79.0% ± 0.9 75.6% ± 0.8 80.3% ± 1.2 77.2% ± 1.5 10
100% 80% up 79.4% ± 0.6 75.9% ± 0.6 80.0% ± 1.0 76.9% ± 1.3 10
100% 100% up 79.2% ± 1.0 75.9% ± 1.1 80.2% ± 0.8 77.3% ± 1.0 10
100% 150% up 79.6% ± 1.0 76.2% ± 1.1 80.4% ± 1.2 77.5% ± 1.4 10
100% 200% up 79.2% ± 1.3 75.8% ± 1.4 79.9% ± 1.6 77.0% ± 1.7 10
200% 100% up 79.7% ± 1.0 76.4% ± 1.2 80.8% ± 1.4 77.9% ± 1.4 10
200% 150% up 79.7% ± 0.9 76.2% ± 1.1 80.7% ± 1.2 77.7% ± 1.3 10
200% 200% up 79.5% ± 1.0 76.2% ± 1.0 80.1% ± 1.0 77.0% ± 1.1 10

0% 100% none 53.3% ± 4.8 53.1% ± 4.6 48.2% ± 5.7 47.9% ± 5.6 10
10% 90% none 75.4% ± 2.0 70.0% ± 2.2 75.1% ± 2.5 70.9% ± 2.5 10
20% 80% none 77.2% ± 1.3 71.4% ± 1.9 77.6% ± 1.7 72.8% ± 1.5 10
30% 70% none 78.5% ± 1.8 73.2% ± 2.2 78.3% ± 1.0 73.6% ± 1.0 10
40% 60% none 79.1% ± 0.8 73.7% ± 1.2 79.1% ± 0.9 74.2% ± 1.4 10
50% 50% none 79.4% ± 1.1 74.5% ± 1.5 79.8% ± 0.9 75.2% ± 1.3 10
60% 40% none 79.5% ± 1.0 74.3% ± 1.2 80.6% ± 1.4 75.9% ± 1.9 10
70% 30% none 79.5% ± 0.5 74.3% ± 0.7 80.6% ± 1.1 76.3% ± 1.3 10
80% 20% none 79.6% ± 0.7 75.0% ± 0.8 81.1% ± 1.4 77.0% ± 1.6 10
90% 10% none 79.6% ± 1.0 75.1% ± 1.5 81.2% ± 0.9 77.1% ± 1.3 10

100% 0% none 79.4% ± 1.3 75.0% ± 1.5 80.9% ± 1.6 76.9% ± 1.4 10
100% 20% none 79.6% ± 0.7 75.2% ± 1.0 81.8% ± 0.8 78.0% ± 0.7 10
100% 40% none 79.7% ± 1.1 75.0% ± 1.5 81.7% ± 1.2 77.6% ± 1.3 10
100% 60% none 79.8% ± 0.7 75.2% ± 0.9 81.8% ± 1.2 77.9% ± 1.3 10
100% 80% none 80.3% ± 0.8 75.5% ± 1.1 81.6% ± 1.3 77.4% ± 1.5 10
100% 100% none 80.3% ± 0.8 75.4% ± 1.4 81.8% ± 1.1 77.5% ± 1.3 10
100% 150% none 80.0% ± 0.5 75.1% ± 0.9 81.0% ± 1.3 76.8% ± 1.6 10
100% 200% none 80.1% ± 0.8 75.4% ± 1.1 81.5% ± 1.4 77.5% ± 1.7 10
200% 100% none 80.3% ± 1.1 75.9% ± 1.3 81.5% ± 1.4 77.4% ± 1.7 10
200% 150% none 80.0% ± 0.8 75.4% ± 1.3 81.9% ± 0.7 77.8% ± 0.8 10
200% 200% none 80.5% ± 0.6 75.8% ± 0.8 81.8% ± 0.8 77.6% ± 0.8 10

Table 19: Development and test set results for augmenting authentic training (and development) data with Grok-
generated synthetic data (scenario 4) “Sampling” refers to the strategy for addressing class imbalance in the training
data; average and standard deviation for 10 repetitions with different random seeds
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