
IEEE TRANSACTIONS ON INFORMATION FORENSICS AND SECURITY 1

A Unified Modeling Framework for Automated
Penetration Testing

Yunfei Wang*, Shixuan Liu*, Wenhao Wang*, Changling Zhou, Chao Zhang, Member, IEEE,
Jiandong Jin, Cheng Zhu

Abstract—The integration of artificial intelligence into auto-
mated penetration testing (AutoPT) has highlighted the necessity
of simulation modeling for the training of intelligent agents, due
to its cost-efficiency and swift feedback capabilities. Despite the
proliferation of AutoPT research, there is a recognized gap in
the availability of a unified framework for simulation modeling
methods. This paper presents a systematic review and synthesis
of existing techniques, introducing MDCPM to categorize studies
based on literature objectives, network simulation complexity,
dependency of technical and tactical operations, and scenario
feedback and variation. To bridge the gap in unified method for
multi-dimensional and multi-level simulation modeling, dynamic
environment modeling, and the scarcity of public datasets, we
introduce AutoPT-Sim, a novel modeling framework that based
on policy automation and encompasses the combination of all
sub dimensions. AutoPT-Sim offers a comprehensive approach
to modeling network environments, attackers, and defenders,
transcending the constraints of static modeling and accommodat-
ing networks of diverse scales. We publicly release a generated
standard network environment dataset and the code of Network
Generator. By integrating publicly available datasets flexibly,
support is offered for various simulation modeling levels focused
on policy automation in MDCPM and the network generator help
researchers output customized target network data by adjusting
parameters or fine-tuning the network generator.

Index Terms—Automated Penetration Testing, Simulation
Modeling, Penetration Testing Modeling

I. INTRODUCTION

THE Internet is crucial for modern life and social advance-
ment, significantly impacting government, finance, en-

ergy, and military sectors, yet cybersecurity remains a critical
concern despite enhanced convenience and services [1, 2, 3].
Penetration testing, which simulates hacker attacks to assess
vulnerabilities and overall security [4, 5], is vital for improving
cybersecurity, but is complex and time consuming, relying
on the expertise of the tester [6]. As a solution, automated
penetration testing (AutoPT) has emerged to replace human
efforts and accelerate evaluations [7].
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AutoPT involves two main processes: intelligent decision-
making and automatic execution. The intelligent decision-
making phase is critical, encompassing target identification,
attack path selection, and method determination, effectively
replacing manual judgments. Current approaches to intelligent
decision-making can be classified into three categories:

1) Fixed Script Execution Methods employs predetermined
rules, which limits adaptability and flexibility when work-
ing with other penetration tools [8].

2) PDDL with Planner Methods leverage the PDDL lan-
guage to define penetration actions, with classical plan-
ners facilitating the process [9, 10]. While PDDL enables
detailed definition of penetration parameters and easy in-
tegration with tools, manually crafting these definitions is
labor-intensive, requiring diverse approaches for various
tools and tactics.

3) Artificial Intelligence Methods adopt attack trees [5],
attack graphs [11], reinforcement learning [12, 13], and
large language models [14, 15] to guide decision-making
in penetration testing, representing a leading trend in
current research.

For all of the above categories, it is important to model
target scenarios, technical and tactical elements, and decision
parameters. AI methods, in particular, require extensive train-
ing in diverse scenarios to reveal hidden patterns and improve
generalizability.

On the other hand, the automatic execution phase utilizes
various penetration tools to implement predetermined actions,
automating tasks typically performed by human experts. Inte-
grating intelligent decision-making with automatic execution
seeks to help experts in network penetration, improve effi-
ciency, reduce costs, and improve security outcomes [16].

As shown in Figure 1, training within real network environ-
ments or cyber ranges demands significant resources, making
it impractical due to high time and financial costs, as well as
the complexities involved. The inherent unpredictability and
lack of reproducibility of real-world scenarios pose significant
challenges for agents to in conducting repetitive training and
recognizing patterns. By contrast, simulation environments
provide a cost-effective and straightforward solution, with
flexibility that allows for diverse scenarios and rapid feed-
back—key to improving the AutoPT decision-making process.

The quality and fidelity of simulation modeling is crucial for
effective algorithm training in AutoPT. Real-world application
demands algorithms that are both capable of learning and
refining their performance from data and reflective of essential
real-world features. Despite advances in AutoPT research,
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Figure 1: The Necessity and Challenges of Simulation Environments Modeling in AutoPT

there is a lack of systematic analysis of simulation modeling
methodologies. Current methods are diverse and fragmented,
lacking a unified framework for modeling characteristics,
elements, granularity, and procedures. This hampers the de-
velopment of efficient simulation models. A public dataset is
essential for a rigorous and unbiased evaluation of penetration
testing algorithms. Yet, concerns over security and privacy
often result in a scarcity of public datasets for simulated
networks, hindering a comprehensive assessment of AutoPT’s
efficacy.

Creating a unified framework presents several challenges.
Firstly, the complexity of real-world systems demands models
capable of encompassing diverse behaviors and interactions.
Secondly, rapid technological advancements and evolving cy-
ber threats require models that can be quickly updated. Thirdly,
diverse research goals and stakeholder needs in AutoPT com-
plicate the creation of a universally applicable framework.
Lastly, privacy and security concerns must be prioritized,
ensuring that models and datasets adhere to ethical standards
while accurately depicting real-world attack scenarios and
ensuring availability and reproducibility.

This paper comprehensively reviews academic literature
on AutoPT Modeling from the 1990s to today, focusing on
key terms including AutoPT, network attack-defense games,
automated red teams, and related areas. We offer an in-depth
analysis and interpretation of simulation modeling methods
used in various AutoPT studies. Our contributions include:

• We are the first to analyze and classify simulation mod-
eling methods in AutoPT. Through an extensive review
of the literature on AutoPT, we decompose the ele-
ments in AutoPT’s simulation modeling and propose the
Multi-Dimensional Classification System for Penetration
Testing Modeling (MDCPM) to systematically organize
current simulation modeling methods within AutoPT.

• To address the absence of a unified approach for multi-
dimensional and multi-level simulation modeling, dy-
namic environment modeling, and the lack of public
datasets, we introduce the AutoPT Simulation Modeling
Framework (AutoPT-Sim), a novel framework that lever-
ages policy automation and integrates all sub-dimensions

across the other three dimensions.
• We present a publicly available network simulation

dataset along with the Network Generator code. This
dataset can be flexibly combined to support various
simulation modeling levels focused on policy automation
within MDCPM. The Network Generator enables cus-
tomizable network data generation by adjusting parame-
ters or fine-tuning the settings, facilitating future research
in AutoPT.

The paper is organized as follows: Section 2 examines the
theoretical foundations and core modeling elements in simu-
lation modeling for AutoPT. Section 3 presents our proposed
Multi-Dimensional Penetration Testing Modeling Classifica-
tion System (MDCPM), discussing typical cases and current
research trends. Section 4 introduces AutoPT Simulation Mod-
eling Framework (AutoPT-Sim), along with the open-source
network simulation dataset and Network Generator. Section
5 concludes with a summary of our contributions and future
work.

II. THEORETICAL FOUNDATIONS OF AUTOPT
SIMULATION MODELING

A. Control Theory Perspective

In AutoPT, simulation modeling not only involves the
abstraction and modeling of the target cyberspace but also
encompasses the modeling of interactive entities within the
network—attackers and defenders. We draw upon nonlinear
system theory from Modern Control Theory to understand and
categorize simulation modeling in AutoPT.

Modern control theory represents a significant domain
within automatic control, dedicated to the analysis and design
of complex systems, encompassing multiple-input-multiple-
output, nonlinear, and time-varying configurations. This the-
oretical framework utilizes state variables and state space
equations to depict the dynamic behavior of systems, thereby
elucidating their internal states. Such an approach conceptual-
izes a system as a unified entity, highlighting the interdepen-
dence of its components, feedback mechanisms, hierarchical
structures, and open systems characteristics. In the context of
AutoPT, this perspective facilitates a thorough understanding
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and simulation of cybersecurity dynamics by conceptualizing
the target network, attackers, and defenders as an integrated
system. Control theory quantifies the status of the system
through assignment of a state and formally describe the
progression of AutoPT. It adopts a state-based approach to
define cost structures that balance security and availability.
The information state in control theory compresses attacker-
defender information to a level sufficient for optimal decision-
making, converting determining the optimal defense policy
into a sequential optimization problem [17].

The complexity and variability of network activities, cou-
pled with the multifactorial nature of penetration and defense
strategies, means that identical actions on the same system
can yield divergent outcomes, indicating that the penetration
testing system is inherently dynamic. It implies that the same
action combinations may produce different outputs, rendering
linear differential equations inadequate for describing the
system’s behavior. The superposition principle is inapplicable,
thus classifying such systems as a dynamic nonlinear system.
Traditional research often models penetration testing as a dis-
crete system based on the actions of attackers and defenders,
treating these actions as discrete events. The system’s output
is influenced not only by its structural parameters but also by
the inputs and initial conditions.

B. AutoPT as a Dynamic Nonlinear System
1) System Components: The modeling framework in Au-

toPT incorporates both the abstract representation of network
environments and the simulation of adversarial interactions
between attackers and defenders. Environmental modeling
directly shapes the objectives, action spaces, and strategic
decision-making processes of both agents. Concurrently, their
adversarial interactions induce environmental modifications,
establishing a dynamic feedback loop that subsequently shapes
their adaptive strategic responses.

• Network environment: The target network environment,
encompassing its architecture and assets, serves as the
foundational framework for attack-defense interactions,
shaping the dynamics, realism, and reliability of sim-
ulated engagements. Accurate modeling of network ar-
chitecture and assets is critical for achieving realistic
simulations, as it captures the fluidity and complexity of
real-world network conditions. This precision enables a
more robust assessment of vulnerabilities and the efficacy
of defensive measures.

• Attackers and defenders: AutoPT simulates adversarial
tactics, techniques, and procedures to identify security
vulnerabilities in target networks by modeling attacker
and defender behaviors [16]. The attacker model requires
explicit specification of objectives and permissible ac-
tions for simulated agents, while defender modeling ac-
commodates greater flexibility, incorporating both static
strategies (e.g., firewall policies, intrusion-detection sys-
tem configurations [18]) and dynamic defense mecha-
nisms [6]. Observations for both parties are characterized
by incomplete information and noise, including missed
detections and false alarms [17]. We assume an informa-
tion structure adhering to the perfect recall assumption,

wherein attackers and defenders retain complete historical
records of past observations and decisions. Consequently,
defenders at time t maintain access to all prior historical
data for decision-making.

In partially observable environments involving attackers and
defenders, two primary approaches exist for modeling their
interactions [17]: probabilistic uncertainty and nondeterminis-
tic uncertainty.

2) System Dynamics: In the AutoPT system, randomness
and dynamic behavior arise from three interdependent factors:
adversarial interactions between attackers and defenders, fluc-
tuations in network environments, and stochastic events. Sys-
tem dynamism is thus inherently tied to these interdependent
factors.

• Input-Output. Attacker and defender actions exhibit bidi-
rectional coupling: their interdependent decisions act as
both system inputs and state-dependent outputs, driving
iterative state evolution.

• State Transitions. The state S(t+1) evolves stochastically
based on S(t), concurrent actions AA(t) (attacker) and
AD(t) (defender), and exogenous stochastic events W (t).

• Feedback Mechanisms. The utility function U(t) =
(UA(t), UD(t)) critically shapes system dynamics by
providing post-action feedback to both agents. This func-
tion serves dual roles: predefined reward signals or emer-
gent behavioral outputs.

3) Formal expression: As illustrated in Figure 2, the
AutoPT system comprises a target network environment,
adversarial agents (attackers/defenders), and a state vector
S(t) = [SE(t), SA(t), SD(t)], where SE(t), SA(t) and SD(t)
denote the network, attacker, and defender states, respectively.
Stochastic disturbances W (t), representing exogenous factors
(e.g., hardware failures, user errors, or action success prob-
abilities), introduce uncertainty into state transitions. These
disturbances induce non-deterministic critical outputs even
under identical inputs. For t ≥ t0, the system’s trajectory
depends on the initial state S(t0), input vector A(t), and the
probabilistic disturbance terms W (t).

Attacker and defender actions exhibit dual input-output roles
within the system. At time t, the input A(t) = [AA(t), AD(t)]
comprises the attacker’s action vector Aa(t) = [aa1 , a

a
2 , . . . , a

a
p]

and the defender’s action vector AD(t) = [ad1, a
d
2, . . . , a

d
q ]. The

system output Y (t) = [Y A(t), Y D(t)] mirrors this structure,
with Y a(t) = [ya1 , y

a
2 , . . . , y

a
p ] and Y D(t) = [yd1 , y

d
2 , . . . , y

d
q ].

While p ̸= q (distinct input-output dimensions for attackers
and defenders), these can be standardized via zero-padding to
a unified dimension p′, where p′ = max(p, q), without loss
of generality. We therefore understand the AutoPT simulation
system as a discrete-time system, and its state equation can be
represented as a stochastic difference equation:

S(tk+1) =f [S(tk), A(tk),W (tk), tk]

=f

[[
S

E
(tk), S

A
(tk), S

D
(tk)

]T
,
[
A

A
(tk), A

D
(tk)

]T
,W (tk), tk

]
The system’s output equation is given as follows:

Y (tk) =g [X(tk), A(tk),W (tk), tk]

=g

[[
S

E
(tk), S

A
(tk), S

D
(tk)

]T
,
[
A

A
(tk), A

D
(tk)

]T
,W (tk), tk

]
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Target Network Environment

Attackers and Defenders

𝑆(𝑡) = [𝑆𝐸(𝑡), 𝑆𝐴(𝑡), 𝑆𝐷(𝑡)]

Attacker Action
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Defender Action
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Nonlinear System
input output
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𝑆(𝑡𝑘+1) = 𝑓[𝑆(𝑡𝑘), 𝐴(𝑡𝑘),𝑊 𝑡𝑘 , 𝑡𝑘]

Figure 2: The Dynamic Nonlinear System Framework of AutoPT Simulation Modeling

where, tk represents the k-th sampling instant within a
discrete-time framework, and k serves as the corresponding
state index.

Traditional penetration testing research often frames the
process as a discrete system driven by isolated attacker and
defender actions, modeled as discrete, isolated events [9, 19,
20]. However, system outputs are contingent upon structural
parameters, system inputs, and initial conditions. This interde-
pendence necessitates a holistic framework that accounts for
inherent feedback dynamics, integrating interdependent vari-
ables to accurately capture penetration testing environments.

C. Core Modeling Elements

In this section, we will introduce every core element in
detail.

1) Network Architecture and Target Assets: The target
network environment involves both the network architecture
and target assets. Primarily, network architecture refers to
the structural design and configuration of an organization’s
network systems, which are fundamental in shaping the design
of attack vectors and defense strategies during penetration
testing. This architecture can be delineated into two levels:

• Physical Connections: Physical media, comprising
guided media such as cables and optical fibers, and
unguided media like wireless signals, facilitate data trans-
mission between network devices. These connections are
supported by infrastructure components such as routers,
switches, fiber optic systems, network cables, and Blue-
tooth technology.

• Logical Topology: Logical topology describes the struc-
tural relationships and data flow between network de-
vices, such as routers and switches, irrespective of their
physical locations or connection methods. It focuses
on the interactions and communication pathways within
the network, illustrating the interconnection patterns of
network assets. Configurations may include star, ring,
tree, or hybrid topologies [21].

Conversely, target assets represent all resources within pene-
tration testing, including hardware, software, data, and person-
nel. These assets represent the primary objectives that attackers
seek to access, manipulate, or compromise, including:

• Physical Resources: Servers, workstations, desktops,
laptops, mobile devices, external storage, network infras-
tructure, and security appliances.

• Virtual Resources: Operating systems, software applica-
tions, open services, databases, and account credentials.

The configuration and security posture of these assets de-
termine their value, access policies, and defensive capabili-
ties [22]. Moreover, the modeling of network architecture and
target assets can be classified as either static or dynamic. Static
modeling assumes that network architecture and configurations
remain constant throughout the simulation, whereas dynamic
modeling accommodates changes in the target environment
due to actions by attackers or defenders, thereby replicating
real-world conditions such as:

• Variations in the status of enterprise hardware due to
employee commuting.

• Proactive network changes resulting from dynamic de-
fense strategies like Cyber Mimic Defense [23] or Mov-
ing Target Defense [24].

• Randomness and uncertainty in network scenarios, such
as the unpredictable failure of network devices and the
non-deterministic outcomes of attack actions.

2) Attacker Models: The attacker model in AutoPT closely
resembles real-world penetration testing methodologies, ex-
plicitly delineating identities, targets, and other relevant factors
to inform strategic planning, resource allocation, and the
selection of attack methods.

• Identity: The identity of an attacker may vary from an
individual, such as a script kiddie, to a collective, such
as a state-sponsored hacking group. This identity could
render varying attack methods and available resources.
However, in practical testing scenarios, specifying this
characteristic is often optional.

• Objectives: An attacker’s objectives, influenced by their
identity and the specific testing requirements, shape their
actions within the network. Rapid access to sensitive
areas prompts the use of direct paths and potent tech-
niques [12]. If the objective is to achieve rapid access
to sensitive areas, the attacker must employ the shortest
attack path and most effective techniques to minimize
the steps required. In contrast, if the objective is to
identify numerous hidden security vulnerabilities within
the network, the attacker should utilize diverse attack
methods and carry out a broad spectrum of attacks. If
the objective is to maintain a prolonged covert presence,
the attacker must implement high-concealment strategies,
such as Advanced Persistent Threat, advancing stealthily
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within the network while meticulously eliminating traces
of their movements.

• Actions: Attacker could exploit vulnerabilities, escalate
privileges, conduct scans, and facilitate lateral move-
ment. The Cyber Kill Chain model, developed by Lock-
heed Martin, offers a systematic approach to penetration
testing [25]. Meanwhile, the MITRE ATT&CK frame-
work [26] catalogs relevant TTPs (Techniques, Tactics,
and Procedures) for AutoPT research. Due to the imprac-
ticality of incorporating all TTPs, researchers typically
abstract an attack action library based on network archi-
tecture, target assets, and attacker-defender models. Each
action is defined with specific preconditions, execution
steps, and outcomes to optimize the penetration process.

• Network Visibility: The type of penetration test-
ing—black box, grey box, and white box—influences
network visibility. During white box testing, the tester
has full visibility and comprehensive knowledge of the
system, including access to source code, architectural
designs, and network topologies, enabling an in-depth
evaluation of internal security measures [27, 28, 29, 30].
Grey box testing involves partial knowledge and access
to internal data structures, log files, and application APIs,
enhancing testing effectiveness [29, 31, 32]. Conversely,
black box testing restricts testers to external observations,
simulating real-world attack scenarios [27, 28, 29, 31,
33].

In AutoPT, the modeling of attackers, particularly their
objectives and actions, is essential. The specification of objec-
tives influences agents’ tactical decisions and the formulation
of evaluation metrics, such as reward functions. Meanwhile,
the modeling of actions must capture the variations in at-
tackers’ capabilities and realistic impacts while preserving
an appropriate level of abstraction. Failure to achieve this
balance can complicate the training process and hinder the
development of effective strategies.

3) Defender Models: Defenders are the security person-
nel responsible for safeguarding the network. They manage
network connections through LANs, VLANs, firewalls, and
various security measures [18, 34]. Their responsibilities in-
clude deploying intrusion detection systems, analyzing logs for
anomalies [35], implementing antivirus software, and perform-
ing system updates to mitigate vulnerabilities. Additionally,
they conduct security awareness programs through lectures and
training to achieve protective objectives [36].

Despite their comprehensive visibility of the network, de-
fenders typically lack awareness of the attacker’s presence and
actions. While they actively monitor network conditions, they
may not immediately correlate changes with potential attacks.
Based on the level of proactive measures employed, defenders
can be categorized into two distinct types:

• Static Defense: Static defense is a predefined cyberse-
curity strategy that operates without adapting to evolving
attack policy. This approach is characterized by its fixed
nature, activating automatically under specific conditions
in response to detected attacker activity or changes in
network status. Examples include implementing firewall
rules via established logical connections between de-

vices [37] and ensuring intrusion detection mechanisms
via periodic reconnaissance. Within static defense, the
success rates of attacker actions can represent defender
ability. Despite its limitations in immediate response
capabilities to new threats and attack techniques, static
defense is considered an important auxiliary security
measure. Its simplicity and reliability make it a popular
choice for AutoPT, as much of the research in this area
does not account for defender dynamics.

• Dynamic Defense: Dynamic defense involves the def-
inition of defense agents and an action library, encom-
passing preconditions, actions, and expected outcomes to
enable real-time adjustments to defensive measures based
on network conditions. This proactive strategy enhances
security by disrupting communications and modifying
network information to simulate an active defense [38,
39]. Furthermore, it complements active defense through
methodologies such as Zero Trust Networks, Moving
Target Defense, and honeypots. The flexibility inherent
in dynamic defense modeling is essential for addressing
the evolving landscape of cyber threats, ensuring effective
protection by considering both attacker behavior and
changes in network environments.

Upon establishing the core elements, penetration testing can
be understood as a dynamic interaction between attackers and
defenders or as a series of unidirectional offensive maneuvers
by attackers. The target network’s state evolves based on
predefined logical relationships that dictate the outcomes of
various actions. Furthermore, routine user activities may also
alter the network’s assets and topology [9]. These changes col-
lectively influence the decision-making for subsequent attack
and defense actions. The penetration test is conducted through
the iterative application of these strategies throughout the
simulation. Our modeling classification method is constructed
based on three perspectives: the overall aim of the research
literature, the key elements presented in this section, and the
interactions between these elements. We will first present the
overall contributions of the paper, followed by an analysis on
the core modeling factors.

III. THE MULTI-DIMENSIONAL CLASSIFICATION SYSTEM
FOR PENETRATION TESTING MODELING: MDCPM

In this section, we present the Multi-Dimensional
Classification System for Penetration Testing Modeling (MD-
CPM), an innovative approach for classifying target network
scenarios modeling method in penetration testing. This sys-
tem categorizes scenario modeling based on four principal
dimensions: (1) Literature Objectives, (2) Network Simulation
Complexity, (3) Dependency of Technical and Tactical Oper-
ations, and (4) Scenario Feedback and Variation. Each dimen-
sion comprises sub-dimensions for a nuanced classification of
attack scenarios, as illustrated in Figure 3. This paper begins
with an explanation of our classification criteria, followed by
illustrative examples, and concludes with an analysis of the
reviewed literature.
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Figure 3: The Multi-Dimensional Classification System for Penetration Testing Modeling

A. Dimensionality of MDCPM

In this section, we define and introduce the four primary
dimensions characterizing the MDCPM, along with their as-
sociated sub-dimensions.

1) Literature Objectives: The Literature Objectives an-
alyze the aims and outcomes of various AutoPT studies,
including tool development, policy proposals, and platform
introductions. Based on the two phases of AutoPT—intelligent
decision-making and automatic execution—we categorize this
dimension into three sub-dimensions: . Specifically, techni-
cal automation pertains to automatic execution, while pol-
icy automation refers to intelligent decision-making; when a
study simultaneously addresses both aspects, we classify it as
complete automation. By organizing the research background,
objectives, and significance of each study, we identify the liter-
ature’s goals and gain insights into each paper’s contributions,
innovations, and applications.

Technical Automation: This dimension emphasizes the
direct implementation of specific technical and tactical proce-
dures without strategic planning. It represents the earliest stage
of automation, characterized by a lower level of intelligence
in AutoPt. It automates predefined testing technicals such as
identifying live hosts, open ports, services, and conducting vul-
nerability scans. Tools are central to this process. Nmap [40],
Fscan [41], and Webshell [42] facilitate the identification of
live hosts and services. Nessus and AWVS conduct automated
vulnerability scans. Metasploit automates vulnerability ver-
ification and exploitation. These tools are essential for the
autonomous execution phase of AutoPT, enabling the efficient
performance of repetitive tasks and minimizing manual errors
and time expenditure.

Policy Automation: This aspect focuses on automated gen-
eration of attack policy without real-world execution, crucial

for intelligent decision-making in AutoPT. It involves the
automated planning of attack paths and technical actions,
representing a key focus in contemporary AI research for
AutoPT [43, 44, 45]. For instance, Hu et al. use Multi-host
Multi-stage Vulnerability Analysis to construct an attack tree
for network topologies, applying Deep Q-Networks (DQN) to
identify the most exploitable attack paths [12]. Zhou et al. [46]
frame penetration testing as a Markov Decision Process and
used an improved deep q-network to decouple actions and
learn attack strategies. However, their methodologies remain
limited to policy generation in theoretical network environ-
ments, lacking integration with actual penetration tools or
execution of attack payloads in real-world scenarios.

Complete Automation: While the two aforementioned
aspects are crucial, they both represent only singular aspects
of penetration testing. A comprehensive security assessment
requires the integration of automatic execution and intelligent
decision-making to effectively identify and mitigate potential
security threats. Complete automation encompasses automa-
tion of the entire attack lifecycle, from decision-making to
execution. This includes the automatic planning of attack paths
and the integration of execution tools with actual payloads
to perform real-world penetration tests in either simulated or
live network environments, entirely without human interven-
tion [5, 47, 48].

Literature objectives deepen our understanding of research
trends in AutoPT, providing insights into theoretical advance-
ments and practical implications while clarifying the current
landscape and future directions. Moreover, these objectives
could also facilitate the classification of network simulation
complexity, modeling dependencies between technical and
tactical operations, as well as scenario feedback and variation.

2) Network Simulation Complexity: This dimension focuses
on network architecture and target assets-the first element
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of AutoPT simulation modeling. This dimension is further
divided into two sub-dimensions based on the abstraction level
and construction methods of network attributes: hypothetical
and authentic attributes.

Simulation of Hypothetical Attributes: Numerous studies
utilize numerical, rule-based, or conceptual methods to ab-
stractly model assets and architectures. For instance, Hammar
et al. utilize numerical attributes to characterize nodes in a
four-node network, with each node represented by multidi-
mensional metrics of defensive and detection capabilities [20].

Simulation of Authentic Attributes: Certain studies em-
ploy real-world systems, software, services, account pass-
words, vulnerabilities, and other real information to model
target assets and attributes. These works utilize complex net-
work topologies to accurately replicate real-life environments,
reflecting both node attributes and their interrelationships. For
example, Microsoft’s CyberBattleSim defines the operating
systems, software, vulnerabilities, and node reward for each
node while establishing diverse connection relationships across
multiple small scenarios involving fewer than 20 nodes [49].

3) Dependency of Technical and Tactical Operations: This
dimension analyzes attacker and defender models to assess
whether their defined actions incorporate interdependencies,
specifically determining if the outcome of one action serves
as a prerequisite for subsequent actions.

Isolated Technical and Tactical Actions: Many technical
and tactical actions are independent, lacking defined prerequi-
sites. This category includes executing single tactics, such as
using Nmap for scanning, or multiple unrestricted actions. For
example, Sarraute et al. [50] defined only scanning and vulner-
ability exploitation actions in a penetration scenario. Although
agents may implicitly learn that scanning before exploitation
improves the success rate of vulnerability selection, the action
definitions do not specify prerequisites, allowing actions to be
performed independently.

Coordinated Technical and Tactical Actions: Many tech-
nical and tactical actions are interdependent, forming an inte-
grated kill chain. This coordination is evident in stages such as
privilege escalation and lateral movement, where initial actions
like vulnerability exploitation or phishing attacks precede
subsequent activities such as credential theft and malware
implantation. Defining the preconditions and post-effects of
actions is essential. For example, Filiol et al. [29] modeled
attacker behavior by specifying logical relationships among
actions, including domain name acquisition, IP scanning,
service version collection, attack list generation, and attack
configuration.

Dependency of Technical and Tactical Operations investi-
gates the explicit interrelationships between sequential actions
essential for precise simulation modeling. In real-world pen-
etration testing scenarios, actions are constrained by execu-
tion limitations, and their variability hinders standardization
efforts. Many studies overlook these dependencies, thereby
simplifying execution constraints and standardizing decision
parameters, which increases abstraction and reduces alignment
with real-world conditions. Addressing this gap is crucial
for the effective transition of simulation models to practical
environments.

In existing research, isolated and coordinated technical and
tactical operations are frequently combined. For example,
CALDERA [6] employs coordinated technical and tactical
actions to simulate an attacker’s lateral movement, privilege
escalation, and data theft by imposing action dependencies.
Meanwhile, it also utilizes isolated technical and tactical
actions to represent a passive defender unaware of the attacker,
limited to independent actions such as random reboots and
logins. Although classified as a continuous tactic scenario,
CALDERA incorporates isolated tactics in its modeling.

4) Scenario Feedback and Variation: This dimension clas-
sifies modifications to the target network’s architecture and
assets, including changes in host connectivity, installed sys-
tems and software, account credentials, and vulnerabilities.
It does not account for attributes related to attackers and
defenders, such as an attacker’s privilege level or newly
acquired credentials. This dimension involves two types of
changes: scenario feedback and scenario variation.

Scenario Feedback refers to passive changes arising from
interactions between attackers and defenders that affect the
target network’s architecture and assets. This includes attacker
actions such as establishing connections, deploying phishing
emails or malware, and causing network disruptions, as well as
defender responses like system shutdowns, credential remedia-
tion, and software updates. These alterations occur only when
attackers and defenders engage, characterizing them as passive
changes. In contrast, Scenario Variation involves predefined
modifications within simulation models designed to emulate
real-world user operations or dynamic network configura-
tions. Examples include simulating user behavior, scheduling
power operations to reflect work routines, conducting traffic
simulations for behavioral drills, periodically updating IP
addresses and systems, and implementing defense strategies
such as Moving Target Defense (MTD), Cyber Mimic Defense
(CMD), load balancing, and Endogenous Safety and Security
(ESS). These changes are integrated into the scenario and
execute according to predetermined schedules or conditions,
independent of the immediate actions of attackers or defenders,
thus qualifying them as active changes. Figure 4 illustrates the
Scenario Feedback and Variation dimension.

Based on these two aspects in AutoPT modeling, sce-
nario feedback and variation are categorized into three sub-
dimensions:

Completely Static Scenario: A scenario with no passive
modifications from attack-defense interactions and no active
alterations to the target environment.

Semi-Dynamic Scenario: A scenario that incorporates pas-
sive changes resulting from attack-defense interactions but
does not include active modifications to the target environ-
ment.

Completely Dynamic Scenario: A scenario that encom-
passes both passive changes from attack-defense interactions
and active alterations to the target environment.

B. Case Study

To clarify MDCPM, we present and analyze four represen-
tative cases, including:
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Figure 4: The connotation and sub-dimensions of the Scenario
Feedback and Variation

• Penetration Testing Tools: These tools automate key
security tactics and techniques, essential for conducting
AutoPT in real-world scenarios.

• Numerical Simulation Networks [20]: Although highly
abstract and detached from real-world conditions, these
networks provide a theoretical framework for exploring
cybersecurity complexities.

• CyberBattleSim [49]: Developed by Microsoft, this sim-
ulation platform is employed in various studies for both
simulation and emulation purposes.

• Network Attack Simulator [37]: Released by Harvard
University, this popular simulator specializes in network
attack simulations, enhancing the understanding of pene-
tration testing behaviors.

These cases are widely cited and diverse, encompassing a
broad spectrum of classifications in existing research. Ana-
lyzing them provides deeper insights into the classification
principles and applications of MDCPM.

1) Penetration Testing Tools: Penetration testing tools typ-
ically incorporate technical automation, simulate authentic
attributes, execute isolated technical and tactical actions, and
utilize either entirely static scenarios or impose no scenario
restrictions. These AutoPT tools are essential for network
security, enabling professionals to identify and evaluate vul-
nerabilities within networks, applications, and systems. The
following are some widely used automated tools:

• Nmap (Network Mapper) [40]: A multifunctional security
and port scanner designed to efficiently evaluate individ-
ual hosts or large networks. It offers features such as host
discovery, port scanning, service identification, operating
system detection, version scanning, and script scanning.

• Nessus [51]: A comprehensive vulnerability scanner de-
veloped by Tenable, designed to identify security vulner-
abilities in systems, networks, and applications. It scans
targets such as IP addresses and domains, and generates
detailed reports that include vulnerability descriptions,
severity ratings, and recommended remediation actions.

• Metasploit [52]: Metasploit is a collaborative frame-
work designed for vulnerability validation and security

assessments, operating through distinct modules. Aux-
iliary Modules perform scanning, fingerprinting, e.t.c,
to support penetration testing. Exploit Modules utilize
identified vulnerabilities to infiltrate systems. Payload
Modules execute post-exploitation tasks, enabling arbi-
trary command execution on targets. Post-Exploitation
Modules secure further access and gather additional data
from compromised systems. Encoder Modules obfuscate
payloads to bypass security mechanisms.

Many AutoPT tools automate specific penetration testing
steps but often require manual input for targets and pa-
rameters, making it difficult to conduct the entire process
without human involvement. These tools fall under Technical
Automation and simulate authentic attributes based on real-
world network. Their technical and tactical measures can be
executed in isolation, categorizing them as Isolated Technical
and Tactical Actions. Although applicable to various scenarios,
they are typically confined to secure environments due to legal
and ethical considerations and operate within static scenarios
without active user interaction.

2) Numerical Simulation Networks: Numerical simulation
networks encompass policy automation, simulation of hypo-
thetical attributes, execution of isolated technical and tactical
actions, and semi-dynamic scenarios.

Hammer et al. investigated attack–defense interactions in
penetration testing using a four-node numerical simulation
network [20]. Figure 5 presents the network architecture,
its graphical representation and attribute model. In the left
diagram, Nstart represents the attacker’s computer, while the
other nodes correspond to defender components. The attacker’s
objective is to compromise Ndata. The middle diagram for-
malizes the network as a graph, with nodes representing
components and edges indicating connections. Each node k
is characterized by attributes Sk = {SA

k , S
D
k }, which include

both attack and defense values. The attack attributes SA
k =

{SA
k,1, S

A
k,2, . . . , S

A
k,m} represent the strength of m attack types

and are visible only to the attacker. The defense attributes
SD
k = {SD

k,1, S
D
k,2, . . . , S

D
k,m+1} are visible only to the de-

fender, where the first m attributes correspond to the respective
attack types and the (m + 1)-th attribute indicates detection
capability. This study simulates hypothetical attributes, and the
target network remains static.

The attacker can perform two actions on a node k: (1)
reconnaissance to reveal the defense state SD

k , and (2) execute
an attack of type j ∈ {1, 2, · · · ,m}, increasing the attack state
SA
k,j by one. The defender can take two actions on node k: (1)

monitoring operations to enhance the node’s detection ability
SD
k;m+1, and (2) defensive operations to strengthen defenses

against attack type j ∈ {1, 2, · · · ,m}, thereby increasing SD
k,j .

The attacker and defender alternate actions. If SA
k,j > SD

k,j for
any attack type j, the attacker compromises node k, making its
neighbors visible. If the attack does not compromise the node,
the defender detects it with probability p =

SD
k;m+1

w+1 , based on
the node’s detection ability SD

k;m+1.
From the attacker and defender models, it is evident that

both can execute actions without constraints, allowing them
to act independently. This categorizes their actions as Isolated
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Figure 5: A numerical simulation network with four
nodes [20]. The left, middle, right diagram shows the network
model, graph model and attribute model, respectively.

Technical and Tactical Actions. The defender’s actions modify
the network’s defense attributes and enhance its monitoring
capabilities, resulting in passive changes to the network. Since
there are no active alterations, the scenario is classified as
Semi-Dynamic. The game aims to determine optimal strate-
gies without involving real-world tactical executions or attack
payloads, classifying it as Policy Automation.

In summary, Hammer et al.’s approach is characterized
by Policy Automation, Simulation of Hypothetical Attributes,
Isolated Technical and Tactical Actions, and a Semi-Dynamic
Scenario.

3) CyberBattleSim: CyberBattleSim is an open-source re-
search project initiated by Microsoft in 2021 that uses high-
level abstractions of computer networks and cybersecurity
concepts to study how autonomous agents operate within
simulated corporate environments [49]. Numerous studies have
used it for AutoPT research [34, 53, 54, 55]. With our classi-
fication system, CyberBattleSim is categorized under policy
automation, simulation of authentic attributes, coordinated
technical and tactical actions, and semi-dynamic scenarios.

CyberBattleSim focuses on threat modeling during the post-
compromise lateral movement phase of network attacks. It
simulates a fixed network topology with parameterized vul-
nerabilities, allowing attackers to exploit these weaknesses for
lateral movement. A target network scenario, illustrated in
Figure 6, consists of nodes running various operating systems
and software. Each computer has specific attributes, val-
ues, and pre-assigned vulnerabilities. Communication between
nodes is depicted by black edges labeled with communication
protocols. The target network is constructed using realistic
attribute simulations, and the scenario remains static without
active changes.

The attacker aims to gain network control by exploiting
vulnerabilities and maximizing rewards through three actions:
performing a local attack, performing a remote attack, and
connecting to other nodes. Actions are parameterized by the
source node where the underlying operation should take place,
and they are only permitted on nodes owned by the agent. As
illustrated in Figure 6, the attacker starts from a Windows
7 node, exploits vulnerabilities, and uses cached credentials
to move laterally, ultimately accessing an SQL database.
Defenders monitor activities to detect and mitigate attacks
by reimaging infected nodes. Attack success also depends on
predefined probabilities.
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SQL

SQL

HTTP HTTP HTTP
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Windows 7 Windows 7 Windows 7
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Figure 6: Schematic Diagram of CyberBattleSim Network [49]
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Figure 7: Network Architecture Diagram of Network Attack
Simulator [37]

The attacker modifies network communication and architec-
ture, while defenders reimage systems, patch vulnerabilities,
and alter node attributes. Consequently, the target network
undergoes passive changes from both attacker and defender
actions without active alterations, classifying it as a semi-
dynamic scenario. CyberBattleSim conducts abstract simula-
tions without executing real attack code, emphasizing agent
interactions. It is designed for small to medium networks
(10–20 nodes) and does not support fully dynamic scenarios.

4) Network Attack Simulator: The Network Attack Sim-
ulator [37], a lightweight, open-source tool developed by
Schwartz et al. in 2019, is a groundbreaking application of
reinforcement learning in AutoPT research. The simulator
constructs a network environment of multiple subnets with
firewall-controlled access, each containing machines running
various services. As shown in Figure 7 [37], the architec-
ture includes node attributes such as address (subnet ID,
machine ID), machine value, and parameters (open services,
success rate, exploitation cost). The network architecture and
asset modeling utilize real-world data for the simulation of
authentic attributes, remaining static throughout the process.

Focusing solely on attacker modeling, the simulator allows
for individual scanning actions and vulnerability exploitation
targeting services on each machine. Scanning identifies ser-
vices on ports, which are then exploited based on the ma-
chine’s configuration. The attacker’s actions are independent;
one does not depend on the completion of another. Although
scanning can guide vulnerability selection, traversing execu-
tion vulnerabilities can also grant access to the target machine.
Importantly, these actions do not alter the target network,
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reinforcing the classification of the scenario as completely
static.

In summary, Network Attack Simulator combines policy
automation, authentic attribute simulation, isolated technical
and tactical actions, and a completely static scenario. While
it implicitly represents static defenders through subnet and
machine connections and vulnerability success rates, the tool’s
simplicity limits its scalability for larger networks and lacks
explicit defender modeling or a dynamically changing network
environment.

C. Research on Existing Penetration Testing Scenario Model-
ing Methods

We conducted a systematic literature review of AutoPT
studies using Web of Science, Scopus, and IEEE Xplore
(1990s-present). A two-stage screening process filtered out
irrelevant and low-quality papers. Inclusion criteria consisted
of thematic relevance, methodological rigor, academic impact,
and research recency. After applying these criteria, 65 repre-
sentative documents were selected for analysis, with 33 from
2020-2024. Each study was cross-reviewed by at least two

Table I: Classification Table of Simulation Modeling Methods in Typical Literature on Automated Penetration Testing

Year Paper Literature Objectives Network Simulation Complexity Dependency of T&T Operations Scenario Feedback and Variation
Technical Policy Complete Hypothetical Authentic Isolated Coordinated Static Semi-Dynamic Dynamic

1997 Haeni et al. [56] ✓ ✓ ✓ — — —
Nmap [57] ✓ ✓ ✓ — — —

1998 Nessus [51] ✓ ✓ ✓ — — —
2001 McDermott et al. [58] ✓ ✓ ✓ ✓
2002 Skaggs et al. [59] ✓ ✓ ✓ ✓
2003 Metasploit [52] ✓ ✓ ✓ — — —
2005 Liu et al. [60] ✓ ✓ ✓ ✓

2007

Kosuga et al. [61] ✓ ✓ ✓ ✓
Fonseca et al. [62] ✓ ✓ ✓ ✓

Shen et al. [63] ✓ ✓ ✓ ✓
Cone et al. [64] ✓ ✓ ✓ ✓

2009 Lyon et al. [40] ✓ ✓ ✓ — — —
Greenwald et al. [65] ✓ ✓ ✓ ✓

2011 Sarraute et al. [66] ✓ ✓ ✓ ✓

2013
Sarraute et al. [50] ✓ ✓ ✓ ✓
Sarraute et al. [47] ✓ ✓ ✓ ✓
Van Dijk et al. [67] ✓ ✓ ✓ ✓

2014 Chapman et al. [68] ✓ ✓ ✓ ✓

2016 Applebaum et al. [6] ✓ ✓ ✓ ✓
Chapman et al. [69] ✓ ✓ ✓ ✓

2017
Elderman et al. [39] ✓ ✓ ✓ ✓
Applebaum et al. [9] ✓ ✓ ✓ ✓

Ficco et al. [70] ✓ ✓ ✓ ✓

2018

Miller et al. [19] ✓ ✓ ✓ ✓
Ghanem et al. [7] ✓ ✓ ✓ ✓
Casola et al. [71] ✓ ✓ ✓ ✓

Ghanem et al. [72] ✓ ✓ ✓ ✓

2019

Paul et al. [38] ✓ ✓ ✓ ✓
Schwartz et al. [37] ✓ ✓ ✓ ✓

Paul et al. [73] ✓ ✓ ✓ ✓
Zhou et al. [74] ✓ ✓ ✓ ✓
Zang et al. [10] ✓ ✓ ✓ ✓

2020

Hu et al. [12] ✓ ✓ ✓ ✓
Hammar et al. [20] ✓ ✓ ✓ ✓

Valea et al. [75] ✓ ✓ ✓ ✓
Bhattacharya et al. [76] ✓ ✓ ✓ ✓

Nguyen et al. [77] ✓ ✓ ✓ ✓
Costa et al. [78] ✓ ✓ ✓ ✓

Chowdhary et al. [13] ✓ ✓ ✓ ✓
Bland et al. [79] ✓ ✓ ✓ ✓

Hu et al. [80] ✓ ✓ ✓ ✓
Enoch et al. [43] ✓ ✓ ✓ ✓

Schwartz et al. [44] ✓ ✓ ✓ ✓

2021

Dorchuck et al. [5] ✓ ✓ ✓ ✓
Qian et al. [81] ✓ ✓ ✓ ✓
Filiol et al. [29] ✓ ✓ ✓ ✓
Zhou et al. [46] ✓ ✓ ✓ ✓
Hacks et al. [8] ✓ ✓ ✓ ✓

Erdődi et al. [82] ✓ ✓ ✓ ✓
Ji et al. [83] ✓ ✓ ✓ ✓

2022

Dillon et al. [36] ✓ ✓ ✓ ✓
Yamin et al. [84] ✓ ✓ ✓ ✓

Confido et al. [85] ✓ ✓ ✓ ✓
Tran et al. [86] ✓ ✓ ✓ ✓

Hance et al. [87] ✓ ✓ ✓ ✓

2023 Færøy et al. [88] ✓ ✓ ✓ ✓
Li et al. [89] ✓ ✓ ✓ ✓

2024

Xu et al. [48] ✓ ✓ ✓ ✓
Becker et al. [45] ✓ ✓ ✓ ✓

Li et al. [53] ✓ ✓ ✓ ✓
Alshehri et al. [90] ✓ ✓ ✓ ✓

Deng et al. [15] ✓ ✓ ✓ ✓
Wang et al. [91] ✓ ✓ ✓ ✓

Li et al. [92] ✓ ✓ ✓ ✓
Wang et al. [93] ✓ ✓ ✓ ✓
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Table II: Classification Statistics of Simulation Modeling Methods in Automated Penetration Testing Literature

Types Literature Objectives Network Simulation Complexity Dependency of T&T Operations Scenario Feedback and Variation
Technical Policy Complete Hypothetical Authentic Isolated Coordinated Completely Static Semi-Dynamic Completely Dynamic

Quantity 17 43 5 10 55 29 36 43 20 2
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Figure 8: Temporal Variations in Article Volume Across Dimensions

researchers to ensure accuracy and reliability. We categorized
AutoPT modeling methods according to their characteristics
(Table I) and examined the research background, objectives,
and significance of each article.

We summarized the article count across four dimensions in
Table II. Notably, some automated execution tools like Nessus,
Metasploit, and nmap have unrestricted application scenarios
(therefore denoted by dash notation). Generally, their use
requires consideration of legal and ethical constraints, typically
in isolated network environments, categorized as Completely
Static Scenarios.

Policy automation and intelligent decision-making are
prominent research areas, attracting significant academic at-
tention. Most studies focus on simulating authentic attributes
and continuous technical actions, closely mirroring practical
scenarios. However, research on dynamic environments re-
mains limited. For example, Applebaum et al. [9] introduce
active network changes using gray agents, but initiate only
one connection set per round, resulting in minimal alterations
within small to medium networks (11–21 hosts). Similarly, Li
et al. [92] carefully define network changes but do not quantify
them or test scalability in larger networks. Their experiments
are confined to a 10-node network and overlook dynamic sim-
ulation and emulation for larger systems. Additionally, their
simplistic action settings focus on vulnerability exploitation
without addressing the logical relationships among multiple
penetration tactics.

Table II summarizes literature classifications over time,

while Figure 8 shows trends in article volumes across di-
mensions. Initially, AutoPT research focused on Technical
Automation, emphasizing the automation of specific tactics
and steps. Over time, Policy Automation became more promi-
nent, evolving from simulating hypothetical attributes and
isolated actions to simulating authentic attributes and coordi-
nated technical and tactical actions. This shift reflects reduced
abstraction in simulation modeling and a closer alignment
between models and reality, paving the way for integrating
intelligent decision-making algorithms with automated tools
for Complete Automation. Ongoing research in Complete Au-
tomation typically streamlines the AutoPT process by targeting
specific components, incorporating one or more automated
tools—such as rules, planners, or basic reinforcement learning
models—to develop action-guiding strategies with a greater
emphasis on engineering implementation and lower intelli-
gence levels. Notably, Ghanem et al. [72] focus on automat-
ing strategy generation using tools like MSF for execution.
Although Complete Automation is not fully achieved, their
work is practically significant and classified under Complete
Automation, demonstrating the flexibility of our criteria.

Besides, most studies focus on static or semi-dynamic
scenarios, neglecting active network changes and dynamic
information. Approaches like Cyber Mimic Defense [23] and
Moving Target Defense [24] signal a shift toward dynamic
network security strategies. Future research should integrate
both active and passive network changes to enable intelligent
decision-making and automated execution in fully dynamic
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Figure 9: Three Types of Network Topology in AutoPT-Sim

environments. Additionally, existing studies typically simulate
only small to medium-sized networks [9, 49, 92], overlook-
ing large-scale network modeling and the impact of diverse
network architectures on penetration testing. Furthermore,
current simulation methods lack flexibility, focusing on limited
combinations without providing a unified approach for multi-
dimensional and multi-level simulation modeling.

IV. AUTOPT-SIM: A UNIFIED SIMULATION MODELING
FRAMEWORK FOR AUTOMATED PENETRATION TESTING

Current scenario modeling methods are often incomplete,
exhibit low variability, lack fully dynamic capabilities, and are
hindered by the absence of public datasets. To address these
limitations, we introduce the AutoPT Simulation Modeling
Framework (AutoPT-Sim), which leverages policy automation
to integrate all sub-dimensions of the MDCPM framework
across its three primary dimensions. Additionally, we provide

a comprehensive and publicly accessible dataset on GitHub1 to
support future research endeavors. We welcome constructive
feedback to refine our standards and dataset further. Further-
more, we have developed a suite of interfaces to underpin
future extensions in tactical and full-process automation.

A. AutoPT Simulation Modeling Framework

Our model enables AutoPT research within internal net-
works by automating policy scenarios and simulating all
penetration testing phases, including information gathering,
foothold establishment, privilege escalation, lateral movement,
and persistence. We provide diverse network architectures
and asset modeling techniques to support dynamic network
construction. Additionally, attacker and defender actions are
comprehensively modeled, allowing for customizable config-
urations.

1www.github.com/feifei-feifei-hub/Simulation-Modeling-for-Automated-
Penetration-Testing
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1) Network Architecture and Target Asset Modeling: We
model the target network by combining its architecture and
assets into a graph G = (V,E,X), where nodes V represent
network devices, edges E denote their connections, and X
captures attributes for both nodes and edges. Computer net-
works naturally form graph structures [94]. Each node V =
{1, 2, 3, . . . , N} corresponds to a device, with attributes Xi

detailing systems, services, and credentials. Edges E represent
both wired and wireless communications. An edge eij exists if
node i can communicate with node j, with link attributes Xij

specifying protocols, traffic size, and more. All nodes have a
type attribute distinguishing categories like server or switch,
effectively capturing configurations and functionalities through
attributes such as software and services.

To emulate attackers’ extensive maneuverability in internal
networks, all connections are bidirectional. Our penetration
testing framework emphasizes lateral movement by focusing
on node configurations and attributes rather than simulating
traffic. We incorporate various network topologies to reflect
real-world diversity, and our network generator allows for the
expansion of directed links and link attributes to represent
data flow characteristics. The specific methods for network
architecture and target asset modeling are detailed below.

Network Architecture Modeling. Our simulated network
model assumes direct connections between nodes on the same
LAN and switch-mediated communication between nodes
on different LANs. The network graph features undirected
edges, enabling bidirectional communication between nodes.
To capture the diversity of real-world network topologies, our
framework incorporates multiple classic topologies, as well as
partitioned and layered topologies informed by expert insights.
These topologies are illustrated in Figure 9.

• Partitioned and Layered Topology Network: We em-
ploy a customized network topology, initially introduced
by Sarraute et al. [95] and subsequently refined through
expert consultation with cybersecurity professionals. The
PLTN architecture is specifically designed for perfor-
mance testing and comprises three distinct regions: (1)
the Demilitarized Zone (DMZ), (2) the General Business
Area, and (3) the Sensitive Business Area.

1) DMZ connects the external internet to the general
business area. It features interconnected nodes with
minimal defenses, lenient firewall rules, and lower
account privileges, making it a potential entry point
but less likely to contain sensitive information.

2) General Business Area acts as a bridge between the
DMZ and the sensitive business area. It includes mul-
tiple subnets with enhanced defenses, some sensitive
data, and high-level accounts. Connections between
subnets are managed by devices like firewalls and
routers.

3) Sensitive Business Area connects only to the general
business area and consists of 1-3 subnets with the
strongest defenses and strict access controls. It has
fewer nodes but is more likely to contain sensitive
information, with connectivity managed similarly to
the general business area.

Backup switches enhance network robustness by demon-
strating variability in node connections across different
layers and LANs. This setup reflects the network’s inher-
ent randomness and adaptability.

• Tree Topology Network [21]: A classic network archi-
tecture where nodes are arranged in layers, typically con-
sisting of a root, branch, and leaf nodes. Each node has a
unique data transmission path, simplifying traffic control
and management. The failure of a node or link affects
only its subtree. Common in broadband networks like
Ethernet, the central node is usually a switch or hub, with
branches and leaves as workstations or computers. While
easy to manage, a central node failure can jeopardize the
entire network.

• FatTree Topology Network [96]: This scalable data
center network architecture addresses traditional topology
limitations, offering improved scale and bandwidth. By
employing multiple low-cost units, it builds a large-scale
structure ideal for high-performance computing and big
data tasks. The FatTree is a k-ary tree with k ports
per switch, (k/2)2 core switches, and k pods. Each
pod contains two layers: the aggregation layer and the
access layer (or edge layer), each with k/2 switches.
Aggregation layer ports connect to core switches and
access layer switches. In the access layer, ports connect
to the aggregation layer and hosts. This design enhances
network performance with scalable bandwidth and hier-
archical connectivity.

We use the topology type as input for the network gen-
erator, enabling researchers to easily create diverse network
topologies and utilize implicit information within them.

Target Asset Modeling. Our framework models nodes in
a network graph using hypothetical and authentic attribute
simulations.

Simulation of Hypothetical Attributes: We follow Ham-
mar et al. [20] to assign node attributes, creating networks with
hypothetical attributes. Each node is assigned m+1 values: the
first m reflect its defensive capabilities, and the last indicates
its anomaly detection capability. If a node has a vulnerability
in the i-th defense, the i-th attribute value is set to xi ≤ 1.

Simulation of Authentic Attributes: Leveraging expert
insights, we identify critical attributes for penetration testing,
setting unique attributes for each node to simulate authentic
target assets:

• IP (ip): The IP address of the node.
• Node Type (type): Nodes are classified as either switch

for data transmission or server for processing and storage.
Customizable types are supported.

• Local Area Network ID (lan id): Identifies the node’s
LAN, reflecting our partitioned network design. Nodes in
the same LAN are assumed connected, despite possible
internal firewalls.

• Operating System (system): Categorized as windows,
linux, or other.

• Open Ports and Services (port server version): Lists
the node’s open ports and associated services, including
service versions. Scans may omit this information, par-
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ticularly versions, so we simulate potential data loss with
a predefined probability.

• Installed Software and Versions (software version):
Details additional software on the node that doesn’t
provide external services and their versions, which might
have vulnerabilities or sensitive data like passwords,
accessible through specific methods.

• Saved Account Passwords and Levels (account): En-
compasses standard, administrative, and domain admin-
istrator accounts.

• Vulnerabilities and Vulnerability Exploit Success Rate
(cve): Indicates vulnerabilities related to the node’s OS,
services, software and weak passwords, alongside the
likelihood of successful exploitation. We collected more
than 500 vulnerabilities across various systems and ser-
vices. CVSS scores assess severity based on factors like
attack vector and complexity, while EPSS scores, from
the latest EPSS v3 model, estimate exploitation likelihood
in the wild, with higher scores indicating greater risk. The
EPSS score from 2024.10, and CVSS scores are used to
determine exploitation success probability.

For example, the attributes Xi can be set as follows:

Xi = {′ip′ :′ 192.168.2.105′,
′type′ :′ server′,

′lan id′ :′ 9′,
′system′ :′ linux′,

′port server version′ : [(′3306′,′ Cacti′,′ 1.2.22′),

(′6699′,′ samba′,′ 3.5.0′)],

(′22′,′ ssh′,′ Tom′,′ Tom123′)],
′software version′ : [(′Struts2′,′ 2.0.0′),

(′PostgreSQL′,′ 9.3′)],
′account′ : [(′Tom′,′ 123QWE′,′ root′)],

′cve′ : [(′CV E − 2022− 46169′, 0.65),

(′CV E − 2017− 7494′, 0.80)]}
(1)

To enhance network attribute generation, we incorporate an
underlying pattern based on expert knowledge. Nodes within
the same LAN often exhibit similarities, particularly concern-
ing operating systems and installed software, such as Windows
and Office. This suggests they may share common system and
software vulnerabilities, mirroring real-world scenarios where
nodes in the same department have similarities. However, due
to varying user habits, some vulnerabilities may be addressed
through system patches or software updates, and this aspect
is also simulated in our network model. Link attributes can
be configured based on research needs and decision-making
methods. The selection of node and link attributes for intel-
ligent decision-making should align with the specific method
and scenario.

2) Attacker and Defender Modeling: In this section, we
model attacker and defender actions by integrating established
methods from literature and expert insights. For hypothetical
attribute networks, we follow the settings by Hammar et
al. [20]. Attackers increment a node’s attack value by 1 in
a specific dimension. An attack succeeds when this value

exceeds the node’s defense value. Defenders can add a defense
value of 1 to a node or detect attackers probabilistically.
For real attribute networks, we employ a more complex and
realistic modeling approach for attackers.

Attacker Modeling. Our attacker modeling is based on the
MITRE ATT&CK framework, which outlines 14 tactic and
technique phases. Below are the methods applicable at each
phase, the necessary execution details, and the results obtained.

• Reconnaissance: Input the target node IP and return its
attack surface attributes. Ports and services are paired,
and service software versions have a 50% chance of being
returned.

• Resource Development: Establish resources like fin-
gerprint vulnerabilities, weak password libraries, and
payloads collected before penetration testing. This is a
preparatory phase rather than a decision-making stage in
intelligent decision processes. During penetration, experts
choose suitable resources and tools from what’s available.
The thoroughness of this preparation dictates the range of
potential actions.

• Initial Access: Achieved via actions such as exploiting
vulnerabilities, phishing, cracking weak passwords, and
using credentials.

• Execution: Indicates that the attacker has gained initial
access to a target network node and is running attack-
related code. This is typically accomplished by exploiting
vulnerabilities to subsequently gather system information,
sensitive data, and additional node content.

• Persistence: Determine which nodes to maintain access
to for ongoing exploitation.

• Privilege Escalation: Decide where to escalate privileges
using vulnerabilities, password cracking, or credential
login.

• Defense Evasion: Erase traces of actions on a node to
reduce detection chances.

• Credential Access: Use credentials such as passwords,
cookies, tokens, tickets, and cryptographic elements in-
cluding hashes, keys, certificates, fingerprints, and bio-
metric data to obtain node access permissions. In model-
ing, we use the ’Credential Access’ action to encompass
these various attack methods.

• Discovery: Internal network reconnaissance by gathering
system and network info through techniques like discov-
ery of account, address space, URL, and system, aiding
in mapping environments of compromised hosts.

• Lateral Movement: Select a host to move to, decide on
the target node and the access method..

• Collection: Attackers collect valuable information, such
as drive types, browsers, audio, video, email, and file
contents. In modeling, we use ”Obtain Sensitive Informa-
tion” action to encompass all techniques at this stage and
restrict the information gathered to the internal data of
the controlled host, distinguishing it from the externally
exposed surface data collected via active scanning during
the Renaissance or Discovery phases.

• Command and Control: Remotely control the host to
execute commands and operations, potentially leading
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Table III: Attacker Action Modeling

Action ATT&CK Phase Precondition Decision
Parameters

Expected Outcomes Unexpected
Outcomes

Time
Cost

Network
Changed

Note

Scanning Reconnaissance, Discov-
ery

Target IP known Target IP Obtain partial
information of
the target IP,including
type, LAN ID,
system, and (port,
service, version)
attributes.

2 No Version data is often re-
turned probabilistically, simu-
lating randomness and poten-
tial pairing errors. Similarly,
exposure surface information
is provided in a probabilis-
tic manner, mirroring the chal-
lenges of incomplete data in
real-world scanning tools.

Vulnerability
Exploitation

Initial Access, Execution,
Persistence, Privilege Es-
calation, Lateral Move-
ment, Command and Con-
trol

Target IP known Target IP,
specific vul-
nerability

Obtain control per-
missions of the target
IP node

If the vulnerabil-
ity does not exist,
exploitation fails

1 No Success judged by CVSS and
EPSS scores; user-set success
probability supported.

Persistence Persistence Administrative
user permissions
for target IP

Target IP Obtain persist session Persistent session
not retrieved

1 No Node maintains session post-
restart.

Credential
Access

Initial Access, Privilege
Escalation, Credential Ac-
cess, Lateral Movement

Target IP known Target IP Obtain different
permissions based on
(account, password)
level

Login fails if cre-
dentials do not
match

3 No Success based on target IP’s
credentials in repository.

Weak Pass-
word Crack-
ing

Initial Access, Privilege
Escalation, Lateral Move-
ment

Target IP known Target IP Gain administrative
privileges

Login fails
if password
does not match
weak password
database

3 No Success based on weak pass-
word vulnerability.

Obtain Sen-
sitive Infor-
mation

Collection, Command and
Control, Discovery

Permissions for
target IP

Target IP Obtain all attributes
and sensitive informa-
tion; add host creden-
tials to database

2 No Support partial information re-
turn to demonstrate attacker
capabilities.

Phishing
Email

Privilege Escalation, Lat-
eral Movement, Initial Ac-
cess

Target IP known Target IP Obtain different priv-
ileges

2 No Success judged by target IP
node attributes and success
rate.

Information
Leakage

Command and Control,
Exfiltration, Impact

Sensitive
information
for target IP

Target IP Leak sensitive infor-
mation

2 No Based on researcher’s objec-
tives.

Establish or
Disconnect
Connection

Command and Control,
Lateral Movement

Permissions for
target IP

Initial IP,
Target IP

Create or disconnect
connections

1 Yes

Force
Host Of-
fline/online

Command and Control,
Impact

Permissions for
target IP

Target IP Target node goes of-
fline or online

1 Yes Causes network paralysis, af-
fecting services.

Defense
Evasion

Defense Evasion Permissions for
target IP

Target IP Clean up action traces
to reduce discovery
probability

2 No

to information leakage and connection manipulation by
exploiting vulnerabilities.

• Exfiltration: Decide on transmitting sensitive informa-
tion externally after collection.

• Impact: Aim to manipulate, disrupt, or interfere with
systems and data.

Based on our analysis of intelligent decision-making needs,
decision content, methods, common attack actions in research,
and real-life penetration parameters, we provide a detailed list
of attacker actions in Table III.

Defender Modeling. Defender modeling integrates research
and practical defense strategies. Network administrators en-
hance detection and defense by patching vulnerabilities, de-
ploying intrusion detection systems (IDS), and monitoring
traffic. They terminate attacker sessions by taking nodes of-
fline, blocking IPs, and clearing login credentials to protect
compromised nodes. Detailed actions are in Table IV.

In real-world scenarios, the network is visible to defend-
ers, but attackers’ actions are concealed. Traditional AutoPT
research models defender awareness through detection. Our
approach enhances defense capabilities and detection, incor-
porating proactive measures like IP blacklisting, honeypots,
and countermeasures to capture attacker traces. We have also
integrated social engineering defense by providing exten-

sive security education to reduce phishing success rates and
strengthen network security.

In addition to measures shown in Table IV, some implicit
defenses can be strengthened by defining communication
relationships between nodes. Dynamic target defense and
network mimicry can be implemented through adaptive net-
work changes. In zero trust environments, this contemporary
approach enhances defense capabilities via continuous and
dynamic verification processes. Our framework simulates con-
tinuous authentication by regularly updating node credentials,
limiting attackers to credential-logging for session persistence.
By adjusting inter-node communication and simulating gran-
ular access controls, we can effectively model zero trust
scenarios.

Certain attacker and defender actions can passively modify
the network architecture and target assets, as shown in Tables
III and IV. During modeling, not all actions are essential for
a complete penetration phase. It is preferable to select actions
relevant to the specific application phase and research method.
Simplifying decision parameters enhances the effective use of
independent and continuous tactics and techniques.
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Table IV: Defender Action Modeling

Action Decision Parameters Expected Outcomes Time
Cost

Network
Changed

Note

Patch Vulnerability Target IP Patch a specific vulnerability 1 Yes One vulnerability of the target IP is randomly
patched at a time. This invalidates sessions estab-
lished through that vulnerability, causing the attacker
to lose control of the host.

Traffic Monitoring Target IP Monitor node traffic and invalidate
suspicious sessions

2 No Attackers may cause suspicious traffic changes when
using information leakage.

Detect Attack Target IP If the detected target IP is n=2 time
steps behind the attack’s vulnera-
bility exploitation, the foothold is
invalidated

1 No

Proactively Take Host
Offline

Target IP Take a specific host offline 1 Yes Target IP will come back online after a five time
steps interval. Upon reconnection, the attacker will
lose control of the host, and all established sessions
will be terminated.

IP Blacklisting Target IP Randomly disconnect one connec-
tion of the target IP node

1 Yes

Clear/Add Active
Credentials

Target IP, Clear/Add
Active Credentials

Clear/Add active credentials for the
target IP

1 Yes

Honeypot Target IP Configure the target IP as a honey-
pot; an alarm message will trigger
upon a successful attacker penetra-
tion of the node.

1 No One of the conditions for penetration failure can
be defined as an attacker successfully infiltrating a
honeypot.

Countermeasure Target IP Obtain the attacker’s IP and related
information

2 No Upon honeypot infiltration, the defender implements
countermeasures to pinpoint the attacker’s IP address
andrelated information, which can be designed as an
ending condition.

Network security
training

None Randomly reduce the success rate
of attack methods such as phishing
emails, weak passwords, and cre-
dential login.

10 No The degree of success rate reduction varies for each
node.

B. Network Simulation Dataset and Network Generator

We developed a network generator using the AutoPT-
Sim framework, enabling the creation of dynamic and static
networks with diverse architectures, attributes, and scales. The
open-source code allows researchers to generate custom net-
work data through parameter adjustments, thereby advancing
AutoPT research. We offer a pre-generated network simula-
tion dataset, which includes hypothetical numerical attributes,
authentic attributes, and their continuous-time counterparts.

• Static Hypothetical Numerical Attributes Simulation Net-
works: These are based on numerical simulations with
hypothetical attributes, with no active changes in network
scenarios.

• Static Authentic Attributes Simulation Networks: These
use authentic attributes without active changes in network
scenarios.

• Dynamic Hypothetical Numerical Simulation Networks:
These incorporate hypothetical attributes alongside dy-
namic scenario alterations. Nodes may be added or
modified randomly, affecting connections and attributes
according to a specified change proportion, pchange.

• Dynamic Authentic Attribute Simulation Networks: Here,
authentic attributes are used with dynamic scenario
changes, governed by pchange.

Based on the aforementioned configurations, we include three
types of networks with scales of 10, 100, and 1,000 nodes in
our dataset. These scales can also be expanded by modify-
ing the scale parameter. For dynamic networks, we produce
network graphs at various time points, providing snapshots
that represent the network’s evolution. Researchers can switch

between these snapshots to effectively capture network dy-
namics.

Usage Example. To construct a simulation scenario with
policy automation, authentic attributes, coordinated technical
and tactical actions, and a semi-dynamic context, start by using
datasets from static authentic attribute networks. Then, select
actions from the attacker and defender sets while ensuring
they meet preconditions, and incorporate at least one action to
induce passive changes in the network structure.

To advance simulation modeling in policy automation
within MDCPM, we integrate publicly available datasets flex-
ibly. We have also released network generator code, enabling
researchers to customize network data by adjusting parameters
or fine-tuning the generator. AutoPT-Sim addresses the limita-
tions of existing scene modeling methods, which often focus
on small to medium-sized networks and lack support for large
networks and varied architectures. Current methods fall short
in dynamic scene modeling, offering limited flexibility and
lacking a unified approach for multidimensional and multi-
layer simulations.

V. CONCLUSION

This paper reviews the literature on AutoPT and introduces
an innovative classification framework, MDCPM, for scenario
modeling methods. Our framework categorizes existing re-
search distinctly, addressing the limited scope, fragmented
scenarios, and lack of unified standards and public datasets in
current AutoPT modeling. We propose AutoPT-Sim, a method
that emphasizes strategy automation while supporting tactic
and technique automation, as well as full-process integration.
Our public release includes a network scenario dataset and
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network generator code, facilitating flexible scenario modeling
across all levels and enabling researchers to customize net-
work data by adjusting generator parameters. Our construction
method and dataset aim to guide simulation modeling in
AutoPT and serve as a standard data benchmark for fair
comparisons of intelligent decision-making methods. To our
knowledge, this is the first work to analyze and classify
simulation modeling in AutoPT, while offering guidance and
standard datasets for model construction.

Ethical considerations are crucial in AutoPT. Our modeling
framework, AutoPT-Sim, uses real-world data while abstract-
ing it to protect privacy and excludes actual penetration tools
and payloads, ensuring no direct real-world application. Our
research focuses on developing penetration strategies without
full automation, thereby avoiding potential harm to systems or
users.

In our current modeling framework, we detail the modeling
of attacker and defender actions and plan to release the
attacker-defender action dataset and state transition functions
in a future phase. We will enhance our characterization of
attacker capabilities post-intrusion. Recognizing that informa-
tion gathering significantly depends on the attacker’s exper-
tise, we will examine network visibility disparities between
attackers and defenders, as well as defenders’ delayed response
times to attacker actions. Another significant challenge in
AutoPT is the lack of a unified evaluation method. Current
evaluations often emphasize convergence speed and cumula-
tive rewards in specific network settings, with varying reward
configurations complicating comparisons. There is no widely
accepted set of metrics for assessing the effectiveness of
intelligent decision-making. We advocate for future research
to develop standardized evaluation metrics to enhance com-
parison and advance AutoPT methodologies.
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