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Abstract
Explaining the hidden representations of Large
Language Models (LLMs) is a perspective to un-
derstand LLMs’ underlying inference logic and
improve their reliability in application scenar-
ios. However, previous methods introduce ex-
ternal “black-box” modules to explain “black-
box” LLMs, increasing the potential uncertainty
and failing to provide faithful explanations. In
this paper, we propose a self-explaining method
SEER, enhancing LLMs’ explainability by ag-
gregating the same concept and disentangling
the different concepts in the representation space.
In this way, SEER provides faithful explana-
tions carried by representations synchronously
with the LLMs’ output. Additionally, we show-
case the applications of SEER on trustworthiness-
related tasks (e.g., the safety risks classification
and detoxification tasks), where self-explained
LLMs achieve consistent improvement in explain-
ability and performance. More crucially, we
theoretically analyze the improvement of SEER
on LLMs’ generalization ability through opti-
mal transport theory. The code is available at
https://github.com/AI45Lab/SEER.

Warning: This paper contains potentially unsafe
context.

1. Introduction
The wide use of LLMs provides convenience for people’s
work and life (Achiam et al., 2023; Cai et al., 2024). How-
ever, the internal mechanisms of LLMs remain unclear,
making them hard to be reliably applied in tasks like finance
and healthcare (Li et al., 2023; Nazi & Peng, 2024; Dang
et al., 2024). Thus, it is increasingly critical to explain and

⋆Equal contribution. Correspondence to: Jing Shao <shao-
jing@pjlab.org.cn>.
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Figure 1. SEER is designed to provide faithful self-explanations
without post-process or additional modules, enhancing the self-
explainability of LLMs’ representations.

understand the inference logic of LLMs. LLMs transform
the input into intermediate representations layer by layer,
contributing to the final prediction. The hidden representa-
tions contain rich semantic information (Shen et al., 2021;
Zhang et al., 2024c; Wu et al., 2024), reflecting the logic of
model prediction. Therefore, explaining hidden representa-
tions can help us understand the inference logic, improving
the trustworthiness and reliability of LLMs’ applications.

To this end, prior works on explaining LLMs’ hidden rep-
resentations can be roughly divided into three classes, as
shown in Figure 1. Firstly, Liu et al. (2024) and Li et al.
(2024b) develop external detectors (e.g., Probes) to identify
dishonesty and toxic concepts in LLMs’ representations.
Secondly, sparse autoencoders (SAEs) decompose LLMs’
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representations into more interpretable pieces (Templeton
et al., 2024; Gao et al., 2024; Lieberum et al., 2024). Fi-
nally, Chen et al. (2024) and Ghandeharioun et al. (2024)
use the LLM itself as a decoder to transform the LLMs’
representations into natural language descriptions.

However, these methods fail to faithfully explain the infer-
ence logic of LLMs (Madsen et al., 2024a; Turpin et al.,
2024), because they introduce additional “black-box” mod-
ules to explain “black-box” LLMs, increasing the potential
uncertainty (Madsen et al., 2024b). Therefore, we aim to
enhance the explainability of LLMs and to make faithful
self-explanations without external modules.

In this paper, we propose a self-explaining method, Self-
Explainability Enhancement of LLMs’ Representations,
named SEER. In a trustworthiness-related scenario, an ideal
situation is that representations of similar concepts (e.g.,
related to “violence”) fall into the same region, while rep-
resentations from different concepts (e.g., “honesty,” “bias,”
and “violence”) are kept away from each other. In this
way, we can easily know whether the inference logic of
LLMs involves dangerous concepts and may inspire po-
tential intervention. Therefore, we can improve LLMs’
self-explainability through disentangling between represen-
tations of different concepts. Specifically, SEER constructs
contrastive pairs, maximizes the representations’ similarities
from the same concept, and minimizes the representations’
similarities between different concepts. Experiential results
across three scenarios with four LLMs verify the effect of
disentanglement, where SEER achieves better intra-class
compression (e.g., measured by Coding Rate (Chan et al.,
2022)) and inter-class separation (e.g., measured by l2 dis-
tance), with almost unchanged general capabilities.

We showcase the application of SEER in the safety risks
classification task and the detoxification task, where we
apply SEER to disentangle representations between safe
and harmful question-answer (QA) pairs. Additionally, self-
explained LLMs demonstrate better safety performance,
realizing coherent advancements in explainability and per-
formance. More crucially, we theoretically explain why
SEER can improve LLMs’ generalization ability following
the optimal transport theory (Villani et al., 2009; Jiang et al.,
2020; Chuang et al., 2021; Solomon et al., 2022).

SEER provides a new perspective to improve the faith-
fulness of explanations, increasing the transparency of
the model inference logic. Trough SEER, better self-
explainability of LLMs brings improvement on their per-
formance in trustworthiness-related tasks. Consequently,
SEER may contribute to mitigating the potential risks of
advanced artificial intelligence.

2. Related Work
Interpretability of LLMs. Global interpretability meth-
ods provide insight into the internal mechanisms of LLM
(Liu et al., 2023; Zhou et al., 2024; Ren et al., 2024a;c;
Dang et al., 2024). Previously, external modules are often
trained to identify semantic information from intermediate
representations (Liu et al., 2025; 2024). Some methods
also project representations into the vocabulary space (nos-
talgebraist, 2020) or other interpretable space (Gao et al.,
2024; Lieberum et al., 2024). Due to the powerful capabil-
ities of LLMs, they are utilized to explain representations
with natural language by directly decoding representations
(Chen et al., 2024; Ghandeharioun et al., 2024) or summa-
rizing patterns of representations (Bills et al., 2023). When
an LLM serves as the explained model and the explaining
tool simultaneously in these above approaches, they can be
called self-explaining methods. Self-explaining methods
use models to explain themselves. Instead of explaining rep-
resentations, chain-of-thought prompting (CoT, Nye et al.
(2021); Wei et al. (2022)) enables LLMs to tell how they
make predictions and improves reasoning ability. However,
Huang et al. (2023) and Turpin et al. (2024) show that CoT
may provide unfaithful explanations and bring potential
dangers to the utilization of LLMs.

Representations of LLMs. Several works focus on rep-
resentations of LLMs instead of their output on tasks of
LLMs’ alignment (Li et al., 2024e; Yin et al., 2024; Qian
et al., 2024b; Zhang et al., 2024a;b), evaluation (Wei et al.,
2024; Azaria & Mitchell, 2023; Xu et al., 2024; Azaria &
Mitchell, 2023; Orgad et al., 2024) and copyright protec-
tion (Zhang et al., 2024c; Sevastjanova et al., 2022; Yang
& Wu, 2024). Li et al. (2024b) design steering vectors and
insert them into model representations to control model gen-
erations without training. Rosati et al. (2024), Zou et al.
(2024) and Li et al. (2024d) perform machine unlearning
by rotating the representation of harmful samples or push-
ing them towards a random distribution. What’s more, Wu
et al. (2024) performs intervention functions precisely on the
model’s target layer and the target position of the input to-
kens. Qian et al. (2024a) disentangles LLMs’ awareness of
fairness and privacy by deactivating the entangled neurons
in representations.

Contrastive Learning. Contrastive self-supervised learn-
ing on computer vision utilizes positive and negative pairs
constructed by data augmentation to learn general and high-
quality representations (He et al., 2020; Chen et al., 2020;
Zbontar et al., 2021). Radford et al. (2021) connects natural
language and visual modality through contrastive learning
of text-image pairs. Recent work extracts human value rep-
resentations of LLMs by applying multi-view contrastive
Learning (Cahyawijaya et al., 2024).
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Figure 2. Overview of SEER. SEER disentangles representations by maximizing the examples’ similarities from the same concept, and
minimizing the examples’ similarities from the different concepts. Meanwhile, SEER utilizes constraints of l2 distance and KL distance
on representations and probabilities respectively before and after the disentanglement to maintain the general capabilities of LLMs.

3. SEER
In this section, we propose SEER and introduce how SEER
improve the self-explainability of LLMs in Section 3.1.
Then we theoretically analyze the effect of SEER to LLMs’
generalization capability in Section 3.2 and conduct experi-
mental verification in Section 4. In Section 3.3, we verify
the effectiveness of SEER across three scenarios, such as
math, knowledge, and safety.

3.1. Framework Description

We aim to faithfully explain LLMs’ inference logic and
provide self-explanations. Suppose that representations of
different concepts are disentangled from each other, then
we can easily know which concept the LLM is considering
(e.g., “honesty” and “violence” as shown in Figure 1) and
take appropriate intervention during the inference process.
Therefore, we can the inference logic of LLMs through the
disentanglement between different concepts.

Notations. Given an LLM fθ with L layers, we use fθ≤l
(·)

to denote intermediate outputs in the l-th layer. With an
input x = (x1, x2, . . . , xT ), LLMs can be described as

h(l) = (h
(l)
1 , . . . ,h

(l)
t , . . . ,h

(l)
T ) = fθ≤l

(x), (1)

πθ(x) = (fθ(x2 | x≤1), . . . , fθ(xT | x≤T−1)), (2)

where h(l)t denotes intermediate representations of token
position t in l-th layer and h(l) ∈ RT×d is the matrix of the
representations for all tokens in l-th layer; fθ(xt | x≤t−1)
denotes the probability of token xt given the previous tokens
x≤t−1 and πθ(x) is the output sequence of probabilities.

Disentanglement of representations between concepts.
In this part, we aim to maximize the similarities of exam-
ples from the same concept (e.g., two QA examples from
“bias” related data, called positive pair) and minimize the
similarities of examples from the different concepts (e.g.,
one QA example from “bias” and the other from “honesty”
related data, called negative pair) in representation space of
LLMs. We utilize a Disentangle Set {Dj}Cj=1 consisting of
subsets Dj = {xi

j}
nj

i=1 from C different concepts, where nj

is the number of samples from concept j, and total number
of data n can be calculated by n =

∑C
j=1 nj .

Concretely, SEER samples B concepts {ck}Bk=1 and then
construct positive pairs {xi1

ck
,xi2

ck
}Bk=1 by sampling two ex-

amples from each concept. We use the disentangle loss Ld,
a classical InfoNCE loss, to disentangle the representations
from different concepts

Ld = −E{xi1
ck

,x
i2
ck

}B
k=1

[
log

exp(zi1
ck

· zi2
ck
/σ)∑B

k′=1 exp(zi1
ck · zi2

ck′/σ)

]
,

(3)
where zi

c denotes the normalized representations of in-
put xi

c from l-th layer and token position t, calculated by
h
(l)
t / ∥h(l)

t ∥ and σ adjusts the degree of disentanglement.

Maintenance of LLMs’ general performance. We aim to
obtain a faithfully self-explained LLM with outstanding gen-
eral capabilities, rather than an encoder of concepts without
normal ability of conversations. Therefore, the LLM should
maintain general capabilities and provide normal output on
the disentangled concepts. To obtain the representations
associated with the general performance of LLMs, we intro-
duce the Retain Set Dretain, which includes data related to
general capabilities. Meanwhile, we utilize the first example
of each positive pair constructed in the previous paragraph
to get output probabilities on disentangled concepts.

The goal of our retain loss Lr is to maintain general capabil-
ities and keep stable output on edited concepts. Specifically,
we denote the original model as fθref and calculate the first
term of Lr by imposing an ℓ2 norm constraint on representa-
tions before and after disentanglement following (Zou et al.,
2024). Additionally, the second term of Lr is calculated
with the KL penalty on output probabilities before and after
disentanglement, as suggested in (Ouyang et al., 2022).

Lr =E{xk}B
k=1

∥∥fθ≤l
(xk)− fθref≤l

(xk)
∥∥
2

− αE{xi1
ck

}B
k=1

DKL[πθ(x
i1
ck
)∥πθref(x

i1
ck
)] ,

(4)

where l is the target layer of disentanglement and {xk}Bk=1

denote the data sampled from Dretain; α is to adjust the

Please see Appendix A.1 for more discussions.
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Algorithm 1 SEER.
Input: batch size B, the original model fθref , the disentan-

gled model fθ, target layer l, target position t of input
tokens, hyperparameterd σ, λ1 and λ2, Disentangle Set
{Dj}Cj=1, Retain Dataset Dretain.

1: Sample {ck}Bk=1 ∼ {1, . . . , C}
2: Sample {xi1

ck
,xi2

ck
} ∼ Dck as {xi1

ck
,xi2

ck
}Bk=1

3: Sample {xk}Bk=1 ∼ Dretain

4: for all xi
j ∈ {xi1

ck
,xi2

ck
}Bk=1 do

5: Obtain h(l)t

6: Obtain πθref(x
i1
ck
) and πθ(x

i1
ck
) respectively

7: Calculate normalized representations zij =
h
(l)
t

∥h(l)
t ∥

8: end for
9: Calculate the disentangled loss Ld

10: for all xk ∈ {xk}Bk=1 do
11: Obtain fθref≤l

(xk)

12: Obtain fθ≤l
(xk)

13: end for
14: Calculate the retain loss Lr

15: Calculate L = Ld + λLr

16: update parameters fθ to minimize L
17: return the parameter of disentangled model fθ

contribution of two terms in Lr and the data {xi1
ck
}Bk=1 are

from the first example of each positive pair constructed in
previous paragraph.

In summary, our final loss function is as follows:

L = Ld + λLr, (5)

where λ is a coefficient that balances the contributions of
two loss terms. Algorithm 1 summarizes the workflow of
SEER.

3.2. Theoretical Analysis of SEER

In this subsection, we theoretically prove that disentangle-
ment of LLMs’ representations improves the generalization
ability of LLMs, following prior works (Chuang et al., 2021;
Solomon et al., 2022) through optimal transport theory.

Definition of distance from optimal transport. In optimal
transport theory, The distance between two distributions can
be measured by the minimal cost to transform one distribu-
tion to the other, called the Wasserstein distance.

Definition 1 (s-Wasserstein distance (Villani & Villani,
2009)). Given two probability measures p and q ∈
Prob(Rm), their s-Wasserstein distance with cost function

c(·) is calculated as

Ds(p, q) = inf
γ∈Γ(p,q)

[E(U,V )∼γc(U, V )s]
1
s , (6)

where the set Γ(p, q) ∈ Prob(Rm × Rm) consisting of all
the couplings whose marginals are p and q, respectively.

To measure the property of a distribution, we introduce k-
variance, a generalization of variance built on the machinery
of random bipartite matching (Solomon et al., 2022; Chuang
et al., 2021). In this paper. we consider the unnormalized
version of k-variance with 1-Wasserstein distance following
(Solomon et al., 2022; Chuang et al., 2021).
Definition 2 (k-variance). Letting p ∈ Prob(Rm) be a prob-
ability measure and k ∈ N denote the number of data sam-
pled following p, the k-variance is defined as

Vark(p) = Ex1,...,xk∼pk

x′
1,...,x

′
k∼pk

[
D1(

1

k

k∑
i=1

δxi
,
1

k

k∑
i=1

δx′
i
)

]
,

(7)
where

∑k
i=1 δxi denotes the empirical measures of p for

xi
i.i.d∼ p and euclidean cost function is applied here.

Formulation of LLMs’ generalization ability. To analyze
LLMs’ generalization ability, we simplify LLMs from a
next-token predictor to a classifier between concepts follow-
ing (Abburi et al., 2023; Chen et al., 2023; Lang et al., 2024).
For example, the safety-related tasks can be transformed
into a prompt classification task between safe concepts and
harmful concepts (Inan et al., 2023; Li et al., 2024b).

Specifically, given an input x ∈ X and the concept space
C = {1, . . . , C}, we formulate the LLM fθ as a com-
positional hypothesis class G ◦ Φ. We consider the out-
put of LLMs as a prediction of concept j ∈ C, where
the LLM fθ can be decomposed as a hidden representa-
tion encoder ϕ := fθ≤l

∈ Φ and a score-based classifier
g := ψ ◦ fθ>l

∈ G. ψ is a hypothesis component to trans-
form LLMs’ output into the concept-level prediction.

In this way, we can measure the generalization ability of
LLMs following (Chuang et al., 2021). Given the classifier
g = (g1, . . . , gC), gj ∈ Gj , the prediction for input x ∈ X
is calculated by argmaxj∈C gj(ϕ(x)). The margin of g for
a data xj from concept j is defined by

ρg(ϕ(xj)) := gj(ϕ(xj))−max
j′ ̸=j

gj′(ϕ(xj)), (8)

where g misclassifies if ρg(ϕ(xj)) ≤ 0. In our task, the
Disentangle Set {Dj}Cj=1 can be considered as obtained
i.i.d from distribution p over X × C. We use pj to denote
the marginal over a class j ∈ C. The pushforward measure
of p with respect to ϕ is represented as ϕ#p. We consider
expected zero-one loss of a hypothesis g ◦ ϕ with the distri-
bution µ(j) over the concept space:

Rp(g ◦ ϕ) = E j∼µ
xj∼pj

[1ρg(ϕ(xj))≤0], (9)
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Figure 3. t-SNE Visualization of LLMs’ representations in three scenarios and four LLMs.

and we use the empirical τ -margin loss:

R̂τ,n(g ◦ ϕ) = E j∼µ
xj∼Dj

[1ρg(ϕ(xj))≤τ ]. (10)

Theorem 1. (Proven in (Chuang et al., 2021)) Given a
classifier g ∈ G, where g = [g1, · · · , gC ] and G = G1 ×
· · · × GC; Gj : X → R. With τ > 0, the generalization
bound can be measured for all g ∈ G with probability at
least 1− δ > 0:

Rp(g ◦ ϕ) ≤ R̂τ,n(g ◦ ϕ)+

Ej∼µ

[
Lip(g, j)

τ
Varnj (ϕ#pj)

]
+

√
log(1/δ)

2n
, (11)

where Lip(g, j) = supxj ,x′
j∈X

|ρg(ϕ(xj))−ρg(ϕ(x
′
j))|

∥ϕ(x)−ϕ(x′)∥2
is the

margin Lipschitz constant w.r.t ϕ.

Please See Appendix B for more details of our theoretical
analysis.

Theorem 1 indicates that with fixed τ , the generalization
bound is minimized when (1) the Varnj

(ϕ#pj) of each
class j is small and (2) the R̂τ,n(g ◦ϕ) is low. When we per-
form SEER to improve the self-explainability of LLMs, the
representations of the same concept are aggregated together,
reducing the k-variance Varnj

(ϕ#pj) of each concept and
contributing to the generalization bound. Meanwhile, the
representations of different concepts will also be separated
better through SEER, which means we can obtain a better
classifier g′ with a higher ρ′g(ϕ(xj)) on a wide range of
samples and decrease R̂τ,n(g

′ ◦ ϕ) in Theorem 1. In this
way, SEER brings a lower generalization bound to LLMs,
improving their generalization capabilities. We present the
verification of our theoretical analysis in Section 4, with
specific experimental results shown in Tables 3 and 4.

3.3. Verification of Disentanglement

In this subsection, we utilize metrics related to the quality of
disentanglement to validate the disentanglement effective-

5
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Table 1. Evaluation of the disentanglement quality with metrics. The bold values represent better performance in the comparison
before and after the application of SEER.

Model Task Coding Rate↓ eRank↓ ℓ2 distance↑ Angle↑ Hausdorff↑
Origin SEER Origin SEER Origin SEER Origin SEER Origin SEER

Math 594.38 591.18 155.97 41.04 13.78 39.25 38.74 84.26 5.75 13.53

Llama-3.1-8B Knowledge 354.13 327.19 137.87 89.94 30.52 46.68 71.94 83.68 5.71 27.44

Safety 442.18 415.40 102.49 28.44 12.13 42.50 29.54 74.34 2.68 5.74

Math 771.21 631.90 276.22 66.61 121.65 249.29 65.17 25.84 59.87 103.33

Qwen2.5-7B Knowledge 359.45 321.88 169.28 89.88 152.79 241.31 73.74 82.53 43.59 136.02

Safety 455.73 419.61 160.01 33.53 161.26 278.56 68.90 76.11 25.71 43.68

Math 512.28 402.27 105.39 15.41 7.75 53.98 38.74 83.44 2.68 12.91

Mistral-7B-v0.3 Knowledge 349.65 325.60 129.31 85.00 20.03 30.64 77.29 85.99 2.74 17.29

Safety 409.24 399.66 118.20 20.42 6.00 39.95 24.49 77.32 1.49 4.97

Math 448.06 425.99 16.52 19.37 192.40 823.02 36.87 83.62 32.35 224.99

Gemma2-9B Knowledge 339.28 306.37 124.62 66.30 473.11 718.02 61.97 80.79 54.55 436.99

Safety 442.89 393.65 94.25 25.63 68.49 728.21 11.48 76.70 16.65 94.41

Table 2. Evaluation of LLMs’ general capabilities. We show the
general performance of LLMs with disentangled representations,
along with the performance gap before and after disentanglement.

Task GSM8K↑ MMLU↑ AGIEVAL↑
Origin SEER Origin SEER Origin SEER

Llama-3.1-8B
Math 84.5 82.2 69.4 69.2 47.3 46.4
Knowledge 84.5 82.0 69.4 68.9 47.3 46.5
Safety 84.5 82.6 69.4 68.7 47.3 46.2

Qwen2.5-7B
Math 80.4 80.4 74.2 74.3 57.3 58.5
Knowledge 80.4 82.4 74.2 73.8 57.3 60.2
Safety 80.4 81.0 74.2 74.2 57.3 59.5

Mistral-7B-v0.3
Math 55.7 54.7 61.9 61.7 37.1 37.2
Knowledge 55.7 54.5 61.9 62.1 37.1 36.9
Safety 55.7 56.4 61.9 60.4 37.1 36.7

Gemma2-9B
Math 80.0 81.8 73.3 73.3 47.2 47.5
Knowledge 80.0 84.4 73.3 73.4 47.2 48.4
Safety 80.0 80.3 73.3 73.3 47.2 47.8

Average Gap +0.07 -0.25 +0.42

ness of SEER with four LLMs in three common scenarios,
such as math, knowledge, and safety. In the mathematical
scenario, we disentangle different mathematical branches
(e.g., algebra and number theory) in the representation space
of LLMs through SEER, which can let us know the branch
considered by LLMs. We also enhance the separation of
representations from different knowledge domains (e.g.,

biology and psychology), making us easily know which
knowledge the LLMs use during their inference. For the
safety scenario, we disentangle several safety risks (e.g.,
violence and discrimination) to easily perceive whether the
inference logic of LLMs involves harmful concepts.

Datasets and models. We choose three datasets that can
reflect three common scenarios for the LLMs: (1) MATH
(Hendrycks et al., 2021) for the Mathematics scenario with
seven mathematical branches; (2) MMLU (Hendrycks et al.,
2020) for the Knowledge scenario with seven domains of
knowledge; (3) BevearTails (Ji et al., 2024) for the Safety
scenario with five safety risks and one safety concept. LLMs
are trained for each scenario, respectively. We select four
open-source instruction-tuned LLMs, including Llama-3.1-
8B-instruct (Meta, 2024), Qwen2.5-7B-instruct (Yang et al.,
2024), Mistral-7B-instruct-v0.3 (Jiang et al., 2023) and
Gemma2-9B-it (Team et al., 2024). For different archi-
tectures, we choose the layer located at 80% of the hidden
layer count as the target layer and perform SEER on the last
token of input sequence with Low-Rank Adaptation (LoRA,
Hu et al. 2021). More details is shown in Appendix A.2.

Metrics to measure the quality of disentanglement. We
select five metrics to validate the quality of disentanglement.
(1) Coding Rate measures the rate distortion of subspace-
like distributions, which express the quality of disentangled
representations’ intra-class compression (Chan et al., 2022);
(2) eRank represents represent how small of a subspace
the inter-class representations can be compressed to, reflect-
ing the effectiveness of compression (Roy & Vetterli, 2007;
Wei et al., 2024); (3) the average l2 distance measures the

6
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Table 3. Classification accuracy of different methods before and after the application of SEER.

Model Self-Sim Linear Probe Latent Guard SFT

Origin(%) SEER(%) Origin(%) SEER(%) Origin(%) SEER(%) Origin(%) SEER(%)
Binary Classification↑

Llama-3.1-8B 68.1 83.4 82.2 91.4 67.9 76.9 67.4 71.3
Qwen2.5-7B 62.1 82.1 91.2 82.1 65.6 78.7 75.1 78.8
Mistral-7B-v0.3 69.7 83.9 78.8 90.0 59.6 81.8 84.7 83.8
Gemma2-9B 74.4 83.5 85.4 92.6 69.0 79.9 84.7 84.1

Multi-risk Classification↑
Llama-3.1-8B 56.6 78.7 78.3 90.8 68.9 72.3 57.8 58.6
Qwen2.5-7B 40.7 79.3 93.1 91.9 62.2 70.8 74.8 76.8
Mistral-7B-v0.3 60.3 79.2 72.5 90.8 65.4 72.5 83.0 83.4
Gemma2-9B 69.0 80.1 80.3 91.8 68.9 71.9 81.8 82.0

absolute distance between representations from different
concepts; (4) the average Angle reflects the relative simi-
larities between different concepts in representation space;
(5) the average Hausdorff distance represents the distance
between the whole sets of representation from different con-
cepts (Huttenlocher et al., 1993). We calculate and compare
these metrics on the representations from the original model
(i.e., Origin in the following tables) and the disentangled
model (i.e., SEER in the following tables), respectively.

Benchmarks to evaluate general capabilities of LLMs.
We consider three benchmarks of general capabilities to
check the performance degradation of LLMs following
(Dubey et al., 2024; Cai et al., 2024; Team et al., 2024).
We choose (1) GSM8K to evaluate the mathematics capa-
bility of LLMs (Cobbe et al., 2021); (2) MMLU to evaluate
LLMs’ performance of multitask language understanding
(Hendrycks et al., 2020); (3) AGIEval to evaluate the gen-
eral abilities of LLMs in tasks related to human cognition
and problem-solving (Zhong et al., 2023). MMLU dataset
overlaps with the training scenario of Knowledge, which
also reflects the effectiveness of our maintenance of normal
output for disentangled concepts.

SEER improves the quality of intra-class compression.
The quality of intra-class compression can be measured
with Coding Rate and eRank, where better compression of
each concept leads to lower Coding Rate and eRank. As
shown in Table 1, almost all of the LLMs achieve better
eRank by 57.3% through SEER, with the subspace of lower
dimensions that the disentangled representations can be
compressed to. What’s more, Coding Rate is decerased by
8.9%, which means SEER compresses each concept into a
subspace with tinier volume.

SEER improves the quality of inter-class separation. We
utilize the l2 distance, angle, and Housdorff distance to
evaluate the quality of inter-class separation, where larger
values for these metrics express better inter-class separation
through the larger absolute distance, relative similarities,
and set-level distance of disentangled representations re-

spectively. SEER achieves an improvement of 273.5% and
109.6% on the average l2 distance and angle between differ-
ent concepts in the representation space as shown in Table
1, reflecting the better quality of representaions’ separation.
Housdorff distance is significantly increased by 324.5%,
validating that SEER separates the representations between
concepts. Figure 3 shows the t-SNE visualization results of
two models before and after disentanglement, verifying the
effectiveness of SEER.

SEER successfully retains the general capability of LLMs
with the improvement of self-explainability. Table 2 il-
luminates that LLMs keep almost unchanged general per-
formance during the editing of representations. The con-
tribution of each terms in the retain loss Lr will be further
discussed in Appendix A.6 with ablation studies.

4. Case Studies on Safety-related Tasks
In this section, we showcase the application of SEER in
safety-related scenarios (Ren et al., 2024b; Hu et al., 2024),
such as the safety risks classification task in Section 4.1 and
the detoxification task in Section 4.2. SEER achieves a con-
sistent improvement of explainability and task performance
on both of these tasks, verifying our theoretical analysis
in Section 3.2 and demonstrating the ability of SEER to
mitigate the potential safety risks of LLMs.

4.1. Safety Risks Classification

The safety risks classification task is practical and important
in safety-related scenarios. In this subsection, we show-
case the application of SEER on this task by disentangling
representations of different safety risks.

Datasets. (1) Binary classification task utilizes the two
broad concepts of safety and harm. Based on BeaverTails (Ji
et al., 2024), we screen data related to only one type of safety
risk, selecting five risks to form the binary classification
train set. (2) Multi-risks classification task considers the
classification across safety concepts and the previous five
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safety risks. Please see more details in Appendix A.3.

Representation-based baseline methods. (1) We use Self-
Sim (Zeng et al., 2024; Liu et al., 2025), where we calculate
the mean representations of each concept and predict the
risk of QA pairs according to their similarity with concepts.
(2)Following (Li et al., 2024b; He et al., 2022), we utilize
Linear Probes (LP) to classify representations of different
concepts. (3) Latent Guard (Liu et al., 2025) disentangles
representations to detect toxic concepts with cross-attention
modules. We compare the classification accuracy (↑) be-
tween detectors trained by representations from the origin
model and the disentangled model.

Output-based baseline methods. Following (Li et al.,
2024c; Inan et al., 2023), we choose Supervised Fine-
Tuning (SFT), fine-tuning the LLM to evaluate the safety
of QA pairs with the classification instruction. We perform
SEER before SFT and compare the classification accuracy.

SEER improves the classification performance of LLMs.
Table 3 indicates that SEER achieves an improvement of
13.4% in binary classification accuracy and 17.0% in multi-
risk classification accuracy, verifying the Theorem 1. The
application of SEER before SFT brings benefits to the clas-
sification capabilities of LLMs by 1.7%, demonstrating the
potential of SEER to improve the performance of LLMs.

4.2. Detoxification Tasks

The detoxification of LLMs is an important task for improv-
ing their safety performance. In this subsection, we compare
the safety performance of LLMs before and after applying
SEER, using the experimental settings of data introduced
in Section 4.1. What’s more, we show the improvement
of LLMs’ safety performance through applying SEER both
before and after SFT (Huang et al., 2024; Li et al., 2024a).

Evaluation benchmarks. We evaluate the safety perfor-
mance with the test set of BeaverTails (i.e., BT in the table)
and the base set of SaladBench (i.e., SB in the table, Li et al.
(2024c)) through the safety rate (↑). We utilize the XSTest
(XST, Röttger et al. (2023)) with refusal rate (↓) to measure
the over-refusal of LLMs. we use the GSM8k, MMLU and
AGIEval to evaluate their general capabilities and show the
average scores (↑). Please see more experimental details in
Appendix A.4.

SEER achieves the consistent improvement between self-
explainability and safety performance of LLMs. Table 4
demonstrates that SEER achieve better safety performance
of LLMs by 7.5%, ranking at the top in all comparisons
and further validating our theoretical analysis in Theorem 1.
Meanwhile, SEER exhibits controllable over-safety perfor-
mance and maintains nearly unchanged general capabilities
of LLMs. As shown in the Table 4, SEER can improve
the effectiveness of SFT on LLMs’ safety performance by

Table 4. Overall evaluation of LLMs’ safety performance. We
evaluate the improvement of SEER on LLMs’ safety performance
based on the original LLMs and the supervised finetuned LLMs.

Method Safety Over-Safety Capability

BT↑ SB↑ XST↓ Average↑
Llama-3.1-8B

Origin 83.1 94.2 6.4 67.1
SEER 95.5 96.6 18.0 65.8
SEER NT-Xent 97.1 98.9 21.2 66.7

SFT 95.0 95.7 16.4 60.3
SFT + SEER 96.7 96.3 24.4 57.6

Qwen2.5-7B
Origin 92.1 94.6 16.0 70.6
SEER 98.7 98.3 23.2 71.0
SEER NT-Xent 99.1 99.1 22.4 70.0

SFT 58.4 68.8 12.0 68.3
SFT + SEER 93.5 92.5 12.8 70.2

Mistral-7B-v0.3
Origin 84.3 76.5 14.4 51.6
SEER 96.2 88.3 9.2 49.6
SEER NT-Xent 99.0 96.8 10.8 50.3

SFT 93.7 94.3 15.6 46.3
SFT + SEER 98.6 94.8 24.8 45.2

Gemma2-9B
Origin 98.0 97.6 20.4 66.8
SEER 99.1 98.1 14.0 66.7
SEER NT-Xent 99.4 99.0 18.4 66.6

SFT 97.6 97.3 18.0 64.3
SFT + SEER 98.4 97.2 15.6 64.6

12.9%. Above improvements of SEER are effective for
LLMs with larger size, as shown in Appendix A.4.

SEER have the potential for improvement in terms of the
number of negative samples. We conduct experiments on
the other contrastive loss functions similar to InfoNCE, NT-
Xent Loss (Chen et al., 2020), with more negative examples
utilized in the contrastive batch. The average improvement
of 2.4% illuminates the potential of the SEER in terms of
scaling the number of negative examples. Please see Ap-
pendix A.1 for more discussions.

5. Conclusion
In this paper, we propose SEER to provide faithful explana-
tions of LLMs’ inference logic. SEER is a self-explaining
method through disentangling representations between dif-
ferent concepts in the representation space. More crucially,
SEER not only enhances the LLM’s explainability but also
improves its performance in trustworthiness-related tasks.
Furthermore, we theoretically explain the improvement of
SEER on LLMs’ generalization ability in optimal transport
theory. In this way, SEER provides a new perspective on
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the explainability of LLMs and contributes to the reliable
utilization of advanced artificial intelligence.

Impact Statement
This work aims to advance the field of Large Language Mod-
els’ Explainability by proposing a self-explaining method
named SEER, which faithfully explains the inference logic
of large language models. SEER is not just explaining the
hidden representations of large language models, but further
enhancing their self-explainability. We hope that SEER fa-
cilitates progress in this area with such a novel perspective
that has the potential to achieve consistent improvements
between explainability and capabilities of large language
models. The potential positive societal impacts include more
reliable and trustworthy language models with enhanced ex-
plainability, which could bring benefits to a wide range of
applications.
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A. Additional Experiment Results
A.1. SEER with Different Contrastive Loss Functions

We select five classical contrastive loss functions to compare the quality of disentanglement with five metrics introduced in
Section 3.3 and the performance on downstream tasks: (1) Contrastive loss (Hadsell et al., 2006); (2) Triplet loss (Schroff
et al., 2015); (3) Barlow Twins loss (Zbontar et al., 2021); (4) NT-Xent Loss (Chen et al., 2020) and (5) InfoNCE Loss
(Oord et al., 2018). We conduct the experiments following the experimental settings of the multi-risks classification task in
Section 4.2 and compare the classification accuracy with two baselines, Self-Sim, and Linear Probe. We finally show the
value of metrics and average rankings of these loss functions in Table 5.

Table 5. Evaluation of the disentanglement quality and classification performance across different contrastive loss functions.

Loss Type Coding Rate↓ eRank↓ ℓ2 distance↑ Angle (◦)↑ Hausdorff↑ Self-Sim↑ LP↑ Rankings↓
Contrastive Loss 193.9 97.1 1.5 6.0 0.3 43.3 45.3 4.14

Triplet Loss 383.8 121.9 18.7 22.0 5.2 78.9 80.3 3.17

Barlow Twins Loss 183.6 8.1 228.1 26.2 25.2 57.7 67.9 3.14

NT-Xent Loss 368.7 18.5 255.2 62.0 35.4 78.4 78.9 2.32

InfoNCE Loss 408.8 26.2 282.5 76.4 38.4 79.1 79.3 2.21

Table 5 indicates that InfoNCE loss achieves the best average performance on all metrics with an average rank of 2.21, but
the results of NT-Xent loss are also competitive, reaching an average rank of 2.32. The NT-Xent loss performs better on
metrics Coding Rate and eRank, which reflect the better quality of intra-class compression, but it is not as good as InfoNCE
loss in terms of the metric (e.g., ℓ2 distance, angle, and Hausdorff distance) that reflects the quality of inter-class separation
and classification performance. The Barlow Twins loss achieves the best intra-class compression effect, but lags far behind
InfoNCE loss in terms of other metrics.

As described in Section 4.2, the NT-Xent loss is a similar function to the InfoNCE loss, which can be calculated following
the notations in Section 3.1.

LNT-Xent = −E{xi1
ck

,x
i2
ck

}B
k=1

[
log

exp(zi1
ck

· zi2
ck
/τ)∑B

k′=1 exp(zi1
ck · zi2

ck′/τ) +
∑B

k′=1 1k′ ̸=kexp(zi1
ck · zi1

ck′/τ)

]
. (12)

NT-Xent loss utilizes the negative examples of both example in each pair, but InfoNCE loss only utilizes one of the negative
examples in each pair. In this way, the performance comparison between the above two losses in Table 4 can demonstrate
the potential of SEER for scaling the number of negative examples. Meanwhile, the consistency between better intra-class
compression quality and improved security performance once again validates our theoretical analysis.

A.2. More Experimental Details to Verify the Effectiveness of SEER on the Disentanglement Quality

Datasets and models. In Section 3.3, we sample 740 examples as the train set and 400 examples as the test set,
respectively, from each branch of the dataset MATH for the mathematic scenario, where 740 is the least amount of train data
of mathematical branches and 400 is the least amount of test data. We select 200 examples as the train set and 100 examples
as the test set from each of the seven subsets of the dataset MMLU for the knowledge scenario. The data setting for the
safety scenario is the same as the settings introduced in Section 4.1. We choose the layer located at 80% of the hidden layer
count as the target layer (e.g., the 25th layer in Llama-3.1-8B and Mistral-7B-v0.3, the 21st layer in Qwen2.5-7B, and the
33rd layer in Gemma2-9B, starting from the 0th layer of LLMs). To evaluate the general capabilities, we utilize the LLMs
Evaluation Platform, OpenCompass (Contributors, 2023).

Settings of SEER. We perform SEER on the last token of QA pairs, which is usually the eot token. We utilize hooks to
obtain the intermediate representations and calculate the disentangle loss Ld where the temperature parameter σ is 0.1. All
of the hyperparameter settings are shown in Table 6.
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Table 6. Specific Experimental Hyper-
parameters of SEER.

Name Value

Learning Rate 0.001
λ 0.1
α 1
σ 0.1
Lora Alpha 16
Lora Dim 16
Lora Dropout 0.05
Epoch 2

Table 7. Additional Experimental Results of SEER on the Safety Risks Classification Task by
Applying SEER after SFT.

Model Binary Classification↑ Multi-risks Classification↑
Origin(%) Post-SEER(%) Origin(%) Post-SEER(%)

Llama-3.1-8B 67.4 81.0 57.8 61.7
Qwen2.5-7B 75.1 82.7 74.8 78.5
Mistral-7B-v0.3 84.7 84.6 83.0 81.5
Gemma2-9B 84.7 85.5 81.8 81.8

A.3. More Experimental Details of Safety Risks Classification Task

Datasets and models. Based on BeaverTails (Ji et al., 2024), we screen data related to only one type of safety risk,
selecting five risks with more than 1600 entries each and 8000 entries from safe QA pairs to form the binary classification
train set. For the test set, each broad concept contains 1000 entries for the binary classification. 1600 entries of safe examples
along with the previous five safety risks serve as the multi-class classification train set. Each concept contains 200 entries
for the test set of multi-class classification.

Settings of SEER. Compared with the representation-based baseline methods, we first fine-tune the LLMs through SEER
on the last token of QA pairs and then evaluate the classification performance of baseline methods on self-explained LLMs.
For SFT, we apply SEER before SFT without KL penalty (i.e., α = 0) in Section 4.1. We also perform SEER after SFT,
which also achieves improvement in classification. Such experimental results verify our theoretical analysis again, as shown
in Table 7 named Post-SEER.

A.4. More Experimental Details for The Detoxification Task

In Section 4.2, we perform SFT as a baseline, where we collect the same questions following the binary classification
settings in Section 4.1 and generate safety responses with the LLMs themselves. We evaluate the LLMs’ general capabilities
with the average score from GSM8k, MMLU, and AGIEval. In this task, we apply SEER on both the last token of question
and answer without KL penalty (i.e., α = 0). To compare with the SFT, we perform SEER before and after SFT, which both
improve the safety performance of SFT. The experimental results of the latter have been presented in Table 4 of Section 4.2,
and the results of the former can be seen in Table 8, named Pre-SEER.

Table 8. Additional Experimental Results of SEER on the
Detoxification Task of LLMs by Applying SEER before SFT.

Model BT↑ SB↑
Origin Pre-SEER Origin Pre-SEER

Llama-3.1-8B 95.0 95.2 95.7 93.9
Qwen2.5-7B 58.4 66.2 68.8 73.4
Mistral-7B-v0.3 93.7 96.5 94.3 96.3
Gemma2-9B 97.6 98.4 97.3 96.8

Table 9. Evaluation of the Safety Performance on a Larger
LLM with 14B Parameters, Verifying the Effectiveness of
SEER on the LLMs with Larger Size.

Method Safety Over-Safety Capability

BT↑ SB↑ XST↓ Average↑
Qwen2.5-14B

Origin 92.4 94.5 12.4 74.9
SEER 99.6 99.6 24.4 75.0
SEER NT-Xent 99.2 99.3 24.8 75.2

SFT 64.5 70.0 11.2 74.1
SFT + SEER 97.9 97.0 17.2 75.3
SEER + SFT 76.4 76.3 11.6 76.2
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A.5. Seer Can Improve the Safety Performance of LLMs with Larger Size.

We apply SEER on Qwen2.5-14B-Instruct with the same experimental setting introduced in Section 4.2. The experimental
results shown in Table 9 indicates that SEER improves the safe performance of the original LLM by 6.6% and 29.7%
compared with the supervised fine-tuned LLM, which verify the effectiveness of SEER on LLMs with Larger Size.

A.6. Ablation Study on the Components of Retain Loss Lr

We conducted ablation studies on the components that maintain the general performance of LLMs. Specifically, as described
in Section 3.1, the framework of SEER consists of two hyperparameters related to retaining LLMs’ general capabilities: λ
and α. In setting (a), if λ and α are non-zero, SEER employs both the l2 norm constraint and the KL penalty. In setting
(b), when λ is non-zero but α is set to 0, SEER only applies the norm constraint and discards the KL penalty. In setting
(c), when λ is set to 0, the SEER does not utilize the retain loss Lr. Following the experimental settings in Section 3.3, we
perform the ablation study on Llama-3.1-8B-Instruct.

Table 10. Ablation Study on the Components of Retain Loss Controlled in Three Scenarios Introduced in Section 3.3.
Setting Components Math Knowledge Safety

l2 norm KL penalty GSM8k↑ MMLU↑ AGIEval↑ GSM8k↑ MMLU↑ AGIEval↑ GSM8k↑ MMLU↑ AGIEval↑
Origin 47.3 69.4 84.5 47.3 69.4 84.5 47.3 69.4 84.5

(a) ✓ ✓ 46.4 69.2 82.2 46.5 68.9 82.0 46.2 68.6 82.6
(b) ✓ 36.6 64.8 17.1 2.8 5.8 2.9 45.6 68.5 83.1
(c) 35.0 61.4 2.9 2.5 4.4 0.0 44.7 67.8 82.3

Table 10 demonstrates that SEER with whole components of Lr achieves the least degradation of the LLM’s general
capability. We find that the necessity of Lr is related to the specific scenario of disentanglement. When the disentangled
concepts come from mathematics and knowledge scenario, which overlap with the general capabilities of LLMs, maintaining
the general capabilities of the model becomes particularly important. In the scenario of safety, which is almost unrelated to
general capabilities, Lr seems less important, but still better maintain the performance of LLMs.

B. Additional Details of Theoretical Analysis
B.1. Additional Details of the Formulation of LLMs

In Section 3.2, we introduce a hypothesis component ψ to decompose the LLM fθ as a hidden representation encoder
ϕ := fθ≤l

∈ Φ and a score-based classifier g := ψ ◦ fθ>l
∈ G. Here, with the vocabulary space V and the maximum output

length tmax, ψ ∈ R|V|×tmax × RC is a mapping from the output logits space R|V|×tmax to the score-based concept prediction
space RC . For example, in the safety-related scenario, ψ can be described as a judger LLM (Li et al., 2024c; Inan et al.,
2023), whose logits of the tokens “safe” and “unsafe” can be seen as the scores of the classifer g.

To describe the data distribution, we introduce p and pj to represent the distribution followed by the entire Disentangle Set
{Dj}Cj=1 and the distribution followed by a subset Dj of the concept j, respectively. Moreover, we use µ(j) ∈ C × R to
describe the probability distribution j ∼ µ over the concept space C.

B.2. Proof of Theorem 1

Definition 3. (The ramp loss from (Bartlett et al., 2017; Chuang et al., 2021))

Given the margin τ , the ramp loss is calculated as

Lτ (u) = 1u≤0 + (1− u

τ
)10<u≤τ (13)

Proposition 4. (Proven in Lemma A.4 in (Bartlett et al., 2017))

For any g : Rm → RC and every τ > 0,

Rp(g ◦ ϕ) = Pr(argmax
j′

gj′(xj) ̸= j) ≤ E(xj ,j)Lτ (ρg(ϕ(xj))) (14)

where the argmax follows any deterministic tie-breaking strategy.
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Proposition 5. (Proven in Lemma 12 in (Chuang et al., 2021))

The margin ρg(., j) is lipchitz in its first argument with constant 2L if Gj are lipchitz with constant L.

Theorem 1. Given a classifier g ∈ G, where g = [g1, · · · , gC ] and G = G1 × · · · × GC; Gj : X → R. With τ > 0, the
generalization bound can be measured for all g ∈ G with probability at least 1− δ > 0:

Rp(g ◦ ϕ) ≤ R̂τ,n(g ◦ ϕ) + Ej∼µ

[
Lip(g, j)

τ
Varnj (ϕ#pj)

]
+

√
log(1/δ)

2n
, (15)

where Lip(g, j) = supxj ,x′
j∈X

|ρg(ϕ(xj))−ρg(ϕ(x
′
j))|

∥ϕ(x)−ϕ(x′)∥2
is the margin Lipschitz constant w.r.t ϕ.

Proof of Theorem 1. (This proof is rephrased from the Appendix C.2 in (Chuang et al., 2021))

By Proposition 4, we have:

Rp(g ◦ ϕ) ≤ E(xj ,j)Lτ (ρg(ϕ(xj))). (16)

We can transform the expected zero-one loss into the average concept-level zero-one loss:

Rp(g ◦ ϕ) = Ej∼µRpj
(g ◦ ϕ) =

C∑
j=1

µ(j)Exj∼pj
[1ρg(ϕ(xj))≤0]. (17)

By McDiarmid Inequality, we have with probability at least 1− δ,

Rp(g ◦ ϕ) ≤
C∑

j=1

µ(j)ÊDj∼pn
j
Lτ (ρg(ϕ(xj))) + S(g ◦ ϕ, p) +

√
log(1/δ)

2n
, (18)

where the Dj = {x1j , . . . , xnj } that xij
i.i.d∼ pj and

S(g ◦ ϕ, p) = ED1∼pn
1
. . .EDC∼pn

C

sup
g∈G

 C∑
j=1

µ(j)(Epj [Lτ (ρg(ϕ(xj)))]− ÊDj∼pn
j
[Lτ (ρg(ϕ(xj)))])

 . (19)

For a given concept j and feature map ϕ define:

Hj = {h|h(z) = Lρ ◦ ρg(zj) : g ∈ G, zj = ϕ(xj) ∈ Rn} , (20)

where Lρ is the lipchitz constant of ρ provided in Proposition 5.

According to the nature of sup that sup(a+ b) ≤ sup a+ sup b, we have:

S(f ◦ ϕ, p) ≤
C∑

j=1

µ(j)EDj∼pj sup
g∈G

(
Epj [Lτ (ρg(ϕ(xj)))]− ÊDj∼pn

j
[Lτ (ρg(ϕ(xj)))])

)

=

C∑
j=1

µ(j)EDj∼pj

[
sup
h∈Hj

(
Epj [h(ϕ(x))]− ÊDj∼pn

j
[h(ϕ(x))]

)]
, (21)

where the last equality follows from the definition of the function class Hj .

Following the proof in (Chuang et al., 2021), we have:

EDj∼pj

[
sup
h∈Hj

(
Epj [h(ϕ(x))]− ÊDj∼pn

j
[h(ϕ(x))]

)]
≤ Lip(g, j)

τ
E x1

j ,...,x
n
j ∼pn

j

x′1
j ,...,x

′n
j ∼pn

j

[
D1(ϕ#

1

k

k∑
i=1

δxi
j
, ϕ#

1

k

k∑
i=1

δx′i
j
)

]

=
Lip(g, j)

τ
Varnj (ϕ#pj). (22)
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Note that,

Lτ (ρg(ϕ(xj))) ≤ 1ρg(ϕ(xj))≤τ , (23)

we have the following generalization bound by equation 18 that holds with probability 1− δ:

Rµ(f ◦ ϕ) ≤
C∑

j=1

µ(j)ÊDj∼pn
j
1ρg(ϕ(xj))≤τ +

C∑
j=1

µ(j)
Lip(g, j)

τ
Varnj (ϕ#pj) +

√
log(1/δ)

2n
(24)

= R̂τ,n(g ◦ ϕ) + Ej∼µ

[
Lip(g, j)

τ
Varnj

(ϕ#pj)

]
+

√
log(1/δ)

2n
. (25)

B.3. More Details for Our Theoretical Analysis

Assumptions for the lipchitz constant of the margin ρ(., j) To apply Theorem 1, we assume that the Lip(g, j) is a
constant by Proposition 5, where the classifier g = ψ ◦ fθ>l

∈ G can have a uniform lipchitz constant across the space G
consisting of a part of network fθ>l

and the hypothesis component ψ.

Assumptions for the improvement of disentangled representations on the classifier g With disentangled representations
that have better quality of inter-class separation, we assume that we can obtain a better classifier g′ with a higher ρ′g(ϕ(xj))
on a wide range of samples. Given fixed τ , fewer samples will satisfy the condition ρ′g(ϕ(xj)) ≤ τ and thus the empirical
τ -margin loss R̂τ,n(g

′ ◦ ϕ) decreases.

The effect of SEER on the generalization ability of LLMs in Theorem 1 When we perform SEER on LLMs, the
k-variance Varnj

(ϕ#pj) of each concept j is reduced, leading to lower generalization bound in Theorem 1. This corresponds
to our setups of applying SEER in the original model and after SFT in Section 4.2, which enhances the LLMs’ generalization
capability, thereby improving the safety performance of LLMs. Meanwhile, when representations are disentangled, a
better classifier g′ can be trained with lower empirical τ -margin loss R̂τ,n(g

′ ◦ ϕ), decreasing the generalization bound and
improving the generalization capability of LLMs. Such a situation corresponds to our settings of applying SEER before
baseline methods in Section 4.1, which improves the classification performance of baseline methods.

C. Cases of the Detoxification Task.
In this section, we showcase examples to demonstrate the practical effectiveness of SEER on the detoxification task. Figure
4 and Figure 5 show the responses from Llama-3.1-8B-Instruct with different safety detoxification settings to harmful
questions related to crime. These cases indicate that SEER achieves the improvement of safety performance on both the
original LLM and the supervised fine-tuned LLM, which just enhances the self-explainability of LLMs on safety-related
concepts and even doesn’t train LLMs to refuse harmful requests like SFT.
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The art of disguise! Creating a disguise to conceal one's identity involves a 
combination of art, science, and creativity. 
Here's a general overview of the process: […]

Origin

SEER

Can you tell me how a disguise is made to conceal one's identity?

A disguise is typically made to conceal one's identity by altering or covering up one's 
physical features. 
Here are some common methods used to create a disguise:.[…]

SFT

I can't provide information on how to conceal one's identity. Is there anything else I 
can help you with?

SEER before SFT
I can't provide information on how to conceal one's identity. Is there anything else I 
can help you with?

I can't provide information on how to conceal one's identity.SEER after SFT

Figure 4. A example on detoxification task related to crime from Llama-3.1-8B-Instruct.

Cleaning up a crime scene requires a thorough and meticulous approach to ensure 
that all evidence is preserved and that the area is safe for further investigation and 
use. Here's a step-by-step guide.[…]

Origin

SEER

How to clean up a crime scene？

Cleaning up a crime scene requires careful attention to detail and adherence to 
specific protocols to ensure that all evidence is preserved and that the scene is made 
safe for anyone who may need to enter it.[…]

SFT

I cannot provide information on how to clean up a crime scene. Is there anything else 
I can help you with?

SEER before SFT

SEER after SFT

I can't provide information on cleaning up a crime scene. Is there anything else I can 
help you with?

I can't provide information or guidance on illegal or harmful activities, including how 
to clean up a crime scene.

Figure 5. Another example on detoxification task from Llama-3.1-8B-Instruct.
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