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Abstract—We study the binary hypothesis testing problem
where an adversary may potentially corrupt a fraction of the
samples. The detector is, however, permitted to abstain from
making a decision if (and only if) the adversary is present. We
consider a few natural “contamination models” and characterize
for them the trade-off between the error exponents of the four
types of errors – errors of deciding in favour of the incorrect
hypothesis when the adversary is present and errors of abstaining
or deciding in favour of the wrong hypothesis when the adversary
is absent, under the two hypotheses.

All proofs are available in the Appendices.

I. INTRODUCTION

In decision making settings such as disease diagnosis and

semi-autonomous vehicles, it may be preferable for the system

to abstain from making a decision and yield control to an

external entity or a human decision maker when the samples

are “out-of-distribution.” Motivated by this (and modelling

“out-of-distribution” samples as adversarially generated), we

study the following binary hypothesis testing problem between

distributions P0 v/s P1. Suppose n independently and identi-

cally distributed (i.i.d.) samples Xn are drawn from one of

these distributions. Unbeknownst to the detector, the samples

might be intercepted by an adversary who may manipulate

some of the samples. The detector observes these potentially

contaminated samples. The detector’s goal is to determine the

underlying distribution (P0 or P1) from which Xn was drawn

whenever the samples are uncontaminated. The detector is

allowed to abstain from making a decision if the samples are

contaminated1. However, when the samples are uncontami-

nated, abstaining (in addition to making an incorrect decision)

counts as an error; and so does making an incorrect decision

when the samples are contaminated.

There are several strands of related work. Classification

with abstention (sometimes also referred to as rejection) dates

back to the works of Chow [1], [2] who obtained the optimal

Bayes detector and studied the trade-off between error rate

and rejection rate. More recently both passive [3]–[8] and

active [9]–[11] versions of the problem have been extensively

investigated. Some of the works in the information theory

literature which explicitly or otherwise consider abstention

include [12]–[14]. Another relevant line of work is that of

robust statistics [15]–[18] which addresses modelling errors by

considering contamination models (i.e., a family of deviations

1A possible refinement to this model, which we do not consider here, is to
require the detector to determine the underlying distribution up to a certain
level of corruption by the adversary and permit abstentions only when the
corruption exceeds this threshold.

from the nominal model) and design detectors/estimators with

good worst-case performance over them. This problem has

attracted significant recent attention [19]–[25] where com-

putationally efficient robust estimators have been developed

(see [26] for a recent survey on high-dimensional robust

statistics). Closest to our work are a few recent studies [27]–

[29] which have considered abstention under contamination

models. In [27], [28] an algorithm trained on labelled test

samples makes predictions on test samples, some of which

may be adversarially corrupted; the algorithm is allowed to

abstain on corrupted samples and the goal is to achieve small

test error and false abstentions. A sequential version of the

problem is studied in [29].

We consider three contamination models – (i) memoryless

ingress, where each of the n locations is independently, with

probability ε, made available to the adversary to replace;

(ii) fixed weight uniform ingress, where nε out of n loca-

tions are selected uniformly at random and made available

for replacement; and (iii) strong contamination, where the

adversary may choose nε locations to replace. In all cases the

adversary makes its choice of what to replace the samples with

(and, in strong contamination, which samples to replace) after

observing the uncorrupted Xn. We characterize the optimal

trade-off between the error exponents [30]–[32] for the four

types of errors – worst-case errors of deciding in favour of

the incorrect hypothesis when the samples are contaminated

and errors of abstaining or deciding in favour of the wrong

hypothesis when the samples are uncontaminated.

Notation: We use [n] to denote the set {1, 2, . . . , n}. We

write xn to denote an n-length vector (x1, . . . , xn). For zn ∈
{0, 1}n, let xn|zn denote the vector obtained by “restricting”

xn to the indices i ∈ [n] such that zi = 1. Also, let

zn := 1n−zn be the complement of zn. The Hamming weight

of zn is denoted wt(zn). Random variables are denoted by

uppercase letters. We say Xn are i.i.d. P when Xi, i ∈ [n]
are independently and identically distributed with common

distribution P . We denote this by Xn ∼ Pn. We denote the

type of xn by Pxn . Let ∆n(X ) denote the set of types of

length n on X and let ∆(X ) denote the set of all distributions

on X . We omit the (X ) when the alphabet is clear from

the context. Let BKL(p, r) := {q ∈ ∆ : D(q‖p) ≤ r} and

BTV(p, r) := {q ∈ ∆ : dTV(q, p) ≤ r} denote balls of radius

r with respect to Kullback-Leibler (KL) divergence and total

variation distance, respectively, around the probability distri-

bution p. The KL divergence between Bernoulli distributions

with parameters ρ and ε is denoted by D2(ρ‖ε).
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II. PROBLEM STATEMENT

Let X be a finite alphabet and P0, P1 be distinct distri-

butions on X . For simplicity, we assume throughout, that

P0, P1 have full support. The uncorrupted samples Xn =
(X1, X2, . . . , Xn) are i.i.d. P0 under hypothesis H0 and are

i.i.d. P1 under hypothesis H1. In the absence of an adver-

sary, the samples observed by the (potentially randomized)

test/detector φn : Xn → {0, 1,⊥} are identical to Xn.

When present, the adversary may modify the uncorrupted

samples Xn, subject to certain constraints, to produce the

samples Y n ∈ Xn observed by the test. We will consider

a few different forms of constraints on the adversary. To

state the problem generally, let Aε denote the set of all

possible (potentially randomized) actions the adversary may

take, where the parameter ε > 0 denotes the level/budget of

corruption. For a given test φn, we define four types of errors

(we will specify EA
1|0 and EA

0|1 for each model more explicitly

in the sequel):

E1⊥|0(n) = PXn∼Pn
0
(φn(X

n) ∈ {1,⊥}) (no adversary)

E0⊥|1(n) = PXn∼Pn
1
(φn(X

n) ∈ {0,⊥}) (no adversary)

EA
1|0(n) = PXn∼Pn

0 ,A (φn(Y
n) = 1) (adversary A ∈ Aε)

EA
0|1(n) = PXn∼Pn

1 ,A (φn(Y
n) = 0) (adversary A ∈ Aε)

Eadv

1|0 (n) = sup
A∈Aε

EA
1|0(n) (worst-case error)

Eadv

0|1 (n) = sup
A∈Aε

EA
0|1(n) (worst-case error)

i.e., when the adversary is absent, both abstaining and incor-

rectly detecting the hypothesis count as errors whereas in the

presence of an adversary, an error is incurred only when the

incorrect hypothesis is detected.

We say that a positive2 quadruple
(

λ1⊥|0, λ0⊥|1, λ
adv

1|0 , λ
adv

0|1

)

of exponents is achievable if there is a sequence of tests such

that

λ1⊥|0 ≥ lim inf
n→∞

−
logE1⊥|0(n)

n
, (1)

λ0⊥|1 ≥ lim inf
n→∞

−
logE0⊥|1(n)

n
, (2)

λadv

1|0 ≥ lim inf
n→∞

−
logEadv

1|0 (n)

n
, (3)

λadv

0|1 ≥ lim inf
n→∞

−
logEadv

0|1 (n)

n
. (4)

We are interested in characterizing the set Λ of all achievable

quadruples.

Notice that E1⊥|0(n) = PXn∼Pn
0
(φn(X

n) 6= 0) and

E0⊥|1(n) = PXn∼Pn
1
(φn(X

n) 6= 1) are the (non-adversarial)

type 1 and type 2 errors for the binary hypothesis testing

problem of P0 v/s P1. Hence, the set of achievable pairs of

2For simplicity, we exclude the “Chernoff-Stein” case where some of the
exponents may be 0.

(λ1⊥|0, λ0⊥|1) is given by the closure3 of the pairs satisfy-

ing [33, Theorem 16.3]

BKL(P0, λ1⊥|0) ∩BKL(P1, λ0⊥|1) = ∅. (5)

III. MEMORYLESS INGRESS CONTAMINATION

declare 0

P0

λ1⊥|0

BKL(P0, λ1⊥|0)

declare 1

P1

λ0⊥|1

BKL(P1, λ0⊥|1)

q∗ λadv

1|0

p∗
{(1 − ε)P0 + εu : u ∈ ∆}

abstain

Fig. 1. Memoryless ingress contamination: The detector declares 0 in the red
region, declares 1 in the blue region, and abstains in the white region. The
black oval represents {(1− ε)P0 + εu : u ∈ ∆} which is the set of possible
distributions of Y n when the adversary chooses the replacement samples ∼ u

i.i.d. and q∗ = (1 − ε)P0 + εu∗, where (u∗, p∗) is the minimiser of (7).

We start with a simple and somewhat weak model for

the adversary. Suppose for each i ∈ [n], whether or not

the adversary (when present) will be permitted to replace

the sample Xi is determined by a Bernoulli random variable

Zi ∼ Ber(ε) i.i.d.; furthermore, Zn is independent of Xn.

i.e., with probability ε, independent of everything else, each

sample is made available to the adversary to replace. We

will assume that the adversary may choose the samples to

replace Xn|Zn with after observing (Xn, Zn). We note here

that, while we prove the achievability for this omniscient

adversary, we can show our converse for a weaker oblivious

adversary who is unaware of Xn, Zn (and specifies an n
length vector of potential replacements from which the first

wt(Zn) elements are used to replace Xn|Zn ); thus, the result

holds for all models in between these extremes. We note in

passing two connections to models from the literature. The

oblivious adversary who uses an i.i.d. distribution from the

replacement samples is equivalent to Huber’s contamination

model [34]. If the adversary is allowed only causal access to

(X i, Zi) when choosing the replacement Yi, this model can

be shown to be related to a special case of adversarial binary

hypothesis testing (without abstention) of [35]; however, the

results from there do not directly apply to our setting.

Formally, our set of adversaries are all A : Xn×{0, 1}n →
Xn such that (A(xn, zn))|zn = xn|zn . And we define

EA
1|0(n) = P(Xn,Zn)∼Pn

0 ×(Ber(ε))n (φn(A(X
n, Zn)) = 1) .

EA
0|1(n) is similarly defined. With these, let ΛBer(ε) denote the

set of achievable exponent quadruples. Our main result for this

section is the following characterization (see Figure 1).

3Strictly speaking, the intersection of the closure with R
2

>0
since we ex-

clude the Chernoff-Stein case. This qualification applies to similar statements
of the Λ regions in the sequel and are omitted.



Theorem 1. ΛBer(ε) is the closure of the set of

(λ1⊥|0, λ0⊥|1, λ
adv

1|0 , λ
adv

0|1 ) such that

BKL(P0, λ1⊥|0) ∩BKL(P1, λ0⊥|1) = ∅, (6)

λadv

1|0 ≤ min
u∈∆, p∈BKL(P1,λ0⊥|1)

D(p‖(1− ε)P0 + εu), (7)

λadv

0|1 ≤ min
u∈∆, p∈BKL(P0,λ1⊥|0)

D(p‖(1− ε)P1 + εu). (8)

Notice that (6) is just the trade-off between the non-

adversarial error exponents in (5). Furthermore, for a pair

(λ1⊥|0, λ0⊥|1) which satisfies (6), the result shows that there

is no additional tradeoff between the remaining two (adversar-

ial) exponents, something which will become clear from the

discussion below. We start with the converse which explains

the form the upper bounds in (7) and (8) take.

Converse: To see the converse, it suffices to show (7)

(since (8) follows by symmetry, and (6) follows from (5)).

For this, consider the following (oblivious) adversary A under

hypothesis H0 who replaces every sample Xi, i ∈ [n] such

that Zi = 1, by sampling from a distribution u ∈ ∆
independently4. Then, the resulting distribution at the detector

in the presence of this adversary is the mixture distribution

P ′
0 := (1 − ε)P0 + εu i.i.d. Hence, the trade-off between

exponents λadv

1|0 and λ0⊥|1 cannot be any better than that of

the (non-adversarial) hypothesis testing problem of P ′
0 v/s P1

(since its type 1 error event is declaring 1 under P ′
0 and type

2 error is not declaring 1 under P1). Thus, from [33, Theorem

16.3],

λadv

1|0 ≤ min
p∈BKL(P1,λ0⊥|1)

D(p‖P ′
0).

We arrive at (7) by minimizing over the choice of the distri-

bution u used by the adversary (see Figure 1).

Achievability: To show the achievability, for a pair

(λ1⊥|0, λ0⊥|1) which satisfy (6), consider the following de-

tector (for δ > 0)

φn(y
n) =











decide 0, D(Pyn‖P0) ≤ λ1⊥|0 + δ

decide 1, D(Pyn‖P1) ≤ λ0⊥|1 + δ

abstain (⊥), otherwise

(9)

Since (λ1⊥|0, λ0⊥|1) satisfy (6), the detector is clearly well-

defined (for sufficiently small δ). Since

E1⊥|0(n) = PXn∼Pn
0
(φn(X

n) ∈ {1,⊥})

= PXn∼Pn
0

(

D(Pyn‖P0) > λ1⊥|0 + δ
)

≤ exp(−n(λ1⊥|0 + δ − o(1))),

where the inequality follows from Sanov’s theorem [36,

Theorem 11.4.1], we have (1). Similarly, (2) follows. For

the adversarial exponents, we proceed in steps. Consider the

following claim:

4Notice that we are considering a randomized adversary for showing the
converse. This is without loss of generality since the worst-case error over
deterministic adversaries is no smaller than that of a randomized adversary.

Claim 1. lim infn→∞ − 1
n logEadv

1|0 (n) is at least

min
ρ∈[0,1]

min
(q,v)∈B

D2(ρ‖ε) + (1− ρ)D(q‖P0), (10)

where B = {(q, v) ∈ ∆2 : D((1−ρ)q+ρv‖P1) ≤ λ0⊥|1+δ}.

The interpretation of the above claim is that the exponent for

error EA
1|0(n) is dominated by a large deviation event for Zn

in which the weight of Zn is roughly ρn (which occurs with

probability ≈ exp(−nD2(ρ‖ε))) and a large deviation event

in which the n(1−ρ) uncorrupted samples have type close to q
(which occurs with probability ≈ exp(−n(1 − ρ)D(q‖P0))).
The worst-case exponent corresponds to minimizing the re-

sulting exponent over ρ, q such that there is a choice v
for the distribution of the adversary’s samples such that the

resulting type (1 − ρ)q + ρv of the input to the detector

falls in the region where the detector declares “1” (i.e.,

D((1− ρ)q+ ρv‖P1) ≤ λ0⊥|1 + δ). Note that the adversary’s

samples do not undergo a large deviation in the dominant event

and hence do not contribute to the exponent.

Taking δ → 0, we conclude that we achieve the exponent

quadruples defined by (6), λadv

1|0 upperbounded by the expres-

sion in Claim 1 (with δ = 0), and the analogous upperbound

for λadv

0|1 . However, notice that the expression in the claim

appears to be different from the one in (7). The following

claim, proved in Appendix A, completes the achievability

proof.

Claim 2. For any λ ∈ (0, D(P0‖P1)) and ε ∈ (0, 1), we have

min
ρ∈[0,1]

min
(q,v)∈∆2:D((1−ρ)q+ρv‖P1)≤λ

D2(ρ‖ε) + (1− ρ)D(q‖P0)

≥ min
u∈∆, p∈BKL(P1,λ)

D(p‖(1− ε)P0 + εu).

Remark 1. We note that, taken together with the converse, we

may conclude that the above inequality is an equality, a fact

which may not be immediately obvious.

IV. FIXED WEIGHT UNIFORM INGRESS CONTAMINATION

P0

λ1⊥|0

BKL(P0, λ1⊥|0)

declare 0

P1

λ0⊥|1

BKL(P1, λ0⊥|1)

declare 1

p∗λadv

1|0 /(1− ε) q∗

{

q ∈ ∆ : ∃u s.t.
(1 − ε)q + εu = p∗

}

abstain

Fig. 2. Fixed weight uniform ingress contamination: The black oval represents
the set of types q of uncorrupted samples (Xn|

Zn) for which an adversary
can induce PY n = p∗ (for which the detector declares 1). The distribution
p∗ = (1− ε)q∗ + εu∗, where (q∗, u∗) is the minimiser of (12). Under H0,
PXn|

Zn
= q∗ happens with probability ≈ exp(−n(1 − ε)D(q∗‖P0)).

Consider the same setup as above except that the Zn ∈
{0, 1}n vector, which indicates the locations where the adver-

sary may replace the samples, is now drawn uniformly at ran-

dom from the set of weight-⌈nε⌉ binary vectors independent of



Xn. As before, we show the achievability for the omniscient

adversary (who has access to (Xn, Zn) when choosing the

replacement samples) while our converse can be shown using

only an oblivious adversary (who specifies an nε-length vector

of replacement samples which are used to replace Xn|Zn ). We

denote the tradeoff region for this case by ΛUnif(ε).

Theorem 2. ΛUnif(ε) is the closure of all quadruples

(λ1⊥|0, λ0⊥|1, λ
adv

1|0 , λ
adv

0|1 ) such that

BKL(P0, λ1⊥|0) ∩BKL(P1, λ0⊥|1) = ∅, (11)

λadv

1|0 ≤ min
q,u∈∆ :D((1−ε)q+εu‖P1)≤λ0⊥|1

(1 − ε)D(q‖P0), (12)

λadv

0|1 ≤ min
q,u∈∆ :D((1−ε)q+εu‖P0)≤λ1⊥|0

(1 − ε)D(q‖P1). (13)

Remark 2. Note that substituting ρ = ε into (10) results

in (12). Since (10) is a minimisation over ρ, λadv

1|0 is smaller

for memoryless ingress than for fixed weight uniform ingress

when λ0⊥|1 is fixed. Similar argument holds for λadv

0|1 .

The trade-off between the non-adversarial exponents follows

from the same arguments as in Theorem 1. We outline the

proof for one of the adversarial exponents, namely, λadv

1|0 ; the

other follows similarly.
Achievability: The detector is the same as before and

takes PY n as input. We have

Claim 3. limn→∞ − 1
n logEadv

1|0 (n) is at least

min
q,u∈∆ :D((1−ε)q+εu‖P1)≤λ0⊥|1+δ

(1− ε)D(q‖P0).

An error occurs when the type of Xn|Zn (denoted q) is such

that there exists a type u (of length nε) of the replacement

samples such that the resulting type PY n = (1 − ε)q + εu
falls in the decision region for 1, namely, the set of n-length

types in BKL(P1, λ1⊥|0 + δ) (see Figure 2). The exponent is

then the large deviation exponent for the occurrence of such

a q (when the n(1 − ε) samples are drawn i.i.d. P0), and is

given by minimum of D(q‖P0) over all occurrences of q and

all choices of u that result in the error event.
Converse: We consider an (oblivious) adversary A who

restricts itself to drawing the replacement samples i.i.d. from

a fixed distribution u. For this restricted adversary, the distri-

bution of Y n is invariant under permutations under both H0

(in the presence of adversary) and H1. Hence it suffices to

consider (randomized) detectors that take PY n as input. We

have

Claim 4. If lim infn→∞ − 1
n logE0⊥|1(n) ≥ λ,

lim inf
n→∞

−
1

n
logEA

1|0(n)

≤ (1 − ε) min
q,u∈∆:D((1−ε)q+εu‖P1)≤λ

D(q‖P0).

Let gn(q), q ∈ ∆n be the probability that the detector

declares 1 when PY n = q. Fix δ > 0 and let gn satisfy the

hypothesis in the claim. Then, there exists N such that for all

n > N , we have

−
1

n
logE0⊥|1(n) ≥ λ− δ. (14)

Then, by Sanov’s theorem, we have for n > N ,

max
q∈BKL(P1,λ−2δ)∩∆n

(1− gn(q)) ≤ exp(−nδ/2). (15)

Then, the error probability EA
1|0(n), by (15), is at least

(1− exp(−nδ/2))
∑

q∈BKL(P1,λ−2δ)∩∆n

PH0 [PY n = q].

Conditioned on Zn = zn, the event in the summand is

the intersection of
{

PY n|zn = q1
}

and
{

PY n|
zn

= q2

}

where

(1 − ε)q1 + εq2 = q. The error exponent is then given by

Sanov’s theorem applied to the corresponding types, namely,

min
q1,q2∈∆:(1−ε)q1+εq2∈BKL(P1,λ−2δ)

(1−ε)D(q1‖P0)+εD(q2‖u).

The proof is completed by choosing q2 = u and letting δ → 0.

V. STRONG CONTAMINATION

P0

λ1⊥|0

BKL(P0, λ1⊥|0)

declare 0

P1

λ0⊥|1

BKL(P1, λ0⊥|1)

declare 1

p∗λadv

1|0 q∗

BTV(p∗, ε)

abstain

Fig. 3. Strong contamination: p∗, q∗ are minimisers of (17). The black
rhombus represents BTV(p∗, ε), which is the set of types q of the original
samples Xn, which an adversary can attack to induce PY n = p∗ (for
which the detector declares 1). The probability of PXn = q∗ under H0

is ≈ exp(−nD(q∗‖P0)).

Now consider the setup where the adversary (when present)

can choose the attack locations Zn, subject to wt(Zn) ≤ nε.

Formally, Aε are all A : Xn → Xn such that, for all xn ∈ Xn,

xn and A(xn) differ in at most nε locations. We denote the

trade-off region for this case by ΛSC(ε).

Theorem 3. ΛSC(ε) is the closure of all quadruples

(λ1⊥|0, λ0⊥|1, λ
adv

1|0 , λ
adv

0|1) such that

BKL(P0, λ1⊥|0) ∩BKL(P1, λ0⊥|1) = ∅ (16)

λadv

1|0 ≤ min
p,q∈∆: dTV (q,p)≤ε, D(p‖P1)≤λ0⊥|1

D(q‖P0) (17)

λadv

0|1 ≤ min
p,q∈∆: dTV (q,p)≤ε, D(p‖P0)≤λ1⊥|0

D(q‖P1) (18)

Notice again that the trade-off between the non-adversarial

exponents is the same as before, and there is no further trade-

off between the adversarial exponents.

Achievability: Again, we use the same detector as in the

previous sections (9). For the same reasons as before, (1) and

(2) are satisfied. The following claim gives (3); similarly, (4)

follows.

Claim 5. lim infn→∞ − 1
n logEadv

1|0 (n) is at least

min
p,q∈∆: dTV (q,p)≤ε, D(p‖P1)≤λ0⊥|1+δ

D(q‖P0).



Note that, in this model, whenever the adversary modifies a

sequence Xn to Y n, we must have dTV(PXn , PY n) ≤ ε. We

can then interpret Claim 5 as follows (see Figure 3). Suppose

there exist distributions p, q such that (a) p ∈ BKL(P1, λ0⊥|1+
δ) (i.e. the detector declares 1 when PY n = p), and (b)

dTV(p, q) ≤ ε, then whenever PXn = q, the adversary carries

out a successful attack, contributing to Eadv

1|0 . Claim 5 says

that this (optimised over p, q) is the dominant avenue for the

adversary’s attack.

Converse: To show the converse, as before, it suffices to

show (17). Consider the following (randomized) adversary A:

it first obtains a minimiser (p∗, q∗) of the following problem

(for some δ > 0).

min
p,q∈∆: dTV (q,p)≤ε−δ, D(p‖P1)≤λ0⊥|1−δ

D(q‖P0)

Then, any input xn with Pxn close to q∗ may be changed

to a yn of type p∗n with p∗n ∈ ∆n close to p∗ with the δ-

back-off ensuring that this can be done within the nε budget.

The adversary changes Xn of type PXn into a Y n of type

p∗n, with the replacement locations and samples chosen at

random such that the induced distribution on Y n is invariant

under permutations (see Appendix D for details). There-

fore, it is enough to consider (randomized) detectors which

take PY n as input. Now, similarly to the previous section,

lim infn→∞ − 1
n logE0⊥|1(n) ≥ λ0⊥|1 =⇒ gn(p

∗
n) ≥

1− exp(−nδ/4). At the same time

PH0 [PY n = p∗n] ≥ PH0 [PXn ∈ BKL(q
∗, η)]

for η > 0 small enough. The probability on the right-side,

by Sanov’s theorem, is at least exp(−n(D(q∗‖P0) − o(1))).
Therefore,

EA
1|0(n) ≥ gn(p

∗
n)PH0 [PY n = p∗n]

≥ (1− exp(−nδ/4)) exp(−n(D(q∗‖P0)− o(1))).

Letting δ → 0 completes the proof.

Figure 4 shows the optimal trade-off between the exponents

and Figure 5 shows the dependence of λadv

1|0 on the corruption

level ε, both for the binary alphabet.
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ADDITIONAL NOTATION FOR THE APPENDICES

We use the shorthand notation

B
(n)
KL(p, λ) := BKL(p, λ) ∩∆n.

All logs and exponents are base 2.

APPENDIX A

PROOF OF CLAIM 2

We have

min
p∈BKL(P1,λ)

min
u∈∆

D (p‖(1− ε)P0 + εu)

= min
p∈BKL(P1,λ)

min
ρ∈[0,1]

min
q1,q2∈∆:

(1−ρ)q1+ρq2=p

min
u∈∆(X )

D ((1− ρ)q1 + ρq2‖(1− ε)P0 + εu) . (19)

Define two joint distributions for Z, Y as follows:

P
(0)
Z = Ber(ε), P

(0)
Y |Z=0 = P0, P

(0)
Y |Z=1 = u;

P
(1)
Z = Ber(ρ), P

(1)
Y |Z=0 = q1, P

(1)
Y |Z=1 = q2.

Then, the KL divergence term on the right-side of (19) is

D ((1− ρ)q1 + ρq2‖(1− ε)P0 + εu)

= D
(

P
(1)
Y

∥

∥P
(0)
Y

)

(a)

≤ D
(

P
(1)
ZY

∥

∥P
(0)
ZY

)

(b)
= D

(

P
(1)
Z

∥

∥

∥P
(0)
Z

)

+D
(

P
(1)
Y |Z

∥

∥

∥P
(0)
Y |Z

∣

∣

∣P
(1)
Z

)

= D(ρ‖ε) + (1− ρ)D(q1‖P0) + ρD(q2‖v),

where (a) is by the data processing inequality and (b) follows

by chain rule. Choosing q2 = v yields

min
p∈BKL(P1,λ)

min
u∈∆

D (p‖(1− ε)P0 + εu)

≤ min
p∈BKL(P1,λ)

min
ρ∈[0,1]

min
q1,v∈∆:

(1−ρ)q1+ρv=p

D(ρ
∥

∥ε) + (1 − ρ)D(q1
∥

∥P0)

= min
ρ∈[0,1]

min
q,v∈∆: s.t.

D((1−ρ)q+ρv‖P1)≤λ

D(ρ‖ε) + (1− ρ)D(q‖P0).

APPENDIX B

PROOFS FOR MEMORYLESS INGRESS CONTAMINATION

Proof of Claim 1. Recall that the detector declares 1 if and

only if PY n ∈ BKL(P1, λ+ δ).
Throughout this proof, we use the shorthand notation

Dε(P,Q‖R) := D((1− ε)P + εQ‖R).

We fix an adversary A ∈ Aε and calculate the probability of

declaring 1 under H0:

EA
1|0(n) = P[D(PY n‖P1) ≤ λ+ δ]

=

n
∑

k=0

∑

zn∈{0,1}n:
wt(zn)=k

P[Zn = zn]·

P [D(PY n‖P1) ≤ λ+ δ|Zn = zn] .

The second term in the summand is given by

P [D(PY n‖P1) ≤ λ+ δ|Zn = zn]

= P

[

D k
n

(

PY n|
zn
, PY n|zn

∥

∥

∥P1

)

≤ δ
∣

∣

∣Zn = zn
]

≤ P

[

∃v ∈ ∆k : D k
n

(

PY n|
zn
, v
∥

∥

∥
P1

)

≤ λ+ δ
∣

∣

∣
Zn = zn

]

=
∑

q∈∆n−k:∃v∈∆k s.t.
D k

n
(q,v‖P1)≤λ+δ

PH0 [PXn−k = q].

≤ (n+ 1)|X | exp















− (n− k)









min
q∈∆n−k:∃v∈∆k s.t.
D k

n
(q,v‖P1)≤λ+δ

D(q‖P0)























=: ek

where the last inequality follows from Sanov’s theorem [36,

Theorem 11.4.1]. Therefore, we have

EA
1|0(n) ≤

n
∑

k=0

P[wt(Zn) = k] · ek

≤

n
∑

k=0

exp

(

−nD

(

k

n

∥

∥

∥ε

)

+ 2 log(k + 1)

)

· ek

by Sanov’s theorem. Then,

EA
1|0(n)

≤ (n+ 1) · max
k∈{0}∪[n]

exp

(

−nD

(

k

n

∥

∥

∥ε

)

+ 2 log(k + 1)

)

· ek

The right-side is evaluated to be exp(−nKn) where

Kn = min
k∈[n]

min
q∈∆n−k:∃v∈∆k s.t.
D k

n
(q,v‖P1)≤λ+δ

D

(

k

n

∥

∥

∥ε

)

+

(

1−
k

n

)

D(q‖P0)

−
2 log(k + 1)

n
−

|X | log(n+ 1)

n
.

The above bound on EA
1|0(n) is independent of A ∈ Aε and

hence applicable for supA∈Aε
EA

1|0(n). That is, we have

lim inf
n→∞

−
1

n
logEadv

1|0 (n)

≥ min
ρ∈[0,1]

min
q,v∈∆s.t.

Dρ(q,v‖P1)≤λ+δ

D(ρ‖ε) + (1− ρ)D(q‖P0).

Claim 6.

lim
δ→0

min
ρ∈[0,1]

min
q,v∈∆s.t.

Dρ(q,v‖P1)≤λ+δ

D(ρ‖ε) + (1− ρ)D(q‖P0)

= min
ρ∈[0,1]

min
q,v∈∆: s.t.

Dρ(q,v‖P1)≤λ

D(ρ‖ε) + (1 − ρ)D(q‖P0).

Proof. For each δ, the above minimisation problem has a

compact domain, and the objective function is convex as a

function of (ρ, q, v). Therefore, this problem has a minimizer



(ρδ, qδ, vδ). Take any sequence {δm}m∈N which converges

to 0 as m → ∞. Consider any corresponding sequence of

minimizers {(ρδm , qδm , vδm)}m∈N. Take any limit point of this

sequence (ρ∞, q∞, v∞). This must satisfy D(q∞, v∞‖P0) ≤
λ (note that P0 has full support). That is, (ρ∞, q∞, v∞) is a

feasible point for the minimization problem on the right-side.

Therefore

min
ρ∈[0,1]

min
q,v∈∆: s.t.

Dρ(q,v‖P1)≤λ

D(ρ‖ε) + (1− ρ)D(q‖P0)

≤ D(ρ∞‖ε) + (1− ρ∞)D(q∞‖P0)

Since this is true for an arbitrary sequence {δm}m∈N and any

convergent subsequence of {(ρδm , qδm , vδm)}m∈N, this shows

lim sup
δ→0

min
ρ∈[0,1]

min
q,v∈∆s.t.

Dρ(q,v‖P1)≤λ+δ

D(ρ‖ε) + (1− ρ)D(q‖P0)

= min
ρ∈[0,1]

min
q,v∈∆: s.t.

Dρ(q,v‖P1)≤λ

D(ρ‖ε) + (1 − ρ)D(q‖P0).

Since the left-side is an increasing function of δ, this completes

the proof.

APPENDIX C

PROOFS FOR FIXED WEIGHT UNIFORM INGRESS

CONTAMINATION

Achievability

Proof of Claim 3. Throughout this proof, we use the short-

hand notation

Dε(P,Q‖R) := D((1− ε)P + εQ‖R).

For any adversary A and for any zn of Hamming weight nε,

under HA
0 , we have

P [D (PY n‖P1) ≤ λ+ δ|Zn = zn]

= P

[

Dε

(

PY n|
zn
, PY n|zn

∥

∥

∥P1

)

≤ λ+ δ
∣

∣

∣Zn = zn
]

≤ P

[

∃v ∈ ∆nε : Dε

(

PY n|
zn
, v
∥

∥

∥P1

)

≤ λ+ δ
∣

∣

∣Zn = zn
]

=
∑

q∈∆n(1−ε),v∈∆nε s.t.

Dε(q,v‖P1)≤λ+δ

P
Xn(1−ε)∼P

⊗n(1−ε)
0

[PXn(1−ε) = q]

≤ exp



−n(1− ε)



 min
q,v∈∆ s.t.

Dε(q,v‖P1)≤λ+δ

D(q‖P0)− o(1)







 .

where the last step follows by Sanov’s theorem [36, Theorem

11.4.1]. Therefore, averaging over all zn of Hamming weight

nε, we have for n > nλ,

EA
1|0(n) ≤ PH0 [D(PY n‖P1) ≤ λ+ δ]

≤ exp



−n(1− ε)



 min
q,v∈∆s.t.

Dε(q,v‖P1)≤λ+δ

D(q‖P0)− o(1)









whereby

lim inf
n→∞

−
1

n
logEA

1|0(n) ≥ (1− ε) min
q,v∈∆s.t.

Dε(q,v‖P1)≤λ+δ

D (q‖P0) .

Since this is true for any adversary A, the proof is complete.

Claim 7.

lim
δ→0+

min
q,v∈∆ s.t.

Dε(q,v‖P1)≤λ+δ

D (q‖P0) = min
q,v∈∆s.t.

Dε(q,v‖P1)≤λ

D (q‖P0)

Proof. For each δ, the above minimisation problem has a

compact non-empty domain, and the objective function is

convex as a function of (q, v). Therefore, this problem has a

minimizer (qδ, vδ). Take any sequence {δm}m∈N which con-

verges to 0 as m → ∞. Consider any corresponding sequence

of minimizers {(qδm , vδm)}m∈N. Take any limit point of this

sequence, (q∞, v∞). This must satisfy Dε(q∞, v∞‖P1) ≤ λ.

That is, (q∞, v∞) is a feasible point for the minimization

problem on the right-side. Therefore

min
q,v∈∆s.t.

Dε(q,v‖P1)≤λ

D(q‖P0) ≤ D(q∞‖P0)

Since this is true for an arbitrary sequence {δm}m∈N and any

convergent subsequence of {(pδm , qδm)}m∈N, this shows

lim sup
δ→0+

min
q,v∈∆s.t.

Dε(q,v‖P1)≤λ+δ

D(q‖P0)

≥ min
q,v∈∆s.t.

Dε(q,v‖P1)≤λ

D(q‖P0).

Since the left-side is an increasing function of δ, this completes

the proof.

Converse

Proof of Claim 4. Consider an adversary A who restricts

themselves to drawing i.i.d. samples Wk from a fixed dis-

tribution v whenever Zk = 1. For this restricted adversary,

the distribution of Y n is invariant under permutations under

both HA
0 and H1. Hence it suffices to consider (randomized)

detectors that take PY n as input.

Let a sequence of tests be described by a function

gn : ∆n(X ) → [0, 1]

where gn(q), q ∈ ∆n is the probability that the test declares

1 when PY n = q. Also, let gn denote 1 − gn. Consider any

sequence of tests satisfying

lim inf
n→∞

−
1

n
logE0⊥|1(n) = λ.

Fix a δ > 0. There exists an nλ such that for all n > nλ,

2−n(λ−δ)

≥
∑

q∈∆n

g(q)PH1 [PY n = q]

≥
∑

q∈B
(n)
KL

(P1,λ−2δ)

gn(q)PH1 [PY n = q]

≥ min
q∈B

(n)
KL(P1,λ−2δ)

PH1 [PY n = q]
∑

q∈B
(n)
KL

(P1,λ−2δ)

gn(q)

≥ min
q∈B

(n)
KL

(P1,λ−2δ)

PH1 [PY n = q] max
q∈B

(n)
KL

(P1,λ−2δ)

gn(q)



= 2−n(λ−2δ+o(1)) max
q∈B

(n)
KL

(P1,λ−2δ)

gn(q).

where the last line follows from Sanov’s theorem [36, Theorem

11.4.1]. Therefore,

max
q∈B

(n)
KL

(P1,λ−2δ)

g(q) ≤ 2−n(δ−o(1)).

Thus, for n large enough, we have

max
q∈B

(n)
KL

(P1,λ−2δ)

g(q) ≤ 2−nδ/2.

Therefore, for any such n, we have

EA
1|0(n) ≥

∑

q∈∆n

g(q)PHA
0
[PY n = q]

≥
∑

q∈B
(n)
KL(P1,λ−2δ)

gn(q)PHA
0
[PY n = q]

≥ min
q∈B

(n)
KL

(P1,λ−2δ)

gn(q)
∑

q∈B
(n)
KL

(P1,λ−2δ)

PHA
0
[PY n = q]

≥
(

1− 2−nδ/2
)

∑

q∈B
(n)
KL

(P1,λ−2δ)

PHA
0
[PY n = q].

For any zn of Hamming weight nε, consider

∑

q∈B
(n)
KL(P1,λ−2δ)

PHA
0
[PY n = q|Zn = zn]

=
∑

q1∈∆n(1−ε),
q2∈∆nε:

(1−ε)q1+εq2=q

q∈B
(n)
KL(P1,λ−2δ)

PHA
0
[PY n|zn = q1 and PY n|

zn
= q2]

=
∑

q1∈∆n(1−ε),
q2∈∆nε:

(1−ε)q1+εq2=q

q∈B
(n)
KL

(P1,λ−2δ)

P
Xn(1−ε)∼P

n(1−ε)
0

[PXn(1−ε) = q1]

· PWnε∼vnε [PWnε = q2]

≥
∑

q1∈∆n(1−ε),
q2∈∆nε:

(1−ε)q1+εq2=q

q∈B
(n)
KL

(P1,λ−2δ)

2−n(1−ε)(D(q1‖P0)+o(1))2−nε(D(q2‖v)+o(1))

≥ max
q1∈∆n(1−ε)

q2∈∆nε

(1−ε)q1+εq2=q

q∈B
(n)
KL(P1,λ−2δ)

2−n((1−ε)D(q1‖P0)+εD(q2‖v)+o(1))

where the last step follows from the fact that

|∆n|, |∆nε|, |∆n(1−ε)| are only poly(n) and so contribute

only o(1) to the exponent.

Note that this bound is independent of zn. Furthermore,

since
⋃

n≥1 ∆n is dense in ∆, for any q, q1, q2 ∈ ∆, we can

find a sequence q(n) ∈ ∆n, q
(n)
1 ∈ ∆n(1−ε), q

(n)
2 ∈ ∆nε which

approaches it. In particular the sequence of minimizers of

min
q1∈∆n(1−ε)

q2∈∆nε

(1−ε)q1+εq2=q

q∈B
(n)
KL(P1,λ−2δ)

(1 − ε)D(q1‖P0) + εD(q2‖v)

will approach the minimizer of

min
q,q1,q2∈∆:

(1−ε)q1+εq2=q
q∈BKL(P1,λ−2δ)

(1 − ε)D(q1‖P0) + εD(q2‖v)

Therefore we have

EA
1|0 ≥

(

1− 2nδ/2
)

· exp











−n











min
q,q1,q2∈∆:

(1−ε)q1+εq2=q
q∈∆n∩BKL(P1,λ−2δ)

(1− ε)D(q1‖P0)

+ εD(q2‖v) + o(1)

))

By choosing v = q2, we get

lim inf
n→∞

−
1

n
logEadv

1|0 (n) ≤ lim inf
n→∞

−
1

n
logEA

1|0(n)

≤ (1− ε) min
q1,v∈∆

q∈BKL(P1,λ−2δ):
(1−ε)q1+εv=q

D(q1‖P0)

Claim 8.

lim
δ→0

min
q1,v∈∆

q∈BKL(P1,λ−2δ):
(1−ε)q1+εv=q

D(q1‖P0) = min
q1,v∈∆

q∈BKL(P1,λ):
(1−ε)q1+εv=q

D(q1‖P0)

Proof. The minimisation problem on the right-side has a

compact, non-empty domain, and D(q1‖P0) is a continuous

function of (q1, v, q). Therefore it has a minimiser (q∗1 , v
∗, q∗).

For any η > 0, we can find a δ > 0 small enough, so

that BKL(P1, λ − 2δ) ∩ BTV(q
∗, η) 6= ∅ (Note that we

have assumed P0, P1 to have full support). Pick a q′ ∈
BKL(P1, λ − 2δ) ∩ BTV(q

∗, η). There exist q′1, v
′ ∈ ∆ such

that (1 − ε)q′1 + εv′ = q′ and dTV(q
′
1, q

∗
1) ≤ η

1−ε . Since

dTV(q
′
1, q

∗
1) can be made arbitrarily small, we can make

D(q′1‖P0)−D(q∗1‖P0) ≤ ǫ for any ǫ > 0. Since (q′1, v
′, q′) is

a feasible point for the minimisation problem on the left-side,

for δ small enough,

min
q1,v∈∆

q∈BKL(P1,λ−2δ):
(1−ε)q1+εv=q

D(q1‖P0) ≥ min
q1,v∈∆

q∈BKL(P1,λ):
(1−ε)q1+εv=q

D(q1‖P0) + ǫ

Since the expression on the left-side is an increasing function

of δ, this completes the proof.



APPENDIX D

PROOFS FOR STRONG CONTAMINATION

Achievability

Proof of Claim 5. For any fixed adversary A,

EA
1|0 = PH0 [D (PY n‖P1) ≤ δ]

≤ PH0 [∃p ∈ ∆n : dTV(p, PXn) ≤ ε, D(p‖P1) ≤ λ+ δ]

=
∑

q∈∆n:
∃p∈∆n s.t.
dTV(p,q)≤ε

D(p‖P1)≤λ+δ

PXn∼P⊗n
0

[PXn = q]

= exp











−n











min
p,q∈∆n s.t.
dTV(p,q)≤ε

D(p‖P1)≤λ+δ

D(q‖P0)− o(1)





















Here, the last inequality follows from Sanov’s theorem [36,

Theorem 11.4.1]. Since this is true for any adversary, we have

−
1

n
logEadv

1|0 ≥ min
p,q∈∆s.t.
dTV(p,q)≤ε

D(p‖P1)≤λ+2δ

D(q‖P0)− o(1)

Claim 9.

lim
δ→0

min
p,q∈∆ s.t.
dTV(p,q)≤ε

D(p‖P1)≤λ+δ

D(q‖P0) = min
p,q∈∆ s.t.
dTV(p,q)≤ε
D(p‖P1)≤λ

D(q‖P0)

Proof. For each δ, the minimisation problem on the left-side

has a compact, non-empty domain, and the objective function

is convex as a function of (p, q). Therefore, this problem has a

minimizer (pδ, qδ). Take any sequence {δm}m∈N which con-

verges to 0 as m → ∞. Consider any corresponding sequence

of minimizers {(pδm , qδm)}m∈N. Take any limit point of this

sequence (p∞, q∞). This must satisfy D(p∞‖P1) ≤ λ. That

is, (p∞, q∞) is a feasible point for the minimization problem

on the right-side. Therefore

min
q∈∆n:

∃p∈∆n s.t.
dTV(p,q)≤ε,
D(p‖P1)≤λ

D(q‖P0) ≤ D(q∞‖P0).

Since this is true for an arbitrary sequence {δm}m∈N and any

convergent subsequence of {(pδm , qδm)}m∈N, this shows

lim sup
δ→0+

min
q∈∆n:

∃p∈∆n s.t.
dTV(p,q)≤ε,

D(p‖P1)≤λ+δ

D(q‖P0) ≥ min
q∈∆n:

∃p∈∆n s.t.
dTV(p,q)≤ε,
D(p‖P1)≤λ

D(q‖P0).

Since the left-side is an increasing function of δ, this completes

the proof.

Converse

Details of proof of Converse of Theorem 3. We design the

adversary’s attack in steps.

Step 1: Fix some δ > 0 with δ < ε, δ < λ (Later we will

take the limit δ → 0). Define

p∗, q∗ := arg min
p,q∈∆:

dTV(p,q)≤ε−δ,
D(p‖P1)≤λ−δ

D(q‖P0)

Step 2: Choose η > 0 small enough so that BKL(q
∗, η) ⊂

BTV(q
∗, δ/2). This is possible due to Pinsker’s inequality. The

adversary attacks iff PXn ∈ BTV(q
∗, δ/2).

Step 3: Set p∗n := argminpn∈∆n
D(pn‖p

∗). Then, p∗n
is the target of the adversary’s attack. We need to ensure

that, the adversary will have enough budget to change PXn

into p∗n. Since D(p∗n‖p
∗) tends to 0 as n → ∞, using

Pinsker’s inequality, there exists an N such that for n > N ,

dTV(p
∗
n, p

∗) ≤ δ/2. Therefore, ∀n > N ,

dTV(PXn , p∗n) ≤ dTV(PXn , q∗) + dTV(q
∗, p∗) + dTV(p

∗, p∗n)

= δ/2 + (ε− δ) + δ/2 = ε

Therefore, the adversary has enough budget to change PXn to

p∗n for n > N .

Step 4: We know that the adversary can convert any se-

quence of a type q ∈ BKL(q
∗, η) to some sequence of type

p∗n. We now describe how to (randomly) pick a sequence in the

type p∗n so that, the resulting distribution on Y n is invariant

under permutation. This way, PY n will be a sufficient statistic

for deciding whether or not to declare 1 based on Y n.

To change PXn to p∗n: Initialise Y n = Xn, Zn = 0n.

1) Pick an x ∈ X with PY n(x) > p∗n(x), pick a y ∈ X with

PY n(y) < p∗n(y).
2) Pick i uniformly at random from {i : Yi = x}. Set Zi = 1

and Yi = y.

Repeat the steps 1) and 2) until the PY n is of type p∗n. Since

dTV(PXn , p∗n) ≤ ε, the resulting Zn will have Hamming

weight at most nε.

Suppose the (randomized) test is given by g : ∆n → [0, 1],
so that probability of declaring 1 when PY n = q is g(q) for

all q ∈ ∆n.

Since limn→∞ p∗n = p∗ and P1 has full support,

limn→∞ D(p∗n‖P1) = D(p∗‖P1) = λ − δ. Thus, for n large

enough, D(p∗n‖P1) ≤ λ− δ/2. Therefore, for n large enough,

PH1 [PY n = p∗n] ≥ 2−n(λ−δ/4).

Since − 1
n lim infn→∞ logE0⊥|1(n) ≥ λ, for n large

enough E0⊥|1(n) ≤ 2−n(λ−δ/8). This implies

2−n(λ−δ/8) ≥ E0⊥|1(n)

=
∑

p∈∆n

g(p)PH1 [PY n = p]

≥ g(p∗)PH1 [PY n = p∗]

≥ (1− g(p∗))2−n(λ−δ/4)

=⇒ g(p∗n) ≥ 1− 2−n(δ/8)



So, for n large enough, whenever PXn ∈ BKL(q
∗, η), the

adversary carries out an attack successfully and the algorithm

makes an error with a constant probability. Thus,

EA
1|0 ≥ PH0 [PXn ∈ BKL(q

∗, η)]
(

1− 2−n(δ/8)
)

=
∑

q∈B
(n)
KL (q∗,η)

PH0 [PXn = q]
(

1− 2−n(δ/8)
)

≥ max
q∈B

(n)
KL (q∗,η)

PH0 [PXn = q]
(

1− 2−n(δ/8)
)

≥ max
q∈B

(n)
KL (q∗,η)

2−n(D(q‖P0)+o(1))

≥ exp

(

−n

(

min
q∈BKL(q∗,η)

D(q‖P0) + o(1)

))

Note that
⋃

n≥1 B
(n)
KL(q

∗, η) is a dense subset of BKL(q
∗, η).

Also, P0 has full support, so D(q‖P0) is continuous on this

domain. This is why, in the last step we can minimise over

the entire BKL(q
∗, η).

The following claim completes the proof.

Claim 10.

lim
δ→0

min
p,q∈∆:

dTV(p,q)≤ε−δ
D(p‖P1)≤λ−δ

D(q‖P0) = min
p,q∈∆:

dTV(p,q)≤ε
D(p‖P1)≤λ

D(q‖P0)

Proof. The minimisation problem on the right-side has a

compact, non-empty domain, and D(q‖P0) is a continuous

function of (p, q). Therefore it has a minimiser (p∗, q∗). For

any η > 0, we can find a δ > 0 small enough, so that

BKL(P1, λ− δ)∩BTV(p
∗, η) 6= ∅. Pick a p′ ∈ BKL(P1, λ−

δ) ∩BTV(p
∗, η). There exists q′ ∈ ∆ such that dTV(p

′, q′) ≤
ε− δ and dTV(q

′, q∗) ≤ η+ δ. Since dTV(q
′, q∗) can be made

arbitrarily small, we can make D(q′‖P0)−D(q∗‖P0) ≤ ǫ for

any ǫ > 0 (due to Pinsker’s inequality). Since (p′, q′) is a

feasible point for the minimisation problem on the left-side,

for δ small enough,

min
p,q∈∆:

dTV(p,q)≤ε−δ,
p∈BKL(P1,λ−δ)

D(q1‖P0) ≥ min
p,q∈∆:

dTV(p,q)≤ε,
p∈BKL(P1,λ)

D(q1‖P0) + ǫ

Since the left-side is an increasing function of δ, this completes

the proof.
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