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Abstract—This work presents an algorithmic framework that
uses linear programming to construct addition-based Private
Information Retrieval (AB-PIR) schemes, where retrieval is per-
formed by downloading only linear combinations of message
symbols with coefficients set to 0 or 1. The AB-PIR schemes gen-
eralize several existing capacity-achieving PIR schemes and are
of practical interest because they use only addition operations—
avoiding multiplication and other complex operations—and are
compatible with any finite field, including binary. Our framework
broadens the search space to include all feasible solutions and
can be used to construct optimal AB-PIR schemes for the entire
range of problem parameters, including the number of servers,
the total number of messages, and the number of messages
that need to be retrieved. The framework enables us to identify
schemes that outperform the previously proposed PIR schemes
in certain cases and, in other cases, achieve performance on
par with the best-known AB-PIR solutions. Additionally, the
schemes generated by our framework can be integrated into
existing solutions for several related PIR scenarios, improving
their overall performance.

I. INTRODUCTION

In this work, we revisit the problem of Private Information
Retrieval (PIR), where a user is interested in retrieving one or
more messages from a dataset stored on remote servers. The
user’s goal is to download the minimum amount of information
required while revealing no information about the identities of
the desired messages to any of the servers.

Several variations of PIR have been studied in recent years.
This includes PIR with non-colluding servers (see, e.g., [1]-
[8), PIR with colluding servers (see, e.g., [9]-[12]), and PIR
with coded databases (see, e.g., [13]-[15]). Among these,
two notable variants are single-message PIR [1] and multi-
message PIR [6]. In both settings, N non-colluding servers
store identical copies of K messages, and a user wants to
privately retrieve D out of the K messages, where the case
of D = 1 corresponds to the single-message setting and the
case of D > 2 corresponds to the multi-message setting. The
objective in both settings is to maximize the rate, defined as
the ratio of the number of bits required by the user to the total
number of bits downloaded from all servers. The maximum
achievable rate in each setting is referred to as its capacity.

In [1], Sun and Jafar presented capacity-achieving schemes
for single-message PIR for all values of N and K. Building on
these, Banawan and Ulukus in [6] proposed PIR schemes for
the multi-message setting. While these schemes are optimal
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for certain values of N, K, and D, their optimality for other
values of N, K, and D remained unknown.

In this work, we focus on a class of PIR schemes, referred
to as addition-based PIR (AB-PIR) schemes, where the user
downloads only linear combinations of message symbols from
the servers, with combination coefficients set to O or 1. Several
existing capacity-achieving PIR schemes belong to this class,
including the scheme in [1]] for D = 1 and the scheme in [6]]
for D < % AB-PIR schemes are particularly interesting for
practical use, as they operate over any finite field, including
binary, use only addition operations and avoid multiplication
or other complex operations, and reduce upload cost by
eliminating the need to communicate combination coefficients.

The main contribution of the paper is an algorithmic frame-
work based on linear programming (LP) that can be used
to identify optimal AB-PIR schemes for all values of N,
K, and D. Specifically, we introduce a general class of AB-
PIR schemes characterized by a set of parameters, which can
be optimized via an LP formulation to identify an AB-PIR
scheme that achieves the maximum rate. When D | K, our
framework yields an optimal scheme, similar to the AB-PIR
scheme in [6]. More interestingly, when DJ(K, for certain
values of N, K, and D, it yields schemes that outperform the
one in 6], while for other values, they perform similarly to the
one in [6]. For instance, when K = 5 and D = 2, the schemes
generated by our framework achieve rates of % ~ 0.6074
and % = 0.7125 for N = 2 and N = 3, respectively. In
contrast, the best previously-known achievable rates for the
same problem parameters, due to the scheme in [6], were
% ~ 0.6071 and % ~ 0.7119, respectively.

Additionally, our schemes can substitute the one in [6],
which serves as a building block in existing solutions for sev-
eral related scenarios, such as multi-message PIR with private
side information [16] and private inner-product retrieval [[17],
yielding more efficient solutions for these scenarios.

While our framework is applied to AB-PIR schemes in
this work, it can be extended to more general classes of
PIR schemes that use non-binary coefficients and may yield
schemes that outperform the best-known solutions in other
PIR settings. Although not discussed here, the framework
can also be used to establish converse bounds and construct
achievability schemes under structural constraints, such as
linearity or limited subpacketization, in various PIR scenarios.
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II. PROBLEM SETUP

We represent random variables and their realizations by
bold-face symbols and regular symbols, respectively. For an
integer i > 1, the set {1,...,i} is denoted by [i], and for
integers 1 < i < j, the set {i,...,j} is denoted by [i : j].

Consider N non-colluding servers, each storing an identical
copy of K messages Xi,...,Xg € [Fg1. The random variables
X1,...,Xg are assumed to be independent and uniformly
distributed over F/'. That is, each message X; consists of m
symbols from a finite field 4. We refer to m as the message
length and g as the field size.

Consider a user who wants to retrieve D (out of K)
messages, denoted as Xy := {X; : i € W}, where W
is a D-subset of [K]. The random variable W is uniformly
distributed over all D-subsets of [K] and is independent of
X1,...,Xg. We refer to Xy as the demand messages and
{X;:i € [K]\ W} as the interference messages.

For each n € [N], the user generates a query Qn , and

sends it to server n. Each query Q; ' is a (deterministic
or stochastic) function of the demand’s index set W and
is independent of the messages Xjg = {X; : i € [K]}.

w . .
Moreover, each query QL ) must reveal no information about

the demand’s index set W to server n, i.e.,
1(w; Q") =0, vnen]. (1)

w
Subsequently, each server n generates an answer AL ] and
. W] . L
sends it to the user. Each answer AL ] is a deterministic

function of the query an] and the messages X[K] Moreover,
the user must be able to recover the demand messages Xw

given the collection of answers APN]] = {A[W n € [N]}

and queries QPN] = {QLW] € [N]}, ie.,
H(xwlA, ) =o. @

The problem is to design a scheme for %eneratmg the queries
Q%] and the corresponding answers A for any given W
such that both the privacy and recoverablhty conditions defined
in (1) and (2)) are satisfied. This problem, initially studied in [[L]
for the case of D = 1 and later extended in [[6]] for the cases
of D > 2, is known as single-message PIR when D = 1 and
multi-message PIR when D > 2. We refer to both scenarios
collectively as PIR.

In this work, we focus on addition-based PIR (AB-PIR)
schemes, where each server’s answer to the user’s query
consists only of linear combinations of message symbols with
coefficients restricted to 0 and 1. We define the rate of an
AB-PIR scheme as the ratio of the number of bits required by
the user, H(Xy ), to the total number of bits downloaded from

all servers, ¥.,,c () H (ALW] |QLW]). Additionally, we define the
capacity of the AB-PIR problem as the maximum achievable
rate among all AB-PIR schemes and refer to a capacity-
achieving scheme as optimal.

Our goal is to design optimal AB-PIR schemes that are
applicable for all values of N, K, and D, and work with any
field size g, as the message length m grows large.

III. MAIN RESULTS

In this section, we present our main results on the capacity
of the AB-PIR problem for all N, K, and D.

To simplify the notation, let vq,...,vg be K vec-
tors, each of length D, where for each s € [1:K— D],
Vs = ﬁ 213:1 (?)Vprs, and for each s € [K—D+1:K],
Vs is a unit vector whose (s — K + D)th component is 1 and
all other components are 0. Moreover, let f and g be two
vectors, each of length D, defined as

N & /K
RO e
and D
N
g=f-5 Z ( > @

Theorem 1. The capacity of AB-PIR with N servers, K
messages, and D demand messages is lower bounded by

Bi=max{§1. 21,

where f = [f1,...,fp] and g = [g1,...,¢D] are defined
in @) and @), respectively, and is upper bounded by

= (1=1NIPL K/D—[K/D]\
" 1-1/N NLK/D]

The upper bound in (6), which appears without proof,
follows directly from the converse results in [6] for all PIR
schemes. To establish the lower bound in (3), we propose a
new AB-PIR scheme that achieves this rate. First, we introduce
a general class of AB-PIR schemes, which are characterized
by a set of parameters. We then optimize these parameters
using linear programming to maximize the rate.

)

(6)

Theorem 2. The proposed AB-PIR scheme outperforms the
one in [6)] when gt/ft > gp/fp for some t € [D — 1] and
performs similarly when g/ fit < ¢p/fp for all t € [D — 1].

The proof relies on the fact that the scheme in [6] belongs
to the class of AB-PIR schemes over which we perform
optimization to identify one with the maximum rate.

Remark 1. The AB-PIR scheme in [6] was previously shown
to achieve capacity when D | K. This directly implies that
our scheme is also optimal in these cases, i.e., the lower
bound R in (@) and the upper bound R in (@) are equal when
D | K. In contrast, when D { K, we observe that R < R.
Numerical results show that R > 0.9868R for D < % and
R > 0.9621R for D > % Nevertheless, for D J( K, a
theoretical characterization of the gap between R and R is
unavailable, and it is unclear whether the upper bound, the
lower bound, or both are loose for AB-PIR schemes.

Remark 2. Our analysis, presented in the appendix, shows
that there are infinitely many problem instances where our
scheme outperforms the one in [6]. Specifically, for D = 2,
our scheme is superior for all odd K and any N. However, fully
characterizing the instances where our scheme is superior for
D > 3 remains an open problem.



IV. PROOFS OF THEOREMS
A. Proof of Theorem [l|

We prove the achievability part of Theorem [l by presenting
an AB-PIR scheme that achieves the rate R defined in ().
The proposed scheme applies to all values of N, K, and D,
works with any field size ¢, and requires a sufficiently large
message length m, determined by solving an LP problem.

The proposed scheme operates on message subpackets, with
each message divided into L subpackets, each containing m/L
symbols from the m symbols of the message, where the choice
of L will be determined later. Specifically, the answer of each
server includes Li subpackets from each message and, for
each s € [2: K], Ls; sums of subpackets from every s-subset
of messages, with each subpacket either not contributing to
the server’s answer or appearing exactly once. The choice of
Lq,...,Lg will be determined later.

More specifically, each server’s answer includes Li sin-
gletons for each message, where each singleton is a distinct
subpacket of the message. Additionally, for each i € [2: D],
the answer includes L; (i,0)-sums for every i-subset Z C W,
where each (i,0)-sum consists of i subpackets, each from
a distinct demand message in Xz. Similarly, for each
j € [2: K— D], the answer includes L; (0, j)-sums for every
j-subset J C [K]\ W, where each (0, j)-sum consists of j
subpackets, each from a distinct interference message in X 7.
Moreover, for each i € [D] and j € [K— D], the answer
includes L;y (i, j)-sums for every i-subset Z C W and j-
subset J C [K] \ W, where each (i, j)-sum comprises i
subpackets from the demand messages in X7 and j subpackets
from the interference message in X 7.

Since the scheme requires downloading a total of
M = Zle (E)Ls singletons and sums from each server, the
number of downloads per demand message is given by

NM DLZ( ) -

To maximize the rate, we need to minimize the number of
downloads per demand message in (7). Our goal is then to
solve this optimization problem with respect to the variables
Li,...,Lg and L, while ensuring privacy and recoverability.

Since every message—whether a demand message or an
interference message—contributes equally to each server’s
answer, the privacy condition is inherently satisfied and does
not impose any constraints on the values of Lq,..., Lk, or L.
However, as we will discuss shortly, L1,..., Lk, and L must
satisfy certain constraints to ensure that each demand message
can be fully recovered from the servers’ answers.

Since there exist ( ) j-subsets of interference messages
for each j € [K — D], the user can cancel the interference part
of each (i, j)-sum which is aligned with either a singleton per-
taining to an interference message (i.e., j = 1) or a (0, j)-sum
pertaining to j interference messages (i.e., j € [2: K— D)
retrieved from another server. This results in the recovery of
(K;D )LH]- new singletons for every demand message and,
for each i € [2 : D], (K;D)Liﬂ new (i,0)-sums for every
i-subset of demand messages.

We note that this is subject to the condition that
the total number of (i,1)-sums (or (i,j)-sums for each
je€[2:K—D]) for all i € [D], retrieved from a server
and corresponding to the same interference message (or j-
subset of interference messages), must not exceed the number
of singletons corresponding to that interference message (or
(0, j)-sums corresponding to those j interference messages),
retrieved from all other servers. Thus, it must hold that

2 (D

. |Liyi, Vje|K-D|. 8
N_li_l<z>z+] J [ ] (®
While this is an inequality constraint, we impose it as an
equality constraint to simplify the analysis, i.e.,

1 & /D .
Lj:—N—l.l ; Liyj, Vje [K—D]. )
1=

Our numerical studies suggest that any optimal solution satis-
fying the constraint in (8) also satisfies the constraint in (9),
but a formal proof has yet to be established.

In summary, from each server’s answer, the user can recover
a total of Z;(:_()D (K;D )L11; singletons for every demand

; . K-D (K=Dyp.
message and, for each i € [2: D], i ( i JLiyj (i,0)-
sums for every i-subset of demand messages, provided the
condition in (9) is satisfied.
Singletons corresponding to demand messages—retrieved

from each server—can directly be used to recover

K-D
Rl:_z( j )L”’

j=0

subpackets of every demand message from that server’s an-
swer. Additionally, by using a (2, 0)-sum, which corresponds
to a given pair of demand messages and is recovered from a
server’s answer, along with a subpacket of either message in
the pair—retrieved from another server, the user can recover
a new subpacket of the other message in the Kparr Since every
demand message appears in (7] 1)2 ( )Lzﬂ (2,0)-
sums recovered from each server’s answer the user can recover
1=y yk-b (K DYL,. ;i new subpackets of every demand
2\ 1 =0 +j
message from each server’s answer, in addition to the Rj
subpackets retrieved as singletons.

In general, for each i € [2 : D], using (7, 0)-sums recovered
from a server’s answer and the subpackets recovered from
other servers’ answers, the user can recover

1/D-1\X P /K-D
o= 3 (50) g (50

j=0
new subpackets of every demand message.

Note that Ry in (I0) is an integer for any choice of
Li,...,Lg; however, L{,...,Lx must be selected carefully
to ensure that R; in is an integer for all i € [2: D].

Since the user can recover ):Z-z 1 R; distinct subpackets of
every demand message from each server, they can fully recover
each demand message if N ZP: 1 R; = L, or equivalently,

N ¥ /K NKDP /Kk—D
552<S>L5_55—1( s )LS—L. (12)

(10)



Our goal is thus to minimize the number of downloads
per demand message, as defined in ({7), with respect to the
variables Lq,...,Lg, and L, while satisfying the constraints
specified in (9) and (I2). Since the objective function is linear
in variables L1 /L, ..., Lg/L and the constraints are linear in
variables L1, ..., Lg, and L, this optimization problem can be
reformulated as an equivalent LP problem by dividing both
sides of each constraint by L and replacing Ls/L with x; for
each s € [K]. The resulting LP problem can then be solved
with respect to the variables x1,...,xg > 0:

minimize N g (K X
D &= \s °
. 1 & /D
subject to  x; = N—1 ) Xiyj, Vj€[K-D]
T =1

Since the values of xq,...,xx are uniquely deter-
mined given the values of xx_py1,...,Xg, we can fur-
ther simplify the LP problem. To simplify the nota-
tion, we define a vector vs := [vg1,...,0sp] for each
s € [K], where vsy for t € [D] are such that
Xs = ):P:l Us tXK—D+¢- We note that vg_pyq,...,Vg are
unit vectors, i.e., foreachs € [K—D +1: K], v55_x4+p =1
and vs; =0 for all t € [D]\ {s— K+ D}. Additionally,
the vectors vq,...,Vvg_p are uniquely determined given the
unit vectors vg_pi1,...,Vk, i.€., for each s € [K — D],
vst = 7 L2 (D)vigs s forall t € [D].

Using the vectors vy, ..., Vg, we can rewrite the LP prob-

lem in terms of the variables xx_p41,...,xx > 0:
D
minimize Z fiXk—D+t
t=1
D
subject to Z SiXgk—p+t = 1.
t=1

where f = [f1,..., fp] and g = [¢1,...,¢p] are defined as
in (3) and @), respectively.

An optimal solution to this LP problem is given by
XKk_pit = 1/gp, and xg_piy = 0 for all t € [D]\ {t*},
where t* € [D] is such that g¢/fr+ = max,cp) gt/ ft. and
the optimal value of the objective function in this LP problem,
ZtD:l ffo—D—H’ is given by ft*/gt*- Using XK—D+1r+--sXK>
we can then find xq,...,xXxgk_p as xs = ):le Us tXK—D+t =
Us,p*XK—D+t+ = Usp+/gp= for each s € [K — D]. This yields
an optimal solution to the original LP problem in terms of
X1,...,Xg, and hence, the optimal value of the objective
function, ¥ YK | (Ig)xs, is given by fp« /g

Since v for all s € [K] and t € [D], and consequently,
ft and g; for all t € [D], are rational, x1,...,xg are also
rational. Using x1, ..., xg, we can thus determine an optimal
integral solution Lq,...,Lg and L for the original problem
by setting Ly = Lxs for all s € [K| and selecting L as a
positive integer such that (i) Ls is an integer for all s € [K]
and (ii) R;, as defined in (T}, is an integer for all i € [2 : D].
Specifically, there exists an integer 1 < S < D such that

L = S(N —1)K-Pg, satisfies both conditions (i) and (ii),
since v ¢ share (N — 1)K~ as a common denominator. Thus,
the optimal value of the objective function in (@) is given by
fr+/ g1+, and the rate of the scheme is given by g/ f+, which
matches the lower bound R defined in (3).

B. Proof of Theorem

To prove Theorem [2, we observe that each variable L; for
s € [K] in the proposed scheme corresponds to the number of
stages used in round s of the scheme in [6]. However, in [6],
the values of Ly,...,Lg, and L are not determined through
optimization. Instead, each L; for j € [K — D] is computed
using a backward recurrence relation, which coincides with the
constraint in (9), with initial conditions Lg_py; = 0 for all
t € [D—1]and Lg = (N —1)X=D, and the value of L is then
determined by an equation that matches the constraint in (I2).
While these values of Ly, ..., Lk, and L satisfy the constraints
in (@ and (12), they may not always maximize the rate. The
above initial conditions yield an optimal scheme iff t* = D,
ie, gt/ft < gp/fp for all t € [D — 1], achieving the rate
¢p/fp. Otherwise, if g¢/f; > gp/fp for some t € [D — 1],
our scheme achieves a rate greater than ¢p/ fp.

V. AN ILLUSTRATIVE EXAMPLE

In this section, we present an illustrative example of the
proposed scheme for N =2, K =5, and D = 2.

For simplicity, we represent the demand messages by a and
b, and the interference messages by ¢, d, and e.

For this example, the vectors vy, ..., Vs are given by vs =

[0,1], v4 = [1,0], v3 = [2,1], v, = [5,2], and v1 = [12,5],
and the vectors f and g are given by f = [135,56] and
g = [82,34]. Since g1/f1 = 82/135 > g5/ f> = 34/56, then
t* = 1. Accordingly, x1 = v14+/gp = v11/91 = 12/82,
Xy = Uyp /g = U21/81 = 5/82, x3 = U3 /8 =
03,1/g1 = 2/82, X4 = 1/gt* = 1/g1 = 1/82, and X5 = 0.
Taking L = S(N — 1)K~Pg;. = 82 for S = 1, the scheme
selects L1, ..., L as follows: L1 = Lxy =12, Ly, = Lxy, =5,
L3 =Lx3=2,Ly =Lxy =1,and Ls = Lxs = 0. Note that,
for these values of L1,...,Ls, Ry = 213:0 (})L1+j =34 and
Ry=1%3, (‘;?)LZJr j = 7, both of which are integers.
Table II( presents the queries constructed using the pro-
posed scheme, where each message is randomly and in-
dependently divided into L = 82 subpackets of equal size,
labeled as a,...,asn, b],. ..,bgz, C1,...,C82, dl,. ..,dgz,
and ey, ..., egp. From the table, it can be observed that for each
server, there are L1 = 12 queries in the form of singletons
for each message; L, = 5 queries for each pair of messages,
either in the form of (2,0)-sums, (1,1)-sums, or (0, 2)-sums;
L3 = 2 queries for each triple of messages, either in the form
of (2,1)-sums, (1,2)-sums, or (0, 3)-sums; and Ly = 1 query
for each quadruple of messages, either in the form of (2,2)-
sums or (1,3)-sums.

The privacy condition is satisfied since, from the perspective
of each server, every message appears in an equal number of
singletons, sums of two, sums of three, and sums of four,
and there are no duplicate subpackets for any message in the
answer from any server.



TABLE I
THE QUERY TABLE FOR THE CASEOF N =2, K=5,ANDD =2

| (i, ]) | Server 1 | Server 2 |
(1,0) ay, ..., aip, b1,...,b12 asp, ..., 453, b42,...,b53
(0,1) C1y ..., C12, dl,...,dlz, €1, ..., €12 C25, ...C36, d25,.,.,d36, €25, ..., €36
(2,0) | a35+ bap, a4 + b3s, a36 + baz, 443 + b3e, a37 + bay aze + b1, a1 + bye, azy + by, ar + by, azg + b3
a13 + €25, A14 + C26, A15 + C27, A16 + C28, A17 + C29 as4 + €1, as5 + €2, A56 + €3, A57 + C4, A58 + C5
a8 + das, a19 + das, azo + da7, a21 + dag, a2 +dag asg +di1, aso +da, ae1 +d3, ag2 +dy, ae3 +ds
(1,1) a3 + €25, A4 + €26, A25 1 €27, (26 + €28, A27 1 €29 A4 +- €1, Ap5 1 €2, A6 1 €3, Ag7 + €4, Agg + €5
’ b13 + 30, b14 + €31, b15 + 32, b1g + €33, b17 + 34 bsy + cg, bss + c7, bse + cg, bsy + c9, bsg + c19
b1g + d3zo, b19 + d31, bog + d3a, bay +d33, by +d3y bsg + ds, beo + dy, be1 + dg, bex +do, be3 +d1g
bo3 + e30, bay + €31, bas + €32, bog + €33, ba7 + €34 by + e, bes 1+ e7, bee 1 es, bey + €9, beg + €19
13 +d13, €14 + d14, €15 +d1s, €16 +die, c17 +d17 | c37 +d3y, c38 + dag, c39 + d39, a0 + dag, C41 + g1
(0,2) €18 + €13, C19 + €14, €20 + €15, €21 + €16, C22 + €17 Cap + €37, C43 + €38, C44 + €39, C45 + €40, C46 + €41
dig + e1s, d1o + €19, dog + €20, d21 + €21, doo + €22 | dao + eqn, dyz + 43, dag + €44, dys + €45, dys + 46
44 + b3y + c35, azg + bys + c36 a3 + byg +c11, azg + by +c12
(2,1 a45 + bag + d3s, azg + bys + d3e ay + bzg +d11, ago + bs +d12
46 + b3g + €35, a40 + bay + e3¢ as + bgo +e11, ag1 + b +e12
ag + c37 + day, az9 + c3g + d3g ag9 + c13 + d13, azo + c14 +dig
azp + C42 + €37, az1 +C43 + €38 a7y +c1g + €13, a7z +C19 + €14
(1,2) azy +dy +eqp, az3 +dyz +ey3 az3 +dig + e1g, azs +dig +e19
’ bag + c39 + d39, bag + c4g + dao beg + c15 +d15, byg + c16 +d16
b3 + caa + €39, bz1 +c45 + a0 b71 + ca0 +e15, byp +c21 +e16
b3y +dyg + eqq, b3z +dys +eys b3 +dpo + €20, b7s +da1 +en
(0,3) C23 +do3 + €23, Cog +doy + 24 Cy7 +day +eq7, cag +dyg +eqg
a47 +bao + 41 +dy ag +bg1 +c17 +dyy
(2,2) g1 + bag + ca6 + €41 agy +by +cx +e7
a48 + by +dys + €46 az +bgy +dp +ex
(1,3) a34 + c47 +day +ey7 azs +co3 +da3 +e3
’ b3y + cyg +dag +ess b7s + coa +dpg + 24

To prove recoverability, it suffices to show that the

user can recover the subpackets aq,...,a47 and by, ..., by
from Server 1 and a4p,...,agy and by,...,bgy from
Server 2. We will explain the recovery process for aq, ..., a41

.,bg1 from Server 1. The recovery process for
., bgy from Server 2 follows similarly.

and by, ..
asgp,...,082 and b42, ..

The subpackets aq,...,a12 and bq,..., b1y are retrieved
directly from Server 1. The subpackets ai3,...,ap; are re-
covered using the first half of the (1,1)-sums retrieved
from Server 1, by canceling out ¢ps,...,C29, dos,...,dao,
and ejs, ..., ep9 retrieved from Server 2, and the subpackets
bis, ..., byy are recovered using the second half of the (1,1)-
sums retrieved from Server 1, by canceling out c3, ..., 34,
dsg, ..., dsq, and ez, . .., e34 retrieved from Server 2.

The subpackets apg,...,a33 are recovered using the first
half of the (1,2)-sums retrieved from Server 1, by cancel-
ing out c37 + d37, c38 + d3g, Ca2 + €37, Ca3 + €38, dap + eqr,
and dy3 + eq3 retrieved from Server 2, and the subpackets
bog, . .., bsz are recovered using the second half of the (1,2)-
sums retrieved from Server 1, by canceling out cz9 + d39,
€40 + da0, C44 + €39, €45+ €40, dq + €44, and dys5 + ey5 Te-
trieved from Server 2.

The subpackets a34 and b3y are recovered using the (1,3)-
sums retrieved from Server 1, by canceling out c47 + d47 + €47
and c4g + dyg + eyg retrieved from Server 2.

The subpackets ass, a36, and a3y are recovered using three

of the (2,0)-sums retrieved from Server 1, by canceling out
byp, bys, and byy retrieved from Server 2, and the subpackets
bss and bzg are recovered using the other two (2,0)-sums
retrieved from Server 1, by canceling out a4> and a3 retrieved
from Server 2.

The subpackets a3g, a39, and a4 are recovered using three
of the (2,1)-sums retrieved from Server 1, by canceling out
bys, bag, byy and c3e, dsg, €3¢ retrieved from Server 2, and the
subpackets bsy, bszg, and bzg are recovered using the other
three (2,1)-sums retrieved from Server 1, by canceling out
44,045,046 and c3s5, d3s, e35 retrieved from Server 2.

The subpacket a41 is recovered using one of the (2,2)-sums
retrieved from Server 1, by canceling out byg and c4¢ + €41
retrieved from Server 2, and the subpackets byg and byq
are recovered using the other two (2,2)-sums retrieved from
Server 1, by canceling out a4y, a4g, c41 + dg1, and dyg + eyq
retrieved from Server 2.

For this example, the user downloads a total of K x L1 = 60
singletons, (5)L, =50 sums of two, (Ig)L3 =20 sums of
three, and (;)Ls =5 sums of four from each server, where
each download has the same size as a message subpacket. This
yields downloading M = 135 subpackets from each server.
Since there are D =2 demand messages, each containing
L = 82 subpackets, the rate of the scheme is % = f—325 =~
0.6074. For the same instance, the scheme in [6] achieves a
lower rate of % =~ 0.6071 (for details, see [6, Section 5.1]).
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APPENDIX Szl( s )BS_N.l(i)Bi_Ntl(t>ﬁt'
= 1= =

In this appendix, we show that when D = 2, our scheme
outperforms the scheme in [6] for all odd K, and performs
similarly for all even K. Specifically, we show that g1/f1 >

Substituting these into (I3) and (I4) and rearranging the
terms, it remains to show that

g2/ f> for all odd K, and g1/f1 = g2/ f> for all even K. K /K 1
To simplify the notation, we denote by as and (35 the two co- Z < > <(061 Bi — «if1) — 5 (otifB2 — 0‘2/31')) >0 (15
ordinates of the vector v, for each s € [K], i.e., vs = [, Bs]. i=1

Note that g1 =1 and Bx_1 = 0 since vg_1 = [1,0], and  for all odd K, and
ag = 0 and Bg =1 since vk = [0, 1]. «

Using (3) and @), we can write g1/ f1 and g/ f» as follows: y <K> ((oc1/3' — i) — ! (aiB2 — 0625‘)) =0 (6
Z' 1 1 2 1 1

g1 _q Lt (s az
f1 X, (Is)(xs ! for all even K.



To prove these results, we rely on the following two
identities, which hold for all i € [K]:

1

K—i
o i — aify = (ﬁ) XK —i+1, a7

and

1 K—i—1
aif3r — o f; = <—) Bk—it1- (18)

1-N
To verify these identities, we use the relation
as = as11+ (19)

N—1 N —1%+2

for each s € [K —2]. Since ag_1 = 1 and ag = 0, the closed
form expression for s is given by

s = crk T eprk st ws € [K], (20)
where
L1+ VN
TN
and
L. 1-VN
2T N-1
are the roots of the characteristic equation
2 1
2 - _—_— =
S LA v T
and the constants
2
= N-1
€1 y— 11 ( )
and "
= N-1
C2 - r2< )

are determined by the conditions ax_1 =1 and ag =0, i.e.,
clr% —|—c2r% =1 and cir1 + cpro = 0. Similarly, the closed
form expression for 35 is given by

Bs = cir¥ st 4 kst s € [K], (1)
where 1 and r, are defined as before, and the constants
2
/ )
cq = N-1
= (N )
and 2
chi=—=21(N-1)
2=
are determined by the conditions ag_1 = 0 and o =1, i.e.,

/2 / / —
cyr3 +chrd =0 and cjrq + chrp = 1.

Using 20Q), we can write

o1 i — iy = (carX + cork) (Kt 4 kit
NG 1+1+C s (et +C272)
= e e
—clc/zr{( LK ekt
= A A )
Clczrf l+l£< 1+1( ll 1_ 121)
= (r1r2)* " (erch — clea) (P =157,

Since
1
rry = ——
172 1 N
and
, , 1-—N
C]C2 Clcz — Y]
r—r

it follows that

1 K—i [ i=1 _ i1
M@—%m:<Tfﬁ) (iﬁfi_'

Moreover,

i i
ag—j+1 = €117 + 21y =
Thus,
K—i
1
afi—aibr =\ T XK —i41-

Similarly, using (2I), we can write

aiBz — aofi = (c1ry " eorK T (T prk T
(e ear (G 4 e
= o1 chrK KT 4 oK1 Kl
— cpCyrK T K KK
= clc/zrf i 5 l(rlrlz 1 —rl1 L)
a1 )
= (Vlrz)K He165 —Cicz)(rlrlz ! Vifer)'

Similarly, it follows that

1 K—i—-1 rlri_l rl 1;,2

Moreover,

i—1 i—1
Br—i+r1 = i1} +chrh = rlrzrl — :; 2
Thus,
1 K—i-1
aifa — i = (m) Br—it1-
Using and (18), we can write

li (If) <(‘Xll3i —aif) — % (xiB2 — azﬁi))
0 () e
(5_1) (;Nyl (ocs-|- N2—1

To simplify this further, we use the following identity, which
holds for all s € [K —1]:

/3Ki+l>

=~ I

m).am

1

Bs = m‘xsﬂ-



This identity holds because

Bs=cn ey
K—s+1 2, K—s+1
r 15 — 1r4r
_ (N o 1) 1 2 1°2
r—=r
K—s—1 K—s—1
r — T
= (N=1)(nn)* | t—>3—
rn—r
B 1 r{(—s—l r12<—s—l
N-1 ra—71
and
K—s—1 K—s—1
T T
K—s K—s 1 2
[o¢ = C1r + cor =
s+1 17 25n " —19

for each s € [K —1].
Rewriting by using this identity, we have

f <Iz<) <(“1ﬁi —aif) — % (aif2 — 062/51‘))

i=1

s=1
1\ N-1
K| ——— .
+K(x) (et T
Si
mce +1 7N—]_
Xs 20‘s+1— 5 Xs—1

foralls € [2: K—1], and ag = 0, and g = ag_1, we can

write

ii <Iz<) <(“1/5i —aif1) — % (aiB2 — 062/31'))

) () (o )

—oc—l—loc—i-EiK LSoc
STty &\s)\1-N) T

Since
K—s K—s
S
(Xs -
r—r

for all s € [K], and 71 and r; are the roots of the equation

- —— =0
"TN-1 T N—1 7
or equivalently,
N-1, 1
—r—==0,
2 T2
we have
(rffl — rgfl) + % (r{“z — ré“z)
)+ o =
2 rA—12
r{(_2 (rl + %) — r§_2 (rz + %)
- r—71

_N-1 K-k
2 ry—r1rp )

Similarly, we have

N-1KX 1 \°
2 Zl< (1—N> s
sS=

K
S
K— K—
N—1§K L\ (n=rn")
2 4=\ 1-N rL—712

Using the binomial theorem,

K s K
K 1 K— 1 K
)y <s) (1——N> no= <r1 + 1——N> —

s=1
and

() () - (i) -

Thus, we have

K
Y (IZ(> ((061/51‘ —aif1) — % (aiB2 — 062/51‘))
i=1
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LN-1 L\,
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1 K
—rn+—=]) +1}
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N 1< 1 ):(N 1) >0,
2 r—71

it suffices to show that

K K
nt—) () >0
TT"1ToN 2T1-N

for all odd K, and

K K
r + ! —(rn+ ! =0
TN 2TTN)

for all even K. This is immediate because
r+ 1 ) — |+ L ’
T"1ToN 2T1-N
K
= ﬂ (1 — (_1)K) ,
N-1

1-(-D)X)=2>0 for odd
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