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Abstract—This work presents an algorithmic framework that
uses linear programming to construct addition-based Private
Information Retrieval (AB-PIR) schemes, where retrieval is per-
formed by downloading only linear combinations of message
symbols with coefficients set to 0 or 1. The AB-PIR schemes gen-
eralize several existing capacity-achieving PIR schemes and are
of practical interest because they use only addition operations—
avoiding multiplication and other complex operations—and are
compatible with any finite field, including binary. Our framework
broadens the search space to include all feasible solutions and
can be used to construct optimal AB-PIR schemes for the entire
range of problem parameters, including the number of servers,
the total number of messages, and the number of messages
that need to be retrieved. The framework enables us to identify
schemes that outperform the previously proposed PIR schemes
in certain cases and, in other cases, achieve performance on
par with the best-known AB-PIR solutions. Additionally, the
schemes generated by our framework can be integrated into
existing solutions for several related PIR scenarios, improving
their overall performance.

I. INTRODUCTION

In this work, we revisit the problem of Private Information

Retrieval (PIR), where a user is interested in retrieving one or

more messages from a dataset stored on remote servers. The

user’s goal is to download the minimum amount of information

required while revealing no information about the identities of

the desired messages to any of the servers.

Several variations of PIR have been studied in recent years.

This includes PIR with non-colluding servers (see, e.g., [1]–

[8]), PIR with colluding servers (see, e.g., [9]–[12]), and PIR

with coded databases (see, e.g., [13]–[15]). Among these,

two notable variants are single-message PIR [1] and multi-

message PIR [6]. In both settings, N non-colluding servers

store identical copies of K messages, and a user wants to

privately retrieve D out of the K messages, where the case

of D = 1 corresponds to the single-message setting and the

case of D ≥ 2 corresponds to the multi-message setting. The

objective in both settings is to maximize the rate, defined as

the ratio of the number of bits required by the user to the total

number of bits downloaded from all servers. The maximum

achievable rate in each setting is referred to as its capacity.

In [1], Sun and Jafar presented capacity-achieving schemes

for single-message PIR for all values of N and K. Building on

these, Banawan and Ulukus in [6] proposed PIR schemes for

the multi-message setting. While these schemes are optimal

for certain values of N, K, and D, their optimality for other

values of N, K, and D remained unknown.

In this work, we focus on a class of PIR schemes, referred

to as addition-based PIR (AB-PIR) schemes, where the user

downloads only linear combinations of message symbols from

the servers, with combination coefficients set to 0 or 1. Several

existing capacity-achieving PIR schemes belong to this class,

including the scheme in [1] for D = 1 and the scheme in [6]

for D ≤ K
2 . AB-PIR schemes are particularly interesting for

practical use, as they operate over any finite field, including

binary, use only addition operations and avoid multiplication

or other complex operations, and reduce upload cost by

eliminating the need to communicate combination coefficients.

The main contribution of the paper is an algorithmic frame-

work based on linear programming (LP) that can be used

to identify optimal AB-PIR schemes for all values of N,

K, and D. Specifically, we introduce a general class of AB-

PIR schemes characterized by a set of parameters, which can

be optimized via an LP formulation to identify an AB-PIR

scheme that achieves the maximum rate. When D | K, our

framework yields an optimal scheme, similar to the AB-PIR

scheme in [6]. More interestingly, when D ∤ K, for certain

values of N, K, and D, it yields schemes that outperform the

one in [6], while for other values, they perform similarly to the

one in [6]. For instance, when K = 5 and D = 2, the schemes

generated by our framework achieve rates of 82
135 ≈ 0.6074

and 57
80 = 0.7125 for N = 2 and N = 3, respectively. In

contrast, the best previously-known achievable rates for the

same problem parameters, due to the scheme in [6], were
17
28 ≈ 0.6071 and 42

59 ≈ 0.7119, respectively.

Additionally, our schemes can substitute the one in [6],

which serves as a building block in existing solutions for sev-

eral related scenarios, such as multi-message PIR with private

side information [16] and private inner-product retrieval [17],

yielding more efficient solutions for these scenarios.

While our framework is applied to AB-PIR schemes in

this work, it can be extended to more general classes of

PIR schemes that use non-binary coefficients and may yield

schemes that outperform the best-known solutions in other

PIR settings. Although not discussed here, the framework

can also be used to establish converse bounds and construct

achievability schemes under structural constraints, such as

linearity or limited subpacketization, in various PIR scenarios.
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II. PROBLEM SETUP

We represent random variables and their realizations by

bold-face symbols and regular symbols, respectively. For an

integer i ≥ 1, the set {1, . . . , i} is denoted by [i], and for

integers 1 ≤ i < j, the set {i, . . . , j} is denoted by [i : j].
Consider N non-colluding servers, each storing an identical

copy of K messages X1, . . . , XK ∈ F

m
q . The random variables

X1 , . . . , XK are assumed to be independent and uniformly

distributed over Fm
q . That is, each message Xi consists of m

symbols from a finite field Fq. We refer to m as the message

length and q as the field size.

Consider a user who wants to retrieve D (out of K)

messages, denoted as XW := {Xi : i ∈ W}, where W
is a D-subset of [K]. The random variable W is uniformly

distributed over all D-subsets of [K] and is independent of

X1 , . . . , XK. We refer to XW as the demand messages and

{Xi : i ∈ [K] \ W} as the interference messages.

For each n ∈ [N], the user generates a query Q
[W]
n , and

sends it to server n. Each query Q
[W]
n is a (deterministic

or stochastic) function of the demand’s index set W and

is independent of the messages X[K] := {Xi : i ∈ [K]}.

Moreover, each query Q
[W]
n must reveal no information about

the demand’s index set W to server n, i.e.,

I(W; Q
[W]
n ) = 0, ∀n ∈ [N]. (1)

Subsequently, each server n generates an answer A
[W]
n and

sends it to the user. Each answer A
[W]
n is a deterministic

function of the query Q
[W]
n and the messages X[K]. Moreover,

the user must be able to recover the demand messages XW

given the collection of answers A
[W]
[N]

:= {A
[W]
n : n ∈ [N]}

and queries Q
[W]
[N]

:= {Q
[W]
n : n ∈ [N]}, i.e.,

H(XW|A[W]
[N]

, Q
[W]
[N]

) = 0. (2)

The problem is to design a scheme for generating the queries

Q
[W]
[N]

and the corresponding answers A
[W]
[N]

for any given W

such that both the privacy and recoverability conditions defined

in (1) and (2) are satisfied. This problem, initially studied in [1]

for the case of D = 1 and later extended in [6] for the cases

of D ≥ 2, is known as single-message PIR when D = 1 and

multi-message PIR when D ≥ 2. We refer to both scenarios

collectively as PIR.

In this work, we focus on addition-based PIR (AB-PIR)

schemes, where each server’s answer to the user’s query

consists only of linear combinations of message symbols with

coefficients restricted to 0 and 1. We define the rate of an

AB-PIR scheme as the ratio of the number of bits required by

the user, H(XW), to the total number of bits downloaded from

all servers, ∑n∈[N] H(A
[W]
n |Q[W]

n ). Additionally, we define the

capacity of the AB-PIR problem as the maximum achievable

rate among all AB-PIR schemes and refer to a capacity-

achieving scheme as optimal.

Our goal is to design optimal AB-PIR schemes that are

applicable for all values of N, K, and D, and work with any

field size q, as the message length m grows large.

III. MAIN RESULTS

In this section, we present our main results on the capacity

of the AB-PIR problem for all N, K, and D.

To simplify the notation, let v1, . . . , vK be K vec-

tors, each of length D, where for each s ∈ [1 : K − D],
vs =

1
N−1 ∑

D
t=1 (

D
t )vt+s, and for each s ∈ [K − D + 1 : K],

vs is a unit vector whose (s − K + D)th component is 1 and

all other components are 0. Moreover, let f and g be two

vectors, each of length D, defined as

f :=
N

D

K

∑
s=1

(

K

s

)

vs, (3)

and

g := f − N

D

K−D

∑
s=1

(

K − D

s

)

vs. (4)

Theorem 1. The capacity of AB-PIR with N servers, K
messages, and D demand messages is lower bounded by

R := max

{

g1

f1
, . . . ,

gD

fD

}

, (5)

where f = [ f1, . . . , fD] and g = [g1, . . . , gD] are defined

in (3) and (4), respectively, and is upper bounded by

R :=

(

1 − 1/N⌊K/D⌋

1 − 1/N
+

K/D − ⌊K/D⌋
N⌊K/D⌋

)−1

. (6)

The upper bound in (6), which appears without proof,

follows directly from the converse results in [6] for all PIR

schemes. To establish the lower bound in (5), we propose a

new AB-PIR scheme that achieves this rate. First, we introduce

a general class of AB-PIR schemes, which are characterized

by a set of parameters. We then optimize these parameters

using linear programming to maximize the rate.

Theorem 2. The proposed AB-PIR scheme outperforms the

one in [6] when gt/ ft > gD/ fD for some t ∈ [D − 1] and

performs similarly when gt/ ft ≤ gD/ fD for all t ∈ [D − 1].

The proof relies on the fact that the scheme in [6] belongs

to the class of AB-PIR schemes over which we perform

optimization to identify one with the maximum rate.

Remark 1. The AB-PIR scheme in [6] was previously shown

to achieve capacity when D | K. This directly implies that

our scheme is also optimal in these cases, i.e., the lower

bound R in (5) and the upper bound R in (6) are equal when

D | K. In contrast, when D ∤ K, we observe that R < R.

Numerical results show that R ≥ 0.9868R for D < K
2 and

R ≥ 0.9621R for D > K
2 . Nevertheless, for D ∤ K, a

theoretical characterization of the gap between R and R is

unavailable, and it is unclear whether the upper bound, the

lower bound, or both are loose for AB-PIR schemes.

Remark 2. Our analysis, presented in the appendix, shows

that there are infinitely many problem instances where our

scheme outperforms the one in [6]. Specifically, for D = 2,

our scheme is superior for all odd K and any N. However, fully

characterizing the instances where our scheme is superior for

D ≥ 3 remains an open problem.
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IV. PROOFS OF THEOREMS

A. Proof of Theorem 1

We prove the achievability part of Theorem 1 by presenting

an AB-PIR scheme that achieves the rate R defined in (5).

The proposed scheme applies to all values of N, K, and D,

works with any field size q, and requires a sufficiently large

message length m, determined by solving an LP problem.

The proposed scheme operates on message subpackets, with

each message divided into L subpackets, each containing m/L
symbols from the m symbols of the message, where the choice

of L will be determined later. Specifically, the answer of each

server includes L1 subpackets from each message and, for

each s ∈ [2 : K], Ls sums of subpackets from every s-subset

of messages, with each subpacket either not contributing to

the server’s answer or appearing exactly once. The choice of

L1 , . . . , LK will be determined later.

More specifically, each server’s answer includes L1 sin-

gletons for each message, where each singleton is a distinct

subpacket of the message. Additionally, for each i ∈ [2 : D],
the answer includes Li (i, 0)-sums for every i-subset I ⊆ W,

where each (i, 0)-sum consists of i subpackets, each from

a distinct demand message in XI . Similarly, for each

j ∈ [2 : K − D], the answer includes L j (0, j)-sums for every

j-subset J ⊆ [K] \ W, where each (0, j)-sum consists of j
subpackets, each from a distinct interference message in XJ .

Moreover, for each i ∈ [D] and j ∈ [K − D], the answer

includes Li+ j (i, j)-sums for every i-subset I ⊆ W and j-
subset J ⊆ [K] \ W, where each (i, j)-sum comprises i
subpackets from the demand messages in XI and j subpackets

from the interference message in XJ .

Since the scheme requires downloading a total of

M := ∑
K
s=1 (

K
s )Ls singletons and sums from each server, the

number of downloads per demand message is given by

(7)
NM

DL
=

N

DL

K

∑
s=1

(

K

s

)

Ls .

To maximize the rate, we need to minimize the number of

downloads per demand message in (7). Our goal is then to

solve this optimization problem with respect to the variables

L1 , . . . , LK and L, while ensuring privacy and recoverability.

Since every message—whether a demand message or an

interference message—contributes equally to each server’s

answer, the privacy condition is inherently satisfied and does

not impose any constraints on the values of L1 , . . . , LK, or L.

However, as we will discuss shortly, L1, . . . , LK, and L must

satisfy certain constraints to ensure that each demand message

can be fully recovered from the servers’ answers.

Since there exist (K−D
j ) j-subsets of interference messages

for each j ∈ [K − D], the user can cancel the interference part

of each (i, j)-sum which is aligned with either a singleton per-

taining to an interference message (i.e., j = 1) or a (0, j)-sum

pertaining to j interference messages (i.e., j ∈ [2 : K − D])
retrieved from another server. This results in the recovery of

(K−D
j )L1+ j new singletons for every demand message and,

for each i ∈ [2 : D], (K−D
j )Li+ j new (i, 0)-sums for every

i-subset of demand messages.

We note that this is subject to the condition that

the total number of (i, 1)-sums (or (i, j)-sums for each

j ∈ [2 : K − D]) for all i ∈ [D], retrieved from a server

and corresponding to the same interference message (or j-
subset of interference messages), must not exceed the number

of singletons corresponding to that interference message (or

(0, j)-sums corresponding to those j interference messages),

retrieved from all other servers. Thus, it must hold that

L j ≥
1

N − 1

D

∑
i=1

(

D

i

)

Li+ j, ∀ j ∈ [K − D]. (8)

While this is an inequality constraint, we impose it as an

equality constraint to simplify the analysis, i.e.,

L j =
1

N − 1

D

∑
i=1

(

D

i

)

Li+ j, ∀ j ∈ [K − D]. (9)

Our numerical studies suggest that any optimal solution satis-

fying the constraint in (8) also satisfies the constraint in (9),

but a formal proof has yet to be established.

In summary, from each server’s answer, the user can recover

a total of ∑
K−D
j=0 (K−D

j )L1+ j singletons for every demand

message and, for each i ∈ [2 : D], ∑
K−D
j=0 (K−D

j )Li+ j (i, 0)-
sums for every i-subset of demand messages, provided the

condition in (9) is satisfied.

Singletons corresponding to demand messages—retrieved

from each server—can directly be used to recover

R1 :=
K−D

∑
j=0

(

K − D

j

)

L1+ j (10)

subpackets of every demand message from that server’s an-

swer. Additionally, by using a (2, 0)-sum, which corresponds

to a given pair of demand messages and is recovered from a

server’s answer, along with a subpacket of either message in

the pair—retrieved from another server, the user can recover

a new subpacket of the other message in the pair. Since every

demand message appears in (D−1
1 )∑

K−D
j=0 (K−D

j )L2+ j (2, 0)-
sums recovered from each server’s answer, the user can recover
1
2 (

D−1
1 ) ∑

K−D
j=0 (K−D

j )L2+ j new subpackets of every demand

message from each server’s answer, in addition to the R1

subpackets retrieved as singletons.

In general, for each i ∈ [2 : D], using (i, 0)-sums recovered

from a server’s answer and the subpackets recovered from

other servers’ answers, the user can recover

Ri :=
1

i

(

D − 1

i − 1

) K−D

∑
j=0

(

K − D

j

)

Li+ j, (11)

new subpackets of every demand message.

Note that R1 in (10) is an integer for any choice of

L1 , . . . , LK; however, L1 , . . . , LK must be selected carefully

to ensure that Ri in (11) is an integer for all i ∈ [2 : D].
Since the user can recover ∑

D
i=1 Ri distinct subpackets of

every demand message from each server, they can fully recover

each demand message if N ∑
D
i=1 Ri = L, or equivalently,

N

D

K

∑
s=1

(

K

s

)

Ls −
N

D

K−D

∑
s=1

(

K − D

s

)

Ls = L. (12)
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Our goal is thus to minimize the number of downloads

per demand message, as defined in (7), with respect to the

variables L1 , . . . , LK, and L, while satisfying the constraints

specified in (9) and (12). Since the objective function is linear

in variables L1/L, . . . , LK/L and the constraints are linear in

variables L1 , . . . , LK, and L, this optimization problem can be

reformulated as an equivalent LP problem by dividing both

sides of each constraint by L and replacing Ls/L with xs for

each s ∈ [K]. The resulting LP problem can then be solved

with respect to the variables x1, . . . , xK ≥ 0:

minimize
N

D

K

∑
s=1

(

K

s

)

xs

subject to x j =
1

N − 1

D

∑
i=1

(

D

i

)

xi+ j, ∀ j ∈ [K − D]

N

D

K

∑
s=1

(

K

s

)

xs −
N

D

K−D

∑
s=1

(

K − D

s

)

xs = 1.

Since the values of x1, . . . , xK are uniquely deter-

mined given the values of xK−D+1, . . . , xK, we can fur-

ther simplify the LP problem. To simplify the nota-

tion, we define a vector vs := [vs,1, . . . , vs,D] for each

s ∈ [K], where vs,t for t ∈ [D] are such that

xs = ∑
D
t=1 vs,txK−D+t. We note that vK−D+1, . . . , vK are

unit vectors, i.e., for each s ∈ [K − D + 1 : K], vs,s−K+D = 1
and vs,t = 0 for all t ∈ [D] \ {s − K + D}. Additionally,

the vectors v1, . . . , vK−D are uniquely determined given the

unit vectors vK−D+1, . . . , vK, i.e., for each s ∈ [K − D],
vs,t =

1
N−1 ∑

D
i=1 (

D
i )vi+s,t for all t ∈ [D].

Using the vectors v1, . . . , vK, we can rewrite the LP prob-

lem in terms of the variables xK−D+1, . . . , xK ≥ 0:

minimize
D

∑
t=1

ftxK−D+t

subject to
D

∑
t=1

gtxK−D+t = 1.

where f = [ f1, . . . , fD] and g = [g1, . . . , gD] are defined as

in (3) and (4), respectively.

An optimal solution to this LP problem is given by

xK−D+t∗ = 1/gt∗ , and xK−D+t = 0 for all t ∈ [D] \ {t∗},

where t∗ ∈ [D] is such that gt∗/ ft∗ = maxt∈[D] gt/ ft, and

the optimal value of the objective function in this LP problem,

∑
D
t=1 ftxK−D+t, is given by ft∗/gt∗ . Using xK−D+1, . . . , xK,

we can then find x1 , . . . , xK−D as xs = ∑
D
t=1 vs,txK−D+t =

vs,t∗xK−D+t∗ = vs,t∗/gt∗ for each s ∈ [K − D]. This yields

an optimal solution to the original LP problem in terms of

x1, . . . , xK, and hence, the optimal value of the objective

function, N
D ∑

K
s=1 (

K
s )xs, is given by ft∗/gt∗ .

Since vs,t for all s ∈ [K] and t ∈ [D], and consequently,

ft and gt for all t ∈ [D], are rational, x1, . . . , xK are also

rational. Using x1, . . . , xK, we can thus determine an optimal

integral solution L1, . . . , LK and L for the original problem

by setting Ls = Lxs for all s ∈ [K] and selecting L as a

positive integer such that (i) Ls is an integer for all s ∈ [K]
and (ii) Ri, as defined in (11), is an integer for all i ∈ [2 : D].
Specifically, there exists an integer 1 ≤ S ≤ D such that

L = S(N − 1)K−Dgt∗ satisfies both conditions (i) and (ii),

since vs,t share (N − 1)K−D as a common denominator. Thus,

the optimal value of the objective function in (7) is given by

ft∗/gt∗ , and the rate of the scheme is given by gt∗/ ft∗ , which

matches the lower bound R defined in (5).

B. Proof of Theorem 2

To prove Theorem 2, we observe that each variable Ls for

s ∈ [K] in the proposed scheme corresponds to the number of

stages used in round s of the scheme in [6]. However, in [6],

the values of L1 , . . . , LK, and L are not determined through

optimization. Instead, each L j for j ∈ [K − D] is computed

using a backward recurrence relation, which coincides with the

constraint in (9), with initial conditions LK−D+t = 0 for all

t ∈ [D− 1] and LK = (N − 1)K−D, and the value of L is then

determined by an equation that matches the constraint in (12).

While these values of L1 , . . . , LK, and L satisfy the constraints

in (9) and (12), they may not always maximize the rate. The

above initial conditions yield an optimal scheme iff t∗ = D,

i.e., gt/ ft ≤ gD/ fD for all t ∈ [D − 1], achieving the rate

gD/ fD. Otherwise, if gt/ ft > gD/ fD for some t ∈ [D − 1],
our scheme achieves a rate greater than gD/ fD.

V. AN ILLUSTRATIVE EXAMPLE

In this section, we present an illustrative example of the

proposed scheme for N = 2, K = 5, and D = 2.

For simplicity, we represent the demand messages by a and

b, and the interference messages by c, d, and e.

For this example, the vectors v1, . . . , v5 are given by v5 =
[0, 1], v4 = [1, 0], v3 = [2, 1], v2 = [5, 2], and v1 = [12, 5],
and the vectors f and g are given by f = [135, 56] and

g = [82, 34]. Since g1/ f1 = 82/135 > g2/ f2 = 34/56, then

t∗ = 1. Accordingly, x1 = v1,t∗/gt∗ = v1,1/g1 = 12/82,

x2 = v2,t∗/gt∗ = v2,1/g1 = 5/82, x3 = v3,t∗/gt∗ =
v3,1/g1 = 2/82, x4 = 1/gt∗ = 1/g1 = 1/82, and x5 = 0.

Taking L = S(N − 1)K−Dgt∗ = 82 for S = 1, the scheme

selects L1 , . . . , L5 as follows: L1 = Lx1 = 12, L2 = Lx2 = 5,

L3 = Lx3 = 2, L4 = Lx4 = 1, and L5 = Lx5 = 0. Note that,

for these values of L1 , . . . , L5, R1 = ∑
3
j=0 (

3
j)L1+ j = 34 and

R2 = 1
2 ∑

3
j=0 (

3
j)L2+ j = 7, both of which are integers.

Table I presents the queries constructed using the pro-

posed scheme, where each message is randomly and in-

dependently divided into L = 82 subpackets of equal size,

labeled as a1 , . . . , a82, b1 , . . . , b82, c1, . . . , c82, d1, . . . , d82,

and e1 , . . . , e82. From the table, it can be observed that for each

server, there are L1 = 12 queries in the form of singletons

for each message; L2 = 5 queries for each pair of messages,

either in the form of (2, 0)-sums, (1, 1)-sums, or (0, 2)-sums;

L3 = 2 queries for each triple of messages, either in the form

of (2, 1)-sums, (1, 2)-sums, or (0, 3)-sums; and L4 = 1 query

for each quadruple of messages, either in the form of (2, 2)-
sums or (1, 3)-sums.

The privacy condition is satisfied since, from the perspective

of each server, every message appears in an equal number of

singletons, sums of two, sums of three, and sums of four,

and there are no duplicate subpackets for any message in the

answer from any server.
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TABLE I
THE QUERY TABLE FOR THE CASE OF N = 2, K = 5, AND D = 2

(i, j) Server 1 Server 2

(1, 0) a1, . . . , a12, b1, . . . , b12 a42, . . . , a53, b42, . . . , b53

(0, 1) c1, . . . , c12, d1, . . . , d12, e1, . . . , e12 c25, . . . c36, d25, . . . , d36, e25, . . . , e36

(2, 0) a35 + b42, a42 + b35, a36 + b43, a43 + b36, a37 + b44 a76 + b1, a1 + b76, a77 + b2, a2 + b77, a78 + b3

(1, 1)

a13 + c25, a14 + c26, a15 + c27, a16 + c28, a17 + c29 a54 + c1, a55 + c2, a56 + c3, a57 + c4, a58 + c5

a18 + d25, a19 + d26, a20 + d27, a21 + d28, a22 + d29 a59 + d1, a60 + d2, a61 + d3, a62 + d4, a63 + d5

a23 + e25, a24 + e26, a25 + e27, a26 + e28, a27 + e29 a64 + e1, a65 + e2, a66 + e3, a67 + e4, a68 + e5

b13 + c30, b14 + c31, b15 + c32, b16 + c33, b17 + c34 b54 + c6, b55 + c7, b56 + c8, b57 + c9, b58 + c10

b18 + d30, b19 + d31, b20 + d32, b21 + d33, b22 + d34 b59 + d6, b60 + d7, b61 + d8 , b62 + d9, b63 + d10

b23 + e30, b24 + e31, b25 + e32, b26 + e33, b27 + e34 b64 + e6, b65 + e7, b66 + e8, b67 + e9, b68 + e10

(0, 2)
c13 + d13, c14 + d14, c15 + d15, c16 + d16, c17 + d17 c37 + d37, c38 + d38, c39 + d39, c40 + d40, c41 + d41

c18 + e13, c19 + e14, c20 + e15, c21 + e16, c22 + e17 c42 + e37, c43 + e38, c44 + e39, c45 + e40, c46 + e41

d18 + e18, d19 + e19, d20 + e20, d21 + e21, d22 + e22 d42 + e42, d43 + e43, d44 + e44, d45 + e45, d46 + e46

(2, 1)
a44 + b37 + c35, a38 + b45 + c36 a3 + b78 + c11, a79 + b4 + c12

a45 + b38 + d35, a39 + b46 + d36 a4 + b79 + d11, a80 + b5 + d12

a46 + b39 + e35, a40 + b47 + e36 a5 + b80 + e11, a81 + b6 + e12

(1, 2)

a28 + c37 + d37, a29 + c38 + d38 a69 + c13 + d13, a70 + c14 + d14

a30 + c42 + e37, a31 + c43 + e38 a71 + c18 + e13, a72 + c19 + e14

a32 + d42 + e42, a33 + d43 + e43 a73 + d18 + e18, a74 + d19 + e19

b28 + c39 + d39, b29 + c40 + d40 b69 + c15 + d15, b70 + c16 + d16

b30 + c44 + e39, b31 + c45 + e40 b71 + c20 + e15, b72 + c21 + e16

b32 + d44 + e44, b33 + d45 + e45 b73 + d20 + e20, b74 + d21 + e21

(0, 3) c23 + d23 + e23, c24 + d24 + e24 c47 + d47 + e47, c48 + d48 + e48

(2, 2)
a47 + b40 + c41 + d41 a6 + b81 + c17 + d17

a41 + b48 + c46 + e41 a82 + b7 + c22 + e17

a48 + b41 + d46 + e46 a7 + b82 + d22 + e22

(1, 3)
a34 + c47 + d47 + e47 a75 + c23 + d23 + e23

b34 + c48 + d48 + e48 b75 + c24 + d24 + e24

To prove recoverability, it suffices to show that the

user can recover the subpackets a1, . . . , a41 and b1 , . . . , b41

from Server 1 and a42, . . . , a82 and b42, . . . , b82 from

Server 2. We will explain the recovery process for a1, . . . , a41

and b1, . . . , b41 from Server 1. The recovery process for

a42, . . . , a82 and b42, . . . , b82 from Server 2 follows similarly.

The subpackets a1, . . . , a12 and b1, . . . , b12 are retrieved

directly from Server 1. The subpackets a13, . . . , a27 are re-

covered using the first half of the (1, 1)-sums retrieved

from Server 1, by canceling out c25, . . . , c29, d25, . . . , d29,

and e25, . . . , e29 retrieved from Server 2, and the subpackets

b13, . . . , b27 are recovered using the second half of the (1, 1)-
sums retrieved from Server 1, by canceling out c30, . . . , c34,

d30, . . . , d34, and e30, . . . , e34 retrieved from Server 2.

The subpackets a28, . . . , a33 are recovered using the first

half of the (1, 2)-sums retrieved from Server 1, by cancel-

ing out c37 + d37, c38 + d38, c42 + e37, c43 + e38, d42 + e42,

and d43 + e43 retrieved from Server 2, and the subpackets

b28, . . . , b33 are recovered using the second half of the (1, 2)-
sums retrieved from Server 1, by canceling out c39 + d39,

c40 + d40, c44 + e39, c45 + e40, d44 + e44, and d45 + e45 re-

trieved from Server 2.

The subpackets a34 and b34 are recovered using the (1, 3)-
sums retrieved from Server 1, by canceling out c47 + d47 + e47

and c48 + d48 + e48 retrieved from Server 2.

The subpackets a35, a36, and a37 are recovered using three

of the (2, 0)-sums retrieved from Server 1, by canceling out

b42, b43, and b44 retrieved from Server 2, and the subpackets

b35 and b36 are recovered using the other two (2, 0)-sums

retrieved from Server 1, by canceling out a42 and a43 retrieved

from Server 2.

The subpackets a38, a39, and a40 are recovered using three

of the (2, 1)-sums retrieved from Server 1, by canceling out

b45, b46, b47 and c36, d36, e36 retrieved from Server 2, and the

subpackets b37, b38, and b39 are recovered using the other

three (2, 1)-sums retrieved from Server 1, by canceling out

a44, a45, a46 and c35, d35, e35 retrieved from Server 2.

The subpacket a41 is recovered using one of the (2, 2)-sums

retrieved from Server 1, by canceling out b48 and c46 + e41

retrieved from Server 2, and the subpackets b40 and b41

are recovered using the other two (2, 2)-sums retrieved from

Server 1, by canceling out a47, a48, c41 + d41, and d46 + e46

retrieved from Server 2.

For this example, the user downloads a total of K × L1 = 60
singletons, (K

2)L2 = 50 sums of two, (K
3)L3 = 20 sums of

three, and (K
4)L4 = 5 sums of four from each server, where

each download has the same size as a message subpacket. This

yields downloading M = 135 subpackets from each server.

Since there are D = 2 demand messages, each containing

L = 82 subpackets, the rate of the scheme is DL
NM = 82

135 ≈
0.6074. For the same instance, the scheme in [6] achieves a

lower rate of 17
28 ≈ 0.6071 (for details, see [6, Section 5.1]).
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APPENDIX

In this appendix, we show that when D = 2, our scheme

outperforms the scheme in [6] for all odd K, and performs

similarly for all even K. Specifically, we show that g1/ f1 >
g2/ f2 for all odd K, and g1/ f1 = g2/ f2 for all even K.

To simplify the notation, we denote byαs and βs the two co-

ordinates of the vector vs for each s ∈ [K], i.e., vs = [αs,βs].
Note that αK−1 = 1 and βK−1 = 0 since vK−1 = [1, 0], and

αK = 0 and βK = 1 since vK = [0, 1].
Using (3) and (4), we can write g1/ f1 and g2/ f2 as follows:

g1

f1
= 1 − ∑

K−2
s=1 (K−2

s )αs

∑
K
s=1 (

K
s )αs

, (13)

and

g2

f2
= 1 − ∑

K−2
s=1 (K−2

s )βs

∑
K
s=1 (

K
s )βs

. (14)

First, we show that

K−2

∑
s=1

(

K − 2

s

)

αs =
1

N

K

∑
i=1

(

K

i

)

αi −
1

N

2

∑
t=1

(

2

t

)

αt.

From the definition of vs, we know that

αs =
1

N − 1

2

∑
t=1

(

2

t

)

αt+s

for each s ∈ [K − 2]. Thus,

K−2

∑
s=1

(

K − 2

s

)

αs =
1

N − 1

K−2

∑
s=1

2

∑
t=1

(

K − 2

s

)(

2

t

)

αt+s.

Also, we know that

K−2

∑
s=0

2

∑
t=0

(

K − 2

s

)(

2

t

)

αt+s =
K

∑
i=0

(

K

i

)

αi,

where α0 := 0. Subtracting the terms for s = 0 or t = 0,

K−2

∑
s=1

2

∑
t=1

(

K − 2

s

)(

2

t

)

αt+s

=
K

∑
i=1

(

K

i

)

αi −
2

∑
t=0

(

2

t

)

αt −
K−2

∑
s=1

(

K − 2

s

)

αs.

By these equations, we have

K−2

∑
s =1

(

K − 2

s

)

αs =
1

N − 1

K

∑
s=1

(

K

s

)

αs −
1

N − 1

2

∑
t=1

(

2

t

)

αt

− 1

N − 1

K−2

∑
s=1

(

K − 2

s

)

αs,

which can be rewritten as

K−2

∑
s=1

(

K − 2

s

)

αs =
1

N

K

∑
i=1

(

K

i

)

αi −
1

N

2

∑
t=1

(

2

t

)

αt.

Similarly, it can be shown that

K−2

∑
s=1

(

K − 2

s

)

βs =
1

N

K

∑
i=1

(

K

i

)

βi −
1

N

2

∑
t=1

(

2

t

)

βt.

Substituting these into (13) and (14) and rearranging the

terms, it remains to show that

(15)
K

∑
i =1

(

K

i

)(

(α1βi −αiβ1) −
1

2
(αiβ2 −α2βi)

)

> 0

for all odd K, and

(16)
K

∑
i =1

(

K

i

)(

(α1βi −αiβ1) −
1

2
(αiβ2 −α2βi)

)

= 0

for all even K.
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To prove these results, we rely on the following two

identities, which hold for all i ∈ [K]:

α1βi −αiβ1 =

(

1

1 − N

)K−i

αK−i+1, (17)

and

αiβ2 −α2βi =

(

1

1 − N

)K−i−1

βK−i+1. (18)

To verify these identities, we use the relation

αs =
2

N − 1
αs+1 +

1

N − 1
αs+2 (19)

for each s ∈ [K − 2]. Since αK−1 = 1 and αK = 0, the closed

form expression for αs is given by

αs = c1rK−s+1
1 + c2rK−s+1

2 , ∀s ∈ [K], (20)

where

r1 :=
1 +

√
N

N − 1

and

r2 :=
1 −

√
N

N − 1

are the roots of the characteristic equation

r2 − 2

N − 1
r − 1

N − 1
= 0,

and the constants

c1 :=
r2

r2 − r1
(N − 1)

and

c2 :=
r1

r1 − r2
(N − 1)

are determined by the conditions αK−1 = 1 and αK = 0, i.e.,

c1r2
1 + c2r2

2 = 1 and c1r1 + c2r2 = 0. Similarly, the closed

form expression for βs is given by

βs = c′1rK−s+1
1 + c′2rK−s+1

2 , ∀s ∈ [K], (21)

where r1 and r2 are defined as before, and the constants

c′1 :=
r2

2

r1 − r2
(N − 1)

and

c′2 :=
r2

1

r2 − r1
(N − 1)

are determined by the conditions αK−1 = 0 and αK = 1, i.e.,

c′1r2
1 + c′2r2

2 = 0 and c′1r1 + c′2r2 = 1.

Using (20), we can write

α1βi −αiβ1 = (c1rK
1 + c2rK

2 )(c
′
1rK−i+1

1 + c′2rK−i+1
2 )

− (c1rK−i+1
1 + c2rK−i+1

2 )(c′1rK
1 + c′2rK

2 )

= c1c′2rK
1 rK−i+1

2 + c′1c2rK−i+1
1 rK

2

− c1c′2rK−i+1
1 rK

2 − c′1c2rK
1 rK−i+1

2

= c1c′2rK−i+1
1 rK−i+1

2 (ri−1
1 − ri−1

2 )

− c′1c2rK−i+1
1 rK−i+1

2 (ri−1
1 − ri−1

2 )

= (r1r2)
K−i+1(c1c′2 − c′1c2)(r

i−1
1 − ri−1

2 ).

Since

r1r2 =
1

1 − N

and

c1c′2 − c′1c2 =
1 − N

r1 − r2
,

it follows that

α1βi −αiβ1 =

(

1

1 − N

)K−i
(

ri−1
1 − ri−1

2

r1 − r2

)

.

Moreover,

αK−i+1 = c1ri
1 + c2ri

2 =
ri−1

1 − ri−1
2

r1 − r2
.

Thus,

α1βi −αiβ1 =

(

1

1 − N

)K−i

αK−i+1.

Similarly, using (21), we can write

αiβ2 −α2βi = (c1rK−i+1
1 + c2rK−i+1

2 )(c′1rK−1
1 + c′2rK−1

2 )

− (c1rK−1
1 + c2rK−1

2 )(c′1rK−i+1
1 + c′2rK−i+1

2 )

= c1c′2rK−i+1
1 rK−1

2 + c′1c2rK−1
1 rK−i+1

2

− c1c′2rK−1
1 rK−i+1

2 − c′1c2rK−i+1
1 rK−1

2

= c1c′2rK−i
1 rK−i

2 (r1ri−1
2 − ri−1

1 r2)

− c′1c2rK−i
1 rK−i

2 (r1ri−1
2 − ri−1

1 r2)

= (r1r2)
K−i(c1c′2 − c′1c2)(r1ri−1

2 − ri−1
1 r2).

Similarly, it follows that

αiβ2 −α2βi =

(

1

1 − N

)K−i−1
(

r1ri−1
2 − ri−1

1 r2

r1 − r2

)

.

Moreover,

βK−i+1 = c′1ri
1 + c′2ri

2 =
r1ri−1

2 − ri−1
1 r2

r1 − r2
.

Thus,

αiβ2 −α2βi =

(

1

1 − N

)K−i−1

βK−i+1.

Using (17) and (18), we can write

K

∑
i=1

(

K

i

)(

(α1βi −αiβ1)−
1

2
(αiβ2 −α2βi)

)

=
K

∑
i=1

(

K

i

)(

1

1 − N

)K−i (

αK−i+1 +
N − 1

2
βK−i+1

)

=
K

∑
s=1

(

K

s − 1

)(

1

1 − N

)s−1 (

αs +
N − 1

2
βs

)

. (22)

To simplify this further, we use the following identity, which

holds for all s ∈ [K − 1]:

βs =
1

N − 1
αs+1.
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This identity holds because

βs = c′1rK−s+1
1 + c′2rK−s+1

2

= (N − 1)

(

rK−s+1
1 r2

2 − r2
1rK−s+1

2

r1 − r2

)

= (N − 1)(r1r2)
2

(

rK−s−1
1 − rK−s−1

2

r1 − r2

)

=
1

N − 1

(

rK−s−1
1 − rK−s−1

2

r1 − r2

)

and

αs+1 = c1rK−s
1 + c2rK−s

2 =
rK−s−1

1 − rK−s−1
2

r1 − r2

for each s ∈ [K − 1].
Rewriting (22) by using this identity, we have

K

∑
i=1

(

K

i

)(

(α1βi −αiβ1)−
1

2
(αiβ2 −α2βi)

)

=
K−1

∑
s=1

(

K

s − 1

)(

1

1 − N

)s−1(

αs +
1

2
αs+1

)

+ K

(

1

1 − N

)K−1 (

αK +
N − 1

2
βK

)

.

Since

αs +
1

2
αs+1 =

N − 1

2
αs−1

for all s ∈ [2 : K − 1], and αK = 0, and βK = αK−1, we can

write

K

∑
i=1

(

K

i

)(

(α1βi −αiβ1)−
1

2
(αiβ2 −α2βi)

)

= α1 +
1

2
α2 +

N − 1

2

K

∑
s=1

(

K

s

)(

1

1 − N

)s

αs.

Since

αs =
rK−s

1 − rK−s
2

r1 − r2

for all s ∈ [K], and r1 and r2 are the roots of the equation

r2 − 2

N − 1
r − 1

N − 1
= 0,

or equivalently,

N − 1

2
r2 − r − 1

2
= 0,

we have

α1 +
1

2
α2 =

(

rK−1
1 − rK−1

2

)

+ 1
2

(

rK−2
1 − rK−2

2

)

r1 − r2

=
rK−2

1

(

r1 +
1
2

)

− rK−2
2

(

r2 +
1
2

)

r1 − r2

=
N − 1

2

(

rK
1 − rK

2

r1 − r2

)

.

Similarly, we have

N − 1

2

K

∑
s=1

(

K

s

)(

1

1 − N

)s

αs

=
N − 1

2

K

∑
s=1

(

K

s

)(

1

1 − N

)s
(

rK−s
1 − rK−s

2

r1 − r2

)

.

Using the binomial theorem,

K

∑
s=1

(

K

s

)(

1

1 − N

)s

rK−s
1 =

(

r1 +
1

1 − N

)K

− rK
1 ,

and

K

∑
s=1

(

K

s

)(

1

1 − N

)s

rK−s
2 =

(

r2 +
1

1 − N

)K

− rK
2 .

Thus, we have

K

∑
i=1

(

K

i

)(

(α1βi −αiβ1)−
1

2
(αiβ2 −α2βi)

)

=
N − 1

2

(

rK
1 − rK

2

r1 − r2

)

+
N − 1

2

(

1

r1 − r2

)

(

(

r1 +
1

1 − N

)K

− rK
1

−
(

r2 +
1

1 − N

)K

+ rK
2

)

=
N − 1

2

(

1

r1 − r2

)

×
(

(

r1 +
1

1 − N

)K

−
(

r2 +
1

1 − N

)K
)

.

Since

N − 1

2

(

1

r1 − r2

)

=
(N − 1)2

4
√

N
> 0,

it suffices to show that
(

r1 +
1

1 − N

)K

−
(

r2 +
1

1 − N

)K

> 0

for all odd K, and
(

r1 +
1

1 − N

)K

−
(

r2 +
1

1 − N

)K

= 0

for all even K. This is immediate because
(

r1 +
1

1 − N

)K

−
(

r2 +
1

1 − N

)K

=

( √
N

N − 1

)K
(

1 − (−1)K
)

,

where (1 − (−1)K) = 2 > 0 for odd K, and

(1 − (−1)K) = 0 for even K. This completes the proof.

8


	Introduction
	Problem Setup
	Main Results
	Proofs of Theorems
	Proof of Theorem 1
	Proof of Theorem 2

	An Illustrative Example
	References
	Appendix

