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Abstract—In this paper, we study the problem of
information-theoretic distributed multi-user point function,
involving a trusted master node, N ∈ N server nodes, and
K ∈ N users, where each user has access to the contents
of a subset of the storages of server nodes. Each user is
associated with an independent point function fXk,Zk :
{1, 2, . . . , T} → GF (qmRk ), T,mRk ∈ N. Using these
point functions, the trusted master node encodes and places
functional shares G1, G2, . . . , GN ∈ GF (qM ),M ∈ N
in the storage nodes such that each user can correctly
recover its point function result from the response trans-
mitted to itself and gains no information about the point
functions of any other user, even with knowledge of all
responses transmitted from its connected servers. For the
first time, we propose a multi-user scheme that satisfies the
correctness and information-theoretic privacy constraints,
ensuring recovery for all point functions. We also char-
acterize the inner and outer bounds on the capacity—
the maximum achievable rate defined as the size of the
range of each point function mRk relative to the storage
size of the servers M—of the distributed multi-user point
function scheme by presenting a novel converse argument.
Keywords: Distributed Point Function, Distributed Systems,
Multi-User Secrecy, Multi-USer Secret Sharing

I. INTRODUCTION

The new information era is marked by the extensive
use of distributed systems for storing and processing
large amounts of data, enabled by cloud computing,
blockchain technology, and distributed learning and stor-
age services. The distributed nature of these services,
along with their support for multiple users, makes se-
curity and privacy concerns among the most critical
challenges we face. Users of cloud services expect their
data to be secure and private, ensuring that only the
intended recipient can access it. On the other hand,
service providers aim to design efficient algorithms that
reduce memory requirements, communication overhead,
delays, and processing computational costs. To respond
properly to these issues many cryptographic primitives
or building blocks have undergone further studies to
characterize their fundamental limits and to improve

with regards to storage [1]–[4], communication [5]–
[12], computation [13]–[21], and precision [22], [23] (for
more studies we refer to [24]).

One of the most important cryptographic primitives is
the secret-sharing schemes, which allows a dealer to split
a secret into multiple shares, ensuring that only specific
authorized subsets of these shares can collaboratively re-
construct the secret, while unauthorized subsets gain no
information about it, thereby guaranteeing information-
theoretic security [25]–[29]. The standard notion of
secret sharing has been extended from two points of
view, one regarding the secret content (qualitatively)
another regarding the number of secrets (quantitatively).
The first point of view results in the introduction of
function secret sharing schemes [30]. In that framework,
a function f is divided into r succinctly described func-
tion shares f1, . . . , fr, such that any subset of t shares
reveals no information about f . The scheme supports the
additive reconstruction of f ’s values at a point x over a
fixed Abelian group, satisfying f(x) =

∑
i fi(x). More

concretely, each function share fi is represented by a
compact key ki, such that, for the appropriate evaluation
algorithm Evali, it holds that Evali(ki, x) = fi(x). The
efficiency of function secret-sharing schemes is typically
evaluated based on the total size of the keys (storage
cost) and the communication load.

Function secret sharing, like many cryptographic con-
cepts, can achieve privacy either through computational
hardness assumptions, leading to computational privacy,
or by avoiding such assumptions to ensure information-
theoretic privacy. While most existing function secret-
sharing schemes are computationally private and pri-
marily designed for two-server setups, modern dis-
tributed systems increasingly favor multi-server con-
figurations [31]. Information-theoretic distributed point
functions (DPFs) [32] offer significant advantages, as
they can tolerate computationally unbounded servers
and provide superior computational efficiency. These
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properties make them particularly well-suited for con-
structing efficient cryptographic protocols, including pri-
vate information retrieval (PIR) [33] and distributed key
generation (DKG) [34].

The first information-theoretic function secret-sharing
(FSS) schemes were introduced in [35], [36]. Luo et
al. [35] proposed three constructions for point functions
fX,Z , including non-linear and linear (non-additive) re-
construction methods. In [35], the focus shifted to single-
point functions and their multi-point extensions using
key concatenation, relying on private information re-
trieval (PIR) protocols for reconstruction. Due to the in-
creased complexity of non-additive reconstruction [35],
communication and storage complexity became a key
metric [32], [35]–[38]. In [32], via query conversion of
two-server PIR a scheme with sub-polynomial communi-
cation and a non-linear retrieval algorithm is introduced.
Later, in [37], the result were extended to an eight-
server scheme and a four-server scheme with various
key sizes. Also the authors of [37] put forth a d(r+1)-
server r-private information-theoretically secure function
secret-sharing schemes for general point functions fX,Z

with Z ∈ Zq, X ∈ {1, . . . , T} and key size O(log(q) ·
T 1/⌊(2d−1)/r⌋) for any prime number q and integer
T, d ≥ 1. In [38], based on the results of [32], [37],
a novel verifiable information-theoretic secure scheme
is presented that can work on an arbitrary number of
servers, multi-point, and comparison functions by using
a polynomial-based PIR scheme.

From the quantitative point of view towards secret
sharing protocols, that scheme has been extended to
multi-user or multi-secret sharing [2], [39], where the
basic secret sharing schemes can share only one se-
cret in a single sharing process. Hence, if we want
to share k secrets, the entire sharing process must be
repeated k times, which generates k shares. It signifi-
cantly increases communication and storage overhead.
The first distributed multi-secret or multi-user secret
sharing (DMUSS) scheme was introduced by Soleymani
and Mahdavifar in [2]. A typical DMUSS setting in-
cludes a dealer, N storage nodes, and K users. Each
user has access to a specific subset of storage nodes,
from which they can download data to reconstruct their
desired secret.

Some DMUSS protocols operate under weak secrecy
conditions, ensuring that each user gains no information
about the individual secrets of others. Others ensure
perfect secrecy, where a user gains no information about
the collective secrets of all other users. The capacity
of DMUSS was characterized in [1], which introduced

an optimal scheme capable of handling arbitrary access
structures. This scheme maximizes the user’s rate, de-
fined as the size of each secret relative to the storage size
of each user, while ensuring the weak secrecy condition.
It is worth mentioning that under the perfect privacy
condition, the capacity has been characterized in [40].

Following the foundational work of [2], numerous
studies have advanced the field. Recent advancements
in distributed multi-user secret sharing (DMUSS) and
secure storage systems have significantly expanded their
theoretical and practical scope. Research has explored
the capacity region of DMUSS under perfect secrecy,
with efficient schemes ensuring privacy and optimized
rates for multi-user setups [41]. Enhanced protocols have
been proposed for graph-based secret sharing, empha-
sizing efficiency, flexibility, and adaptability in evolv-
ing systems [42], [43]. Novel approaches address weak
secrecy conditions and multi-secret scenarios, leverag-
ing mathematical frameworks like correlated random
variables and graph-theoretic models [44]–[46]. Bounds
and constructions for symmetric and multilevel secret
sharing schemes have been established, optimizing share
sizes and security guarantees [47], [48]. Collectively,
these studies provide robust solutions for distributed
data management, balancing secrecy, efficiency, and
adaptability in dynamic environments, while setting the
stage for applications in secure storage, computation, and
distributed systems.

In this paper, for the first time, we introduce the prob-
lem of the distributed multi-point function (DMUPF) that
synthesizes multi-user secret sharing and information-
theoretic distributed point function into one protocol.
The scheme is composed of a master node or dealer, N
server nodes with storage of size M q-ary and K users
where each user is connected through some error-free
and secure links to a subset of servers Ak. At the end
of the scheme, each user has to be able to correctly get
the result of its point function fXk,Zk

: {1, 2, . . . , T} →
GF (qmRk)1, where q is a prime number and m,RK ∈
R,mRk ∈ N such that no user can statistically get
any information from the other user’s point function
by knowing the common functional shares accessed
via the common servers. In particular, the scheme is
composed of four phases, namely, the placement, de-
mand, evaluation and, retrieval phases. In the placement
phase the master node, having known all the information
about every single user, generates N functional shares

1We remind that fXk,Zk
(.) is a mapping that has one element which

the {(Xk, Zk)}. We supposed that Xk, ZK are full-entropy random
variables on their domain.
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or keys Gn ∈ GF (qM ), n ∈ {1, . . . , N} and places
them in their associated server. Then in the demand
phase, each user sends their input demand value Vk ∈
{1, . . . , T}, k ∈ {1, . . . ,K} to all the connected servers,
and then each server for each user generates a response
Ck,n ∈ GF(qmRk), k ∈ {1, . . . ,K}, n ∈ {1, . . . , N}
and in the retrieval phase each user gets its desired
point function result fXk,Zk(VK) by performing only
some linear additive summation (Correctness condition).
The scheme guarantees that each user can not get any
information about the other user’s point function. The
scheme’s design results from observing a deep con-
nection between polynomial PIR and Shamir’s Secret
Sharing method, DMUSS and information-theoretic se-
cure distributed point function. In summary, we utilized
novel mapping functions introduced in Lemma 5 of [38],
to map each point function to a higher dimensional
point in GF(qmRk)T , such that the mapping is linear
then we utilize the DMUSS scheme, to generate the
functional shares, then by using the linearity of the
mapping and the inverse Vandermonde matrices, we
prove the correctness of our scheme. The privacy of the
scheme also is guaranteed by the privacy condition of
DMUSS. Our metric to understand the quality of the
scheme is the point function rate of each user defined
as rk ≜ H(Xk,Zk)

M which signifies the storage efficiency.
We say that a rate tuple (r1, r2, . . . , rk) is achievable
if there exists a DMUPF scheme satisfying privacy and
correctness conditions and the capacity region is defined
as the closure of the set of all achievable rate tuples. Our
contribution is summarized in Theorem 1, whereby our
achievable scheme we find the inner part of the capacity
region and by our novel converse we characterize an
outer bound for the capacity region. The converse relies
on the extension of [1]. We believe that this work
opens up new directions for future investigation, such
as the characterization of the exact capacity region and
also investigating the problem under perfect privacy
conditions, extending the result to the comparison func-
tions, multi-point functions and finally path subfunctions.
Also designing a verifiable information-theoretic point
function would be an interesting direction for further
investigations.

Paper Organization: In Section II some elementary
concepts are defined. We present the system model of
the problem in Section III, In Section IV, Theorem 1
is presented. we elaborate on the achievable scheme in
Section V, and in Section VI, the converse argument is
presented and in Section VII, we discuss the results and
conclude.

Notations: For n ∈ N, define [n] as the set {1, 2, . . . , n}.
For n1, n2 ∈ Z with n1 ≤ n2, define [n1 : n2] as the
set {n1, n1 + 1, . . . , n2}. For a set I = {i1, i2, . . . , in},
AI represents {Ai1 , Ai2 , . . . , Ain}. For two sets A1 and
A2, A1 \ A2 is the set of elements in A1 but not
in A2. For matrices A and B, [A,B] indicates the
concatenation of the two matrices. o(M) represents a
function that approaches zero as M → ∞. IK represents
the K × K identity matrix. If C is a matrix and
I,J ⊂ N, then C(I,J ) denotes the sub-matrix formed
by rows indexed by I and columns indexed by J .
The finite field GF(qm), with m ∈ N, is denoted as
F. For a vector w = [w0, w1, . . . , wR−1]

⊺ ∈ FR×1,
R ∈ N. w(n1 : n2), where n1 ≤ n2, represents
[wn1

, wn1+1, . . . , wn2
]. Finally, FR = GF(qmR), where

R ∈ R,mR ∈ N and q is a prime number. Also note
that F∗

R = FR\{0}.

II. PRELIMINARIES

In this section, we present the definitions of Dis-
tributed Multi-User Secret Sharing (DMUSS), Point
Function, and Distributed Point Function (DPF) proto-
cols.

Definition 1. Distributed Multi-User Secret Sharing
(DMUSS): DMUSS is introduced in [2], involves a
master node containing K secret messages Wk, k ∈ [K],
each of rate R′

k = |Wk|
M . The master node connects to

N storage nodes via error-free links, where each storage
node has a capacity of M q-ary. Each user k ∈ [K] is
connected to a subset of storage nodes, denoted by Ak,
referred to as the access set.

An achievable DMUSS scheme, as presented in [1],
enables the master node to deliver Wk (with maximal
size) to user k while ensuring the privacy condition that
is, no user can obtain any information about the secret
messages of other users [1]. The placement phase of the
DMUSS scheme includes two steps:

1. Global Parameter Evaluation: The master node
computes global parameters using the Param function,
defined as:

Param(A1, . . . ,AK) ≜ (α1,γ1, . . . ,αK ,γK), (1)

where the definitions and roles of αk and γk, k ∈ [K],
are detailed in [1] for an operating field F.

2. Encoded Data Evaluation: The encoded data is
generated using the DMUSS encoding function:

Enc(α1,γ1,W1, . . . ,αK ,γK ,WK)

≜ (Y1, Y2, . . . , YN ) = y, ∀Wk ∈ FRk
, (2)
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where the encoded shares, each of size M in a q-ary
format, are computed using the global parameters and the
secrets. The scheme is information-theoretically private,
meaning that for any k ̸= k̃, k, k̃ ∈ [K]:

H(Wk) = H(Wk | YAk̃
). (3)

In the retrieval phase, user k employs the decoding
function, using αk, γk, and YAk

. Specifically:

Ŵk ≜ Dec(αk,γk, YAk
), k ∈ [K], (4)

ensuring correctness as specified in [1].

Definition 2. Point Function: Let [T ] denote the do-
main and F the range. For any V ∈ [T ] and Z ∈ F∗, a
point function fX,Z : [T ] → F∗ is defined as:

fX,Z(V ) =

{
Z if V = X,

0 if V ̸= X.
(5)

III. SYSTEM MODEL

The Distributed Multi-User Point Function (DMUPF)
problem consists of a master node, N ∈ N server nodes,
each with storage of size M ∈ N, and K ∈ N users.
Each user k ∈ [K] has its own associated point function
fXk,Zk

: [T ] → FRk
\0, where Rk ∈ N and T ∈ N.

From the definition of a point function, there exists a
one-to-one map between the pair (Xk, Zk) ∈ [T ]× F∗

Rk

and fXk,Zk
. We assume that each point function is full-

entropy:

H(fXk,Zk
) ≜ H(Xk, Zk) (6)

= log(T ) + log(qmRk − 1), (7)

and define the rate of each user as: rk ≜
H(fXk,Zk

)

M .
The master node knows fXk,Zk

for all k ∈ [K] and
is connected to all server nodes. Each user k ∈ [K]
connects to a subset of server nodes, denoted by Ak ⊆
[N ], via error-free and secure links, as shown in Fig. 1.
The goal is for each user to retrieve Uk ≜ fXk,Zk

(Vk)
correctly and privately.

The DMUPF scheme consists of four phases: place-
ment, demand, evaluation, and retrieval.

a) Placement Phase: In the placement phase, the
master node, knowing all functions fXk,Zk

and access
sets Ak for all k ∈ [K], generates functional shares
G1, G2, . . . , GN ∈ FM and distributes them to the
corresponding server nodes:

(G1, G2, . . . , GN ) = ϕM (fX1,Z1
, fX2,Z2

, . . . , fXK ,ZK
),

where:

ϕM :

K∏
i=1

[T ]× F∗
Ri

→
N∏
i=1

FM .

Each functional share is stored in its respective server.

Master Node

Users ...

... q-ary
Size

...

Servers

Demand Input

Fig. 1. The Distributed Multi-User Point Function (DMUPF) system:
A master node containing K point functions fXk,Zk

: [T ] →
F∗
Rk

, k ∈ [K], connects via error-free links to N server nodes, each
with storage capacity M . User k ∈ [K] is connected to the server
nodes in Ak . The goal is to design placement, demand, evaluation,
and retrieval phases that satisfy correctness and privacy conditions.

b) Demand Phase: In the demand phase, each
user k ∈ [K] transmits its desired point Vk ∈ [T ] to
the servers it can access, Ak. This communication is
assumed to be secure and error-free.

c) Evaluation Phase: Each server n ∈ [N ], upon
receiving Gn and the demand points from connected
users, computes functional shares Ck,n for the point
function evaluations and sends them to the corresponding
users:

Ck,n = Ψn(Gn, Vk), n ∈ [N ],

where:
Ψn : FM × [T ] → F.

d) Retrieval Phase: In the retrieval phase, each
user k ∈ [K] combines responses from servers in Ak

using a decoding function θk:

Ûk = θk(CAk
),

where:

θk :

|Ak|∏
i=1

F → FRk
.

This decoding function uses linear summation to recon-
struct Uk efficiently.

The DMUPF scheme must satisfy the following con-
ditions:

Correctness Condition: The correctness condition
ensures that user k ∈ [K] retrieves Uk without error as
M → ∞. Formally:

lim
M→∞

Pe = 0, (8)

where Pe = P(Uk ̸= Ûk).
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Privacy Condition: The privacy condition guaran-
tees that user k learns nothing about the point function
of any other user k̃ ̸= k, even when observing its access
set:

H(fXk,Zk
) = H(fXk,Zk

| GAk̃
). (9)

Achievable Rates and Capacity Region: A rate tuple
(r1, r2, . . . , rK) is said to be achievable if there exists a
DMUPF scheme satisfying the correctness and privacy
conditions. The capacity region C of the DMUPF system
is defined as the closure of all achievable rate tuples in
RK . Our goal is to characterize this capacity region for
any given access set Ak, k ∈ [K].

IV. MAIN RESULTS

Theorem 1. The boundary of the capacity region of
DMUPF under weak privacy conditions lies on the rate
region specified by (r1, . . . , rK) ∈ RK satisfying:

min
k ̸=k̃

|Ak\Ak̃|/T − o(
1

Tm
)

≤ rk ≤ min
k ̸=k̃

|Ak\Ak̃|, ∀k, k̃ ∈ [K], (10)

| ∪i∈S Ai|/T − o(
1

Tm
) ≤

∑
i∈S

ri

≤ | ∪i∈S Ai|, ∀S ⊆ [K]. (11)

where we recall from the notations that the main oper-
ating field is F = GF(qm).

The achievability and converse proofs are provided in
Section V and Section VI, respectively.

V. PROOF OF THEOREM 1: ACHIEVABILITY

In this section, we formally present the DMUPF
achievable scheme. Before describing the formal step-
by-step achievable scheme, we state Lemma 1 and define
mapping functions that are necessary to transform the
point functions into elements of a larger ambient space,
enabling it to be treated as a DMUSS problem.

The scheme begins with the initialization phase,
during which the parameters of the scheme are set.
Following this, we describe the placement phase, which
involves the generation of functional secret shares using
Lemma 1 and the DMUSS encoding function. Subse-
quently, the demand phase and evaluation phase are
detailed. In the evaluation phase, we describe the compu-
tations each server must perform and the parameters that
must be sent to the connected users using the functional
secret shares. Finally, the scheme concludes with the
retrieval phase, where we explain how users decode their
desired outputs.

In Subsections V-A5a and V-A5b, we prove the cor-
rectness and privacy of the proposed scheme, respec-
tively. While the scheme assumes Rk ∈ N, : k ∈ [K],
it can be extended to Rk ∈ R, : k ∈ [K] through a
memory-sharing argument similar to the one used in
[1]. We state the following lemma, which forms the
foundation for our achievable scheme.

Lemma 1. Let E(X,Z, k) : [T ] × F∗
Rk

× [K] → FH
Rk

,
R ∈ N, k ∈ [K], be defined as follows. First, choose
an arbitrary set B of T vectors in FH

Rk
that have exactly

d ones and H − d zeros2. Let τ : [T ] → B be a fixed
bijection. Then E(X,Z, k) is obtained by replacing one
of the ones in τ(X) (e.g., the one with the largest index)
with Z.

For x ∈ FH
Rk

, define:

Fx,k(z1, . . . , zH) ≜
∑
i∈[H]

xi

H∏
ℓ=1

z
E(i,1,k)ℓ
ℓ ,

where E(i, 1, k)ℓ is the ℓ-th coordinate of E(i, 1, k).
Then, Fx,k has total degree d, and for every X ∈ [T ]
and Z ∈ FRk

:

Fx,k(E(X,Z, k)) = ZxX . (12)

Remark 1. When x = eX′ ∈ FH
Rk

, we have:

FeX′ ,k(z1, . . . , zH) =

H∏
ℓ=1

z
E(X′,1,k)ℓ
ℓ ,

which satisfies:

FeX′ ,k(E(X,Z, k)) =

{
Z if X = X ′,

0 otherwise.

Proof. The proof of Lemma 1 follows directly from the
proof of Lemma 5 in [38].

A. The Achievable Scheme

Now we describe the achievable scheme in detail as
follows:

1) Initialization: We assume that Rk ∈ N, k ∈ [K],
and d = 1. By Lemma 1, M = H . Let us define:

wk ≜ [Wk,1 Wk,2 . . . Wk,T ]
⊺ = E(Xk, Zk, k) ∈ FT

Rk
,

(13)
where Wk,ik ∈ FRk

, k ∈ [K], ik ∈ [Rk] is the ik-th
element of Wk ∈ FRk

.
Additionally, the master node computes:

(α1,γ1, . . . ,αK ,γK) = Param(A1,A2, . . . ,AK),

2This is possible since
(H
d

)
≥ T
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where αk,γk,∀k ∈ [K] are defined as in (20) and
(21) of [1] and are globally available to all participating
parties. These parameters are functions of the access sets
and remain fixed throughout the scheme.

2) Placement Phase: In the placement phase, the
master node, having wk, k ∈ [K], executes the DMUSS
placement procedure for all k ∈ [K] as follows:

g⊺
t ≜ [G1,t, G2,t, . . . , GN,t] t ∈ [T ]

= Enc(α1,γ1,W1,t, . . . ,αK ,γK ,WK,t),

Gn = [Gn,1, Gn,2, . . . , Gn,T ] ∈ FT
M , n ∈ [N ]. (14)

The master node then sends Gn to server node n ∈ [N ].
Note that since Gn ∈ FT

M , the memory size M must
satisfy M ≥ Tm, ensuring each server has sufficient
storage.

3) Demand Phase: In the demand phase, user k
transmits its desired point Vk ∈ [T ] to the servers in
its access set Ak.

4) Evaluation Phase: For a fixed user k, any con-
nected server n ∈ Ak computes functional shares as
follows:

C
(0)
k,n = −αk,nI

k
1(1, j)FeVk

(Gn),

where αk,n is defined in (V-A1) and made public by the
master node. The matrix Ikj is given by:

Ikj ≜


1 γ1

k,1 γ2
k,1 · · · γ

|Ak|−j
k,1

1 γ1
k,2 γ2

k,2 · · · γ
|Ak|−j
k,2

...
...

...
. . .

...
1 γ1

k,|Ak|−j γ2
k,|Ak|−j · · · γ

|Ak|−j
k,|Ak|−j


−1

,

where eVk
∈ FT

Rk
is an indicator vector with a one in

the Vk-th position and zeros elsewhere.
Subsequent computations for j ∈ {1, . . . , Rk − 1} are

performed iteratively, updating C
(j)
k,n. Finally:

Ck,n = (C
(1)
k,n, C

(2)
k,n, . . . , C

(Rk)
k,n ) ∈ FRk

.

5) Retrieval Phase: User k ∈ [K] retrieves its desired
function output fXk,Zk

(Vk) by computing:

Ûk =

|Ak|∑
i=1

C
(0)
k,ni

, . . . ,

|Ak|−(Rk−1)∑
i=1

C
(Rk−1)
k,ni

 (15)

where Ak = {nk,1, nk,2, . . . , nk,|Ak|} are the servers
connected to user k.

a) Proof of Correctness: To prove that the scheme
is correct, we need to show that (8) holds, ensuring Uk =
Ûk. From the evaluation phase, we know:

FeVk
(Gn) =

T∏
ℓ=1

G
E(Vk,1,k)ℓ
n,t = Gn,Vk

, (16)

since E(Vk, 1, k)ℓ = 0, ∀ℓ ∈ [T ] \ {Vk}, and
E(Vk, 1, k)Vk

= 1.
From the DMUSS scheme, we also know that for any

t ∈ [T ] and k ∈ [K], the following system of equations
holds:

− αk,nGn,t = Wk,t,0 +Wk,t,1γ
1
k,A(n,k) + · · ·

+Wk,t,Rk−1γ
Rk−1
k,A(n,k) + Pk,Rk

γRk

k,A(n,k) + · · ·

+ Pk,|Ak|γ
|Ak|−1
k,A(n,k), ∀n ∈ Ak, (17)

which implies:

Wk,t,0 = −
|Ak|∑
i=1

αk,nI
k
1(1, i)Gni

.

Subtracting Wk,t,0 from both sides of (17) and multi-
plying by γ−1

k,A(n,k), we obtain:

Wk,t,1 = −
|Ak|−1∑
i=1

αk,nI
k
2(1, i)Gni

.

Repeating this process for Wk,t,j , j ∈ {0, 1, . . . , Rk−
1}, and substituting back, we verify:

Ûk = (Wk,Vk,0,Wk,Vk,1, . . . ,Wk,Vk,Rk−1)

= Wk,Vk

= FeVk
(E(Vk, Zk, k))

= Zk · (eVk
)Vk

= Uk.

Thus, the scheme satisfies the correctness condition.
b) Proof of Privacy: To prove privacy, we need to

show that (9) holds, ensuring that H(fXk,Zk
| GAk̃

) =

H(fXk,Zk
) for all k ̸= k̃.

The Gn, n ∈ [N ], are mutually independent due to
Lemma 3 in [1]. For all k ∈ [K], we have:

H(fXk,Zk
| GAk̃

)
(a)
= H(Xk, Zk | GAk̃

)

(b)
= H(wk | GAk̃

)

(c)

≥ H(G
A(−k̃)

k

)

(d)
= log(T ) + log(qRk − 1)

(e)
= H(fXk,Zk

),
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where: (a) follows because (Xk, Zk) is a deterministic
function of fXk,Zk

, (b) follows from (13) and the bijec-
tion property of E(·), (c) follows from the privacy proof
of DMUSS in [1], (d) follows because |A(−k̃)

k | = Rk,
and G

A(−k̃)
k

uniquely determines wk, (e) follows from
(7).

Thus, the privacy condition is satisfied.
c) Conclusion of the Proof: For the scheme to

satisfy both correctness and privacy, the following con-
ditions must hold:

Rk ≤ |Ak \ Ak̃|, ∀k, k̃ ∈ [K], (18)∑
k∈S

Rk ≤ | ∪k∈S Ak|, ∀S ⊆ [K]. (19)

In terms of the point function rate, we have:

rk ≤
|Ak \ Ak̃|

T
− o

(
1

Tm

)
, ∀k, k̃ ∈ [K],∑

k∈S

rk ≤ | ∪k∈S Ak|
T

− o

(
1

Tm

)
, ∀S ⊆ [K].

This completes the proof of Theorem 1.

VI. PROOF OF THEOREM 1: CONVERSE

Consider two users, k and k̃. The master node intends
to privately transmit fXk,Zk

(Vk) = Uk, where Uk has a
size of Rk q-ary, to user k. The other user, k̃, acts as
an eavesdropper and aims to obtain information about
fXk,Zk

.
From the correctness and privacy conditions in (8) and

(9), respectively, we have:

H(fXk,Zk
| GAk∩Ak̃

, GAk\Ak̃
) = Mo(M), (20)

H(fXk,Zk
| GAk∩Ak̃

) = H(fXk,Zk
). (21)

Let Wk = (Xk, Yk), then:

I(GAk\Ak̃
;Wk | GAk∩Ak̃

)

= H(GAk\Ak̃
| GAk∩Ak̃

)

−H(GAk\Ak̃
| Wk, GAk∩Ak̃

) (22)
(a)

≤ H(GAk\Ak̃
) (23)

(b)

≤ M |Ak \ Ak̃|, (24)

where (a) follows from the fact that conditioning does
not increase entropy, and (b) follows because the max-
imum entropy occurs when the data in GAk\Ak̃

are
independent and uniformly distributed.

Next, we have:

I(GAk\Ak̃
;Wk | GAk∩Ak̃

)

= H(Wk | GAk∩Ak̃
)

−H(Wk | GAk∩Ak̃
, GAk\Ak̃

) (25)
(a)
= H(Wk)−Mo(M), (26)

where (a) follows from (20) and (21).
Combining (24) and (26), we get:

H(Wk)−Mo(M)

= log(T ) + log(|F|Rk − 1)−Mo(M)

≤ M |Ak \ Ak̃|. (27)

As M → ∞, this implies:

rk = lim
M→∞

log(T ) + log(|F|Rk − 1)

M
≤ |Ak \ Ak̃|. (28)

This completes the converse proof for (10). Now we
prove (11). Consider any arbitrary set S ⊆ [K], where
S = {j1, j2, . . . , jk}. From the problem setup and the
correctness condition in (8), we have:

H(Wj1 , . . . ,Wjk | GAj1
, . . . , GAjk

)

≤ |S|Mo(M), (29)

H(Wj1 , . . . ,Wjk) = M
∑
j∈S

rj . (30)

Next:

I(GAj1
, . . . , GAjk

;Wj1 , . . . ,Wjk) (31)

= H(GAj1
, . . . , GAjk

) (32)

−H(GAj1
, . . . , GAjk

| Wj1 , . . . ,Wjk) (33)

≤ M |Aj1 ∪ . . . ∪ Ajk |. (34)

Furthermore:

I(GAj1
, . . . , GAjk

;Wj1 , . . . ,Wjk)

= H(Wj1 , . . . ,Wjk)

−H(Wj1 , . . . ,Wjk | GAj1
, . . . , GAjk

) (35)
(a)

≥ M
∑
j∈S

rj − |S|Mo(M), (36)

where (a) follows from (29) and (30).
Combining (34) and (36), we get:∑

j∈S
rj ≤ |Aj1 ∪ . . . ∪ Ajk |+ |S|o(M).

As o(M) → 0 as M → ∞, this completes the proof.
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VII. CONCLUSION

In this paper, we have introduced the problem of
DMUPF, which synthesizes the principles of multi-user
secret sharing and information-theoretic distributed point
functions (DPFs) into a unified protocol. Our proposed
DMUPF scheme operates in four distinct phases: place-
ment, demand, evaluation, and retrieval. We have demon-
strated how the scheme allows each user to retrieve
their desired point function value while ensuring that
no statistical information about other users’ functions
is leaked, thereby meeting the correctness and privacy
conditions.

We investigated the DMUPF scheme under the weak
secrecy condition, ensuring that each user does not ob-
tain any information about other users’ point functions.
While this work addresses the weak secrecy condition,
designing schemes that preserve the perfect privacy con-
dition remains an open problem for further investigation.

To achieve our results, we utilized novel mapping
functions, as introduced in Lemma 5 of [38], to map
each point function into a higher-dimensional space
while maintaining linearity. This allowed us to leverage
DMUSS schemes and inverse Vandermonde matrices to
generate functional shares and prove the correctness of
our protocol. Privacy is inherently guaranteed through
the privacy conditions of DMUSS.

The primary metric for evaluating the efficiency of
our scheme is the point function rate, defined as rk ≜
H(Xk,Zk)

M , which measures storage efficiency. We pro-
vided an inner bound for the achievable rate region
through our constructive scheme and characterized an
outer bound via a novel converse inspired by [1]. These
results offer significant insights into the capacity region
of DMUPF.

This work opens several avenues for future research.
Key directions include the exact characterization of the
capacity region, extending the problem to perfect privacy
conditions, and exploring the implementation of com-
parison functions, multi-point functions, and path sub-
functions. Additionally, designing verifiable information-
theoretic point functions presents an exciting challenge
for further exploration. We believe that this framework
establishes a foundational basis for advancing the field
of secure distributed computation and secret sharing.
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