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Abstract—Agent-based program repair offers to automatically
resolve complex bugs end-to-end by combining the planning, tool
use, and code generation abilities of modern LLMs. Recent work
has explored the use of agent-based repair approaches on the
popular open-source SWE-Bench [1], a collection of bugs from
highly-rated GitHub Python projects. In addition, various agentic
approaches such as SWE-Agent [2] have been proposed to solve
bugs in this benchmark.

This paper explores the viability of using an agentic approach
to address bugs in an enterprise context. To investigate this, we
curate an evaluation set of 178 bugs drawn from Google’s issue
tracking system. This dataset spans both human-reported (78)
and machine-reported bugs (100).

To establish a repair performance baseline on this benchmark,
we implement Passerine, an agent similar in spirit to SWE-
Agent that can work within Google’s development environment.
We show that with 20 trajectory samples and Gemini 1.5
Pro, Passerine can produce a patch that passes bug tests (i.e.,
plausible) for 73% of machine-reported and 25.6% of human-
reported bugs in our evaluation set. After manual examination,
we found that 43% of machine-reported bugs and 17.9% of
human-reported bugs have at least one patch that is semantically
equivalent to the ground-truth patch.

These results establish a baseline on an industrially relevant
benchmark, which as we show, contains bugs drawn from a
different distribution—in terms of language diversity, size, and
spread of changes, etc.—compared to those in the popular SWE-
Bench dataset.

Index Terms—automated program repair, large language mod-
els, agentic systems

I. INTRODUCTION

Automated program repair (APR) has a long history in
the programming languages and software engineering research
communities. In the traditional setup, the APR system is
given a bug-reproducing test suite and is tasked with fixing
the bug. With the rise in machine learning methods, APR
systems have increasingly relied on models (initially statistical
and eventually deep learning-based) to perform critical APR
tasks such as fault localization, patch generation, patch ranking
and eventually end-to-end repair. More recently, work such
as SWE-Agent [2], AutoCodeRover [3], RepairAgent [4],
CodeR [5], AutoDev [6], OpenDevin [7], and others have
shown that, when incorporated into an agent-based system,
LLMs can be used to perform end-to-end software engineering
tasks in complex environments. Specifically, agentic repair
systems can start from a bug description and autonomously
generate bug-reproduction tests, localize faults, make candi-
date edits, validate these patches, and then submit a solution.

While such autonomous workflows have generated excite-
ment in the APR community, systems in this space have been

designed and evaluated using open-source bugs found in the
GitHub ecosystem. In particular, SWE-Bench [1], a collection
of 2,294 Python bugs/fixes from popular GitHub repositories,
and SWE-Bench-Lite, a subset of 300 bugs from SWE-Bench,
have become the de-facto evaluation benchmarks for APR.

It is not yet clear whether systems that perform well on
SWE-Bench can achieve similar success when applied in the
broader software industry, where we often encounter diverse
collection of bugs which span a wide array of projects. Such
conditions present both an opportunity and a challenge for
APR systems. Given the enormous cost and effort to maintain
code in enterprise environments, if agentic APR systems can
perform as well in enterprise settings as on SWE-Bench, they
hold the promise for substantial impact in industry.

To investigate the viability of agentic repair we first had to
curate a benchmark set. Handling randomly-chosen bugs from
Google’s internal issue tracking system (GITS) would have
been a non-starter for assessing agentic APR performance,
due to various reasons, some of which are similar to those also
encountered by the authors of SWE-Bench in their context: for
example, each bug should have an easily-executable test. Im-
portantly, a randomly-chosen subset of bugs, while useful for
population comparisons, provides little signal for agent-level
design and improvements. Moreover, including bugs that go
beyond the current, but not future, limitations of a basic agent
(e.g., screenshots) would further cloud the informativeness of
any failures.

Consequently, we curated an evaluation set, GITS-Eval,
of 178 bugs from Google’s internal issue tracking system
(GITS). This benchmark consists of 78 bugs reported by
human developers and 100 machine-reported bugs, comprising
50 bugs reported by a suite of automated sanitizers (SAN),
and 50 bugs reported by an automated test order dependency
analyzer (TOD). These bugs reflect different projects and
programming languages, while remaining tractable for an APR
system; the criteria for filtering are discussed in Section II.

To place GITS-Eval into context, we also studied the
differences between SWE-Bench open source bugs and GITS.
We sampled 2,000 bugs from GITS with filtering that reflects
similar principles to those underlying SWE-Bench and found
that GITS bugs exhibit different distributional characteristics
from SWE-Bench open source bugs. In particular, we have
observed differences in language diversity, size and spread of
changes, and the presence of code terms in the bug description
as a proxy for localization difficulty. Specifically, we want to
note that, due to these differences, the performance of an agent

ar
X

iv
:2

50
1.

07
53

1v
1 

 [
cs

.S
E

] 
 1

3 
Ja

n 
20

25



on one benchmark set may not be indicative of performance on
the other. In this paper, we make no claims on the performance
of our baseline agentic system on SWE-Bench or SWE-Bench-
Lite.

To establish a repair performance baseline on GITS-Eval,
we built Passerine, a simple baseline agentic APR system
inspired by SWE-Agent [2] but designed to make use of
Google’s internal development environment. Using a limited
command inventory, and with 20 sampled repair runs (i.e.
trajectories) per bug, Passerine is able to generate a patch
that passes bug tests (i.e. plausible) for 25.6% of the human-
reported bugs, 73% of machine-reported bugs (68% of TOD-
reported bugs and 78% of SAN-reported bugs). After manual
annotation, we found that 17.9% of human-reported bugs and
43% of machine-reported bugs (24% of TOD and 62% of
SAN) have at least one patch that was semantically equivalent
to the ground-truth patch. Thus, we establish that a simple
agent can meaningfully solve issues from an industrially-
relevant evaluation set. We expect performance to improve
as we incorporate additional innovations inspired by recent
agentic APR systems [3], [5], [8], [9].

We also make several observations about Passerine’s behav-
ior. By analyzing command sequences, we note that Passerine
adapts its behavior based based on bug type (and associated
bug information). We found that Passerine can use rich bug
reports, which carries implications for bug report design in a
future of increasingly prevalent agent-based systems. Finally,
we also found that trajectory analysis can reveal opportunities
for optimization, such as pruning degenerate trajectories.

The remainder of the paper is organized as follows. Sec-
tion II presents our approach to understanding the differences
between SWE-Bench and GITS bugs and shows how we
construct a representative challenge set – GITS-Eval – ap-
propriate for measuring APR system performance at Google.
Section III presents Passerine, a SWE-Agent inspired agentic
repair system designed to operate within Google’s develop-
ment environment. Section V presents our main results: an
evaluation of Passerine’s performance on a challenge set of
178 GITS bugs and broader observations for agent-based APR
in an enterprise context. Section VII describes threats and
limitations to our work. Section VIII discusses related work
in multiple areas of APR.

II. COLLECTING A GITS EVALUATION SET

While SWE-Agent evaluated their system on SWE-Bench, a
collection of open-source repository bugs and their associated
fixes, an agent in the Google internal environment would face
bugs of a different nature as a result of the environment’s
idiosyncrasies. To mention a few differences, Google uses
a multilingual monorepo [10], with projects often spanning
different portions of the repository, designed to build and
run with Google-specific infrastructure (e.g., Bazel [11]), and
with varying levels of domain-specific knowledge required to
successfully develop in them. These differences have deep
implications for not only writing, running, and testing code,
but even for how the agent itself interacts with the Google

Bug Database
Jun 26 – Aug 30

2024

Phase 0: Fixed bugs
Access restriction
Issue type is bug

Fixed/verified bugs
1 unique patch per bug

Only internal bugs
Bug description not empty

N~=80k
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Filter non-testable source files
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Fig. 1: An overview of the different phases of filtering we go through
to collect a GITS evaluation set

internal environment (e.g. logging, which is sensitive business
data and must be stored accordingly).

GITS, Google’s internal issue tracking system, houses a
vast and diverse collection of bugs spanning a wide array of
projects. This presents both an opportunity and a challenge for
automated program repair (APR) systems. Opportunistically,
randomly sampling bugs from GITS may seem appealing, as
in principle the full database and constant stream of bugs could
benefit from automated repair. However, properly selecting
sensible bugs is challenging, as ad-hoc random sampling of
bugs does not allow for repeatable progress measurement nor
does it provide an informative signal for the potential of APR.

To effectively leverage this resource, we employ a multi-
stage filtering funnel to curate a focused set of actionable bugs.
This funnel ensures that the bugs presented to Passerine are
both relevant to its capabilities and representative of real-world
challenges within Google’s codebase. The filtering process
comprises four distinct phases, as shown in Figure 1.

A. Phase 0: Fixed Bugs Population

This initial phase casts the widest net, aiming to define the
broadest possible scope of relevant bugs. We apply minimal
filtering criteria (Table I), primarily to ensure accessibility
and a clear association between bug reports and their cor-
responding fixes. This results in a large and diverse initial
population of fixed bugs within a specific timeframe, serving
as the foundation for further refinement.
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Filtering Criteria Justification
Access Restriction Bug and associated fix must be accessible for analysis.
Issue Type is Bug Must be classified as a “bug” in our bug database.
Bug Status Bug status is “fixed”.
Patch Association One bug is associated with one patch, and vice versa.
Bug Description Must have a non-empty description

Project Scope Restricted to the main Google repository
(Passerine’s current scope).

Bug Source Excludes externally reported bugs.

Patch Data Range Fix patches are sampled from June 26 to August 30, 2024
(chosen for repeatability and to avoid data contamination).

Bug Creation Cutoff Bugs created no earlier than one year
before the patch date range start.

TABLE I: Phase 0 Filters

Filtering Criteria Justification

Testable source files Excludes patches affecting file types that are difficult to
test (e.g., sql, html, css, config files).

Filtering Criteria for Human-Reported Bugs
Change in test file Requires at least one test file to be affected by the patch.

Changes in source file Requires at least one source code file (e.g., .cc, .java, .py,
.dart, .js, .ts, .go) to be affected by the patch.

Filtering Criteria for Machine-Reported Bugs

Change in code file The change affects at least a code file that could be either
a source code file or a test file.

TABLE II: Phase 1 Filters

B. Phase 1: Bugs Where We Can Determine if a Fix is
Plausible

Phase 1 refines the selection by focusing on bugs that
agentic APR could conceptually address, even if not currently
supported by the agent’s implementation, and for which we
can assess whether the agent generated a plausible fix as
part of the evaluation. This necessitates identifying bugs with
testable code changes and verifiable fixes. A key aspect of
this phase is the separation of human-reported bugs from
machine-reported bugs. This distinction allows for tailored
filtering criteria based on the nature of the bug report and
the availability of information regarding the fix (Table II).

We focus on two types of machine-reported bugs (Figure 2):
those surfaced by the SAN and TOD systems. SAN performs
a variety of sanitizer-based analyses, including memory and
thread-related sanitizer reporting, which capture errors such as
out-of-bounds accesses, uninitialized values, data races, and
more. Meanwhile, TOD automatically identifies test order-
dependence.

C. Phase 2: Automated Curation

Phase 2 (Table III) shifts the focus to practical considera-
tions for evaluating our agent’s current capabilities. Automated
filters are applied to exclude bugs that would pose challenges
for evaluation, such as those with long-running integration
tests or requiring multi-modal understanding (e.g., screenshots
in bug descriptions).

We limit the size of the patch in this phase to be less than
150 lines of code. This number represents the 90th percentile
of bug fix patch sizes on a broad set of internal patches,
ensuring that we are addressing a wide range of potential bugs.

D. Phase 3: Heuristic Curation

To begin phase 3, we sample bugs from our phase 2
population and curate them incrementally. Specifically, we
execute any associated test with the bug and ensure that there

Filtering Criteria Justification Phase
Patch size limit Limits patch sizes to <150 lines of code for tractability. 2
No multimedia Excludes bugs with multimedia content in the description. 2
Execution-based
Test Adequacy

Confirms that tests associated with the fix reveal the bug,
are not flaky, and validate the fix. 3

No magic constant Excludes bugs where fix requires new literals or code symbols
that cannot be inferred from context. 3

Filtering Criteria for Human-Reported Bugs

Long-running tests Excludes bugs with links to our internal integration
test platform (likely indicating long test runs). 2

TABLE III: Phase 2 and 3 Filters

are appropriate failures before the ground-truth patch, which
are then resolved after the ground-truth patch is applied. In
addition, to ensure consistent reproducibility, we remove bugs
that exhibit flaky behavior.

Finally, we introduce a layer of human expertise to ensure
the quality and relevance of the benchmark set. We conduct
manual reviews against a rubric to identify and filter out bugs
that are not suited to automatic, execution-based evaluation,
such as those relying on “magic constants” that cannot cur-
rently be easily captured by deterministic automated filters.
We define “magic constants” as either literal values (typically
strings) or newly introduced code literals (such as method,
class, or enum names) that appear in the updated test case but
are not present in the original source code. Furthermore, these
constants are not readily derivable from the bug report or any
other existing code element. This characteristic implies that
the successful execution of the bug confirmation test hinges
on the precise value of this symbol or constant. However, a
valid fix for the underlying bug may not necessitate the exact
naming or literal value present in the ground-truth test. To
mitigate the potential for errors in this labeling process, at
least one of the authors manually labeled each data point as
containing a “magic constant change” or not, based on the
definition provided above. In cases where the initial annotator
was uncertain, a second author reviewed the data point to
resolve any ambiguity. A data point was only labeled as
containing a ”magic constant change” when both annotators
concurred. This negotiated agreement approach helped ensure
the reliability of our manual labeling process.

For the future, we plan to explore automating these heuris-
tics (e.g., through use of few-shot learning given our currently
manually labeled set of examples).

This multi-stage filtering process ensures that the resulting
GITS evaluation set (GITS-Eval) is both representative of real-
world bugs within Google’s codebase and suitable for evalu-
ating the capabilities and potential of agent-based APR. Our
final evaluation set comprises 178 bugs: 78 human-reported
bugs, and 100 machine-reported bugs, of which 50 come from
automated sanitizers (SAN) and 50 from an automated test
order dependency analyzer (TOD).

E. GITS vs SWE-Bench Bugs

Understanding the nature of our evaluation set is crucial
for interpreting the results of our analysis. To provide context,
we compare the distribution of GITS bugs with those in the
GitHub-derived SWE-Bench dataset, highlighting important
differences in their distributions. While SWE-Bench does not

3



Redacted SAN-reported Bug Report

Title: A REDACTED_SANITIZER_ANALYZER_NAME error (
data_race) found while running
REDACTED_TEST_TARGET

Description: We have run REDACTED_TEST_TARGET under
REDACTED_SANITIZER_ANALYZER_NAME and found one
_data_race_ runtime error.

* [Latest run at the time of filing this bug]
(REDACTED_LINK)

* [History of nightly runs of this target]
(REDACTED_LINK)

# How to reproduce this error?
REDACTED_REPRO_COMMANDS

Redacted TOD-reported Bug Report

Title: Order-dependent test: REDACTED_TEST_TARGET
Description: ### What’s wrong?

REDACTED_ANALYZER_NAME detected order dependence in
REDACTED_TEST_TARGET which means it consistently fails
when running test cases in a particular order.

### How do I reproduce this failure?
REDACTED_REPRO_COMMANDS

### Which test case(s) caused this test to fail?
A simple deductive analysis of randomized test results
shows that REDACTED_TEST_CASE_1 always fails when
REDACTED_TEST_CASE_2 does not run before it, and always
passes otherwise. Consider whether this test case
affects shared state necessary for REDACTED_TEST_CASE_1
to pass.

Fig. 2: Machine-reported bug reports, which typically contain rich-
ness such as reproduction information.

reflect the entirety of GitHub, it is a widely-used benchmark
which sets the standard for evaluating automatic program
repair systems. Thus, to create a comparable test set for
GITS, we draw a random sample of 2,000 bug-fixing patches
from Phase 1 of our bug filtering phases which comprise
both human- and machine-reported bugs for which we can
determine a plausible fix. We compare SWE-Bench to Phase
1 bugs, rather than later manually-curated bugs, to capture
intrinsic differences in bug distribution without confounding
this comparison as a result of Passerine’s current limitations
(e.g. no multimedia, no flaky tests) or infrastructure challenges
(e.g. long running tests).This is roughly in line with the
methodology used for curation of the SWE-Bench dataset.

We will compare distribution differences along dimensions
that correlate with localization difficulty and editing difficulty
to highlight the unique challenges Google internal bugs need
to address.

1) Localization: Before a candidate patch can be generated,
a fault must be localized to identify what program statements
are the root cause for the bug and so should be modified
to produce a valid fix. While the difficulty of localization
can be influenced by many factors, we consider two aspects:
searchability and spatial distribution of changes.

Code search typically plays a substantial role in localization,

as it allows a user to navigate large and potentially unfamiliar
codebases [12]. Often, code search starts by identifying terms
that are relevant to the bug and that may appear in the
underlying codebase. To emulate this process, we consider the
frequency of terms in a bug issue description that are likely to
be codebase symbols, such as class names. We extract these
terms using a simple regex-based heuristic, where any term
that matches either snake_case or CamelCase identifiers
is considered a code term. Figure 3a shows an empirical
cumulative distribution function (ECDF) of the number of
possible code terms in the associated bug descriptions. We
find that GITS bugs have fewer possible code terms in their
descriptions. Only 18% of GITS bugs have at least 2 possible
code terms, compared to approximately 60% in SWE-Bench.

Next, we consider the extent to which fixes are spatially
related. We first compare the number of different files modified
by a patch, as well as the number of hunks resulting from the
segmentation of those changes [13]. Finally, we also consider
patch spread, defined as the number of lines of separation
between continuous hunks [14], as a measure of how much a
patch is dispersed throughout a file or across multiple files. We
compute the number of unmodified lines between consecutive
changes for each affected file and sum these to yield the patch
spread. A higher patch spread suggests a greater degree of
interleaving, where modified lines are scattered throughout the
file. Conversely, a lower spread indicates that modifications are
clustered together in contiguous blocks.

Figures 3b and 3c show that GITS patches modify more
files (up to twice as many), and that these modifications result
in much larger hunk counts, respectively. When we measure
patch spread (Figure 3c), we again find that patches are more
widely separated within files than those in SWE-Bench.

2) Editing: Once a fault location is identified, the associ-
ated statements must be edited to produce a fix. Intuitively,
larger edits (meaning more lines of code) can pose a chal-
lenge as they introduce more opportunities for mistakes. We
measured the number of lines changed in ground-truth patches.
As shown in Figure 3e, almost all patches from SWE-Bench
are under 100 lines while only approximately 40% of GITS
patches are under 100 lines.

This complexity is further compounded by the need to con-
sider the specific syntax and semantics of different program-
ming languages. To better understand the language distribution
we identified the top 5 most frequent file extensions in our
sample of GITS patches (SWE-Bench only considers Python
files): Java, C++, TypeScript, Kotlin, and Python.

GITS vs SWE-Bench. Our analysis shows that GITS bugs
present unique challenges compared to SWE-Bench, par-
ticularly in terms of localization and code modification.
GITS and SWE-Bench differ slightly in the amount of code-
related terms in their descriptions. Additionally, patches for
GITS bugs differ in nature when it comes to changes across
files, the number of modified lines, and dispersion of the
modifications (i.e., patch spread).
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Fig. 3: Comparing GITS Phase 1 bugs to SWE-Bench. Changes found in ground-truth patches solving GITS bugs tend to (a) have fewer
likely code identifier tokens, which in turn require more sophisticated code search abilities and bug knowledge to successfully localize the
original fault. These patches modify substantially more files (b), which are further apart in the codebase (c), and produce changes with many
separate hunks (d) and more lines of code changed (e).

F. GITS-Eval vs. SWE-Bench-Lite

We previously introduced GITS-Eval, a more tractable,
curated subset of 178 bugs, which we use for evaluation of
our agentic repair system. In an open source context, most
state-of-the-art agent-based APR approaches are evaluated on
SWE-Bench-Lite, a more practical and self-contained bench-
mark derived from SWE-Bench. GITS-Eval is the analogous
dataset in our context. Recognizing the potential for variations
between human-reported and machine-reported bugs, we have
categorized the bugs within GITS-Eval accordingly.

Figure 4 compares SWE-Bench-Lite, human, and machine-
reported bugs in GITS-Eval. We find that machine-reported
bugs in GITS-Eval are comparable to bugs in SWE-Bench-
Lite. Meanwhile, human-reported GITS-Eval bugs display in-
creased complexity compared to SWE-Bench-Lite, resembling
the differences observed in our earlier comparison of GITS and
SWE-Bench.

III. PASSERINE: AN AGENT-BASED REPAIR SYSTEM

To establish a repair performance floor for agent-based
APR on GITS-Eval, we developed an APR agent, Passerine,
inspired by SWE-Agent. Like SWE-Agent, Passerine uses
a ReAct [15] loop to iteratively produce “thoughts,” run
commands against the current state of the workspace, and
observe the commands’ results; the output of the agent is
a modified workspace in which, if the agent is successful,
the bug is fixed, as well as a trace of the agent’s execution,
for human interpretation and debugging. Similarly to SWE-
Agent, we expose commands to the agent that are suited both
to the APR task and designed with the ergonomics of the
“agent-computer interface” in mind; these commands include
both workalikes of the SWE-Agent commands (file viewing,
file editing, and terminating the agent), as well as commands
that provide functionality specific to Google’s development
environment (compiling and running tests, searching the index
of Google’s monorepo).

Unlike SWE-Agent, we find that we do not need to ex-
pose a full Linux command line to the agent, e.g., via
containerization. Google’s test-running infrastructure already
provides sufficient containerization [10]. Our experience, as
well as prior work in agent-based APR like RepairAgent [4]
and AutoCodeRover [3], shows that a small, APR-focused
command set is sufficient for bug-fixing.

Passerine is intentionally simple and minimal, avoiding
complex architecture or explicitly dividing the APR process
into discrete phases like localization, editing, testing, and so
forth. This simple approach is validated by the effectiveness of
agents without prespecified control flow like SWE-Agent [2],
CodeAct [16], and OpenDevin [7]. We show, through the first
evaluation of a simple SWE-Agent-like APR system in an
industrial setting, that, in spite of its minimalism, our agent is
capable of addressing many real-world bugs.

A. Agent Design

Passerine is a fully “dynamic” agent in the sense that
it has no prespecified control flow. Every step in Passerine
corresponds to a ReAct [15] style step, depicted in Figure 5,
where the agent issues an LLM prompt asking for the next
command to perform and obtains back a response in the form
of “thought” and “action.” The thought is a natural language
fragment reasoning about the state of the agent and describing
the next step. The action is a code fragment consisting of a
Unix-like tool name, associated arguments for its call, and, for
some commands (e.g., text editing), multiline input text. The
agent framework then parses that command, executes it, and
replies to the agent with any observable outcomes.

LLM Prompting and History: When querying the LLM
to obtain a new step, the agent includes information on the
current state of the environment. Currently, Passerine includes
the entire history of the agent. This has the benefit of simplicity
and is facilitated by longer-context models. However, as we
describe in Section VI-A, we can still encounter agent runs
that exceed LLM context limits and thus we could benefit
from more-sophisticated history management strategies.

Agent Termination: Passerine can call a
finish [success|failure] command to terminate, along
with the agent’s judgment of the outcome. To avoid
non-termination, we also enforce a maximum step limit.

Isolation: Because the agent makes stateful changes to the en-
vironment, we rely on Google’s codebase containerization [10]
to enforce isolation between different agent executions. We
describe more of the infrastructure associated with running
the agent in Section III-C.
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Fig. 4: GITS-Eval machine-reported bugs are comparable to SWE-Bench-Lite, while human-reported GITS-Eval bugs are more complex
and resemble differences in our GITS and SWE-Bench comparison.

LLM-Based
ReAct-Style “Driver”

“Think”: Plain-text “plan”

Act: Unix-Style Command
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Fig. 5: A high-level overview of Passerine’s ReAct-style dynamic
loop and the Unix-style (adapted to Google) commands exposed as
tools for the agent to use.

B. Commands

Passerine takes a minimalist approach by providing a set of
only 5 commands (and 1 additional alias commonly referenced
in bug descriptions) that the agent can use, which are designed
to interact with Google internal APIs. A direct benefit of using
a limited command set, restricted only to a few operations
that can be implemented on top of already-containerized APIs,
is that Passerine does not require a full virtual machine for
isolation, improving scalability.

Commands in our design have a uniform input and output
interface. For inputs, commands accept zero or more positional
arguments, followed by arbitrary text fragments after a newline
(e.g. to support editing). Every command output consists of
an exit code and output text. The output text is the observable
behavior that is exposed to the agent in its history.

We now briefly describe each command shown on the right-
hand side of Figure 5.

• cat: Takes a single file in the workspace and lists its
contents using internal APIs. Every line is prefixed with
a line number.

• code search: Takes one or more terms and concatenates
these to issue a query for the Google internal Code Search
API [12].

• edit: Takes a filename, starting and ending lines, and the
replacement text with which to substitute the identified
line region. When the edit is applied, the command’s
output text corresponds to the modified content (along
with up to 3 context lines around it), where lines have
been prefixed with the resulting line numbering post-edit.
Edits are done through an internal API, which interacts
with the isolated codebase container.

• bazel: Takes a test suite target, along with arbitrary
parameters for test suite execution, and issues a dis-
tributed build/execution [17] for the associated target
using Google’s internal build tool Bazel [18]. The frame-
work then parses the build report, extracts outcomes and
relevant log excerpts, and surfaces these as an observable
output for the agent.

• finish: Takes as argument “success” or “failure” and
terminates agent execution.

All commands are implemented as simple Python functions,
which easily support incorporating command validation and
logging logic. We present each command to Passerine in
its initial prompt, providing a high-level description of the
behavior, along with fixed basic examples showing how each
command can be used. To illustrate, Figure 6 shows our agent’s
system prompt template, along with a command doc template
which is populated by each command’s implementation.

C. Evaluation Framework for Historic Bugs

As part of developing Passerine, we also implement a frame-
work which allows us to evaluate different agent configurations
on Google infrastructure and analyze their performance, all in
the context of historical bugs that have already fixed.

Setup: Before evaluating an agent, the framework sets up the
environment by 1) loading the appropriate bug information
and 2) checking out the repository state (also known as a
changelist, which is the snapshot that undergoes code review1)
prior to the associated ground-truth fix. Then the framework
reproduces the bug in this environment, to confirm that the
setup correctly exposes the issue as expected. To do so,
our framework allows benchmark repair tasks to specify the
expected test targets to run and any files that are relevant
to that state, and may need to be copied over from the
ground-truth patch. In practice, for machine-reported bugs,
our framework automatically extracts bug-reproducing tests
from the associated issue content using regular expressions.
Note that, for TOD tests, the associated test specifies a single
ordering of the test cases which exhibits the order dependency.
For human-reported bugs, our framework has an offline pass
that uses Google tooling to identify test targets that depend
on the test files modified by the patch, considers these as
candidate bug reproducing tests, and prunes the set down to

1Google engineering practices documentation: https://github.com/google/
eng-practices

6

https://github.com/google/eng-practices
https://github.com/google/eng-practices


System prompt template

SETTING: You are a software engineer working on fixing
bugs.

You are only allowed to use the following commands:

COMMANDS:
LIST_OF_COMMAND_DOCS

Output instructions:
1. Your output should always include only one thought

section and one action.
2. Explain what you are doing in the thought section.
3. An action should be a single command from the

COMMANDS section.
4. Do not include more than one command in the action.

Here is an example output:
THOUGHT:
First I’ll start by running the test to reproduce the

issue.
ACTION:
‘‘‘tool_code
bazel test //some/target
‘‘‘

Command doc template

Command name: COMMAND_NAME
# COMMAND_NAME
## Description:
DESCRIPTION_TEXT
## Usage:
USAGE_TEXT
## Examples:
EXAMPLE_TEXT

Fig. 6: System and command documentation template for Passerine

those that fail before and pass after the ground-truth patch has
been applied.

After the bug has been confirmed, the framework reverts the
repository state to reflect only information available before the
ground-truth fix was produced.

Execution: During execution, the agent operates indepen-
dently, but the framework records agent-related events into a
structured log for offline analysis. Logs reflect events such as
commands issued by the agent and outputs obtained from the
environment, as well as information such as what files/lines
have entered the agent history (for localization analysis).
Importantly, our evaluation framework ensures, that during
command execution, there is no data leakage from future states
in the repository, e.g. code search results are limited to those
up to the commit preceding the ground-truth fix.

Cleanup: After the agent has finished its execution (either
through step budget exhaustion or issuing a finish command),
the framework once again patches in any necessary test files
and executes the bug reproduction test targets to confirm that
the agent’s changes to the repository state result in a successful
execution.

(Note that specifically the ground-truth test file is used to
evaluate the plausibility of agent fixes for human-reported
bugs; also, we do not evaluate agent modifications to test files,

leaving this to future work.)
At this point, the framework also records structured logs of

the execution, as well as evaluation reproduction information.

IV. EVALUATING AGENT-GENERATED REPAIRS

We evaluate Passerine on GITS-Eval considering dimen-
sions of overall patch correctness and trajectory dynamics.

Patch Correctness Consistent with prior APR work, we
distinguish between plausible and valid patches. In our work,
a plausible patch is defined as patch that enables successful
execution of the bug-reproducing test suite associated with
the repair task. A valid patch [19]–[21], in turn, is defined as
patch that implements a fix that is semantically equivalent to
the one in the ground-truth patch [22], [23]. In cases where
ground-truth patches include additional actions like adding or
modifying tests, we focus solely on whether the plausible
patch addresses the bug-fixing logic. (Generating regression
tests is beyond the scope of this evaluation.) We determine
this correctness through manual analysis performed by three
of the authors. During the process, one reviewer analyzed each
patch, consulting with the other two authors for assessment
of complex cases. In a practical deployment of Passerine,
patches could additionally be tested using Google’s internal
continuous integration platform, which runs extensive project-
specific tests. However, for our evaluation we focus on manual
grading of validity, as project-specific tests, like all testing, are
generally insufficient for establishing or rejecting equivalence.
Note that we do not evaluate the textual similarity of the
generated patches to the ground truths.

Trajectory Dynamics We analyze and compare Passerine’s
repair trajectories across several dimensions:

• Trajectory Strategies: We investigate the types and se-
quences of commands that Passerine employs during the
repair process. This helps us understand how the agent
approaches different bug types and whether there are
distinct patterns in its actions.

• Localization: We examine how effectively Passerine pin-
points the correct file(s) to modify by measuring the
filesystem distance between the files modified by Passer-
ine and the actual location of the ground truth bug fix.

• Trajectory Smells: We analyze the presence of potentially
suboptimal or unusual patterns within the trajectories,
which we refer to as “trajectory smells,” inspired by
code smells [24]. We consider four specific “smells”: (i)
NO_TEST_SMELL: trajectory does not include any test
execution commands (i.e., agent never confirmed the bug
nor tested the patch); (ii) NO_OP_CAT_SMELL: trajec-
tory contains instances where a file is re-read without any
intervening modifications to that file (i.e., agent made
an unnecessary read); (iii) CONSECUTIVE_SEARCH:
trajectory contains at least three code search commands
in a sequence (i.e., agent is repeatedly searching); (iv)
CONSECUTIVE_EDITS: trajectory contains at least 3
edits to the same file in a sequence (i.e., agent is repeat-
edly editing the same file);
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SAN TOD Human

% bugs with plausible patch 78% 68% 25.6%
% bugs with valid patch 62% 24% 17.9%
Avg LLM calls per trajectory 19.4 19.8 15.89
Avg input characters per LLM call 180K 136K 226K
Avg output characters per LLM call 418 431 367
% trajectories that ended early due to system error 0.7% 0.2% 0.26%

TABLE IV: Summary of correctness and LLM usage for Passerine
repairs.

V. RESULTS

We present the results on our evaluation set of 178 GITS-
Eval bugs, comprising 50 TOD bugs, 50 SAN bugs, and 78
human reported bugs. These bugs are drawn from the Phase
III bugs (see Section II) and reflect real Google bugs that are
not explicitly ruled to be outside of the scope of Passerine
capabilities (e.g., require multimedia) .

For all our experiments, we use Gemini 1.5 Pro (gemini-
1.5-pro-001) [25] as the LLM underlying Passerine. We use
Gemini out-of-the-box without any additional fine tuning.
LLM calls are performed with temperature = 0.2, and top p
= 0.95, and we sample the most-likely completion. Like
many generate-and-validate APR approaches [26], we perform
sampling: the agent is run for 20 (independent) trajectories,
where each trajectory proceeds for a maximum of 25 steps.
Code search results are limited to 5 file matches, where each
file match can contain several matching code snippets. As
discussed in Section III-B, Passerine uses the internal code
search, build/test, and filesystem tools available within Google.

A. Patch Correctness

A critical measure of Passerine performance is its ability to
produce both plausible and valid patches. We summarize our
findings in Table IV. We find that Passerine can effectively
generate at least one valid patch for a substantial fraction of
both machine-reported and human-reported bugs. LLM cost
has not yet been optimized; we leave this to future work.

Figure 7 provides further detail on patch plausibility and
validity as a function of samples. We observe that the gap
between plausibility and validity varies by bug type, as a
result of nuances in their testing behavior. TOD bugs, which
have the largest gap, are judged to be plausible if the test-
order dependence is removed under the original reproduction
circumstances, which specify a single ordering of tests that
exhibit test order dependency; however, this criterion may
be too lenient, and we may filter more solutions by trying
additional test orderings. For human bugs we find that the
opposite is true: the gap between plausible and valid patch
rates is small. We observe that for these cases the plausibility
criterion—the test contained in the ground-truth commit’s test
file(s), which the agent does not have access to—is a strict
criterion.
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(a) Mean cumulative plausible and valid patch generation based on ordered
trajectory samples.
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(b) Mean plausible@k and valid@k rates, both of which are order-independent
and influenced by fraction of samples that are plausible or valid, respectively.

Fig. 7: Success metrics over 20 trajectories per bug: Passerine can
produce at least one plausible patch for 68% of TOD bugs, 78%
of SAN bugs, and 25.6% of Human bugs. Manual annotation shows
24% of TOD bugs, 62% of SAN bugs, and 17.9% of human-reported
bugs have at least one valid patch.

Agent-based APR for Google bugs. Our experiments show
that Passerine can tackle bugs in Google’s enterprise-scale
setting, producing plausible and valid patches for both
human-reported and machine-reported bugs.

B. Observations

We now share three key observations from our experiments.

Agent strategies As described in Section III, we do not
provide any high-level guidance (or restriction) on what com-
mands Passerine can issue or in what order. As a result of
this freedom, we observe that Passerine can adopt different
strategies for different kinds of bug reports.

Figure 8 shows the frequency of commands by step index in
a trajectory, grouped by bug type. We find that early steps in
human-reported bugs are typically dominated by localization-
style operations like code_search and cat. In contrast, for
machine-reported bugs, which, as shown in Figure 2, include
bug reproduction information and guidance on the kind of
error, we find that Passerine often starts by running bazel (the
test building and running command). Later steps in machine-
reported bugs switch to include more edit commands. Thus,
the agent is effectively able to enter a de facto localization
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when most needed (for human-filed bugs), without explicitly
being constrained to do so, while it can also take other actions
(running tests, for machine-filed bugs) if they might yield more
useful information.

Additionally, we note that for SAN bugs, the first agent step
very often includes an invalid, but unnecessary, command (not
in our API) as a result of the content in the bug description,
which assumes access to all standard Google tooling compared
to our restricted set. However, Passerine adapts quickly and
recovers in step 2, where there are no further such commands.

Agent strategy. Despite the lack of high-level strategy guid-
ance (e.g. there is no state machine restricting commands
or per-bug-type prompt in our implementation), Passerine
adapts its strategy across bug types. This same flexibility
allows it to recover from incorrect commands.

Designing agent-informative bug reports To characterize
Passerine’s progress on cases where the system does not
produce a plausible patch, we consider whether the agent
at least identifies the correct files to edit. Specifically, we
compute the file-system distance between the files edited by
the agent and the ground-truth correct file locations, where
file-system distance is defined as the distance between two
nodes (files) in an n-ary tree (file system) .

Figure 9 shows that 53.8% of machine-reported bug tra-
jectories without a plausible patch edited the correct file,
compared to only 3.5% of human-reported bug trajectories
without a plausible patch. So while Passerine cannot produce
a plausible patch, it does a better job at file-level localization
for machine-reported bugs, which have rich bug reports (see
Figure 2) that include description, reproduction information,
and test expectations.

The fact that an agent like Passerine can exploit this
information in bug reports, combined with the expectation that
agents will become an increasingly-common part of developer
workflows, leads us to highlight implications for researchers
and practitioners designing bug reporting platforms. Incor-
porating nudges for human reporters to enrich reports with
the type of information found in machine-reported bugs (e.g.
bug reproduction guidance) can be a powerful design tool
to increase the effectiveness of agent-based APR, allowing
developers to focus their time on bugs that are truly out of
reach for current agent approaches.

Bug reporting. Passerine can produce higher fix rates (or if
it fails, can at least localize the fault to the right file more
often) when given richer bug reports. As agent-based repair
continues to gain traction, the community should consider
what nudges can be provided to human bug reporters to
increase the richness of their issues and put them within
reach of existing agent capabilities.

Trajectory analysis Performing granular inspection of Passer-
ine trajectories revealed interesting opportunities for additional
optimization. One such opportunity consists of identifying

Trajectory Smell Human SAN TOD

Failing Passing Failing Passing Failing Passing

NO OP CAT SMELL 0.44 0.22 0.70 0.53 0.60 0.54
NO TEST SMELL 0.66 0.13 0.01 0.00 0.01 0.00
CONSECUTIVE SEARCH 0.67 0.33 0.41 0.10 0.31 0.18
CONSECUTIVE EDIT 0.21 0.18 0.63 0.29 0.68 0.32

TABLE V: Smell incidence for Passerine trajectories varies across
bug type and resulting patch plausibility.

(and pruning) degenerate agent trajectories, which display
clear misbehaviors. Table V shows the incidence of two basic
properties that signal such degenerate behavior. Trajectories
without testing (NO_TEST_SMELL) suggest the agent does
not know where to start or how to confirm fixes – this
is observed in human bugs. Interestingly, we also find that
more subtle behaviors, such reading a file that is already in
the agent’s context (NO_OP_CAT_SMELL), correlates with
failures. Furthermore, we note that some trajectory dynamics
can reflect bug type and difficulty. Table V shows that human
bugs are more likely to perform repeated consecutive searches
(CONSECUTIVE_SEARCH), likely due to the lack of informa-
tion contributing to localization challenges as discussed previ-
ously. Both SAN and TOD trajectories, in contrast, are easier
to localize and the agent is more likely to perform repeated
edits on the same file (CONSECUTIVE_EDIT). As might be
expected, both of these smells correlate with bug difficulty and
so we observe higher incidence in failing trajectories compared
to trajectories that generate a plausible patch.

Trajectory analysis. Analyzing agent trajectories in detail,
such as identifying repeated misbehaviors, can expose oppor-
tunities for optimizations, some of which, with little effort,
could lower reviewer burden.

VI. DISCUSSION

We now discuss ongoing challenges, possible mitigations,
and some deployment considerations, all staying within the
general framework that we established for Passerine.

A. Challenges and Possible Mitigations

• Context size: Due to verbose outputs (e.g. test logs, large
source code files), and Passerine’s append-only history,
the agent’s prompt to the LLM can exceed even large
context windows (e.g., 2M tokens). We plan to explore
possible mitigations including a SWE-Agent-style sliding
window which elides the outputs of steps beyond the last
n; the use of an LLM to summarize history; and sub-
agents with their own, self-contained, history.

• Bug reproduction: Machine-reported bugs, like those
produced by SAN or TOD, typically include some bug
reproduction information. We observe that the agent
typically uses this information to reproduce the bug as
one of its first steps. In contrast, human-reported bugs
include reproduction information at much lower rates. As
a result, the agent must first figure out how to expose the
bug. We have found that this is itself an interesting area
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Fig. 8: Passerine’s trajectory distributions differ substantially when applied to bugs of different types, demonstrating both the distributional
differences in the information provided by each bug type and the agent’s ability to adapt its behavior to the available information.
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Fig. 9: Average file-system distance, defined as distance between
two nodes (files) in an n-ary tree (file-system), between the agent
edited files and the ground-truth files for trajectories where Passerine
does not produce a fail-to-pass (i.e., not plausible). Passerine can
more effectively localize machine-reported bugs as a result of their
detailed bug descriptions.

of research, and one that would allow the agent to more
effectively perform localization/editing. As a result, we
have an ongoing project investigating the ability of an
agent to generate bug-reproducing tests.

• Agent tools: When we inspect agent responses that result
in a tool usage failure, we find that for some bugs
(particularly human bugs), the agent attempts to make
use of non-existent commands. One prominent example
is the agent attempting to use a print command to
pose a question to the user (despite not having interactive
capabilities). For example, in one run Passerine asks the
user “print(Please provide more context about the issue
with [...] What type of artifacts are missing?”. Similarly,
we observe Passerine can struggle to make progress on
bugs that would benefit from accessing documents/links
listed in the bug description and the agent explicitly
mentions “i should try to access it” (which we do not
support). We plan to extend Passerine’s command set
based on this observed behavior.

• Fault localization: We found that for human-reported
bugs, fault localization can be challenging – as reflected
by low rates of successful file-level localization for tra-
jectories that fail to produce a plausible patch. However,
we believe there is substantial room for improvement.
Currently, Passerine does not explicitly task the agent

with localization and instead allows the dynamic loop to
perform steps as necessary. In the future, iterative use of
code search might be able to provide better localization,
as has been argued in the AutoCodeRover [3] paper.
Furthermore, our current implementation of Passerine
does not exploit rich development histories which may
reflect similar past bugs and patches, which can be used
to further refine possible fault locations .

• Diversity of patches: Passerine currently samples trajecto-
ries independently. Recent work [27] showed that condi-
tioning LLM generation of patches on earlier generated
(and potentially validated or rejected) patches can help
diversify results in a guided fashion. We plan to explore
how more sophisticated sampling and search (e.g. beam
search) can improve Passerine’s performance.

B. Deployment Considerations

In an eventual deployment, Passerine may be presented
with bugs that are not within reach of its repair capabilities.
Executing Passerine to attempt to repair such bugs increases
compute costs unnecessarily. To mitigate this issue, we have
begun exploring repair abstention, analogous to abstention in
classification tasks, to enable Passerine to abstain from running
on bugs that it is unlikely to fix. The filtering criteria defined in
Section II can be used as a guide here, but note that, since the
ground-truth patch is not known for unsolved bugs, the same
criteria, which depend on properties of the patch, cannot be
applied directly. Therefore, applying the same filtering criteria
requires auxiliary prediction tasks and knowledge about how
similar bugs were solved in the past.

VII. THREATS AND LIMITATIONS

In this work, we focus on automated repair of bugs drawn
from Google’s internal repository. Other industrial settings
may have bugs that reflect different characteristics. However,
Google’s codebase is likely to share properties with other
large software providers. To create our GITS-Eval dataset we
relied on manual assessment of properties that could not be
automatically enforced (see Section II). To mitigate this risk,
we employed multiple annotators.

Importantly, we present Passerine as a proof-of-concept
for agent-based APR in an industrial setting. As a result,
we make no claims of how Passerine would fare on other
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benchmarks such as SWE-Bench. Passerine’s design is also
purposefully simple and it is possible improvements in both
plausible and valid patch generation rates would come from
a more-sophisticated design. Assessing the viability of such
improvements remains part of our future work. Finally, we
note that patch validity was assessed manually and is subject
to the usual challenges of such evaluation. To mitigate this
risk we employed multiple annotators for cases that were
considered ambiguous.

VIII. RELATED WORK

A. Characterizing bugs and patches in APR

Past work has characterized bugs in popular datasets used
in automated program repair and more broadly in open source
repositories. Sobreira et al [14] characterized the patches for
the popular Java-based program repair benchmark. Zhong et
al [28] explored bugs and their fixes in five large open source
projects. Similar to our GITS/SWE-Bench comparison, these
works measured patch size and spread. In contrast to their
work, we draw our bugs from GITS, reflecting real tasks
for Google developers, and these are multilingual (covering
Python, C++, Dart, Go, and Javascript/TypeScript).

B. Agent-based APR

SWE-Agent [2], which directly inspired the implementation
of Passerine, implements a ReAct-style loop with access to a
set of bash-style APIs as tools. In contrast to the fully dynamic
approach present in SWE-Agent, RepairAgent [4] presents
an agent whose actions are constrained by a state machine,
disallowing certain tool use sequences. AutoCodeRover [3]
is an agent-based repair system with tools that exploit
explicit program information, such as class/method-based
definition search and test-based information for localiza-
tion. SpecRover [8] augments AutoCodeRover by defining
a natural-language specification for the expected behavior at
each candidate repair location and introduces a patch review
agent. CodeR [5] decomposes APR into multiple subagent
tasks that are coordinated with a task graph created and re-
viewed by a “manager” agent. Similarly, AutoDev [6] employs
a multi-agent approach to tackle software engineering tasks
beyond program repair, such as test generation and general
code completion. MarsCode Agent [9] blends a dynamic, iter-
ative approach to program repair with a traditional generate-
and-validate pipeline in a multi-agent repair framework. Open-
Devin [7] — an open-source agent platform inspired by the
commercial Devin software engineering agent [29] — can
be used to build agent-based solutions for tasks in software
engineering and other domains.

Similarly to this body of work, Passerine is an agent-based
framework. However, our contribution is focused exclusively
on program repair. Like many of these approaches, Passerine
employs tools in a ReAct style and evaluates its performance
using a test-suite-based metric. Our current implementation is
aligned with the vision presented in SWE-Agent and exposes
a subset of the commands available to that agent. However,
in contrast to these systems, Passerine has been developed as

a proof-of-concept to tackle bugs in Google’s development
environment and as a result has been implemented to use
custom tools typically used by Google developers. As a result,
our contribution constitutes the first systematic study of an
agent-based APR system in a large industrial codebase.

C. LLM-based APR

Prior work has also explored the use of LLMs for fixing and
identifying bugs without the need for agents. AlphaRepair [30]
showed that LLMs could be used to perform zero-shot pro-
gram repair by framing fixing code as an in-filling task. Agent-
less [31] obtained results competitive with agent-based ap-
proaches on SWE-Bench by employing a fixed repair pipeline,
consisting of a hierarchical fault localization approach and
multi-patch generation paired with filtering and ranking of
patches. ChatRepair [27] made use of a conversational-style
repair, where the LLM incrementally gains information about
patch candidates that fail tests and plausible patch candidates
to generate more diverse and accurate patches. Zhang et al [32]
also showed that LLMs can be effectively fine-tuned and used
as fault localizers for real bugs.

Like these works, Passerine is also focused on APR, but
in contrast it is an agent-based system. Futhermore, Passerine
has been designed to tackle bugs within Google’s development
environment. Our current evaluation does not use a model
fine-tuned for repair nor do we provide meaningful few-shot
examples, beyond fixed examples in command APIs to explain
how a command is used.

IX. CONCLUSION

We present an investigation of the use of an agent-based re-
pair system tailored to Google’s internal software development
environment. We collected a benchmark set from Google’s in-
ternal issue tracking system. To establish floor for agent-based
APR performance on this benchmark, we developed Passerine,
a minimal agentic repair system with access to Google devel-
opment tools. We showed that Passerine’s minimal tooling and
basic ReAct-style prompting can successfully generate (with
20 trajectory samples) plausible patches for 73% and 25.6%
machine-reported and human-reported bugs, respectively, in
our evaluation set. Manual inspection showed that 43% and
17.9% of machine-reported bugs and human-reported bugs,
respectively, had at least one valid patch semantically matching
the ground truth. We also find that Passerine automatically
adapts its behavior to take advantage of the varying amounts
of information provided in machine- and human-reported bugs.
To place these results in context, we also studied how Google’s
environment can differ from those used in a popular open
source repair benchmark, with much larger and spread out
patches and with bug descriptions that contain fewer likely
code symbols.
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