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Abstract—As a ubiquitous deployment paradigm, integrating
microservice architecture (MSA) into edge networks promises
to enhance the flexibility and scalability of services. However, it
also presents significant challenges stemming from dispersed node
locations and intricate network topologies. In this paper, we have
proposed a topology-aware MSA characterized by a three-tier
network traffic model encompassing the service, microservices,
and edge node layers. This model meticulously characterizes
the complex dependencies between edge network topologies and
microservices, mapping microservice deployment onto link traffic
to accurately estimate communication delay. Building upon this
model, we have formulated a weighted sum communication delay
optimization problem considering different types of services.
Then, a novel topology-aware and individual-adaptive microser-
vices deployment (TAIA-MD) scheme is proposed to solve the
problem efficiently, which accurately senses the network topology
and incorporates an individual-adaptive mechanism in a genetic
algorithm to accelerate the convergence and avoid local optima.
Extensive simulations show that, compared to the existing deploy-
ment schemes, TAIA-MD improves the communication delay per-
formance by approximately 30% to 60% and effectively enhances
the overall network performance. Furthermore, we implement the
TAIA-MD scheme on a practical microservice physical platform.
The experimental results demonstrate that TAIA-MD achieves
superior robustness in withstanding link failures and network
fluctuations.

Index Terms—microservice, network topology, load balancing,
complex dependency, communication delay, link failure, network
fluctuation.

I. INTRODUCTION

With the proliferation of smartphones and internet-of-things
(IoT) devices [1], along with the widespread adoption of cloud
and edge computing and the explosive growth of digital content
and services, the scale of users and the resource demands for
network services have surged dramatically [2]. For instance,
ChatGPT reached over one billion monthly active users within
less than two months of its launch [3]. Currently, mobile
applications are increasingly focusing on being location-aware,
compute-intensive, and latency-sensitive [1, 4, 5]. Combined
with continuously growing user bases and increasing quality-
of-service (QoS) requirements, the limitations of cloud com-
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puting, which centralizes service operations in the cloud,
are gradually becoming apparent [6, 7]. Edge computing has
emerged as an advanced computing paradigm that enables the
deployment of computing and storage resources closer to users,
significantly improving real-time performance and reducing
data traffic costs [8–11]. To fully utilize computing resources,
edge computing must reallocate hardware and software re-
sources via virtualization technologies to serve multiple users
on the same hardware [12]. Nevertheless, compared to central-
ized cloud networks, edge networks face tougher challenges in
terms of user mobility, device heterogeneity, limited resources,
and geographically dispersed edge nodes [13–15]. Moreover,
commonly used virtualization technologies based on virtual
machines (VMs) are impractical for edge environments due to
their high resource overhead, slow startup times, and complex
deployment and migration processes [16, 17].

To alleviate the above issues, a more distributed and service-
oriented application architecture [18, 19], microservice archi-
tecture (MSA), has recently emerged as a potential enabler for
flexible service deployment in distributed scenarios [14, 20–
24]. In MSA, complex monolithic applications are decomposed
into multiple logically distinct, mutually complementary, and
single-function microservices, which cooperate with each other
to provide combined functionality [14, 19, 25]. This approach
offers significant flexibility, robustness, and scalability for the
deployment of distributed services. Each microservice in MSA
can be independently developed, upgraded, and deployed using
different programming languages, thus effectively addressing
the scalability, maintenance, and team collaboration issues
inherent in traditional monolithic applications [26]. Currently,
many internet giants such as Amazon, Netflix, and eBay have
extensively exploited MSA, and their research and development
progress reports claim the effectiveness of MSA [27]. For
instance, Amazon emphasized in [28] that MSA can achieve
more controllable and faster production, easily expand comput-
ing resources, reduce unit complexity, and create more scalable
development teams. In addition, microservices are typically
deployed using lightweight virtualization technologies like
containers [29], which leads to faster deployment and startup,
lower resource consumption, and greater compatibility, and
can be flexibly deployed on resource-constrained, platform-
heterogeneous edge or fog devices [30]. Consequently, de-
veloping MSA-based service deployment approaches for edge
networks is expected to enhance the flexibility and scalability
of services, becoming one of the mainstream technologies for
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Fig. 1: Complex dependencies among microservices. (a) Microser-
vice invocations for services. (b) Invocations among microservice
instances.
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Fig. 2: The impacts of microservice deployment schemes on the QoS
of services. (a) Microservice Invocations. (b) Deployment Scheme 1.
(c) Deployment Scheme 2.

service deployment.

A. Motivations and Challenges

Although MSA is anticipated to provide finer-grained de-
ployment schemes for edge networks, enhancing flexibility and
scalability, and speeding up application development cycles,
the development of microservices in edge networks still en-
counters numerous stringent challenges.

1) Complex microservice dependencies in edge networks
with geographically dispersed nodes: The geographical disper-
sion of edge nodes necessitates complex topology forwarding
for inter-device communications, which is exacerbated by the
limited and unstable link bandwidth, resulting in significant
differences in communication delay and bandwidth occupancy
across different nodes [13, 14]. In addition, microservices in
MSA typically have complex dependencies [31], as illustrated
in Fig. 1, where Mi represents a type of microservice and Mi,j

denotes the j-th instance of Mi. Fig. 1 (a) shows that fulfilling
a service requirement usually necessitates the collaboration of
multiple microservices, with various services potentially shar-
ing the same type of microservice. As shown in Fig. 1 (b), each
type of microservice can have multiple instances with complex
invocation relationships among them. Consequently, compared
to traditional monolithic applications, MSA demands greater
communication requirements and exhibits more intricate inter-
instance relationships. This complicates traffic analysis be-
tween edge nodes, and existing work lacks effective analysis
models [20, 22, 32]. In this regard, an effective topology-
aware microservice deployment model is necessitated to map
microservice deployments onto edge nodes’ link traffic, thereby
accurately characterizing the complex edge network topology
as well as inter-microservice dependencies.

2) Difficulties of implementing optimal microservice deploy-
ment in edge networks: The essence of microservice deploy-
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Fig. 3: An example of bandwidth collision in edge networks.

ment involves shared resource allocation and communication
overhead, which directly impacts the QoS of microservice-
based applications [20]. As illustrated in Fig. 2, the impacts of
microservice deployment schemes on the QoS of services are
presented. In Fig. 2 (a), the microservice invocations required
for a specific service are depicted, where the node labels
represent the microservice types and the arrow labels indicate
the order of execution for the request or response. Fig. 2 (b)
and Fig. 2 (c) show two different deployment schemes for
the microservice invocations described in Fig. 2 (a), where
node labels represent the deployed microservice types and the
connecting line labels denote the inter-node communication
delay (in ms). Compared to deployment scheme 1, deploy-
ment scheme 2 significantly reduces communication delay by
collocating frequently interacting microservice instances on
the same or nearby computing nodes. In particular, based on
the microservice invocations depicted in Fig. 2 (a), from the
moment a user request is received at the user-access node A
to the moment a user response returns to node A, the total
communication delays generated by deployment schemes 1 and
2 are 46 ms and 22 ms, respectively. Moreover, deployment
scheme 2 deploys instances of microservice 2 on both comput-
ing nodes D and F, which allows microservice 1 on computing
node D to invoke microservice 2 locally, thereby avoiding
cross-node communication and reducing communication delay
and overhead [33].

The aforementioned analysis highlights that a well-designed
microservice deployment scheme in distributed edge networks
can remarkably conserve network resources and reduce com-
munication delay. Due to the limited computing capacity of
edge nodes, multiple microservice instances are usually de-
ployed across distributed nodes to meet the QoS requirements
of applications and avoid single points of failure [33, 34],
which can effectively combat cross-node communication and
further reduce communication delay and overhead [33]. What’s
more, deploying multiple instances on the same edge node
may lead to resource contention, and allocating more resources
to one microservice may slow down the operation speed of
other microservices [20]. As a result, microservice deployment
optimization must be dynamically adjusted according to service
load since microservices compete for resources with each
other, and the QoS of the service is affected by almost all
microservices.

3) The prerequisite of optimal microservice deployment ne-
cessitates establishing an effective traffic analysis model:
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In edge networks with massive services and users, some
links carry multiple service traffic concurrently, leading to
competition for network resources [20]. Fig. 3 illustrates the
bandwidth collisions of service traffic in edge networks, where
two types of services are realized through mutual invocation
among various microservices. Both service 1 and service 2
need to invoke microservice 4 and microservice 5, resulting
in bandwidth collisions as their traffic inevitably crosses the
link marked with the red star in Fig. 3. Therefore, optimizing
microservice deployment necessitates an effective traffic anal-
ysis model to accurately capture complex microservice depen-
dencies and network topologies. However, this is extremely
difficult. Existing studies usually simplify edge networks by
considering the bandwidth and delay between nodes as fixed
values, which fails to fully incorporate network topology and
ignores the impact of deployment schemes on link bandwidth,
resulting in lower-than-expected communication capacity be-
tween instances and even congestion [20, 31, 35]. Furthermore,
most studies focus only on simulation validation and lack
actual physical platform verification, which ignores the fea-
sibility of microservice deployment schemes deployed in real
systems and leads to inaccurate estimation of link bandwidth.
Therefore, implementing and validating the performance of
deployment schemes in actual physical validation platforms is
essential for optimal microservice deployment schemes in edge
networks with intricate topologies [13, 23, 24, 36].
B. Main Contributions

To effectively overcome the aforementioned challenges, we
have proposed an innovative topology-aware MSA, which
incorporates a three-tier network traffic analysis model. Then,
we have formulated a weighted sum communication delay
optimization problem that aims to improve delay performance
by optimizing microservices deployment. To effectively tackle
this problem, we have developed a novel topology-aware
and individual-adaptive microservices deployment (TAIA-MD)
scheme. Extensive simulations and physical platform valida-
tions demonstrate the superior performance of our proposed
TAIA-MD scheme. The primary contributions of this paper
are summarized as follows:

• For the first time, we have proposed an innovative
topology-aware MSA, which features a three-tier network
traffic analysis model comprising the service, microser-
vice, and edge node layers. This model meticulously
captures the complex inter-microservice dependencies and
edge network topologies by mapping microservice de-
ployments onto edge nodes’ link traffic to accurately
estimate the communication delay.

• Building upon this model, we have formulated a weighted
sum communication delay optimization problem that con-
siders the load conditions of services, aiming to im-
prove delay performance through optimizing microser-
vices deployment. To address this intractable problem,
we have developed a novel microservice deployment
scheme named TAIA-MD, which customizes the deploy-
ment scheme by sensing network topologies and incor-
porates an individual-adaptive mechanism in the genetic
algorithm (GA) to accelerate the convergence and avoid
local optima.

• Extensive simulations demonstrate that TAIA-MD can re-
duce communication delay by approximately 30% to 60%
compared to existing deployment schemes in bandwidth-
constrained and topology-complex edge networks. More-
over, physical platform experiments further show the supe-
rior robustness of the TAIA-MD in effectively combating
link failures and network fluctuations.

The remainder of this paper is organized as follows. In
Section II, we provide an in-depth literature review of relevant
studies. The topology-aware MSA is introduced in Section III.
Section IV formulates and solves the weighted sum communi-
cation delay optimization problem. The results and analysis of
simulations and physical verifications are provided in Section
V. Finally, Section VI concludes this paper and discusses future
directions.

II. RELATED WORKS

In this section, we first review earlier literature primarily
focused on microservice deployments centered around cloud
environments. Then, we comprehensively summarize and ex-
amine the latest microservice deployment schemes in edge
networks. Finally, we identify limitations related to the afore-
mentioned challenges from these literature reviews.
A. Deployment Schemes Centered around Cloud Environments

Due to the highly decoupled nature of MSA, implementing a
certain service usually requires close collaboration among nu-
merous microservices [37, 38]. However, deploying hundreds
or thousands of microservice instances on resource-constrained
servers presents a formidable challenge [13, 23, 24, 38, 39].
Research on microservice deployment schemes is always of
paramount importance. Early studies on microservice deploy-
ment primarily centered around cloud environments [40–42].
In [40], the authors have considered resource contention and
deployment time among microservices, and proposed a parallel
deployment scheme to aggregate microservices that compete
for as diverse resources as possible, thereby minimizing in-
terference in resource-constrained cloud systems. To alleviate
the enormous pressure brought by the scale of microservices
on cluster management in cloud computing, the authors in
[41] have developed a topology-aware deployment framework
that leverages a heuristic graph mapping algorithm to capture
the topological structure of microservices and clusters, thereby
minimizing network overhead for applications. In order to
mitigate communication delays caused by intricately interde-
pendent microservices, the authors in [42] have explored a
novel deployment scheme that leverages the fine-grained and
comprehensive modeling of microservice dependencies.
B. Latest Deployment Schemes for Edge Networks

Microservice deployment in edge networks is receiving
increasing attention due to the flourishing development of
latency-sensitive services, as well as advancements in edge or
fog computing techniques. In [20] and [43], the authors have
proposed a novel MSA called Nautilus to deploy microservice
instances in the cloud-edge continuum effectively. This MSA
adjusts instance placement and achieves load balancing by
migrating containers from busy nodes, thereby ensuring the
required QoS under external shared resource contention. To
mitigate the impact of network load and routing on service
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Fig. 4: Topology-aware microservice deployment architecture.
reliability, in [44], we have proposed a network-aware service
reliability model that effectively captures the correlation be-
tween network state changes and reliability. In addition, we
have designed a service reliability-aware deployment algo-
rithm, which leverages shared path reliability calculation to
improve service failure tolerance and bandwidth consumption.
In [45], the authors have studied an optimal microservice
deployment scheme to balance layer sharing and chain sharing
in resource-constrained edge servers. This scheme effectively
addresses the challenges of microservice image pull delay and
communication overhead minimization.

C. Limitations of Literature Reviews

Although current research reveals valuable insights into
microservice deployment in edge networks, it seldom accounts
for the tangible impact of edge environments and resource con-
tention [13, 20, 23, 24, 37–45]. The widespread distribution of
edge devices and nodes, multi-hop forwarding characteristics
of inter-node communications, and the complex intrinsic de-
pendencies among microservices make accurate traffic analysis
modeling a mystery [20, 31, 35]. Concurrently, the coexistence
of multiple flows on numerous links sparks resource com-
petition, leading to significant variations in link performance
across deployment strategies. Moreover, improper deployment
might overwhelm links, drastically degrading data transfer rates
and increasing service delays. Nevertheless, prevailing studies
typically simplify traffic analysis by disregarding the dynamic
nature of network topology, node bandwidth, and delay [35].

III. TOPOLOGY-AWARE MICROSERVICE ARCHITECTURE
FOR EDGE NETWORKS

As illustrated in Fig. 4, we propose an innovative topology-
aware microservice architecture characterized by a three-tier
network traffic analysis model, including service layer invoca-
tion model, microservice layer data model, and edge-node layer
traffic model. This model maps microservice deployments onto
edge nodes’ link traffic to meticulously capture the complex
inter-microservice dependencies and edge network topology.
Let Wk and Np indicate the k-th type of service and the
p-th node, respectively, where k ∈ K ≜ {1, · · · ,K} and
p∈P≜ {1, · · · , P}. The i-th type of microservice is denoted
as Mi, where i ∈ I ≜ {1, · · · , I}. Let Mi,a denote the a-th
instance of Mi, where a∈Ai ≜{1, · · · , Ai} and Ai is the set
of instances for Mi.

For example, consider microservice instances deployed
across five computing nodes N1∼N5. Notably, our proposed

microservice architecture is not limited to this example. In-
stead, it is designed with broad applicability. As shown in Fig.
4, when W1 is requested, microservices will be invoked in
the order M1→M2→M4→M5. One possible sequence of
instance invocations at the microservice layer can be denoted
as M1,1 → M2,1 → M4,1 → M5,2, which are deployed on
nodes N1, N3, and N4. In this case, the core of minimizing
communication delay in service execution at the edge-node
layer rests with how to optimize the deployment locations of
microservices in the microservice layer.

A. Service Layer Invocation Model

First of all, we introduce the service layer invocation model.
To facilitate clarity, we illustrate it with a specific example. As
shown in Fig. 5, we examine a particular service invocation
executing the service Wk, k∈K. The labels inside each node
indicate the type of microservice, while the labels on each
arrow represent the execution order of requests or responses. In
edge networks, users access the network through their nearby
user-access nodes. In particular, user’s requests first arrive at
the user-access nodes and are then forwarded to the appropriate
computing nodes based on the deployment scheme. To de-
scribe the process of user requests transitioning from the user-
access node to the first microservice, we introduce a special
microservice type M0 called the virtual head microservice that
is occupancy-free of any computational resources.

Let Fi,j and Ri,j , i, j ∈ I, i ̸= j indicate a request and
response from Mi to Mj during the execution of service Wk,
respectively. In this case, the microservice invocation of service
Wk presented in Fig. 5 can be formulated using multiset as
follows:

Wk =⇒
{
F0,1, F1,2, R2,1, F1,3, F3,4, F4,2, R2,4, F4,5, F5,7,

R7,5, F5,6, R6,5, R5,4, F4,2, R2,4, R4,3, R3,1, R1,0

}
=⇒

{
F0,1, F1,2, F1,3, F3,4, 2F4,2, F4,5, F5,6, F5,7,

R2,1, 2R2,4, R3,1, R4,3, R5,4, R6,5, R7,5, R1,0

}
.

(1)
We define Fk as the request matrix for Wk, where F k

i,j ∈ Fk

represent the number of requests from Mi to Mj during the
execution of service Wk. Thus, Fk can be given by

Fk =



0 1 0 0 0 0 0 0
0 0 1 1 0 0 0 0
0 0 0 0 0 0 0 0
0 0 0 0 1 0 0 0
0 0 2 0 0 1 0 0
0 0 0 0 0 0 1 1
0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0


. (2)

Similarly, the response matrix of service Wk can be defined
by Rk = (Fk)

T.

B. Microservice Layer Data Model

Each type of microservice is usually equipped with multiple
instances, and this paper considers scheduling them using the
Round Robin method. Thus, the likelihood of each instance
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Mi,a for microservice Mi being invoked is the same and can
be given as follows:

PMi,a =
1

|Ai|
,∀i ∈ I\ {0} , a ∈ Ai. (3)

For the case of i = 0, it depends on the service arrival rate at
each user-access node, which will be explained in detail later.

Let P k
Mi,a

denote the probability of selecting instance Mi,a

when invoking microservice Mi during the execution of service
Wk, where i ∈ I, k ∈ K, a ∈ Ai. Let F k

Mi,a,Mj,b
represent

the average frequencies instance Mi,a requests instance Mj,b

during the execution of service Wk, then we have

F k
Mi,a,Mj,b

= F k
i,jP

k
Mi,a

P k
Mj,b

, a ∈ Ai, b ∈ Aj , i ̸= j. (4)

Let Dreq
i,k indicate the average requested data size when

Mi invokes Mj , and F̃ k
Mi,a,Mj,b

denote the average data size
requested by instance Mi,a from instance Mj,b during the
execution of service Wk. Then we can obtain that

F̃ k
Mi,a,Mj,b

= Dreq
i,k F k

Mi,a,Mj,b
. (5)

Similarly, let Rk
Mi,a,Mj,b

indicate the average frequencies
that the instance Mi,a responds to instance Mj,b when Wk

is invoked, where i, j ∈ I, a ∈ Ai, b ∈ Aj . The average data
size per invocation from Mi to Mj and from Mi,a to Mj,b can
be expressed as Dres

i,j and R̃k
Mi,a,Mj,b

, respectively. Since the
request and response processes correspond to each other, we
can obtain that

Rk
Mi,a,Mj,b

= F k
Mj,b,Mi,a

, (6a)

R̃k
Mi,a,Mj,b

= Dres
i,j R

k
Mi,a,Mj,b

. (6b)

C. Edge-Node Layer Traffic Model

The edge-node layer comprises three types of nodes: user-
access nodes for processing user requests, routing nodes for
data forwarding, and computing nodes for deploying and
executing microservices. All nodes can be represented as set
N , with user-acess nodes as set Nacc, routing nodes as set
Nrou, and computing nodes as set Ncmp. In this case, we
have N ≜ Nacc ∪Nrou ∪Ncmp. We consider service requests
arriving at each user-access node follow a Poisson distribution.
If the Poisson parameter for Wk at user-access node Np ∈ Nacc

is λk
p , then the Poisson parameter for the request of service Wk

in the edge-node layer can be expressed as

λk =
∑

Np∈Nacc

λk
p. (7)

The computing node for deploying instance Mi,a can be
represented as Li,a ∈ Ncmp. For instances of the virtual
head microservice M0, the invocation probability of invoking

instance M0,c during the execution of service Wk can be given
by

P k
M0,c

=
λk
L0,c

λk
, c ∈ A0. (8)

In this case, once microservice Mi is invoked during the
execution of Wk, the invocation probability of the instance
Mi,a can be denoted as follows:

P k
Mi,a

=


λk
L0,a

λk , if i = 0, a ∈ A0,
1

|Ai| , if i ̸= 0, a ∈ Ai.
(9)

Given any two nodes Np, Nq ∈ N , we define the traffic
that directly flows from Np to Nq without any forwarding as
the direct traffic Sp,q . If nodes Nx and Ny are two adjacent
nodes, then the traffic of all types, including forwarding traffic
flowing this link, can be defined as the total traffic, represented
by S̃x,y . Let Qp denote the set of instances deployed on node
Np, p ∈ N , then the direct traffic between any two nodes Np

and Nq during a single execution of Wk can be represented as

Sk
p,q =

∑
Mi,a∈Qp

∑
Mj,b∈Qq

(
F̃ k
Mi,a,Mj,b

+R̃k
Mi,a,Mj,b

)
,∀k ∈ K.

(10)
Then, the direct traffic from Np to Nq in unit time can be

represented by

Sp,q =
∑
k∈K

λkSk
p,q. (11)

We use Up,q to represent the routing path from Np to Nq ,
where p, q ∈ N . Given any two adjacent nodes Nx and Ny ,
if the directly connected link between them is one hop of the
routing path Up,q , then we can denote it as ⟨Nx, Ny⟩ ∈ Up,q .
The total traffic from Nx to its adjacent nodes Ny can be
expressed as

S̃x,y =

|N |∑
p=1

|N |∑
q=1

{
Sp,q, if ⟨Nx, Ny⟩ ∈ Up,q else 0

}
, (12)

where (12) reveals that when traversing the routing path Up,q ,
if the direct traffic from Np to Nq is Sp,q , and Nx to Ny is
one hop of Up,q , then the total traffic between Nx and Ny is
incremented by Sp,q .

D. Communications Delay Analysis Model

To address the issue of multiple service traffic flows sharing
link bandwidth, this paper leverages queuing theory to analyze
available link bandwidth. We exploit the M/M/1 queuing model
to model the data packet transmission process between any two
adjacent nodes Nx and Ny . Let the packet size be s kB, the
bandwidth from Nx to Ny be Zx,y Mbps, the packet arrival
rate from Nx to Ny be λx,y Mbps, and the service rate of the
link be µx,y Mbps. The average sending time for each packet
between Nx and Ny can be expressed as

T pkg
x,y =

1

µx,y − λx,y
. (13)

The average available bandwidth of the directly connected
link from Nx to its adjacent node Ny can be represented by
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Z′
x,y =

s

T pkg
x,y

= s×
(
µx,y − λx,y

)
= s×

(
Zx,y

s
− S̃x,y

s

)
= Zx,y − S̃x,y.

(14)

Given any two adjacent nodes Nx and Ny , the propagation
delay between them is represented as Vx,y . Assume full-duplex
communication method among nodes, the total propagation
delay between any two nodes Np and Nq can be expressed
as follows:

Ṽp,q =
∑

⟨Nx,Ny⟩∈Up,q

Vx,y. (15)

Let Zp,q
min denote the minimum available bandwidth among

all paths from Np to Nq . Ignoring the forwarding time at in-
termediate nodes, the average communication delay TMi,a,Mj,b

for instance Mi,a to send requests to instance Mj,b can be
calculated as

TMi,a,Mj,b
=

ṼLi,a,Lj,b
+

Dreq
i,j

Zmin
Li,a,Lj,b

, if Li,a ̸= Lj,b,

0 , if Li,a = Lj,b,
(16)

where Li,a, a ∈ Ai and Lj,b, b ∈ Aj represent the comput-
ing nodes where Mi,a and Mj,b are deployed, respectively.
Similarly, the average communication delay for Mi,a to send
responses to Mj,b can be given as follows:

T ′
Mi,a,Mj,b

=

ṼLi,a,Lj,b
+

Dres
i,j

Zmin
Li,a,Lj,b

, if LMi,a ̸= LMj,b
,

0 , if LMi,a = LMj,b
.

(17)
Therefore, the average communication delay for each exe-

cution of service Wk can be expressed as

Tk =

|I|∑
i=0

|Ai|∑
a=1

|I|∑
j=0

|Aj |∑
b=1

(
F k
Mi,a,Mj,b

TMi,a,Mj,b

+Rk
Mi,a,Mj,b

T ′
Mi,a,Mj,b

)
, ∀i ̸= j, k ∈ K.

(18)

Due to the various delay requirements of different service
types, we employ the weighted sum of the average commu-
nication delays for each type of service to indicate system’s
overall average communication delay, which can be expressed
as follows:

T =
∑
k∈K

θkTk, (19)

where θk ∈ Θ ≜ {θ1, · · · , θK} denotes the weight of service
Wk, k ∈ K.

IV. PROBLEM FORMULATION AND SOLUTIONS

In this section, we aim to minimize the weighted-sum of
average communication delay by optimizing the microservice
deployment scheme L ≜ {Li,a}i∈I,a∈Ai

of microservice
instances, where Li,a indicates the computing node where mi-
croservice instance Mi,a is deployed. Based on the discussion
in Sec. II A−D, we can formulate the minimization problem
as follows:

P1 : min
{Li,a}i∈I,a∈Ai

T =
∑
k∈K

θkTk, (20a)

s.t.
∑

Mi,a∈Mp

Ci ⩽ Cp, ∀Np ∈ N , (20b)

∑
Mi,a∈Mp

Bi ⩽ Bp, ∀Np ∈ N , (20c)

S̃p,q ⩽ Zp,q, ∀q ∈ Np, ∀p ∈ N , (20d)

where Mp and Np represents the sets of all instances of
microservices deployed and the nodes adjacent to node Np, p ∈
N , respectively. Ci and Bi indicate the computational and
memory resources required to deploy the instance of mi-
croservice Mi on node Np, respectively. Constraints (20b)
and (20c) guarantee that the total computational and memory
resources required by the microservice instances on each node
do not exceed the node’s CPU count and memory capacity,
respectively. Constraint (20d) ensures that the traffic on each
link does not exceed its bandwidth limit.
A. Proposed Solution

Due to the numerous microservices and nodes, it is ex-
tremely challenging to efficiently tackle the optimal solution
of the original problem P1 leveraging traditional convex opti-
mization methods. To this end, we first introduce 0-1 variables
to transform P1 into a nonlinear 0-1 programming problem.

1) Problem Transformation: Generally, to guarantee the
availability of services in edge networks, instances of each
microservice should be deployed across multiple nodes. In this
case, we introduce binary variables Gp,i ∈ G to characterize
whether the instance of microservice Mi, i ∈ I is deployed
on node Np. Moreover, we use Mp,i to denote the instance
of microservice Mi located on node Np, thereby uniquely
identifying whether the instance of Mi is on Np ∈ N or not.
Then, (10) can be reformulated as follows:

Sk
p,q =

∑
Mi∈M

∑
Mj∈M

Gp,iGq,j(F̃
k
Mp,i,Mq,j

+R̃k
Mp,i,Mq,j

). (21)

For the topology relationships, we introduce binary variable
Ix,yp,q ∈ Ip,q to indicate whether the path from node Np to node
Nq includes the hop between adjacent nodes Nx and Ny . Then,
(12) can be reformulated as follows:

S̃x,y =

|N|∑
p=1

|N|∑
q=1

Ip,qx,ySpq. (22)

Similarly, (15) can also be rewritten as follows:

Ṽp,q =
∑

Ix,y
p,q ∈Ip,q

Ix,yp,q Vx,y. (23)

Furthermore, (16) and (17) can be reformulated as follows:

TMp,i,Mq,j =

{
Ṽp,q +

D
req
i,j

Zmin
p,q

, if p ̸= q ∧ i ̸= j,

0 , else,
(24)

T ′
Mp,i,Mq,j

=

{
Ṽp,q +

Dres
i,j

Zmin
p,q

, if p ̸= q ∧ i ̸= j,

0 , else .
(25)

Finally, (18) can be can be transformed as follows:

Tk =

|I|∑
i=0

|N |∑
p=1

|I|∑
j=0

|N |∑
q=1

Gp,iGq,j

(
F k
Mp,i,Mq,j

TMp,i,Mq,j

+Rk
Mp,i,Mq,j

T ′
Mp,i,Mq,j

)
, i ̸= j.

(26)
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2) Problem Reformulation: As a result, the original problem
P1 can be equivalently transformed into the following form:

P2 : min
G:{Gp,i}i∈I,p∈N

T =
∑

Wk∈W
θkTk, (27a)

s.t.
|N |∑
p=1

Gp,i ≤ |Ai| , ∀i ∈ I, (27b)

|I|∑
i=1

Gp,i ≤ 1, ∀Np ∈ N , (27c)

|I|∑
i=1

Gp,iCi ⩽ Cp, ∀p ∈ N , (27d)

|I|∑
i=1

Gp,iBi ⩽ Bp, ∀p ∈ N , (27e)

Γ̃p,q ⩽ Zp,q, ∀q ∈ Np, ∀p ∈ N , (27f)

where (27b) and (27c) specify the constraints on the number
of microservice instances. In particular, (27b) ensures that the
total instances of microservice Mi across do not exceed |Ai|.
(27c) prevents multiple instances of Mi from being deployed
on the same node. Constraints (27d) and (27e) ensure that the
computational and memory resources required by the deployed
microservices Mi cannot exceed the total computational and
memory resources available on the node. Constraint (27f)
enforces the bandwidth constraint between node Np and its
adjacent nodes Nq .

B. Topology-aware and Individual-adaptive Microservice De-
ployment Scheme

Given a large number of microservices and nodes, effec-
tively tackling the nonlinear 0-1 programming problem P2
optimally within a constrained timeframe is challenging. While
the genetic algorithm (GA) offers a robust heuristic approach
for combinatorial problems, its inherent limitations of slow
convergence and suboptimal performance in specific scenarios
necessitate refinement. To address these shortcomings, we pro-
pose a novel topology-aware and individual-adaptive microser-
vice deployment (TAIA-MD) scheme. This scheme leverages
the perceived network topology to design the microservice
deployment scheme. Moreover, it incorporates an individual-
adaptive mechanism that enhances individual adaptability by
strategically initializing a select group of “super individuals”
within the GA population, thereby accelerating convergence
and avoiding local optima. As described in Algorithm 1, the
first part of our proposed TAIA-MD scheme encompasses four
aspects, as follows:

• Chromosome Encoding: We employ binary encoding,
where each chromosome consists of |I| genes, represent-
ing the deployment of |I| microservice types. The set
of computing nodes available for deployment is |Ncmp|.
Each gene is a binary string of length |Ncmp|, with a
value of ‘0’ or ‘1’ indicating whether the microservice
is deployed on the corresponding computing node or not.
In addition, the number of ‘1’s on each gene is consis-
tent with the number of instances of the corresponding
microservice type.

• Fitness Function: The fitness function measures the
quality of an individual in solving P2. To minimize the
average communication delay T , the fitness function is
defined as a sufficiently large number minus T . The
calculation of T is detailed in Algorithm 2.

• Genetic Operators: Genetic operators generate new in-
dividuals through selection, crossover, and mutation. For
the selection operation, we implement the tournament
method as our selection scheme. Specifically, two groups
of individuals are randomly sampled from the population,
with each containing Ym individuals. The fittest indi-
vidual from each group is then selected as the parent.
Following the selection operation, crossover operations
are performed on these selected parents. Each gene from
the parent has a probability of Yp to exchange two genes
if the chromosomes of both individuals are feasible after
exchanging. Subsequently, the offspring undergo mutation
with a probability of Yq , where bits are randomly flipped
to maintain chromosome feasibility. The process of selec-
tion, crossover, and mutation repeats until the offspring
population reaches the desired population size Yn.

• Termination Conditions: The algorithm has a maxi-
mum iteration count of Yk to ensure timely problem-
solving. Termination transpires upon reaching this thresh-
old or when individual fitness for Yi consecutive itera-
tions has no significant change, conserving computational
resources.

Algorithm 1: Topology-aware genetic algorithm
Input: Service set W; Microservice set M; Node set

N ; Population size Yn; Number of individuals
per group Ym; Gene crossover probability Yp;
genetic mutation probability Yq; Maximum
number of iterations Yk; Current number of
iterations Yi

Output: Optimal deployment scheme Gbest
1 Randomly initialize each individual I in the population

P;
2 for i← 1 to Yk do
3 foreach Individual I in P do
4 For the deployment scheme G of individual I ,

compute its time delay T ;
5 Updating the fitness of individual I;
6 end
7 Update the optimal scheme Gbest;
8 if The un-updated round of Gbest > Yi then
9 End the loop;

10 end
11 Create a collection of child individuals I′;
12 while |I′| < Yn do
13 Randomly select two groups of individuals,

each with the number of Ym;
14 Select the top two individuals with the highest

fitness from each group, IA and IB , as parents;
15 IA and IB undergo uniform crossover with

probability Yp, producing offspring I ′A and I ′B ;
16 Each gene on I ′A and I ′B undergoes mutation

with probability Yq;
17 Add I ′A and I ′B into I′;
18 end
19 Replace the population of individuals with I′;
20 end

Moreover, we implement an individual-adaptive mechanism.
This mechanism generates a select few “super individuals”
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Algorithm 2: Microservice Deployment Scheme Eval-
uation Algorithm

Input: Microservice deployment scheme G; Service set
W; Microservice set M; Node set N ; Service
rating weight set Θ

Output: System average communication delay T
1 Compute the propagation delay Ṽp,q between any

nodes;
2 foreach Service Wk in W do
3 Compute F k

Mi,a,Mj,b
and Rk

Mi,a,Mj,b
between any

two instances during one execution of Wk;
4 end
5 Compute the direct traffic Sp,q between any two nodes;
6 Compute the total traffic S̃x,y between any adjacent

nodes;
7 Compute the actual available bandwidth Z ′

x,y between
any adjacent nodes; Compute the minimum available
bandwidth Zmin

p,q between any nodes;
8 Initialize the system average communication delay T ;
9 foreach Service Wk in W do

10 Initialize the average communication delay Tk of
service Wk;

11 foreach Invoke Mi,Mj during the execution of
service Wk do

12 Denote the node sets of deploying Mi and Mj

as N i and N j , respectively;
13 foreach Np ∈ N i do
14 foreach Nq ∈ N j do
15 Compute TMi,a,Mj,b

and T ′
Mi,a,Mj,b

between the corresponding instances
on two nodes;

16 Tk += F k
Mi,a,Mj,b

TMi,a,Mj,b
+

Rk
Mi,a,Mj,b

T ′
Mi,a,Mj,b

;
17 end
18 end
19 end
20 T += θkTk;
21 end

during population initialization and endows them with adaptive
capabilities to accelerate algorithm convergence. Algorithm
3 introduces a low-complexity algorithm named greedy-based
time optimization algorithm to fine-tune deployment strategies
for these super individuals. By altering the traversal order of
services in line 3 of Algorithm 3, we can generate diverse
deployment schemes, ensuring the genetic diversity of super
individuals. To prevent the algorithm from getting trapped in
local optima, we strictly limit the number of super individuals.
Coupled with the tournament selection scheme, non-super
individuals still have a significant chance of being selected as
parents.

C. Computational Complexity Analysis

We first denote the maximum number of instances for each
type of microservice as X . Then the complexity for ran-
domly generating the deployment scheme in the initialization
phase can be calculated O (X |M|). In Algorithm 3, the
complexity of deploying each microservice instance based on
the invocation relationship is O (X |M| |N |). As illustrated in
Algorithm 1, each iteration involves generating a new popu-
lation and evaluating its fitness. As a result, the complexities
for selection, crossover, and mutation operations are O (Ym),
O (|M| |N |), and O (1), respectively, resulting in the com-
plexity for producing a new individual of O (Ym + |M| |N |).
The fitness evaluation in Algorithm 2 considers node-to-node

forwarding paths and microservice instance invocation relation-
ships, leading to a complexity of O

(
X2 |M|2

)
. Algorithm 2

may require up to Yk iterations, each producing Yn individuals
and evaluating their fitness. Compared to the iterative process,
the initialization phase’s complexity is negligible. As a result,
the proposed TASA-MD scheme has an overall computational
complexity of O

(
YkYn

(
Ym +X2 |M|2

))
, significantly im-

proving solving efficiency compared to the exponential time
complexity of the enumeration algorithm O

((
X |M|

)|N |
)

.

Algorithm 3: Greedy-based Microservice Deployment
Algorithm
Input: Service set W; Microservice set M; Node set

N .
Output: Microservice deployment scheme G.

1 Initialize microservice deployment scheme G;
2 Compute the communication delay between any two

nodes Np and Nq in N ; foreach Wk in W do
3 if Mi is not deployed then
4 Compute the average delay from each

computing node to all access nodes;
5 Deploy instances of Mi to |Ai| nodes with the

lowest average delay that meet the resource
requirements of Mi;

6 Update the remaining resources of the
corresponding computing nodes;

7 end
8 foreach Mi required by Wk do
9 if Mi is not deployed then

10 Denote the set of associated nodes deployed
with Mi frontend Mj as N ′;

11 Compute the average delay from each
computing node to the nodes in N ′;

12 Deploy instances of Mi to the |Ai| nodes
with the lowest average delay that meet
resource requirements of Mi;

13 Update the remaining resources of the
corresponding computing nodes;

14 end
15 end
16 end

V. PERFORMANCE EVALUATION
To comprehensively validate the superior performance of

the proposed TAIA-MD scheme, we have conducted extensive
simulations focusing on bandwidth resources, service arrival
rates, computing resources, and network topology. In addition,
to further demonstrate the effectiveness and practicality of
the TAIA-MD scheme, we have also carried out the actual
deployment on the previously developed microservice physical
verification platform called DMSA [46]. These evaluations
collectively confirm the robustness and adaptability of the
TAIA-MD scheme in both simulated and real-world envi-
ronments Notably, due to access restrictions on deployment
permissions on commercial platforms such as Amazon and
Netflix, our current performance evaluation, like most studies,
is independent of actual and commercial parameters..

A. Simulation Parameter Settings
In our simulations, we consider there are 50 types of

microservices, each with input and output data sizes ranging
from 10 KB to 100 KB, requiring 0.1 to 0.3 CPU units and 100
MB to 300 MB of memory per instance, typically deployed
in 3 to 5 instances. There are 10 service types with 5 ∼ 8
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microservice invocations and an arrival rate λk of 30 ∼ 50.
The edge network topology comprises 50 nodes, including 35
computing nodes, 10 routing nodes, and 5 user-access nodes.
Each link has a propagation delay of 10µs and a bandwidth of
100 Mbps. Microservice instances are deployed on computing
nodes, user requests arrive via user-access nodes, and routing
nodes handle data forwarding. Each computing node has 8 CPU
cores and 8000 MB memory. Notably, the simulation parameter
settings are randomly generated within a reasonable range with
reference to works [22, 31, 47] as well as the edge environment
characteristics.

Furthermore, since different network topologies can signifi-
cantly impact the performance of edge networks, for example,
links used by multiple routing paths may lead to bandwidth
shortages, in order to quantify this, we introduce the concept
of link forwarding load (LFL) to indicate how often a link
serves as the forwarding path in the network topology.

Definition 1. Link forwarding load (LFL): For any given Nx

and its adjacent node Ny , the link forwarding load between
them can be represented as Ox,y =

∑|N |
p=1

∑|N |
q=1 I

x,y
p,q . Let

E denote the set of edges in the network topology, then the
average link forwarding load of the network topology can be
represented as

Oavg =

∑|N |
x=1

∑|N |
y=1 Ox,y

|E|
. (28)

Topology 1 

1
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Average Link Forwarding Load: 12

1
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444 777
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666

Topology 2 

Average Link Forwarding Load: 15.33

Fig. 6: Example of LFLs for two different topologies.

Fig. 6 depicts the LFLs across two different topologies,
where edge weights signify LFLs calculated per Definition 1.
In Topology 1, all adjacent nodes have LFLs of 12, resulting
in an average LFL of 12. In Topology 2, links such as E2,4

and E4,7 bear higher routing tasks, leading to higher LFLs.
Despite both topologies having identical node and edge counts,
Topology 2 exhibits a higher average LFL, making it more
prone to bandwidth bottlenecks. In our simulation’s default
topology, the connections between nodes in the edge network
are based on the concept of the defined LFL. By adjusting
different LFLs, we can simulate various network topologies.
The default topology used in our simulations is shown in Fig.
7.

B. The Setup of Physical Verification Platform DMSA

DMSA is a decentralized MSA platform, and the biggest
difference from traditional centralized MSAs is that it sinks
the scheduling function from the control plane to edge nodes
[46]. In particular, DMSA has redesigned three core mod-
ules of microservice discovery, monitoring, and scheduling,
which achieve precise awareness of instance deployments, low
monitoring overhead and measurement errors, and accurate
dynamic scheduling, respectively. However, despite having a
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Fig. 7: Default topology used in the simulations.

comprehensive scheduling mechanism, DMSA has not yet
integrated microservice deployment optimization [46]. The
picture of the real-world physical verification platform DMSA
we constructed is shown in Fig. 8 (a).

In this paper, we have practically deployed the TAIA-MD
scheme on the DMSA platform and verified its effective-
ness and practicality. In particular, we exploit 6 Raspberry
Pi 4Bs, 5 Orange Pi 5Bs, and 6 Gigabit Ethernet
Switches to construct this edge network topology. This
network topology includes 17 nodes, namely 6 Gigabit
Ethernet switches as communication nodes, 3 Raspberry
Pi 4B as user-access nodes, and 9 computing nodes (4
Raspberry Pi 4B and 5 Orange Pi 5B). We have de-
signed three typical services: video services, download ser-
vices, and graphic-text services. These services are imple-
mented by 10 microservice instances 1. Video segments range
from 1 to 3 MB with a maximum wait time of 10 seconds.
Graphic-text pages are 0.5 to 1 MB with the same wait time,
while download files are 10 to 20 MB with a 100-second wait
time. If it times out, the service execution will be marked
as failed. Each test lasts for 40 minutes. To comprehensively
evaluate the network performance of the TAIA-MD scheme
deployed on the DMSA platform, we design two network
emergencies, as shown in Fig. 8 (b). ➀ Link 1 between Switch
1 and Node 3 is disconnected at the 10th minute and restored at
the 15th minute to simulate the computing node suddenly goes
offline. ➁ Link 3 between Switch 3 and Switch 5 is restricted
to 100 Mbps at the 30th minute and restored back to 1 Gbps at
the 35th minute to portray the network fluctuations. As shown
in Table I, we also test the performance of TAIA-MD under
high, medium, and low load conditions on the DMSA platform.

TABLE I: Arrival Rates of Different Services under Various Loads.

Load Condition Video Service Download Service Graphic-text Service

High Load 5 1 10
Medium Load 3 0.6 6
Low Load 1.5 0.3 3

C. Comparison Schemes in Numerous Simulations

To comprehensively validate the effectiveness of the pro-
posed TAIA-MD scheme, we compare it with four different

1 Notably, three user-access nodes generate requests for three types of services
at a specific arrival rate with loads evenly distributed.
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Fig. 8: The real-world physical verification platform of DMSA, (a)
practical platform of DMSA, and (b) logical topology of DMSA.
baseline schemes in simulations, as follows:

• Random Deployment Scheme (Random) [48]: Microser-
vice instances are deployed randomly on selected nodes
that meet resource requirements, generating the deploy-
ment scheme.

• Greedy-based Deployment Scheme (Greedy) [31]: This
scheme considers the complex dependencies among mi-
croservices, which are modeled as the chain structure
but ignoring the network topology. It only considers
the previous and next microservices in the invocation
chain when deploying each instance, selecting the best-
performing node after evaluating all possible nodes.

• GA-Based Deployment Scheme (GA) [49]: This scheme
takes into account the dependencies between microser-
vices and the bandwidth capacity of edge nodes but
overlooks the network topology. Since it also uses the GA,
comparing it with our proposed TAIA-MD scheme high-
lights the performance gains from incorporating topology
awareness.

• Non-Individual-Adaptive TAIA-MD Scheme (w/o, IA)
TAIA-MD: This variant of the proposed TAIA-MD
scheme omits the individual-adaptation mechanism to val-
idate the effectiveness individual-adaptation mechanism in
accelerating convergence and avoiding local optima.

D. Numerous Simulation Results

As illustrated in Fig. 9, we analyze the convergence per-
formance of the traditional GA, (w/o, IA) TAIA-MD, and
TAIA-MD schemes. Traditional GA converges quickly with
fewer iterations. This primarily stems from its oversight of the
edge network topology and individual adaptability, considering
fewer influencing factors, thus necessitating fewer conver-
gence iterations. Conversely, (w/o IA) TAIA-MD, which takes
into account network topology and bandwidth contention, is
more significantly impacted by deployment scheme variations,
necessitating a longer optimization period. Addressing these
issues, our proposed TAIA-MD scheme generates relatively
superior individuals and gene fragments during genetic ini-
tialization, facilitating rapid convergence. Numerical results
underscore that compared to (w/o, IA) TAIA-MD scheme, the
proposed TAIA-MD reduces the iteration rounds by approxi-
mately 50%, typically completing within 300 iterations. Fur-
thermore, the TAIA-MD scheme tackles the tardy convergence
issue of (w/o, IA) TAIA-MD, significantly enhancing algorithm
efficiency. Noteworthy is that although traditional GA exhibits
slightly faster convergence, its deployment schemes are far

inferior compared to (w/o, IA) TAIA-MD and TAIA-MD, as
will be detailed later.
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Fig. 9: Comparison of convergence performance among the proposed
TAIA-MD scheme and baseline schemes.

As depicted in Fig. 10, we compare the performance of
TAIA-MD against the baseline schemes across different link
bandwidths. In the scenarios with lower bandwidth, due to
certain link traffic exceeding available bandwidth, the Random,
Greedy, and GA schemes experience severe congestion and sig-
nificant delays. In contrast, (w/o, IA) TAIA-MD and TAIA-MD
can effectively reduce the delay by over 90% and competently
prevent congestion through optimized microservices deploy-
ment. As bandwidth scales up to 100 Mbps, the congestion
and delay issues for Random, Greedy, and GA schemes can be
significantly alleviated. Nonetheless, (w/o, IA) TAIA-MD and
TAIA-MD schemes still demonstrate remarkable performance
advantages. This primarily arises from their consideration of
the impact of microservice deployment on available bandwidth,
incorporating network topology and individual adaptation.
Compared to Greedy and GA, (w/o, IA) TAIA-MD reduces
delay by 73.1% and 39.3%, respectively. As the link bandwidth
further increases to above 150 Mbps, due to the available
bandwidth being much greater than the system requirement,
the actual available bandwidth between nodes approaches the
link bandwidth, and the impact of deployment schemes on
available bandwidth gradually weakens. Except for the Random
scheme, the performance gap between other schemes and (w/o,
IA) TAIA-MD and TAIA-MD gradually narrows to within
20%. Moreover, across diverse link bandwidths, TAIA-MD
improves delay performance by about 5% and convergence
performance by approximately 50% compared to (w/o, IA)
TAIA-MD scheme, which demonstrates the effectiveness of
the individual-adaptive mechanism, i.e., Algorithm 3.

Fig. 11 illustrates the performance of five schemes across
diverse service arrival rates. In scenarios with lower service
arrival rates, denoting low-load conditions, except for ran-
dom deployment, the performance differentials among these
schemes appear marginal. However, (w/o, IA) TAIA-MD and
TAIA-MD consistently exhibit the most superior performance.
As service arrival rates increase, the bandwidth requirements of
the system also increase accordingly. Compared with Random,
Greedy, and GA schemes, the advantages of (w/o, IA) TAIA-
MD and TAIA-MD become increasingly pronounced. This is
primarily because they have taken into account the impact
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Fig. 10: Performance comparison between TAIA-MD and baseline
schemes under different bandwidths.

of microservice deployments on available bandwidth. As the
service arrival rates increase, the burden borne by the links
of edge networks intensifies, thereby leading to the realm of
heightened network intricacies. Therefore, the proposed TAIA-
MD scheme that integrates topology awareness and individual
adaptability can fully utilize its advantages in these constantly
changing networks.

Fig. 11: Performance comparison between TAIA-MD and baseline
schemes under different service arrival rates.

Given sufficient memory resources, we adjust the computa-
tional resources on each node to evaluate the performance of al-
gorithms. As shown in Fig. 12, with limited CPU resources, the
flexibility of microservice deployment options is constrained,
which makes the crossover and mutation process difficult for
GA and (w/o, IA) TAIA-MD. In this case, Greedy and TAIA-
MD, with individual adaptability, demonstrate superior per-
formance. As computational resources increase, the flexibility
of microservice deployment options expands, enhancing the
performance of GA and (w/o, IA) TAIA-MD. When CPUs
exceed four units, they surpass microservice deployment re-
quirements, resulting in no significant performance changes for
all schemes. This reveals that dynamically adjusting computa-
tional resources based on microservice deployment results can
reduce resource overhead.

To thoroughly investigate the impact of network topology
on microservice deployment performance, we analyze the

delay performance of TAIA-MD and baseline schemes under
different average link forwarding loads, as shown in Fig. 13. As
the average link forwarding load increases, the competition for
bandwidth resources between microservices becomes more se-
rious, leading to higher system delay. Under high average link
forwarding loads, (w/o, IA) TAIA-MD and TAIA-MD exhibit
significantly better delay performance compared to Random,
GA, and Greedy, which demonstrates that (w/o, IA) TAIA-
MD and TAIA-MD effectively address bandwidth collision
in edge networks. Furthermore, although (w/o, IA) TAIA-
MD and TAIA-MD achieve similar delay performance, Fig.
9 has already demonstrated TAIA-MD’s superior convergence
performance.

Fig. 12: Performance comparison between TAIA-MD and baseline
schemes under different service arrival rates.

Fig. 13: Performance comparison between TAIA-MD and baseline
schemes under different network topologies.

Assume the delays for Scheme A and Scheme B are TA

and TB , respectively. Then, the performance improvement
percentage of Scheme A over Scheme B can be calculated
as TB−TA

TB
× 100%. As shown in Fig. 14, we present the per-

formance improvement percentage of TAIA-MD compared to
baseline schemes under varied bandwidths, service arrival rates,
computational resources, and average link forwarding loads. In
most cases, considering the effects of topology and traffic on
available bandwidth during deployment scheme calculation can
effectively reduce the system’s delay. TAIA-MD can decrease
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Fig. 14: Performance improvement percentage between TAIA-MD and baseline schemes under different (a) bandwidths, (b) service arrival
rates, (c) computational resources, and (d) network topologies.

system delay by approximately 30%-60% compared to other
baseline schemes assuming fixed link bandwidth. Remarkably,
in scenarios with low bandwidth, high service arrival rates,
and complex topologies, TAIA-MD significantly prevents link
congestion, providing substantial performance improvements.
Furthermore, as illustrated in Fig. 14 (c), TAIA-MD generally
suggests a performance gain of about 5% over (w/o, IA) TAIA-
MD. Importantly, with limited CPU resources, TAIA-MD per-
forms markedly better than (w/o, IA) TAIA-MD, which under-
scores TAIA-MD’s extraordinary performance with topology-
aware and individual-adaptive mechanisms for edge networks.

E. DMSA Platform Validation Results

For latency-sensitive services like video and graphic-text
services, we focus on analyzing the average delay performance
of the TAIA-MD scheme deployed on the DMSA platform.
As shown in Fig. 15, the average delay under various load
conditions reveals that the DMSA platform with the TAIA-
MD scheme (i.e., (DMSA, TAIA-MD) scheme) significantly
outperforms the standalone DMSA platform. Specifically, for
graphic-text services, the average delay improvement of the
(DMSA, TAIA-MD) scheme over standalone the DMSA

scheme is substantial, ranging from 31.13% under low loads to
38.51% under high loads. For video services, the performance
enhancement of average delay for the (DMSA, TAIA-MD)
scheme under low, medium, and high loads is 25.20%, 26.48%,
and 37.92%, respectively. It can be seen that as the load
increases, the delay performance advantage of the (DMSA,
TAIA-MD) scheme becomes increasingly significant. In addi-
tion, the average delay of the DMSA platform deteriorates with
the increase of load for both graphic-text and video services,
while the average delay of the (DMSA, TAIA-MD) scheme is
less affected by increasing load. This is primarily attributed to
microservice deployment optimization of the (DMSA, TAIA-
MD) scheme, which significantly reduces the overhead of
instance scheduling in the DMSA platform and thus achieves
lower average delay.

As illustrated in Fig. 16, we present the dynamic varia-
tions in delay performance over run time under various load
conditions, taking video services as an example. Fig. 16 (a),
(b), and (c) demonstrate that the (DMSA, TAIA-MD) scheme
consistently outperforms the standalone DMSA platform in
terms of delay performance under different loads. In particular,
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Fig. 15: The average response delay of the TAIA-MD scheme for
graphic-text and video services across different load conditions on
the DMSA platform.

during the 10 ∼ 15 min interval, a link disruption occurs
between Switch 1 and Node 3, which causes a sharp increase
in delay for both the (DMSA, TAIA-MD) scheme and DMSA.
However, the delay performance can quickly recover from
the link disconnection. Remarkably, the (DMSA, TAIA-MD)
scheme restores network performance more rapidly. This is
primarily due to the fact that the TAIA-MD scheme optimizes
instance deployment on the basis of the DMSA platform’s
effective sensing of network load and edge node status, and
dynamically adjusts the scheduling strategies. During the 30 ∼
35 min interval, the link bandwidth between Switch 3 and
Switch 5 fluctuates and drops sharply to 100 Mbps. During this
period, user requests are still routed through the constrained
link, resulting in a significant increase in delay for both the
(DMSA, TAIA-MD) scheme and DMSA platform. However,
the delay performance can recover shortly after. The (DMSA,
TAIA-MD) scheme is less affected by network fluctuations and
recovers faster. This demonstrates the enhanced robustness and
adaptability of the DMSA platform with the TAIA-MD scheme
in handling network emergencies.

Next, the robustness of the (DMSA, TAIA-MD) scheme and
DMSA platform is analyzed. As shown in Fig. 17 (a), (b),
and (c), we examine the average service execution success
rates of graphic-text, video, and file download services under
various load conditions. Compared to the performance of
the DMSA platform itself, the (DMSA, TAIA-MD) scheme
overall improves the service execution success rates in edge
networks and significantly enhances their robust performance.
Fig. 17 (a)-(c) demonstrate that the (DMSA, TAIA-MD)
scheme exhibits more pronounced performance advantages in
microservice deployments as service data volume and load
increase. For graphic-text and video services, the (DMSA,
TAIA-MD) scheme stably maintains the service execution
success rates of more than 98% and 97%, respectively. In
large file downloads, the delay performance improvements in
service execution success rates with the (DMSA, TAIA-MD)
scheme become notably more significant as the load increases
compared to the DMSA platform alone.

VI. CONCLUSION AND FUTURE OUTLOOK
In this paper, we have introduced an innovative microservice

deployment architecture, which integrates a three-tier network
traffic model encompassing the service layer, microservices
layer, and edge node layer. This traffic model meticulously
characterizes the complex dependencies between edge network

topology and microservices, and maps microservice deploy-
ments onto link traffic to accurately estimate communication
delay. On this basis, we have formulated a weighted sum
communication delay optimization problem to minimize com-
munication delay by optimizing microservices deployments.
To effectively solve this problem, we have proposed a novel
deployment scheme called TAIA-MD, which accurately senses
the network topology and incorporates an individual-adaptive
mechanism in GA to accelerate convergence and avoid lo-
cal optima. Extensive simulations show that in bandwidth-
constrained edge networks with complex topologies, TAIA-
MD improves the delay performance by approximately 30%
to 60% compared to existing deployment schemes. Moreover,
through real-world deployments on the DMSA platform, we
have demonstrated the robustness of the TAIA-MD scheme
for withstanding link failures and network fluctuations and
validated its practicality in MSA for edge networks.

There are still limitations to this study. In particular, in
the analysis of the microservice deployment problem, we
focused on static routing schemes in edge networks. However,
there actually may be multiple reachable paths between nodes,
and alterations in routing schemes might impact link loads,
consequently influencing the communication performance of
services. Therefore, in future work, we intend to explore
dynamic routing schemes to develop more comprehensive link
traffic analysis models. In addition, we will also consider
routing strategies as variable factors for joint optimization of
routing strategies and microservice deployment schemes.
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Fig. 16: Dynamic response delay of video services under different load conditions on the DMSA Platform with the TAIA-MD Scheme.
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