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Abstract—Encrypted traffic classification technology is a cru-
cial decision-making information source for network manage-
ment and security protection. It has the advantages of excellent
response timeliness, large-scale data bearing, and cross-time-
and-space analysis. The existing research on encrypted traffic
classification has gradually transitioned from the closed world
to the open world, and many classifier optimization and feature
engineering schemes have been proposed. However, encrypted
traffic classification has yet to be effectively applied to the actual
network environment. The main reason is that applications on the
Internet are constantly updated, including function adjustment
and version change, which brings severe feature concept drift,
resulting in rapid failure of the classifier. Hence, the entire model
must be retrained only past very fast time, with unacceptable
labeled sample constructing and model training cost. To solve
this problem, we deeply study the characteristics of Internet
application updates, associate them with feature concept drift,
and then propose self-evolving encrypted traffic classification.
We propose a feature concept drift determination method and a
drift-oriented self-evolving fine-tuning method based on the Laida
criterion to adapt to all applications that are likely to be updated.
In the case of no exact label samples, the classifier evolves through
fully fine-tuning continuously, and the time interval between
two necessary retraining is greatly extended to be applied to
the actual network environment. Experiments show that our
approach significantly improves the classification performance
of the original classifier on the following stage dataset of the
following months (9% improvement on F1-score) without any
hard-to-acquire labeled sample. Under the current experimental
environment, the life of the classifier is extended to more than
eight months.

Index Terms—Encrypted traffic classification, Concept drift,
Self-evolving fine-tuning architecture, Windowed multi-threshold
accumulation measurement

I. INTRODUCTION

W ITH the rise of network security and privacy pro-
tection awareness, the encryption of network traffic

has become an inevitable trend [1]. In the backbone network
environment with Tbps bandwidth, more than 95% of traffic
is encrypted, and some Internet services have reached almost
100% encrypted [2]. To solve the problem of encrypted traffic
not being matched in plaintext to support network management
and security [3], relevant research on encrypted traffic classifi-
cation has been produced. Encrypted traffic classification aims
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to use the remaining information disclosure not covered by
encryption network protocols to classify or identify descriptive
labels such as services, applications, and behaviors underneath
encrypted traffic from a macro perspective without deciphering
[4].

The existing research on encrypted traffic classification
mainly focuses on deep learning frameworks and open-world
environments, including classifier optimization and encrypted
traffic feature engineering. Classifier optimization mainly fo-
cuses on deep learning model fusion, graph neural networks
that are more suitable for expressing the interactive features of
traffic, and the introduction of the latest large language models.
These studies can better mine the distinguishing information
in the features to better approximate the upper limit of
the classification effect. Unlikely, the feature engineering of
encrypted traffic enhances the initial adaptability of features
from the perspective of increasing the upper limit of theoretical
information gain in feature space to increase the classification
performance.

However, compared with the closed-world environment,
although unknown applications and incomplete sample cov-
erage are considered in the open-world environment, the
application update in the actual network environment should
be considered. By studying the encrypted traffic at the border
of the provincial backbone network, we find that the network
application is constantly updated. In addition, the network
environment is constantly changing, resulting in the new
encrypted traffic sample features being inconsistent with those
of the original samples in the same category. The changes are
time-persistent, continuously decreasing the trained model’s
classification effect. This phenomenon is called the concept
drift of encrypted traffic [5]. Although encrypted traffic feature
engineering can improve the initial tolerance of the method
to concept drift, the concept drift is spawned very fast [6],
resulting in the rapid failure of the classifier. The cost of
retraining a new encrypted traffic classifier is really high
due to the massive calculation and elusive labeled sample
acquirement [7]. Repeated retraining in a short period is
unacceptable in terms of computing power cost, and there is
not enough time to collect enough samples. As a result, the
encrypted traffic classification method has been challenging to
apply in the actual network environment.

To solve the above problems, we propose the self-evolving
encrypted traffic classification, which aims to resist the con-
tinuous failure of the model caused by the irresistible feature
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concept drift through the model’s catch-up self-evolving. First,
we study the factors that cause feature concept drift in an
actual network environment, and from its universality, we
propose a drift-oriented self-evolving architecture. We pro-
pose a windowed multi-threshold accumulation measurement
method to solve the problem of concept drift determination
in this architecture. For the self-evolving of the classifier, we
introduce the Laida criterion to retrieve and label samples with
high enough Softmax confidence in the label-free prediction
process, and rely on such samples (named silver samples)
to conduct Fully Fine-Tuning (FFT), and finally significantly
extend the time interval between two necessary retraining, to
achieve the self-evolving encrypted traffic classification.

The main contributions of this paper are as follows:
• For the first time, we pay direct attention to concept drift

in encrypted traffic classification in a actual network en-
vironment, investigate its causes, and propose windowed
multi-threshold accumulation measurement method to
determine whether concept drift occurs in the current
classifier.

• We propose the self-evolving encrypted traffic classifica-
tion for the first time. Aiming at the different degrees of
feature concept drift that may exist in all applications,
we introduce the Laida criterion and propose a drift-
oriented self-evolving fine-tuning method based on the
high-confidence silver samples continuously recovered in
the classification process, which significantly extends the
effective life cycle of the model (The current dataset can
prove to extend to 8 months, which may be longer.),
diluting the long-term deployment costs of encrypted
traffic classifications.

The structure of this paper is as follows. Section II in-
troduces the latest research in encrypted traffic classification.
In Section III, we analyze the source of concept drift in a
actual network environment and introduce the Laida criterion
to gather silver samples. Section IV focuses on two key links in
the drift-oriented self-evolving fine-tuning of encrypted traffic.
In Section V, experiments on self-evolving classification are
carried out. Finally, the paper is summarized in Section VI.

II. RELATED WORK

Current research in encrypted traffic classification can be
divided into two parts: deep learning classifier optimization
and anti-concept drift feature engineering.

With the development of neural networks and deep learn-
ing technology, some researchers began using deep learning
methods to classify encrypted traffic. The most significant
advantages of deep learning are that it does not need to rely on
prior expert knowledge of feature engineering, its end-to-end
learning features can directly feed raw encrypted traffic into
the neural network for training and classification, and neural
networks have better generalization ability than traditional
machine learning methods.

The latest research on deep learning classifier optimization
focuses on the fusion of tensor-based models (I2RNN [8])
and the introduction of graph neural network models [9]. The
advantage of tensor-based model fusion is that in the case

of Large Language Models (LLM), with a small volume, it
can play the advantages of different model architectures to
construct a model with better capability, which is an essential
basis for the encrypted traffic classification. To some extent,
the graph neural network uses packet interactivity in the
process of encrypted traffic transmission. It is superior to the
tensor neural network in terms of accuracy at the cost of more
calculations. However, in approaching the theoretical optimal
effect, both of them also pay a considerable performance cost.

Although some studies began to explore the explainability
[10], there is still a problem of unexplainable features [11] and
the results of automatic feature selection are only sometimes
preferred, mainly due to the non-high-dimensional optimiza-
tion of features and the neglect of structural features.

On the other hand, some studies focused on anti-concept
drift feature engineering to improve the upper limit of the
model’s initial classification accuracy. At present, the most
representative studies focus on length sequence features, such
as packet length sequence features [12], multi-flow length
sequence features [7], and packet length path signature features
[3].

In summary, with the support of feature engineering, the en-
hanced length sequence features can resist concept drift better
than other features. However, these features are still static, and
no matter how good the feature is, it will gradually become
invalid with the continuous update of massive applications.
Static classifiers cannot keep up with the feature concept drift
caused by application updates and cannot be used in an actual
network environment.

III. CONTINUOUS SAMPLE ACQUISITION UNDER
CONCEPT DRIFT

A. The Negative Impact of Actual Network Environment on
Existing Encrypted Traffic Classification Methods

The concept drift of encrypted traffic features refers to the
phenomenon where the representation of a feature changes
arbitrarily without any change in the input (still belonging
to the same feature category). It is due to the self-change
or external influence on the target being classified over time.
Therefore, the sources of the concept drift in encrypted traffic
features are various variable factors in the actual network
environment. From the perspective of encrypted traffic, it can
be broadly categorized into feature concept drift caused by
changes in protocol headers and protocol bodies.

Changes in protocol headers are mainly shown in encryption
transport protocols and application layer protocols, which are
covered/encrypted. On the Internet, the most typical example
of the former is the TLS-1.3 protocol, while the latter is the
HTTP-2.0 protocol. QUIC, as a transport layer protocol with
built-in encryption capabilities, combines the two types of
changes. The core impact comes from the network protocol
itself.

Changes in protocol bodies are more diverse, including
changes in the transmitted data and network environment.
For example, changes in the transmitted data come directly
from application updates, including data-side and functional-
side updates. Differently, changes in the network environment
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TABLE I
THE NEGATIVE IMPACTS OF PROTOCOLS AND THE ENVIRONMENT ON THE CLASSIFICATION OF ENCRYPTED TRAFFIC APPLICATIONS

Influencing Factors Factor Name Specific Negative Impacts

Protocol

TLS-1.3 Undetermined start of flow for an application behavior
Concept drift to TLS-1.2 statistical features

HTTP-2.0 Flow-level feature confusion due to multiplexing
Hidden application layer header length shorten continuously with access

QUIC
The classifier for HTTPS traffic becomes invalid directly

QUIC is constantly updated rapidly, so the features are constantly disturbed
More complex multiplexing, interactivity features interference

Multi-protocol Application The highly-precised single protocol classifier fails

Environment

Rapid Updates of Applications Features are constantly changes, new functions, new features
Application Homogenization Competition Overlapping functions of applications, increasing feature confusion

User Habit Difference Spatially inconsistent traffic features of the same application
Computational Ocean and LLM Dramatically increasing the speed of function update and new application generate

are more extensive, including changes in hardware models,
network configurations, spatial locations, and other human-
selected changes, as well as changes caused by technological
updates and iterations in related fields. We have summarized
these two types of changes in Table I below.

In summary, if we want to implement self-evolving en-
crypted traffic application classification, we need to consider
all of the above. However, since feature concept drift is
uncontrollable and difficult to predict (especially in the case
of a large number of categories), the concept drift happening
must be determined.

B. Laida Criterion and Silver Samples

When the drift representation accumulates to a certain
extent, we will consider that the model is no longer effective
in the current network environment and urgently needs fine-
tuning (even if some categories still have acceptable classifica-
tion effects). The prerequisite for fine-tuning is that there are
some new labeled samples, but the cost of collecting labeled
samples through controllable end devices is very high and
cannot guarantee the coverage of after-concept-drift samples.
On the other hand, the traffic throughput of the analysis point
is much higher than that of an end device. The single-slot edge
network traffic processing device at the edge of the backbone
network has a peak of about 400 Gbps throughput, and the
entire device can reach up to 25.6 Tbps. On the contrary, the
peak throughput of a controllable end device is only about
100 Mbps, and the average labeled sample traffic collection
throughput is less than 10 Mbps. Hence, we must obtain new
labeled samples directly at the analysis point.

However, the analysis point cannot obtain samples with
completely real labels; that is, the result obtained by the
classification method may not be 100% correct due to the
nature of deep learning.

In mathematical statistics, the Laida criterion refers to the
interval calculation based on the standard deviation probability
when it is assumed that a dataset is approximately normally
distributed and only has random errors. For encrypted traffic
classification, the Softmax function can convert the parameter
value of the neural network’s penultimate layer into the confi-
dence distribution of the category. Although the classification
of a certain application can meet the sufficient measurement
condition, the confidence distribution of the category may not

conform to the normal distribution, depending on the nature of
the classifier, especially in the case of multi-classification. The
gradient saddle point on the side of the category in question
may not be symmetrical.

Nicely, due to the arbitrary direction of concept drift, we
can assume that the scope of concept drift at the next time
point conforms to the normal distribution. Therefore, we
can extend the assumption that the change in the Softmax
function’s confidence in a certain category is consistent with
the normal distribution, so we can use the Laida criterion as the
verification standard. Samples with positive offset that exceed
this range will be regarded as effective fine-tuning samples,
which are named silver samples in this paper (as opposed
to deterministic labeled samples in the normal construction of
label datasets, which are called gold samples). Therefore, the
confidence standard of the silver sample was selected as 0.997
(3 σ); that is, if the maximum value of Softmax confidence of
the current sample classification result is higher than 0.997,
it is regarded as a silver sample, which will be used for the
subsequent round of fine-tuning.

IV. DRIFT-ORIENTED ENCRYPTED TRAFFIC
SELF-EVOLVING FINE-TUNING

With the development of time, the features reflected by all
application samples may change compared with the original
sample features of this category, resulting in the inevitability of
concept drift. However, simultaneously, the degree and cycle
of different application updates or version iterations are not
aligned, which leads to uncontrollable concept drift. Therefore,
drift-oriented self-evolving is proposed in this paper, which
aims to continuously fine-tune the model according to the
concept drift of a particular category without considering the
specific classification target.

A. Concept Drift Determination based on Windowed Multi-
threshold Accumulation Measurement

At a macro level, the self-evolving encrypted traffic appli-
cation classification plays a crucial role in maintaining the
overall accuracy. This process is reflected in the fact that
the accuracy of each category needs to be improved, and the
more the category with concept drift, the more it needs to be
improved.
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Due to the arbitrariness of concept drift in all directions and
the continuity of application updates, the classifier intuitively
feels that the current sample features are ”similar enough but
not very similar” to the features during training, which is
reflected in the decline of classification confidence. It is worth
noting that for classifiers, a decline in classification confidence
is a necessary condition for concept drift to have an impact.
Therefore, judging concept drift only by the appearance of
classification confidence decline is wrong.

In order to make better use of classification confidence
decline to judge concept drift, we propose a concept drift
determination method based on windowed multi-threshold
accumulation measurement to determine whether a specific
category or the whole classifier have concept drift (whether it
needs to be fine-tuned).

The purpose of determining whether concept drift occurs in
a certain category is that the update cycle of some applications
is concise, and the degree of concept drift per unit time is
much higher than that of other categories. Although it has little
impact on the model’s overall accuracy, it is invalid for this
category. Hence, the overall classifier’s determination is that
most categories are invalid to a certain extent, so the results
obtained by the model do not have a good reference value.

Therefore, according to the theory in Section III, we set
multiple thresholds for each category and the overall model,
respectively, and there are different scores for reaching differ-
ent thresholds. By calculating the accumulative score of the
new classified sample in the current time window, we can
determine whether the category or the whole model needs to
be fine-tuned, as shown in Figure 1.

In particular, since the concept drift determination should
not affect the standard classification of encrypted traffic, it
is impossible to constantly slide to calculate whether con-
cept drift occurs in a specific time slice (otherwise, it will
bring huge polling performance overhead). Since the overall
accuracy decline of the model comes from the accumulation
of class accuracy decline, we will carry out the number of
accumulative times when the confidence is too low for the
samples of a certain class (assumed as class A) for the first
time, and the lower the threshold, the more times will be
accumulated. If the accumulative number of measurements
in the current time window reaches the judgment threshold,
it is regarded as the happening of concept drift. A more
severe concept drift is considered to have occurred if a lower
decision threshold is reached. Subsequent fine-tuning can be
done depending on the degree of conceptual drift in the current
category.

Suppose the single class of the current model has only slight
concept drift at worst. Still, many classes already have concept
drift (usually in the model after long-term use, which is also
determined by accumulation measurement). In that case, the
entire model must be fine-tuned to adapt to the current feature
representation distribution.

B. Drift-oriented Self-evolving Fine-tuning
Compared with the task specialization of an LLM, the initial

model in the self-evolving lifecycle can be regarded as a pre-
training process and the subsequent evolution process as a

fine-tuning process of the model. However, the target dataset
is derived from the silver samples continuously obtained in the
classification process, and fine-tuning is constantly occurring.

Therefore, in view of this paper’s self-evolving scenario,
we propose drift-oriented self-evolving fine-tuning. It is worth
noting that ”drift-oriented” means that we will not specifically
study the feature changes of a certain category during the
whole lifecycle of the model but let the classifier directly be
fine-tuned when there is a concept drift. This adaptability to
concept drift is also the meaning of ’self’ in self-evolving, and
it ensures the model’s accuracy over time.

It’s crucial to understand that, in the context of en-
crypted traffic classification, self-evolving is inherently model-
independent. This means that any deep learning model capable
of fine-tuning can be seamlessly integrated into the self-
evolving fine-tuning architecture, providing a high level of
flexibility and adaptability. Unlike sequence classification in
NLP, where Transformer are typically used, encrypted traffic
classification requires models that can maintain high through-
put network requirements. Therefore, for the classification
model to be fine-tuned, we have chosen LS-LSTM [7] from
previous research to demonstrate the enhancement potential of
our proposed method.

Since the target model does not necessarily have the ability
to adapt to prefixes, we chose FFT over other methods.

V. EXPERIMENT EVALUATION

A. Dataset and Experimental Environment
Since the current public dataset cannot effectively support

the research of self-evolving encrypted traffic classification,
we conducted traffic sample collection in the actual network
environment of Jiangsu Province (in order to ensure privacy,
the specific information about traffic collection personnel, de-
vice model, and account is not disclosed) from September 27,
2023, to July 16, 2024. It includes the traffic of various Internet
applications and web pages, mainly multimedia-related traffic,
a total of 372 GB (the content are relatively stable and can
better reflect the concept drift of traffic features). The silver
sample dataset still uses 80% of the samples as training and
20% as test samples as primitive datasets.

It is worth noting that to reflect the changes in application
characteristics, we deliberately selected six applications with
large user and traffic volumes. As shown in Table II, silver
samples were calculated only for the first and second fine-
tuning stages (the number is determined by the actual exper-
imental results). In contrast, the long-span third classification
stage’s samples had a more extended period than the previous
two. In order to reflect the continuity of the traffic label
sample, we did not divide the data strictly according to
the date. However, we carried out proportional segmentation
according to the continuity of the time axis according to the
sample size. At the same time, we directly used datasets with
a highly uneven number distribution to reflect the differences
in the sample size distribution of different applications in
actual network environments. Datasets will be published at
https://data.iptas.edu.cn/web/tbps after a strict privacy audit.

Since the determination of concept drift is a simple statis-
tical process of sample classification confidence results, the



JOURNAL OF LATEX CLASS FILES, VOL. 14, NO. 8, AUGUST 2021 5

Fig. 1. Conceptual drift determination process diagram based on windowed multi-threshold accumulation measurement

TABLE II
STATISTICS OF THE DATASETS (PRESENT BY FLOW COUNT)

Application Initial training
samples

1st stage
total samples

1st fine-tune
silver samples

* 2nd stage
total samples

2nd fine-tune
silver samples

* Final stage
long-span samples

Bilibili 4585 4587 1407 4587 2340 1529
Douyin 125 123 21 123 34 41
MGTV 1965 1963 159 1963 371 656
Youku 4425 4427 825 4427 1096 1477

QQ Music 47828 47830 39099 47830 40542 15944
IQiYi 2925 2923 1809 2923 2304 977
Total 61853 61853 43320 61853 46687 20624

* The silver samples are gathered by the previous one version classifier, which is model-dataset specific.

preliminary experiment found that the threshold is related
to the throughput of current network traffic (that is, to the
total number of samples to be classified). Therefore, we
directly assume that each stage triggers the determination of
concept drift in the following experiments. Therefore, each
classification stage must be self-evolving as it transitions to
the next stage.

B. Encrypted Traffic Classification Effect Diminishing and
Self-evolving Classification Experiment

At the same time, we conducted a diminishing experiment
and a self-evolving experiment on the classification effect of
encrypted traffic. In this experiment, we first compared the
effects of the initial trained model, the fine-tuned model from
initial trained model using the silver samples from the first

stage dataset (Level-1 fine-tuned), and the fine-tuned model
from Level-1 fine-tuned model using the silver samples from
the second stage dataset (Level-2 fine-tuned) on the data subset
in the next stage, respectively. Then we fine-tuned the model
in the current stage and tested the results after fine-tuning.
The epoch of initial training or fine-tuning was 50 rounds, the
batch-size was 500, and the learning-rate was fixed at 0.0025.
We conducted ten rounds of experiments, and each round of
the training set and test set was randomly divided in equal
proportion (80% and 20%). The average results are shown in
Table III.

The following conclusions can be drawn from the experi-
mental results:

1) By comparing the classification performance of each
round of initial training or fine-tuned model in the cur-
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TABLE III
THE PERFORMANCE OF THE THREE DIFFERENT STAGE MODELS UNDER THEIR OWN STAGE DATASETS, NEXT-STAGE DATASETS, AND FINAL-STAGE

DATASETS

Initial trained LS-LSTM Level-1 fine-tuned LS-LSTM Level-2 fine-tuned LS-LSTM
Training F1-score 0.9321 0.9902 0.9960
Testing F1-score 0.9189 0.9619 0.9822

F1-score of Next-stage Samples 0.8960 0.8956 N/A
F1-score of Final Samples 0.5950 0.5842 0.5898

Silver Sample Percentage in Final Samples 41.66% 56.74% 68.20%

rent data subset and the following data subset, concept
drift exists, which is not only reflected in the decline
of the classification confidence of some samples on the
micro level but also in the decline of the F1-score of
the overall dataset on the macro level. Therefore, the
diminishing of the encrypted traffic classification effect
over time is natural.

2) Compared with the initial training model and the two
fine-tuned models, the catastrophic forgetting that often
occurs in the field of NLP does not appear. However,
it can be seen that the training F1-score is constantly
improving, while the classification F1-score of the next
round of data is constantly decreasing. At the same time,
although the silver sample rate of the final test dataset
is increasing (that is, the accuracy of the classification
of the sample is high confidence or the classification of
the sample is firmly wrong), the F1-score even shows a
decline in general. This indicates some overfitting, which
is expected because self-evolving fine-tuning cannot give
the model an infinite lifetime. It can only extend the
lifetime of the model. With second stage experimental
data as a calculation, the life cycle is extended to 8
months (compared to a first-order model with a span of
only 2 months).

3) Comparing the F1-score of the next round of data
classification before fine-tuning with the test F1-score
of the model after fine-tuning, it can be found that self-
evolving fine-tuning is effective and can significantly
improve the model’s ability to adapt to new data. It is
worth noting that because the samples of each stage have
a specific span, the fine-tuning sample set actually covers
the data of the current time node (that is, the update
of the application are continuous). Therefore, using the
silver sample as the fine-tuning dataset for self-evolving
is feasible and reasonable.

4) For the long-span third classification samples tested in
the final test, the initial and fine-tuned models performed
poorly and showed a downward trend on the whole.
The main reason is that the feature concept drift of
the long period (up to 3 months with the second stage
dataset) could not be expressed by the current fine-
tuning, especially for some categories with few samples.
The weakness of feature expression activation makes it
more challenging to adapt to changes, so self-evolving
needs to be constantly deployed. On the other hand,
the average F1-score of the Level-2 fine-tuned model
is slightly increased. This may be because the second
stage data is closer to the final data in time (although

still far away), and the features are slightly more similar,
proving the continuity of application updates.

VI. CONCLUSION

This paper proposes a self-evolving encrypted traffic appli-
cation classification method for the actual large-scale Internet
environment, which does not need to consider the specific
changes of the actual classification objectives, nor does it need
to restrict the role of the model. It directly relies on the silver
samples accumulated in the prediction process, based on the
concept drift determination through windowed multi-threshold
accumulation measurement, and constantly fine-tuning the
model. Thus, the life cycle of the classification model can
be extended greatly without any real labeled samples and
retraining.

In the subsequent research, the relationship between concept
drift determination and sample size (network traffic through-
put) will be further refined first, and the relationship between
the Softmax threshold value of silver sample determination
(currently 0.997 directly) and model/sample needs to be further
studied. In addition, the dataset will be extended to quantify
the extension of the lifecycle and the cost that can be really
reduced.
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