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Abstract

Large Language Models (LLMs) are rapidly gaining enormous popularity in recent
years. However, the training of LLMs has raised significant privacy and legal concerns,
particularly regarding the inclusion of copyrighted materials in their training data without
proper attribution or licensing, which falls under the broader issue of data misappropria-
tion. In this article, we focus on a specific problem of data misappropriation detection,
namely, to determine whether a given LLM has incorporated data generated by another
LLM. To address this issue, we propose embedding watermarks into the copyrighted train-
ing data and formulating the detection of data misappropriation as a hypothesis testing
problem. We develop a general statistical testing framework, construct a pivotal statistic,
determine the optimal rejection threshold, and explicitly control the type I and type II er-
rors. Furthermore, we establish the asymptotic optimality properties of the proposed tests,
and demonstrate its empirical effectiveness through intensive numerical experiments.
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1 Introduction
Large Language Models (LLMs) are rapidly gaining enormous popularity in the past couple of
years, thanks to their transformative ability to process and generate human-like text. The ver-
satility and scalability of LLMs are driving widespread adoption, and are revolutionizing fields
such as healthcare, education, and finance with applications in content generation, data analy-
sis, customer support, and research automation [20]. However, alongside their vast potential,
the training of LLMs has raised significant privacy and legal concerns, particularly regarding
the inclusion of copyrighted materials in their training data without proper attribution or licens-
ing [19, 28]. These concerns fall under the broader issue of data misappropriation, namely,
the unauthorized use, access, or exploitation of data by individuals or entities for unintended
or unpermitted purposes, often in violation of governing regulations. Data misappropriation
has been central to several high-profile debates. One example is the lawsuit between the New
York Times and OpenAI [26]. Another example lies in OpenAI’s Terms of Service, which
explicitly prohibits using ChatGPT’s output to develop competing models, raising the need for
a mechanism to detect whether a newly trained LLM has incorporated data generated from
ChatGPT. Detection of such data misappropriation is challenging though, especially when the
probabilistic nature of LLMs generates content that may resemble, but does not directly copy,
original works [24, 12]. Such challenges underscore the importance of developing methods to
identify and trace machine-generated text, and have recently generated considerable research
interest in this area [23, 15, 18, 22, 14, 33, 31]. In this article, we aim to address a crucial
question in data misappropriation detection in LLMs, i.e., How can one determines whether a
given LLM has used data generated by another LLM as part of its training corpus?

Watermarking is a technique used to embed identifiable patterns into the generated text,
enabling traceability to distinguish AI-generated content from human-authored text [3]. This
is typically achieved by subtly modifying token generation probabilities to favor specific words
or patterns without compromising text coherence. There have been numerous watermarking
techniques developed for LLMs in recent years, which can be broadly categorized as biased
techniques [2, 30, 16], and unbiased techniques [1, 11, 8, 13, 32, 29]. The former explicitly
alters token probabilities, favoring a predefined set of tokens to embed traceable patterns, and
often introducing detectable statistical biases in the text. The latter ensures the watermark
signal is embedded without introducing noticeable deviations from the model’s natural token
distribution, preserving the text’s statistical properties.

In this article, we focus on a specific problem of data misappropriation detection, i.e., to
determine whether a given LLM has incorporated data generated by another LLM. To address
this issue, we propose embedding watermarks into the copyrighted training data and formu-
lating the detection of data misappropriation as a hypothesis testing problem. We develop a
general statistical testing framework, construct a pivotal statistic, determine the optimal rejec-
tion threshold, and explicitly control the type I and type II errors. Furthermore, we establish
the asymptotic optimality properties of the proposed test, and demonstrate its empirical effec-
tiveness through intensive numerical experiments. Our proposal introduces a number of novel
components and makes several unique contributions to the field.
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First, we develop a formal statistical hypothesis testing framework for data misappropria-
tion detection. The core of our method lies in assessing the relationship between the tokens
and secret keys. Under the null hypothesis H0, an LLM is not trained on watermarked data,
and the secret keys derived from its outputs are independent of the tokens. Conversely, under
the alternative hypothesis H1, the tokens and secrete keys exhibit dependency. For each gener-
ation step t, given the next-token prediction (NTP) distribution Pt, the null hypothesis assumes
that the token generation adheres to the multinomial distribution Pt. However, under H1, the
distribution of token ωt also depends on the secret key ζt, deviating from Pt. To capture this
dependence, we construct a pivotal statistic comprising ωt and ζt satisfying that: under H0, the
statistic follows a fixed distribution independent of the NTP mechanism, whereas under H1,
the statistic follows a distribution depending on the NTP. Finding the rejection threshold for
the proposed pivotal statistic, however, is highly nontrivial. To overcome this challenge, we
employ the large deviation theory to evaluate the asymptotic rates of the type I and type II er-
rors, and employ the class-dependent efficiency to account for variations in NTP distributions.
We then transform the detection problem into a solvable minimax optimization problem, and
derive the optimal rejection threshold accordingly.

Second, we consider two types of dependency relations between the LLMs. Specifically,
for an unwatermarked LLM, the tokens are sampled from a multinomial distribution condi-
tioned on preceding tokens. In contrast, for a watermarked LLM, a secret key is introduced
that perturbs this multinomial distribution, generating tokens from a modified distribution. For
any text, these secret keys can be computed at each generation step. In models unrelated to the
watermarking process, these keys remain independent of the token sequences. However, when
an LLM has been trained on watermarked data, its token generation process depends, at least
partially, on these keys. We consider two settings for such dependency: the complete inheri-
tance where the new LLM trained on the data from a watermarked LLM fully inherits the same
watermarking distribution, and the partial inheritance where the newly trained LLM gener-
ates outputs with distributions close to, but not identical to, the watermarked distribution. We
quantify the difference between the two inheritance settings using the total variation distance,
which serves as a bounded and computationally convenient metric for comparing multinomial
distributions, while other distance metrics can be incorporated too. We derive a separate rejec-
tion threshold for each inheritance setting. We also remark that we are the first to establish the
optimality guarantees for data misappropriation detection under partial inheritance, while the
existing literature only studies complete inheritance.

Third, we also consider two types of rejection rule designs, and establish the optimality
guarantees of the corresponding tests. Specifically, we consider the traditional setting where
we fix the type I error at a predefined level and seek to maximize the asymptotic efficiency in
the minimax sense. Additionally, we also consider the setting where we aim to asymptotically
minimize the sum of the type I and type II errors in the minimax sense. For the first setting, we
show that our proposed test is asymptotically optimal in the sense that it achieves the largest
power compared to all other testing methods. For the second setting, we show that our test
is minimax optimal in that it achieves the smallest sum of type I and type II errors among
all possible testing methods. Achieving such an optimality requires two key steps: deriving
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the optimal testing scheme based on the selected pivotal statistic, and demonstrating that its
asymptotic efficiency serves as an upper bound for the asymptotic efficiency of any alternative
testing scheme. In cases where the minimax optimization problem derived from the chosen
pivotal statistic is convex, the solution is relatively straightforward. However, convexity is not
always guaranteed in the partial inheritance setting, where the bounded total variation distance
introduces additional uncertainty. Addressing this involves fully characterizing the equality
conditions of the underlying inequalities to ensure their validity throughout the estimation pro-
cess. In the context of minimax-type inequalities, relying on a single equality condition is often
insufficient. Instead, it is necessary to consider combinations of multiple cases. Evaluating the
efficiency of these combined cases adds another layer of complexity, as it requires careful
analysis of interdependencies and potential deviations. Our approach rigorously handles such
challenging scenarios, ensuring robust detection performance even under non-convexity.

Finally, we develop the testing procedures for two commonly used, highly representative
watermarking techniques. Specifically, we consider the Gumbel-max watermark [1], which
adds structured noise derived from Gumbel distributions into the sampling process. We then
consider the red-green-list watermark [16], which randomly divides the vocabulary tokens into
the red list and the green list, and biases token selection toward the green list. The former
represents an unbiased watermarking technique, whereas the latter a biased one. For each
watermarking technique, we derive the corresponding optimal detection rule and demonstrate
its efficacy through numerical experiments.

Our proposal is related to but also clearly distinctive of some existing literature. The line of
research most closely related to ours is watermarking detection, where the goal is to distinguish
between human-authored text and machine-generated text [18, 27, 17]. While most existing
work did not establish the optimality of the testing methods, [17] was the first to propose a
formal statistical framework for watermark detection, and rigorously studied the statistical ef-
ficiency of the testing methods with numerous watermarking techniques. Nevertheless, our
work, while related, differs from [17] in several ways. First of all, we study a different and
actually more general problem. The two tasks share a similar underlying principle, i.e., exam-
ining the token relations to detect watermark signals. However, unlike the binary detection of
watermark presence versus absence, our task requires detecting partial watermarking, where
the output of one LLM retains only certain traces of data generation patterns of another LLM.
In a sense, the binary detection task can be viewed as a special case of ours. Moreover, [17]
only considered the complete inheritance setting, and established the minimax optimal power
over a particular class of testing methods for the fixed type I error setting. In addition to those
settings, however, we also study the partial inheritance setting, which is more challenging but
more realistic, and we establish the minimax optimality over all testing methods for the sum of
type I and type II errors setting. These distinctions introduce additional challenges and neces-
sitate new techniques and solutions. Another line of relevant research is membership inference
attacks, where the goal is to determine whether a specific data point was part of the training
dataset used to train a machine learning model [25, 7, 9, 5] . These attacks exploit overfitting
or unintended information leakage, where the model exhibits differing behaviors for training
versus non-training data. They pose privacy risks, as they can reveal information about indi-
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viduals in the training data, and have been an important topic in differential privacy research
[10, 4]. Nevertheless, our work is different. Instead of detecting the presence of specific data
points in the training set, we aim to determine whether an LLM has incorporated data generated
by another LLM into its training corpus. This shifts the focus from individual data points to
identifying certain patterns in token generation that indicate dependencies between the models.
Our problem requires a distinct analytical framework, as it involves detecting subtle traces of
data generation patterns rather than individual-level overfitting or leakage.

In summary, we are among the first to conceptualize data misappropriation detection in
LLMs as a statistical hypothesis testing problem. We develop a general testing framework
incorporating different inheritance settings, different rejection rule designs, and different wa-
termarking techniques. We establish the minimax optimality guarantees for the proposed tests.
Our proposal offers a valuable integration of statistical principles and large language models,
and provides meaningful statistical insights into the rapidly evolving field of generative AI.

The rest of the article is organized as follows. Section 2 introduces the background and
problem setup. Section 3 develops the statistical hypothesis testing framework. Sections 4 and
5 study the Gumbel-max watermarking and the red-green-list watermarking in detail. Section
6 presents the numerical studies. The supplementary appendix collects all technical proofs.

2 Problem Setup
In this section, we introduce the background and problem setup.

Language models are equipped with a vocabulary W , which consists of words or word
fragments called tokens. Typically, a vocabulary contains |W| = 50, 000 tokens or more. In
this article, we denote the number of tokens in the vocabulary by |W| = m. For the simplic-
ity of presentation, we simply assume W = [m] in this article. To generate text, a language
model requires a sequence of tokens that constitutes a prompt. In the generated text, the entries
with nonpositive indices, ω−Lp , ω−Lp+1, . . . , ω0, represent the prompt, with a length of Lp + 1.
The entries with positive indices, ω1, . . . , ωT , are tokens generated by the language model in
response to the prompt. A language model for next-token prediction (NTP) is a function f ,
often parameterized by a neural network, which takes as input a sequence of known tokens,
ω−Np , ω−Np+1, . . . , ωt−1, comprising the prompt and the first t − 1 tokens generated by the
model. The output is an m-dimensional multinomial distribution, which represents the prob-
ability distribution for the next token. Formally, let Pt := (Pt,1, Pt,2, . . . , Pt,m) denote this
multinomial distribution at step t, conditioned on the prompt and previously generated tokens.
As a valid probability distribution, Pt satisfies that

∑m
i=1 Pt,i = 1.

Watermarking is a technique for adjusting the NTP distribution so that the generated text
exhibits specific statistical properties, which can then be leveraged for detection. The key in-
sight is that the text generated by a watermarked LLM adheres to the watermarking generation
rules, whereas the human-written text does not follow these patterns. In this way, watermarks
function as markers of an LLM’s generation rules, inspiring a method for distinguishing a wa-
termarked LLM from an unwatermarked one based on a given text. This principle forms the
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foundation of our research.
More specifically, a watermarked LLM generates the next token through a process jointly

determined by a secret key and the NTP distribution. Let ζt denote the secret key at step t,
which is known only to the owner of the LLM. Formally, the generation rule of the water-
marked LLM is ωt ∼ S(Pt, ζt), where S is a decoding function that outputs an m-dimensional
multinomial distribution. In watermarking, a fundamental requirement is that averaging over
the randomness in ζt, the difference between the watermarked and unwatermarked generation
rules should not be too large. In other words, the NTP distribution conditioned on previous
tokens should not vary significantly between the watermarked and unwatermarked LLMs. For
instance, for an unbiased watermarking technique, the watermarked NTP distribution averaged
over the randomness in ζt matches the unwatermarked NTP distribution, conditioned on previ-
ous tokens. Consequently, from a user’s perspective, there is no noticeable difference between
the text generated by a watermarked LLM and that produced by an unwatermarked LLM.

Nevertheless, the secret keys possess statistical properties that enable effective detection.
Typically, the secret keys are generated using hash functions. Hash functions map data of
arbitrary size to fixed-sized values, with specific forms varying across different watermarking
techniques. In many hashing-based watermarks, the distribution of watermarked text is biased
towards certain k-grams by hashing a sliding window of the previous k−1 tokens to determine
the next token pseudorandomly. In practice, ζt can be computed using a hash function A that
depends only on, for instance, the last five tokens ωt−5, . . . , ωt−1 [1].

We next quickly review two commonly used watermarking techniques, the Gumbel-max
watermark [1], and the red-green-list watermark [16]. For the Gumbel-max watermarking, let
ζ = (Ut,ω)ω∈W consist of |W| = m i.i.d. copies of U(0, 1). Note that argmaxω∈W logUt,ω/Pω
follows the NTP distribution P := (P1, P2, . . . , Pm). Recognizing this fact, it considers the
following unbiased watermarking generation rule,

ωt = argmax
ω∈W

logUt,ω
Pω

.

For the red-green-list watermarking, at each step, it randomly divides the vocabulary into two
parts, designated as the red list and the green list, respectively. It then selects the next token
from the green list. The resulting watermarking generation process is nondeterministic, condi-
tional on Pt and ζt. The secret key ζt can be represented as a set D, such that |D| = m/2 and
D ⊂ {1, 2, . . . ,m}, assuming m is even. The distribution of ωt, given Pt and ζt, can then be
written as,

S(Pt, ζt) =

(
pt,1 ·

1{1 ∈ Dt}∑
i∈Dt

pt,i
, pt,2 ·

1{2 ∈ Dt}∑
i∈Dt

pt,i
, . . . , pt,m · 1{m ∈ Dt}∑

i∈Dt
pt,i

)
.

That is, given Pt and ζt, ωt follows the multinomial distribution,

P(ωt = k|Pt, ζt) = pt,k ·
1{k ∈ Dt}∑

i∈Dt
pt,i

.
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Formally, we consider the following setup for our data misappropriation detection problem.
Suppose there are three roles. A victim is the owner of an LLM who has used plentiful resources
to train an LLM, has added some type of watermark in their LLM, and has the knowledge of
the secret keys that correspond to the knowledge of the hash functions. A suspect is the owner
of another LLM, and is suspected to have used data generated by the victim’s LLM as part of
the training data for their own LLM. The suspect has no knowledge of the secret keys of the
victim’s LLM. A detector is a trusted third party, such as law enforcement, who cooperates
with the victim. The detector has the knowledge of both the secret keys and the of the NTP
distribution of the victim’s LLM, but does not know the NTP distribution of the suspect’s LLM.
The detector is to determine whether the suspect has used the data generated by the victim’s
LLM to train their LLM.

Throughout this article, we adopt the following notation. For an event A, let 1{A} denote
the indicator function on A. Let g(n) = O(f(n)), g(n) = ω(f(n)) denote that there exists
numerical constant c1, c2, such that limn→∞ g(n)/f(n) < c1 and limn→∞ g(n)/f(n) = ∞,
respectively. Let TV (µ|ν) denote the total variation (TV) distance between two probability
measures µ, ν. In particular, for the case that µ = (p1, p2, · · · , pm), ν = (q1, q2, · · · , qm), we
can calculate their TV distance by TV (µ||ν) = 1/2

∑m
i=1 |pi − qi|. Let TV·|ζ(µ||ν) denote the

TV distance between two probability measures µ, ν conditional on a random variable ζ .

3 A Statistical Framework
In this section, we formally introduce our statistical framework, including the hypotheses, the
pivotal statistic, and the derivation of the rejection threshold.

3.1 Hypotheses and Pivotal Statistics
Let n ∈ N denote the text length. Let ω1:n := ω1 · · ·ωn and ζ1:n := ζ1 · · · ζn denote the gen-
erated text and the secret keys, respectively. Given a prompt ω−Np:0 and a text ω1:n generated
by the LLM under investigation, we target the problem of whether this LLM utilizes the data
generated by another watermarked LLM, in the form of hypotheses:

H0 : ω1:n is generated by the LLM without data misappropriation;
H1 : ω1:n is generated by the LLM with data misappropriation.

(1)

In addition, the secret keys are generated using the hash function A, in that ζt = A(ω−Np:(t−1)).
The knowledge of A is only available to the victim and the detector, but not the suspect. As
such, ζ1:n are regarded as random variables by the suspect, but are viewed deterministic by the
victim and the detector, since they can be calculated by previous tokens plus the knowledge of
the hash function. Meanwhile, the watermarked LLM generates the next token according to
the rule, ωt ∼ S(Pt, ζt), for some decoding function S, and Pt represents the NTP distribution
of the unwatermarked LLM given the prompt and previous tokens.

Next, we mathematically formulate complete inheritance and partial inheritance.
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Definition 1 (Complete inheritance). The suspect’s LLM follows the same generation rule as
the victim’s LLM, in that the hash function A and the decoding function S of both LLMs are
the same if data misappropriation occurs.

Under the complete inheritance setting, the hypotheses in (1) become

H0 : ωt|ζt ∼ Pt, H1 : ωt|ζt ∼ S(Pt, ζt), (2)

for t = 1, 2, · · · , n.
In practice, a newly trained LLM that incorporates data generated by a watermarked LLM

produces outputs with a distribution that preserves certain patterns of the watermarked distri-
bution, but not identical. This scenario is captured by the following partial inheritance setting.

Definition 2 (Partial inheritance). There exists an upper bound for the total variation (TV)
distance between the probability distribution of data generated by the suspect’s LLM under
data misappropriation, and the probability distribution of data generated by the victim’s wa-
termarked LLM, in that TV·|ζt (ωt,S(Pt, ζt)) ≤ 1− θ, where 1− θ quantifies the upper bound
on the allowable difference between the two distributions.

Under the partial inheritance setting, the hypotheses in (1) become

H0 : ωt|ζt ∼ Pt; H1 : TV·|ζt (ωt,S(Pt, ζt)) ≤ 1− θ, (3)

for t = 1, 2, · · · , n. We also briefly remark that, for the detection task to be feasible, the
constant θ cannot be too small, as an overly small θ would imply that the two distributions are
too similar to differentiate.

Next, we describe the distribution of ω|ζ under H1. In commonly used watermarking
techniques, S(P, ζ) can only take finitely many values. We provide further discussion in
later sections when applying this framework to specific watermarking techniques. Let k de-
note the total possible values of S(P, ζ), and partition the space of (P, ζ) into multiple re-
gions, A1, A2, . . . , Ak, such that in each region Ai, the corresponding multinomial distribution
S(P, ζ) is identical, and is represented by a multinomial probability vector (si1, si2, . . . , sim),
for i ∈ [k]. We further assume that, for any t ∈ [n], and all (P, ζ) ∈ Ai, the distribution of ω
in the partial inheritance setting is the same, which is represented by (qt,i1, qt,i2, . . . , qt,im), re-
gardless of the exact values of (P, ζ). This assumption simplifies the theoretical discussion and
allows us to represent the extreme points using a feature matrix. Notably, this assumption can
be relaxed without compromising the validity of our theoretical results; see a more detailed
discussion in Remark 1. Now, we formally define the feature matrix, whose rows describe
different possible distributions of ω|ζ .

Definition 3. Define the feature matrix under the null H0 as S = (sij)k×m, and the feature
matrix under the alternative H1 at token t as Qt = (qt,ij)k×m.

The feature matrix allows us to directly derive the distribution of pivotal statistics under the
null and alternative hypotheses. Additionally, the use of the feature matrix helps the represen-
tation of extreme points, and provides a more efficient framework for analysis. Importantly,
we note that the order of rows in the feature matrix is arbitrary and does not affect the results.
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Next, we derive the test statistic for our hypotheses. We note that, in our setting, the likeli-
hood may not be computable. Therefore, we construct a pivotal statistic,

Yt := Y (ωt, ζt),

such that, under the null hypothesis, its distribution is invariant to Pt, and under the alternative
hypothesis, its distribution depends on Pt and is denoted as µ1,Pt . We then have the following
rejection rule,

Th(Y1:n) :=

{
1 if

∑n
t=1 h(Yt) ≥ γn,

0 if
∑n

t=1 h(Yt) < γn.

where h(·) is the score function that we derive later. That is, we reject H0 if Th(Y1:n) = 1.
We also remark that, for complete inheritance, our testing problem reduces to the problem

of determining whether a text is generated by an unwatermarked LLM or by a watermaked
LLM, whose NTP distributions are the same, which has been studied in [17]. However, our
problem is more general, in that we also consider partial inheritance, different rejection rule
designs, and obtain tighter optimality guarantees.

3.2 Rejection threshold
For our testing method, it is crucial to choose an appropriate score function h(·) and the thresh-
old γn to ensure the optimality of the test. Next, we consider two rejection rule designs sepa-
rately. We first fix the type I error at a predefined level and seek to maximize the asymptotic
efficiency. We then aim to asymptotically minimize the sum of the type I and type II errors.

We first consider the setting of the fixed type I error, where we choose the threshold γn,
such that PH0(Th(Y1:n) = 1) = α for a pre-specified significance level α, while we will choose
an optimal score function h(·) later to maximize the asymptotic power of the test. Our key idea
is to turn the hypothesis testing problem to a minimax optimization problem. Toward that end,
we have the following theoretical results.

Theorem 1 (Fixed type I error). We consider the complete inheritance setting and the partial
inheritance setting, respectively.

(a) (Complete inheritance). Suppose Pt ∈ P for all t. For any h satisfying E0|h| < ∞,
where E0 denotes the expectation under H0, the type II error of the rejection rule Th
satisfies that

lim sup
n→∞

PH1 (Th(Y1:n) = 0)1/n ≤ e−RP (h), (4)

where RP(h) = − infθ≥0 supP∈P {θE0h(Y ) + log ϕP,h(θ)} = − infθ≥0 {θE0h(Y )+
supP∈P log ϕP,h(θ)}, ϕP,h(θ) = E1,Pe

−θh(Y ), and E1,P denotes the expectation under
H1 that depends on P. Here P is a distribution class whose specific form is specified
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later for specific watermarking techniques. In addition, the inequality in (4) is tight, in
that there exist P∗, such that, if Pt = P∗ for all t, then

(PH1 (Th(Y1:n) = 0)1/n ≥ e−(RP (h)+ϵ)

for any positive ϵ and a sufficiently large n.

(b) (Partial inheritance). Suppose Pt ∈ P ,Qt ∈ Q for all t. For any h satisfying E0|h| <
∞, the type II error of the rejection rule Th satisfies that

lim sup
n→∞

PH1 (Th(Y1:n) = 0)1/n ≤ e−RP,Q(h), (5)

where RP,Q(h) = − infθ≥0 supQ∈Q supP∈P {θE0h(Y ) + log ϕP,Q,h(θ)}}, ϕP,Q,h(θ) =

E1,P,Qe
−θh(Y ), and E1,P,Q denotes the expectation under H1 that depends on both P and

Q. Here P and Q are some distribution classes whose specific forms are specified later
for specific watermarking techniques. In addition, the inequality in (5) is tight, in that
there exist P∗ and Q∗, such that, if Pt = P∗,Qt = Q∗ for all t, then

PH1 (Th(Y1:n) = 0)1/n ≥ e−(RP,Q(h)+ϵ),

for any positive ϵ and a sufficiently large n.

Theorem 1 essentially transforms the hypothesis testing problem into a minimax optimiza-
tion problem, by showing that the two problems are equivalent under the worst case of NTP
distribution P1,P2, · · · ,Pn. The restriction we put on the NTP distributions is rather general,
which only needs Pt ∈ P for all t for some distribution class. Consequently, we turn to the
following optimization problems for complete and partial inheritance, respectively,

sup
h
RP(h) = − inf

h
inf
θ≥0

sup
P∈P

{θE0h(Y ) + log ϕP,h(θ)}

= − inf
h,θ≥0

sup
P∈P

{
E0θh(Y ) + logE1,Pe

−θh(Y )
}
; (6)

sup
h
RP,Q(h) = − inf

h
inf
θ≥0

sup
Q∈Q

sup
P∈P

{θE0h(Y ) + log ϕP,Q,h(θ)}

= − inf
h,θ≥0

sup
Q∈Q

sup
P∈P

{
E0θh(Y ) + logE1,P,Qe

−θh(Y )
}
. (7)

We provide the detailed solutions to these minimax optimization problems later in Sections 4
and 5 for specific watermarking techniques.

We next consider the setting of minimizing the sum of type I and type II errors,

inf
h
lim sup
n→∞

[
inf
γ
{PH0(Th(Y1:n) = 1) + PH1(Th(Y1:n) = 0)}

] 1
n

.

Again, we turn the hypothesis testing problem to a minimax optimization problem. We have
the following theoretical results. We also briefly comment that we can consider minimizing
any linear combination of type I and type II errors.
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Theorem 2 (Sum of type I and type II errors). We consider the complete inheritance setting
and the partial inheritance setting, respectively.

(a) (Complete inheritance). Suppose Pt ∈ P for all t. For any h satisfying E0|h| < ∞, the
type II error of the rejection rule Th satisfies that

lim sup
n→∞

{PH0(Th(Y1:n) = 1) + PH1(Th(Y1:n) = 0)}1/n ≤ e−SP (h),

where SP(h) = − infθ1,θ2>0

{
θ2(θ1 + θ2)

−1 logE0 [exp{θ1h(Y )}] + θ1(θ1 + θ2)
−1

log supP∈P E1,P [exp {(−θ2h(Y ))}]
}

. In addition, this inequality is tight, in that there
exists P∗, such that if Pt = P∗ for all t, then

inf
γ
{PH0(Th(Y1:n) = 1) + PH1(Th(Y1:n) = 0)}1/n ≥ b · e−SP (h),

for any 0 < b < 1 and a sufficiently large n.

(b) (Partial inheritance). Suppose Pt ∈ P ,Qt ∈ Q for all t. For any h satisfying E0|h| <
∞, the type II error of the rejection rule Th satisfies that

lim sup
n→∞

{PH0(Th(Y1:n) = 1) + PH1(Th(Y1:n) = 0)}1/n ≤ e−SP,Q(h),

where SP,Q(h) = − infθ1,θ2>0

{
θ2(θ1 + θ2)

−1 logE0 [exp {θ1h(Y )}] + θ1(θ1 + θ2)
−1

log supQ∈Q supP∈P E1,P,Q [exp(−θ2h(Y ))]
}

. In addition, this inequality is tight, in that
there exists P∗ and Q∗, such that if Pt = P∗,Qt = Q∗ for all t, then

inf
γ
{PH0(Th(Y1:n) = 1) + PH1(Th(Y1:n) = 0)}1/n ≥ b · e−SP,Q(h),

for any 0 < b < 1 and a sufficiently large n.

Following Theorem 2, we turn to the following optimization problems for complete and
partial inheritance, respectively,

sup
h
SP(h) = inf

h
inf

θ1,θ2>0

θ2
θ1 + θ2

logE0 exp (θ1h(Y ))

+
θ1

θ1 + θ2
log sup

P∈P
E1,P exp (−θ2h(Y )); (8)

sup
h
SP,Q(h) = inf

h
inf

θ1,θ2>0

θ2
θ1 + θ2

logE0 exp (θ1h(Y ))

+
θ1

θ1 + θ2
log sup

Q∈Q
sup
P∈P

E1,P,Q exp (−θ2h(Y )). (9)

Remark 1. In this remark, we explain why it is reasonable to assume that the distribution
of ω|ζ is identical whenever S(P, ζ) is the same in the partial inheritance setting. In fact,
in the minimax problems for the partial inheritance case, (9) (and similarly in (7)), the only
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term that depends on the distribution of Y under H1 is E1,P,Qe
−θ2h(Y ). To address this, we

focus on optimizing supQ∈Q supP∈P E1,P,Qe
−θ2h(Y ) given θ2 and h. For this optimization, it

is sufficient to consider the optimal Q given P. By definition, Q imposes an upper bound on
the total variation distance between ω|ζ and S(P, ζ). Consequently, the worst-case scenario
can be reduced to the case where the distribution of ω|ζ is identical whenever S(P, ζ) is the
same. This reduction justifies the introduction of the feature matrix, which provides a well-
defined and structured representation of the relationship between ω|ζ and S(P, ζ). The feature
matrix simplifies the analysis by capturing all the relevant information in a systematic manner,
facilitating the solution of the optimization problem.

Remark 2. The choice of the distribution class P and Q determines the form of the opti-
mization problems derived from the hypothesis testing problems. Specifically, the distribution
class P needs to exclude the singleton distributions (e.g., (1, 0, 0, · · · , 0)), , because in such
cases, the joint distribution of (ωt, ζt) would be identical under H0 and H1, making the two
hypotheses indistinguishable. In the partial inheritance setting, the distribution class Q must
satisfy the condition TV·|ζt (ωt,S(Pt, ζt)) ≤ 1−θ for all t ∈ [n], ensuring the consistency with
the bounded total variation condition. Beyond these requirements, our framework is flexible
and can, in principle, analyze any distribution classes. Nevertheless, we follow the literature
[17, 6, 14], and primarily focus on the following distribution class for ∆, θ ∈ (0, 1):

P∆ :=

{
P : max

i∈[m]
Pi ≤ 1−∆

}
, Qθ :=

{
ω|ζ : TV·|ζ (ω,S(P, ζ)) ≤ 1− θ

}
.

4 Analysis of the Gumbel-max Watermark
In this section, we apply the general results from our framework to a specific watermarking
scheme: the Gumbel-max watermark. We analyze the problem separately for the complete
inheritance and partial inheritance settings. First, we derive the feature matrix for the Gumbel-
max watermark and characterize the distribution of the test statistics under the null and alterna-
tive hypotheses. Additionally, we determine the optimal score function h(·) for both the fixed
type I error setting and the setting that minimizes the sum of type I and type II errors. Finally,
we establish the optimality of our proposed tests.

4.1 Feature Matrix
We first derive the feature matrix for the Gumbel-max watermark. Recall that, for the Gumbel-
max watermark, the secret key ζt consists of |W| i.i.d. copies (Ut,ω)ω∈W ∼ U(0, 1), while
the tokens are generated by the rule ωt = argmaxω∈W logUt,ω/Pω. As the detector has the
knowledge of the hash function, the generating process becomes a deterministic process. In
other words, if the detector knows the value of ζt as well as the NTP distribution Pt, one
can directly determine what the next token is. As a result, the corresponding multinomial
distribution S(Pt, ζt) can at most take |W| = m possible choices, implying that k = m in
Definition 3. We now derive the feature matrix in the Gumbel-max watermarking case.

12



Recall that in both the complete inheritance and partial inheritance settings, the feature ma-
trix represents the conditional probabilities of token generation under H0 and H1. Under H0,
the generation of ωt is independent of ζt, and ωt follows the unwatermarked NTP distribution
Pt. Under the H1, the generation rule differs depending on the inheritance setting. In the com-
plete inheritance setting with Gumbel-max watermarking, we have ωt = argmaxi∈[m]

logUt,i

Pt,i
.

Let ω(i) denote the i-th token in the vocabulary W . The probability that ωt = ω(i) is 1, given
that logUt,i

Pt,i
is the largest value among the sequence { logUt,i′

Pt,i′
}i′∈[m]. In contrast, in the partial

inheritance problem, the generation rule differs slightly. As described in the problem setup,
under H1, the generated tokens satisfy TV (ωt|ζt,S(Pt, ζt)) ≤ 1− θ, for all t. In Gumbel-max
watermarking, S(Pt, ζt) is deterministic, so the corresponding probability distribution must be
(1, 0, . . . , 0) or one of its permutations. Therefore, under the partial inheritance assumption,
given that logUt,i

Pt,i
is the largest value among logUt,i′

Pt,i′
for i′ ∈ [m], the probability that ωt = ω(i)

is greater than or equal to θ.
We now formally present the feature matrices for both the complete and partial inheritance

settings. Recall that Pt represents the row vector of the NTP distribution at step t.

Proposition 1. Following Definition 3, for t ∈ [n], the feature matrices at token t under the

null and alternative hypotheses are as follows. Let MP=


Pt

Pt
...
Pt

 ∈ Rm×m.

(a) (Complete inheritance). Under H0, the feature matrix is MP . Under H1, the feature
matrix is an identity matrix Im×m.

(b) (Partial inheritance). Under H0, the feature matrix is MP . Under H1, the t-th feature
matrix belongs to the class {Qt,m×m ∈ Rm×m : qt,ii ≥ θ}, where qt,ii is the i-th diagonal
entry of the matrix Qt,m×m. In other words, feature matrices under H1 belongs to a class
of matrices whose diagonal elements are all greater than or equal to θ.

4.2 Complete Inheritance
In the complete inheritance, we choose the pivotal statistic Yt as the random number Ut,ωt ,
which corresponds to the selected token ωt at step t. We derive the distribution of Yt. It is
worth noting that the distribution results for Yt in the complete inheritance setting are already
established in the prior literature.

Theorem 3. (adapted from [21]) Under the null hypothesis H0, we have Yt ∼ U(0, 1), and
PH0(Yt ≤ r|Pt) = r, for r ∈ [0, 1]. Under the alternative hypothesis H1, we have PH1(Yt ≤
r|Pt) =

∑
ω∈W Pt,ωr

1
Pt,ω , for r ∈ [0, 1].

Next, we obtain the optimal score function for the fixed type I error setting and the sum of
type I and type II errors setting, respectively. We choose the distribution class as P∆ := {P :
maxi∈[m] Pi ≤ 1−∆} for ∆ ∈ [0, 1−m−1].
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Theorem 4. We consider the fixed type I error setting and the sum of type I and type II errors
setting, respectively.

(a) (Optimal score function) For both settings, the optimal score function is

h∗∆(r) = log

(⌊
1

1−∆

⌋
r

∆
1−∆ + r

∆̃
1−∆̃

)
,

where ∆̃ = (1−∆) ·⌊ 1
1−∆

⌋. Moreover, the worst case in the minimax problem is attained
at the following least-favorable NTP distribution in P∆,

P∗ =

(
1−∆, . . . , 1−∆, 1− (1−∆) ·

⌊
1

1−∆

⌋
, 0, . . .

)
.

(b) (Threshold value) In the setting of fixed type I error with α, the threshold value γn =
n · E0h

∗
∆(Y ) + Φ−1(1 − α)

√
n · Var0(h∗∆(Y )). In the setting of minimizing the sum of

type I and type II errors, the optimal threshold is chosen as γn = logα∗/(1− α∗), where
α∗ is the solution to the following problem,

inf
α∗∈(0,1)

∫ 1

0

(⌊
1

1−∆

⌋
r

∆
1−∆ + r

∆̃
1−∆̃

)α∗

dr.

Finally, we establish the optimality for our proposed tests. The following theorem demon-
strates that the asymptotic sum of type I and type II errors for our tests matches the lower bound
across all possible tests, confirming their optimality.

Theorem 5. For a given test ψ, define the asymptotic type II error and the asymptotic sum of
type I error and type II error respectively: f(ψ) = lim supn→∞ e

1
n
ψ,2, g(ψ) = lim supn→∞(eψ,1+

eψ,2)
1
n . Denote the test in Theorem 4.(a) by ψ1 and the test in Theorem 4.(b) by ψ2. The asymp-

totic errors of the tests satisfy:

(a) (Fixed Type I Error) Denote the class of all tests whose type I error are lower than α by
Ψα. When either 1

1−∆
is an integer, with the condition that m = Ω(n),m = o(exp

√
n),

or ∆ is a function of n, with the condition that the function satisfies that 1
∆(n)

= Ω(n
1

m−1 ),
we have

inf
ψ∈Ψα

f(ψ) = f(ψ1)−O(
1

m
).

(b) (Minimizing the Sum of Type I and Type II Errors) For both the case that 1
1−∆

is an
integer and the case that ∆ is a function of n, with the condition that the function satisfies
that 1

∆(n)
= Ω(n

1
m−1 ), we have

inf
ψ
g(ψ) = g(ψ2)−O

(
1

m

)
.
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We now provide some interpretations for this theorem. Result (a) indicates that among all
tests with type I error not exceeding α, our proposed test ψ1 is asymptotically optimal in terms
of worst-case efficiency. The gap between the asymptotic type II error of ψ1 and the optimal
testing scheme is O

(
1
m

)
. Given that m is typically very large, our test is effectively optimal

in practice. Result (b) suggests that among all testing methods, our proposed test ψ2 based on
the derived score function and an appropriate threshold, minimizes the asymptotic sum of type
I and type II errors. The gap between g(ψ2) and the theoretical minimum infψ g(ψ) is also
O
(

1
m

)
.

It is also worth noting that the complete inheritance case in our problem is mathematically
equivalent to the original watermarking problem of detecting whether a given text was gener-
ated by an LLM or produced by a human. While [17] also explore the optimality of detection in
this context with fixed type I error, their approach establishes class-dependent optimality, that
is, their detection procedure is shown to be optimal within a specific class of testing methods.
In contrast, our result in (a) establishes a stronger form of optimality: our test is proven to be
optimal among all possible testing procedures, independent of any specific class.

In the proof of both cases (a) and (b), the primary challenge lies in characterizing the terms
infψ∈Ψα f(ψ) and infψ g(ψ). Since the approaches for addressing both are similar, without loss
of generality, we focus on infψ∈Ψα f(ψ) for explanation. By definition, infψ∈Ψα f(ψ) can be

expressed in a minimax form: infψ limn→∞ supP1:n
e

1
n
ψ,2. A tight analysis of this form requires

finding the least-favorable NTP distributions. However, setting all Pi to P∗ as described in
Theorem 4.(a) leads to a significant gap between the evaluated quantity and f(ψ1). To resolve
this, we select each Pi as a mixture of least-favorable NTP distributions, which complicates
likelihood calculations under both hypotheses and is highly nontrivial. After careful analysis,
we show that the gap between the evaluated term and f(ψ1) is manageable.

4.3 Partial Inheritance
Similar to the complete inheritance setting, we choose the pivotal statistic Yt as the random
number Ut,ωt , and first derive the distribution of Yt.

Theorem 6. Under the null hypothesis H0, we have PH0(Yt ≤ r|Pt,Qt) = r, for r ∈ [0, 1].
Under the alternative hypothesis H1, we have PH1(Yt ≤ r|Pt,Qt) =

∑n
i=1

∑
j ̸=i

pi
1−pj (r −

r
1
pj · pj) · qij +

∑n
i=1 pir

1
pi · qii, for r ∈ [0, 1]. Moreover, it holds that PH1(Yt ≤ r|Pt,Qt) ≤ r.

Next, we derive the optimal score function for both the fixed type I error setting and the
setting that minimizes the sum of type I and type II errors. While the approach for deriving
the optimal score function under the partial inheritance setting shares similarities with that of
the complete inheritance setting, it introduces several new technical challenges, with convexity
being the most significant.

In the complete inheritance setting, convexity plays a key role in simplifying the problem.
Specifically, the problem can be reduced to considering only the extreme points due to the
convexity of the objective function. This convexity can be directly demonstrated by the positive
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definiteness of the Hessian matrix. However, in the partial inheritance setting, convexity is not
guaranteed and requires a more nuanced analysis. To address this challenge, we adopt a two-
step approach. First, we fix the largest element of the multivariable function and analyze the
convexity of the function with respect to the remaining n − 1 variables. By characterizing
the behavior of these remaining n − 1 elements, we ensure that the function maintains the
desired properties. Next, we remove the restriction on the largest element, reducing the original
problem to a univariate function. This reduction allows us to handle the lack of global convexity
while maintaining the validity of the solution.

For this analysis, we define the distribution classes as follows: P∆ := {P : maxω∈W Pω ≤
1−∆},∆ ∈ (0, 1), and Qθ := {Q : qii ≥ θ}, for θ ∈ (1/2, 1).

Theorem 7. We consider the fixed type I error setting and the sum of type I and type II errors
setting, respectively.

(a) (Optimal score function). For both settings, the optimal score function is,

h∗∆(r) =

log

(
1−θ
∆

+
(⌊

1
1−∆

⌋
θ + 1

∆
θ − 1

∆

)
r

∆
1−∆ + θr

∆̃
1−∆̃

)
if ∆ ≥ 1

2
,

log
(
2(1− θ) + (2θ − 1)

(
r

1−∆
∆ + r

∆
1−∆

))
if ∆ < 1

2
.

Moreover, RQ,P∆
(h∗∆) is attained at the following least-favorable NTP distribution in

P∆ and the feature matrix,

P∗ =

(
1−∆, . . . , 1−∆, 1− (1−∆)

⌊
1

1−∆

⌋
, 0, . . .

)
, Q∗ =


θ 1− θ 0 · · · 0

1− θ θ 0 · · · 0
1− θ 0 θ · · · 0

...
...

... . . . ...
1− θ 0 0 · · · θ

 .

(b) (Threshold value) In the setting of fixed type I error with α, the threshold value γn =
n · E0h

∗
∆(Y ) + Φ−1(1− α)

√
n · Var0(h∗∆(Y )). In the setting where we aim to minimize

the sum of type I and type II errors, the optimal threshold is chosen as:

γn =

{
log α∗

1−α∗ if ∆ ≥ 1
2
,

log β∗

1−β∗ if ∆ < 1
2
,

where α∗, β∗ are the solutions to the following problems:

inf
α∗∈(0,1)

∫ 1

0

(
1− θ

∆
+

(⌊
1

1−∆

⌋
θ +

1

∆
θ − 1

∆

)
r

∆
1−∆ + θr

∆̃
1−∆̃

)α∗

dr

inf
β∗∈(0,1)

∫ 1

0

(
2(1− θ) + (2θ − 1)

(
r

1−∆
∆ + r

∆
1−∆

))β∗

dr.
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We would like to remark that in part (a), the least-favorable point Q∗ is not unique. In fact,
all feature matrices Q that achieve the worst-case efficiency satisfy the following conditions:

(a) qii = θ; (b) For i ≤
⌊

1
1−∆

⌋
,
∑⌊ 1

1−∆⌋
j=1 qij = 1; (c) For i >

⌊
1

1−∆

⌋
,
∑⌊ 1

1−∆⌋
j=1 qij = 1− θ; (d)

For j >
⌊

1
1−∆

⌋
, qij = 0.

Finally, we establish the optimality for our proposed test. The optimality results of the
partial inheritance problem are similar to those of the complete inheritance problem.

Theorem 8. For a given test ψ, recall that the asymptotic type II error and the asymptotic sum
of type I error and type II error: f(ψ) = lim supn→∞ e

1
n
2,ψ, g(ψ) = lim supn→∞(eψ,1 + eψ,2)

1
n .

Denote the test in Theorem 7.(a) by ψ̃1 and the test in Theorem 7.(b) by ψ̃2. The asymptotic
errors of these tests satisfy:

(a) (Fixed Type I Error) Recall that the class of all tests whose type I error are lower than
α is Ψα. When either 1

1−∆
is an integer, m = Ω(n),m = o(exp

√
n), or ∆ is a function

of n, with the condition that the function satisfies that 1
∆(n)

= Ω(n
1

m−1 ), we have

inf
ψ∈Ψα

f(ψ) = f(ψ̃1)−O(
1

m
).

(b) (Minimizing the Sum of Type I and Type II Errors) For both the case that 1
1−∆

is an
integer and the case that ∆ is a function of n, with the condition that the function satisfies
that 1

∆(n)
= Ω(n

1
m−1 ), we have

inf
ψ
g(ψ) = g(ψ̃2)−O

(
1

m

)
.

These results demonstrate that the optimality of our tests in the partial inheritance setting
mirrors that of the complete inheritance case.

An important point to emphasize is that our results can also be used for robust watermark
detection in the original watermarking problem in detecting if a given text was generated by
an LLM or written by a human [3, 1]. While their methods perform well when the text strictly
adheres to the watermarking scheme, they may fail when modifications such as text editing
and paraphrasing are applied to the generated text [31]. In contrast, the detection methods
we propose are inherently robust to such modifications. Our approach explains the robustness
of watermarking schemes by demonstrating that, even when generated paragraphs are altered,
our methods can reliably and optimally detect the presence of the watermark. This robustness
ensures the practical utility of our detection techniques in real-world scenarios.

5 Analysis of the Red-green-list Watermark
In this section, we apply our general framework to analyze the red-green-list watermark and
derive the optimal tests for detecting data misappropriation under both the complete inheritance
and partial inheritance settings.
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5.1 Feature Matrix
Recall that, for the red-green-list watermark, the secret key ζt is a subset D ⊂ {1, 2, . . . ,m}
satisfying that |D| = γ ·m for some γ ∈ (0, 1). In partial inheritance case, the distribution of
ωt conditional on Pt and ζt is given by,

S(Pt, ζt) =

(
pt,1

1{1 ∈ ζt}∑
i∈ζt pt,i

, pt,2
1{2 ∈ ζt}∑

i∈ζt pt,i
, . . . , pt,m

1{m ∈ ζt}∑
i∈ζt pt,i

)
.

Under this scheme, ωt|Pt, ζt follows a multinomial distribution,

P(ωt = k|Pt, ζt) = pt,k ·
1{k ∈ ζt}∑

i∈ζt pt,i
.

Unlike the Gumbel-max watermarking technique, the red-green-list watermarking technique is
not deterministic, even when conditioned on Pt and ζt.

Proposition 2. Let k =
(
m
γ·m

)
, andA1, A2, · · · , Ak, k =

(
m
γ·m

)
denote all subsets of {1, 2, · · · ,m}

containing γ ·m elements. Then, for for t ∈ [n], the feature matrices at token t under the null
and alternative hypotheses are as follows.

(a) (Complete inheritance). Under H0, the feature matrix is MP =


Pt

Pt
...
Pt

 ∈ Rk×m. Under

H1, the feature matrix is


St,1
St,2

...
St,k

, where St,i =
(
pt,1

1{1∈Ai}∑
i∈Ai

pt,i
, pt,2

1{2∈Ai}∑
i∈Ai

pt,i
, . . . , pt,m

1{m∈Ai}∑
i∈Ai

pt,i

)
.

(b) (Partial inheritance). Under H0, the feature matrix is MP . Under H1, the t-th feature

matrix belongs to the class



Qt,1

Qt,2
...

Qt,k

 : TV (Qt,i,St,i) ≤ 1− θ

.

In the following, we analyze the complete inheritance and partial inheritance settings sepa-
rately. In both cases, the pivotal statistic is Yt = 1{ωt ∈ ζt}. Since Yt can only take the value 0
or 1, any score function h(·) will yield a test statistic equivalent to counting the number of times
Yt = 1. Specifically, the test statistic

∑n
t=1 h(Yt) corresponds to counting the occurrences of

{ωt ∈ ζt}. Thus, for this watermarking technique, the specific form of the score function h(·)
does not affect the outcome of the hypothesis testing. As a result, the testing procedure is
determined by the number of instances where ωt ∈ ζt.
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5.2 Complete Inheritance
In the case of complete inheritance, the distribution of the pivotal statistic Yt under the null and
alternative hypotheses is as follows.

Theorem 9. For t ∈ [n], under the null hypothesis H0, we have P(Yt = 0) = 1 − γ,P(Yt =
1) = γ; under the alternative hypothesis, H1, we have P(Yt = 1) = 1.

This result highlights the distinct behavior of Yt under the two hypotheses. Under H0, Yt
is a Bernoulli random variable with parameter γ, reflecting the random selection process for
subsets in the red-green-list watermarking scheme. In contrast, under H1, Yt always equals 1,
as the complete inheritance ensures that every token ωt is fully aligned with the watermarking
process.

Denote the rejection set as R = {(ω1:n, ζ1:n) :
∑n

t=1 Yt ≥ γn}. We can change the value of
the threshold γn to determine the rejection rule.

Theorem 10. We consider the fixed type I error setting and the sum of type I and type II errors
setting, respectively.

(a) In the setting of fixed type I error with α, the optimal threshold value is given by

γn = n · γ +
√
nγ(1− γ)Φ−1(1− α).

(b) In the setting where we aim to minimize the sum of type I and type II errors, the optimal
threshold is γn = n.

We then establish the optimality for our proposed tests.

Theorem 11. For a given test ψ, recall that we define the asymptotic type II error and the
asymptotic sum of type I error and type II error respectively by: f(ψ) = lim supn→∞ e

1
n
ψ,2, g(ψ) =

lim supn→∞(eψ,1 + eψ,2)
1
n . Denote the test in Theorem 10.(a) by ψ′

1, and the test in Theo-
rem 10.(b) as ψ′

2. The asymptotic errors of these tests are as follows:

(a) (Fixed Type I Error) For any test ψ whose Type I error is lower than α, we have

inf
ψ∈Ψα

f(ψ) = f(ψ′
1).

(b) (Minimizing the Sum of Type I and Type II Errors) For any test ψ, we have

inf
ψ
g(ψ) = g(ψ′

2).

This theorem establishes the optimality of our proposed testing methods in both settings of
fixed type I error and minimizing the sum of type I and type II errors. The proof of this result
is considerably simpler than that of the Gumbel-max scheme. Specifically, it suffices to focus
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on the case where each Pi is (1/m, 1/m, . . . , 1/m). Once the NTP distributions are fixed,
deriving the optimal testing scheme reduces to analyzing a Bernoulli process under H0 and a
deterministic sequence under H1. This structure ensures that the test procedure is determined
entirely by the number of occurrences of {ωt ∈ ζt}, namely,

∑n
t=1 Yt. This special structure

eliminates the O( 1
m
) term that is present in the Gumbel-max case, resulting the value of f(ψ′

1)
(or g(ψ′

2)) precisely matches the theoretical infimum infψ f(ψ) (or infψ g(ψ)).

5.3 Partial Inheritance
In the partial inheritance setting, the token ωt conditional on ζi follows a multinomial distribu-
tion with parameter Qt = (qt,i1, . . . , qt,im). The distribution of Yt is as follows.

Theorem 12. Under the null hypothesis H0, we have P(Yt = 0) = 1 − γ,P(Yt = 1) = γ.
Under the alternative hypothesis H1, we have

P(Yt = 1) =

( m
γ·m)∑
i=1

1(
m
γ·m

)∑
j∈ξi

qij ≥ θ, P(Yt = 0) ≤ 1− θ.

This result reflects the additional complexity of the partial inheritance setting. Under H0,
Yt remains a Bernoulli random variable with parameter γ. However, under H1, the probability
P(Yt = 1) is influenced by the distributionsQt and the constraint TV (ωt|ζt,S(Pt, ζt)) ≤ 1−θ.

We now introduce our proposed optimal test scheme by specifying te optimal rejection
region.

Theorem 13. We consider the fixed type I error setting and the sum of type I and type II errors
setting, respectively. Given θ ≥ γ.

(a) In the setting of fixed type I error with α, the optimal threshold value is given by

γn = n · γ +
√
nγ(1− γ)Φ−1(1− α).

(b) In the setting where we aim to minimize the sum of type I and type II errors, the optimal
threshold is given by

γn = ⌈n · log(1− γ)− log(1− θ)

log θ + log(1− γ)− log γ − log(1− θ)
⌉. (10)

Next, we establish the optimality for our proposed tests.

Theorem 14. For a test ψ, recall that the asymptotic type II error and the asymptotic sum of
type I error and type II error respectively: f(ψ) = lim supn→∞ e

1
n
ψ,2, g(ψ) = lim supn→∞(eψ,1+

eψ,2)
1
n . Denote the test in Theorem 13.(a) by ψ̃′

1, and the test in Theorem 13.(b) by ψ̃′
2. The

asymptotic errors of these tests satisfy:
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(a) (Fixed Type I Error) For any test ψ whose Type I error is lower than α, we have

inf
ψ∈Ψα

f(ψ) = f(ψ̃′
1).

(b) (Minimizing the Sum of Type I and Type II Errors) For any test ψ, we have

inf
ψ
g(ψ) = g(ψ̃′

2).

This theorem establishes that our proposed tests achieve the infimum of both the asymptotic
type II error and the asymptotic sum of type I and type II errors respectively, confirming its
optimality in the partial inheritance setting. The key to proving these results lies in analyzing
the worst-case scenario for H1. After fixing Pi and Qi, the optimal test can be derived by
considering the constraints on the TV distance TV (ωt|ζt,S(Pt, ζt)) ≤ 1 − θ. This leads to
a feasible determination of the test statistic

∑n
t=1 Yt and its corresponding rejection region. It

can also be readily verified that the asymptotic type II error equals f(ψ̃′
1) the asymptotic sum of

type I and type II errors equals g(ψ̃′
2). The analysis of the partial inheritance case complements

the complete inheritance setting by addressing more realistic scenarios where the watermark
signal may be diluted, demonstrating the robustness and adaptability of our proposed test.

6 Numerical Studies
In this section, we numerically investigate the detection of data misappropriation with two
watermarking schemes: Gumbel-max and red-green-list. For the Gumbel-max watermarking
scheme, we compare the performance of our proposed testing method with baseline testing
methods. First, we fix the type I error at a constant level and compare the type II error across all
methods. Next, we evaluate the sum of type I and type II errors for each testing scheme. These
evaluations are conducted for both the complete inheritance case and the partial inheritance
case, corresponding to two distinct datasets.

6.1 Gumbel-max Watermark
In our simulation, we generate a vocabulary W of size 1,000 and evaluate the type I and type
II errors in watermark detection methods for generated token sequences. We compare our
proposed method with baseline methods with other score functions hars(r) = − log(1 − r)
and hlog = log r. Here, we note that hars is the score function proposed by Aaronson that
was considered at OpenAI [1]. Recall that our proposed optimal score function is hopt,∆ =

log

(⌊
1

1−∆

⌋
r

∆
1−∆ + r

∆̃
1−∆̃

)
, where ∆̃ = (1−∆)

⌊
1

1−∆

⌋
, as we developed in Theorem 4.

For a given text length T , we first generate 5,000 samples of unwatermarked word to-
ken sequences. Each unwatermarked token is uniformly sampled from the vocabulary W .
Throughout these 5,000 repeated experiments, we compute the average type I error. Similarly,
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for the complete inheritance problem, we generate 5,000 samples of watermarked word token
sequences to simulate type II error. When generating the watermarked texts, we first randomly
select a prompt, then generate the subsequent tokens based on the values of the previous five
tokens, which serve as a random seed. The NTP distribution satisfies that the largest term of
the multinomial distribution is 1 −∆, and the remaining terms are uniformly distributed such
that their sum equals ∆. In each generation process, ∆ is randomly sampled from the interval
[0.001, 0.5]. Specifically, the NTP distribution can be represented by (P1, P2, . . . , P1000), with
the largest term equal to 1−∆. In the complete inheritance problem, at each step, we generate
1,000 i.i.d. random variables Ui that follow uniform distributions. Then, the watermarked texts
are generated by the rule ω = argmaxω∈W

logUω

Pω
.

In the partial inheritance problem, the token generation process differs slightly from that
of the complete inheritance setting. The generation process must be fine-tuned to ensure that
the total variation distance between the adjusted probability distribution and the original one
remains within a specified bound. Specifically, we calculate the value of S(P, ζ) at each step.
It is easy to observe that the distribution of S(P, ζ) has the form (1, 0, 0, . . . , 0) or its permu-
tations. Thus, we need only control the value of the term corresponding to the “1” in S(P, ζ).
In our simulation, we first determine the value of 1− θ, which corresponds to the upper bound
of the TV distance. At each step, we randomly select θ′ from the interval [θ, 1], and the cor-
responding distribution of ω|ζ satisfies that the term corresponding to the “1” is θ′, with the
sum of the remaining terms equal to 1 − θ′. For this numerical simulation, we set θ = 0.8
and ∆ = 0.005. These parameters ensure that the generated distributions adhere to the con-
straints of the partial inheritance setting while maintaining the desired level of randomness and
compliance with the TV distance bound.

For the fixed type I case, we set the confidence level α = 0.05 for both the complete
and partial inheritance problems. The optimal threshold in the proposed rejection region is
evaluated following our previous derivation, and is given by the formula:

γ̂n,α = n · E0[h(Y )] + Φ−1(1− α) ·
√
n · Var0[h(Y )].

We compute this threshold through numerical calculations by directly plugging in the distribu-
tion of Y under the null hypothesis H0.

Throughout these 5,000 repetitions, we calculate the average type I and type II errors, with
the findings presented in Figures 1 and 2. The results indicate that, empirically, the type I
errors generally align with the nominal level of 0.05 and become increasingly closer to 0.05
as the text length increases. This behavior aligns with our theoretical expectations regarding
the asymptotic control of type I error. Additionally, we compute the average type II error over
these 5,000 experiments and present the results on the right columns of Figures 1 and 2. The
figures demonstrate that, in both the complete and partial inheritance settings, our proposed test
achieves consistently lower type II error compared to other baseline methods. These findings
highlight the effectiveness of our approach in minimizing type II errors while maintaining type
I error control.
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Figure 1: Average type I and type II errors vs. text length for Gumbel-max watermarking in
the complete inheritance case, under the setting of fixed type I error.

Figure 2: Average type I and type II errors vs. text length for Gumbel-max watermarking in
the partial inheritance case, under the setting of fixed type I error.

For the case where we aim to minimize the sum of type I and type II errors, the computation
of the optimal threshold in the proposed rejection region is more complicated than the fixed
type I error case. Due to space constraints, we defer the details to the Section D.1 in the
appendix. The findings of our numerical simulation are presented in Figure 3. The testing
method proposed by us outperforms others in both the complete and partial inheritance cases,
with the sum of type I and type II errors smaller than the other methods.
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Figure 3: Average sum of type I and type II errors vs. text length for Gumbel-max watermark-
ing in the complete inheritance (left) and partial (right) inheritance cases respectively, under
the setting of minimizing the sum of type I and type II errors error.

6.2 Red-Green-list Watermark
In this section, we present numerical studies for the red-green-list watermarking scheme. Fol-
lowing a similar setup to the Gumbel-max watermark experiments, we generate a vocabulary
W of size 1,000 and evaluate the Type I and Type II errors in watermark detection methods for
generated token sequences. The NTP distributions in both the complete inheritance and partial
inheritance cases are 1,000-dimensional multinomial distributions. No restrictions are imposed
on these distributions, and the parameter γ used for simulation is set to 0.5, meaning that we
have green and red lists with equal length.

In the complete inheritance case, each secret key ζt is a subset of {1, 2, . . . , 1000} contain-
ing 500 elements. The secret keys are selected randomly based on a random seed determined
by the previous five tokens. Conceptually, this process divides the vocabulary into two groups,
with half of the tokens designated as the green list and the other half as the red list.

Given NTP distribution Pt = (pt,1, pt,2, . . . , pt,1000) and the secret key ζt, the adjusted
distribution is calculated as:

S(Pt, ζt) =

(
pt,1

1{1 ∈ ζt}∑
i∈ζt pt,i

, pt,2
1{2 ∈ ζt}∑

i∈ζt pt,i
, . . . , pt,1000

1{1000 ∈ ζt}∑
i∈ζt pt,i

)
.

This process effectively samples tokens exclusively from the green list at each step. For
unwatermarked texts, tokens are randomly sampled from {1, 2, . . . , 1000}, and secret keys are
chosen independently.

In the partial inheritance case, the adjusted distribution S(Pt, ζt) needs to satisfy the TV
distance constraint. We set the parameter θ = 0.8, and the TV distance constraint between ω|ζ
and S(Pt, ζt) is set to 1− θ. To satisfy this constraint, we adjust the probabilities for the green
and red tokens as follows: the sum of probabilities for the green list is set to 1 − θ, while the
sum for the red list is set to θ. The resulting probability distribution qt = (qt,1, qt,2, . . . , qt,1000)
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is

qt,i =
pt,i1{i ∈ ζt}∑

i∈ζt pt,i
· (1− θ) +

pt,i1{i /∈ ζt}∑
i/∈ζt pt,i

· θ.

As derived in the optimal tests for red-green-list watermarking, the specific form of the
score function h(·) does not influence the hypothesis testing outcome. Any score function will
yield a test statistic equivalent to counting the number of instances where Yt = 1. Conse-
quently, in the fixed type I error setting, all test procedures based on different score functions
are effectively identical, eliminating the need to compare different score functions. In the fol-
lowing, we present numerical evaluations of our method under both the fixed type I error setting
and the setting aimed at minimizing the sum of type I and type II errors.

In the fixed Type I error setting, Figure 4 demonstrates that the Type I errors empirically
align closely with the nominal level of 0.05, converging as the text length increases in both the
complete and partial inheritance settings. This behavior aligns with our theoretical guarantees
for asymptotic Type I error control. Additionally, in both settings, the Type II errors decrease
rapidly to 0. In fact, in our theoretical derivation, it is easy to compute the Type II error of our

optimal test, given by P(Z <
√
n(γ−θ)√
θ(1−θ)

+
√

γ(1−γ)
θ(1−θ)Φ

−1(1 − α)), where Z is a standard normal

random variable. When θ is close to 1, θ−γ√
θ(1−θ)

becomes large, leading to a rapid decay of the

Type II error. This behavior highlights the efficiency of our testing method, particularly for
cases where the TV distance constraint is tight.

Figure 4: Average type I and type II errors vs. text length for Green-red-list watermarking in
the complete and partial inheritance settings

We now consider the case of minimizing the sum of type I and type II errors. In the setting
of complete inheritance, again, we can see the sum of type I and type II errors drop quickly
to 0. In the setting of partial inheritance, recall that we generate the data with θ = 0.8. To
construct different testing procedures, we vary the values of θ used for the rejection region
threshold in (10). Figure 5 (right) shows the comparison for different testing procedures with
θ ∈ {0.7, 0.8, 0.9, 0.95}. As shown in the right figure, the optimal sum of Type I and Type II
errors is achieved when the chosen θ matches the true value used for data generation.

25



Figure 5: Average sum of type I and type II errors vs. text length for red-green-list watermark-
ing in the complete inheritance (left) and partial (right) inheritance cases respectively, under
the setting of minimizing the sum of type I and type II errors error.
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Guerrero-Dib, Olumide Popoola, Petr Šigut, and Lorna Waddington. Testing of detec-
tion tools for ai-generated text. International Journal for Educational Integrity, 19(1),
December 2023.

[28] Xiaodong Wu, Ran Duan, and Jianbing Ni. Unveiling security, privacy, and ethical con-
cerns of chatgpt, 2023.

[29] Yihan Wu, Zhengmian Hu, Hongyang Zhang, and Heng Huang. Dipmark: A stealthy,
efficient and resilient watermark for large language models, 2024.

[30] Xi Yang, Kejiang Chen, Weiming Zhang, Chang Liu, Yuang Qi, Jie Zhang, Han Fang,
and Nenghai Yu. Watermarking text generated by black-box language models, 2023.

[31] Xuandong Zhao, Prabhanjan Ananth, Lei Li, and Yu-Xiang Wang. Provable robust wa-
termarking for ai-generated text, 2023.

[32] Xuandong Zhao, Lei Li, and Yu-Xiang Wang. Permute-and-flip: An optimally robust and
watermarkable decoder for llms, 2024.

[33] Xuandong Zhao, Yu-Xiang Wang, and Lei Li. Protecting language generation models
via invisible watermarking. In International Conference on Machine Learning, pages
42187–42199. PMLR, 2023.

29


	Introduction
	Problem Setup
	A Statistical Framework
	Hypotheses and Pivotal Statistics
	Rejection threshold

	Analysis of the Gumbel-max Watermark
	Feature Matrix
	Complete Inheritance
	Partial Inheritance

	Analysis of the Red-green-list Watermark
	Feature Matrix
	Complete Inheritance
	Partial Inheritance

	Numerical Studies
	Gumbel-max Watermark
	Red-Green-list Watermark


