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Abstract
Currently, an increasing number of users and enterprises are
storing their data in the cloud but do not fully trust cloud
providers with their data in plaintext form. To address this
concern, they encrypt their data before uploading it to the
cloud. However, encryption with different keys means that
even identical data will become different ciphertexts, making
deduplication less effective. Encrypted deduplication avoids
this issue by ensuring that identical data chunks generate
the same ciphertext with content-based keys, enabling the
cloud to efficiently identify and remove duplicates even in en-
crypted form. Current encrypted data deduplication work can
be classified into two types: target-based and source-based.
Target-based encrypted deduplication requires clients to up-
load all encrypted chunks (the basic unit of deduplication) to
the cloud with high network bandwidth overhead. Source-
based deduplication involves clients uploading fingerprints
(hashes) of encrypted chunks for duplicate checking and only
uploading unique encrypted chunks, which reduces network
transfer but introduces high latency and potential side-channel
attacks, which need to be mitigated by Proof of Ownership
(PoW), and high computing overhead of the cloud. So, re-
ducing the latency and the overheads of network and cloud
while ensuring security has become a significant challenge
for secure data deduplication in cloud storage. In response to
this challenge, we present PM-Dedup, a novel secure source-
based deduplication approach that relocates a portion of the
deduplication checking process and PoW tasks from the cloud
to the trusted execution environments (TEEs) in the client-
side edge servers. We also propose various designs to enhance
the security and efficiency of data deduplication.

1 Introductions

Cloud storage services (such as Dropbox, Google Drive,
OneDrive, iCloud Drive, etc.) have become very popular in
recent years for storing and sharing data. The Google 2023
Data and AI Trends Report states that by 2026, the global data

generation rate will reach 7 petabytes per second, with only
10% being original data and the remaining 90% being repli-
cated data. To handle the vast amounts of data, many cloud
storage services utilize deduplication technology to eliminate
duplicate content and optimize storage space. The common
approach of data deduplication is to eliminate redundant data
and store only one physical copy called unique data. This
physical copy can be referenced and accessed by a file/object
using small-size references. According to recent publications,
implementing cross-user deduplication can result in substan-
tial space savings, with more than 50% in primary storage
[28] and up to 90% to 95% in backup storage [34] [29].

Facing the increasing data privacy concerns and security
threats, clients are becoming more cautious about the safety of
their data and are increasingly reluctant to trust cloud storage
service providers with their unencrypted data. This concern
leads them to encrypt their data before uploading it to the
cloud. However, encrypting the same data with different
keys results in distinct ciphertexts, which reduces the effec-
tiveness of deduplication after encryption [30]. To address
this issue, encrypted deduplication techniques have been de-
veloped which use a hash of the data content itself as a key
for encryption [13, 19, 33, 34]. In this method, clients en-
crypt the original plaintext data using content-derived keys to
produce ciphertexts. This approach allows identical data to
be encrypted into the same ciphertext when using the same
key, thereby enhancing the effectiveness of encrypted dedu-
plication by enabling the cloud to perform duplication checks
based on these identical ciphertexts.

Existing encrypted deduplication can be categorized into
two approaches: 1) Target-based encrypted deduplication,
where clients upload all ciphertext chunks, even if they are
duplicates, to the cloud for deduplication. This approach re-
sults in additional network bandwidth for uploading duplicate
ciphertext chunks, leading to increased costs related to data
transfer. 2) Source-based encrypted deduplication, where
clients compute the fingerprints of the ciphertext chunks and
upload them to the cloud for a duplicate check, and then only
upload unique ciphertext chunks. The cloud performs the
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duplication checks by comparing the fingerprints of the ci-
phertext chunks. Since the same plaintext encrypted with the
same key will result in identical ciphertexts, their fingerprints
will also be identical, allowing the cloud to identify duplicates
or unique data. While this method can reduce data transfer, it
introduces three potential problems.

Firstly, it is vulnerable to side-channel attacks. One possi-
ble attack occurs when a compromised client generates and
sends guessed fingerprints of ciphertext chunks to the cloud.
If the cloud confirms the existence of these chunks and does
not require an upload, the client can infer that the data is
already stored in the cloud, potentially breaching data con-
fidentiality. To counter this, clients must prove to the cloud
that they own the data chunks through a Proof of Ownership
(PoW) protocol [7, 8, 10, 11]. PoW can be executed through
a challenge-response protocol. That is, when a client does
not need to upload a data chunk, the cloud generates a chal-
lenge and a response based on the chunk already stored on
the cloud and sends the challenge to the client to demand a
response. The client must use its original chunk to produce a
response and send it back to the cloud. The cloud then can
verify the ownership by matching the client’s response with
its pre-computed response. However, this protocol increases
latency due to the additional round-trip challenge-response
communication and the time required for the cloud to generate
the challenge and response in real-time.

Secondly, it introduces high latency due to the additional
deduplication checking step required at the cloud before up-
loading data. This means clients must wait for the cloud to
perform a duplicate check on the uploaded fingerprints, result-
ing in a delay before they can upload the actual data chunks
or face the PoW challenge.

Lastly, this approach results in significant overhead in the
cloud, including the costs associated with duplicate checks,
ownership verification, and the real-time computation of chal-
lenges and responses for PoW. These operations require con-
siderable resources, and as the number of client queries in-
creases, the associated overhead can become a substantial
bottleneck.

The advancements in trusted execution environments
(TEEs) [14,16,27], which provide a secure execution environ-
ment for processing sensitive code and data with confidential-
ity, availability, and integrity guarantees, offer new possibili-
ties for enhancing the performance of encrypted deduplication.
Currently, several TEEs across different platforms are com-
monly used, including ARM TrustZone, AMD SEV, Intel
SGX, Sanctum, and Sanctuary, among others [14]. In this pa-
per, we focus on one specific TEE: Intel SGX [12,18,25,36],
which is popular and easy to deploy. It allows for the allo-
cation of an isolated memory region (enclave) against the
host system, attests in-enclave contents via remote attestation
and can securely move in-enclave contents into unprotected
memory via encryption [26, 40]. Given the considerable
security benefits of SGX, as confirmed by recent research, we

are motivated to migrate a portion of the deduplication check
process and the PoW tasks from the cloud to the enclave of
an edge server in client side. This approach aims to reduce
the computation cost and the latency due to the extra check-
ing step and proof-of-ownership, while still ensuring security,
bandwidth efficiency, and storage optimization.

We introduce PM-Dedup, designed specifically for a single
organization or company with multiple branches or offices
spread across various geographical regions. In this scenario,
the cloud system maintains a list of fingerprints uploaded by
the organization’s clients. These fingerprints are derived from
the encrypted data chunks of the files that clients upload to
the cloud. Each geographical location within the organization
is equipped with its own edge server. This structure inher-
ently increases the likelihood of duplicate data chunks being
uploaded, as clients within the same organization often share
common data. PM-Dedup proposes migrating tasks originally
performed on the cloud, such as deduplication checks and
PoW, to the edge server closer to the client, where the visit
latency is significantly lower compared to that of the cloud.
To achieve this, the cloud pre-computes challenges and re-
sponses for selected chunks and files, rather than generating
them in real-time. These pre-computed challenges and re-
sponses are then transferred to the edge server, enabling faster
PoW verification. Additionally, by selecting and transferring
a subset of fingerprints (the share-index) to the edge server for
deduplication checks, PM-Dedup further reduces the need for
cloud interactions, thereby decreasing latency and lowering
the cloud’s overhead.

While realizing this approach, we encounter two challenges.
First, it is crucial to ensure the security of the information
shared by the cloud with the edge servers, including the share-
index for deduplication checks and pre-computed challenges
and responses for PoW. This is because cloud systems are
typically reluctant to share their data in an insecure manner,
making the safeguarding of these elements from potential
attacks paramount. Second, the selection of an efficient share-
index, as well as pre-computed challenges and responses are
very important. Because careful selection of these elements
increases the likelihood of handling these tasks on the edge
server, thereby reducing communication latency, network
traffic, and overhead on the cloud. To this end, we propose
four major components of PM-Dedup:

• Efficient Share-Index Generation: Optimizes dedupli-
cation by accurately identifying both current and future
high-impact fingerprints from the cloud.

• Dual-Level Lightweight and Responsive PoW: En-
sures efficient ownership verification by combining file-
and chunk-level PoW. Pre-computed challenges and re-
sponses are utilized to reduce the response time for PoW
verification.

• SGX-based Migration: Securely migrates critical op-
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erations from cloud to Intel SGX enclaves on the edge
server, minimizing overhead on the cloud and latency.

• Optimized Edge Server Management: Dynamically
manages the share-index, along with pre-computed chal-
lenges and local fingerprints, to reduce computational
overhead.

The rest of the paper is structured as follows: Section 2
provides the necessary background and motivation. Section 3
presents an overview of our design. Section 4 describes the
detailed design. Sections 5 and 6 discuss the implementation
details and evaluation results respectively. Finally, Section 7
concludes the paper.

2 Background & Motivation

2.1 Data Deduplication
We focus on chunk-based deduplication of each
file/object. [22, 34, 41], a pivotal technique in data
storage management that optimizes storage efficiency by
eliminating redundant data. The process involves partitioning
data into chunks and assigning each chunk a unique
cryptographic hash-based fingerprint based on the content of
the chunk, ensuring that different chunks will have distinct
fingerprints. Because different chunks generate different
fingerprints, even slight variations in the data result in unique
identifiers. Consequently, these fingerprints can facilitate the
detection and removal of duplicates.

In the deduplication system, each unique chunk is stored
only once, while duplicate occurrences are replaced with a
reference to the original. To manage this process, the sys-
tem maintains a fingerprint index, a key-value store mapping
fingerprints to the physical addresses of their corresponding
chunks. Additionally, the system stores a file recipe for each
file, listing references to all its constituent chunks. This recipe
aids in future file reconstruction.

2.2 Encrypted Deduplication
As more users and enterprises increasingly prioritize data
privacy and security, the necessity of encrypting data before
storage becomes paramount [15, 35, 39]. While conventional
data deduplication offers significant storage benefits, it en-
counters difficulties when applied to encrypted data. The
reason for this lies in the nature of encryption itself: same
data encrypted with different keys yields different ciphertexts,
which makes traditional deduplication techniques ineffective
due to they have different fingerprints.

Message Locked Encryption (MLE): To overcome this
obstacle, Message Locked Encryption (MLE) was introduced
[2]. MLE is an encryption scheme that generates the encryp-
tion key based on the content of the message itself. There-
fore, identical data chunks will always produce the same

key to be used for encryption, resulting in identical cipher-
texts. This approach allows for effective deduplication of
encrypted data since identical plaintexts—even when inde-
pendently encrypted—will yield identical ciphertexts. Hence,
MLE enables deduplication systems to recognize and elimi-
nate duplicate encrypted data.

Brute-force attacks in MLE: However, MLE is suscep-
tible to brute-force attacks because the encryption key is
directly derived from the plaintext chunk. Specifically, an
adversary can infer the input plaintext chunk from a target
ciphertext chunk by systematically generating the MLE keys
for all possible plaintext chunks and checking if any generated
plaintext chunk produces the target ciphertext when encrypted
[26].

Server-aided MLE enhances the security of encrypted dedu-
plication against offline brute-force attacks by utilizing a
dedicated key server for MLE key generation [17]. When
encrypting a plaintext chunk, the client sends the fingerprint
of the plaintext chunk to the key server, which uses the fin-
gerprint and a global secret to generate the MLE key. This
key is then securely returned to the client who will use it
to encrypt the plaintext chunk. The security of this method
hinges on the global secret’s confidentiality. If compromised,
the security reverts to traditional MLE’s level. To further safe-
guard the process, server-aided MLE employs an oblivious
pseudo-random function (OPRF) [24] to blind the fingerprints,
ensuring the key server cannot learn them. Additionally, it
rate-limits key generation requests to mitigate online brute-
force attacks.

Side-channel attack: In contrast to target-based encrypted
deduplication which involves clients uploading all ciphertext
chunks to the cloud and, therefore, suffers from high band-
width requirements [40], our research focuses on source-based
encrypted deduplication. In this method, clients compute the
fingerprints of the ciphertext chunks and upload them to the
cloud for a duplicate check before uploading the actual cipher-
text chunks. Only unique ciphertext chunks are then uploaded
to the cloud which is beneficial in reducing data transfer and
associated costs. However, it is vulnerable to side-channel
attacks that pose substantial security risks [7, 8, 10, 11]. Two
main forms of side-channel attacks exist, both of which can
be carried out by compromised clients. The first form of at-
tack allows the compromised client to verify the existence
of a particular ciphertext chunk (potentially corresponding
to a sensitive piece of information like a password) by dis-
patching the fingerprint of the anticipated ciphertext chunk
to the cloud. This strategy enables the compromised client
to extract sensitive information belonging to other clients,
thereby breaching confidentiality. The second form of attack
involves the compromised client gaining unauthorized access
to stored chunks of other clients. By using the fingerprint of
a target ciphertext chunk, the attacker can convince the cloud
that it is the legitimate owner of the corresponding ciphertext
chunk, thus gaining full access rights.
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Proof of Ownership (PoW): To remedy the security
threats mentioned above, the PoW protocol is proposed to
ensure that a client can demonstrate its ownership of data
before gaining access to duplicate data already stored in the
cloud.

The fundamental goal of PoW is to prevent unauthorized
access to data by verifying that a client requesting access
to data is indeed its rightful owner. PoW can be executed
through a challenge-response protocol. When a client uploads
a fingerprint of a duplicated ciphertext, the cloud generates
a challenge and a response based on the data already stored
on the cloud and sends the challenge to the client. The client
must then generate a response based on the challenge and the
data itself and send it back to the cloud. The cloud verifies
ownership by matching the client’s response with its pre-
computed response. If the responses match, the client is
confirmed as the rightful owner of the data. This process
ensures that the client possesses the actual data and prevents
a compromised client from accessing data it does not own.

Data can be verified at two granularity levels: file-level and
chunk-level. File-level validation involves verifying the entire
file’s ownership which, if successful, confirms ownership of
all chunks within the file. This approach is quicker and less
resource-intensive but can be too coarse. For instance, if even
a small part of the file changes, the cloud may not find the
corresponding pre-computed challenge, causing the entire file
to fail the PoW and requiring the upload of the whole file
despite many chunks being duplicates that already exist in
the cloud. These duplicates, which could have been handled
through source-based deduplication to save network costs,
must be uploaded due to the PoW failure. This scenario con-
tradicts the intent of source-based deduplication. On the other
hand, chunk-level validation, which is finer-grained, is pre-
ferred in most source-based deduplication systems although
this approach incurs higher overhead compared to file-level
validation.

Drawbacks of Source-Based Deduplication: While
source-based deduplication reduces data transfer, it introduces
two major limitations compared to target-based deduplication.
First, PoW and deduplication checks require frequent round-
trip interactions with the cloud, resulting in higher latency.
Additionally, the real-time generation of challenges and re-
sponses for PoW further exacerbates these delays. Second,
it increases the cloud’s overhead, as the cloud must continu-
ously manage PoW verification, deduplication checks, and
the computation of challenges and responses.

2.3 Trusted Execution Environments

A Trusted Execution Environment (TEE) is a secure process-
ing environment that operates on a separation kernel, provid-
ing a robust defensive front against both software and physical
attacks. The TEE upholds the authenticity of the executed
code, maintains the integrity of the runtime states—including

CPU registers, memory, and sensitive I/O—and ensures the
confidentiality of its code, data, and runtime states when
stored in persistent memory. Furthermore, it is equipped
with the capability to provide remote attestation, thereby af-
firming its trustworthiness to third parties [27]. Currently,
several TEEs across different platforms are commonly used,
including ARM TrustZone, AMD SEV, Intel SGX, Sanctum,
and Sanctuary, among others [14]. Our research primarily
centers on SGX, a prominent example of TEE. Intel SGX
incorporates three key features:

• Isolation: SGX offers the ability to designate an iso-
lated memory region—referred to as an enclave—that is
safeguarded against the host system. This functionality
ensures that the execution of code and data within the
enclave remains protected against any potential threats
originating from the host.

• Attestation: SGX is capable of verifying the authentic-
ity and integrity of contents within an enclave using a
process known as remote attestation. This process al-
lows a remote entity (e.g., a cloud service) to validate
that the enclave’s contents are trustworthy and have not
been tampered with.

• Sealing: Intel SGX provides the capacity for an enclave
to securely transfer its contents into the unprotected
memory. This process, known as sealing, involves the
encryption of data before its eviction from the enclave,
providing an additional layer of protection.

Limitations of Intel SGX: While the SGX provides robust
security features, it has two primary drawbacks:

• Memory Constraint: The SGX enclave page cache
(EPC) provides a restricted space for protected code
and data. If the enclave’s data exceeds the EPC, it ne-
cessitates encryption and eviction of surplus pages to
unprotected memory.

• Performance Overhead: Interactions between appli-
cations and the enclave introduce a context-switching
overhead. This overhead arises when applications is-
sue enclave calls (ECalls) to securely access in-enclave
contents.

3 PM-Dedup Overview

3.1 Design Principles
PM-Dedup aims to address several challenges associated with
source-based deduplication, and its design is guided by the
following principles:

• Confidentiality: PM-Dedup aims to ensure the security
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of both client-uploaded data and cloud-shared data. Ac-
cordingly, clients need to encrypt their data using server-
aided MLE, which helps prevent data leakage and resist
brute-force attacks. Additionally, PoW mechanisms are
required to protect against side-channel attacks from
clients. Furthermore, data shared by the cloud, such
as share indexes and pre-computed challenges, must be
securely stored and managed to prevent unauthorized
access.

• Response Efficiency: PM-Dedup aims to optimize sys-
tem responsiveness by performing most of the deduplica-
tion checks and PoW tasks at the edge server side, where
latency is much lower than at the cloud. Additionally, it
seeks to enhance the speed of PoW real-time responses,
further reducing response time.

• Bandwidth Efficiency: PM-Dedup is intended to iden-
tify and eliminate redundant data before it is sent to the
cloud, prioritizing bandwidth conservation in the same
manner as source-based deduplication.

• Computational Efficiency: PM-Dedup seeks to employ
lightweight share-index selection and PoW mechanisms
to reduce overall system overhead, thereby improving
the efficiency and scalability of the entire system.

3.2 Overview Architecture

As shown in Figure 1, the PM-Dedup system is designed for a
single organization with branches distributed across different
geographical regions. Each branch is supported by a dedicated
edge server equipped with an SGX enclave. The system also
includes a centralized cloud server and a trusted third-party
key server, which are shared across all branches. Since clients
within the same organization often share similar data, they
are likely to upload duplicate data across different branches.

Key Server: PM-Dedup adopts a server-aided MLE
scheme. The key server, a trusted third-party entity, is cen-
trally located to serve all branches of the organization. In this
scheme, the client sends a fingerprint (hash) of the plaintext
chunk to the key server. The key server, which holds a global
secret unknown to the clients, uses this fingerprint along with
the global secret to generate a secure MLE key. The generated
MLE key is then securely returned to the client, who uses
it to encrypt the plaintext chunk. Note that, if a key server
becomes a performance bottleneck, it can be duplicated in
multiple locations as shown in some recent works which em-
ploy distributed key servers to enhance scalability and reduce
latency [9,23], our focus is not on optimizing key server archi-
tecture. Consequently, to simplify our discussion, we utilize
a single centralized key server, as shown in Figure 1.

Cloud Server: The cloud server primarily stores the en-
crypted data and handles basic client requests such as read,

update, and delete operations. The cloud server also man-
ages a full-index, which is a comprehensive collection of all
fingerprints from different clients across different branches
of the organization, encompassing all the data required for
deduplication checks.

To enhance deduplication efficiency, the cloud server em-
ploys a share-index generator as shown in Figure 1. This
generator selects a subset of high-frequency and logically
related fingerprints from the full-index to create the Share-
Index. The Share-Index is then shared with the edge servers
and securely stored in the SGX enclave of the edge servers.
The purpose of the Share-Index is to provide a global per-
spective, ensuring high hit ratios during the duplicate check
process at each edge server.

In addition, the cloud server incorporates a pre-computed
challenge and response generator, also depicted in Figure 1.
Unlike real-time generation, this pre-computed challenge and
response generator is responsible for pre-generating chal-
lenges and responses in advance for selected files and chunks
that are most likely to be accessed frequently. These pre-
computed challenges and responses are then migrated to the
edge servers, where they are securely stored in the SGX en-
clave of each edge server. These pre-computed challenges
and responses are used by the PoW protocol.

By transmitting the pre-computed challenges, responses,
and the Share-Index to the SGX enclaves of the edge servers,
PM-Dedup ensures the security of the shared information
while ensuring that the most relevant and frequently accessed
data is readily available for deduplication and PoW checks
at the local edge side. Thus, the clients can minimize the
need for frequent communication with the cloud server, where
latency is much higher compared to the communication delays
with edge servers, thereby decreasing overall latency and
reducing cloud overhead.

Edge Server: As shown in Figure 1, each edge server,
dedicated to a specific geographical location or branch of
the organization, leverages an SGX enclave to securely man-
age the pre-computed challenges, responses, and the Share-
Index received from the cloud server. Given the constraints
of the limited SGX enclave memory size and the high cost of
SGX enclave interactions, the edge server also maintains a
fixed-size local-index outside the enclave. This local-index
stores both file and chunk fingerprints, managed using an
LRU (Least Recently Used) strategy, to reflect the most re-
cently used files and chunks from the clients in the branch it
serves.

When a client intends to store data in the cloud, the process
begins with the client chunking files into plaintext data chunks.
To ensure data privacy, the client interacts with the Key Server
to obtain encryption keys by sending fingerprints of these data
chunks. The client then encrypts each chunk using these keys,
preserving data integrity from the onset.

Before performing source-based deduplication process, a
client must prove its ownership of the data. This is facili-
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tated by the challenge-response based PoW method detailed
in Section 4.2. Here, we use chunk-level PoW to illustrate
the process. The SGX enclave in the edge server manages a
set of selected pre-computed challenges and responses from
the cloud for PoW at the edge server. The client first uploads
the fingerprint of the ciphertext chunk to the edge server. The
edge server then identifies an unverified match of the finger-
print of the ciphertext chunk. It then send the pre-computed
challenge of the ciphertext to the client. The client must re-
spond to this challenge and send the corresponding response
to the edge server for verification. If the response is correct,
the edge server verifies the client’s ownership of the chunk.
If the edge server does not have the required pre-computed
challenge (i.e., do not have a match), the validation request
is escalated to the cloud server for verification. Upon suc-
cessful validation, which confirms that the client possesses
the original data chunk, the edge server proceeds with the
source-based deduplication process.

Once the ownership has been verified, the chunk’s finger-
prints are uploaded to the edge server for the duplicate check.
Here, a systematic tiered search is initiated: the local-index
is the primary checkpoint. If no match is found, the system
escalates to the Share-Index stored in the SGX enclave. If the
chunk remains unmatched even at this level, the final verifica-
tion occurs with the cloud server. For chunks deemed unique
after all checks, the client will upload them to the cloud. Once
uploaded, the necessary updates are made: the local-index,
the Share-Index, and relevant cloud records are updated to
reflect this new chunk, ensuring the system remains primed
for subsequent deduplication checks.

The reason we need the share-index instead of relying
solely on the local-index:

(i) Increased Deduplication Efficiency and Reduced
Cloud Interaction

Local-index Limitations: The local-index on the edge server
is limited to the historical uploads to that particular edge
server. This narrow scope may miss duplicates that are com-
mon across different branches in the same organization, lead-
ing to lower deduplication hit ratios.

Broader Scope: The Share-Index, generated by the cloud
server, includes fingerprints of high-frequency and logically
related chunks from a global perspective. This ensures a
higher likelihood of detecting duplicate at the edge server,
thereby reducing the need for high-latency interactions with
the cloud server.

(ii) Adaptability to Data Trends
Dynamic Data Patterns: Data access patterns and redun-

dancy levels can vary over time. The local-index might not
adapt quickly to these changes, leading to inefficiencies.

Periodic Updates: The Share-Index is periodically updated
based on deduplication trends and access patterns observed
at the cloud server. This dynamic updating ensures that the
edge servers have the most relevant and high-impact finger-
prints, maintaining high deduplication efficiency even as data
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Figure 1: PM-Dedup architecture.

patterns evolve.

3.3 Threat Model
In this section, we detail the threat model and security as-
sumptions of PM-Dedup.

Honest-but-Curious Cloud Server: The cloud server is
trusted to perform its operations correctly, such as managing
storage and handling deduplication processes [3]. However,
it is considered curious, meaning it may attempt to infer in-
formation from the data it stores. To protect against potential
data leakage, encryption is performed on the client side, en-
suring that the cloud never handles plaintext data.

Partially Trusted Edge Server: The edge server is trusted
to manage tasks such as handling the share-index, performing
deduplication checks, and executing PoW protocol [21, 31].
However, it is vulnerable to data leakage due to potential
physical attacks, software exploits, or curiosity about the data
shared by the cloud. To mitigate these risks, critical operations
and sensitive data from the cloud are securely confined within
an SGX enclave on the edge server.

Untrusted Client: The client is not trusted and could be
compromised or act maliciously. The system assumes that a
client might seek unauthorized access to original data chunks
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residing on the cloud or the edge server. To counter these
threats, PoW protocols are used to verify the client’s owner-
ship of data before allowing deduplication or access to stored
data.

PM-Dedup operates under the following security assump-
tions:

Secure SGX Operation: The SGX enclave operates as in-
tended, providing effective isolation, attestation, and sealing
mechanisms. Despite the known limitations of SGX such as
vulnerability to denial-of-service or side-channel attacks, the
crux of our research centers on migrating the secure dedu-
plication process from the cloud to the edge server with the
aim of reducing latency and query costs. We acknowledge
that other TEEs could be utilized to mitigate these attacks.
However, our focus is placed on SGX due to its ease of de-
ployment and the simplicity it offers when comparing our
work with other related research in the field.

Resilient MLE Key: We assume the resilience of the MLE
key to brute-force attacks. While we acknowledge the poten-
tial for such attacks, we trust in the robustness of the key gen-
eration process and rate-limiting measures to protect against
them.

4 Design ISSUES

PM-Dedup’s performance is closely tied to how much of the
workload can be efficiently handled by the edge server. This
efficiency is primarily influenced by the selection of the share-
index and the effectiveness of the PoW mechanism. In this
section, we break down the design issues: Section 4.1 intro-
duces the strategies for selecting the share-index in different
scenarios; Section 4.2 details the design of a lightweight and
responsive PoW; and Section 4.3 discusses the management
of the local index and secure enclave operations at the edge
server.

4.1 Share-index Selection
As mentioned before, we have a full-index maintained at the
cloud level, containing all fingerprints of stored data chunks
from different clients across various branches in the organiza-
tion. Additionally, each edge server, which serves a specific
branch within an organization at different geographical lo-
cations, maintains a local-index. This local-index reflects
the historical uploads from all clients within that specific
branch. While crucial for deduplication checks within a sin-
gle branch, the local-index is limited by its scope, which may
miss duplicates common across different branches within the
organization.

To address these limitations, we introduce the share-index,
which is generated by the cloud server and serves all edge

Algorithm 1 CMS-Based Light-weight Selection

1: /* Initialize Count-Min Sketch */
2: function CMS_INIT(d, w)
3: Initialize matrix CMS[d][w] to zeros
4: Choose d hash functions h1,h2, . . . ,hd
5: end function
6: /* Add chunk to CMS */
7: function CMS_ADD(chunk)
8: for i = 1 to d do
9: CMS[i][hi(chunk)]←CMS[i][hi(chunk)]+1

10: end for
11: end function
12: /* Estimate chunk frequency */
13: function CMS_FREQUENCY(chunk)
14: return min{CMS[i][hi(chunk)] for i = 1 to d}
15: end function

servers within the organization. The share-index is a subset
of the full-index, including fingerprints of high-frequency
and logically related chunks, selected to further accelerate
the deduplication process at the edge server level. As pre-
viously mentioned, branches within the same organization
share similar interests. Consequently, the same Share-Index
is distributed to edge servers across these branches. While, in
reality, branches may have different interests, and we could
group branches with shared interests and provide them with
a common Share-Index, but for simplicity, we assume a uni-
form Share-Index across all branches in this model.

We face two scenarios: one requires frequent share-index
updates on edge servers, necessitating a lightweight selection
method. The other involves infrequent updates, challenging us
to ensure sustained share-index effectiveness. In this section,
we first present a lightweight share-index selection approach
based on frequency, using Count-Min Sketch (CMS). Sub-
sequently, we propose a second approach that combines this
method with logical locality analysis to enhance long-term
performance.

Count-Min Sketch Based Light-weight Selection:
Frequent updates to the share-index on the cloud server

can introduce significant overhead, particularly when track-
ing high-frequency chunks. This necessitates the need for
a lightweight selection method. Traditional methods such
as exact counting, hash tables, and heap-based methods are
not ideal due to their high memory and computational re-
quirements. Exact counting requires storing a counter for
each unique item, leading to significant memory overhead.
Hash tables, while efficient for lookups, can become large
and unwieldy with high data volumes. Heap-based meth-
ods, though useful for maintaining top-k elements, are also
memory-intensive and computationally expensive.

We choose Count-Min Sketch (CMS) [6] which offers a
space-efficient probabilistic alternative that addresses these
concerns. It approximates the frequency of data chunks
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using a matrix of counters, making it suitable for environ-
ments where memory efficiency and quick updates are crucial.
CMS provides a compact representation of frequencies with
a controlled error rate, allowing us to efficiently track high-
frequency chunks.

Share-index selection process involves aggregating finger-
prints from clients across various geographical branches. As
shown in Algorithm 1, the CMS is implemented by allocating
a matrix of counters with d rows, each row corresponding
to a hash function, and w columns representing the sketch
width. The values of d and w are chosen based on the desired
balance between accuracy and memory usage. Each incoming
chunk’s fingerprint is hashed d times, with the corresponding
counters incremented across the matrix.

When tracking the frequency of a chunk, we compute the
hash values again and take the minimum value out of the d
counters as the estimated frequency. This process enables us
to identify high-frequency chunks efficiently. We optimize
CMS’s accuracy by choosing hash functions that minimize
collisions and by setting w and d based on the expected num-
ber of unique chunks. This method, while not exact, provides
a rapid means of identifying high-frequency chunks, and the
memory overhead is significantly reduced. It allows us to
adapt to real-time data patterns and maintain performance
across the organization’s different branches.

Logical Locality Based Chunk Selection:
The CMS provides a quick and space-efficient means of

identifying high-frequency chunks. However, it focuses solely
on frequency and may overlook chunks that are logically re-
lated but not currently exhibiting high access frequencies.
Logical locality refers to the likelihood of chunks being ac-
cessed together due to their contiguous arrangement within
a file, based on the spatial and sequential correlation of data
chunks in storage systems. While these logically related
chunks may not be frequently accessed now, they are likely to
be accessed together with high-frequency chunks in the future
due to logical access patterns. By considering logical locality,
we can enhance deduplication efficiency by capturing rela-
tionships between data chunks that may not be immediately
apparent from frequency analysis alone.

Logical locality is determined using file recipes, which
detail the sequence of chunks within files and are stored on
the cloud along with the files. The file recipes we analyze
come from files already uploaded by clients across different
branches within the same organization. By analyzing these
cloud-stored file recipes, we can identify chunks that are often
accessed together and prioritize them in the share-index.

As shown in Algorithm 2, to quantify logical locality, we in-
troduce a proximity scoring mechanism based on file recipes.
This score measures the nearness of each chunk to those iden-
tified as high-frequency by the CMS on the cloud side and by
the LRU in the local index on the edge server side. The prox-
imity is determined by the chunk’s index within its file recipe,
recognizing that chunks closely indexed are more likely to

Algorithm 2 Logical Locality Based Chunk Selection

1: Input: Frequent Chunks F , File Recipe Collection R,
Proximity Threshold T

2: Output: Share-Index Selection S
3: ScoreMap← empty map to hold cumulative proximity

scores for candidates
4: for all frequent chunk f ∈ F do
5: for all file recipe r ∈ R that contains f do
6: i f ← index of f in file recipe r
7: for all chunk c in file recipe r do
8: /* Calculate the distance of c from f in r */
9: d f c← |index of c in r− i f |

10: /* Update cumulative score */
11: ScoreMap[c]← ScoreMap.get(c,0)+ 1

1+d f c

12: end for
13: end for
14: end for
15: S← Top elements from ScoreMap based on score
16: return S

be accessed together. Consequently, the distance — the num-
ber of intervening chunks — inversely informs the proximity
score, ensuring that closer chunks receive a higher score and
thus a higher priority for share-index inclusion. Moreover, our
algorithm’s aggregate scoring mechanism considers a chunk’s
occurrence across diverse file recipes. The resultant cumu-
lative score is indicative of a chunk’s overarching relevance
within the dataset of the organization.

After completing these steps, we combine the fingerprints
of the chunks identified through CMS with those prioritized
by logical locality analysis into the share-index.

4.2 Dual-Level Lightweight and Responsive
PoW:

By selecting the share-index from the cloud and securely stor-
ing it on the edge servers, we can offload certain deduplication
check tasks from the cloud to the edge server. This strategy
prompts us to investigate whether we can similarly offload a
portion of PoW tasks from the cloud to edge servers, where
latency is lower. However, PoW requires the computation
of challenges and responses, which typically demands sig-
nificant computational resources. Since edge servers have
limited computing power, they typically cannot perform these
calculations in real time [20, 37]. We address this challenge
by having the cloud server pre-computes challenges and re-
sponses for chunks and files that are likely to be frequently
accessed on the edge server. These pre-computed challenges
and responses are then stored in the SGX enclave of the
edge server, allowing it to focus solely on verification tasks.
This approach reduces the edge server’s computational bur-
den, making PoW offloading feasible, while also decreasing
response time by eliminating real-time computation. The
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pre-computation can be performed during periods of lower
resource demand, further optimizing the system’s efficiency.

Regarding the granularity of data verification, as discussed
in Section 2.2, there are two levels: file-level and chunk-level.
The file-level PoW verification is quick and resource-efficient
but operates on coarse granularity, while chunk-level PoW
verification offers finer granularity but incurs higher overhead.
This trade-off motivated us to first employ file-level PoW to
efficiently eliminate a broad set of duplicates. After this initial
filtering, we applied chunk-level PoW to the remaining data,
enabling us to capture finer-grained duplicates.

In this section, we introduce a lightweight and responsive
PoW scheme that assigns pre-computed challenges and re-
sponses from the cloud server to the edge server, enabling
ownership verification at both file and chunk levels. This
approach is based on the assumption that it’s highly unlikely
for a malicious client to correctly produce K bits of a file or a
chunk, especially when each bit is selected from random posi-
tions [7]. Moreover, the value of K for ownership verification
is directly proportional to the file or chunk size.

Data Structure:
In the PM-Dedup system, both the edge and cloud servers

utilize a dual-structured approach to manage file-level and
chunk-level challenge and response. This is achieved through
two specialized hash-maps: F and C. The first hash-map F is
keyed by the file hash, meaning that each file hash corresponds
to a unique entry in the hash-map. This entry includes a file
pointer (ptr) that directs to the file’s location in the storage
system, an array of pre-computed challenge/response pairs
(fileChal/fileRes[]), and an index counter (idc) that tracks
the number of generated challenges. The idc ensures that
each challenge remains unique, maintaining the integrity of
the PoW process. When a file hash is used as a key, the F
hash-map quickly retrieves the associated entry, facilitating
efficient file-level PoW verification.

Similarly, the C hash-map is keyed by the chunk hash.
Each chunk hash corresponds to a unique entry in the hash-
map, which includes a chunk pointer (cptr) directing to the
chunk’s location, an array of pre-computed chunk-level chal-
lenge/response pairs (chunkChal/chunkRes[]), and an index
counter (cidc) that tracks the number of generated challenges
for each chunk. The cidc functions similarly to the idc, ensur-
ing the uniqueness of each chunk-level challenge.

In the PM-Dedup system, the initialization phase is defined
by setting up two critical hash-maps: F for files and C for
chunks. Each entry in these maps starts with uninitialized
pointers, with ptr in F and cptr in C set to null. The arrays of
precomputed challenge/response pairs (fileChal/fileRes[]) in
F and (chunkChal/chunkRes[]) in C are initialized as empty
arrays. Furthermore, the indexes idc in F and cidc in C are
all set to zero.

Challenge and Response Generation:
The cloud server, recognizing the computational overhead

and resource constraints of pre-computing challenges and

Algorithm 3 Generate Challenges

1: Input: F,d,n,SMK
2: Output: Modified F
3: Function GenChallenges(F,d,n,SMK)
4: for i = 1 to n do
5: F [d].idc← F [d].idc+1
6: s← GenSeed(SMK,d,F [d].idc)
7: res← GenResp(s,F [d].ptr)
8: F [d]. f ileRes← F [d]. f ileRes+[res]
9: for all chunk in F [d].chunks do

10: cRes← GenResp(s,chunk.ptr)
11: F [d].chunkRes[chunk.id] ←

F [d].chunkRes[chunk.id]+ [cRes]
12: end for
13: end for
14: return F
15: End Function
16: Function GenSeed(SMK,d, idc)
17: return SMK(d ∥ idc)
18: End Function
19: Function GenResp(s, ptr)
20: SetSeed(s)
21: res← “
22: for j = 1 to K do
23: pos← RandPos(ptr)
24: res← res+ BitAtPos(ptr, pos)
25: end for
26: return res
27: End Function

responses for every chunk and file, selectively pre-computes
these values only for those chunks in the share-index and
local-index, and for files recorded in the local-index. Be-
cause these indexes are specifically optimized to enhance
deduplication efficiency. By aligning the PoW process with
these indexes, we ensure that the data verification process is
similarly optimized.

As mentioned earlier, each unique file or chunk has a ar-
ray of pre-computed chunk-level challenge/response pairs in
the hash maps, which is used for PoW verification in sub-
sequent requests. Therefore, during periodic updates of the
pre-computed challenges and responses, the cloud server gen-
erates new challenges and responses for files or chunks that
have been newly added to the share-index and local-index
since the last update period, as well as for those where the pre-
computed challenges and responses have been exhausted. For
the file which needs to generate the challenge and response,
uniquely identified by its hash d, as shown in Algorithm 3,
the cloud server is responsible for computing a predetermined
number of challenges n. This computation starts by incre-
menting the idc index, which ensures the uniqueness of each
challenge. The next step involves generating a seed s. The
purpose of generating the seed is to ensure that each challenge
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is unique and secure, as well as to facilitate cooperation with
the client. It is created using the Cloud Server Master Key
(CSMK), a secure secret key held by the cloud server, com-
bined with the file’s hash d and the current challenge index
idc through a cryptographic function. The seed generation
process can be represented as s = CSMK(d ∥ idc). This seed
is then used to seed a pseudo-random number generator Fs
and the seed is stored in fileChal[] as one of the n file-level
challenges.

With s seeding Fs, the generator produces K random po-
sitions. The cloud server accesses the bit at each pos in the
file and appends it to an initially empty response string res.
This string res, once fully formed, is stored in correspond-
ing fileRes[] for file-level responses. Thus, one of the n pre-
computed challenge and response pairs (fileChal/fileRes[]) is
generated. The remaining n-1 pairs are generated in the same
manner. The same process is applied for generating chunk-
level challenges and responses. The use of the CSMK in seed
generation, combined with a seeded pseudo-random number
generator, ensures that each challenge is not only unique but
also secure, thereby making the fabrication of valid responses
by unauthorized entities extremely difficult.

After generating the complete set of challenges and re-
sponses for each selected file and chunk, the cloud server
allocates different subsets of these pre-computed pairs to var-
ious edge servers. This allocation ensures that each edge
server receives a unique set of challenge/response pairs, de-
rived from the larger pool generated by the cloud server. This
approach prevents duplication of challenge/response pairs
across edge servers, thereby maintaining the integrity and
security of the PoW process while allowing each edge server
to perform efficient and independent data verification.

Verification:
Initially, the client chunks the file and encrypts each chunk

using keys obtained from the Key Server, generating finger-
prints for each encrypted chunk. The client then uploads the
hash of the entire file, represented as d, and the encrypted
fingerprints of each chunk to the edge server. Upon receiv-
ing these hashes and fingerprints, the edge server follows a
systematic verification process:

As shown in Algorithm 4, the edge server first checks if
the file hash d is present in its file-level hash-map F. If d
is found, the edge server initiates file-level verification by
selecting an unused file-level challenge from fileChal[], send-
ing the seed to the client, and comparing the client-generated
response (derived from K random positions within the file)
with the stored response in fileRes[]. A match confirms the
client’s ownership of the entire file, allowing the edge server
to proceed with the source-based deduplication process for
the file.

If the file hash d is not found in F, the edge server proceeds
to verify each chunk. The edge server checks the chunk-level
hash-map C for each chunk fingerprint. For chunk finger-
prints found in C, the edge server selects unused chunk-level

Algorithm 4 Verify Ownership

1: Input: f ,F,d
2: Output: Boolean value indicating ownership verification
3: Function VerifyOwn( f ,F,d)
4: if d ∈ F then
5: s← F [d]. f ileRes[F [d].idu]
6: cRes← ClientGenResp( f ,s)
7: if cRes = F [d]. f ileRes[F [d].idu] then
8: return true
9: else

10: return VerifyChunks( f ,F,d)
11: end if
12: else
13: return false
14: end if
15: End Function
16: Function ClientGenResp( f ,s)
17: SetSeed(s)
18: res← “
19: for j = 1 to K do
20: pos← RandPos( f )
21: res← res+ BitAtPos( f , pos)
22: end for
23: return res
24: End Function
25: Function VerifyChunks( f ,F,d)
26: for all chunk in F [d].chunks do
27: s← F [d].chunkRes[chunk.id][F [d].idu]
28: cRes← ClientGenResp( f ,s)
29: if cRes ̸= F [d].chunkRes[chunk.id][F [d].idu] then
30: return false
31: end if
32: end for
33: return true
34: End Function

challenges from chunkChal[] and sends the seeds to the client.
For chunk fingerprints not found in C, the edge server up-
loads these chunk fingerprints to the cloud server to request
the corresponding pre-computed challenges and responses. If
the cloud server can generate challenges and responses for
these chunks, it will send them back to the edge server. The
edge server then selects the appropriate challenges and sends
them to the client for ownership proof. The client uses the
received seeds to generate responses by collecting bit-values
at K random positions within the chunks. These responses
are sent back to the edge server for verification. Success-
fully responding to these challenges demonstrates the client’s
ownership of the chunks. The edge server can then proceed
with the source-based deduplication process for the verified
chunks, which includes checking the local index first, then
the share-index, and finally the cloud, as detailed in Section
3.2. Only the unique chunks are uploaded to the cloud.
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If the verification fails, the client is marked as suspicious.
Repeated verification failures can lead to a temporary or per-
manent suspension of service to prevent potential abuse or
security breaches.

Dual-Level lightweight and responsive PoW manages data
verification by distributing pre-computed challenges and re-
sponses from the cloud server to the edge server, reducing la-
tency. This system uses a dual-level verification method: file-
level for quick checks and chunk-level for detailed scrutiny.
This approach ensures thorough data validation while main-
taining operational efficiency, making it suitable for large-
scale systems.

4.3 Edge Server Management
The edge server plays a critical role in the PM-Dedup system,
acting as an intermediary between clients and the cloud server.
It handles client requests for deduplication and ensures data
integrity and security through the use of SGX enclaves.

4.3.1 Enclave Management

Enclave Initialization and Secure Channel: We follow
established methods for the initial setup and secure commu-
nication of the enclave [18, 25, 26, 36]. The process begins
with the establishment of an enclave on the edge server. This
involves allocating a secure memory area, referred to as the
Enclave Page Cache (EPC), and employing specialized SGX
instructions to construct an isolated execution environment.
During its creation, the contents of the enclave are crypto-
graphically hashed, a critical step for verifying its authenticity
in the subsequent attestation phase.

Following creation, the enclave initiates a remote attes-
tation process to establish its trustworthiness. This proce-
dure involves generating an attestation report containing the
enclave’s measurement, which the cloud server verifies to
confirm the enclave’s authenticity. Furthermore, the setup
phase includes establishing a secure key exchange via the
Elliptic Curve Diffie-Hellman (ECDH) algorithm. This key
exchange between the enclave and the cloud server results in
the derivation of a shared secret (Kshared), which is crucial for
encrypting all subsequent communications between the two
entities.

Share-Index Management: The edge server maintains a
Share-Index, which is a selectively compiled list of finger-
prints generated by the cloud server. This Share-Index is
stored securely within the SGX enclave and is used to enhance
the efficiency of source-based deduplication by ensuring high
hit ratios during the duplicate check process.

Updating the Share-Index: The Share-Index is updated
when the edge server observes that its hit ratio drops below
a certain threshold after a duration. Upon detecting this, the
edge server sends a request to the cloud server for an updated

Share-Index. The cloud server then compiles a new Share-
Index and transmits this updated list to the edge server, as
discussed in detail in Section 4.1.

Transmission of Updates: Updates to the Share-Index are
transmitted from the cloud server to the edge server through
a secure channel established during the enclave initialization
phase. These updates are encrypted using the shared secret
(Kshared) to ensure confidentiality during transit. Once re-
ceived, the SGX enclave decrypts the updates and verifies
their integrity before incorporating them into the existing
Share-Index.

Deletion of Obsolete Entries: As part of the update process,
the edge server also removes obsolete fingerprints from the
Share-Index. This involves identifying entries that are no
longer relevant or less frequently accessed and hen securely
delete them from the SGX enclave to maintain an efficient
and up-to-date Share-Index.

Management of Pre-computed Challenges and Responses:
The management of pre-computed challenges and responses
in the edge server’s SGX enclave relies on the share index
and local index. Updates and deletions in file-level and chunk-
level hashmaps are triggered by changes in these indexes. Dur-
ing periodic updates, the cloud server generates new chunk-
level and file-level precomputed challenges and responses for
files or chunks that have been added since the last update or
where pairs have been exhausted. Afterward, the cloud server
sends the updated pre-computed challenges and responses to
the edge server. Upon sharing these pre-computed values with
the edge server, the cloud server marks the shared portions
of both file-level and chunk-level pre-computed challenges
and responses as invalid in the cloud-level hash map to ensure
security.

4.3.2 Local Index Management

The local-index reflects the historical uploads from clients
within the same branch and includes both chunk and file
fingerprints. For each type of fingerprint, it is implemented
using a hash map to store the fingerprints and a separate
doubly linked list tracks the usage order for implementing the
LRU strategy.

The local-index is initialized with a fixed capacity based
on the edge server’s storage and memory constraints. When
a new chunk or file is uploaded by a client, the edge server
checks if the fingerprint is already present in the local-index.
If the fingerprint is found, the corresponding entry in the
linked list is moved to the front to mark it as recently used.
If the fingerprint is not present, it is added to the hash map,
and a new entry is inserted at the front of the linked list. If the
local-index has reached its capacity, the least recently used
entry is removed from both the hash map and the linked list
to make space for the new entry, ensuring that the local-index
remains up-to-date with the most recently accessed data.
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5 Implementation

The PM-Dedup system, consisting approximately 3.2 K lines
of C code, incorporates OpenSSL 1.1.1 for cryptographic
processes and Intel SGX SDK 2.7 to manage secure enclaves.
It utilizes SHA-256 for creating fingerprints of data chunks
and AES-256 for the encryption of sensitive data.

On the client side, FastCDC [38] is implemented for
content-defined chunking. The edge server setup includes
a Diffie-Hellman Key Exchange (DHKE) mechanism based
on the NIST P-256 elliptic curve, facilitating secure com-
munications [26]. For example, when the cloud handles 20
gigabytes (GB) of data uploaded from the client with a chunk
size of 16 kilobytes (KB), and the share-index covers the
10% of the data, the edge server stores metadata including
the share-index, precomputed challenge-response pairs, and
other relevant data. These metadata are updated after every
1 GB of uploads. Under these conditions, the metadata will
take up approximately 80 megabytes (MB) of the SGX en-
clave. Note that these values can be adjusted based on chunk
size, enclave capacity, the number of precomputed challenge-
response pairs per chunk/file, and other factors.

We chose not to fix the size of the local index, and the size
of data that can be stored in the SGX enclave, because doing
so could lead to disproportionate results between experiments
with varying data sizes. For instance, if the sizes were fixed,
smaller datasets might result in nearly all relevant metadata
being stored on the edge server, making it difficult to assess
the effectiveness of the metadata selection. To maintain con-
sistency and fairness in our evaluations, we scale the size of
the local-index and the share-index relative to the total data
volume in the cloud, but without exceeding the physical limits
of the edge server’s resources.

The prototype of the PM-Dedup system is implemented on
5 Dell PowerEdge R430 servers, with 4 machines designated
for clients and one for the cloud server components. Each ma-
chine is equipped with a Seagate ST1000NM0033-9ZM173
SATA hard disk, offering a storage capacity of 1TB. These
machines are powered by a 2.40GHz Intel Xeon processor
with 24 cores and supported by 64GB of RAM. The edge
server prototype is set up on a machine with a 3.2GHz Intel
Core i7-7700K CPU, 32 GB of RAM, and a 1TB Samsung
980 PRO PCIe 4.0 NVMe SSD. All machines in this setup
run on Ubuntu 16.04.

6 Evaluation

In this paper, we utilize four widely used real-world backup
datasets and one self-collected dataset to conduct our observa-
tions in Sections 6.1 and 6.4, and our evaluations in Sections
6.2 and 6.3, as detailed in Table 1.

• MS: This dataset contains 30 Windows snapshots [22].

• UBUNTU: This dataset contains 12 consecutive Ubuntu

Table 1: Characteristics of Real-world Datasets

Dataset Snapshots Size Deduplication Ratio
FSL 20 2.1 TB 11.8
MS 30 3.6 TB 5.1

LAB 33 15.3 GiB 27.1
UBUNTU 12 60.3 GiB 4.1

GCC 24 7.3 GiB 1.4

snapshots [1].

• FSL: This dataset contains 20 consecutive homes snap-
shots [32], which are collected by the File system and
Storage Lab (FSL) at Stony Brook University.

• LAB: This dataset comprises 33 snapshots of lab servers,
collected by our team.

• GCC: This dataset contains 24 non-consecutive versions
of unpacked source code [5].

For convenience and focus, we simulated the performance
within a single branch setup. Four client machines repre-
sented the clients within a branch, with one edge server and
one cloud server. To emulate different branches within an
organization, we pre-uploaded various snapshot versions to
the cloud server, thereby creating a baseline of common data
that different branches would typically share. Following this,
we uploaded different snapshot versions to test the system’s
efficiency and performance in handling deduplication and
ownership verification.

6.1 Real-World Latency Analysis
The latency of clients when accessing edge servers compared
to cloud servers can differ significantly, influenced by factors
such as geographic location and the choice of cloud provider,
which can introduce variability and affect the accuracy of
our experiments. To address this, we conducted an analy-
sis based on the real-world dataset reported by Charyyev et
al. [4], which assessed latency from 8,456 end-users to 6,341
edge servers and 69 cloud locations. By conducting this anal-
ysis, we aim to quantify the latency improvements that edge
servers can provide, and use these quantified improvements
as a baseline for our subsequent experiments.

For each user’s latency in accessing the 69 cloud locations,
we selected the minimum, maximum, median, and average
values as our metrics. These values were then divided by the
latency for accessing the edge server to calculate the latency
ratio, which is represented on the x-axis in Figure 2 of our
analysis. The covered user ratio, indicated on the y-axis,
represents the proportion of users exceeding this latency ratio
out of the total user count. The Figure 2 illustrates that, for
the average, median, and maximum metrics, over 75% of
users experience a latency ratio exceeding 8.5, indicating that
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Figure 2: Latency Ratio vs. User Coverage

Table 2: Average and Median Latency Ratios

Metric Average Latency Ratio Median Latency Ratio
AVERAGE 50.96 17.79
MEDIAN 45.98 15.59

MIN 6.89 1.67
MAX 119.72 43.01

the time taken to access cloud services is 8.5 times greater
than that required to access edge servers. Additionally, even
for the minimum metrics, over 50% of users still experience
a latency ratio exceeding 1.5.

To gain further insights, we analyzed the average and me-
dian values of the four types of latency ratios, with results
presented in Table 2. For the average, median, and maximum
latency ratios, both the average and median values of them
exceed 15.5. Notably, even for the minimum latency ratio,
its average value stands at 6.89, indicating that, on average,
the fastest cloud access time is still 6.89 times longer than
accessing edge servers. We used this ratio as the baseline for
our subsequent experiments to highlight the latency reduction
benefits of edge server utilization.

6.2 Latency Reduction Measurement
This experiment aims to assess the latency reduction perfor-
mance of PM-Dedup. We compare PM-Dedup with Dup-
LESS [17], a classical secure deduplication approach that
employs a server-aided architecture to thwart offline brute
force attacks without using a secure zone. Another com-
parison is made with SGXDedup [26], which utilizes Intel
SGX on both the client and key server sides to accelerate
encrypted deduplication. Our comparisons are based on the
conceptual frameworks and methodologies outlined in these
approaches. Additionally, we conduct a comparison within
PM-Dedup itself, testing the performance of the share-index
by excluding the local-index to evaluate the effectiveness of
the cross-branch share-index alone.

For an intuitive presentation of the results, we analyze
the latency involved in uploading a snapshot using all four
approaches: PM-Dedup, DupLESS, SGXDedup, and PM-
Dedup without lcoal-index. For accuracy, our experiments
were performed on four datasets. For each dataset, we ex-
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Figure 3: Overall latency comparison

ecuted the experiments 10 times. Each time, we randomly
selected several snapshots pre-uploaded to the cloud and up-
loaded a different snapshot to measure its latency. We stan-
dardized all latency results to the equivalent of 1 GB of data
upload for consistency. The following sections will analyze
how PM-Dedup optimizes each stage of the data upload pro-
cess to improve overall latency reduction performance.

Exp 1: Overall latency reduction:
This section presents an analysis of the overall latency,

which is defined as the interval from data upload by the client
to the final acknowledgment from the cloud, including all
intermediate steps such as deduplication checks, proof-of-
ownership verification, data transfer, among others.

As shown in Figure 3, the overall latency of our prototype
is closely related to data redundancy. Our model performs
best when data redundancy is high, achieving an 81.8% re-
duction in latency compared to DupLESS in the LAB dataset.
This significant improvement is due to the effectiveness of
PM-Dedup in reducing cloud interactions by migrating a por-
tion of the PoW and deduplication check tasks to the edge
server. This allows for quicker verification and deduplication
processes at the edge, minimizing the need for high-latency
cloud queries.

However, in datasets with lower redundancy, such as the
GCC dataset, the latency reduction is less pronounced. PM-
Dedup still outperforms SGXDedup and DupLESS, albeit
by a smaller margin. In low redundancy scenarios, the edge
server cannot effectively perform deduplication checks due
to the lack of duplicate chunks, meaning that a significant
portion of the checks still need to be escalated to the cloud
server. Consequently, the additional processing at the edge
server can sometimes offset the latency gains.

When comparing PM-Dedup with PM-Dedup without the
local index, the inclusion of the local index significantly re-
duces latency. In the LAB dataset, PM-Dedup outperforms
by up to 30%. This underscores the importance of utilizing
both local and shared indexes for optimal performance.

The following sections will analyze how our prototype
optimizes each stage of the data upload process to improve
overall latency reduction performance.

Exp 2: Ownership verification latency reduction:
In the PoW latency evaluation, we measure the ownership
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Figure 5: Deduplication check latency

verfication latency, including the challenge-response protocol
at both the edge and cloud servers. The evaluation focuses
on the average latency per chunk across the dataset uploaded
by the client. As shown in Figure 4, PM-Dedup significantly
reduces latency compared to SGXDedup and DupLESS, es-
pecially in high redundancy datasets.

For example, in the LAB dataset, PM-Dedup achieves a
75.3% latency reduction compared to SGXDedup and an
82.9% reduction compared to DupLESS. This improvement
is attributed to our lightweight PoW mechanism and the of-
floading of PoW tasks to the edge server, which reduces the
high latency associated with cloud-level checks.

When comparing PM-Dedup to PM-Dedup without local-
index, the latencies are similar because PoW operations re-
quire substantial time for challenge-response verification re-
gardless of the local index. The local index mainly improves
deduplication check efficiency but has less impact on PoW
latency as both models perform comprehensive PoW proce-
dures.

Exp 3: Deduplication Check latency reduction:
We measure the deduplication check latency, which in-

cludes the time taken for share-index selection, edge server-
level check, and cloud-level check. Our model exhibits opti-
mal performance when data redundancy is high. As shown in
Figure 5, in the LAB dataset, our prototype achieves a latency
reduction of 74.4% compared to DupLESS and 73.2% com-
pared to SGXDedup. This significant improvement is due to
our model’s ability to transfer many deduplication checks to
the edge server, minimizing the need for high-latency cloud-
level checks.

When comparing PM-Dedup with PM-Dedup without the
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local-index, we observe a considerable performance differ-
ence. For example, in the LAB dataset, PM-Dedup achieves
a 39.7% lower latency. This reduction in latency is attributed
to the presence of the local-index, which reduces the need
for frequent and costly SGX enclave operations, emphasizing
the importance of utilizing both local and share-indexes for
optimal performance.

6.3 Share-index Selection Analysis
Share-index selection significantly impacts deduplication effi-
ciency. We compare our two share-index selection approaches
with the most commonly used approach called frequency-
based selection. This approach involves maintaining a counter
for each chunk to track its appearance time, thereby selecting
the most frequent subset of all chunks based on this appear-
ance time. The objective of these experiments is to com-
prehensively measure and evaluate the three schemes, with
a focus on deduplication ratio, CPU utilization, and storage
space saving. For the locality plus CMS share-index selection,
we configure it such that 90% of the chunks are selected via
CMS selection, while the remaining are chosen based on logi-
cal locality selection. Importantly, the number of fingerprints
selected by each of the three methods is kept consistent to
ensure a fair comparison.

Memory Overhead Measurement: We analyzed the mem-
ory overhead associated with processing data chunks of 2
KB, 4 KB, and 8 KB sizes, presenting the overhead for every
100 GB of data processed. Our analysis was based on ap-
proximately 800 GB of MS snapshots. Note that, to capture
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Figure 9: LAB Dataset

the additional memory overhead, we monitored the size of
the data structures maintained by each approach during the
program’s execution.

Taking the 2 KB chunking as an example, Figure 6 shows
that CMS selection has an average memory overhead of 22.1
MB, which is 73.2% lower than the 82.6 MB overhead of
frequency-based methods. However, when CMS incorporates
locality, the overhead slightly increases to 33.3 MB due to the
additional space required for locality measurement, yet it still
maintains a 59.7% lower overhead compared to frequency-
based approaches.

Share-index Generation Speed Measurement: We inves-
tigated the generation speed of share-indexes for processing
data chunks with sizes of 2 KB, 4 KB, and 8 KB. Figure 8
shows that the CMS approach yields the highest generation
speed, followed by CMS combined with locality, and lastly,
the frequency-based selection. Taking 2 KB chunk process-
ing as an example, as shown in Figure 7, CMS approach
is approximately 3.19 times faster than the frequency-based
approach and the CMS combined with locality is about 2.59
times faster than the frequency-based approach. The supe-
rior performance of the CMS approach is attributed to the
frequency-based method requiring frequent counter updates,
which leads to additional time overhead. The CMS com-
bined with locality is slightly less efficient than the pure CMS
approach due to the time-consuming of locality detection.

Deduplication Ratio Measurement: We conducted two
experiments, one with 30 consecutive MS snapshots and
another with 30 consecutive LAB snapshots, to assess the
deduplication ratio. Before beginning the tests, we select the
share-index from previous snapshots using three selection
approaches and compare this share-index with consecutive
snapshots following these snapshots. The deduplication ratio
on the y-axis represents the total size of duplicate chunks
post-comparison divided by the total size of the snapshot. In
Figure 8 and Figure 9, the x-axis represents snapshots, with
each point referring to the consecutive snapshot following the
previous one. Note that, we did not update the share-index
immediately after comparison; instead, we update it at snap-
shots 10 and 20 to investigate the long-term stability of these
approaches.

Figure 8 and Figure 9 show the variation in the deduplica-

tion ratio with increasing snapshot numbers. The deduplica-
tion ratios for all three approaches initially decrease before
updating the share-index, then significantly recover upon up-
dating the share-index. This is because chunks that frequently
appear may be absent in future snapshots. The frequency-
based approach generally outperforms the other two, as it
accurately selects the most frequent subset of all chunks. In
contrast, the CMS selection is a probabilistic approach, where
chunk selection is based on estimated frequencies rather than
exact counts, making it a less precise choice for identifying
the most frequent chunks. In early snapshots, the CMS-based
and frequency-based share-index selection shows superior
performance compared to CMS plus locality, but its dedupli-
cation ratio declines over time. In contrast, although the CMS
plus locality approach initially exhibits a lower deduplication
ratio at the beginning, it achieves comparable or superior per-
formance in later snapshots. This trend is attributed to the
CMS plus locality approach incorporating a small proportion
of logically related chunks that may not be present in the
initial snapshots but appear in later ones, resulting in a slower
rate of decline.

The experimental results show that frequency-based selec-
tion yields a superior deduplication ratio; however, it incurs
significantly higher memory usage and computational costs.
The other two approaches approximate the deduplication ratio
of the frequency-based selection approach while consuming
less memory and computational resources. If the share-index
is frequently updated, the CMS selection is preferred due to its
initial high deduplication ratio and lower resource consump-
tion. Conversely, if the share-index is updated infrequently,
combining CMS with locality-based selection yields a supe-
rior long-term performance.

6.4 Where Do PM-Dedup Shine?

We explore scenarios where PM-Dedup are particularly effec-
tive. We conduct an analysis on five real-world data traces.
For each trace, we evaluate the elimination ratio achieved
by storing the metadata of top 5%, 10%, and 20% of high-
frequency chunks on the edge server. The elimination ratio,
defined as the percentage of cloud-level deduplication checks
that can be avoided by leveraging high-frequency chunks
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Figure 10: Elimination ratio analysis

stored at the edge server. This ratio is calculated by dividing
the total size of avoidable chunks by the overall size of chunks
within each trace.

Our observations shown in Figure 10 indicate that PM-
Dedup are well-suited for backup data, where redundancy
is prevalent. For example, in the LAB trace, 5% top high-
frequency fingerprints can bring 94.61% elimination ratio.
However, for streams with predominantly new data at each
instance, the use of edge servers for deduplication checks
might not only be less beneficial but could also introduce
inefficiencies, as shown in Section 6.2. This is because the
edge server adds an additional checkpoint that, when failing
to complete PoW tasks or deduplication checks, results in
unnecessary latency before resorting to cloud to finish the
task. Therefore, PM-Dedup are better suited for data with
high redundancy and less appropriate for scenarios with a
high volume of new data.

7 Conclusion

In this paper, we present PM-Dedup, which addresses the in-
herent challenges of security concern, high latency, and com-
putational overhead in secure deduplication by distributing
certain tasks from the cloud to edge servers. By employing
efficient share-index generation and a dual-level lightweight
and responsive PoW scheme, PM-Dedup enables the vast
majority of secure deduplication tasks to be completed at
the edge with low latency. The trusted zone is employed
to safeguard shared data from the cloud, ensuring the effi-
ciency of deduplication processes without sacrificing security.
Our evaluations on real-world datasets demonstrate that PM-
Dedup significantly reduces overall latency and improves data
verification efficiency without compromising security.
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