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Abstract

Question answering systems are rapidly advancing, but their
opaque nature may impact user trust. We explored trust
through an anti-monitoring framework, where trust is pre-
dicted to be correlated with presence of citations and in-
versely related to checking citations. We tested this hypothe-
sis with a live question-answering experiment that presented
text responses generated using a commercial Chatbot along
with varying citations (zero, one, or five), both relevant and
random, and recorded if participants checked the citations and
their self-reported trust in the generated responses. We found
a significant increase in trust when citations were present, a
result that held true even when the citations were random; we
also found a significant decrease in trust when participants
checked the citations. These results highlight the importance
of citations in enhancing trust in AI-generated content.

Introduction
Large language models (LLMs) (Achiam et al. 2023; Tou-
vron et al. 2023) stand at the forefront of contemporary
artificial intelligence (AI), wielding immense potential to
reshape the way humans interact with technology and in-
formation. However, a critical question persists: Are these
LLMs and their by-products trusted by users? The answer
holds profound implications for the future of AI in society.
Trust (Baier 1986), a cornerstone of human relationships and
societal functioning, plays an indispensable role in the shar-
ing and acceptance of information.

Human trust dynamics are complex, often deeply rooted
in social norms and interpersonal relationships. Humans
navigate complex social structures by building trust through
shared experiences, reputations, and accountability mecha-
nisms (Muir 1987). Leading social theories, like the Princi-
ple of Social Proof, suggest that social conventions might
predispose individuals to favor human sources over algo-
rithmic sources (Cialdini 2009). This predicts that responses
from an AI system might be more trusted when a hu-
man source corroborates its response. Conversely, responses
from an AI system might be more trusted when the human
touch is absent because AI systems lack anthropomorphic
traits and social nuances (Miller 2019). In other words, AI
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Please enter your question:

The average distance from Earth to the 
Moon is about 384,400 kilometers 

(238,900 miles) [1,2,3,4,5]

How far is it from the 
Earth to the Moon?

1 10
7

How much do you trust this answer?

Figure 1: AI Chatbot system answering a user’s question
with five hyperlink citations. The presence of citations sig-
nificantly increases the user’s trust of the response.

systems, which are largely devoid of social motives, may in-
crease trust among users who seek impartial and objective
information (Sambrook 2012; Rosen 1999).

Human trust in AI is a complicated subject that depends
on several factors, with accuracy being the most important
contributor (Lucassen and Schraagen 2011) and explain-
ability (Rawal et al. 2021) following not far behind. Ac-
curacy refers to the AI’s ability to provide correct infor-
mation consistently. Explainability entails the articulation
of the model’s decision-making pathways, rendering them
transparent and comprehensible to users. Explainability is
crucial for building a trust-based relationship between hu-
mans and AI (Stephanidis et al. 2019), significantly influ-
encing users’ willingness to engage with AI systems (Hoff
and Bashir 2015).

Existing research on explainability primarily focuses
on enabling AI engineers to understand model behav-
ior. However, empirical investigations of explainability’s
role in user trust are limited, and the evidence is
mixed regarding whether explainability indeed increases
user trust (Scharowski et al. 2023; Nothdurft, Hein-
roth, and Minker 2013). Some studies report positive ef-
fects (Ehsan et al. 2019), while others find no significant
impact (Poursabzi-Sangdeh et al. 2021; Zhang, Liao, and
Bellamy 2020; Cheng et al. 2019). These mixed results
may stem from differences in how user trust is defined and
measured: some studies rely on simple questionnaires, like
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in Fig. 1, while others assess user trust through behavior-
related metrics (Poursabzi-Sangdeh et al. 2021). This dis-
tinction is important because, in studies, an increase in user
trust does not necessarily translate to increased adoption or
reliance on the AI (Papenmeier et al. 2022; Miller et al.
2016).

Because recent LLMs are exceedingly complex, the
focus of explainability in AI has shifted from model
interpretability—designing models so that their decision-
making processes can be visualized or observed (Azaria
and Mitchell 2023)—to post-hoc explanations, which de-
note how a specific decision was reached after it has been
made (Lipton 2018). These post-hoc explanations typi-
cally take the form of feature importance and counterfac-
tual explanations (Wachter, Mittelstadt, and Russell 2017).
Feature importance explanations identify which variables
most influenced a particular outcome, helping users under-
stand the model’s reasoning process (Zhao et al. 2024).
Counterfactual explanations, on the other hand, describe
how the model’s output would change if certain inputs
were different, providing insights into the decision-making
logic (Mothilal, Sharma, and Tan 2020).

In LLMs systems, explainability is often conveyed via ci-
tations, which represent tangible evidence of the source of
a system’s knowledge and lends credibility to the response.
By properly citing sources, these systems acknowledge the
origins of their ideas and support their arguments with evi-
dence. This practice not only respects the intellectual prop-
erty of others but also enhances the overall quality and cred-
ibility of the response (Thornley et al. 2015).

The widespread adoption of LLMs has led to the devel-
opment of Retrieval Augmented Generation (RAG) systems.
These systems generate explanations by incorporating exter-
nal information retrieved from various sources (Lewis et al.
2020). By extracting and integrating relevant external data,
RAG systems oftentimes provide explicit citations in order
to improve the transparency and reliability of their output
and to encourage users to further explore the topic (Srinivas
and Friedman 2024).

However, the role that citations play in shaping the trust
relationship between AI and their users is not well under-
stood. In the present study, we describe the results of a set of
experiments that asks:

1. Do citations increase self-reported user trust in LLM-
generated responses? If so, does the number of citations
matter? and does the relevance of the citations matter?

2. Does the act of checking the citation decrease self-
reported user trust?

Our study applies the social theories of trust as anti-
monitoring and the principle of social proof to contextualize
factors influencing user trust in LLMs. We hypothesized that
(1) providing users with the sources behind LLM responses
via citations (i.e., social proof) would enhance trust in these
otherwise opaque systems and that (2) providing users with
the ability to check the citation would increase user trust;
however, the act of actually checking citation (i.e., monitor-
ing the LLM) would be an indication of a lower level of user
trust in the LLM’s response.

To test these hypotheses, we deployed a bespoke QA Web
site and invited participants to submit open-ended questions.
LLM-generated responses were returned to the user with
varying numbers of citations (zero, one, or five), which were
either relevant to the answer or randomly selected from pre-
vious queries. Our analysis revealed a statistically signifi-
cant increase in self-reported user trust when citations were
included, a result that held true even when the citations were
random. We also found a statistically significant decrease in
self-reported user trust when participants checked the cita-
tions.

These findings underscore the critical role of citations in
bolstering user trust in LLM-generated content. Moreover,
they illuminate the nuanced interplay between citation rele-
vance, question context, and user perceptions of trust.

Trust and Large Language Models
Trust in AI is a flourishing research area with diverse per-
spectives, including Trust as Anti-Monitoring and Social
Proof Theory integrated into RAG systems and Chatbots.
Scholars across these domains have investigated the dynam-
ics of user trust with AI, offering insights into the mecha-
nisms shaping human-machine interactions.

The first step when investigating users’ trust in LLMs is
to define trust. Trust is context-dependent, for example, a
person may trust a mechanic to repair their car but not to
prepare their taxes. Additionally, trust is dynamic and is built
over a series of human interactions or events; each time the
mechanic successfully repairs the car, the individual’s trust
increases, whereas a failure to fix it properly would decrease
their trust.

In scenarios such as judicial decisions and wikis, citations
are crucial in building trust, as they add credibility and trans-
parency to content, regardless of the category of content.
This raises an intriguing question: do individuals inherently
trust LLM-generated responses more when they are accom-
panied by citations?

Trust as Anti-Monitoring How best to measure trust is a
complicated and hotly debated topic (Baier 1986; Ferrario
and Loi 2022). Trust, as Annette Baier’s work suggests, can
be construed as “anti-monitoring,” where an indication of
trusting an entity is a reduction in monitoring their behav-
ior (Baier 1986; Archard et al. 2013). Monitoring, in the ex-
ample above, refers to the intuition that if a customer trusts
a mechanic, the customer is willing to allow the mechanic
to repair the car without supervision. This implies that the
level of monitoring someone performs is inversely related
to the level of trust they have in the person or thing be-
ing monitored. The concept of trust as anti-monitoring of-
fers a measurable framework for understanding trust. Cita-
tions serve as a monitoring mechanism, allowing people to
check the LLM’s response and determine if it aligns with the
user’s expectations and reasoning. This ties into the social-
psychological Principle of Social Proof, where individuals
look to external cues and validations to form trust.

Principle of Social Proof The Principle of Social Proof is
particularly useful for understanding interactions with Chat-
bots. This framework suggests that people are more likely to
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Methodology
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How far is it from the 
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Figure 2: Methodology of the Citation Trust Experiment. Participants are assigned to zero (purple), one (blue), or five (green)
citations, which can be either valid (dotted-line) or random (solid-line). A participant may ask any question, and then rates the
response on a scale of 1 to 10. This is repeated for ten total questions and a demographics survey is asked at the end.

adopt a behavior if they see the social proof of others doing
the same (Cialdini 2009). Social proof can, therefore, act as
a proxy for trustworthiness, as individuals are more likely to
use, and in turn trust, a product when they observe others us-
ing it (Lins and Sunyaev 2023; Kim, Choi, and Fotso 2024;
Venkatesh and Davis 2000).

In Chatbot interactions, citations within the outputs serve
as strong indicators of social proof because they signal to
users that the output is endorsed by some source. Con-
sequently, the presence of citations theoretically enhances
trust, because users perceive the content as more credible
and reliable.

The Principle of Social Proof aligns with the anti-
monitoring framework of trust, where having the ability to
monitor or check a response positively contributes to the
trustworthiness of a response, regardless of whether or not
the user chooses to check the source. However, it remains
uncertain whether high-quality citations significantly impact
trust, or if any citation, regardless of quality, is sufficient.

RAG and Chatbots RAG is an AI framework that incor-
porates information retrieved from external sources into the
generation process (Asai et al. 2023, 2024). This approach
tends to reduce inaccurate responses(Lewis et al. 2020) and
includes citations within its generated responses, providing
users with a clear trail of the sources that support the pre-
sented information.

User trust dynamics in LLMs is beginning to receive
some much-needed attention and research has uncovered
factors that influence users’ perceptions and behaviors (Sun
et al. 2022). For example, users are more likely to engage

with chatbots they perceive as trustworthy (Choudhury and
Shamszare 2023). However, concerns about government use
of chatbots can lead to distrust (Aoki 2020). Despite occa-
sional inaccuracy and unreliability in current chatbot ver-
sions, users often express intentions to continue using them,
indicating a resilient trust in these systems (Amaro et al.
2023). Research also suggests that users tend to trust chat-
bots with more human-like characteristics (Kaplan et al.
2023), highlighting the interplay between trust, utility, per-
ceived reliability and accuracy, and the humanization of AI
in shaping user engagement.

Citations and Trust Experiment
We developed a bespoke Web site for data collection. On
this Web site, users were introduced to the task with an an-
imation that showed the example question: “How far is it
from the earth to the moon?”. If the participants agreed to
participate, they were provided a simple query box, stylized
to look like a standard input Web form. On this form users
were prompted by instruction-text to: “Ask any question”.

The participant’s responses were stored on a Web server
owned and managed by research team. Each question was
then fed directly to ChatGPT4 and the responses were col-
lected. Responses were truncated if they were longer than
three sentences.

The experiment was a Randomized Controlled Trial
(RCT) with a between-subjects 3 by 2 factorial design (see
Fig. 2). The first factor corresponded to the number of cita-
tions: zero, one, or five; the second factor corresponded to
the nature of the citations: valid or random.

For the first factor: in the no citation condition, the re-



sponse was taken directly from the output of ChatGPT, trun-
cated to three sentences if necessary, and provided to the par-
ticipant. In the non-zero citation conditions, we redirected
the truncated response from ChatGPT to a Web search API1,
which queried the Google search engine for Web sites rel-
evant to the response; the first five search engine results
were recorded. This was invisible to the participant; how-
ever, there was a small response delay in this condition. In
the one-citation condition, the top citation was provided to
participant as a numeral (e.g., [1]). In the five-citation con-
dition, all five citations were provided to the participant as
a list of numerals (e.g., [1,2,3,4,5]). Each citation was pro-
grammed to show the URL of the citation if the participant
hovered their mouse over the numeral (see Supplement C
Figures S1 and S2).

For the second factor: in the valid citation condition, the
search engine result(s) were provided directly to the user.
In the random citation condition, the actual citations were
recorded, but the citation URL(s) shown to the participant
were randomly selected from citations of previous partici-
pant’s questions.

Participants

We used Prolific2 to recruit participants for this study (Palan
and Schitter 2018). Data collection occurred on March 13,
2024. Participants were paid two US dollars and took a me-
dian of 17 minutes to complete. The study had 303 total
participants who were randomly assigned to the experimen-
tal groups (i.e., between-subjects design). Participants either
saw zero (N=108), one (N=96), or five (N=101) citations. Of
the two groups who saw citations (N=197), a random split of
the participants received a random citation (N=87) or valid
citation (N=110).

Participants were asked to enter ten questions and rate
each response; finally an exit interview was conducted with
a battery of demographic questions (see Supplement A and
Table S1 for demographic battery and response codes).

Ethical Statement

This study received approval from the redacted Institutional
Review Board (protocol no. redacted). Participants were
fully briefed on the study’s purpose, ensuring informed con-
sent and voluntary participation. Aside from broad demo-
graphic questions, personal identifiable information was not
collected.

Our study aims to understand and measure trust and in-
form best practices in the incorporation of citations into AI
systems. However, potential risks include misinterpretation
of results leading to over-reliance on citations and privacy
concerns related to participant data. We are committed to
addressing these issues by adhering to ethical standards, en-
suring transparency, and carefully evaluating the broader im-
pact of our work.

1https://scaleserp.com
2prolific.com
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Figure 3: Citations increase perceived trustworthiness, but
random citations decrease perceived trustworthiness. Re-
gression coefficients β and their standard errors are plot on
the x-axis.

Data, Materials, and Software Availability
All participant questions, their responses and, their ratings
are available in an Excel file. This file is publicly available
online at redacted and in the Supplement. We used Stata
Software for data and statistical analysis. The Stata codes
used for all analysis in the main manuscript is included in
the Supplementary Material.

Results
Do Citations Increase User Trust?
We expect that the presence of citations in an AI chatbot’s
output should enhance response transparency and should
improve perceived trustworthiness. The Principle of Social
Proof suggests that observing evidence of others endorsing
a behavior increases the likelihood of adopting that behav-
ior ourselves. We also predict that the quality of the cita-
tions matters. Citations that accurately support the chatbot’s
answer will be evaluated as more trustworthy than random
citations.

In out initial analysis, the Dependent Variables (DVs)
were citation and no citation coded 1 or 0 respectively. Ran-
dom and Accurate citation were coded 1 or 0 respectively.
Controlling for various demographic factors, results of lin-
ear regression analyses indicate a statistically significant in-
crease in perceived trustworthiness for AI chatbot responses
with citations compared to those without (See Fig. 3 and
Supplement B Table S2).

Does the Quality of Citation Matter?
Additional analysis examined the influence of random ver-
sus valid citations on trustworthiness. Again, controlling for
demographic factors, results revealed that answers contain-
ing random citations were significantly less trustworthy (See
Fig. 3 and Supplement B Table S2).



Do the Number of Citations Matter?
Using an analysis of variance (ANOVA), we examined
whether perceived trustworthiness varied among the zero
citation, one citation, and five citation conditions. The
analysis revealed significant differences between groups
(F (2, 3037) = 10.23, p < .001). Post-hoc Bonferroni (Bon-
ferroni 1936) tests indicated that both the one citation and
five citation conditions were rated significantly higher on
trustworthiness compared to the zero citation condition (see
Supplement B Table S3).

Notably, there was no significant difference between the
one citation and five citation conditions (p > .05). In other
words, five citations in an answer are not perceived as more
trustworthy than an answer with one citation. This negative
result is contrary to our initial hypothesis. One plausible
reason for this result might be due to the principle of di-
minishing returns, wherein participants may perceive that a
single, well-chosen citation is sufficient to confirm the AI’s
response.

Social Demographics and Trust
In addition to the directional hypotheses, we also explored
how various social demographics predict the perceived trust-
worthiness of AI chatbot answers. While there is limited re-
search specifically on how different groups respond to AI
chatbots, some studies investigate how different demograph-
ics react to new technologies such as AI (Tyson and Kikuchi
2023; Rainie et al. 2022). For instance, individuals with
more conservative values tend to be more skeptical toward
AI and new technologies (Castelo and Ward 2021). How-
ever, both individuals with liberal and conservative views
are more receptive to technology when it is framed in a way
that aligns with their political values (Claudy, Parkinson, and
Aquino 2024). Furthermore, higher levels of education and
familiarity with chatbots may increase perceived trustwor-
thiness; on the other hand, greater awareness of AI limita-
tions, which often accompany higher education and famil-
iarity, could decrease trustworthiness.

We did not find significant differences in trustworthiness
ratings among most demographic categories, the slight in-
clination of nonwhite participants to trust the answers more
suggests avenues for exploratory research (SI Appendix B
Table S2). For instance, future studies could look further
into the underlying factors driving this trend and explore po-
tential cultural or societal influences on trust perceptions in
AI-generated content.

Does Checking Citations Indicate a Reduction in
User Trust?
The theory of trust as anti-monitoring predicts that individ-
uals who are skeptical of an answer will be more likely to
check the source of the citation. This predicts that check-
ing a citation indicates reduced trust, as users are no longer
relinquishing control and trusting the other party to be accu-
rate. We tracked the frequency of participants that manually
checked citations with their mouse while reviewing the AI
chatbot’s answers. There were 1,976 answers in our dataset
that had at least one reference. Of these, only 193 (9.77%)
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TrustFigure 4: Checking citations decrease perceived trust. Po-
litical and factual questions have a higher perceived trust.
Regression coefficients β and their standard errors are plot
on the x-axis.

were manually checked. 83 participants out of 197 partic-
ipants (42.1%) in the citation groups checked at least one
citation while completing the experiment. Interestingly, par-
ticipants in the five citation group were significantly more
likely to do a citation check (χ2= 21.19; p<0.001).

We coded Check Citation as 0 or 1 and controlled for all
demographic variables, as well as the presence of citations
and random citations. Trust was included as our main in-
dependent variable (IV). Linear regression, controlling for
demographics as well as the presence of citations and ran-
dom citations, was performed. The analysis (see Fig. 4 and
Supplement C Table S4) revealed a significant correlation
between increased citation checks and lower trust ratings for
the answers. These findings lend support to the trust as anti-
monitoring theory: a higher frequency of citation checking
predicts lower trustworthiness.

These results raise the broader question of whether any
citations, even if they were random, would yield higher
trust ratings than zero citations. We compared the no cita-
tion trust ratings with the trust ratings of random citations
for questions that were checked. We did not find a signifi-
cant difference between answers that had zero citations and
answers that had random citations that were checked (T=-
0.877; p=0.38). There were only 193 checked-questions to
analyze, but we did see a lower mean trust rating in the
checked random citation answers (M=7.55; SD=2.54) com-
pared to the no citation answers (M=7.73; SD=2.46) (see SI
Appendix C Table S5). In other words, answers with random
citations that were manually checked were no more trusted
than answers with no citations at all.

We also found significant differences based on gender, po-
litical orientation, and residence. Specifically, males, those



indicating liberal political orientation, and individuals resid-
ing in urban areas were significantly more likely to check
the citations (p < .001) (see SI Appendix C Table S4).

Illustrating Question Semantics
The data we collected includes hundreds of interesting and
unique real-world, human-generated questions, along with
trust ratings for their answers.

This data permitted an exploration of the types of ques-
tions asked and if they affected trustworthiness. Political
information is particularly susceptible to bias (Ditto et al.
2019; Poudel and Weninger 2024), and we believe that ques-
tions of a political nature may vary in their perceived trust-
worthiness. Individuals might be more likely to ask ques-
tions that confirm their pre-existing political biases, which
could increase the perceived trustworthiness of the answer if
it aligns with their views. Conversely, if the chatbot’s answer
contradicts their beliefs, the perceived trustworthiness of the
response may decrease.

We analyzed the semantics of the questions asked by par-
ticipants using a comparative approach by juxtaposing them
with questions from established question-answering datasets
such as AskReddit and Quora. Using sentence transformers,
we embedded each question into a high-dimensional vec-
tor space, capturing their semantic representations (Reimers
and Gurevych 2019). Subsequently, we used UMAP, a di-
mensionality reduction technique, to project these question
embeddings onto a 2-dimensional plot (McInnes, Healy, and
Melville 2018), as depicted in Fig. 5. In this plot, partici-
pant’s questions are depicted in black. An interactive plot
can be found in the Supplement.

Does the Type of Question Impact User Trust?
Using linear regression, and accounting for demographics,
citations, and random citations, we examined the impact of
question type on user trust ratings. We then used ChatGPT4
to label each question as being Political, Factual, and Com-
plex questions as 0 or 1; these labels need not be disjoint
(i.e., a question can be both factual and political).

Our results indicate that political questions received sig-
nificantly higher self-reported user trust ratings compared
to non-political questions3, even after adjusting for demo-
graphic factors. Manual analysis of the questions and an-
swers suggests that this effect is not due to the chatbot’s
awareness of the participant’s political stance, but rather
because political questions are often framed in a way that
aligns with users’ preconceived notions, thereby eliciting
more favorable responses. These findings support the theory
of social proof, where the chatbot’s responses act as a form
of social endorsement, enhancing perceived trustworthiness.

We found that fact-based questions were significantly
more trusted than non-fact-based questions. This aligns with
the previous result that political questions (which may also
be factual) are also trusted, but it highlights different aspects
of trustworthiness in AI chatbot responses. As previously
discussed, political questions tend to be framed in a way

3see Fig.4, Supplement D Table S6; the list of questions and
their labels is also included in the Supplement

What is the last sent text on your phone?

What do you think should happen to people whose ancestors
owned slaves in the southern part of the United States? 

Was the Galactic Empire in Star Wars the largest and most 
powerful empire in sci-fi?

People who have prior party experience, what are signs that you 
should begin to leave?

What are some effective software tools that an inside sales team 
can use to boost productivity?

What tweets/hashtags would some of the greatest writers create 
if they had access to the technology?

Figure 5: Visualization of question-topics asked by partic-
ipants. Although we observe a substantial overlap in the
kinds of questions asked by our participants (black) com-
pared to AskReddit (red) and Quora (blue), we also identify
several topical gaps. Some representative samples of these
topical gaps are illustrated in on right. An interactive visual-
ization of this figure is included in the supplementary mate-
rial.

that aligns with the participant’s pre-existing beliefs and in-
group biases, leading to higher trust ratings. Furthermore,
fact-based questions are typically grounded in objective, ver-
ifiable information. Participants can cross-check these facts
against known data or their existing knowledge, leading to
higher trust ratings. These findings suggest that trust in AI
chatbot responses can be driven by both the objective accu-
racy of the information (fact-based questions) and the social
alignment with the participant’s beliefs (political questions).
While fact-based questions benefit from their verifiability,
political questions benefit from framing and ingroup valida-
tion.

Complexity and Trust
Previous studies suggest that LLMs provide more accurate
responses when prompted with more familiar language (Go-
nen et al. 2022). For example, asking “Who was the first
president of the United States?” is clear and straightforward,



leading to an accurate response. In contrast, a more complex
question like “How have the economic policies of U.S. pres-
idents influenced income inequality in the United States?” is
less direct, causing the AI to infer more, which may reduce
accuracy. This suggests that simpler, familiar prompts yield
more accurate and trusted responses from AI systems.

Language perplexity was used as a proxy for the model’s
familiarity with the question, where perplexity was mea-
sured as PPL(x) = exp

(
− 1

N

∑N
i=1 log2 P (wi)

)
where N

is the total number of words in the response, wi is the ith

word in the response, and P (wi) is the is the probability of
the ith word given in ChatGPT4. In this context, lower per-
plexity indicates a more familiar prompt, leading to more
accurate (perhaps more trusted) results. Guided by these
prior findings, we compared user-reported trust as a function
of the perplexity of the prompt. We found that higher per-
plexity is slightly (negatively) correlated with trust (Pearson
R=-0.06, p=0.002), i.e., answers to complex questions are
(slightly) less trusted.

In a similar exploratory analysis, we also found that the
length of a prompt (number of tokens) is (slightly) nega-
tively correlated with trust (Pearson R=-0.04, p=0.041). In
other words, although we do not find statistical differences
in trust between simple and complex questions, we did find
that responses to simpler questions (in terms of perplexity
and length) were more trusted. This suggests that users may
have a higher level of trust in chatbots when the prompts
are simpler, potentially indicating a preference for straight-
forward and concise queries that yield more understandable
answers.

Discussion
The present study investigated how variations in citations in-
fluenced the perceived trustworthiness of answers provided
by an AI chatbot. Drawing upon the anti-monitoring frame-
work, we conceptualized trust and extended this framework
to incorporate the Principle of Social Proof. We hypothe-
sized that participants would trust AI chatbot responses with
citations more than those without citations, as citations pro-
vided the opportunity for verification (or monitoring) of the
output. Moreover, these citations, linked to supporting orga-
nizations, served as a form of social proof, enhancing trust-
worthiness.

Our findings supported this hypothesis, revealing that AI
chatbot answers with citations were perceived as more trust-
worthy compared to those without citations. Furthermore,
we investigated the significance of the number of citations,
finding no significant difference in perceived trustworthiness
between responses with one or five citations.

Beyond the number of citations, we also investigated
those participants who manually inspected the citations. We
found that responses containing random citations were rated
lower in trustworthiness compared to those with accurate ci-
tations.

Furthermore, we explored whether a higher frequency of
citation-checks, indicated by mouse hovers, correlated with
lower perceived trustworthiness. Consistently, participants
who checked citations tended to rate the answers as less

trustworthy. This finding aligns with the theory of trust as
anti-monitoring, as skeptical participants sought to verify
(i.e., monitor) the source of the information provided by the
chatbot. Next, we investigated whether the type of question
asked was associated with the perceived trustworthiness of
the answers. We categorized questions into three groups: po-
litical, factual, and complex.

Our analysis revealed that political questions were rated
significantly more trustworthy than non-political questions.
This trend may be attributed to participants posing politi-
cal questions that already aligned with their political biases,
leading them to be more inclined to trust the answers. We
also found that fact-based questions were significantly more
trusted than others. This difference could be due to the con-
crete nature of factual questions, instilling confidence in par-
ticipants that they already know the correct answer, whereas
non-factual questions were more subjective.

Regarding complex questions, we hypothesized that they
might elicit greater trust as they could potentially demon-
strate the chatbot’s capability to handle challenging in-
quiries. However, we did not observe a significant difference
in trust ratings between complex problem-solving ques-
tions compared to those categorized as more straightfor-
ward. Given the limited number of questions coded as com-
plex, we cannot assert the absence of an effect with confi-
dence.

Along the way, we evaluated if demographic variables
predicted trustworthiness. We only found that nonwhite par-
ticipants were slightly more likely to trust the answers. We
also found that males, individuals with liberal views, and
people in urban areas were significantly more likely to check
the citations (i.e., mouse-hover over the references) given in
the chatbot answer. Given our small sample size, we are hes-
itant to read too much into these results, but it may be an area
for future research.

Limitations. Our study is not without several important
limitations. First, our sample was comprised of participants
entirely from the online data collection platform Prolific.
These participants may be more technologically savvy than
the typical individual who does not sign up for online re-
search surveys. Additionally, since our sample was 65%
white, we did not have sufficient statistical power to eval-
uate different racial groups and combined them into a sim-
ple nonwhite category. While this nonwhite category trusted
their chatbot answers more than the white category, future
research will have to investigate what could have caused this
difference or if it was an artifact. Our study also did not con-
trol for what questions were asked so it could be that people
of different demographic groups may ask the chatbot dif-
ferent questions, which could alter their trustworthiness. Fi-
nally, our measure of trustworthiness was a simple, one-item
variable. It’s possible that different forms of trustworthiness
may yield interesting results. Future research can incorpo-
rate more robust measures of trustworthiness to assess how
different questions and outputs influence different elements
of trust.
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Citations and Trust in AI-Generated Answers
Supplemental Information

Demographic Battery and Response Coding
Responses from the survey are coded for analysis. Table S1 has the code for each response indicated in parenthesis next to each
option. We collected data for man, woman, and other gender, but combined women and other gender into one category. We also
constructed racial categories into white and nonwhite given the lack of racial diversity among our participants.

Trust is numerical and measured on a sliding scale from 1 to 10 where 1 is least trusting and 10 is most trusting. Participants
must move the slider from its default position (5) in order to proceed.

Table S1: Demographic Battery and Coding. These questions were asked at the conclusion of the survey. Response codes are
indicated in parenthesis. Response frequency is indicated below each option; NA indicates Not Answered.

Question Response Choices and (Coding)

What gender do you identify
with?

Woman (0) Man (1) Other (0) NA
177 118 7 1

How many years old are
you?

18-30 (1) 31-40 (2) 41-50 (3) 51-60 (4) 61-70 (5) >70 (6) NA
104 93 49 31 18 8 0

Which of the following best
describes the area you live
in?

Urban (3) Suburban (2) Rural (1) NA
111 155 35 2

What is your highest
completed level of
education?

High Sch. (1) Some Coll. (2) College (3) Postgrad (4) NA
32 64 147 59 1

What race do you identify
as?

Asian (0) Black (0) Latino (0) White (1) Other (0) NA
33 50 13 195 8 0

Please indicate your political
orientation.

Vry Lib (1) Swht Lib (2) Mod (3) Swht Con (4) Vry Con (5) NA
75 94 68 39 20 7

Have you heard of
ChatGPT?

Never (1) Few Times (2) Familiar (3) NA
2 44 257 0



Citations and Trust
Results of the linear regression test are described in Tab. S2. The Stata code to generate these results are:

reg rating citation15 random_citation age chatgpt_heard educ male conserve nonwhite
urban↪→

Table S2: Citations increase perceived trust-
worthiness, but random citations decrease
perceived trustworthiness

Trust
β Std. Err.

Has Citation 0.394*** (0.0906)

Citation Random -0.268*** (0.0872)

Age Group -0.017 (0.0335)
Heard of ChatGPT 0.112 (0.1240)

Education Level -0.041 (0.0511)
Male 0.082 (0.0906)

Conservative -0.061 (0.0386)
Nonwhite 0.232** (0.0940)

Urban -0.132* (0.0698)

Constant 8.250*** (0.2550)

*** p<0.01, ** p<0.05, * p<0.1



The hypothesis that five citations would be more trusted than one or zero citations. ANOVA test was used to determine
the this relationship. Shapiro-Wilk test was showed that the trust ratings departed significantly from normality (W=[.84, .80,
.80], p<0.0001) for zero, one, and five citation-conditions respectively. Based on this outcome, we conducted Welch’s ANOVA
to account for unequal variances. We found statistical differences between these citation conditions (F (2, 3037) = 10.23,
p<0.0001)

Results of one way ANOVA test for are in Tab. S3. The Stata code to generate these results are:

oneway rating num_citation, bonferroni tabulate

Table S3: One-way ANOVA Test. Five cita-
tions are not perceived as more trustworthy
than one citation.

Trust
Num Citations Mean Std. Err. N

0 7.732 (2.463) 1064
1 8.103 (2.256) 959
5 8.170 (2.217) 1017

Bonferroni
Row-Col 0 1

1 0.371 (0.001)
5 0.438 (0.000) 0.067 (1.000)



Citation Checking and Trust
Results of the linear regression test described in Tab. S4. The Stata code to generate these results are:

reg mouseover random_citation citation15 rating age chatgpt_heard educ male conserve
nonwhite urban↪→

Table S4: More Checking of Citations predicts
less trust and is more likely to be done by men,
liberals, and urban participants

Citation Checks
β Std. Err.

Trust -0.058*** (0.0103)

Citation Random -0.2107 *** (0.049)
Has Citation 0.423*** (0.051)

Age Group 0.005 (0.0188)
Heard of ChatGPT 0.057 (0.0696)

Education Level -0.0292 (0.028)
Male 0.202*** (0.0508)

Conservative -0.085*** (0.0217)
Nonwhite -0.071 (0.052)

Urban 0.153*** (0.039)

Constant 0.367** (0.1668)

*** p<0.01, ** p<0.05, * p<0.1

Citation Checks and Number of Citations
In an exploratory analysis, we investigated the likelihood that a participant checked a citation compared to the number of
citations present. There were equal number of experiments with 1 and 5 citations present.

Table S5: Contingency table for number
of citation checks and number of cita-
tions present

Check No Check

Citations 1 24 72
5 59 42

We performed a χ2 test to compare this relationship in the contingency table in Tab. S5. The relation between these variables
was significant, χ2(1, N=197)=21.19, p<0.0001. Five citations are more likely to be checked than one.



Question Order, Citation Checking, and Trust
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Figure 6: Number of Citation Checks per Question. The frequency that a citation is checked is not correlated with the question
number.

In an exploratory analysis, we investigated the frequency of citation checks across the sequence of questions presented
to participants. We hypothesized that citation checks would be more frequent at the beginning of the survey, decreasing as
participants progressed, possibly due to a decline in vigilance or increased trust over time. However, as illustrated in Table 6,
our data did not support this expectation. The pattern of citation checks did not show a significant change up or down, suggesting
a different dynamic in participant behavior than anticipated.
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Figure 7: Trust ratings as a function of offset from a citation check. Gray lines represent individual participant trust ratings
for all participants who made at least one citation check. Mean and 95% confidence intervals for valid citations and random
citations are in solid-blue and dashed-red lines respectively. We find that, if a user checks a citation in the random condition,
they do not to lose trust the chatbot in afterwards.

Additionally, we investigated whether citation checks influenced trust ratings in subsequent questions. Figure 7 presents the
trust ratings for questions immediately preceding and following a citation check. For example, if a participant checked the
citation for question four, we analyzed the trust ratings for the three preceding and three subsequent questions for that partic-
ipant. We hypothesized that encountering a random citation would lead to a decline in trust ratings for subsequent questions,
as detecting an irrelevant citation might reduce the participant’s overall trust in the system. Contrary to our expectations, the
analysis did not reveal any significant differences in trust ratings following a citation check.



Trust and Question Type
Results of the linear regression test are described in Tab. S6. The Stata code to generate these results are:

reg rating politics citation15 random_citation age chatgpt_heard educ male conserve
nonwhite urban↪→

reg rating fact_or_opinion citation15 random_citation age chatgpt_heard educ male
conserve nonwhite urban↪→

reg rating complex_problem_solving citation15 random_citation age chatgpt_heard educ
male conserve nonwhite urban↪→

Table S6: Political and Fact-based questions are rated as more trustworthy.

Political Question Fact Question Complex Question
β Std. Err. β Std. Err. β Std. Err.

Trust 0.314** (0.156) 0.374** (0.086) 0.070 (0.275)

Has Citation 0.399*** (0.091) 0.392*** (0.090) 0.394*** (0.091)
Citation Random -0.263*** (0.087) -0.272*** (0.087) -0.268*** (0.087)

Age Group -0.0210 (0.034) -0.019 (0.033) -0.018 (0.034)
Heard of ChatGPT 0.111 (0.124) 0.019 (0.124) 0.112 (0.124)

Education Level -0.0441 (0.051) -0.036 (0.051) -0.041 (0.051)
Male 0.082 (0.091) 0.089 (0.090) 0.083 (0.091)

Conservative -0.061 (0.039) -0.058 (0.039) -0.061 (0.039)
Nonwhite 0.237** (0.094) 0.236** (0.094) -0.232** (0.094)

Urban -0.134* (0.070) -0.133* (0.070) -0.132* (0.070)

Constant 8.241*** (0.255) 8.019*** (0.260) 8.247*** (0.255)

*** p<0.01, ** p<0.05, * p<0.1

We conducted a Kruskal-Wallis test to assess whether there was a significant difference in citation checks between question
types. We included political, fact based, and complex questions along with all other questions in our test. We removed the
38 questions that were coded as both fact-based and complex. We only included data from questions that were in the citation
conditions. We did not find that any question type was significantly more likely to have a citation check (H(3)=2.33, p=0.508).


