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Abstract—Dataset license compliance is a critical yet complex
aspect of developing commercial AI products, particularly with
the increasing use of publicly available datasets. Ambiguities in
dataset licenses pose significant legal risks, making it challenging
even for software IP lawyers to accurately interpret rights and
obligations. In this paper, we introduce LicenseGPT, a fine-tuned
foundation model (FM) specifically designed for dataset license
compliance analysis. We first evaluate existing legal FMs (i.e.,
FMs specialized in understanding and processing legal texts)
and find that the best-performing model achieves a Prediction
Agreement (PA) of only 43.75%. LicenseGPT, fine-tuned on
a curated dataset of 500 licenses annotated by legal experts,
significantly improves PA to 64.30%, outperforming both legal
and general-purpose FMs. Through an A/B test and user study
with software IP lawyers, we demonstrate that LicenseGPT
reduces analysis time by 94.44%, from 108 seconds to 6 seconds
per license, without compromising accuracy. Software IP lawyers
perceive LicenseGPT as a valuable supplementary tool that
enhances efficiency while acknowledging the need for human
oversight in complex cases. Our work underscores the potential
of specialized AI tools in legal practice and offers a publicly
available resource for practitioners and researchers.

I. INTRODUCTION

AI-powered software, particularly Foundation Models
(FMs) like GPT and LLaMa, is growing rapidly and pow-
ering commercial applications such as GitHub Copilot [44]
and ChatGPT-4 [63]. However, building AI-powered software
involves more than just sophisticated AI models—datasets are
crucial throughout the development lifecycle. Consider the
commercial software engineering lifecycle proposed for AI-
powered software by Amershi et al. [24]. They cover stages
such as data collection, cleaning, and model training, yet they
do not include legal compliance as a part of it, a critical
oversight that can lead to significant legal risks.

Despite the critical role of datasets, considerations regarding
their licenses in AI-powered software development are often
neglected. AI models are typically trained on large volumes
of publicly available datasets [28, 49, 69]. For example, GPT-
3.5 processed 45 TB of public data, filtering it to 570 GB for
training [31].

However, many publicly available datasets lack clear li-
censes, leaving rights and obligations uncertain, particularly
concerning commercial use. Longpree et al. [58] shows that

over 66% of dataset licenses are misrepresented, often with
more permissive terms than intended. Several studies also
found widespread misrepresentations stemming from unclear
or convoluted license terms, posing legal risks [28, 69]. Recent
lawsuits against companies like Google and OpenAI [48, 82]
underscore the critical need for accurate dataset license com-
pliance, particularly in commercial settings.

However, stringent compliance with dataset licenses is
challenging. These licenses define dataset user’s rights and
obligations, determining whether datasets can be used for
commercial applications or redistribution, and act as software
requirements throughout the AI-powered software develop-
ment lifecycle. Unfortunately, dataset licenses often lack stan-
dardized formats and detailed stipulations, posing significant
impediments even for software IP lawyers. Publicly available
dataset licenses frequently lack the clarity found in open-
source software (OSS) licenses. For example, the CIFAR-10
license merely requests citation without specifying rights like
the permissibility of using the data for training commercial
AI models, while the ImageNet license restricts commercial
use but remains ambiguous on the specific conditions under
which the data can be used for non-commercial purposes. As
Benjamin et al. [28] argue, this ambiguity allows for creative
interpretations, such as commercializing the outputs of models
trained on ImageNet since the dataset itself isn’t used directly
in a commercial context.

Moreover, datasets like ImageNet and CIFAR-10 are com-
piled from various sources each with its own different licenses,
complicating the determination of the overall dataset license.
Dataset creators often fail to document original source licenses
or consider their impact on the aggregated dataset’s license,
leading to unclear or potentially unlawful licenses and expos-
ing consumers to risks.

In this paper, we shed light on and address the critical
challenge of identifying the rights and obligations within a
dataset’s license. Identifying the rights and obligations with
a dataset’s license is a crucial yet laborious task, even for
software IP lawyers. The complexity arises from the unique
challenges posed by the different categories of dataset li-
censes commonly used in publicly available datasets: General
Licenses, Customized Licenses, and Official Terms of Use
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or Service. General Licenses, often adapted from OSS for-
mats, present non-straightforward obligations when applied to
datasets. Customized Licenses contain highly specific, context-
dependent clauses that add complexity. Official Terms of
Use or Service are characterized by dense, legally nuanced
language and complex technical jargon. Although Montreal
Data Licenses [28] and RAIL licenses [76] aim to clarify
these issues, they have not been widely adopted, and providers
continue to use custom licenses with ambiguous terms. Ra-
jbahadur et al. [69] highlight the need for a systematic and
transparent license interpretation tool with expert-in-the-loop
capabilities to empower software engineers and IP lawyers in
efficiently interpreting and assessing dataset licenses.

Recently, FMs, particularly, Large Language Models
(LLMs) have demonstrated impressive capabilities in text
processing [91], including legal documents. Several legal FMs
have been developed to comprehend legal literature, primarily
offering question-and-answer services [1, 2, 35, 50, 57, 73, 75,
83]. However, these FMs focus on general legal texts, whereas
dataset license compliance demands a nuanced understanding
of license-specific terminology and context. Effective com-
pliance requires the FM to grasp context-specific conditions,
especially with custom licenses containing unique terms.

To address these specialized needs, we propose Li-
censeGPT, a fine-tuned FM specifically tailored for dataset
license compliance analysis. We fine-tuned LicenseGPT using
a Dataset Licenses (DL) dataset, comprising 500 publicly
available dataset licenses collected from platforms like Hug-
ging Face and GitHub, annotated by software IP lawyers. Each
license is labeled to indicate whether it permits commercial
use, prohibits it, or has ambiguous terms, along with the
underlying reasons, associated rights, and obligations. Through
the following research questions, we aim to assess the perfor-
mance and effectiveness of LicenseGPT in improving dataset
license compliance analysis compared to existing legal and
general-purpose FMs:
• RQ1: How effectively do current legal FMs perform on

the task of dataset license compliance analysis?
Results: The best-performing legal FM, LawGPT, achieves a
Prediction Agreement (PA) score of 43.75%, outperforming
other legal FMs but with a moderate Semantic Similarity
(SS) score of 50.25%. General-purpose FMs like ChatGPT-
4 achieve high SS scores but low PA scores, indicating that
they produce semantically similar but inaccurate responses
in this context.

• RQ2: Does LicenseGPT enhance the accuracy of dataset
license compliance analysis compared to existing legal
and general-purpose FMs?
Results: LicenseGPT achieves a PA score of 64.30%,
surpassing LawGPT by 20.55% and the best-performing
general-purpose FM, Qwen-1.5, by 4.58%. This improve-
ment is statistically significant with a large effect size.
LicenseGPT also attains a higher SS score of 85.80%,
surpassing LawGPT by 35.55%, and Qwen-1.5 by 1%,
indicating improved alignment with expert responses.

• RQ3: How do software IP lawyers perceive the use-

fulness of LicenseGPT in dataset license compliance
analysis?
Results: Software IP lawyers found LicenseGPT valuable
in practice. Lawyers using LicenseGPT completed analyses
in an average of 6 seconds per license, compared to 108
seconds without it, which is a 94.44% reduction in time.
While they appreciated the efficiency gains, they also noted
the need for careful validation in complex cases and recog-
nized LicenseGPT as a valuable supplementary tool to be
integrated into their workflows.

To support the community and encourage further research, we
have open-sourced LicenseGPT [66]. We also present several
recommendations with actionable steps for both software
engineering practitioners and researchers. Below, we list the
contributions of our paper.
• We evaluate existing legal FMs on the task of dataset license

compliance analysis and identify their limitations.
• We develop LicenseGPT, a fine-tuned FM with a signifi-

cantly improved accuracy in interpreting dataset licenses.
• We conduct a user study with software IP lawyers to assess

the practical utility of LicenseGPT in legal workflows.
• We open-source LicenseGPT to support the community and

encourage further research in this critical area.
• We identify immediate challenges in integrating dataset

license compliance into AI software engineering lifecycle
and provide recommendations to address these issues.

A. Paper organization

Section II covers the Background and Related Work, in-
cluding legal protections, compliance challenges, and legal
foundation models. Section III describes the Study Design,
including our dataset DL, experiment setup, and research
questions (RQ1, RQ2, RQ3). Section IV presents the results
for each research question. Section V discusses our findings
in detail. In Section VI, we address the threats to validity.
Finally, Section VII highlights the importance of integrating
legal compliance into the AI software engineering lifecycle to
enhance software quality and reduce legal risks, emphasizing
the need for tools like LicenseGPT alongside human oversight.

II. BACKGROUND AND RELATED WORK

A. Legal Protections Related to Datasets

Datasets used in commercial contexts are governed pri-
marily by copyright and contract law, providing significant
safeguards across jurisdictions despite specific variations.

Copyright Law protects creative works from unauthorized
use, including copying or reproduction without explicit per-
mission from the copyright holder [61]. Data contained in
publicly available datasets may be copyright-protected, and
unauthorized commercial use can constitute infringement [28,
68]. While exceptions like the Fair Use doctrine in the United
States permit certain uses without permission if they do
not cause material harm to the copyright holder, as seen in
Authors Guild v. Google [62, 80], other jurisdictions like the
UK, Canada, and the EU have stricter regulations. In these
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regions, fair dealing exceptions and directives like the EU’s
Text and Data Mining Directive typically restrict such uses to
non-commercial purposes without explicit consent [45, 79].
Consequently, using datasets with copyrighted content for
commercial AI-powered software development can lead to
legal challenges depending on the jurisdiction.
Contract Law governs the agreements under which copy-
righted materials are licensed. Copyright holders can issue
licenses detailing the granted rights and required obligations
for use. Violating these terms may result in a breach of
contract. The precedence of copyright law versus contract law
varies by jurisdiction, but contract law enables dataset licenses
to permit commercial use without infringing copyright.

B. Challenges in Dataset License Compliance

The primary goal in evaluating dataset licenses for com-
mercial use is to determine whether a dataset can be utilized
in specific scenarios, such as model training or redistribution,
while ensuring compliance with the license terms. Compli-
ance is crucial globally, serving as both a functional and
non-functional requirement for AI-powered software [30, 51,
54, 88]. When AI-powered software uses publicly available
datasets, it implicitly enters into an agreement with the
copyright holders, necessitating adherence to the rights and
obligations outlined in the license. Failure to comply can result
in serious legal risks [30, 51, 54, 88].

However, publicly available dataset licenses often lack clar-
ity regarding usage rights and obligations, making compli-
ance challenging for software engineers [28]. This ambiguity
complicates the process of translating license obligations into
software requirements, which is critical for maintaining com-
pliance. In situations where legal requirements are unclear,
due diligence is essential to avoid breaches [30, 54]. Software
engineers must trace rights and obligations from licenses
to software requirements, documenting and justifying their
interpretations and implementations [30]. Therefore, it is vital
for software engineers and software IP lawyers to accurately
identify the rights and obligations associated with publicly
available datasets.

Although initiatives like the Montreal Data License [28],
RAIL licenses [76], and dataset-specific licenses like
PDDL [4] and CC BY [34] aim to clarify these issues, they
have not been widely adopted. Dataset providers frequently
use custom licenses with ambiguous terms, complicating
the identification of rights and obligations. Recent studies
show that over 66% of publicly available dataset licenses
are misrepresented on public platforms, often with more
permissive terms than intended by the authors [58]. This
misrepresentation is prevalent due to unclear or convoluted
license specifications [28, 69]. Additionally, the complexity of
data ecosystems, where datasets are built upon other datasets
with various sources and licenses, makes tracking data usage
and understanding contributions increasingly difficult [27].
This complexity poses significant challenges in ensuring com-
pliance in commercial settings. These challenges highlight
the need for automated tools that can assist in accurately

interpreting dataset licenses, particularly in the context of
commercial AI-powered software development.

C. Open Source License Compliance

The enforcement of open-source licenses under copyright
law was established in the landmark case Jacobsen v. Katzer
(Fed. Cir. 2008) [3], where violating the terms of an open-
source license was ruled to constitute copyright infringement.
This set a legal precedent legitimizing and protecting the open-
source movement [55].

Following the ruling in Jacobsen v. Katzer, the rise of
Open Source Software (OSS) increased attention on license
compliance, especially as OSS reuse became prevalent in
software development. Researchers and practitioners devel-
oped tools and methodologies to detect and resolve license
violations [41, 42, 53, 55, 71, 81, 89]. Commercial and open-
source tools like BlackDuck [74] and FOSSology [47, 52] are
widely used to identify OSS licenses and ensure compliance
with intended licensing frameworks. Resources like the Open
Source Initiative (OSI) [18], GitHub’s licensing guide [17],
and TLDRLegal [20] help practitioners understand the rights
and obligations of various OSS licenses.

However, methods for OSS license compliance cannot be
directly applied to dataset licenses. Publicly available dataset
licenses often contain unclear and ambiguous terms regarding
commercial use [28, 69]. Therefore, automated approaches
for identifying rights and obligations for dataset licenses are
needed, and our study addresses this gap.

D. Ensuring legal compliance in commercial software

Ensuring compliance with legal and licensing requirements
is imperative for AI-powered software, as it directly influences
user trust and legal viability. While organizations have estab-
lished Open Source Program Offices (OSPOs) [60] to oversee
open-source compliance and governance for traditional soft-
ware, these offices often aren’t equipped to handle the distinct
challenges presented by AI-powered software—particularly
those related to dataset and model licensing. Consequently,
initiatives like OpenChain [65] (ISO 5230 and 18974 standards
on open source license and security compliance) have only
recently initiated efforts to address these issues by establishing
an AI study group [64]. Our paper bridges this gap by
highlighting the complexities of dataset license compliance
that OSPOs [60] must navigate when releasing AI-powered
software. By introducing LicenseGPT, we offer an automated
solution to streamline compliance processes, enabling organi-
zations to meet licensing obligations while upholding software
quality and reducing legal risks.

E. Legal Foundation Models

Developing legal FMs involves several key steps. First, we
select a suitable base model, such as LLaMA [78], Chinese-
LLaMA [36], or ChatGLM [37, 87]. Choosing a robust FM
reduces the additional training required for high performance
in legal tasks and ensures higher accuracy in a legal context.
Next, we perform continual pretraining to adapt the FM to the
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legal domain by training on domain-specific data like legal
statutes and case law, enriching the model’s understanding of
legal language and concepts. Then, we apply instruction fine-
tuning, refining the FM with specific instructions tailored to
legal tasks to ensure it generates outputs that are accurate and
aligned with legal professionals’ expectations [56]. Finally, we
focus on prompt design, carefully crafting inputs including,
system prompts, user prompts along with examples to guide
the model’s output, enabling it to produce relevant and accu-
rate responses in the complex legal domain.

Following these steps, various legal FMs have emerged
with unique capabilities tailored to distinct legal contexts.
For example, LawGPT_zh (6B) [57] and Lawyer LLaMA
(13B) [50] enhance legal text processing, while ChatLaw
(13B) [35] integrates external knowledge bases to reduce
misinformation. Fuzi.mingcha (6B) [73] and LexiLaw (6B) [1]
are developed for case analysis and legal consulting within
the Chinese legal framework. HanFei (7B) [83] and Wisdom
Interrogatory (7B) [2] focus on integrating intelligent legal
systems into judicial practices. Despite these advancements,
existing legal FMs are not tailored to dataset license compli-
ance, a specialized challenge requiring additional fine-tuning
and customization. Our study fills this gap by developing
LicenseGPT, a model that is specifically designed for dataset
license compliance analysis.

III. STUDY DESIGN

A. Dataset Licenses (DL) Dataset

In this section, we describe the creation of the dataset that
we use in our study to understand the capabilities of the
exisiting legal FMs on the task of data license compliance
and creating LicenseGPT. Figure 1 presents an overview of
our study design including our DL dataset creation process.
To create LicenseGPT we required a dataset that includes
commonly used publicly available licenses, annotated with
information on whether the license permits commercial use, as
well as the specific rights and obligations it outlines. Since no
such dataset currently exists, we built one from scratch. We
detail the steps that we undertook to create our DL dataset
below.

Step 1: Dataset License Collection. We first collected 37,
204 dataset licenses that are associated with publicly avail-
able datasets hosted in 10 common machine learning dataset
hosting platforms. We collected all the licenses associated with
the publicly available datasets hosted on Hugging Face [11],
Google Cloud [10], Kaggle [12], Zenodo [16], GitHub [8], Git-
Lab [9], Microsoft Azure [13], DataHub [6], Amazon S3 [5],
and Figshare [7]. We also hosted all the collected licenses
on the OpenDataology open source project website [14]. It
is important to note that the collected licenses encompass
all three categories described in Section I: General licenses,
Customized licenses, and Official terms of use. Table I presents
the number of licenses from each category contained in our
dataset.

Step 2: Dataset filtering. We removed the unreadable, expired
and duplicated licenses. After such filtering, we were left with
500 valid dataset licenses.

TABLE I
EXAMPLES OF LAWYER’S ADVICE FOR DIFFERENT TYPES OF LICENSES

License Type Number of licenses

General License 146
Customized License 186
Official Terms of Use or Service 168

Total 500

Step 3: Dataset labelling. We enlisted four software IP
lawyers from our company, each with 8, 10, 15, and 20 years
of experience, to label each dataset license. The software IP
lawyers were instructed to categorize the licenses into three
labels: “allows commercial use,” “does not allow commercial
use,” and “unclear if the license allows commercial use”. Addi-
tionally, for licenses that permit commercial use, the lawyers
were asked to document the specific rights and obligations
associated with the license. For the other two categories, they
were instructed to provide reasons for their classifications.

Each lawyer independently labeled the dataset licenses
and provided their recommendations. Following this, we held
a meeting where all the lawyers who labeled the licenses
discussed their labels and advice. Through this collaborative
discussion, we arrived at the final labels and associated guid-
ance for each license. An example label and recommendation
provided by the lawyers for CIFAR-10 dataset’s license look
like label: unclear if the license allows commercial use, rec-
ommendation: The provided information suggests referencing
a technical report when using the dataset, which details its
collection methodology. However, it doesn’t specify if com-
mercial use is permitted; such permission usually requires
explicit mention in the use agreement or additional licensing.
To confirm commercial use rights, one should review the full
agreement or consult the dataset’s creator.

B. Prompt Design

For FMs, prompt design is essential for guiding models
to generate relevant and accurate responses [49]. Effective
prompts not only improve model performance but also en-
sure precision and adaptability across the given task. In this
study, we developed a structured prompt design for both
LicenseGPT and the evaluation of existing legal FMs for
dataset license comprehension. Following the advice of Has-
san et al. [49], we seperated system and user prompt. We
follow this modular design to generate legally sound, focused
responses, enhancing the models’ ability to perform nuanced
legal analyses. We provide both the system prompt and user
prompt that we used in our online repository [66].

System Prompt Design. System prompts define the model’s
role and scope. By setting the model to act as a software
IP lawyer, we ensure its responses adhere to legal standards.
This approach sharpens the model’s focus and steers it towards
relevant legal expertise. Role Assumption: We assign the model
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Fig. 1. Overview of our study design

the role of a software IP lawyer, ensuring its responses are
legally sound. Defining roles enhances task relevance in spe-
cialized domains [46]. Task Definition: We clearly define the
task for the model, instructing it to assess whether a dataset can
be used commercially, thus maintaining a focused objective
[31]. Focus Specification: We direct the model to concentrate
on the legality of commercial use, reducing distractions and
increasing output accuracy [67].

User Prompt Design. User prompts provide step-by-step
guidance on how the model should approach the task. Clear
user prompts enhance model performance by offering specific
direction. Context: We provide clear context by specifying
whether the task pertains to a dataset license (both generalized
and customized) or a website’s usage agreement. The actual
license content is also given as context to ensure relevance
[43, 46]. Query: We instruct the model to determine if the
dataset’s license allows commercial use and what obligations
arise, keeping the focus on the core legal issue [84]. Logic:
We guide the model to provide legally reasoned responses and
acknowledge uncertainties, which improves transparency [84].

C. Zero-Shot Experimentation

We conducted all experiments under a zero-shot setting,
where FMs generate responses without prior examples or
task-specific fine-tuning during inference [23, 39]. We chose
this approach to ensure that LicenseGPT remains accessible
to small companies and academic institutions that may lack
proprietary legal analyses even for examples. By focusing on
zero-shot performance, we aim to create an open-source tool
that can be readily adopted without the need for additional
resources or data, making it practical for widespread use.

D. Studied FMs

In our study, we selected 8 recent state-of-the-art legal
FMs (that we disscussed in Section II-E) with parameter sizes
ranging from 6 billion to 13 billion. Since all the legal FMs
required local hosting, we limited our selection to models with
up to 13 billion parameters, excluding larger models.

Additionally, we examined 3 state-of-the-art, general-
purpose chat-tuned FMs, including ChatGPT-4, LLaMa-2,
and Qwen-1.5, which we accessed through third-party APIs,

to evaluate their performance in dataset license compliance
analysis. Table II lists the studied models along with their
parameter sizes.

TABLE II
INFORMATION OF STUDIED FMS

Model Name Base Model Parameter

ChatGPT-4 [63] GPT-4 175B
LLaMA-2 [22] LLaMA-2 Base 70B
Qwen-1.5 [21] Qwen Base 110B
LawGPT_zh [57] ChatGLM 6B
Lawyer LLaMA [50] LLaMA 13B
ChatLaw [35] LLaMA 13B
fuzi.mingcha [73] ChatGLM 6B
LexiLaw [1] ChatGLM 6B
HanFei [83] HanFei-1.0 7B
Wisdom Interrogatory [2] Baichuan 7B

E. Studied Performance Metrics

To evaluate the performance of the studied legal FMs and
our proposed LicenseGPT we use the performance metrics in
Table III. Of the studied metrics, Prediction Agreement, Du-
plication Rate and Non-specific Response Rate are computed
manually by three of the authors of this paper collaboratively
by carefully analyzing each of the model’s response and
comparing it against the ground truth that is provided by the
lawyers involved in the study.

IV. RESEARCH QUESTIONS

In this Section, we present the approach and results of each
of the studied RQs.

A. RQ1: How effectively do current legal FMs perform on the
task of dataset license compliance analysis?

Approach. We collected all the studied performance met-
rics from each cross-validation run for the studied legal
and general-purpose FMs. Specifically, we conducted 10-fold
stratified cross-validation on a balanced 10% subset of the
DL dataset, ensuring representative coverage of commercial
usability labels. We then applied Scott-Knott Effect Size
Difference (SK-ESD) [77], similar to clustering, to rank the
models based on these metrics. SK-ESD utilizes effect size,
computed using Cohen’s ∆ [33], to group statistically similar
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TABLE III
SUMMARY OF STUDIED PERFORMANCE METRICS

Metric Name Metric Description Equation Metric Interpretation

Prediction Agree-
ment (PA)

Measures the alignment between model pre-
dictions and expert evaluations. Calculated as
the percentage of correct predictions.

No. of Correct Predictions
Total No. of Samples

× 100% Higher PA means better model performance, crucial in
legal contexts where precision is key. Low PA indicates
divergence from expert evaluations.

Duplication Rate
(DR)

Calculates the percentage of repeated an-
swers in the model’s output.

Number of Duplicate Answers
Total Number of Answers

× 100% High DR shows reliance on generic responses, prob-
lematic for nuanced legal tasks. Low DR indicates more
context-specific answers.

Semantic Similar-
ity (SS)

Measures the semantic similarity between the
model’s output and expert responses using
BERT embeddings.

X · Y
∥X∥∥Y∥

SS over 80% suggests strong alignment with legal
experts, ensuring contextually appropriate responses.

Non-Specific
Response Rate
(NRR)

Calculates the percentage of instances where
a model provides no specific judgment or
uses a one-size-fits-all answer.

Number of Nonspecific Answers
Total Number of Answers

× 100% High NRR shows overly general answers, while low
NRR reflects the model’s ability to offer detailed,
context-aware judgments.

Average Response
Speed (ARS)

Calculates the average time taken for the
model to generate an answer across all in-
stances.

∑#Answers
i=1 Response timei

Total Number of Answers
Lower ARS indicates faster, more efficient responses,
which is beneficial for quick legal decision-making.

TABLE IV
AVERAGE PERFORMANCE AND SK-ESD RANKS OF ALL THE STUDIED FMS

LG_zh F.ming LexiLaw HanFei W.Int LGPT LLaMa CLaw CGPT4 LLM2 QWen-1.5

R V R V R V R V R V R V R V R V R V R V R V

PA 6 35.71 7 30.95 4 40.71 8 22.05 3 43.02 2 43.75 9 19.05 9 19.05 11 18.06 5 40.28 1 59.72
DR 8 16.67 6 7.14 1 0 7 9.52 9 35.71 1 0 11 83.33 9 35.71 1 0 5 1.87 1 0
NRR11 23.81 9 21.43 8 20.12 7 11.9 6 9.52 1 0 4 4.76 9 21.43 3 3.40 5 5.17 2 0.79
ARS 5 5 11 65 7 10 10 37 9 20 3 1.7 8 13 6 9 2 1.3 1 1.0 4 3.8
SS 11 31.78 7 44.39 8 39.06 9 37.01 10 34.36 6 50.25 4 65.45 4 63.38 1 94.80 2 92.00 3 83.10
Avg. 6 - 8 - 5.6 - 8.2 - 7.4 - 2.6 - 7.2 - 7.4 - 3.6 - 3.6 - 2.2 -

R- Rank; V- Value; LG_zh (LawGPT_zh), F.ming (fuzi.mingcha), W.Int (Wisdom Interrogatory), LGPT (LawGPT), LLaMa (Lawyer LLaMA), CGPT4 (ChatGPT-4), LLM2
(LLaMa-2).

models into the same rank. We chose SK-ESD since it is a
non-parametric ranking method that yields statistically robust
results [49].

Results. Result 1. LawGPT achieves a 43.75% average
Prediction Agreement (PA), outperforming all other stud-
ied legal FMs, but has a moderate Semantic Similarity
(SS) score. From Table IV, we observe that while LawGPT’s
PA score is slightly higher than that of Wisdom Interrogatory
(43.75% vs. 43.02%) and LexiLaw (40.71%), LawGPT has a
lower SS score of 50.25% compared to LexiLaw’s 39.06% and
Wisdom Interrogatory’s 34.36%. This suggests that although
LawGPT provides more accurate predictions, its responses are
only moderately semantically similar to the expected answers
provided by legal professionals.

Moreover, LawGPT has lower Duplication Rate (DR), Non-
Specific Response Rate (NRR), and Average Response Speed
(ARS) compared to other legal FMs. Specifically, LawGPT
has a DR of 0%, NRR of 0%, and ARS of 1.7 seconds,
whereas Wisdom Interrogatory has DR, NRR, and ARS scores
of 35.71%, 9.52%, and 20 seconds, respectively. Lower DR
and NRR indicate that LawGPT produces fewer duplicated
and non-specific responses, enhancing its practical utility.
However, the moderate SS score implies that while LawGPT’s
answers are accurate, they may differ in wording or style

from the ground truth, highlighting an area for potential
improvement in aligning its outputs more closely with expert
responses.

Result 2. LawGPT outperforms two out of the three
studied general-purpose FMs, including ChatGPT-4, in
terms of Prediction Agreement (PA), but has a lower Se-
mantic Similarity (SS) score. Despite its strong performance
on legal benchmarks [29], ChatGPT-4 ranks last among all
studied FMs in PA for dataset license compliance analysis,
with a PA of 18.06%, yet it achieves the highest SS score
of 94.80%. Similarly, LLaMA-2 has a PA of 40.28% and
an SS score of 92.00%. Only Qwen-1.5 surpasses LawGPT
in both PA (59.72%) and SS (83.10%) scores. In contrast,
LawGPT has a higher PA of 43.75% but a lower SS score
of 50.25%. This discrepancy indicates that general-purpose
FMs like ChatGPT-4 and LLaMA-2 produce responses that
are semantically similar to the expected answers but may lack
accuracy in the specific context of dataset license compliance.

These results indicate the need for domain-specific training
to achieve responses that are not only semantically similar
but also accurate. LawGPT’s higher PA score of 43.75%
demonstrates better alignment with expert judgments, even
though its SS score is lower at 50.25%, indicating that it
prioritizes accuracy over similarity in wording or expression.
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Result 3. LawGPT is the most suitable candidate FM
for LicenseGPT. LawGPT has the highest Scott-Knott Effect
Size Difference (SK-ESD) rank across all metrics among the
studied legal FMs, indicating superior overall performance.
Furthermore, LawGPT can be locally fine-tuned without exten-
sive computational resources, making it practical for organiza-
tions with limited capabilities. Since the Dataset License (DL)
dataset is proprietary and subject to privacy concerns, using a
model that allows local fine-tuning mitigates risks associated
with third-party FM hosting. Therefore, LawGPT addresses
both performance and practical considerations, making it the
best candidate for developing LicenseGPT.

B. RQ2: Does LicenseGPT enhance the accuracy of dataset
license compliance analysis compared to existing legal FMs?

Approach. We selected the best-performing legal FM from
RQ1 and fine-tuned it using the DL dataset to create Li-
censeGPT. Similar to RQ1, we conducted 10-fold stratified
cross-validation, where during each run, we fine-tuned the
selected FM on 9 folds using LoRA [90], known for its effi-
ciency with minimal parameter tuning, ensuring computational
efficiency. On average, each fine-tuning operation took 1200
seconds (i.e., 20 minutes). We then evaluated LicenseGPT’s
performance on the remaining fold.

To measure performance differences between LicenseGPT,
the best-performing Legal FM from RQ1, and general-purpose
FMs, we conducted a Wilcoxon signed-rank test, as it does
not assume normality and is suited for paired data. To quan-
tify the magnitude of performance differences, we applied
Cliff’s delta. The thresholds for interpreting Cliff’s delta are:
0 < ∆ ≤ 0.33 indicates a small difference, 0.33 < ∆ ≤ 0.66
indicates a medium difference, and ∆ > 0.66 indicates
a large difference. Additionally, we performed Bonferroni
correction [38, 72] due to the multiple pairwise comparisons
across performance metrics.

Results. Result 4. LicenseGPT significantly outperforms all
studied general-purpose and legal FMs with a large effect
size across all studied performance metrics. LicenseGPT
achieves a PA score of 64.30%, surpassing LawGPT by
20.55% and the best-performing general-purpose FM, Qwen-
1.5, from RQ1, by 4.58%. This improvement is statistically
significant with a large effect size.

Furthermore, LicenseGPT attains an SS score of 85.80%,
higher than Qwen-1.5 (83.10%) and LawGPT (50.25%). While
ChatGPT-4 and LLAMA-2 exhibit higher SS scores (94.80%
and 92.00%, respectively), their low PA scores (18.06% and
40.28%) indicate that they often produce semantically similar
but incorrect responses, reducing their reliability for accurate
license compliance analysis.

In terms of DR and NRR, LicenseGPT maintains a competi-
tive performance with DR of 5.71% and NRR of 3.4%, which
are acceptable for practical applications. Although LawGPT
has a DR and NRR of 0%, its lower PA and SS scores
suggest less accurate and less context-specific responses. Li-
censeGPT’s Average Response Speed (ARS) is 2.40 seconds,

slightly higher than LawGPT (1.7 seconds) but still within a
practical range for user interaction.

To illustrate the qualitative improvements, Table VI presents
example responses from LicenseGPT and other models when
interpreting the commercial usability of a dataset licensed
under CC BY-NC 4.0. LicenseGPT provides a detailed and
accurate analysis, clearly explaining the restrictions and offer-
ing actionable guidance, whereas other models provide vague
or incomplete responses.

These results demonstrate that LicenseGPT enhances the
accuracy and reliability of dataset license compliance analysis
compared to existing legal and general-purpose FMs, making
it a valuable tool for practitioners. However, despite these
improvements, a PA of 64.30% indicates that there is still
room for further enhancement in model accuracy.

TABLE V
COMPARISON OF LICENSEGPT’S PERFORMANCE ACROSS THE STUDIED

PERFORMANCE MEASURES

Model PA(%) SS(%) DR(%) NRR(%) ARS (s)
ChatGPT4-175B 18.06 94.80 0 3.40 1.30
LLAMA2-70B 40.28 92.00 1.87 5.17 1.00
Qwen1.5-110B 59.72 83.10 0 0.79 3.80

LawGPT-7B 43.75 50.25 0 0 1.7
LicenseGPT 64.30 85.80 5.71 3.4 2.40

Statistically significant results are indicated with bold font.
LicenseGPT has a large effect size with yellow background color.

C. RQ3: Do software IP lawyers find LicenseGPT to be a
useful tool for expediting dataset license compliance analysis?

Approach. In RQ3, we evaluate the usefulness of LicenseGPT
for software IP lawyers through an A/B test and a user study.
We invited the lawyers involved in labeling our DL dataset
to assess LicenseGPT using two methods: an A/B test and a
structured interview.

For the A/B test, we collected 10 additional publicly avail-
able datasets and their associated licenses, which were not part
of the original DL dataset. The lawyers were divided into two
groups. One group used LicenseGPT to perform a dataset li-
cense compliance analysis, determining if the dataset’s license
permitted commercial usage, while the other group conducted
the analysis without LicenseGPT.

In addition to the A/B test, we conducted semi-structured
interviews with the lawyers and applied thematic analysis
to their responses. This allowed us to assess LicenseGPT’s
perceived usefulness and identify areas for improvement.
A/B Test The A/B test evaluated whether lawyers using Li-
censeGPT had the same accuracy and improved efficiency
during dataset license compliance analysis. Two groups of
software IP lawyers participated. In Experiment A, the first
group manually annotated the datasets without using Li-
censeGPT, generating the “Lawyer Review Result” as the
ground truth. In Experiment B, the second group analyzed
the same dataset licenses with the assistance of LicenseGPT,
though manual analysis was still involved. The two groups
worked independently, and we used the “Lawyer Review Re-
sult” from Experiment A as the ground truth for comparison.
We recorded both the agreement between their judgments
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TABLE VI
COMPARISON OF MODEL OUTPUTS FOR DATASET LICENSED UNDER CC BY-NC 4.0

Input: Can I use a dataset licensed under CC BY-NC 4.0 in my commercial project? What are the restrictions, if any?
License Text: CC BY-NC 4.0 stands for Creative Commons Attribution-NonCommercial 4.0 International License...

Model Output Summary

LawGPT “The CC BY-NC 4.0 license allows for the use of data, but there are restrictions.
You may need to attribute the original creator.”

Vague response, does not clarify the key
commercial restrictions.

ChatGPT-4 “The CC BY-NC 4.0 license prohibits commercial use. You can use the dataset
for non-commercial purposes, but if you plan to make money, it may violate the
terms.”

Basic response, mentions the prohibition
but lacks further details.

Qwen-1.5 “Under CC BY-NC 4.0, you can use the dataset as long as it is not for commercial
purposes. Commercial use may be restricted.”

Incomplete answer, does not fully ex-
plain consequences or alternatives for
commercial usage.

LicenseGPT “You cannot use a dataset licensed under CC BY-NC 4.0 in a commercial
project without violating the terms. The ’NC’ stands for ’NonCommercial’,
which explicitly restricts use for any commercial purposes, including activities
that involve financial gain. However, you can use the dataset for research
or educational purposes. If you still want to use the dataset for commercial
purposes, you would need to negotiate a separate commercial license with the
rights holder. Be sure to provide proper attribution regardless of the usage type,
as required by the ’BY’ clause of the license.”

Detailed analysis, clarifies restrictions
and offers a solution through licensing
negotiation.

and the time taken for each analysis. This experiment only
compared whether both groups reached the same conclusion
on the commercial usability of the datasets; we did not assess
the agreement in the rationale provided by each group.

We evaluated two key aspects: (1) whether the lawyers’
determination of the dataset’s commercial usability in Ex-
periment B aligned with the ground truth (i.e., PA), and (2)
the average time each group took to analyze the commercial
usability of the dataset licenses.

User Study We designed a questionnaire to capture their
insights into LicenseGPT’s impact on their legal practice for
the four software IP lawyers who participated in our study.

We used a semi-structured format for the interviews, encour-
aging open-ended responses while guiding the conversation
with specific questions for consistency. Since all the partici-
pating lawyers were from China, we conducted the discussions
in Chinese. Below are the translated versions of the questions
we asked.

• How useful do you find LicenseGPT for completing your
dataset license compliance analysis?

• What challenges or limitations have you faced with tradi-
tional methods of license analysis?

• In what ways, if any, has LicenseGPT provided unique
advantages over conventional dataset license compliance
analysis techniques?

• Have you found LicenseGPT to provide faster and more
accurate interpretations compared to traditional methods?
Can you provide specific examples?

• Would you consider using LicenseGPT as an auxiliary tool
in future license compliance reviews?

• What potential time savings do you foresee when using
LicenseGPT alongside traditional dataset license compliance
analysis methods?

We digitally recorded the feedback and took detailed notes
to supplement the recordings. We then conducted a thematic
analysis of the responses similar to prior studies [32]. After
transcribing and translating the responses into English, two
authors independently familiarized themselves with the data
by reading through the transcripts and taking initial notes.
Both authors then systematically coded the data, labeling key
segments related to the research question. After independently
coding, they compared and refined their codes, collaboratively
identifying recurring patterns and emerging themes. Through
multiple meetings, they reviewed and finalized the themes,
ensuring they accurately reflected the data and addressed the
research questions.

TABLE VII
IMPACT OF LICENSEGPT ON LAWYER’S ACCURACY AND EFFICIENCY

PA (%) Eff. (seconds)
Software IP Lawyer (w/o LicenseGPT) 100 108
Software IP Lawyer (with LicenseGPT) 100 6

Results. Result 5. LicenseGPT significantly reduces the
time required for dataset license compliance analysis,
enhancing efficiency for software IP lawyers. In our A/B
test (see Table VII), lawyers using LicenseGPT completed
analyses in an average of 6 seconds per license, compared to
108 seconds without the tool — a 94.44% reduction in time.
This substantial decrease demonstrates LicenseGPT’s ability
to accelerate the legal review process. Lawyer L1 estimated,
“using LicenseGPT could save me around 50% of the time I
normally spend on license compliance analysis,” highlighting
the practical efficiency gains. Similarly, Lawyer L2 noted, “I
believe using LicenseGPT could save me around 40-50% of the
time.” reinforcing the tool’s potential to streamline workflows.
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Result 6. While LicenseGPT enhances efficiency, software
IP lawyers recognize the need for careful validation due
to limitations in handling complex legal nuances. Feedback
from the lawyers indicated appreciation for the tool’s speed
and user-friendliness but also cautiousness regarding its relia-
bility in complex cases. Lawyer L3 commented, “LicenseGPT
is highly advantageous for quickly filtering through datasets...
a more detailed analysis of the license can then be performed.”
suggesting its utility as an initial assessment tool. However,
Lawyer L4 expressed concerns: “Given the ambiguity in law,
using pure AI to assess comprehensive legal risks is too risky.
I naturally would not trust AI for standalone use in this field
but could consider it as a supplementary tool.” These concerns
highlights the need for human oversight, especially in nuanced
scenarios.
Result 7. LicenseGPT is perceived as a valuable sup-
plementary tool that can be integrated into future legal
workflows. The majority of lawyers expressed willingness
to incorporate LicenseGPT into their practice as an auxiliary
resource. Lawyer L1 stated, “Yes, I would. While it may not
completely replace manual review in more complex cases, it
is very useful for initial assessments and ensuring that I don’t
overlook important sections of a license.” Similarly, Lawyer
L2 affirmed, “Absolutely. LicenseGPT has proven to be an
excellent supplementary tool for my legal practice.” These
sentiments indicate that while LicenseGPT may not replace
traditional methods, It would basically replace the intern/law
associate who does the first pass.
Result 8. LicenseGPT addresses challenges faced in tra-
ditional license analysis by providing quick identification
of key clauses and reducing manual effort. Lawyers noted
that traditional methods are time-consuming and prone to
human error. Lawyer L1 mentioned, “The process of manually
searching for key clauses in complex legal documents can be
overwhelming and prone to human error.” LicenseGPT alle-
viates these issues by automating the initial review, allowing
lawyers to focus on complex legal reasoning.

V. DISCUSSION

How does prompt design impact the performance of
LicenseGPT in dataset license compliance analysis?
Motivation. Precision is paramount in legal tasks such as
dataset license comprehension. Previous studies have shown
that variations in prompt design can significantly affect the
performance of language models [85]. Understanding the
sensitivity of LicenseGPT to different system prompts and user
prompts is essential to optimize its Prediction Agreement (PA)
and ensure reliable outputs in legal contexts.
Approach. We created six system prompts using three ap-
proaches: custom designs (Sys_v1 to Sys_v3), ChatGPT-4
generated prompts based on task descriptions (Sys_v4 and
Sys_v5), and a PromptSource-generated prompt (Sys_v6) after
we provided the problem and task details [26]. Addition-
ally, we manually designed three user prompts (User_v1 to
User_v3) to accompany the system prompts. Each system-user

prompt pair was crafted to balance specificity and flexibility,
ensuring clarity without overloading the model. We tested all
combinations to evaluate their impact on LicenseGPT’s PA.
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Fig. 2. Heapmap of PA on studied system and user prompts

Results.
Result 9. Our custom prompt design significantly en-

hances LicenseGPT’s performance in dataset license com-
pliance analysis. As shown in Fig 2, our custom-designed
system prompt Sys_v3 combined with user prompt User_v3
achieved the highest Prediction Agreement (PA) of 64.3%,
outperforming all other combinations. On average, our cus-
tom prompts (Sys_v1 to Sys_v3) yielded higher PA scores
(50.8%, 50.0%, and 54.8%) compared to prompts generated
by ChatGPT-4 (20.6% and 42.1%) and PromptSource (46.8%).
Our prompts likely outperformed others due to several key
factors. First, we incorporated specific legal terminology and
focused instructions that align with the nuances of dataset
license compliance, emphasizing elements like “rights and
obligations analysis” and referencing relevant legal scenarios.
Second, we explicitly defined the model’s role as a software
IP lawyer and clearly specified the task, reducing ambiguity
and guiding the model to provide legally sound responses.
Third, we structured the prompts to facilitate a step-by-step
analysis, encouraging the model to thoroughly examine license
terms before reaching conclusions. This tailored approach
ensured the model focused on critical legal aspects, enhancing
accuracy.

Result 10. LicenseGPT is sensitive to variations in
prompt design, underscoring the importance of prompt
engineering for optimal performance. The PA varied signif-
icantly across different prompt combinations, highlighting the
model’s sensitivity. For instance, using Sys_v4 with User_v3
resulted in a PA of only 4.8%, whereas Sys_v3 with the
same user prompt achieved 64.3%. This dramatic difference
indicates that not just the content, but the precise phrasing
and structure of prompts critically impact the model’s com-
prehension and performance. These findings demonstrate that
carefully crafted, task-specific prompts significantly improve
LicenseGPT’s ability to analyze dataset licenses for compli-
ance.
How does the size of the instruction fine-tuning dataset
affect LicenseGPT’s performance?
Motivation. Labeling dataset licenses for fine-tuning Li-
censeGPT is both costly and time-consuming, requiring expert
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legal annotations from software IP lawyers. Fine-tuning even
small models like LawGPT involves significant computational
resources. Understanding how the size of the instruction fine-
tuning dataset impacts LicenseGPT’s performance is crucial
to determine if investing in annotating more licenses would
lead to substantial improvements and justify future efforts to
expand the dataset.

Approach. We conducted experiments to analyze how vary-
ing the size of the instruction fine-tuning dataset influences
LicenseGPT’s Prediction Agreement (PA). We fine-tuned Li-
censeGPT using different subsets of our DL dataset, with
sizes of 100, 150, 200, 250, 300, 350, 400, and 450 licenses.
For each configuration, we performed 10-fold cross-validation,
similar to our approach in RQ1 and RQ2, and plotted the
median PA for each data size.

TABLE VIII
IMPACT OF INSTRUCTION FINE-TUNE DATA SIZE ON PA

Data Size 100 150 200 250 300 350 400 450

Avg PA (%) 39.3 42.7 44.4 52.8 56.1 60.7 62.1 64.3

Results.
Result 11. Increasing the fine-tuning dataset size im-

proves LicenseGPT’s performance, but with diminishing
returns as the size grows, and larger base models may offer
further potential. As shown in Table VIII, LicenseGPT’s
median PA rises from 39.3% to 64.3% as the fine-tuning
dataset expands from 100 to 450 licenses. The most notable
improvement occurs when increasing the dataset from 100 to
250 licenses, where PA climbs from 39.3% to 52.8%. Beyond
300 licenses, the performance gains taper off, suggesting
diminishing returns with larger datasets. This trend indicates
that expanding the dataset could further boost accuracy, though
we are constrained by the costs and effort involved in legal
annotations. Moreover, fine-tuning larger pre-trained models
presents an additional avenue for improvement, offering the
potential for more accurate and robust performance in dataset
license compliance analysis.

VI. THREATS TO VALIDITY

Internal Validity Our study may face biases in dataset label-
ing and FM fine-tuning. Although four software IP lawyers
labeled the licenses and reached consensus, subjective inter-
pretations and ambiguous license terms could have affected
the labels and training data quality. Manual verification of FM
outputs, despite care, introduces potential human error, and the
design of system and user prompts may have biased responses.

External Validity The scope of our dataset and models limits
the generalizability of our findings. With 500 licenses from
GitHub and Hugging Face, we may not capture all license
types used in AI development. Excluding expired or unread-
able licenses may introduce bias. Despite these limitations, we
show that existing legal FMs are not well-suited for license
compliance, but fine-tuning models with domain-specific data,

as demonstrated with LicenseGPT, offers a practical solution
when legal expertise is limited.

Construct Validity Our evaluation metrics may not fully
capture the complexity of dataset license compliance. Future
research should explore additional metrics. We used zero-
shot settings for accessibility, though few-shot learning and
fine-tuning may unlock more potential. Advanced prompt
techniques like Chain-of-Thought [86] and Self-reflection [70]
could improve FM performance. Lastly, our chosen models
may not represent the entire spectrum of legal FMs, so
evaluating more models could lead to different insights.

VII. CONCLUSION AND THE ROAD AHEAD

Legal compliance is a critical non-functional requirement
in the AI software engineering lifecycle that directly impacts
software quality. Ignoring legal issues, like copyright infringe-
ment or contract violations, undermines the reliability of AI-
powered software. Our study emphasizes the need to integrate
legal expertise into development, especially as laws vary across
regions. While software IP lawyers are vital, reducing the
effort required for license compliance analysis is essential.
Tools like our LicenseGPT can streamline this process, though
human oversight remains crucial.

We recommend the following for software engineers and IP
lawyers: (1) Use LicenseGPT to simplify license compliance;
(2) Ensure human oversight in legal evaluations; (3) Document
compliance efforts for due diligence.

However, dataset license compliance analysis is a complex
problem, and our work addresses only part of it. For seamless
integration of dataset license compliance into AI software en-
gineering lifecycle, we highlight these immediate challenges:
• Challenge 1: Identifying and Analyzing All Associ-

ated Licenses. Datasets often aggregate data from various
sources, each with its own license. Analyzing these, espe-
cially when licenses conflict, is difficult [69]. Developing
tools to collect and assess all licenses is urgently needed.

• Challenge 2: Lack of Standardized License Metadata.
Current documentation standards like Datasheets, Fact-
sheets, and Model Cards [25, 40, 59] lack the necessary
details for license compliance. The SPDX 3.0 Dataset
Profile [15] is a promising start but requires improved
fields for data sources. Platforms like Hugging Face should
adopt standardized metadata to clarify rights and obligations
across the supply chain.

• Challenge 3: Extending Compliance to AI Models. Eval-
uating AI model licenses alongside their training datasets’
licenses is essential. Automating this requires tools capable
of tracking and interpreting licenses throughout the model
development pipeline. Standardizing this process and incor-
porating it into frameworks like OpenChain [65] is pivotal.
Researchers must formalize the compliance process and
actively participate in standardization initiatives, such as the
SPDX AI [19] and OpenChain AI working groups [64], to
ensure the latest research informs these standards and is
translated into practice.
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By addressing these challenges and adopting our recommen-
dations, we can embed legal compliance into AI development,
improving software quality and reducing legal risks for all
stakeholders.

DISCLAIMER

Any opinions, findings, conclusions, or recommendations
expressed in this material are those of the author(s) and do
not reflect the views of our company (will be updated during
camera ready). ChatGPT-4o was used only for copy-editing
and table formatting in compliance with IEEE and ACM
policies on AI use in publications.
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