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Understanding the traffic dynamics in networks is a core capability for automated systems to monitor and
analyze networking behaviors, reducing expensive human efforts and economic risks through tasks such as
traffic classification, congestion prediction, and attack detection. However, it is still challenging to accurately
model network traffic with machine learning approaches in an efficient and broadly applicable manner.
Task-specific models trained from scratch are used for different networking applications, which limits the
efficiency of model development and generalization of model deployment. Furthermore, while networking data
is abundant, high-quality task-specific labels are often insufficient for training individual models. Large-scale
self-supervised learning on unlabeled data provides a natural pathway for tackling these challenges. We
propose to pre-train a general-purpose machine learning model to capture traffic dynamics with only traffic
data from NetFlow records, with the goal of fine-tuning for different downstream tasks with small amount of
labels. Our presented NetFlowGen framework goes beyond a proof-of-concept for network traffic pre-training
and addresses specific challenges such as unifying network feature representations, learning from large
unlabeled traffic data volume, and testing on real downstream tasks in DDoS attack detection. Experiments
demonstrate promising results of our pre-training framework on capturing traffic dynamics and adapting to
different networking tasks.

1 INTRODUCTION
Comprehensive understanding and rigorous modeling of traffic dynamics are important for achiev-
ing accurate and reliable network service and management. With the capture of rich network data,
recent years have seen a surge in applying machine learning (ML) techniques in a wide range of
networking tasks, including congestion prediction [59] and control [1, 31, 55, 74], packet [44, 84]
and traffic classification [10, 51, 67, 81, 86], traffic optimization [11], performance prediction and
estimation [49, 82], network traffic generation [65, 80], and attack detection [21, 36, 76, 89]. As a
paradigm, ML models achieve strong performance for network applications [6], usually through
supervised learning from in-task labeled datasets.

Nevertheless, while individual ML models are effective for specific applications, it is challenging
to transfer learned knowledge and network representations from task to task to achieve better effi-
ciency and generalization. Apart from the repetitive cost of data collection and model development
customized for different tasks, the inadequacy of high-quality ground truth labels poses a unique
challenge in obtaining reliable models [64]. Although there naturally exists an ample amount of
networking data [26, 38, 72], most raw data are unlabeled. Acquiring task-specific labels with
different learning purposes is a very expensive process. For example, flow-based traffic data might
contain billions of flows and packets, for training a reliable attack detection ML model, manually
labeling all the data with high quality is extremely time-consuming even for experts in security
[65].

The recent success of self-supervised learning from large-scale unlabeled data in natural language
processing and related fields motivates us to explore its applications in network traffic dynamics
modeling. The self-supervised learning framework contains two phases: a pre-training phase that
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learns general feature representations from a large amount of unannotated data, and a fine-tuning
phase that adapts the general model for particular purposes with a much smaller set of task-specific
labels. This transfer learning process uses knowledge encapsulated in the general pre-trained model
to transfer to a variety of downstream tasks without redesigning the backbone model architectures
and training model parameters from scratch. For network applications, the expensive data labeling
issues along with the existence of massive unlabeled networking data make the pre-training
paradigm a natural fit as a potential solution for efficient and generalizable ML systems [40].
In this work, we propose NetFlowGen, a framework for generative pre-training on NetFlow

[13] traffic data. Although pre-training frameworks offer potential opportunities for networks,
only a handful of works have explored them, primarily discussing benefits [40] or providing
proof of concepts under small-scale simulation setups [16]. Challenges persist in developing
operational systems with pre-training techniques applied to real-world network traffic data. These
include handling the complexities of diverse traffic features, designing effective training objectives
with proper model architectures, assembling real-world traffic pre-training datasets at scale, and
establishing benchmarks for testing on realistic downstream tasks [40].

In response to these challenges, we focus on pre-training on flow-based traffic from ISPs (Internet
Service Providers), which are in a unique position with access to all or majority of incoming traffic
from customers served, employing opportunities for larger data collection and broader usability.
While traffic dynamics superficially resemble sequence modeling problems in other fields, there
are substantial differences in the raw elements of traffic streams from other data such as language.
We design a general feature embedding pipeline that incorporates rich and heterogeneous traffic
features from NetFlow data, including IPs, timestamps, ports, transport protocols, packets, bytes,
etc., and can be extended for new features. All features are cast into a common space within the
pre-trained model, encompassing both incoming and outgoing traffic of an IP node.

For model and learning, we use a pre-training task of predicting the next time-step based on the
history of traffic information. This generative process relies solely on raw traffic data extracted
from NetFlow records [13, 14], without any labels. We adopt the Transformer architecture [71],
commonly used in NLP applications, specifically a decoder-only architecture like OpenAI GPT
[61]. The resulting model learns to simultaneously generate various traffic features, leveraging
diverse signals and feature interactions to acquire comprehensive knowledge representations for
downstream tasks.

For dataset construction, we, for the first time, utilize a large-scale network traffic corpus collected
from a large ISP over three consecutive months for pre-training. We then fine-tune the model
on a real task of DDoS early detection to showcase the advantages of large-scale pre-training.
Our experiments consider 86 traffic features during the pre-training stage. The resulting models
exhibit improved performance in various attack detection tasks for network security, even with
limited labeled data. Our preliminary results with NetFlowGen demonstrate the promising benefits
of incorporating self-supervised pre-training frameworks into networking research. The general
design of our approach can be further extended and tested in diverse environments and applications.

2 CHALLENGES AND OPPORTUNITIES
The pre-training paradigm has greatly reshaped the landscape of natural language processing
and related fields. The core idea is to first pre-train a self-supervised model, with large amount of
unlabeled data and then transfer the model to new tasks with minimal supervision. Systems start
with a common Transformer [71] neural network architecture. Since the framework was introduced,
pre-trained models have improved continuously: from BERT [15] and RoBERTa [47], to T5 [63]
and BART [41], and to GPT [61] and PaLM [12]. Language processing systems have advanced on
these models, also referred to as a foundation model [5], along with the massive scaling of data
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Fig. 1. A desirable vision of a network foundation model that captures comprehensive traffic dynamics and
the same model can be adapted to various downstream networking tasks.

and model size. Beyond NLP, foundation models have found applications in different data domains
such as graphs [46, 87, 88], computer vision [19, 23, 43], health [48], and finance [75].

However, in the field of networks, these approaches have not been well explored. Can we achieve
similar success in networking research with the vision depicted in Figure 1, and how can we design
and train such models for networks?

Feature Diversity. Networking data is a challenge for pre-training. Current state-of-the-art
Transformer models by default operate on a sequence of univariate tokens as input,1 which take
discrete values from a finite vocabulary. Networking data is both multivariate and heterogeneous.
There are different fields composing the traffic information, including IP addresses, ports, transport
protocol, timestamps, packets, bytes, etc. Some fields are continuous such as packets and bytes,
whereas others are categorical such as ports and protocol. Moreover, the distributions of raw
feature values vary drastically. While possible values of protocols are limited, the values of the
number of packets in the traffic flow range from zero to billions. A comprehensive and effective pre-
trained model needs to incorporate each of the raw traffic features to ensure broad generalization,
and represent them in a unified space to learn their interactions, regardless of feature types and
distributions.

Pre-Training Objective.We also need to consider how to design the best pre-training task for
networks. Network traffic shares similarities with other modalities due to its sequential structure.
This leads us to believe that models with next-step pre-training prediction task, also known as
decoders, can be readily adapted to networks for learning traffic dynamics. We note that this choice
1These tokens can be text words, image patches, etc.
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differs from previous work [16] which explored preliminary network pre-training with bidirectional
encoders. We believe there are several benefits to next-step prediction including the ability to
handle streaming data and take advantage of developments in general pre-training, such as memory
optimization and model scaling for the model architectures. However, even with a decoder there do
exist difficulties in a proper formulation of the traffic sequences from raw data such as in NetFlow
records.

Data Collection & Curation. The success of unlabeled data pre-training is highly dependent on
large amount of clean data, primarily for the pre-training stage to obtain high-quality representa-
tions of network dynamics but also for downstream tasks to fairly benchmark and improve model
performances. Due to the high variance of data properties for different network services and the
heterogeneous nature of network information, it is challenging to curate well-balanced datasets for
general-purpose pre-training. For benchmark tasks, ground truths are often impossible to acquire,
such as true attacks in network security, expert labeling is expensive, and there also exist privacy
concerns.
Nevertheless, the abundance of network traffic data provides a natural testbed for pre-trained

models to capture traffic dynamics. With many challenges unresolved, it brings great opportunities
for networking research. We explore some concrete resolutions to connect network problems
with performant modeling techniques in NLP, with the hope to shed some light on the future
development of general network traffic foundation models.

3 METHOD
Given unannotated network traffic data, we use self-supervised learning to exploit intrinsic data
correlation and dynamic patterns, yielding general data representations to be utilized for further
task-specific fine-tuning. We view each IP address in the network as a unique node, and the traffic
as a time series2 pertinent to the node that receives or sends the traffic. We focus on network
traffic recorded in the NetFlow [13] format, with the information of IP addresses, timestamps, ports,
protocols, packet/byte counts, etc. treated as features into the general ML model. An overview of
our framework is illustrated in Figure 2.

3.1 Pre-training

Training Objective. Similar to next token prediction objectives for NLP foundation models, we
train the model with the task of predicting the next step of traffic given the history of traffic
information in the unlabeled NetFlow data. But different from language, the traffic sequence for
a node is viewed as a multivariate time series with 𝑓 ∈ {1 . . . 𝐹 } different features. Our goal is
to predict a subset of these features for each of the different nodes in the dataset, a setup that
resembles a multi-task learning approach where each node is a task. The goal is to provide diverse
signals for capturing dependencies and producing general traffic representations for downstream
tasks. At each time step 𝑡 for each node 𝑣 , let 𝑦𝑣

𝑓 ,𝑡
be the 𝑓 -th traffic feature such as number of

packets received/sent, timestamp of 𝑡 such as minute and weekday, number of flows received/sent,
etc. The model with learnable parameters 𝜃 is trained by minimizing the following loss

𝐿(𝜃 ) = 1
𝑉𝑇 |F |

𝑉∑︁
𝑣=1

𝑇∑︁
𝑡=1

∑︁
𝑓 ∈F
− log𝑝𝜃

(
𝑦𝑣
𝑓 ,𝑡
|y𝑣<𝑡 , 𝑣

)
(1)

2Although traffic can happen at any time, we make abstractions of fixed time granularity such as one minute with aggregated
traffic to construct the time series.
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Fig. 2. NetFlowGen generative pre-training framework. The framework consists of two parts: generative
pre-training and fine-tuning. The objective of pre-training is to predict the traffic of time-step 𝑇 given the
history back from𝑇 − 1. As Transformer models work well when predicting discrete tokens, we transform raw
NetFlow traffic into discrete values and use them as model input and target output. The feature representation
process is illustrated in more detail in Figure 3.
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Fig. 3. Feature representation process of NetFlowGen. We employ two different embedding methods. For
inherently continuous features like traffic and time features, we discretize them before transforming them
into a consistent fixed-size continuous vector. On the other hand, discrete metadata, such as node ID and
customer ID, leverages conventional embedding methods by performing look-ups from trainable embedding
tables.

where 𝑉 is the total number of nodes, 𝑇 is the total number of time steps, and y𝑣<𝑡 denotes all the
features on node 𝑣 prior to time 𝑡 . The model is tasked to predict a subset of features denoted
as F ⊆ {1 . . . 𝐹 }, for which we maximize corresponding probabilities output by the Transformer
decoder model. Note that for a particular IP node, both the incoming traffic and the outgoing traffic
are considered in the traffic features to comprehensively depict the traffic dynamics of the node.
The training objective is general in that it can cover any number of traffic features both in the input
side and in the output side, leaving great extensibility for different scenarios.

Feature Representation. Traffic flow features are heterogeneous in different ways. One hetero-
geneity lies in the intrinsic types of features with two notable classes, one is categorical such as ports
and protocols taking discrete values, and another class is continuous such as the number of packets
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Algorithm 1 Continuous Feature Binning Algorithm for Feature Discretization

Input: Original continuous traffic feature time series {x𝑣
𝑓
}𝑇𝑡=1 ≥ 0, for a particular node 𝑣 and

feature 𝑓 ; Number of bins 𝑁 for the resulting categorical feature.
Output: Discretized feature time series {y𝑣

𝑓
}𝑇𝑡=1, where each value 𝑦𝑣

𝑓 ,𝑡
∈ {0, 1, 2, . . . , 𝑁 − 1}, taking

one out of 𝑁 categories.
⊲ Sort all feature values

1: Sort 𝑇 values of {x𝑣
𝑓
}𝑇𝑡=1 in ascending order, denoted with ordering indexes (𝑡) with {𝑥 𝑣

𝑓
} (0) ≤

{𝑥 𝑣
𝑓
} (1) ≤ {𝑥 𝑣𝑓 } (2) ≤ · · · ≤ {𝑥

𝑣
𝑓
} (𝑇 )

⊲ Define the value cutoff points so that each bin has roughly the same number of instances
2: Define a sequence of cutoff points 𝑐0, 𝑐1, . . . , 𝑐𝑁−1
3: Set 𝑐0 ← 0
4: Find the first value index 𝑘 such that {𝑥 𝑣

𝑓
} (𝑘 ) > 0, and {𝑥 𝑣

𝑓
} (𝑖 ) = 0,∀𝑖 < 𝑘

5: Set 𝛿 = Round [(𝑇 − (𝑘 − 1))/(𝑁 − 1)]
6: Set tentative value cutoff points 𝑐′𝑖 = {𝑥 𝑣𝑓 } (𝑘−1+𝑖∗𝛿 ) ,∀𝑖 ∈ {1, 2, . . . , 𝑁 − 1}

⊲ Refine the value cutoff points so that there is no repetition
7: Set 𝑐1 ← 𝑐′1
8: for 𝑗 ← 2 to 𝑁 − 1 do
9: if 𝑐′𝑗 ≠ 𝑐 𝑗−1 then
10: 𝑐 𝑗 ← 𝑐′𝑗
11: else if 𝑐′𝑗 = 𝑐 𝑗−1 then
12: Find the first value index𝑚 such that {𝑥 𝑣

𝑓
} (𝑚) > 𝑐′𝑗

13: 𝑐 𝑗 ← {𝑥 𝑣𝑓 } (𝑚)
14: 𝛿 ′ = Round [(𝑇 − (𝑚 − 1))/(𝑁 − 𝑗)], and 𝑐′𝑗+1 ← {𝑥 𝑣𝑓 } (𝑚−1+𝛿 ′ )
15: end if
16: end for

⊲ Feature value discretization
17: For 𝑡 such that 𝑥 𝑣

𝑓 ,𝑡
= 𝑐0 = 0, set corresponding 𝑦𝑣

𝑓 ,𝑡
= 0 ⊲ Category 0

18: for 𝑖 ← 1 to 𝑁 − 1 do
19: For 𝑡 such that 𝑐𝑖−1 < 𝑥 𝑣

𝑓 ,𝑡
≤ 𝑐𝑖 , set corresponding 𝑦𝑣𝑓 ,𝑡 = 𝑖 ⊲ Category i (1 to 𝑁 − 1)

20: end for
⊲ The same process could be done for every node 𝑣 and every continuous feature 𝑓 ; however, the
continuous values corresponding to the same category class could be different for each 𝑣 and ℎ
combination.

and bytes in NetFlow that can range from zero to arbitrarily large values. Another heterogeneity
comes from varying importance of features, thus affecting traffic dynamics differently. For example,
node information can largely indicate traffic patterns on a broad scope, as traffic dynamics could
vary drastically between hub nodes and end-user IPs.

We deal with the heterogeneity with unified feature representation pipelines to serve ML models,
with principles of minimal customization for features to ensure generalization in the pre-training
paradigm. Essentially our feature representation pipeline is based on core properties of all network
traffic, which can be adopted uniformly for different traffic features, thus helping the model
generalize well when incorporating new features should they arise. Figure 3 gives an overview of
the feature representation process.
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Feature Discretization. As Transformer models work well when predicting discrete tokens, we
cast continuous features such as the number of packets into discrete spaces through a discretization
process. The continuous values of these features are transformed into different levels using a
binning algorithm. In particular, for each node 𝑣 and each feature 𝑓 , we collect all the feature values
across all time steps 𝑇 in the training data, and divide the range of the values into 10 bins. Only
zero traffic is cast into the first bin, while non-zero traffic is quantized into the other 9 bins of the
same number of instances. It is essentially finding the cutoff points of equally gapped percentiles of
the population of all feature values across time. A detailed algorithmic description of the binning
procedure is illustrated in Algorithm 1. This is done separately for each node and each continuous
feature; thus the same discrete level category could represent different value ranges for different
nodes and features. Furthermore, the discretization also resolves issues associated with extreme
feature values.

Feature Embedding. After all features are in discrete spaces, they are finally combined into a
fixed-size vector through an embedding process. This vector is the direct input to the Transformer
model, encoding all the feature information for further model computation. We consider features in
two groups and embed them differently. Time and discretized traffic features are first transformed
into one-hot encodings and concatenated together. This high-dimensional binary vector is then
passed through a linear transformation to form the desired vector length. Metadata features such as
the node ID and customer ID are encoded with the full embedding length and added to the combined
feature embedding vector. These metadata features have a large impact on overall patterns. Note
that we can not enumerate all the node IP values, and our training data cannot cover all the possible
values. The pre-trained model will learn useful embeddings of the seen nodes, and we will reuse
the embeddings of a most similar node for unseen nodes to generalize our model use case. More
fine-grained IP information, such as the prefixes, are not included here, but could be added to the
metadata to learn correlated behaviors of groups of IPs. Our embedding method is scalable to a
variable number of features. Adding more features introduces a trivial amount of extra parameters
and does not change the configuration of the backbone transformer model.

3.2 Fine-tuning: DDoS Attack Detection
The pre-trained model encapsulates general knowledge of network traffic for transfer to tasks with
limited annotated labels. We propose a principled approach to fine-tuning our pre-trained model
for downstream tasks, demonstrated through DDoS attack detection. To demonstrate the power
of the pre-trained traffic model for transferring knowledge to various tasks, we also fine-tune the
model for the detection of different types of attacks, such as UDP attacks and DNS attacks. For
adapting to new tasks, the fine-tuning process takes only a small amount of annotated traffic data
with task-specific labels. Extensive testing on broader ranges of additional tasks remains a focus
for future research.

Given a time series, we first extract the traffic hidden representation from the pre-trained model.
This is the internal time series of vectors, which summarizes the traffic dynamics up to the current
step. A small classification layer, a simple feedforward neural network, is then added on top of this
hidden representation, and fine-tuned with task-specific labels and objectives (see Figure 2 left).
The pre-trained model parameters are kept frozen during this process; therefore the fine-tuning
phase is lightweight as in the original GPT model [61].

For the application to DDoS attack detection, we target the early detection setup established by
Xatu [78]. Each example (𝑣, y, 𝑧) in the dataset consists of a time series y = (y𝑣1, y𝑣2, . . . , y𝑣30) of 30
minutes with each minute being a time step, and a corresponding label 𝑧 ∈ {0, 1} marking whether
the time series contains an attack or not. It also contains a manually marked spoof list, so anomaly
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Table 1. Statistics of our NetFlow Data for traffic pre-training.

Raw Filtered

Customer 87 80
Node (IP) 6,975 520

Training Size 1,297,350 96,720
Validation Size 146,475 10,920

Table 2. Statistics of EarlyDetect Data for DDoS attack detection.

Nodes Examples Total Attack DNS UDP NTP

Train 377 1606 803 255 412 92
Val 45 360 180 13 139 25
Test 135 406 203 106 63 21

traffic and normal traffic are also explicitly marked. The goal of this task is to detect the anomaly
traffic as much as possible (so the detection will be early), while maintaining a low false positive in
marking the normal traffic as attacks. We adopt the fine-tuning objective as the SAFE loss based
on survival analysis [85] tailored to Xatu learning [78], where the lightweight classification layer
outputs non-increasing survival probabilities 𝑠𝑡 of the event of an attack not happened yet. By
setting up a detection threshold 𝜏 , the first time point 𝑡 when 𝑠𝑡 < 𝜏 will be detected as the attack
time.

4 DATASET CONSTRUCTION
4.1 NetFlow Data Serialization
We employ a pre-training dataset obtained from a large ISP, which is a comprehensive collection
of sampled NetFlow records captured within the ISP’s network over a span of three months,
accompanied by 16K attack alerts sourced from a widely utilized commercial defense system.
Specifically, we extract the inbound and outbound traffic pertaining to each target IP address,
employing a temporal resolution of one minute. The dataset consists of time series total length
of 132,480 minutes. We partition this dataset along the time axis into distinct sets for training,
validation, and testing. The training set consists of 95,232 minutes, while the validation and testing
sets span 10,752 minutes and 26,496 minutes, respectively. We further divide each dataset into
discrete time series units of 512 minutes for pre-training.

4.2 NetFlow Data Filtering
We identified a certain customer that generates a substantial amount of traffic and attacks during a
specific time frame. To ensure the generalizability of our model to other customers, this dominant
and any associated customers are excluded from our analysis. Collectively, these customers ac-
counted for approximately 92% of the total number of customer IP addresses. The resulting statistics
of the filtered NetFlow data are summarized in Table 1.

We adopted the alerts from the DDoS defense of our NetFlow provider as ground-truth labels and
filtered out the following alerts: (1) potential false positive alerts reported by the DDoS defense; (2)
mismatched alerts with reported packets and bytes less than 95% of packets and bytes observed in
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Table 3. List of traffic features.

Feature type In/Out Traffic type #

Volume both pkt, byt, flow 6
Protocol ICMP, TCP, UDP, other both pkt, byt, flow 24
Port 0, 53, 80, 123, 443, well-known, registered, private both pkt, byt, flow 42
TCP flag 0, 16, 24, 2, 17, 18, 4, 25 out flow 8

the NetFlow. We focus on the most prevalent three attack types after filtering: DNS Amplification
attacks, UDP attacks, and NTP Amplification attacks.

Traffic Features. Table 3 presents a list of the traffic features employed during the pre-training
phase. Volume features refer to the aggregated traffic flow from all protocols, TCP flags, and ports.
Our approach also considers more fine-grained features by grouping incoming or outgoing traffic
by protocol, TCP flags, and ports. In terms of ports, well-known refers to ports ranging from 0
to 1023, excluding those previously specified. Ports in the range of 1024 to 49151 are categorized
as registered while ports spanning 49152 to 65535 are designated as private. Incoming traffic is
aggregated based on the destination port, while outgoing traffic is aggregated according to the
source port. Furthermore, we segment the traffic based on the eight most common TCP flags, in the
order of URG, ACK, PSH, RST, SYN, FIN. Overall, our approach leverages a total of 86 traffic features.
Our embedding method alleviates the necessity of manual feature selection, as it has the capacity
to encode any desired number of features.

4.3 Downstream Task: Early DDoS Attack Detection
To form the data for downstream fine-tuning, we select an equal number of attack and non-attack
time series for each customer IP address based on ground-truth alerts. For each alert, we generate
the attack time series for this alert and randomly select a non-attack time series from the same
customer IP address within the same minute range of data split. For each time series, we extract
time series of 86 features in the 512 minutes. We also identify the onset of the anomaly for the attack
time series by looking for the sudden, sustained increase in the matching traffic, using CUSUM
algorithm [9, 22]. The time difference between this anomaly onset and attack detection indicates the
timeliness of a detection approach. Table 2 shows the statistics of this data, named as EarlyDetect.

5 EXPERIMENTAL SETUP
5.1 Model & Data Configuration
We pre-train a Transformer decoder model with 4 layers, 4 attention heads, embedding and pre-
trained representation size 128, and intermediate feedforward dimension 512, resulting 1.9 M total
number of parameters. The model learns to predict all 86 traffic features in F during training for
every minute, and history traffic if fed with 𝑇 = 512 minutes. For fine-tuning, instead of using a
large set of labels, we only employ the EarlyDetect validation set. The lightweight classification
has one hidden layer of size 512, totaling 67K parameters. Our objective is to accurately predict
DDoS attacks during the test time span, which encompasses a total of 203 attacks.

5.2 Evaluation
For pre-training, we evaluate the goodness of next step traffic prediction with perplexity (PPL) [3]
scores, defined as PPL = exp(𝐿(𝜃 )) ≥ 1. A low value of perplexity indicates the model probability
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Fig. 4. An example UDP attack describing the effectiveness and overhead metrics. A: anomalous traffic; B:
anomalous traffic detected; C: extraneous traffic detected. Given a detection time, effectiveness measures the
anomalous traffic that is detected, and overhead measures the normal traffic that is erroneously classified as
attacks. (a) shows an example of the late detection case, and (b) shows an example of an early detection case.

Table 4. Pre-training results of next traffic prediction.

Loss ↓ Perplexity ↓ Accuracy ↑
Pre-trained 0.19 1.20 0.94
Baseline 0.21 1.23 0.93

distribution predicts the ground truth feature well. As all the features are discretized in the model,
we also measure the accuracy of traffic predictions. These values are dependent on the discretization
used, and are mainly useful for measuring training progress.
For the downstream task of DDoS attack detection, we evaluate based on the effectiveness with

bounded overhead metrics fromXatu [78]. Given an attack detection time from amodel, as illustrated
in Figure 4, effectiveness measures how much percent of anomalous traffic is mitigated with this
detection, and overhead measures how much normal traffic is erroneously labeled with attacks.
To tackle the trade-off between effectiveness and overhead, we select an overhead and maximize
effectiveness while bounding a certain percentage of customers within the selected overhead. This
percentage is overhead bound. The effectiveness and overhead metrics are conceptually correlated
with the true positive rate (TPR) and false positive rate (FPR) in the traditional binary classification
setup, which we also report for detection accuracy.

5.3 Model Implementation
We adopt a Transformer decoder model with 4 layers, 4 attention heads, an embedding and hidden
representation size of 128, and an intermediate feed-forward dimension of 512, with the total
number of parameters being 1.9 million. The model is trained for 100 epochs at maximum, using a
learning rate of 0.0005, and Adam optimizer [37]. Training is on mini-batches, where each batch
contains random samples of traffic time series for IP nodes (could be different nodes) of up to 512
minutes. We build our Transformer models with the Fairseq [57] implementations using PyTorch
[58] deep learning library.
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Table 5. Comparison between our model and the baselines on all types of attacks with overhead bound of
80%. Per attack type, the best numbers of each row are indicated in bold.

NetFlowGen Transformer Multiscale-LSTM

Training samples 360 360 1606 360 1606

Name NetFlowGen TF TF_MoreData MS-LSTM MS-LSTM_MoreData

Effectiveness ↑ 100.00 81.36 100.0 99.27 100.00
Overhead ↓ 0.06 0.03 0.09 0.07 0.08
FPR ↓ 3.45 6.40 6.40 12.81 8.87
FNR ↓ 5.42 15.76 3.45 0.00 0.49
F1 score ↑ 0.96 0.88 0.95 0.94 0.96

6 MAIN RESULTS
6.1 Traffic Predictive Modeling
We first measure how well the pre-trained model captures traffic dynamics directly by predicting
the next step traffic, which is a check on the pre-training task. We compare with a baseline of a
statistical model that estimates the probability of a feature value based on the immediate previous
value, similar to the bigram language model [54]. This baseline is strong as most features remain
constant each time step.

Table 4 presents a sanity check of traffic prediction performance on validation data. The metric
scores are averaged over all nodes and features. We can see that the generative pre-trained model
performs better than the baseline, indicating the dependency on history traffic information is being
learned to capture the traffic patterns.

6.2 Early DDoS Attack Detection
Baseline. We compare our method to two baseline setups: models trained with the same amount

of labeled data, and models trained with additional labeled data. For the latter, the models were
trained on the EarlyDetect train split, which contains five times more training examples. Regarding
the model configurations, we employed two baseline models. The first one is a Transformer
model without pre-training. To demonstrate the impact of pre-training, we randomly initialized
a Transformer model with the same architecture as our model. The second baseline model is a
Multiscale-LSTM [78], which consists of multiple LSTMs in various downsampled timescales. These
two baseline models see the same length of history (512), the number of traffic features (86), and
training objective (SAFE loss), but unlike the pretrained model are trained only on DDoS data.

Main Results. The main results for all types of attacks are presented in Table 5. When compared
to the Transformer without pre-training and Multiscale-LSTM trained with the same number
of examples, our model demonstrates the highest effectiveness while maintaining a comparable
overhead. The Transformer model exhibits a higher FNR, indicating its inability to detect actual
attacks accurately. For predicting potential attacks, the FPR becomes more crucial. LSTM models
tend to overestimate false positives, identifying 12.81% of false positive attacks. In contrast, our
method showcases a balanced performance across all metrics.

The pretrained approach also exhibits comparable performance to models trained with a signifi-
cantly larger number of annotated labels. Even when trained with only 22% of the labeled data, our
model outperforms the Transformer model on F1. Considering the challenges of acquiring a large
number of labels in practical scenarios, the semi-supervised pre-training stage proves to be highly
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Fig. 5. Effectiveness and absolute mitigation time under three different overhead bounds

advantageous. It enables transfer learning of pretrained models to downstream tasks, even with
the limited number of ground truth labels.
Figure 5 presents a comprehensive comparison of different models under varying overhead

bounds, by depicting the violin plots of effectiveness and absolute mitigation time distributions. Our
model demonstrates robustness across all three overhead bounds and consistently outperforms the
baselines, seen by our more concentrated distributions on higher effectiveness values, particularly
under more conservative overhead constraints. Additionally, our model excels in predicting attack
times, achieving the lowest absolute mitigation time, which reflects how early the model detects
an attack. Moreover, our method predicts attack times with high accuracy and minimal variance,
highlighting its precision and reliability.

Mitigation time. In terms of predicting the time of attack, our model excels compared to the
baselines. Figure 5 illustrates the absolute mitigation time, indicating how accurately a model
detects an attack. The optimal scenario is a mitigation time of zero. Our method demonstrates the
closest mitigation time to zero, with the smallest variance.

Detection per attack type. The advantage of a pretrained network traffic prediction model lies in
its ability to transfer knowledge to various networking tasks through fine-tuning. We evaluate the
performance of NetFlowGen across different attack types, including DNS, UDP, and NTP attacks.
Fine-tuning is conducted using the EarlyDetect validation set with the corresponding attack type.
For a fair comparison, the baseline models are trained using an equal number of training samples.
Table 6 provides an overview of the effectiveness of our method in detecting various types of
attacks. Our pretrained model exhibits better generalization capabilities across all attack types in
terms of effectiveness, reducing the reliance on task-specific labels. Specifically, it is worth noting
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Table 6. Comparison between our model and the baselines on each of DNS, UDP, and NTP attack detection
tasks. The best numbers of each row are indicated in bold.

Attack Type DNS UDP NTP

Model NetFlowGen Transformer LSTM NetFlowGen Transformer LSTM NetFlowGen Transformer LSTM

Effectiveness ↑ 100.00 100.00 63.83 95.96 91.31 53.14 99.87 98.81 93.78
Overhead ↓ 0.00 0.06 0.05 0.00 0.01 0.06 0.00 0.00 0.09
FPR ↓ 2.83 13.21 16.04 9.52 3.17 4.76 0.00 0.00 14.29
FNR ↓ 0.00 0.94 0.94 26.98 33.33 6.35 9.52 4.76 14.29
F1 score ↑ 0.99 0.93 0.92 0.80 0.79 0.94 0.95 0.98 0.86

Table 7. Nearest-neighbor search results of unseen nodes of the validation set.

Node 3679 Node 6677

Total attacks received 4 155
The number of mapped unseen nodes 205 15

that DNS attacks are relatively rare during the training phase, with only 13 instances observed in
Table 2, yet our pretrained model predicts 203 test attacks at the nearly exact time.

7 ABLATION STUDY
In this section, we aim to delve deeper into the effectiveness of NetFlowGen by systematically
analyzing its performance across diverse scenarios. Firstly, we scrutinize its ability to generalize to
unseen nodes, assessing its adaptability to different traffic patterns. Next, we explore the impact
of diverse traffic features on the model’s predictive capabilities, evaluating how different types of
traffic inputs affect performance. Lastly, we analyze the effect of varying Transformer model sizes
on the model’s pre-training performance, aiming to decide the optimal size for our task.

7.1 Generalization to Unseen Nodes
We consider applying NetFlowGen to nodes unseen during pre-training, especially those that
were not subjected to any attacks and have different traffic patterns. We select 432 EarlyDetect
examples each from the validation and test time spans. Since these nodes were not seen during
the pre-training process, we use a nearest-neighbors search to find the most similar training node
and apply its discretization splits. Since traffic flow features are high-dimensional (𝑉 ×𝑇 × |F |)
and heterogeneous depending on nodes and feature types, we first summarize each node’s traffic
features through the following process. The features of each node are standardized and reduced
to minimum, maximum, and 25th, 50th, and 75th percentile statistics, along the time axis. Next,
we average features, representing each node as a vector of the five statistics. The closest match
is found by computing the L1 distance between an unseen node and all training nodes. Through
this nearest-neighbors approach, every unseen node is mapped to the most similar training node.
As shown in Table 7, non-attack nodes are mapped to a very small number of nodes that have
monotonic traffic patterns.
The classification results for unseen node traffics are presented in Table 8. Given the relatively

low magnitudes of these traffics, NetFlowGen can easily identify the absence of any actual attacks.
It accurately classifies all 432 test examples as non-attack instances.
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Table 8. Confusion matrix of NetFlowGen on unseen nodes.

Predicted Predicted
Validation set True False Total Test set True False Total

True 0 0 0 True 0 0 0
Actual False 2 430 432 Actual False 0 432 432

Table 9. Comparison between different sizes of pre-training data with overhead bound of 80%. The best
numbers of each column are indicated in bold.

Traffic feats Effectiveness ↑ Overhead ↓ FPR ↓ FNR ↓ F1 score ↑
NetFlowGen 86 100.00 0.06 3.45 5.42 0.96

NetFlowGen_Light 6 99.96 0.06 12.81 2.96 0.92

Table 10. Comparison between different sizes of the transformer model. "Model Config." column denotes {#
of layers}-{# of heads}-{hidden size}-{intermediate hidden size}. LR is the learning rate, Dropout is the random
dropout probability during training. The best numbers of each column are indicated in bold.

Model Config. # of Params. LR Dropout Best Val Loss Best Val Acc. Best Val Ppl. Best Val F1

4-4-128-512 1.9M 0.0005 0.3 0.186 0.935 1.204 0.983

4-4-256-1024 5.4M
0.0001 0.1 0.184 0.936 1.202 0.983

0.3 0.186 0.935 1.204 0.983

0.0005 0.1 0.182 0.936 1.199 0.983
0.3 0.183 0.936 1.200 0.983

4-4-512-1024 12M 0.0005 0.3 0.181 0.936 1.199 0.983
4-4-512-2048 25M 0.0005 0.3 0.182 0.936 1.200 0.983

7.2 Traffic Feature Diversity
In order to show the effect of using more diverse traffic features during pre-training, we present
the result of using only a subset of features. NetFlowGen aggregates 86 network traffic features in
total by protocol, TCP flags, and the port associated with incoming or outgoing traffic. Table 3 is
a full list of the traffic features used by NetFlowGen. We built NetFlowGen_Light using only the
"Volume" features of Table 3 without the fine-grained ones. Since our embedding method is scalable
to a variable number of features, the configuration of the backbone transformer model is the same
for NetFlowGen and NetFlowGen_Light. Table 9 demonstrates that NetFlowGen trained on full 86
features outperforms NetFlowGen_Light, especially on FPR and F1 score. Still, NetFlowGen_Light
shows comparable performance to the baseline models in Table 5, showing the effectiveness of the
pre-training approach.

7.3 Transformer Model Size
We also experiment with various sizes and configurations of the pre-trained transformer model
and present the pre-training results in Table 10. We find that our model is agnostic to the sizes
we tested. The smallest model, with 4 decoder layers, 4 attention heads, 128 model hidden size,
and 512 intermediate hidden size, is used for further fine-tuning experiments as it’s more efficient
during training and inference bu already achieves good performance. Note that the loss patterns
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are similar to the recent observation in NLP that bigger models are more powerful in terms of data
efficiency [34], which lead to lower loss eventually with a lot of data. Compared to the loss, the
validation accuracy takes a cruder set of values, which is less sensitive to the model sizes. This is
likely related to the traffic data quality in our pre-training, which has lower noise as a result of
our data filtering. The relationship between model size and data quantity and quality remains an
interesting direction for future works.

8 RELATEDWORK
Statistical methods have been widely used to understand traffic dynamics in networks and are
commonly based on probabilistic models to track network behavior and detect changes over hard
thresholds. The entropy of traffic features, as a basic but prevalent metric, provides fine-grained
insights for anomaly detection [4, 20, 56]. Wavelet analysis reveals wavelet components through
wavelet transformation and captures anomalies from the changes in these components [8, 24].
Principal component analysis (PCA), a dimensionality reduction approach, efficiently separates
traffic measurements into normal subspace for principal components and anomalous subspaces for
the rest [33, 39, 65]. Other statistical methods employ covariance matrices to track the alterations
between normal traffic and flooding attacks [79], hidden semi-Markov model to depict the spatial-
temporal characteristic of the wake-up packet generation process [2], CUSUM algorithms to
identify unusual deviations in traffic patterns from the norm in real-time with minimal memory
expenses [70]. In contrast to statistical methods that rely on careful design and domain intuition, we
employ machine learning, particularly deep learning, with end-to-end training that is data-driven
and highly scalable.

The widespread emergence of machine learning approaches offers fresh opportunities to compre-
hend network traffic dynamics. Classical learning-based approaches, including clustering [35, 60, 66],
naive Bayesian [68, 69], Support Vector Machine (SVM) [32, 52], decision tree [30], and random
forest [28], are broadly adopted to identify and classify network traffic. These approaches can be
combined together for better performance. For example, a two-step detection approach in IXP
scrubber [73] first tags each flow with association rule mining and then classifies per-target IP
profiles aggregated from flows with ML classifier. Apart from these classical approaches, deep
neural networks have also been designed to handle even more complex tasks and capture intricate
patterns in network traffic in recent years. Doshi et al. [18] uses neural networks on IoT-specific
network behaviors to detect anomalies generated from a local network. Kitsune [53] tracks features
in network channels and detects network intrusion with an ensemble of auto-encoders. Instead
of directly classifying traffic patterns, deep neural networks are also capable of learning traffic
representatives as an intermediary step for downstream endeavors of various purposes. Meng et
al. [50] provides general encoding for network traffic and optimizes the adaptation effect of the
model to diversified tasks; ET-BERT [45] pre-trains deep contextualized datagram-level represen-
tation from large-scale unlabeled traffic data. Both of these approaches adopt the pre-training
approach with unlabeled data, but they are tailored to specific networking features, which limits
their generalization potential.
Despite the abundance of networking traffic data, building a unified pre-trained foundation

model [5] for networking presents unique challenges. Networking data is multivariate and highly
heterogeneous, comprising features such as IP addresses, ports, transport protocols, timestamps,
packets, and bytes, which vary in type (continuous vs. categorical) and scale. This diversity requires
an effective pre-training objective capable of capturing broad network dynamics while balancing
feature importance and handling data heterogeneity. Additionally, curating well-balanced datasets
for general-purpose pre-training is difficult. Moreover, for benchmarking tasks, ground truths,
such as true attack labels in network security, are often unavailable, expert labeling is costly, and
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privacy concerns further constrain data collection. Prior works [16, 40] have focused on theoretical
discussions or small-scale simulations. In contrast, our framework addresses these challenges with
real-world, large-scale network traffic of diverse features, using data collected in the wild for
training and evaluation to ensure relevance to critical network applications.

9 DISCUSSION AND IMPROVEMENT POTENTIALS
We present a practical application of the self-supervised machine learning framework on network
dynamics modeling, by pre-training a foundation model based on Transformer decoders with
large amount of traffic data, and fine-tuning on specific downstream networking tasks. The self-
supervised foundation models [5] have seen great successes in other fields such as NLP [7, 61, 62],
but there exist unique challenges for networking data due to its disparity in data and applications.
Despite our effort in bringing generative model pre-training techniques onto network traffic
data with both domain customization and model unification, there are still open questions and
limitations around our method that are worth noting, which could also provide potential for further
improvements.

How to best handle the traffic features?Although both can be naturally formulated as sequences
or time series, networking traffic data is very different from text data in NLP, where Transformer-
based foundation models are widely applied. First, text sequences have regular discrete indexes as
a time series, whereas traffic data can occur at any time with irregular time increments. Second,
text data are discrete tokens with a finite number of values coming from a well-defined vocabu-
lary, whereas traffic data are continuous and can take arbitrary values. As Transformers [71] are
initially designed and also best known for processing text data, we customize the network traffic
feature representation pipeline to make the features closer to their NLP counterpart. This includes
aggregating traffic under one-minute intervals to make regular time series, and discretizing traffic
values into categorical classes. However, our procedures also pose limitations on the full potential
of utilizing these features. For example, traffic aggregation may lose details of when and how the
traffic occurs, and feature discretization is a lossy process that can not be easily recovered. There
might exist better ways of incorporating more details of the networking traffic that can benefit
downstream applications that are more sensitive to this detailed feature information.

How to incorporate node interactions? In our pre-training formulation, the traffic time series
is constructed per node or IP address. For each node, we record both the incoming and outgoing
traffic, and the NetFlowGen model is trained on all the time series for all available nodes. However,
no explicit IP node interactions are being learned during this process. For example, the model does
not have the knowledge of which node sends traffic to which other nodes. This information could
be critical in applications, such as P2P traffic identification [29] and reverse protocol analysis [83],
that require not only the traffic volumes, but also the IP addresses that send or receive the traffic.
In other words, the network topology is not incorporated during the learning process. Potential
improvements could directly encode node information when formulating the traffic features, or
adopt a different pre-training model architecture such as graph neural networks (GNNs) [27, 42, 77]
which take into consideration the graph topologies. This is likely to depend on different designs of
data formulation and training objectives.

How big should a networking foundation model be? Although we curate a network traffic
pre-training dataset of about one million minutes from a real ISP that is considered large-scale
compared to the data used in previous works, by the standard of foundation models in other fields
such as NLP, the size of our pre-trained models are not large in the number of parameters. For
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example, the state-of-the-art large language models (LLMs) contain billions of parameters [7, 12],
and it is shown that the model performance in downstream applications is increasing with the size
of the model [7, 17, 25, 34]. Does the same trend hold for networking data, and what size of the
model should be considered the LLM for network traffic foundation model with an exceptional
level of overall understanding of the network dynamics? This would likely call for more actions in
networking research on data collection, downstream benchmark constructions, and pre-trained
model scaling. Although networking data is abundant, large-scale data collection could pose privacy
concerns. Furthermore, both data quantity and data quality would play important roles in building
stronger networking foundation models, as well as the intrinsic data complexities.

10 CONCLUSION
We envision a general framework of pre-training an ML model to capture network traffic dy-
namics for adaptation to downstream tasks, utilizing large amount of raw networking data and
circumventing the expensive labeling issues. As an early attempt, we propose NetFlowGen with
designs to represent heterogeneous NetFlow features in a unified space for model processing, and
adopt Transformer decoder model with a multivariate generative pre-training task. We construct a
realistic large-scale dataset for the pre-training and test the model adaptation on a downstream
DDoS attack detection task. Experiments show the benefits of our pre-trained model in reducing
the dependency on large amount of task-specific labels.
We also point out several limitations of our method, such as no explicit IP node interaction

modeling, and traffic feature discretization being a lossy process. Future works could address these
limitations, and explore more varieties of networking tasks for fine-tuning, as well as building
better benchmark data for developing foundation models in networks.
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