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Memes act as cryptic tools for sharing sensitive ideas, often requiring contextual knowledge
to interpret. This makes moderating multimodal memes challenging, as existing works either
lack high-quality datasets on nuanced hate categories or rely on low-quality social media
visuals. Here, we curate two novel multimodal hate speech datasets, MHS and MHS-Con, that
capture fine-grained hateful abstractions in regular and confounding scenarios, respectively.
We benchmark these datasets against several competing baselines. Furthermore, we introduce
SAFE-MEME (Structured reAsoning FramEwork), a novel multimodal Chain-of-Thought-based
framework employing Q&A-style reasoning (SAFE-MEME-QA) and hierarchical categorization
(SAFE-MEME-H) to enable robust hate speech detection in memes. SAFE-MEME-QA outperforms
existing baselines, achieving an average improvement of approximately 5% and 4% on MHS and
MHS-Con, respectively. In comparison, SAFE-MEME-H achieves an average improvement of 6%
in MHS while outperforming only multimodal baselines in MHS-Con. We show that fine-tuning
a single-layer adapter within SAFE-MEME-H outperforms fully fine-tuned models in regular
fine-grained hateful meme detection. However, the fully fine-tuning approach with a Q&A setup is
more effective for handling confounding cases. We also systematically examine the error cases,
offering valuable insights into the robustness and limitations of the proposed structured reasoning
framework for analyzing hateful memes.1

1. Introduction

In today’s dynamic digital landscape, memes serve as powerful tools for expressing ideas and
emotions but can also covertly propagate harmful content. Their blend of visual and textual
elements presents unique challenges for analysis and detection. A key difficulty lies in unraveling
the complex factors that contribute to the computational assessment of hate content in memes
(Cao et al. 2023a,b). As illustrated in Figure 1, visual and verbal cues in a given meme might
exhibit harmless intent when considered in isolation. Still, when jointly reviewed, the meme
harms the targeted community. As shown in this example, they implicitly contain subtle elements
like sarcasm and irony to encode hate speech. Hence, addressing the memetic obscurity via

1 CAUTION: Potentially sensitive content included; viewer discretion is requested.
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Q1: Who is the target?

...      

Qk: What kind of hate is in it?

R1: The *** community is 

the primary target.
...
Rk: It is an implicit hate.

When they forget to 

dispose the garbage bag Implicit    

  hate

[GDESC] The image depicts a man and a group of 

women of ...  wearing traditional Burkhas.

Image description: [GDESC] 

Input: Is the input instance hateful or benign?  Return 'Hateful' or 'Benign'.

Output: Hateful

Image description: [GDESC] 

Input: What kind of hate is present?

Output: Implicit

if hateful

(a)

(b)

regex 

Figure 1
The demonstration of our proposed Chain-of-Thought-based structured reasoning framework for
fine-grained hate speech detection in memes (SAFE-MEME) via (a) Q&A-style reasoning (SAFE-MEME-QA),
and (b) Hierarchical categorization (SAFE-MEME-H). Given a meme, the proposed variant SAFE-MEME-QA
sequentially generates a series of relevant questions-answers while the other proposed variant SAFE-MEME-H
opts for a two-level classification approach based on a detailed visual description ([GDESC]), before the
final inference.

a systematic deconstruction process that coalesces meaning from various abstraction layers is
imperative. Our findings indicate promising outcomes when Chain-of-Thought reasoning-based
structured approaches are implemented via Q&A-style intermediate reasoning and hierarchical
categorization.

Existing Vision Language Models (VLMs) face key limitations, including struggles with
reasoning over implicit content, multimodal integration and out-of-domain cultural affinity, often
focusing on surface-level features. They also rely heavily on prompt engineering and underperform
compared to specialized traditional classifiers in domain-specific tasks (Van and Wu 2023; Bui,
von der Wense, and Lauscher 2024). As a result, they fail to adequately capture the implicit
context embedded within the visual-linguistic interplay in memes. Additionally, the sub-optimal
contextual and background knowledge and multimodal integration limit their ability to reason
effectively across different modalities (Lin et al. 2023).

In response to these challenges, we introduce two novel datasets, MHS and MHS-Con, designed
to capture complex hateful abstractions in standard and confounding meme formats and a
two-fold solution that implements structured reasoning towards hate speech identification.
Our approach (SAFE-MEME) primarily adapts a multimodal Chain-of-Thought reasoning-based
framework (Zhang et al. 2023b) via two approaches. First, SAFE-MEME-QA enhances multifaceted
reasoning through intermediate question-answer-based steps (dubbed the Q&A-style reasoner).
This module significantly improves through reasoning and inference capabilities, achieving
notable performance gains of 5% and 4% on the MHS and MHS-Con datasets, respectively, over
existing baselines and providing critical insights into the robustness and limitations of memetic
reasoning techniques in complex scenarios. The other variant, SAFE-MEME-H, opts for a hierarchical
classification approach: first, it determines whether the content is hateful or not; if it is hateful, it
further classifies it as either implicit or explicit.
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Overall, our contributions can be highlighted as five key components2:

1. Introduction of two novel multimodal datasets: MHS, and MHS-Con with high-quality memes
for benchmarking fine-grained hate speech detection and a challenging evaluation.

2. Proposal of a novel multimodal framework employing structured reasoning, SAFE-MEME,
for hate content prediction in memes.

3. Establishment of a performance benchmark comparing SAFE-MEME-QA and SAFE-MEME-H
against multiple baselines on both datasets.

4. An ablation study for both SAFE-MEME-QA and SAFE-MEME-H in terms of intra-variant
performance comparison.

5. Provision of qualitative evaluation and detailed error analysis.

2. Related Work

We present a brief overview of key studies on memetic harmfulness, visual question answering,
multimodal LLMs, and their implications on meme analysis. Most of the studies exploring memetic
characteristics attempt to address the tasks of broader category identification and contextualization
in isolation; however, only a few examine the model’s capability to detect implicit, fine-grained
hateful expressions in memes and even fewer via multimodal contextualization.

Literature on Memetic Studies. Various shared-tasks on meme analysis focused on semantic roles
for entities (Prakash, Hee, and Lee 2023; Sharma et al. 2022b), affective characterization (Sharma
et al. 2020), and detecting hate speech within memes (Kiela et al. 2020; Zhou, Chen, and Yang
2021). Most of them explored approaches like fine-tuning of UNITER, Visual BERT (Chen et al.
2020; Li et al. 2019), and dual-stream architectural setup (Tan and Bansal 2019; Zhou et al. 2020;
Lu et al. 2019; Sandulescu 2020; Muennighoff 2020). Additional studies focused on issues such
as anti-semitism, propaganda, and harmfulness (Sharma et al. 2022a; Prakash, Hee, and Lee 2023;
Suryawanshi and Chakravarthi 2021; Pramanick et al. 2021; Dimitrov et al. 2021). In contrast,
other studies investigate multimodal corroboration, narrative-framing contextualization (Sharma
et al. 2023), along with affective assessment of memes with hate speech (Hee, Chong, and Lee
2023; Cao et al. 2022; Chen et al. 2023b). However, limitations posed by their annotation schemas
and quality impede the scope for systematic exploration.

Image-based Visual Question Answering (VQA). In the context of VQA, Antol et al. (2015)
presented foundational findings focused on non-restrictive questions with valid answers. Subse-
quent studies established various approaches, such as joint image and question representation
for answer classification (Antol et al. 2015). Other research examined modality-based cross-
interactions utilizing diverse weighting strategies, including hard-attention, soft-attention, and
co-attention (Malinowski et al. 2018; Anderson et al. 2018; Lu et al. 2016). LXMERT (Tan and
Bansal 2019) and UpDn (Anderson et al. 2018) leverage non-linear mappings and VQA-fine-tuned
Transformers, simultaneously processing language priors (Zhu et al. 2021; Clark, Yatskar, and
Zettlemoyer 2019). Additionally, significant progress ensued towards integrating common-sense
reasoning (Marino et al. 2019; Wu et al. 2017, 2016; Zellers et al. 2019).

Large Vision Language Models. The emergence of LLMs like LLaMA (Touvron et al. 2023),
ChatGPT (OpenAI 2022), Vicuna (Chiang et al. 2023), Bard (GoogleAI 2023) and GPT-4 (OpenAI
2023) has driven significant progress in NLU-based reasoning, with a growing focus on multimodal

2 The source codes and datasets have been made public at https://github.com/PalGitts/SAFE-MEME.
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General description

This image depicts a scene of enslavement in terms of 

farming, illustrating the oppression of individuals of color 
under the authority of a white man.

Question-Answer pairs:

Question:  Who is the target in this context?

Answer:    The people of African-American community.

...
Question:  What kind of hate is present in this context?

Answer: Implicit hate.

Figure 2
An illustration of annotations in the MHS dataset. Each instance is associated with a hatefulness label –
explicit, implicit, or benign, along with augmented information like general description and Q&A. The
general description describes important attributes of the entities as well as the inter-entity relationships.
Additionally, the context is expressed as a sequence of question and answer pairs in Q&A component.

augmentation in visual-linguistic tasks. Fusion-based adapter layers enhance LLM’s capabilities
in multimodal applications like Q&A and conversational agents (Zhao et al. 2023; Gong et al.
2023; Zhu et al. 2023; OpenAI 2023; Liu et al. 2023a; Awadalla et al. 2023; Alayrac et al.
2022). Current large vision language models, including miniGPT-4 (Zhu et al. 2023), LLaVA
(Liu et al. 2023a), and multimodalGPT (Gong et al. 2023), struggle with interpreting nuances
such as sarcasm and irony within the visual-linguistic incongruity of memes, and only deliver
when the content expression is explicitly conveyed. Although some recent studies address meme-
related tasks (Hwang and Shwartz 2023), they focus mainly on multimodal grounding-based
captioning and Q&A setup. For broader and complex scenarios, these models face hallucinations
and pre-training biases (Zhao et al. 2023).

The multimodal modeling and reasoning capacity offered by recent mutimodal LLMs is
very strong; however, they fall short on tasks involving fine-grained question answering and
correspondingly concise explanation generation. Our effort in this work strives to advance the
utility of existing multimodal neural frameworks while also leveraging the reasoning capability of
LLMs (and their multimodal counterparts). Our study aims to enhance the ability of a model to
detect hateful content in memes by deconstructing their multifaceted nature. We address these
challenges by improving visual-semantic reasoning or generating rich visual information for
subsequent stages.

3. Dataset

In this section, we describe the datasets’ characteristics, curation and statistical details. Existing
datasets on hate classification constitute either low-quality heterogeneous multimedia data (Gomez
et al. 2019) (although suggestive of the realistic distribution) or one that only has coarse-grained
categorization (Kiela et al. 2020). To navigate these constraints, we introduce two new datasets –
MHS, designed explicitly for benchmarking various competitive unimodal and multimodal models,
and MHS-Con, exclusively intended to stress-test a given model. Each data instance in the MHS
dataset is categorized with a corresponding hate label – explicit, implicit, or benign –based on its
characteristics. Additionally, the dataset includes supplementary information, such as Q&A details
and a general description, where relevant, to improve contextual understanding and applicability
(c.f. Figure 2). In contrast, the main objective of MHS-Con is to develop a complex stress test,
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Gold Label Explicit Hate Implicit Hate Benign

Text
What's that
burning? 
Oh, its my
family.

And frankly
I thought she
should
have stayed
at home

It was a tragic
fate.

Model Outputs

miniGPT4 Explicit Hate Explicit Hate Explicit Hate

miniGPT-v2 Explicit Hate Implicit Hate Implicit Hate

GPT-4o Explicit Hate Implicit Hate Benign

Figure 3
An illustration of instances in the MHS-Con dataset. Each unique visual content is associated with three
distinct variations of textual hate content – (a) explicit hate, (b) implicit hate, and (c) benign. Notice the
given visual instance, when paired with text (a), (b), and (c), emerges as instances of explicit, implicit, and
benign cases of hate speech, respectively, in memes. Also shown is a comparison of the category prediction
by a closed-source (GPT4-o) and two open-source (miniGPT4 and miniGPT-v2) large VLMs.

reflecting the nuances required for memetic analysis. Each instance has three paraphrased versions
reflected by the explicit, implicit, or benign forms of hate, conditioned on the same visual but
different textual content (c.f. Figure 3). Here, we also demonstrate the limitations of the existing
closed/open-source large VLMs. As can be observed from Figure 3, GPT-4o (a closed-source
model) correctly labels all three variations. In contrast, the open-source models struggle to identify
the forms of hate (or the absence of it), hence offering a fair evaluation framework.

3.1 Dataset Curation

Here, we discuss the data collection process, annotation and statistical perspective for the MHS and
MHS-Con datasets.

Data Collection and Deduplication

We collected memes for the MHS dataset using the Google Image search. Initially, we used
key phrases such as hateful memes, toxic memes, and dark-humour memes to collect relevant
memes. After reviewing the prominent presence of hateful content on some particular protected
groups or historical events, we opted for a focused search with selected hateful keywords such
as ‘Islamophobic Memes’, ‘Holocaust Trivialization Memes’, or ‘Memes featuring people of
diverse ethnic backgrounds’, etc. We used a web extension3 to collect memes in batches. We
further web-scraped platforms4 to expand our meme collection. This is followed by deduplication5

and filtering low-resolution meme images, typically characterized by a minimum dimension of
220× 319. We identified nine categories of protected groups in the MHS dataset. Table 1 illustrates
the common keywords or phrases associated with each category. Keywords are collected from

3 https://download-all-images.mobilefirst.me
4 Instagram, and Reddit
5 http://github.com/arsenetar/dupeguru
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(a) (b) (c) (d)

Figure 4
An illustration of the counts (expressed as a percentage) of the various protected groups in the MHS dataset.
The distribution of the protected groups is presented in four distinct setups when considering the instances of
(a) explicit, (b) implicit, (c) benign and (d) all categories together.

observations made during the preliminary annotation phases. Figure 4 illustrates the distribution of
hate by categories for four different setups. According to the observation, the hate against people
of diverse ethnic backgrounds (referred to as black people) and women dominates others by a
large margin. Upon closer inspection, it is noticeable that the hate against the black community,
the Jewish community, and women are prominently represented in the implicit form; it implies
that hate against the African-American and Jewish communities is dormant. In contrast, the hate
for Islam is more explicit.

As shown in Table 2, the MHS dataset consists of 3, 343 instances, including 795 explicit, 753
implicit, and 685 benign memes, with 2, 233 memes used for training, 305 for validation, and 805
for testing. We maintain the exact definition of hate speech to annotate and collect 409 explicit,
420 implicit, and 409 benign memes – a total of 1, 238 memes for the MHS-Con dataset.

The primary motivation behind the creation of MHS-Con is to provide a rigorous stress test
for fine-grained multimodal hate speech detection models for memes. Each instance has three
paraphrased versions of hate conditioned on the same visual content (c.f. Figure 3). Initially,
around 70 distinct memes from each hate category were randomly selected from MHS. Then, we
fed the available text from each selected meme into zephyr-7b-alpha as a k-shot prompt for
paraphrasing. Subsequently, relevant visual content was gathered from the web and combined with
each paraphrased text using Canva6, a web-based visual graphic editing platform. It is important to
note that MHS and MHS-Con contain no user information. All memes in our datasets were sourced
from publicly accessible web pages, with no known copyright issues preventing their use for
research purposes.

Annotation Guidelines

In general, the content of a meme is labelled as “explicit” if it contains hateful words or phrases.
Most memes classified under the “implicit” hate category do not overtly exhibit hate at the surface,
although it can be recognized through careful analysis and interpretation with relevant background
knowledge. A meme is labelled as “benign” (or non-hate) if it does not exhibit any form of

6 https://www.canva.com
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Table 1
Common phrases or keywords for various protected groups in the MHS dataset.

Protected Categories Keywords

Islam Islam, Prophet, Sheikh, Quran, hijab, burkha, burqa, Allah,
Muhammad, Moslem, Buslim

The African-American
community

Black, nigger, nigga, African, ape, Gorilla, slave, Cotton African-
American, monkey

The Jewish community Adolf, Hitler, Anne, Frank, Jew, camp, gas, Nazi, Semitism,
Poland, polish, concentration, bake, oven

The people with mental
and physical disability

Disable, down, autistic, autism, midget, mental, disorder, mute,
blind, syndrome, deaf, amputee, dwarf

The women in general Woman, women, girl, female, misogyny, pussy, prostitute, babe,
blonde, dishwasher, sandwich, blowjob, bj

Sexual orientation Trans, gay, lesbian, homosexual, homo, sexuality, twisted sex,
LGBT, tranny, queer

Immigration Immigration, Mexico, Mexican, Hispanic, refugee, xenophobia
White community crack, caucasian
Miscellaneous Hinduism: India, Hindu,

Christianity: Jesus, Christ, Church, pope

Table 2
The statistical details of MHS. It is annotated with an enriched visual description and Q&A pairs for each
instance.

Split Explicit Implicit Benign Total

Train 795 753 685 2233
Validation 100 100 105 305
Test 247 293 265 805

Total 1142 1146 1055 3343

hostility towards any protected group, either implicitly or explicitly. In addition, we attempt to
provide a comprehensive description of the image containing intricate visual information and a
set of relevant question-answer pairs essential to exploring the context. During the annotation
process, it was observed that pre-trained models frequently tend to overlook critical details
related to the entities. For example, when lava-v1.5-13b is prompted to describe the image
presented in Figure 2, it generates the following output: This image depicts a group of individuals
engaged in agricultural activities along the riverside. However, it ignores the description of
several critical visual elements essential for understanding the context of the meme. At this point,
manual supervision is utilized to refine and integrate critical details into the previously generated
description, resulting in the following revised narrative: The image depicts a scene of forced
labour in an agricultural field, highlighting the oppression of individuals of colour under the
control of a white man.
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[ The input meme, M ]

[ The text, T ]

jewish

[ The image, I ]

ENCtext

   Htext

ENCvision

Ĥvision

Wvision

Hvision

Fusion

DECQGen

Hmultimodal

A set of 

relevant queries
Yquery

for all yi in Yquery

ENCtext

Fusion

DECRGen

Hi
text

Hi
multimodal

Yanswer

Assume, yi is

'What kind of 
hate is 

expressed in 

the context?'

Label L

Responses for 

each query in Yquery

regular

expression

yi 

Figure 5
Architectural details of SAFE-MEME-QA. Phase 1: Encoders – textual (T5-base) and visual (ViT) generate a
multimodal signal via gated fusion, serving as input to the T5-base decoder (DECQGen) to generate
questions, Yquery . Phase 2: A fused multimodal signal is fed to another T5-base decoder (DECRGen) for
each question yi ∈ Yquery to generate responses, Yanswer . The hate label L of meme M is identified via a
regular expression.

4. Proposed Methodology: SAFE-MEME

This section explains the architecture of our proposed framework, SAFE-MEME, for both Q&A-
style reasoning-based and hierarchical variants. SAFE-MEME accepts a meme M , comprising
an image I and an overlaid text T as input and is expected to generate textual label L,
determining whether the provided meme contains hateful content. Inspired by multimodal Chain-
of-Thought (MM-CoT) reasoning (Zhang et al. 2023c), SAFE-MEME adds on by incorporating
specialized structured reasoning (SAFE-MEME-QA) or hierarchical reasoning based on rich visual
descriptions (SAFE-MEME-H) through its variants. The first variant, SAFE-MEME-QA follows a two-
stage implementation of CoT methodology, which is also observed to be optimal in (Agarwal
et al. 2024). The configuration consists of two sequential stages: (i) generation of relevant queries
and (ii) answer inference. In the initial stage, SAFE-MEME-QA processes a meme M , comprising
the input text T and image I , to generate a set of relevant queries. In the second stage, each
query is input to retrieve a contextually relevant response. In comparison, the two-stage setup
for SAFE-MEME-H consists of (i) the generation of fine-grained contextual descriptions and (ii)
hierarchical classification. In the first stage, SAFE-MEME-H requires a meme M as input, comprising
the input text T and image I to generate a detailed visual description that constitutes salient
attributes of visual subjects. Later, it is used in hierarchical classification.

4.1 Architecture of SAFE-MEME-QA

As shown in Figure 5, the two-staged pipeline for SAFE-MEME-QA is characterized by the format
and type of their inputs and outputs. Since the primary aspect being explored in this variant
is the quality of the intermediate reasoning of the MM-CoT-based approach, we propose a
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novel intermediate Q&A-style reasoner, which constitutes a series of relevant questions, Yquery

conditioned on the input M . As a follow-up to this, the second stage is responsible for extracting
the answer for each of the questions yi ∈ Yquery resulting in Yanswer. Below, we describe each
of these modular steps in detail.

Stage 1 - Relevant Question Generation

The first stage of SAFE-MEME-QA requires the textual and visual information pair, i.e., I and T
as inputs and outputs a series of relevant questions Yquery in order to deconstruct the typically
obscure contextual information within memes. The textual input T and the vision input I are
transformed into features using a text encoder and a vision encoder, respectively. We use the
encoder part of T5-base (Raffel et al. 2020) as the text encoder, ENCtext to encode T (c.f. Eq. 1).
It returns the hidden states of the last layer as encoded textual features, Htext ∈ Rn×d where n is
the token length and d is the dimension of the hidden states of the T5-base encoder:

Htext = ENCtext(T ) (1)

The vision transformer, ViT (Dosovitskiy et al. 2020) (ENCvision) is employed to encode the
patch level visual information, Hvision ∈ Rp×d where p is the number of patches and d is the
dimension of the patched embeddings. Later, Hvision is linearly projected to dimension d̂ from the
previous dimension d, denoted by Ĥvision ∈ Rp×d̂ (c.f. Eq. 2) using a trainable weight Wvision

in order to fuse with Htext:

Hvision = ENCvision(I)

Ĥvision = Wvision ·Hvision

(2)

The correlation between the textual and visual information is obtained in the form of textually-
conditioned visual features (Hattn) through a single-headed cross-attention (Vaswani et al. 2017),
where query (Q) is conditioned on Htext, and key (K) and value (V ) are conditioned on Hvision.
Finally, the fused representation of text and visual information, Hmultimodal is obtained with a
gated fusion mechanism (Zhang et al. 2023a,c) based on Htext and Hattn (c.f. Eq. 3):

λ = σ(W fusion
text ·Htext +W fusin

vision ·Hattn)

Hmultimodal = λ ·Hattn + (1− λ) ·Htext

(3)

Hmultimodal is then fed to the decoder of T5-base, DECQGen and fine-tuned to generate relevant
queries, yi ∈ Yquery. We obtain the results by computing the probability of the text Yquery

conditioned on T and I:

P (Yquery| T, I ) =
N∏
i=1

P (yi| T, I and Y<i) (4)

Stage 2 - Response Generation

The second stage of the pipeline follows a similar setup. It aims to generate answers iteratively,
yianswer for each of the questions yi ∈ Yquery w.r.t. M . Next, each question yi ∈ Yquery is
encoded into a textual hidden representation, Hi

text using the encoder of T5-base (c.f. eq. 5).

Hi
text = ENCtext(yi) (5)

9
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[ The input 

     meme, M ]

[ The text, T ]

jewish

  [ The image, I ]

ENCtext

Htext
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   Ĥvision
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   Hvision

fusion
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Hfusion category 0

   Ĥfusion

The image depicts an ape 

with a long nose.

  [ The image, I ]

[ The text, T ]

jewish

…

Hvision

concatenation

…

Htext
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task specific 

card at each 
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category 1

category k

DECcls

Linear 

projection
average

tr 0

tr 1

tr k

Figure 6
Architectural details of SAFE-MEME-H. Phase 1: Encoders - textual (T5-base) and visual (ViT) generate a
multimodal signal via gated fusion, which further incorporates information from category-specific
representations which serves as input to the T5-base decoder (DECgdesc) to avail a rich contextual
description, Ygdesc. Phase 2: A similar approach derives a multimodal signal via gated fusion, which collects
additional information from Ygdesc. Later, it serves as an input to the T5-base decoder (DECcls) to
generate a label (based on the task-specific linear projector). In the first level of the hierarchy, the labels
uncover whether a meme is hateful or benign, while in the later stages, it distinguishes between implicit and
explicit hate.

Hi
text is then fused with the visual information, Hvision (see Eq. 2) in order to generate a single-

headed, cross-attention-based representation, Hi
attn, where, Hi

text is used to condition the query
(Q̂) and the Hvision conditions the key and value, as performed previously. Later, the fused
multimodal state, Ĥi

multimodal is formed w.r.t. each question yi and Hvision (Eq. 6). Notice that
the multimodal fused representation Ĥi

multimodal shares Hvision across the question-set Yquery

but differs for each input question, yi.

γ = σ(W fusion
text ·Hi

text +W fusin
vision ·Hi

attn)

Ĥi
multimodal = γ ·Hi

attn + (1− γ) ·Hi
text

(6)

Finally, Ĥi
multimodal is fed to the decoder of T5-base, DECRGen and fine-tuned to generate

the answer yianswer against the question yi ∈ Yquery . We obtain yianswer by generating the likely
label sequence, yianswer, conditioned on M i.e., I and T , as demonstrated in Eq. 4.

4.2 Architecture of SAFE-MEME-H

SAFE-MEME-H similar to the SAFE-MEME-QA is intended to generate a hatefulness label at the end
and comprises a two-staged pipeline (c.f. Figure 6) characterized by the format, input types, output
types and objectives. The optimal configuration of SAFE-MEME-H, as with the MM-CoT-based
foundational configuration of SAFE-MEME-QA consists of two sequential stages but with a different

10
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intermediate objective. The stages: (i) generation of rich visual description (Ygdesc) involving
important contextual cues (requires the input text T and image I) and (ii) hierarchical inference
(requires Ygdesc from the stage (i), T and I), define the configuration of SAFE-MEME-H.

Stage 1 - Contextual Description

The first stage of SAFE-MEME-H requires the textual and visual information pair i.e., T and I as
input and outputs a rich visual description (Ygdesc) containing fine-grained details of the context.
The textual input T and the vision input I are transformed into features using a text encoder and a
vision encoder, respectively. We use the encoder part of T5-base as the text encoder, ENCtext to
encode T (c.f. Eq. 1) and the vision transformer, ViT as a vision encoder, ENCvision to encode the
patch level visual information, Hvision followed by a linear projection (c.f. Eq. 2). The correlation
between the textual and visual information is obtained through a single-headed cross-attention,
which produces a fused representation, Hfusion with a gated fusion mechanism (c.f. Eq. 3). To
generate a rich contextual description, the fused representation Hfusion is further combined with
target category-specific representations (c.f. Eq. 7):

Ĥ
i

fusion = Projigdesc(i, Hfusion)

Hfusion = Hfusion +

C∑
i=0

Ĥ
i

fusion/|C|
(7)

In this context, C represents the set of all target groups, Projigdesc is a target category-specific
linear projector that linearly transforms Hfusion keeping the dimension intact (see Section 5.2
for additional details on linear projector). ollowing this, Hfusion is fed to the decoder part of the
T5-base, DECgdesc and fine-tuned to generate the contextual description ygdesc. We obtain the
outcome by generating the likely text, Ygdesc, conditioned on T and I:

P (Ygdesc| T, I ) =
N∏
i=1

P (yi| T, I and Y<i) (8)

Stage 2 - Hierarchical Classification

The final stage of SAFE-MEME-H requires the contextual description and the image-text information
pair, i.e., ygdesc, I and T as inputs and outputs a label L. The first level of the hierarchy is
responsible for detecting whether there is hate in the context. If hate is detected, the second stage
categorises it as implicit or explicit. Like the previous stage, we use a similar setup to obtain the
initial Hfusion, except that the ENCtext now receives the concatenation of ygdesc and I as input.
Although, Hfusion is further integrated with task-specific information.

Hfusion = Hfusion + Projtask(Hfusion) (9)

Here, Projtask(.) is a task-specific linear projector that generates task-specific latent information
while maintaining the same dimension. Finally, Hfusion is fed to the decoder of T5-base, DECcls

and fine-tuned to generate the required label L. We obtain the label by generating text (L)
conditioned on Ygdesc, T and I:

P (L|Ygdesc, T, I ) =
N∏
i=1

P (Li| T, I and Y<i) (10)
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Table 3
Each variant of SAFE-MEME-QA and SAFE-MEME-H integrates different unit modules. DGenQA: the visual
description generator for Q&A setup, CG: the contextual description generator, QAG: the question-answer
pairs generator, QG: the queries generator, RG: the response generator, CLS: the classification module are
components of SAFE-MEME-QA. Except DGenQA, all other modules have two variations. Likewise,
SAFE-MEME-H has the following modules – DGenH : the visual description generator for the hierarchical
setup, HCls0: the hierarchical at first level, HCls1: the hierarchical at second level. Each of the unit
modules is either fully or partially fine-tuned with specific objectives. Please refer to Section 5.2 for more
details.

Variant Combination

SA
FE

-M
EM

E-
QA

M0 DGenQA + QAG1 + CLSregex

M1 DGenQA + QG1 + RG1 + CLSregex

M2 DGenQA + QG1 + RG1 + CLSft

M3 CG0 + CLSft.

M4 DGenQA + CG1 + CLSft.

M5 CG0 + QAG1 + CLSregex

M6 DGenQA + CG1 + QAG1 + CLSregex

M7 QG0 + RG0 + CLSregex

SA
FE

-M
EM

E-
H

M8 full ft. of T5-base for DGenH + HCls0 + HCls1
M9 gLP with v0 and full ft. of T5-base for DGenH + HCls0 + HCls1

M10 cLPs with v1 and full ft. of T5-base for DGenH + HCls0 + HCls1
M11 cLPs with v1 and pre-trained T5-base for DGenH + HCls0 + HCls1
M12 cLPs with v2 and full ft. of T5-base for DGenH + HCls0 + HCls1
M13 cLPs with v2 and pre-trained T5-base for DGenH + HCls0 + HCls1

5. Experimental Setup

To establish a robust framework for hate content classification in a meme, we present our
experimental setup, detailing baseline models, ablation studies, and evaluation metrics to assess
performance across explicit, implicit, and benign categories.

5.1 Baselines

We systematically employ unimodal and multimodal models to detect explicit, implicit, and
benign categories of memes. The details are as follows:

Unimodal Baselines. T5-large (Raffel et al. 2020), ALBERT (Lan et al. 2019), BiLSTM (Cornegruta
et al. 2016), and GPT-4 (Achiam et al. 2023) to obtain text based representation of M .

Multimodal Baselines. RoBERTa (Liu et al. 2019) with ResNet-152 (He et al. 2016), zero-shot
prompting on BLIP2 (Li et al. 2023), CLIP (Radford et al. 2021), LLaVA (Liu et al. 2023b),
LLaVA-Next (Liu et al. 2024), MiniGPT-v2 (Chen et al. 2023a), Multimodal Chain-of-Thought
(MM-CoT) (Zhang et al. 2023b), and Minigpt-4 (Zhu et al. 2023). BLIP2 and CLIP are also fine-
tuned on MHS and employed as multimodal baselines. GPT-4 is used as a text-based unimodal, an
image-based unimodal and a multimodal baseline.
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5.2 Modular Variations in Proposed Model Architectures

We conduct thorough ablation on the constituent modules to explore the modular capabilities
of SAFE-MEME-QA and SAFE-MEME-H. To this end, we discuss the individual modules for each
variant. Each module has a fully or partially fine-tuned version of the T5-base model, utilizing a
combination of annotated information of MHS dataset.

Variants of SAFE-MEME-QA. All variants of SAFE-MEME-QA can be described as a combination of
five distinct modules, each with a unique objective (c.f. Table 3). The first module generates a
general visual description for the Q&A setup, denoted by DGenQA, the second module, referred
to as Context Generator (CG), is responsible for creating the meme context. The third module,
designated as QAG, i.e., Query-Answer Generator, is tasked with generating all question-answer
pairs based on a given input meme context. The fourth module generates all important queries
required to understand a meme, known as QG, i.e., Queries Generator. Finally, the fifth module,
referred to as RG, i.e., Response Generator, focuses on generating question-specific answers for
each query of QG. Note that each of the module X , mentioned above (except DGenQA) has two
alternative forms: the first one requires the overlaid meme text, T and the visual information I
of the meme M as input (denoted with subscript ‘0’ e.g., HCls0). In contrast, the second form
requires an additional input in the form of a general description of visual information in I from
DGenQA or a contextual description from CG (denoted with the subscript ‘1’ e.g., HCls1). At
the end of each pipeline, the classification is carried out by matching a pattern through the regular
expression, denoted by CLSregex or using a fine-tuned model, denoted by CLSft. Note that all
modules in SAFE-MEME-QA opt for a full finetuning for the T5-base model. The combinations of
different modules in SAFE-MEME-QA (c.f. Table 3) are presented below,

(a) At first, a visual description of the image (I) is generated using DGenQA, which is
subsequently utilized in QAG1 to retrieve relevant question-and-answer pairs. This is
followed by classification through regular expression (M0).

(b) At first, a visual description of the image (I) is generated using DGenQA, which is utilized
in QG1 to avail all the important queries. For each of the query generated by QG1, a single
response is returned by RG1. Finally, the classification is done by using regular expression
(M1).

(c) This setup follows the same steps described in the previous one, with the exception of the
classification module. Here, the classification is performed using a fully fine-tuned T5-base
model (M2).

(d) In this setup the contextual description is generated based on T and I, followed by the
classification using a fully fine-tuned T5-base model (M3).

(e) At first a visual description is retrieved from DGenQA to be utilized in CG1 to generate a
contextual description. In this setup, the classification is done by a fully fine-tuned T5-base
model (M4).

(f) It uses CG0 to generate the contextual description based on T and I that is utilized in QAG1

to generate a series of question-answer pairs. For the classification, regular expression is
used (M5).

(g) It generates the contextual description using CG1 based on T, I and a visual description from
DGenQA that is utilized in the next step by QAG1 to generate a series of question-answer
pairs. For the classification, regular expression is used (M6).

(h) It generates a series of relevant questions using QG0, followed by a single response for
each query using RG0. For the classification, regular expression is used (M7).
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Hfusion linear projector 

( Projtask )
Ytask+ DECtaskfusion

Ĥfusion

Figure 7
An illustration of the configuration of linear projectors. The fused-multimodal representation, Hfusion, is
subjected to a linear projection. The variation in linear projectors is determined by the selection of tasks and
the underlying data. For instance, the linear projectors employed at the first hierarchical classification level
are designed to assign labels, such as distinguishing between hateful and benign. In contrast, the second
level’s task objective shifts to assigning a label between explicit and implicit. The training process
exclusively utilizes instances corresponding to the specific category of interest for target-category-based
linear projectors. For example, a linear projector dedicated to the “women” category is trained using
instances that target women in conjunction with a predefined task objective. It is noteworthy that only the
linear projector undergoes training, whereas all other pre-trained parameters of the T5-base remain unaltered.

Variants of SAFE-MEME-H. The variants of SAFE-MEME-H consist of two distinct functional
modules: the first one is designed for generating detailed contextual descriptions, denoted by
DGenH , i.e., a Description Generator for the Hierarchical setup and the other one is trained for
Hierarchical Classification, named as HCls. It is important to note that both the modules, DGenH

and HCls utilize linear projectors (specific to targeted categories or are tasks specific) that are
trained in an offline manner. We will briefly discuss the configurations of the linear projectors
before delving into the details of DGenH and HCls.

Figure 7 represents the pipeline of a linear projector. The multimodal fusion representation,
Hfusion, undergoes a linear transformation before merging with itself again via a residual
connection while maintaining its original dimensionality. The configuration of the linear projectors
(whether to alter the existing dimension or not) varies according to the specific task requirements
and the characteristics of the underlying data. In the case of target category-specific linear
projectors, the training is conducted exclusively using the training instances corresponding to
that specific target category, thereby ensuring category-specific projections aligned with the given
task Ytask. Now, we will look at HCls in detail before DGenH , as it is applied across all variants
of SAFE-MEME-H. The classification module HCls is available in two variations, both utilize pre-
trained task-specific linear projection layer: (a) the initial variation is trained with the objective of
distinguishing between hateful and benign context, denoted by HCls0, (b) the second variation is
trained with the objective of distinguishing between explicit and implicit hate context, denoted by
HCls1. Note that the linear projectors employed for classification utilize all training instances.

The first module, DGenH , consists of six alternative forms utilizing architectural variations
(c.f. Figure 8) to generate contextual descriptions. There are a total of three variations denoted
by v0, v1 and v2. The primary distinction between them lies in the method of leveraging and
integrating contextual information using linear projection: (a) the variation v0 uses a generalized
Linear Projector (gLP) that is trained on all training instances, on Hfusion before adding the
transformed representation with Hfusion again resulting Ĥfusion; (b) the variation v1 uses
category-specific Linear Projectors (cLP) to avail category specific transformed representation
(tri). The rationale for using category-specific cLPi, rather than generalized gLP, lies in the
intention to capture the nuanced characteristics specific to that category i. Consequently, each
cLPi is trained exclusively using the training instances associated with the target group i. The
variant v1 computes the transformed representation, tri for each category, adds their average
to Hfusion, and produces the resulting representation Ĥfusion .(c) In contrast to the previously
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Figure 8
As illustration of the architectural difference in SAFE-MEME-H variants. The key distinction lies in availing
and integrating contextual information using linear projectors. The general multimodal representation,
denoted as Hfusion, is subjected to (a) a linear projector that is trained with all instances irrespective of
target categories (denoted by v0), (b) a linear projection through each target category-specific linear
projector (trained with category-specific instances), followed by averaging the results (denoted by v1), and
(c) a linear projection through each target category-specific linear projector (trained with category-specific
instances) with a mechanism that attempts to learn category-specific scaling of Hfusion (c.f. Eq. 7) before
averaging the results (denoted by v2). The representation for Hfusion is derived using Eqs. 1, 2 and 3.

mentioned variations, v2 applies an additional linear projector that maps each category-specific
representation, tri to its corresponding scaling factor sfi that scales Hfusion accordingly and
produces another set of intermediate scaled transformed representation (stri). Subsequently, the
average of all stri is incorporated into Hfusion, yielding Ĥfusion. The presented combinations of
different modules in SAFE-MEME-H (c.f. Table 3) are presented below,

(a) A thoroughly fine-tuned T5-base (M8).
(b) A single gLP with v0 (c.f. Figure 8.a), along with a fully fine-tuned T5-base (M9).
(c) cLPs with v1 (c.f. Figure 8.b), along with a fully fine-tuned T5-base (M10).
(d) cLPs with v1 (c.f. Figure 8.b), along with a pre-trained T5-base (M11).
(e) cLPs with v2 (c.f. Figure 8.c), along with a fully fine-tuned T5-base (M12).
(f) cLPs with v2 (c.f. Figure 8.c), along with a pre-trained T5-base (M13).

Each category-specific linear projector in DGenH is trained using category-specific training
instances, with the task of generating rich visual descriptions of I.

5.3 Evaluation Metrics

To benchmark the datasets, MHS and MHS-Con along with an evaluation of the performance of
the proposed framework, SAFE-MEME for fine-grained hate speech detection in memes, we use
category-wise precision (P), recall (R) and F1 score (F), along with macro-averaging for the
overall assessment.
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Table 4
Benchmarking MHS using unimodal text (UM-T), unimodal image (UM-I) and multimodal (MM) baselines
and proposed models, SAFE-MEME-QA and SAFE-MEME-H. Note – Early Fusion: Rob (L) + ResNet-152, I:
image, T: text, ZS: zero shot, FT: full fine-tuned, P: precision, R: recall, F: F1 score and ∆‡−−†: The
difference in scores between the best performing proposed model, SAFE-MEME-H (M11), and the best
baseline CLIP (FT).

Mod. Models Explicit Hate Implicit-Hate Benign Macro

P R F P R F P R F P R F

UM-T

T5-large (FT) 0.55 0.54 0.54 0.5 0.86 0.63 0.81 0.1 0.18 0.62 0.5 0.45
BiLSTM 0.52 0.38 0.43 0.60 0.52 0.56 0.39 0.54 0.45 0.50 0.48 0.48
ALBERT 0.36 0.43 0.39 0.67 0.02 0.04 0.27 0.62 0.38 0.43 0.36 0.27

GPT-4 0.16 0.02 0.03 0.26 0.01 0.03 0.34 0.95 0.51 0.26 0.33 0.19

UM-I GPT-4 0.29 0.02 0.04 0.58 0.02 0.04 0.35 0.98 0.52 0.41 0.34 0.2

MM

Early Fusion 0.21 0.01 0.02 0.42 0.97 0.58 0.00 0.00 0.00 0.21 0.33 0.20
GPT-4 0.24 0.09 0.13 0.33 0.1 0.1 0.35 0.92 0.51 0.31 0.34 0.22

BLIP2 (ZS) 0.25 0.38 0.3 0.43 0.64 0.52 0.91 0.03 0.06 0.53 0.35 0.29
BLIP2 (FT) 0.24 1 0.38 0.5 0 0.01 0.5 0 0.01 0.41 0.33 0.13
CLIP (ZS) 0.41 0.08 0.14 0.4 0.49 0.44 0.34 0.44 0.38 0.38 0.33 0.32
CLIP (FT)† 0.47 0.58 0.52 0.52 0.73 0.61 0.62 0.22 0.33 0.54 0.51 0.49

LLaVA-NeXT (ZS) 0.49 0.23 0.32 0.45 0.82 0.58 0.60 0.24 0.34 0.52 0.43 0.42
MiniGPT-v2 (ZS) 0.26 0.33 0.29 0.44 0.43 0.43 0.34 0.29 0.32 0.35 0.35 0.35

LlaVA (ZS) 0.25 0.95 0.39 0.29 0.01 0.01 0.6 0.15 0.25 0.38 0.37 0.22
MiniGPT-4 (ZS) 0.31 0.89 0.46 0.49 0.27 0.35 0.47 0.12 0.19 0.42 0.43 0.33

MM-CoT (T5-base) 0.42 0.04 0.06 0.42 0.65 0.51 0.49 0.43 0.46 0.45 0.38 0.35
MM-CoT (T5-large) 0.31 0.74 0.43 0.57 0.13 0.21 0.51 0.58 0.54 0.46 0.48 0.39

SAFE-MEME-QA (M7) 0.39 0.67 0.49 0.58 0.55 0.56 0.65 0.48 0.55 0.54 0.57 0.54
SAFE-MEME-H (M11)‡ 0.59 0.59 0.59 0.78 0.54 0.64 0.59 0.32 0.41 0.65 0.48 0.55

∆‡−−† ↑ 12% ↑ 1% ↑ 7% ↑ 26% ↓ 19% ↑ 3% ↓ 3% ↑ 10% ↑ 8% ↑ 11% ↓ 3% ↑ 6%

6. Benchmarking and Empirical Analysis

This section presents the benchmarking results of MHS (c.f. Table 4) and MHS-Con (c.f. Table
5) using baselines and the proposed models, SAFE-MEME-QA and SAFE-MEME-H. In addition, it
discusses the ablation study results (c.f. Table 6), comparing different variations and components
of SAFE-MEME-QA and SAFE-MEME-H.

6.1 Comparative Analysis on MHS

For explicit hate, the performances of fine-tuned (FT) versions of T5-large and CLIP are observed
to be superior among text-based and multimodal baselines with F1 scores of 0.54 and 0.52,
respectively. While the F1 score of CLIP (FT) lags by 2% among baselines, our proposed model
variants M7 of SAFE-MEME-QA (which generates question in the first stage and response for each
query in the second stage) and M11 of SAFE-MEME-H (which uses a category-specific linear
projector with v0) obtain F1 scores of 0.49 and 0.59. M7 has a performance gap of 5% and
3%, respectively, compared to T5-large (FT) and CLIP (FT). In contrast, M11 leads by 5% and
7%, respectively for the same. The prominent verbal cues in input likely contribute to T5-large
(FT)’s superior performance in the explicit hate category. Upon closer observation, BiLSTM and
ALBERT have moderate performance with F1 scores of 0.43 and 0.39, respectively; however, the
GPT-4 (UM-T) score is exceptionally low (0.03) among the text-based baselines. GPT-4 (UM-I)
consistently yields a low F1 score of 0.04. This could be due to safety alignment constraining
GPT-4 from accurately responding to sensitive instructions. For the multimodal baselines, CLIP
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(FT), with an F1 score of 0.52, is on top, followed by MiniGPT-4, with an F1 score of 0.46. After
that, LLaVA (ZS), BLIP2 (FT), LLaVA-NEXT, and BLIP2 (ZS) have F1 scores of 0.39, 0.38,
0.32, and 0.3, respectively. Fine-tuning enhances performance for explicit hate in the case of
BLIP2 and CLIP, evidenced by post-fine-tuning improvement in their F1 score.

A similar result is observed for the implicit hate category. T5-large (FT) and CLIP (FT) have
superior performances among text-based and multimodal baselines, respectively, with F1 scores of
0.63 and 0.61, which cause the F1 score of CLIP (FT) to lag by 2%. M7 obtains F1 scores of 0.56,
with a score gap of 7% and 5% compared to T5-large (FT) and CLIP (FT). In contrast, M9 (that
uses a single linear projector with pre-trained T5-base) achieves a score of 0.696, which is a gain
of 6.6% and 8.6% over T5-large (FT) and CLIP (FT). Notably, M11 demonstrates performance
comparable to that of T5-large (FT) and CLIP (fine-tuned) with a score of 0.64 that provides a lead
of 1% and 3%, respectively, over T5-large (FT) and CLIP (FT). In text-based baselines, T5-large
(FT) is closely followed by BiLSTM with an F1 score of 0.56, while ALBERT and GPT-4 fall
significantly behind with F1 scores of 0.04 and 0.03. Again, GPT-4 in image-only baseline scores
as low as 0.04. Regarding multimodal baselines, LLaVA-NEXT (ZS) and RoBERTa-large with
ResNet-158 have the same F1 score of 0.58, similar to CLIP (FT). BLIP2 (ZS) has an F1 score
of 0.52. CLIP (ZS) and MiniGPT-v2 have a similar score of 0.44 and 0.43, while MiniGPT-4
(ZS) has an F1 score of 0.35. LLaVA (ZS), GPT-4, and BLIP2 (FT) perform poorly. These scores
demonstrate severe shortcomings in model architectures, detection and reasoning capabilities, and
safety alignment constraints (in the case of closed-source models).

In benign cases, M7 and M11 achieves an F1 score of 0.55, 0.41. The performance of GPT-
4 lags by 4% and a gain of 10% with an F1 score of 0.51 when compared to M7 and M11,
respectively. It expresses superiority among the text-based and multimodal baselines. In text-based
baselines, GPT-4 is followed by BiLSTM and ALBERT with F1 scores of 0.45 and 0.34, while the
T5 large (FT) score drops to 0.18. Among multimodal baselines, CLIP (ZS), LLaVA-Next (ZS),
CLIP (FT), and miniGPT-v2 (ZS) have moderate F1 scores of 0.38, 0.34, 0.33 and 0.32, followed
by LLava (ZS) and miniGPT-4 (ZS) with scores 0.25, 0.19, respectively. The high performance of
GPT-4 is reflected in the observations that seem to have a categorical bias for the benign category.

Discussion. On performing macro-assessment of the task, the proposed models, SAFE-MEME-QA
(variant M7) and SAFE-MEME-H (variant M11), are observed to yield the most optimal results, with
0.54 and 0.55 F1 scores, respectively. Among comparable baselines, T5-large (FT), BiLSTM, and
CLIP (FT) have F1 scores of 0.45, 0.48, and 0.49, respectively. M7 outperforms T5-large (FT),
BiLSTM, and CLIP (FT) by 9%, 6%, and 5%, respectively, correspondingly M11 achieves 10%,
7%, and 6% F1 score increments. Variants M7 and M11 represent the optimal configurations
for the Q&A-style reasoner and hierarchical setups, achieving balanced performance across all
three classes. Notably, despite M11’s partial fine-tuning and M7’s full fine-tuning, their overall
performance gap is only 1%, highlighting the efficiency of SAFE-MEME-H.

6.2 Comparative Analysis on the MHS-Con

Here, we will discuss the performance of selected variants, M7 and M11, from SAFE-MEME-QA
and SAFE-MEME-H respectively with the selected baselines, i.e., T5-large (FT), CLIP (FT), and
CLIP (ZS) on the MHS-Con dataset. Upon examining the benchmarking on the MHS-Con dataset,
the T5-large (FT) and CLIP (FT) models are chosen due to their considerably good performance
over other baselines, and the results are presented in Table 5. CLIP (ZS) is also examined to
probe the influence of both before and after fine-tuning for the MHS-Con dataset. T5-large (FT)
and CLIP (FT) achieve an F1 score of 0.648 and 0.469 for explicit hate cases. M7 scores 0.602,
which creates a lag and a lead of 4.6% and 13.3% with T5-large (FT) and CLIP (FT), respectively.
Among the variants of SAFE-MEME-H, M11 achieves an F1 score of 0.459 lagging behind T5-large
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Table 5
Benchmarking MHS-Con using selected baselines and proposed models, SAFE-MEME-QA and SAFE-MEME-H.
Note – I: image, T: text, ZS: zero-shot, FT: full fine-tuned, P: precision, R: recall, F: F1 score and ∆‡−−†:
The difference in scores between the best performing proposed model, SAFE-MEME-QA (M7), and the best
baseline, T5-large (FT).

Models Explicit Hate Implicit-Hate Benign Macro

P R F P R F P R F P R F

T5-large (FT)† 0.625 0.672 0.648 0.44 0.602 0.509 0.824 0.45 0.58 0.63 0.574 0.579

CLIP (ZS) 0.372 0.171 0.235 0.344 0.495 0.406 0.311 0.338 0.324 0.342 0.335 0.321
CLIP (FT) 0.468 0.469 0.469 0.299 0.105 0.155 0.350 0.316 0.332 0.326 0.333 0.302

SAFE-MEME-QA (M7)‡ 0.689 0.535 0.602 0.526 0.474 0.499 0.664 0.88 0.757 0.626 0.63 0.619
SAFE-MEME-H (M11) 0.543 0.398 0.459 0.518 0.461 0.488 0.578 0.522 0.548 0.546 0.460 0.498

∆‡−−† ↑ 6.4% ↓ 13.7% ↓ 4.6% ↑ 8.6% ↓ 12.8% ↓ 1% ↓ 16% ↑ 43% ↑ 17.7% ↓ 0.4% ↑ 5.6% ↑ 4%

(FT) by 18.8% in terms of F1 score. Considering CLIP (FT)’s performance, M11 lags by a small
margin of 1%. For the case of implicit hate-based test cases, T5-large (FT) can achieve an F1 score
of 0.509, while CLIP (ZS) scores 0.406. The proposed variant M7 from SAFE-MEME-QA achieves
an F1 score of 0.499 and M11 of SAFE-MEME-H scores 0.488. M11 lags behind T5-large (FT) by
2.1% while gains 8.2% against CLIP (ZS). For test cases with the benign category, the T5-large
(FT) score was 0.579, and the CLIP (ZS) score was 0.321. M7, with an F1-score of 0.757, is
ahead of T5-large (FT) and CLIP (ZS) by 17.8% and 41.5%, respectively. While M11 lags behind
of T5-large (FT) by 3.1% but achieves a lead of 20.6% against CLIP (ZS), respectively.

Discussion. Among various implementations of SAFE-MEME-QA and SAFE-MEME-H, only the
M7 variant demonstrates superior performance compared to the selected baseline models on
MHS-Conİn contrast, M11, the variant of SAFE-MEME-H outperforms the multimodal baseline,
highlighting their limited comparative advantage in this setup. There are two key observations
to consider. First, M7 exhibits performance comparable to M11 when evaluated on dataset MHS.
However, under a rigorous stress test using dataset MHS-Con M7 significantly outperforms M11.
These findings strongly indicate that M7 has superior generalizability to M11, highlighting its
robustness. Secondly, it is interesting that T5-large (FT), a text-only baseline, outperforms M11,
highlighting the significant scope of improvement for multimodal integration in hierarchical setup
while performing complex reasoning.

6.3 Ablation Results: Insights from Intra-Variant Performance

On MHS. As shown in Table 6, the M7 variant of SAFE-MEME-QA outperforms other variants. It
scores 0.494, 0.571, and 0.554 in explicit, implicit, and benign categories, respectively. In explicit
hate, M7 has a minimmum lead of 2.2% (against M1 and M6) and a maximum lead of 5.9%
(against M0). Similarly, for implicit hate, M7 has a minimum lead of 3.9% (against M2) and a
maximum lead of 12.3% (against M6). A slightly different scenario is observed in the benign
category, with M3 achieving the highest score of 0.557. However, M7 exhibits only a minimal
lag of 0.3%. In the overall assessment, M7 scores 0.539, which creates a minimum lead of 4.7%
(against M6) and a maximum lead of 11.4% (against M0).

Among the variants of SAFE-MEME-H, M11 with an F1 score of 0.546 outperforms others.
Interestingly, M11 demonstrates performance that is either superior to or comparable with its fully
fine-tuned counterpart, M10. For example, in the explicit hate category, M11 scores 0.587 while
M10, M12, and M13 are able to score 0.494, 0.53 and 0.531; M11 is ahead of M10 by 9.3%. For
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Table 6
Ablation Study: It compares the performance of different variations and components of SAFE-MEME-QA and
svariant on MHS (P: precision, R: recall and F: F1 score).

Model Variant Explicit Hate Implicit-Hate Benign Macro

P R F P R F P R F P R F

SA
FE

-M
EM

E-
QA

M0 0.316 0.696 0.435 0.492 0.536 0.513 0.615 0.222 0.329 0.474 0.485 0.425
M1 0.343 0.759 0.472 0.544 0.428 0.479 0.599 0.404 0.482 0.495 0.53 0.478
M2 0.356 0.692 0.470 0.53 0.535 0.532 0.629 0.349 0.449 0.505 0.525 0.488
M3 0.387 0.581 0.465 0.537 0.388 0.451 0.542 0.573 0.557 0.489 0.514 0.491
M4 0.391 0.581 0.467 0.535 0.388 0.450 0.541 0.573 0.556 0.489 0.514 0.490
M5 0.390 0.589 0.469 0.538 0.383 0.447 0.541 0.575 0.557 0.490 0.515 0.491
M6 0.391 0.595 0.472 0.540 0.382 0.448 0.539 0.573 0.555 0.49 0.517 0.492
M7 0.391 0.669 0.494 0.58 0.554 0.571 0.65 0.483 0.554 0.543 0.569 0.539

SA
FE

-M
EM

E-
H

M8 0.425 0.689 0.525 0.813 0.419 0.552 0.554 0.264 0.358 0.597 0.457 0.478
M9 0.378 0.264 0.37 0.714 0.678 0.696 0.519 0.206 0.295 0.537 0.382 0.433

M10 0.450 0.547 0.494 0.784 0.536 0.636 0.332 0.401 0.363 0.522 0.495 0.497
M11 0.588 0.594 0.587 0.784 0.536 0.636 0.589 0.323 0.417 0.653 0.485 0.546
M12 0.489 0.581 0.530 0.799 0.527 0.635 0.566 0.341 0.426 0.617 0.483 0.530
M13 0.426 0.703 0.531 0.818 0.419 0.554 0.568 0.267 0.364 0.603 0.462 0.482

the implicit hate category, M9 performs superior to others with an F1 score of 0.696. M9 is ahead
of M10 and M11 by 6% each as they have the same score of 0.636. For the benign category, while
M12 achieves the highest score of 0.426, M10 and M11 trail by a margin of 6.3% and 0.9% with
a score of 0.363 and 0.417; notice that M11 demonstrates a 5.4% improvement over M10.

On MHS-Con. Here, we discuss the intra-variant performance corresponding to SAFE-MEME-QA
and SAFE-MEME-H on MHS-ConȦmong the variants of SAFE-MEME-QA, the performance metrics
for models M1, M3, and M7 are analyzed. Across all three categories, M7 demonstrates superior
performance compared to M1 and M3. Specifically, for the explicit hate category, M1 and M3
achieve scores of 0.553 and 0.513, respectively, while M7 attains a higher score of 0.602. In
the implicit hate category, M1 and M3 show comparable performance with scores of 0.412 and
0.411, respectively, whereas M7 outperforms them with a score of 0.499. For the benign category,
M7 achieves a score of 0.757, surpassing the scores of M1 and M3, which are 0.685 and 0.604,
respectively. Overall, M7 surpasses M1 and M3 by margins of 5.64% and 11%, respectively.

In the case of MHS it is observed that M11 outperforms its counterpart that uses full fine-
tuning of T5-base, M10. Similar trends are evident in the case of MHS-ConṀ11 demonstrates
superior performance compared to M10 across all categories except for explicit hate. In the
explicit hate category, M11 can achieve a score of 0.459, whereas M10 attains 0.572. Conversely,
in other categories (implicit and benign), M11 attains scores of 0.488 and 0.548, respectively,
outperforming M10, which scores 0.44 and 0.36, respectively. Regarding overall assessment, i.e.,
macro F1, M10 lags by 4.1%. M13 also demonstrates a 2.8% performance improvement over its
fully fine-tuned counterpart, M12.

7. Qualitative Analysis

Here, we investigate the key factors characterising the multimodal hate speech detection
performance of the proposed model, SAFE-MEME, for both variants.

19



Computational Linguistics Volume 1, Number 1

Q: Does the provided context contain any hate?

A: No. But the context mocks the women in general. 

Q: Who is the target?

A: The woman with dark hair.

Q: What is the reason for being targeted?

A: Misogyny. 

Q: Is there any explicit expression of hate in the context?

A: No. But the context calls the woman a 'Dishwasher'. 

Q: What is the significance of the term 'Dishwasher'?

A: It implies that the woman is about to get a big load of laundry. 

Yes, the context has used 'dishwasher' to insult the woman.

Q: What kind of hate is expressed here?

A: Implicit hate Original label: Implicit hate

Figure 9
Outcomes of SAFE-MEME-QA for the high representation content target categories. Text in blue indicates
important contextual information generated by the model.

Qualitative Analysis for SAFE-MEME-QA. For SAFE-MEME-QA, the primary functionality constitutes
the identification of a series of relevant questions, Yquery, followed by the generation of
an appropriate response for each of them, which results in Yanswer in an iterative fashion.
Consequently, we consider these stages, i.e., ‘Relevant Question Generation’ and ‘Response
Generation’ for qualitative assessment. We notice that the distribution of target category-specific
hate is not uniform in the MHS dataset (c.f. Figure 4). On the one hand, hate related to ‘Islam’
or ‘women’ dominates the distribution, while hate content on topics such as ‘immigration’ or
‘Hinduism’ has low representation. This is observed to constrain the generalization capacity of
SAFE-MEME-QA. Therefore, factors like the distribution of hate categories in MHS play a prominent
role in our qualitative assessment of SAFE-MEME-QA.

We focus on finding how precise the generated questions and their corresponding answers are
w.r.t. a given input meme For this study, test cases are selected corresponding to each of the high,
medium, and low representation categories in MHS. This approach ensures a balanced observation
across the distribution spectrum of target categories. Figure 9 represents an outcome generated
by SAFE-MEME-QA. Notably, it pertains to the category, women, having high representation within
the training corpus. The context for this case involves a scenario where metaphorically, a woman
is referred to as a dishwasher. To accurately interpret this context, it is essential to identify the
intended target group and analyze the symbolic or conceptual relationship between the role of a
dishwasher and its association with women through the lens of sarcasm. SAFE-MEME-QA attempts
to unpack the underlying connotations and sociocultural implications. Also, note that the example
has no explicitly visible cues of hate, adding another layer of computational complexity. In the
initial stage, the model asserts that while the context does not contain explicit expressions of hate,
it does include a reference to mockery directed toward the woman. Subsequently, upon inquiry, it
is revealed that the woman has been specifically targeted, and a misogynistic intent is likely the
underlying reason. SAFE-MEME-QA also emphasizes the term dishwasher in terms of it’s role and
impact within the given context. Finally, the required label is generated as part of a contextual
question-answering which can be extracted using a regular expression.

Figure 10 represents an outcome generated by SAFE-MEME-QA for the Jews, the target group
that falls under the medium representation category. It consists of two components: the first
portrays a woman with nail polish, while the second depicts Adolf Hitler and implicitly refers
to Polish citizens. The example consists of multiple ambiguous points that must be answered
to extract the true meaning of the context. Here, three entities are identified: a woman, Adolf
Hitler and the Polish citizens. The primary target audience consists of Polish citizens subjected to
mockery through ambiguous wordplay and puns. The analysis highlights the dual usage of the
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Q: Does the provided context contain any hate?

A: Yes, the statement says Adolf Hitler has been criticized for removing polish with chemicals. 

The woman did the same but got excused. 

Q: Who is the target?

A: The Jews. 

Q: What is the reason for being targeted?

A: For an antisemitic mindset.

Q: Is there any explicit expression of hate?

A: No, but statement says Adolf Hitler has been criticized for removing polish with chemicals. 

The woman did the same but got excused. 

Q: What is the relation between removing polish with respect to the woman and Adolf Hitler?

A: The term polish in context of the woman is a nail polish but in context of Adolf Hitler it 

signifies the Jews, People of Poland. 

Q: What kind of hate is expressed here?

A: Implicit hateOriginal label: Implicit hate

Figure 10
Outcomes of SAFE-MEME-QA for the medium representation content target categories. Text in blue indicates
important contextual information generated by the model.

Q: Does the provided context contain any hate?

A: Yes. The statement explicitly claims that Mexicans are all the 

thieves and rapists; they should be kept out of USA. 

Q: Who is the target?

A: Mexicans 

Q: What is the reason for being targeted?

A: For being a Mexican. 

Q: Is there any visibility of explicit hate in the context?

A: Yes. The statement explicitly accuses the Mexicans of all the 

theft and rape and claims that they should be kept out of USA. 

Q: What kind of hate is expressed here?

A: Explicit hateOriginal label: Explicit hate

Figure 11
Outcomes of SAFE-MEME-QA for the low representation content target categories. Text in blue indicates
important contextual information generated by the model.

term ‘polish’: as a cosmetic product in the context of the woman (nail polish) and as a reference
to Polish citizens in the context of Adolf Hitler. The target group is revealed to be the Jewish
community, reflecting antisemitic sentiment. This instance is classified as implicit hate due to the
absence of explicit hate cues.

Figure 11 represents an outcome generated by SAFE-MEME-QA for the Immigrant target
group in the low-representation category. The provided instance features an image of Donald
Trump, accompanied by overlaid text that makes accusations against Mexicans, attributing various
criminal activities to them. It is first essential to identify the target group and examine the claims
made, which are effectively predicted by SAFE-MEME-QA to uncover the context’s underlying
meaning. Finally, the instance is declared as exhibiting explicit hate due to the presence of explicit
accusations.

Despite the noticeable output quality, SAFE-MEME-QA demonstrates a critical limitation:
irrespective of the underlying hate-target category distribution, it suffers from hallucination.
Although the impact is minimal for the categories with higher representation, we notice unrelated
information in the outputs. Unfortunately, in low-representation scenarios, the prominence of
irrelevant insights ends up altering the essence of the context.

Qualitative analysis for SAFE-MEME-H. The primary objective of SAFE-MEME-H is to generate a
detailed visual description followed by a hierarchical classification. Figure 12 illustrates three
cases – explicit, implicit, and benign. Figure 12(a) illustrates an instance of explicit expression
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(b)

Text: How come blacks have white 

teeth? Isn't it unnatural?

Predicted general description:  A 
black, African-American man 

wearing a suit and tie is smiling and 

looking at the camera.

Gold label: Implicit hate

Predicted label: Implicit hate

(a)

Text: A moving black? Our favorite 
shooting targets.

Predicted general description: 

A man is standing in front of a gun, 

holding it up. He is wearing a black 

jacket and is holding it in his hands.
Gold label: Explicit hate

Predicted label: Explicit hate

(c)

Text: A heartfelt moment of 

friendship and support.

Predicted general description: A 
white, Caucasian, white man is 

standing in front of a wall, wearing a 

black shirt.

Gold label: Benign

Predicted label: Benign

Figure 12
An illustration of predictions of M11 from SAFE-MEME-H for all categories of hatefulness – (a) explicit, (b)
implicit and (c) benign. The text in blue indicates a correct, important visual aspect of the corresponding
entity.

of hate in which the people of the African-American community have been targeted. Also, the
visual description accurately notes that an individual wearing a black shirt is depicted holding a
firearm. It results in correct label prediction. Figure 12(b) serves as an example where no explicit
expressions or hints of hate are found. Still, the context implicitly directs the sarcastic remarks
toward the individuals of the African-American community based on their skin colour. The model
can correctly describe the visual attributes of the individual, along with correct label prediction.
Similar phenomena can be observed in Figure 12(c), where the model correctly identifies the
individuals as “white” and “caucasian.”

8. Error Analysis

This section analyses the errors produced by both variants of SAFE-MEME, revealing patterns
influenced by categorical and corresponding lexical distribution in the dataset.

Error Analysis of SAFE-MEME-QA. Figure 13 illustrates a case where SAFE-MEME-QA, despite
attempting to retain context, fails in reasoning, incorrectly associating hate towards the African-
American community with the Nazi regime. Initially, SAFE-MEME-QA accurately recognizes that
the context explicitly advocates for violent actions against the Nazi regime. In the subsequent
turn, the text explicitly identifies African-Americans as the targeted group, as likely triggered by
the use of the racial slur ‘niggers’, which is historically associated with individuals of African
descent. In the next step, it accurately represents that individuals affiliated with the Nazi regime
are systematically targeted as a consequence of their expressed sympathy and overt support for
the regime’s ideologies and actions, yet, claims that the allegations are against the Jewish people.
In the MHS dataset, there are no instances in which the Nazi regime is portrayed as the victim
within the context. This absence may contribute to the observed confusion. Finally, the final label
is incorrectly predicted as explicit hate due to unreliable underlying reasoning.

Figure 14 further exemplifies the sensitivity of SAFE-MEME-QA to the phrases associated
with a target group. In this instance, SAFE-MEME-QA labels African-Americans and Jews as the
target group while African-Americans are portrayed as victims. The terms, ‘Jew’ and ‘Negro’ are
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Q: Does the provided context contain any hate?

A: Yes, the context urges to punch the Nazi regime. 

Q: Who is the target?

A: The black people of African-American community 

Q: What is the reason for being targeted?

A: For being a Nazi. 

Q: Is there any explicit hate mentioned in the context?

A: No. Although the statement has a few allegations against Jews. 

Q: What are the allegations against Gavin in the context?

A: The context implies that Garvin is racist and hurtful. 

Q: What kind of hate is expressed here?

A: Explicit hateOriginal label: Implicit hate 

Figure 13
An illustration of error in classification by SAFE-MEME-QA. In the given context, SAFE-MEME-QA correctly
identifies explicit advocacy for violent actions against the Nazi regime, followed by an incorrect recognition
of African-Americans as the targeted group and a conflicting claim that the allegations are directed toward
Jewish people. This error is likely triggered by the historical association of the racial slurs for individuals of
African descent.

Q: Does the provided context contain any hate?

A: Yes. 

Q: Who is the target?

A: African-Americans, Jews 

Q: What is the reason for being targeted?
A: For being a African-American person. 

Q: Is there any explicit hate is visible in the context?

A: Yes. The phrase "go into China town, you don't see negro stores. 

go into jew town, you don't see negro stores. but come up here in 

black town and every kind of store is here but yours." is an explicit 
expression of hate. 

Q: What kind of hate is expressed here?

A: Explicit hate

Gold label: Implicit hate 

Figure 14
An illustration of error in classification by SAFE-MEME-QA. In this scenario, SAFE-MEME-QA identifies
African Americans and Jews as the target groups, with African Americans depicted as victims. The slangs
that highly correlate with the Jewish community and the African-American community misled
SAFE-MEME-QA, leading it to classify these groups as targets incorrectly.

associated with specific marginalized groups – the Jewish community and African Americans,
respectively. This association misguides the model SAFE-MEME-QA, causing it to consider the Jews
and African Americans as targets erroneously.

Error Analysis of SAFE-MEME-H. Figure 15 presents an analysis of error cases attributed
to SAFE-MEME-H. Figure 15(a) highlights a meme explicitly targeting the African-American
community with accusations of violence, while Figure 15(b) shows content implicitly aiming
to humiliate the Islamic community. In both instances, SAFE-MEME-H fails to identify the hate
category, leading to misclassification. Upon closer analysis, it seems that in the case of the Black
community, SAFE-MEME-H attempts to assign the label ‘implicit hate’, whereas, for hate targeting
Islam, it predominantly attempts to assign the label ‘explicit hate’; one reason could be the
underlying training instances of MHS where the number of instances associated with Islam exhibits
a higher prevalence of explicit hate compared to implicit hate. In contrast, the opposite trend is
observed for the Black community. A similar phenomenon is observed in Figure 15(c), where
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(a)

Text: Time to hire a nigga to lynch another mad nigga.

Predicted general description:

A black, African-American man with a beard and mustache is standing in front of a wall.

Gold label: Explicit hate

Predicted label: Implicit hate

(b)

Text: One Musilm in grave = One less bomber.

Predicted general description:

The image features a man wearing a black shirt and a black tank top, standing in front 

of a large crowd of people. He is pointing his finger at the crowd, possibly to distract or 

distract the person.

Gold label: Implicit hate

Predicted label: Explicit hate

(c)

Text: Remembering Anne Frank and her story, a symbol of hope during difficult times.

Predicted general description:

The image features a woman wearing a white hat and a white robe, standing in front of 

a wall. She is posing for a picture, possibly posing for a photo or a video.

Gold label: Benign

Predicted label: Hateful

Figure 15
An illustration of error cases in classification by SAFE-MEME-H. Subfigures (a) and (b) show that content
targeting African Americans (more frequently represented within the implicit hate category) and Islamic
communities (predominantly associated with the explicit hate category) is mislabeled due to differing
distributions of explicit and implicit hate in the MHS dataset. Subfigure (c) demonstrates a similar error for
non-hateful content about Anne Frank, attributed to its frequent association with explicit and implicit
instances in MHS.

the non-hateful content related to Anne Frank is misclassified. This misprediction arises due
to the higher occurrence of Anne Frank-related content in MHS under both explicit and implicit
categories, leading SAFE-MEME-H to incorrectly label it as hateful.

9. Conclusion

We introduced two datasets, MHS and MHS-Con, to benchmark fine-grained hate speech detection
in high-quality memes and stress-test the robustness of competing methods. Our proposed
model, SAFE-MEME, leverages a novel multimodal CoT-based framework with two modules
implementing structured reasoning: a Q&A-style reasoning module (SAFE-MEME-QA) that balances
performance across datasets and is hence more generalizable and a hierarchical categorization
module (SAFE-MEME-H) optimized for MHS. Both approaches, however, seem to reflect training
bias arising from the uneven co-occurrence distribution of the targeted entities. Future research
can address the limitations highlighted in this study by expanding and diversifying the dataset to
include a broader range of hate categories, involving annotators from varied backgrounds, and
improving the model through modular context infusion and integrating external knowledge sources.
Furthermore, future efforts could explore more advanced reasoning techniques to disentangle
hateful nuances while accounting for the characteristics of the training corpus.

10. Ethics Statement

Unintended harm. We acknowledge that conducting research in this area may incur ethical and
moral challenges. This research represents preliminary research work in the direction of unveiling
the context of a meme and the reason for it. It is also acknowledged that the underlying algorithms
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designed for SAFE-MEME may generate questions or statements that may elicit discomfort for
certain users, failing to convey the intended information accurately.

Annotation. The annotation process was carried out by domain experts and linguists in the age
group between 21 and 35 in India, who received fair treatment and appropriate compensation
proportional to their work. We organized multiple sessions to discuss and ensure that all annotators
had the proper understanding of the task.

Biases. The potential biases in the dataset are unintentional, and we do not aim to harm any group
or individual. We recognize that the definition of explicit and implicit hate is inherently subjective,
causing it to be an unavoidable subject of debate. Due to the non-uniform distribution of hate
categories, bias may exist within our gold-labelled data or the distribution of labels.

Potential for Misuse. Both of our datasets have the potential to be misused for harmful purposes,
including the biased targeting of individuals, communities, or organizations. Human moderation
interventions are necessary to prevent such misuse.

Intended Use. We utilize both datasets exclusively for research purposes in our work. This
principle applies equally to its future usages as well. The dataset is provided solely for research
purposes and does not include a license for commercial use. We believe it can be a valuable
resource if used appropriately.

Impact on the Environment. It has been reported that any large-scale model requires significant
computational resources, which have implications for the environment regarding global warm-
ing (Strubell, Ganesh, and McCallum 2020). In this research work, we do not train our proposed
model SAFE-MEME from scratch; instead, we perform fine-tuning on MHS.
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