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Recent advances in data collection technology, accompanied by the ever-rising volume and velocity of streaming data, underscore the
vital need for time series analytics. In this regard, time-series anomaly detection has been an important activity, entailing various
applications in fields such as cyber security, financial markets, law enforcement, and health care. While traditional literature on
anomaly detection is centered on statistical measures, the increasing number of machine learning algorithms in recent years call for a
structured, general characterization of the research methods for time-series anomaly detection. This survey groups and summarizes
anomaly detection existing solutions under a process-centric taxonomy in the time series context. In addition to giving an original
categorization of anomaly detection methods, we also perform a meta-analysis of the literature and outline general trends in time-series
anomaly detection research.

ACM Reference Format:
Paul Boniol, Qinghua Liu, Mingyi Huang, Themis Palpanas, and John Paparrizos. 2024. Dive into Time-Series Anomaly Detection: A
Decade Review. In Proceedings of Make sure to enter the correct conference title from your rights confirmation emai (Conference acronym

’XX). ACM, New York, NY, USA, 51 pages. https://doi.org/XXXXXXX.XXXXXXX

1 Introduction

A wide range of cost-effective sensing, networking, storage, and processing solutions enable the collection of enormous
amounts of measurements over time [109–111, 122, 137, 138, 141, 143, 179, 181, 186]. Recording these measurements
results in an ordered sequence of real-valued data points commonly referred to as time series. More generic terms, such
as data series or data sequences, have also been used to refer to cases where the ordering of data relies on a dimension
other than time (e.g., the angle in data from astronomy, the mass in data from spectrometry, or the position in data
from biology) [176]. Analytical tasks over time series data are necessary virtually in every scientific discipline and
their corresponding industries [14, 61, 62, 78, 161, 182, 190–192, 201], including in astronomy [4, 102, 245], biology
[11–13, 64], economics [36, 74, 148, 155, 213, 221, 240], energy sciences [6, 9, 158], engineering [112, 162, 203, 243, 248],
environmental sciences [77, 84, 100, 101, 164, 207, 247], medicine [57, 199, 206], neuroscience [21, 119], and social
sciences [36, 160]. The analysis of time series has become increasingly prevalent for understanding a multitude of
natural or human-made processes [187, 188]. Unfortunately, inherent complexities in the data generation of these
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2 Paparrizos et al.

processes, combined with imperfections in the measurement systems as well as interactions with malicious actors,
often result in abnormal phenomena. Such abnormal events appear subsequently in the collected data as anomalies.
Considering that the volume of the produced time series will continue to rise due to the explosion of Internet-of-Things
(IoT) applications [75, 105, 151], an abundance of anomalies is expected in time series collections.

The detection of anomalies in time series has received ample academic and industrial attention for over six decades
[1, 27–30, 32, 39, 69, 121, 142, 159, 165, 175, 180, 185, 235, 239]. With the term anomalies we refer to data points or
groups of data points that do not conform to some notion of normality or an expected behavior based on previously
observed data [16, 45, 80, 91, 107]. In the literature, alternative terms such as outliers, novelties, exceptions, peculiarities,
aberrations, deviants, or discords often appear to describe the occurrences of such rare, unusual, often hard-to-explain
anomalous patterns [2, 40, 65]. Depending on the application, anomalies can constitute [2]: (i) noise or erroneous data,
which hinders the data analysis; or (ii) actual data of interest. In the former case, the anomalies are unwanted data that
are removed or corrected. In the latter case, the anomalies may identify meaningful events, such as failures or changes
in behavior, which are the basis for subsequent analysis.

Regardless of the purpose of the time series and the semantic meaning of anomalies, anomaly detection describes the
process of analyzing a time series for identifying unusual patterns, which is a challenging task because many types of
anomalies exist. They appear in different sizes and shapes. According to Foorthuis [68], research on general-purpose
anomaly detection dates back to 1777, where Bernoulli’s work seems to be the first addressing issues of accepting or
rejecting extreme cases of observations [19]. Robust theory in that area was developed during the 1800s (e.g., method of
least squares in 1805 [225]) [63, 76, 83, 198, 230] and 1900s [60, 85, 106, 197, 212] but it was not until the 1950s when
the first works focused specifically in time series data [175]. In 1972, Fox conducted one of the first studies to examine
anomalous behaviors across time and defined two types of anomalies: (i) an anomaly affecting a single observation; and
(ii) an anomaly affecting an observation and subsequent observations [69]. In 1988, Tsay extended these definitions into
four types for univariate time series [239] and subsequently for multivariate time series [241]. In the same time frame,
the first few approaches appear for detecting anomalies in time series, with a focus on utilizing statistical tests such as
the Likelihood-ratio test [48, 242]

Since then, a large number of works have appeared in this area, which continues to expand at a rapid pace. Additionally,
numerous surveys have been published to provide an overview of the current advancements in this field [22, 33, 43, 46,
47, 54, 56, 86, 99]. Unfortunately, the majority of the surveys focus on general-purpose anomaly detection methods and
only a portion of them briefly review methods for time-series anomaly detection. Even though traditional anomaly
detection methods may treat time series as any other high-dimensional vector and attempt to detect anomalies, our focus
is on approaches that are specifically designed to consider characteristics of time series. To illustrate the importance of
this point, in Figure 1, we present three examples of anomalies in time series applications where the temporal ordering
and the collective consideration of points enable the detection of anomalies. For example, in 1(a), considering each
point in isolation cannot reveal the underlying anomaly in data.

Therefore, time-ordering features are important to be considered in the anomaly detection pipeline. Depending on
the research community, multiple solutions have been proposed to tackle the above-mentioned challenge. For example,
a group of methods proposed in the literature will propose a transformation step that converts time information into a
relevant vector space and then apply traditional outlier detection techniques. In addition, other groups of methods will
consider distances (or similarity measures dedicated to time series) to identify unusual time series or subsequences.
Then, methods proposed in the deep learning community will benefit from specific architectures that embed time
information (such as recurrent neural networks or convolutional-based approaches).
Manuscript submitted to ACM
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Fig. 1. Examples of different time series applications and types of anomalies.

Unfortunately, these areas remain mostly disconnected, using different datasets, baselines, and evaluation measures.
New algorithms are evaluated only against non-representative subsets of approaches and it is virtually impossible
to find the best state-of-the-art approach for a concrete use case. To remedy this issue, this survey presents a novel,
comprehensive, process-centric taxonomy for the multiple detection methods in each category. We collected a compre-
hensive range of algorithms in the literature and grouped them into families of algorithms with similar approaches. In
addition, to identify research trends, we also provide statistics on the type and area of proposed approaches over time.

Then, we also list existing benchmarks that can be used as a common ground on which new proposed methods
(regardless of the community) should be evaluated. Finally, we enumerate existing evaluation measures usually used to
evaluate anomaly detection methods while discussing their limitation and benefits when applied to the specific case of
time series.

2 Time-Series Anomaly Detection Overview

In this section, we discuss the problem formulation for time-series anomaly detection algorithms and motivate our
process-centric taxonomy.

Manuscript submitted to ACM
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2.1 On the Definition of Anomalies in Time Series

Attesting to the challenging nature of the problem at hand, we observe that there does not exist a single, universal,
precise definition of anomalies or outliers. Traditionally, anomalies are observations that deviate considerably from the
majority of other samples in a distribution. The anomalous points raise suspicions that a mechanism different from
those of the other data generated the specific observation. Such a mechanism usually represents either an erroneous
data measurement procedure or an unusual event.

In cases of errors in the data measurement procedure, the anomalous observations are marked as “noise" – unwanted
data that are not attractive to the analyst and should be removed in the data cleaning process. Many pieces of literature
have been dedicated to this type of problem, particularly in the sensor setting, where the main objective is to eliminate
transmission error and render accurate predictions. In time-series anomaly detection, however, recent literature begins
to center on detecting anomalous events, which indicate “novelty" – unusual but interesting phenomena that originate
from an inherent variability in the domain of the data. A natural example of this type of problem is fraud detection for
credit information, where the principal aim is to detect and analyze the fraud itself.

The detection of these two types of anomalies (anomalies and outliers can be used interchangeably) can be achieved
via expert knowledge. By knowing exactly how the system works, the experts can set the parameter to fit a distribution
of values that represent the healthy functioning state. Anomalies are then detected by marking points of more than
three standard deviations away from the mean of data distribution estimated by the experts. To validate the detection
process, we also need to perform extensive tests to test the distribution (and its parameters) against the dataset.

Nevertheless, in several real-world problems, we do not know precisely the data distribution that has generated a set
of points (and all the different artifacts that played a role). Besides, the data distributions that we encounter in practice,
are almost always rather complex and very hard to identify or approximate effectively. Consequently, defining and
identifying anomalies using their distance from a mean value defined by experts is sometimes hardly practical.

Despite the challenge of estimating distribution parameters by experts, recent developments in computational power
have liberated us from an alternative approach to analyzing data distribution from the data itself. Using a variety of
learning methods, researchers may apply computer algorithms to analyze raw data, estimate a fair distribution, and
detect anomalies without expert knowledge. Even though being strongly dependent on the quality and the context of
the datasets, these methods seem to show strong results in achieving relatively complex tasks. In this paper, we focus
on this type of method.

2.2 Types of Anomalies in Time Series

There is a further complication in time-series anomaly detection. Due to the temporality of the data, anomalies can
occur in the form of a single value or collectively in the form of sub-sequences. In the specific context of point, we are
interested in finding points that are far from the usual distribution of values that correspond to healthy states. In the
specific context of sequences, we are interested in identifying anomalous sub-sequences, which are usually not outliers
but exhibit rare and, hence, anomalous patterns. In real-world applications, such a distinction between points and
sub-sequences becomes crucial because even though individual points might seem normal against their neighboring
points, the shape generated by the sequence of these points may be anomalous.

Formally, we define three types of time series anomalies: point, contextual, and collective anomalies. Point anomalies
refer to data points that deviate remarkably from the rest of the data. Figure 2(a) depicts a synthetic time series with a
point anomaly: the value of the anomaly is outside the expected range of normal values. Contextual anomalies refer to
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Fig. 2. Synthetic illustration of the three time series anomaly types: (a) point; (b) contextual; and (c) collective anomalies.

data points within the expected range of the distribution (in contrast to point anomalies) but deviate from the expected
data distribution, given a specific context (e.g., a window). Figure 2(b) illustrates a time series with a contextual anomaly:
the anomaly is within the usual range of values (left distribution plot of Figure 2(b)) but outside the normal range
of values for a local window (right distribution plot of Figure 2(b)). Collective anomalies refer to sequences of points
that do not repeat a typical (previously observed) pattern. Figure 2(c) depicts a synthetic collective anomaly. The first
two categories, namely, point and contextual anomalies, are referred to as point-based anomalies. whereas, collective
anomalies are referred to as sequence-based anomalies.

As an additional note, there is another case of sub-sequence anomaly detection referred to as whole-sequence
detection, relative to the point detection. In this case, the period of the sub-sequence is that of the entire time series,
and the entire time series is evaluated for anomaly detection as a whole. This is typically the case in the sensor cleaning
environment where researchers are interested in finding an abnormal sensor among all the functioning sensors.

2.3 Univariate versus Multivariate

Another characteristic of time-series anomaly detection algorithms comes from the dimensionality of the data. Univariate
time series consists of an ordered sequence of real values on a single dimension, and the anomalies are detected based
on one single feature. In this case, as illustrated in Figure 3(b.1), a subsequence can be represented as a vector. On the
other hand, Multivariate time series is either a set of ordered sequences of real values (with each ordered sequence
having the same length) or an ordered sequence of vectors composed of real values. In this specific case, as illustrated
in Figure 3(b.2), a subsequence is a matrix in which each line corresponds to a subsequence of one single dimension.
Instances of anomalies are detected according to multiple features, where values of one feature, when singled out, may
look normal despite the abnormality of the sequence as a whole.

2.4 Unsupervised, Semi-supervised versus Supervised

This task can be divided into three distinct cases: (i) experts do not have information on what anomalies to detect;
(ii) experts only have information on the expected normal behaviors; (iii) experts have precise examples of which
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Fig. 3. Synthetic example comparing anomalies in univariate and multivariate time series for (a) a point outlier and (b) a sequence
outlier.

anomalies they have to detect (and have a collection of known anomalies). This gives rise to the distinction among (i)
unsupervised, (ii) semi-supervised, and (iii) supervised methods.

Unsupervised: In case (i), one can decide to adopt a fully unsupervised method. These methods have the benefit of
working without the need for a large collection of known anomalies and can detect unknown abnormal behavior
automatically. Such methods can be used either to monitor the health state or to mine the historical time series of a
system (to build a collection of abnormal behaviors that can then be used on a supervised framework).

Semi-supervised: In case (ii), methods can learn to detect anomalies based on annotated examples of normal sequences
provided by the experts. This is the classical case for most of the anomaly detection methods in the literature. One
should note that this category is often defined as Unsupervised. However, we consider it unfair to group such methods
with the category mentioned above, knowing that they require much more prior knowledge than the previous one.

Supervised: While in case (i) and (ii) anomalies were considered unknown, in case (iii), we consider that the experts
know precisely, what type of pattern(s) they want to detect, and that a collection of time series with labeled anomalies
is available. In that case, we have a database of anomalies at our disposal. In a supervised setting, one may be interested
in predicting the abnormal sub-sequence by its prior sub-sequences. Such sub-sequences can be called precursors of
anomalies.

2.5 Anomaly Detection Pipelines

Upon summarizing the various different algorithms on different domains, we realized a common pipeline for time-series
anomaly detection algorithms. The pipeline consists of four parts: data pre-processing, detection method, scoring, and
post-processing. Figure 4 illustrates the process. The decomposition of the general anomaly detection process into small
steps of a pipeline is beneficial for comparing different algorithms on various dimensions. Understanding of algorithms’
function in the pre-processing step helps interpret its treatment of time series data specifically.
Manuscript submitted to ACM
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The data processing step represents how the anomaly detection method processes the time series data at the initial step.
We have noticed all the anomaly detection models are somehow based on a windowed approach initially - converting
the time series data into a matrix with rows of sliding window slices of the original time series. The pre-processing
step consists of the additional processing procedure besides the window transformation, which varies from statistical
feature extraction to fitting a machine learning model and building a neural network.

After the data is processed, different detection methods are implemented on the dataset, which might be simply
calculating distances among the processed sub-sequences, fitting a classification hyper-plane, or using the processed
model to generate new sub-sequences and comparing them with original sub-sequences. The detection methods are
usually traditional outlier detection methods for vector data.

Then, during the scoring process, the results derived in the detection methods will be converted to an anomaly score
that assesses the abnormality of individual sub-sequences by a real value (such as a probability of being an anomaly).
The scores will be further used to infer the score of the individual point. The resulting score is a time series of the same
length as the initial time series.

Lastly, during the post-processing step, the anomaly score time series is processed to extract the anomalous points or
intervals. Usually, a threshold value will be determined, where the points with anomaly scores surpassing the threshold
will be marked as the anomaly.

This categorization of time-series anomaly detection pipelines inspires our process-centric taxonomy of the detection
methods, which will be discussed thoroughly in the next section.

3 Anomaly Detection Taxonomy

In this section, we describe our proposed process-centric taxonomy of the detection methods. We divide methods
into three categories: (i) distance-based, (ii) density-based, and (iii) prediction-based. The first family contains methods
that focus on the analysis of sub-sequences for the purpose of detecting anomalies in time series, mainly by utilizing
distances to a given model. Second, instead of measuring nearest-neighbor distances, density-based methods focus on
detecting globally normal or isolated behaviors. Third, prediction-based methods aim to train a model (on anomaly-free
time series or with very few anomalies) to reconstruct the normal data or predict the future expected normal points.
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Time series anomaly detection methods
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Fig. 5. Process-centric anomaly detection taxonomy.

In the following sections, we break down each category into process-centric subcategories. Figure 5 illustrates our
proposed process-centric taxonomy.

Note that the second-level categorization is not mutually exclusive. A model might compress the time series data
while adopting a discord-based identification strategy. In this case, the model falls within two different sub-categories.
In the table of methods, only one of the second-level will be listed to give a clearer representation.

3.0.1 Distance-based. As its name suggests, the distance-based method detects anomalies purely from the raw time
series using distance measures. Given two sequences (or univariate time series), 𝐴 ∈ Rℓ and 𝐵 ∈ Rℓ , of the same length,
ℓ , we define the distance between 𝐴 and 𝐵 as 𝑑 (𝐴, 𝐵) ∈ R, such as 𝑑 (𝐴, 𝐵) = 0 when 𝐴 and 𝐵 are the same. There
exist different definitions of 𝑑 in the literature. The classical distance widely used is the Euclidean distance or the
Z-normalized Euclidean distance (Euclidean distance with sequences of mean values equal to 0 and standard deviations
equal to 1). Then, Dynamic Time Warping (DTW) is commonly used to cope with misalignment issues. Overall, the
distance-based algorithms merely treat the numerical value of time series as it is, without further modifications such as
removing seasonality or introducing a new structure built on the data. Within the distance-based models, there come
three second-level categories: proximity-based, clustering-based, and discord-based models.

(1) The proximity-based model measures proximity by calculating the distance of a given sub-sequence to its
close neighborhood. The isolation of a sub-sequence with regards to its closest neighbors is the main criterion to
consider if this sub-sequence is an anomaly or not. This notion of isolation with regard to a given neighborhood
has been proposed for non-time series data. Thus, the methods contained in this category have been introduced
for the general case of multi-dimensional outlier detection. In our specific case, the sub-sequence of a time
series can be considered a multi-dimensional point with the number of dimensions equal to the length of the
sub-sequence.

(2) The clustering-based model infers anomalies from a cluster partition of the time series sub-sequences. In
practice, the anomaly score is calculated by the non-membership of a sub-sequence of each of the clusters learned
by the model. Other considerations, such as cluster distance and cluster capacity, can also be considered. The
clustering issue is related to the anomaly detection problem in that points may either belong to a cluster or
be deemed anomalies. In practice, the fact that a sub-sequence belongs or not to a cluster is assessed by the
computation of the distance between this sub-sequence and the cluster centroid or medoid.
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(3) The discord-based model tries to identify efficiently specific types of sub-sequences in the time series named
discord. Formally, a sub-sequence 𝐴 (or a given length ℓ) is a discord, if the distance between its nearest neighbor
is the largest among all the nearest neighbors’ distances computed between sub-sequences of length ℓ in the
time series. Overall, similarly to proximity-based methods, The isolation of a sub-sequence with regards to
its closest neighbors is the main criterion to consider if this sub-sequence is an anomaly or not. However, on
contrary to proximity-based methods, discord-based methods have been introduced for the specific case of
anomaly detection in time series. Thus, as such methods introduced efficient processes for time series distance
computation specifically, we group them into one different sub-category.

3.0.2 Density-based. The density-based does not treat the time series as simple numerical values but imbues them
with more complex architecture. The density-based method processes time series data on top of a representation of
the time series that aims to measure the density of the points or sub-sequence space. Such representation varies from
graphs, trees, and histograms to a grammar induction rule. The density-based models have four second-level categories:
distribution-based, graph-based, tree-based, and encoding-based.

(1) The distribution-based anomaly detection approach is building a distribution from statistical features of the
points or sub-sequences of the time series. By examining the distributions of features of the normal sub-sequences,
it tries to recover relevant statistical models and then uses them to infer the abnormality of the data.

(2) A graph-based method represents the time series and the corresponding sub-sequences as a graph. The nodes
and edges represent the different types of sub-sequences (or representative features) and their evolution in time.
For instance, the nodes can be sets of similar sub-sequences (using a predefined distance measure), and the edge
weights can be the number of times a sub-sequence of a given node has been followed by a sub-sequence of
another node. The detection of anomalies is then achieved using characteristics of the graph, such as the node
and edge weights, but also the degree of the nodes.

(3) A tree-based approach aims to divide the point or sub-sequence of a time series using trees. For instance, such
trees can be used to split different points or sub-sequences based on their similarity. The detection of anomalies
is then based on the statistics and characteristics of the tree, such as its depth.

(4) A encoding-based anomaly detection model compresses or represents the time series into different forms of
symbols. The encoding-based model suggests that a time series can be interpreted as a sequence of context-free,
discrete symbols or states. For instance, anomalies can be detected by using grammar rules with the symbols
extracted from the time series. It should be noted that an encoding-based model is not exclusive to itself; it may
even be based on a graph-based or tree-based model.

3.0.3 Prediction-based. Prediction-based methods aim to detect anomalies by predicting the expected normal
behaviors based on a training set of time series or sub-sequences (containing anomalies or not). For instance, some
methods will be trained to predict the next value or sub-sequence based on the previous one. The prediction is then
post-processed to detect abnormal points or sub-sequences. Then, the prediction error is used as an anomaly score.
The underlying assumption of prediction-based methods is that normal data are easier to predict, while anomalies
are unexpected, leading to higher prediction errors. Such assumptions are valid when the training set contains no or
few time series with anomalies. Therefore, prediction-based methods are usually more optimal under semi-supervised
settings.
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Fig. 6. The scoring process.

(1) The forecasting-based method is a model that, for a given index or timestamp, takes as input points or sub-
sequences before this given timestamp and predicts its corresponding value or sub-sequence. In other words,
such methods use past values as input to predict the following one. The forecasting error (the difference between
the predicted and the real value) is used as an anomaly score. Indeed, such forecasting error is representative of
the expectation of the current value based on the previous points or sub-sequences. The larger the error, the more
unexpected the value, and thus, potentially abnormal. Forecasting-based approaches assume that the training
data (past values or sub-sequences) is almost anomaly-free. Thus, such methods are mostly semi-supervised.

(2) The reconstruction-based method corresponds to a model that compresses the input time series (or sub-
sequence) into a latent space (smaller than the input size) and is trained to reconstruct the input time series
from the latent space. The difference between the input time series and the reconstructed one (named the
reconstruction error) is used as an anomaly score. As for forecasting-based methods, the larger the error, the
more unexpected the value, and thus, potentially abnormal. Moreover, as the reconstruction error is likely to be
small for the time series used to train the model, such reconstruction methods are optimal in semi-supervised
settings.

3.1 Scoring Process

As summarized in the pipeline, anomaly detection algorithms distinguish outliers by inference on the “anomaly scores"
of each temporal data point. The anomalies are marked by points whose scores exceed the threshold value. Due to the
special features of time series data, a further general categorization can be provided based on the algorithm’s strategy
of scoring the anomalies. We include this generalization as a complement to our taxonomy.
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Fig. 7. Result using |Z | = 16 for a autoencoder Encoder(𝐶𝑜𝑛𝑣 (64, 3)-𝑅𝑒𝑙𝑢 ( )-𝐷𝑒𝑛𝑠𝑒 ( )-𝑇𝑎𝑛ℎ ( )), Decoder(𝐷𝑒𝐶𝑜𝑛𝑣 (64, 3)-𝑅𝑒𝑙𝑢 ( )-
𝐷𝑒𝑛𝑠𝑒 ( )-𝑇𝑎𝑛ℎ ( )). Top plot: Input time series snippet. Bottom plot: 𝑆 (using mean square error) for all the sub-sequences of length 80.

A forecasting-first approach first infers the values of interested time series, without knowing the actual values of the
dataset, and then determines if the coming data points are anomalies (based on their distance to the inferred values).
This gives possibilities for streaming data anomaly detection. A data-first approach, on the other hand, reads the data
first to update the model. Then, the entire training data samples will be used to compare with the arriving data via the
detection model. Figure 6 gives an illustration of the two.

Just like forecasting-first algorithms, data-first algorithms may also be capable of generating new sub-sequences to
compare with original sequences. Figure 7 gives such an example, where the autoencoder reconstructs an estimated
sequence 𝑇 ′

𝑖,𝑙
to calculate the error 𝑆 on the ECG data. Although it behaves like a forecasting-first method by trying to

“forecast" the original sub-sequences, it is technically data-first because it requires the arrival of new data to make valid
comparisons.

4 Survey Organization

In the following sections, we will present the State-Of-The-Art (SOTA) in the three major categories and elaborate on
the specific variants of the SOTA proposed in the past literature. Figure 8 illustrates our detailed proposed taxonomy
listing all the methods discussed in this paper. Note that, in Figure 8, the names of the methods (the first letter) are
positioned on the y-axis based on their publication date. Even though some concepts might be anterior to the date
indicated in Figure 8 (for instance the concept of k-means was introduced in 1967), the dates correspond to the first
paper discussing the concepts applied to anomaly detection. The rest of this paper is organized as follows:

• We first present distance-based methods that perform anomaly detection using distance computation and
comparisons on points or sub-sequences of the time series.

• Next we enumerate the density-based methods. These approaches process time series data on top of a represen-
tation that aims to measure the density of the points or sub-sequences within the time series space.

• We furnish with two groups of prediction-based methods that aim to predict the expected normal behaviors
from a training set of time series. These two groups are forecasting-based methods (that use the forecasting error
as anomaly score) and reconstruction-based methods (that are trained to reconstruct an input time series and
use the reconstruction error as anomaly score).

• We will also include a table of all the methods in each section to reveal their other characteristics (such as the
requirement for supervision, the capability of handling streaming data, etc) as complements to our taxonomy.
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Fig. 8. Illustration of Anomaly Detection Taxonomy for all methods.

• After briefly describing all the methods, we will discuss a meta-analysis of the time-series anomaly detection
community by examining the evolution and the trends of each category (distance-based, density-based, prediction-
based). We will also have a closer look at the evolution in time of proposed methods that are semi-supervised,
unsupervised, and able to handle multivariate time series.

• We will conclude this survey with the evaluation of such methods. We will first enumerate existing benchmarks
proposed in the literature, as well as different evaluation measures and their limitations when applied to time-
series anomaly detection.

5 Time Series Notations

We now introduce some formal notations related to time series. We define a time series 𝑇 ∈ R𝑛 as a sequence of
real-valued numbers 𝑇𝑖 ∈ R [𝑇0,𝑇2, ...,𝑇𝑛−1], where 𝑛 = |𝑇 | is the length of 𝑇 , and 𝑇𝑖 is the 𝑖𝑡ℎ point of 𝑇 .

A multivariate, or 𝐷-dimensional time series T ∈ R(𝐷,𝑛) is a set of 𝐷 univariate time series of length 𝑛. We note
T = [𝑇 (0) , ...,𝑇 (𝐷−1) ] and for 𝑗 ∈ [0, 𝐷 − 1], we note the univariate time series 𝑇 ( 𝑗 ) = [𝑇 ( 𝑗 )

0 ,𝑇
( 𝑗 )

1 , ...,𝑇
( 𝑗 )
𝑛−1]. A
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subsequence𝑇 ( 𝑗 )
𝑖,ℓ

∈ Rℓ of the dimension𝑇 ( 𝑗 ) of the multivariate time series𝑇 is a subset of contiguous values from𝑇 ( 𝑗 )

of length ℓ (usually ℓ ≪ 𝑛) starting at position 𝑖; formally, 𝑇 ( 𝑗 )
𝑖,ℓ

= [𝑇 ( 𝑗 )
𝑖

,𝑇
( 𝑗 )
𝑖+1 , ...,𝑇

( 𝑗 )
𝑖+ℓ−1]. The multivariate subsequence

is defined as 𝑇𝑖,ℓ = [𝑇 (0)
𝑖,ℓ

, ...,𝑇
(𝐷−1)
𝑖,ℓ

]. For a given univariate time series 𝑇 , the set of all subsequences in 𝑇 of length ℓ is
defined as Tℓ = {𝑇0,ℓ ,𝑇1,ℓ , ...,𝑇|𝑇 |−ℓ,ℓ }.

6 Distance-based Methods

In this section, various distance-based anomaly detection methods are introduced. We enumerate the methods in three
categories described in the following section. We enumerate all the mentioned methods in Table 1.

Table 1. Summary of the distance-based anomaly detection methods.

Second Level Prototype Dim Method Stream
KNN [91] Proximity-based Nearest Neighbor M U ✗
KnorrSeq2 [177] Proximity-based Nearest Neighbor M U ✗
LOF [34] Proximity-based LOF M U ✗
COF [236] Proximity-based LOF M U ✗
LOCI [178] Proximity-based LOF M U ✓
ILOF [200] Proximity-based LOF M U ✓
DILOF [168] Proximity-based LOF M U ✓
HSDE [131] Proximity-based LOF I U ✗
k-means [91] Clustering-based k-means M U ✗
Hybrid-k-means [228] Clustering-based k-means M U ✗
DeepkMeans [163] Clustering-based k-means M Se ✗
DBSCAN [215] Clustering-based DBSCAN M U ✗
DBStream [88] Clustering-based DBSCAN M U ✓
MCOD [120] Clustering-based - I U ✗
CBLOF [93] Clustering-based LOF M U ✗
sequenceMiner [38] Clustering-based - I U ✗
NorM (SAD) [23] Clustering-based NormA I U ✗
NormA [25] Clustering-based NormA I U ✗
SAND [31] Clustering-based NormA I U ✓
TARZAN[115] Discord-based - I S ✗
HOT SAX [114] Discord-based - I U ✗
DAD [258] Discord-based - I U ✗
AMD [257] Discord-based - I U ✗
STAMPI [262] Discord-based Matrix Profile M U ✓
STOMP [269] Discord-based Matrix Profile M U ✗
MERLIN [169] Discord-based Matrix Profile I U ✗
MERLIN++ [170] Discord-based Matrix Profile I U ✗
SCRIMP [268] Discord-based Matrix Profile I U ✗
SCAMP [271] Discord-based Matrix Profile I U ✗
VALMOD [135] Discord-based Matrix Profile I U ✓
DAMP [146] Discord-based Matrix Profile I U ✓
LAMP [272] Discord-based Matrix Profile I Se ✓

I: Univariate; M: Multivariate // S: Supervised; Se: Semi-Supervised U: Unsupervised

6.1 Proximity-based Methods

Proximity-based methods use distance to close neighborhoods as the main step to detect anomalies. We detail below
two method types of proximity-based methods.

6.1.1 Kth Nearest Neighbor. One of the first distance-based and proximity-based methods introduced in the literature
for anomaly detection is using K-th Nearest Neighbor (KNN) principle [91]. KNN-type methods utilize a metric among
neighboring sub-sequences to infer the abnormality scores of the time series’ sub-sequences. A distance measure
𝑑 (·, ·) (also called dissimilarity measure) is used to find the nearest neighbors for each subsequence. Common distance
measures are Euclidean, Manhatten, or in general, Minkowski distances. The k-anomaly score A𝑘 : {𝑇𝑖,ℓ }𝑖∈I → R for
the set of time series’ sub-sequences {𝑇𝑖,ℓ }𝑖∈I is calculated based on each sub-sequences’ 𝑘𝑡ℎ nearest neighbors using a
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variable aggregation function 𝑎𝑔𝑔 : R𝑘 → R:

A𝑘 (𝑇𝑖,ℓ ) = inf
J⊂I, | J |=𝑘+1

𝑎𝑔𝑔 𝑗∈J𝑑 (𝑇𝑖,ℓ ,𝑇𝑗,ℓ ) (1)

In the above equation, ℓ is the fixed length of the sliding window, and 𝑘 + 1 accounts for trivial matches. Following the
intuition of [202] that the anomaly score for a subsequence 𝑇𝑖,ℓ is the distance to its 𝑘𝑡ℎ nearest neighbor, we can use
𝑎𝑔𝑔 =

∑
. Alternative proposals for A𝑘 may utilize other aggregation methods, such as median, minimum, or other

functions that pool the distances into scalar scores. With different aggregation functions and distance metrics choices,
one can propose different KNN-type models that are appropriate for various anomaly detection problems.

In addition to the standard KNN technique [202], where the maximum distance to the 𝑘𝑡ℎ nearest neighbor is used as
anomaly score, other variants of KNNs have been suggested by researchers. For instance, KnorrSeq and KnorrSeq2 are
also two variants of KNNs proposed in the litterature [177]. The first algorithm KnorrSeq is based on a tumbling window
and discovers only global outliers by marking those sub-sequences for which at least 𝑝% of the other subsequence
are further away than a threshold 𝐷 . Their second algorithm KnorrSeq2 is an implementation of KNN that detects
sub-sequences as outliers if at least 𝑝% of the 𝑘 preceding or 𝑘 succeeding sub-sequences are further away than a
threshold 𝐷 . The anomaly score is calculated using

∑
as the aggregation function:

A𝑘 (𝑇𝑖,ℓ ) = inf
J⊂I, | J |=2𝑘+1,∀ 𝑗∈J, | 𝑗−𝑖 | ≤𝑘

∑︁
𝑗∈J


1, if 𝑑 (𝑇𝑖,ℓ ,𝑇𝑗,ℓ ) > 𝐷

0, otherwise
(2)

The anomalous sub-sequences are selected using a threshold 𝜏 = 𝑝𝑘 on the anomaly scores: A𝑘 (𝑇𝑖,ℓ ) <= 𝜏 .

6.1.2 Local Outlier Factor. The most commonly used proximity-based approach is the Local Outlier Factor (LOF) [35],
which measures the degree of being an outlier for each instance. Unlike the previous proximity-based models, which
directly compute the distance of sub-sequences, LOF depends on how the instance is isolated to the surrounding
neighborhood. This method aims to solve the outlier detection task where an outlier is considered as “an observation

that deviates so much from other observations as to arouse suspicion that it was generated by a different mechanism"

(Hawkins definition [91]). This definition is coherent with the anomaly detection task in time series where the different
mechanism can be either an arrhythmia in an electrocardiogram or a failure in the components of an industrial machine.

First, let’s consider𝑇𝑖,ℓ and𝑇𝑗,ℓ two sub-sequences of the same time series. In the following paragraphs, we note these
two sub-sequences, A and B, respectively. Given 𝑘-𝑑𝑖𝑠𝑡𝑎𝑛𝑐𝑒 (𝐴) the distance between 𝐴 and its 𝑘𝑡ℎ nearest neighbor
(𝑁𝑘 (𝐴) the set of these 𝑘 neighbors), LOF is based on the following reachability distance definition:

𝑟𝑑𝑘 (𝐴, 𝐵) =𝑚𝑎𝑥 (𝑘-𝑑𝑖𝑠𝑡𝑎𝑛𝑐𝑒 (𝐵), 𝑑 (𝐴, 𝐵)) (3)

As illustrated in Figure 9, the main concept behind this distance definition is to stress out the homogeneity of
distances between instances within the 𝑘-neighborhood (i.e., the 𝑘-neighborhood will have the same distance between
each other). Thus the local reachability can be defined as follow:

𝑙𝑟𝑑𝑘 (𝐴) =
|𝑁𝑘 (𝐴) |∑

𝐵∈𝑁𝑘 (𝐴) 𝑟𝑑𝑘 (𝐴, 𝐵)
(4)

Given an instance, 𝐴, 𝑙𝑟𝑑𝑘 (𝐴) is the inverse of the average reachability of A from its neighborhood, i.e., the average
distance at which 𝐴 can be reached from its neighbors. Therefore, LOF is given by:
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Fig. 9. (a) Reachability distance between A and B, A and C for 𝑘 = 4. (b) Difference between 𝑟𝑑𝑘 (𝐴,𝑋 ), 𝑋 ∈ 𝑁𝑘 (𝐴) , when A is an
anomaly and B, C, and D are regular instances.

𝐿𝑂𝐹𝑘 (𝐴) =
∑
𝐵∈𝑁𝑘 (𝐴)

𝑙𝑟𝑑𝑘 (𝐵)
𝑙𝑟𝑑𝑘 (𝐴)

|𝑁𝑘 (𝐴) |
=

∑
𝐵∈𝑁𝑘 (𝐴) 𝑙𝑟𝑑𝑘 (𝐵)

|𝑁𝑘 (𝐴) |
𝑙𝑟𝑑𝑘 (𝐴)

(5)

Intuitively, the 𝐿𝑂𝐹𝑘 of an instance is the average of the local reachability density of the neighbors divided by its
own reachability density. Therefore, if we set sub-sequences of length ℓ as the length of the sub-sequence, this factor
can be used as an anomaly score.

In the past decade, researchers also suggested many variants of the LOF method [35]. COF [236], for example, is
a connectivity-based variant of LOF. It indicates how far away a point shifts from a pattern, adjusting the notion of
isolation to not depend on the density of data clouds. LOCI [178] is another LOF-like algorithm that utilizes different
statistics (correlation integral and MDEF) to infer individual points’ isolation. Other LOF variants are the ILOF [200]
and DILOF [168] method, which adopts a faster algorithm and detects anomalies incrementally. Finally, the hierarchy-
segmentation-based data extraction method (HSDE) [131] is inspired by the strategy of LOF to detect abnormal points
in time series.

6.2 Discord-based Methods

A practical modification to the KNN-type model is to use the discord, which evolves from comparing distances to the
nearest neighbor to comparing distances to the 𝑘𝑡ℎ neighbor. Such adaptations assist in edge conditions where a small
number of anomalies are clustered along with limited distances, and the conventional KNN approach struggles to
recognize them. The following gives the specific definitions of discord:

Definition 6.1 (Top-k𝑚𝑡ℎ-discord). [25, 37, 70, 116, 144, 147, 219, 261] Suppose the window is of length ℓ . Given
a collection of sub-sequences {𝑇𝑗,ℓ } 𝑗∈I , let 𝑓𝑚 denote𝑚𝑡ℎ-discord function measuring the distance to𝑚𝑡ℎ nearest
neighborhood so that 𝑓𝑚 (𝑇𝑗,𝑙 ) = min𝑚

𝑗∈I\{𝑖 } 𝑑 (𝑇𝑖,𝑙 ,𝑇𝑗,𝑙 ). A sub-sequence 𝑇𝑖,ℓ is a Top-k𝑚𝑡ℎ-discord if 𝑓𝑚 (𝑇𝑖,ℓ ) is the
𝑘𝑡ℎ maximum among the set {𝑇𝑗,ℓ } 𝑗∈I .

Note that the𝑚𝑡ℎ-discord is the special case of Top-k𝑚𝑡ℎ-discord when 𝑘 = 1, and discord is the special case of
𝑚𝑡ℎ-discord when𝑚 = 1.
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Fig. 10. A dataset with 16 sub-sequences (of the same length ℓ) depicted as points in 2-dimensional space; 12 sub-sequences are
normal (hollow points), and 4 are anomalous (solid, red points).

Figure 10 illustrates these notions with an example, where for ease of exposition, we represent each sub-sequence as
a point in 2-dimensional space. The figure depicts two 1𝑠𝑡 -discords: the discord in the top-right (𝑇𝑜𝑝-1) has its 1-NN
at a larger distance than the discord in the bottom-right (𝑇𝑜𝑝-2). The figure also shows a group of two anomalous
sub-sequences: one of them is the 𝑇𝑜𝑝-1 2𝑛𝑑 -discord, and the other sub-sequence is its 1-NN (also a discord).

There exist several studies that have proposed fast and scalable discord discovery algorithms in various settings [37,
70, 116, 144, 147, 219, 259, 261], including simple and𝑚𝑡ℎ-discords1, in-memory and disk-aware techniques, exact and
approximate algorithms, using either their Symbolic Aggregate Approximation (SAX) [116, 219] or Haar wavelets
[37, 70]. In the following sections, we present the state-of-the-art solutions to the sub-sequence anomaly detection
problem. Note that in this discussion, we focus on the 𝑇𝑜𝑝-𝑘 anomalies (using instead a threshold 𝜖 to detect anomalies
would be a straightforward modification of the solution).

Disk Aware Discord Discovery method (DAD) [259] is a method that proposes a new exact algorithm to discover
discord requiring only two linear scans of the disk thought for managing very large datasets. The algorithm uses the
raw sequences directly. First, it addresses the simpler problem of detecting range discord, then generalizes the problem
to detect the 𝑇𝑜𝑝-𝑘 discord.

Other thanDAD, several other discord-like anomaly identification approaches have also been proposed. TARZAN [115]
is a discord method via SAX discretization through the sliding window. The approach processes data by building a
suffix tree and calculating its anomaly score by applying inferences on the discord. Like TARZAN, HOT SAX [114]
also adopts SAX discretization throughout the processing step; it then measures the distance to the nearest non-self
match for sub-sequences to identify abnormalities. AMD [257] further improves HOT SAX, which performs dynamic
segmentation to vary the window length.

As a final note, we observe that in situations with multiple similar anomalies, we should either use a method that
supports𝑚𝑡ℎ-discords, or use a simple discord (i.e., 1𝑠𝑡 -discord) method as follows. Starting at the beginning of the
series and proceeding to the right, we apply the discord method by only considering the points to the left of the current
position, and every time an anomaly is detected, we search the entire series for similar anomalies (this will reveal all
occurrences of the multiple similar anomalies). As we proceed to the right, the discord method will detect only the
first occurrence of each set of similar anomalies (the rest being detected by the similarity search operation mentioned

1The authors of these papers define the problem as 𝑘𝑡ℎ-discord discovery.
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Fig. 11. (a) Matrix profile (𝑎2) applied on the SED (Nasa disk failure datasets) time series snippet (𝑎1). The highest value in the matrix
profile (𝑎1) points to the discord of the SED time series. (b) Matrix profile (𝑏2) applied on a synthetic time series (𝑏1). The smallest
values in the matrix profile (𝑎1) point to a motif pair in the time series.

above). Note that this solution implies that we have accumulated enough data at the beginning of the series for the first
execution of the discord method.

6.2.1 Matrix Profile. Matrix Profile [261, 270] is a discord-based method that represents time series as a matrix of
closest neighbor distances. Compared to its predecessor, Matrix Profile proposed a new metadata time series computed
effectively, capable of providing various valuable details about the examined time series, such as discords. For simplicity,
we can call this metadata series matrix profile, and we can define it as follows:

Definition 6.2 (Matrix Profile). A matrix profile𝑀𝑃 of a time series 𝑇 of length 𝑛 is a time series of length 𝑛 − ℓ − 1
where the 𝑖𝑡ℎ element of𝑀𝑃 contains the Euclidean normalized distance of the sub-sequence of length ℓ of 𝑇 starting
at 𝑖 to its nearest neighbor.

However, the latter definition does not tell us where that neighbor is located. This information is recorded in the
matrix profile index:

Definition 6.3 (Matrix Profile Index). A matrix profile index 𝐼𝑀𝑃 is a vector of the index where 𝐼𝑀𝑃 [𝑖] = 𝑗 and 𝑗 is the
index of the nearest neighbor of 𝑖 .

Two general definitions of Join matrix computation can be inferred. The first, called Self-Join, corresponds exactly to
the matrix profile. The second, called Join, corresponds to the same operation for two different time series. Formally we
have the following:

Definition 6.4 (Time Series Self-Join). Given a time series 𝑇 , the self-join of 𝑇 with sub-sequence length ℓ , denoted by
𝑇⊲⊳ℓ 𝑇 , is a meta time series, where: |𝑇⊲⊳ℓ 𝑇 | = |𝑇 | − ℓ + 1 and ∀𝑖 .1 ≤ 𝑖 ≤ |𝑇⊲⊳ℓ 𝑇 |, (𝑇⊲⊳ℓ 𝑇 )𝑖,1 = 𝑑𝑖𝑠𝑡 (𝑇𝑖,ℓ , 1𝑠𝑡𝑁𝑁 of𝑇𝑖,ℓ ).

Definition 6.5 (Time Series Join). Given two time series 𝐴 and 𝐵, and a sub-sequence length ℓ , the 𝐽𝑜𝑖𝑛 between
𝐴 and 𝐵 denoted by (𝐴 ⊲⊳ℓ 𝐵), is a meta time series, where: |𝐴 ⊲⊳ℓ 𝐵 | = |𝐵 | − ℓ + 1 and ∀𝑖 .1 ≤ 𝑖 ≤ |𝐴 ⊲⊳ℓ 𝐵 |,
(𝐴⊲⊳ℓ 𝐵)𝑖,1 =𝑚𝑖𝑛(𝑑𝑖𝑠𝑡 (𝐵𝑖,ℓ , 𝐴1,ℓ ), ..., 𝑑𝑖𝑠𝑡 (𝐵𝑖,ℓ , 𝐴 |𝐴 |−ℓ+1,ℓ )).

These metadata are computed using Mueen’s ultra-fast Algorithm for Similarity Search (MASS) [166] that requires
just 𝑂 (𝑛 ∗ 𝑙𝑜𝑔(𝑛)) time by exploiting the Fast Fourier Transform (FFT) to calculate the dot products between the query
and all the sub-sequences of the time series. Once these metadata are generated, retrieving the𝑇𝑜𝑝-𝑘 discord is possible
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by considering the maximum value of the Matrix Profile and ordering it, excluding the trivial matches (overlapping
sub-sequences). Retrieving the sub-sequences with the shortest distance to their nearest neighbor (called𝑚𝑜𝑡𝑖 𝑓 𝑠) is
also possible. These sub-sequences correspond to a recurrent motif in the time series and can be useful in the anomaly
search.

Figure 11 shows an example of the Matrix Profile metadata. On the one hand, Figure 11 (a) shows that the identified
discord corresponds to a sub-sequence that deviates significantly from the normal cycles. On the other hand, Figure 11
(b) shows that the singular shapes are well-identified as motifs.

A family of Matrix Profile anomaly detection methods has also been proposed in the last decade. STAMP [262]
proposed an algorithm that can provide an accurate answer at any time during the full computation with time complexity
of 𝑂 (𝑛2𝑙𝑜𝑔(𝑛)). STAMPI [262] not only performs the standard all-pairs-similarity-join of sub-sequences for matrix
profile methods but also adapts the method incrementally to accommodate streaming purposes. STOMP [269], based on
STAMP, developed a faster algorithm taking advantage of the sub-sequences order and achieving the computation with
time complexity of 𝑂 (𝑛2). Moreover, a GPU implementation of STOMP has been proposed. Like STOMP, SCAMP [271]
also adopts GPU for the matrix profile anomaly detection process. The SCRIMP method [268] combines the STAMP
algorithm (anytime) and STOMP (ordered) to make a hybrid approach. Moreover, the LAMP approach [272] is able to
compute a constant time approximation of the MP value given a newly arriving time series subsequence. While every
aforementioned method can extract discords of a predefined length, VALMOD [134] and MAD [136] have been proposed
to extract discords of variable length within a predefined length interval. Moreover, MERLIN [169] and MERLIN++ [170]
have been proposed to identify discords of arbitrary length. Finally, DAMP [146], a discord-based method, is able to
work on online settings, and scale to fast-arriving streams.

6.3 Clustering-based Methods

Approaches based on clustering strategies have been proposed for the anomaly detection task. The main idea behind
these methods is to partition the sub-sequence space and then evaluate how one sub-sequence fits into the partition.

6.3.1 K-means Method. The k-means clustering algorithm is a widely used unsupervised learning technique in data
mining and machine learning. Its main objective is to partition a given dataset into 𝑘 distinct clusters, where each data
point belongs to the cluster with the closest mean value. The algorithm operates iteratively, starting with an initial
random assignment of 𝑘 centroids. For the specific case of time series, the Euclidean or the DTW distance is commonly
used. K-means algorithm can also be used for anomaly detection in time series [91]. The computational steps are the
following:

• All the sub-sequences of a given length ℓ (provided by the user) are clustered using the k-means algorithm. The
Euclidean distance is used, and the number of clusters has to be provided by the user.

• Once the partition is learned. We compute the anomaly scores of each sub-sequence based on the distance to the
centroid of its assigned cluster.

• The larger the distance, the more abnormal the time series will be considered.

Such a method is straightforward but has been shown to be very effective for the specific case of multivariate time
series [216]. Moreover, extensions such as Hybrid-k-means [228] can be used for anomaly detection as well. Finally, the
k-means method can be used on top of other pre-processing and representation steps. For instance, DeepKMeans [163]
uses an Autoencoder to learn a latent representation of the time series and applies k-means on top of the latent space to
identify anomalies.
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6.3.2 DBSCAN. Another commonly used clustering-based method is the Density-Based Spatial Clustering of Appli-
cation with Noise algorithm (DBSCAN) [215]. When identifying anomalies, DBSCAN marks data points into three
categories: (i) core points, (ii) border points, and (iii) anomalies. To classify the points, two non-parametric parameters
are important to detect the potential anomalies using DBSCAN: the radius 𝜖 of neighbors of the analyzed point and the
minimum number 𝜇 of points in each normal cluster. Given these parameters, one can identify the anomalous following
the categorization of the sub-sequences as follows:

• A 𝜖−neighborhood of 𝑇𝑖,ℓ is 𝐵𝜙 (𝑇𝑖,ℓ , 𝜖) ∩𝑇 , where 𝑇 is the training data {𝑇𝑖,ℓ }𝑖∈𝐼 . And 𝐵𝜙 (𝑇𝑖,ℓ , 𝜖) is the ball of
radius 𝜖 centered at 𝑇𝑖,ℓ with respect to the norm 𝜙 (·, ·).

• 𝑇𝑖,ℓ is a core point if the size of the 𝜖−neighborhood of 𝑇𝑖,ℓ is greater than 𝜇.
• 𝑇𝑖,ℓ is a border point if 𝑇𝑖,ℓ contains a core point in its 𝜖−neighborhood.
• 𝑇𝑖,ℓ is identified as an anomalous sub-sequence if 𝑇𝑖,ℓ is neither a border nor a core point.

DBSCAN has been applied for anomaly detection on a univariate time series that contains observations with average
daily temperature over 33 years [41]. The processing step is to first convert the dataset into sub-sequences set with a
sliding window, which are further z-normalized. After the processing step, DBSCAN is applied to the sub-sequences,
and the anomalies are detected accordingly, as the method above prescribes. Similar clustering approaches such as
DBStream [88] can be used for anomaly detection.

6.3.3 Other Clustering-basedMethods. Another clustering-based time-series anomaly detectionmethod is theMCOD [120]
method. MCOD maintains a set of micro-clusters containing only normal objects (in our case: sub-sequences) to effi-
ciently and robustly detect outliers in the event stream. MCOD determines an object 𝑥 as an outlier if there are less
than 𝑘 clusters at a distance of 𝑅 from 𝑥 . We can represent this binary decision using the following product function:

A𝑘 (𝑇𝑖,ℓ ) = inf
J⊂I, | J |=𝑘+1

∏
𝑗∈J


1, if 𝑑 (𝑇𝑖,ℓ ,𝑇𝑗,ℓ ) > 𝑅

0, otherwise
(6)

The function above returns discrete values 1 and 0 only. So A𝑘 is 1 if and only if all 𝑘 nearest neighbors are at
least 𝑅 distance apart from the considered subsequence. Moreover, due to its similarity with KNN-based methods, it is
important to note that MCOD can also be associated with proximity-based approaches.

Another clustering-based approach is CBLOF [93], a LOF-based clustering algorithm, which first clusters the data
and then assigns the CBLOF factor to each entry to measure both the size and relative of and among the individual
clusters.

Then, Sequenceminer [38] is an approach proposed by NASA. It clusters the sequences using the longest common
sub-sequence (LCS) metric and ranks cluster members based on LCS, and selects the top 𝑝% as anomalies. The anomalies
are identified by the parts of the sequence that differ the most and characterizes anomalous edit.

More recently, NormA [23–25] is a clustering-based algorithm that summarizes the time series with a weighted set
of sub-sequences. The normal set (weighted collection of sub-sequences to feature the training dataset) results from a
clustering algorithm (Hierarchical), and the weights are derived from cluster properties (cardinality, extra-distance
clustering, time coverage). An extension of NormA, called SAND [31], has been proposed for streaming time series.
The main difference between NormA and SAND lies in the approach used to update the weight in a streaming manner.
Additionally, the clustering step in SAND is performed using the k-Shape method [183, 184, 189], whereas NormA
employs a hierarchical clustering method.
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7 Density-based Methods

Unlike distance-based approaches, the density-based approach does not treat the time series as simple numerical values
but imbues them with more complex representations. The density-based method processes time series data on top
of a representation of the time series that aims to measure the density of the points or sub-sequence space. Such
representation varies from graphs, trees, and histograms to a grammar induction rule. The density-based models have
four second-level categories: distribution-based, graph-based, tree-based, and encoding-based. We enumerate all the
mentioned methods in Table 2.

Table 2. Summary of the density-based anomaly detection methods.

Second Level Prototype Dim Method Stream
FAST-MCD [210] Distribution-based MCD M Se ✗
MC-MCD [89] Distribution-based MCD M Se ✗
OCSVM [150] Distribution-based SVM M Se ✗
AOSVM [81] Distribution-based SVM M U ✓
Eros-SVMs [124] Distribution-based SVM M Se ✗
S-SVM [20] Distribution-based SVM I Se ✗
MS-SVDD [253] Distribution-based SVM M Se ✗
NetworkSVM [266] Distribution-based SVM M Se ✗
HMAD [87] Distribution-based SVM I Se ✗
DeepSVM [250] Distribution-based SVM M U ✗
HBOS [79] Distribution-based - M U ✗
COPOD [133] Distribution-based - M U ✗
ConInd [7] Distribution-based - M Se ✗
MGDD [233] Distribution-based - M U ✓
OC-KFD [208] Distribution-based - M U ✗
SmartSifter [256] Distribution-based - M U ✓
MedianMethod [18] Distribution-based - I U ✓
S-ESD [97] Distribution-based ESD I U ✗
S-H-ESD [97] Distribution-based ESD I U ✗
SH-ESD+ [244] Distribution-based ESD I U ✗
TwoFinger [156] Graph-based - I Se ✗
GeckoFSM [214] Graph-based - M S ✗
Series2Graph [26] Graph-based Series2Graph I U ✗
DADS [217] Graph-based Series2Graph I U ✗
IForest [139] Tree-based IForest M U ✗
IF-LOF [53] Tree-based IForest/LOF M U ✗
Extended IForest [90] Tree-based IForest M U ✗
Hybrid IForest [157] Tree-based IForest M Se ✗
SurpriseEncode [42] Encoding-based - M U ✗
GranmmarViz [220] Encoding-based - I U ✗
Ensemble GI [71] Encoding-based - I U ✗
PST [234] Encoding-based Markov Ch. M U ✗
EM-HMM [193] Encoding-based Markov Ch. M Se ✓
LaserDBN [173] Encoding-based Bayseian Net. M Se ✗
EDBN [195] Encoding-based Bayseian Net. M Se ✗
KDE-EDBN [196] Encoding-based Bayseian Net. M Se ✗
PCA [223] Encoding-based PCA M Se ✗
RobustPCA [174] Encoding-based PCA M U ✗
DeepPCA [44] Encoding-based PCA M Se ✗
POLY [260] Encoding-based - I U ✗
SSA [260] Encoding-based - I U ✗

I: Univariate; M: Multivariate // S: Supervised; Se: Semi-Supervised U: Unsupervised

7.1 Distribution-based Methods

The first category of density-based approaches is distribution-based anomaly detection approaches. Distribution-based
methods involve building a distribution from statistical features of the points or sub-sequences of the time series. By
examining the distributions of features of the normal sub-sequences, the distribution-based approach tries to recover
Manuscript submitted to ACM



Dive into Time-Series Anomaly Detection: A Decade Review 21

relevant statistical models. It uses them to infer the abnormality of the data. In the following sections, we describe
important anomaly detection methods belonging to this category.

7.1.1 Minimum Covariance Determinant. The Minimum Covariance Determinant (MCD) is a common distribution-
based statistic in use [209]. The algorithm seeks to find a subset (of a given size ℎ) of all the sequences to estimate 𝜇
(mean of the subset) and 𝑆 (covariance matrix of the subset) with minimal determinant. In other words, the objective is
to find the subset that is the least likely to include anomalies. Once the estimation is done, Mahalanobis distance is
utilized to calculate the distance from sub-sequences to the mean, which is regarded as the anomaly score.

FAST-MCD [210] is a faster version of the MCD algorithm. Within small datasets, the result of the FAST-MCD
algorithm usually aligns with that of the exact MCD. In contrast, faster and more accurate results are derived through
the FAST-MCD rather than the classical MCD for large time series. Finally, MC-MCD [89], an extension of MCD, has
been proposed for the multi-cluster setting.

7.1.2 One-Class SVM. One-Class Support Vector Machine (OCSVM) is a typical distribution-based example, which
aims to separate the instances from an origin and maximize the distance from the hyperplane separation [218] or
spherical separation [238]. The anomalies are identified with points of high decision score, i.e., far away from the
separation hyper-plane. This method is a variant of the classical Support Vector Machine for classification tasks [94].
Mathematically, given ℓ-dimensional training data points 𝑥0, ...𝑥𝑛 ∈ X, a. non-linear function 𝜙 that map the feature
spaceX to a dot product space 𝐹 , a kernel 𝑘 (𝑥,𝑦) = (𝜙 (𝑥), 𝜙 (𝑦)) (usually set to a Gaussian kernel 𝑘 (𝑥,𝑦) = 𝑒−| |𝑥−𝑦 | |2/𝑐 ),
the quadratic program to solve using a hyperplane is the following:

min
𝜔∈𝐹,𝜉∈R,𝜌∈R

1
2
| |𝑤 | |2 + 1

𝜈ℓ

∑︁
𝑖

𝜉𝑖 − 𝜌

subject to: (𝜔.𝜙 (𝑥𝑖 )) ≥ 𝜌 − 𝜉𝑖 ,

𝜉𝑖 ≥ 0.

For a given new instance 𝑥 , by deriving the dual problem, the decision function can be defined as follow:

𝑓 (𝑥) = 𝑠𝑔𝑛(
∑︁
𝑖

𝛼𝑖𝑘 (𝑥𝑖 , 𝑥) − 𝜌)

Assuming that the optimization problem above can be solved, we can use such a decision function as an anomaly
score. To be able to do it, one has to ensure to train the OCSVM model on a normal section of the time series only (those
have to be annotated by a knowledge expert and therefore require extra work to be used). Figure 12 illustrates the
anomaly detection process. It is also important to note that OCSVM is very similar to Support vector Data Description
(SVDD) that has also been used for anomaly detection [253].

In recent decades, an array of SVM variants have been applied in the time series setting. AOSVM [81] is an efficient
streaming anomaly detection algorithm based on SVM that accommodates SVM to an online detection. The model
is also adaptive, i.e., it forgets old data, featuring low computational and memory requirements. Eros-SVMs [124] is
another variant of the SVM algorithm. It adopts a semi-supervised approach to train the model in the normal data. The
algorithm then measures time windows’ metrics as features fed into multiple OCSVMs, which are further selected
based on the EROS similarity metric. Moreover, multiple other methods based on OCSVM have been proposed in the
literature. These methods either propose processing steps before applying OCSVM (such as NetworkSVM [266] or
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Fig. 12. OCSVM illustration in which a point corresponds to a subsequence and only the green points are provided for the training
step.

S-SVM [20] that proposed seasonality decomposition or Stockwell transformation) or combine OCSVM with other
methods (such as HMAD [87] that uses hidden Markov chain to represent the time series into a latent space, on which
OCSVM is applied). Finally, DeepSVM [250] proposes to use an Autoencoder architecture to extract meaningful features
that use OCSVM on top of the learned latent space to detect anomalies.

7.1.3 Histogram-based Outlier Score. Histogram-based Outlier Score (HBOS) [79] is another distribution-based al-
gorithm for anomaly detection. For every single dimension (i.e., timestamps of a sub-sequence for univariate time
series or values across multiple dimensions for multivariate time series), a univariate histogram is constructed with
𝑘 equal width bins. Each histogram is further normalized so that the height is 1. For a given multivariate point 𝑝 (or
univariate sub-sequence 𝑇𝑖,ℓ ), we count the bin that contains 𝑝 for each dimension and multiply together the inverse of
the frequency of bins where 𝑝 belongs for all dimensions. The algorithm assumes mutual Independence among the
time series’ dimensions (or the timestamps for univariate sub-sequence anomaly detection). Moreover, HBOS suits the
particular case of highly unbalanced time series (i.e., very few anomalies) and unknown distribution.

7.1.4 Extreme Studentized Deviate. Various statistics, such as Extreme Studentized Deviate (ESD), are useful for inferring
time series abnormality. The latter computes the statistical test for 𝑘 extreme values by 𝐶𝑘 = max𝑘 |𝑥𝑘 − 𝑥 |/𝑠 , where 𝑥
and 𝑠 denote the mean and the variance. The test is then compared with other critical values to determine if a value is
abnormal. If so, then the value is removed, and the statistical test is re-calculated iteratively. Built on ESD, the S-ESD
and SH-ESD [97] methods remove the seasonal component using Seasonal-Trend decomposition (STL) and subtract the
robust median. The pure, normalized data is then applied with ESD to detect anomalies. SH-ESD+ [244], on a further
step than SH-ESD, applies the STL decomposition using a Loess regression and then generalizes the ESD on the residual
part of seasonal decomposition to detect anomalies.

7.1.5 Other Distribution-based Methods. Besides the distribution-based algorithms presented above, many other
methods are proposed using different models. First, the MedianMethod [18] is a simple anomaly detection method
proposed initially to filter outliers. The main idea is to measure the deviation from the median of the previous points
and the median of their successive differences. Moreover, SmartSifter [256] aims to build a histogram for categorical
values and a finite mixture model for continuous data. The proposed method aims to update those histograms/density
as new points arrive in an unsupervised manner and then compute a score that estimates how the new point updated
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Fig. 13. Illustration of the Finite State Machine (FSM).

has changed the histogram/density. Then, OC-KFD [208] utilizes linear quantile models. The model is selected via cross-
validated likelihood, from which a linear quantile model is fitted, and outliers are detected by considering confidence
intervals. Moreover, MGDD [233] utilizes kernel density estimation on sliding windows of the original time series. The
estimated distribution is then used to identify the anomalies. Then, COPOD [133] is a copula-based anomaly detection
method and an ideal choice for multivariate data. Finally, unlike the previous models, ConInd [7] is an algorithm based
on domain knowledge. The model can detect only the known anomalies, where multiple statistical anomaly indicators
(condition indicators) are proposed based on different distribution assumptions.

7.2 Graph-based Methods

Then, graph-based methods are another category of density-based approaches. Graph-based methods represent the
time series and the corresponding sub-sequences as a graph. The nodes and edges represent the different types of
sub-sequences (or representative features) and their evolution in time. In this section, we describe the most important
approaches in this category.

7.2.1 Finite StateMachine. Finally, Finite StateMachine (FSM) is a general categorization ofmachine learning algorithms
that can be only in exactly one of a finite number of states at any given time. In reaction to any inputs, the FSM will
shift from one state to another; such changes between states are called a transition. In anomaly detection, input time
series will, upon certain machine-learned rules, change the state of the algorithms. If the state turns into an anomaly,
the input is identified as anomalous.

Figure 13 gives an illustration of such a process. In many ways, FSM is similar to a dynamic Bayesian network, which
also uses Directed Acyclic Graph (DAG). However, the transition rule between FSM states is usually parametric, and
thus the entire process is machine learning based. However, Finite State Machine is a general categorization where
particular methods might be vastly different, each of which is unique to its own specific rules of the learning algorithm.

TwoFingers [156], for example, builds a database of normal behavior by constructing a suffix tree for variable-length
N-grams from the training data. The trees are transformed within the finite state machine and are further compacted
to a DAG. Finally, the Finite State Machine, endowed with the architecture of DAG, matches the new series to detect
anomalies. GeckFSM [214], however, is vastly different from TwoFingers, despite also following a finite-state machine
structure. The proposed approach, GeckoFSM, aims to cluster the points (based on their slope) in the univariate time
series and then extract some non-overlapping sub-sequences. A slope-based cluster merging operation then finds an
optimal number of clusters, where transition human-readable rules of FSM for each cluster are further computed using
the RIPPER algorithm [55]. Anomalies are identified as points that derive significantly from these rules.

7.2.2 Graph Representation of Sub-sequences. A second approach is to convert the time series into a directed graph with
nodes representing the usual types of subsequences and edges representing the frequency of the transitions between
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Fig. 14. Example of Series2graph representation.

types of subsequences. Series2Graph [26] is building such kinds of graphs. Moreover, an extension of Series2Graph
proposed in the literature, named DADS [217], proposes a distributed implementation and, therefore, a much more
scalable method for large time series.

For a given data series 𝑇 , the overall process of Series2Graph is divided into the following four main steps.

(1) Subsequence Embedding: Project all the subsequences (of a given length ℓ) of 𝑇 in a two-dimensional space,
where shape similarity is preserved.

(2) Node Creation: Create a node for each one of the densest parts of the above two-dimensional space. These
nodes can be seen as a summarization of all the major patterns of length ℓ that occurred in 𝑇 .

(3) Edge Creation: Retrieve all transitions between pairs of subsequences represented by two different nodes: each
transition corresponds to a pair of subsequences, where one occurs immediately after the other in the input data
series 𝑇 . We represent transitions with an edge between the corresponding nodes. The weights of the edges are
set to the number of times the corresponding pair of subsequences was observed in 𝑇 .

(4) Subsequence Scoring: Compute the normality (or anomaly) score of a subsequence of length ℓ𝑞 ≥ ℓ (within or
outside of 𝑇 ), based on the previously computed edges/nodes and their weights/degrees.

Figure 14 depicts the resulting graph returned by Series2Graph. The unusual path in the graph (with edges with low
weights and nodes with low degrees) corresponds to anomalies in the time series.

7.3 Tree-based Methods

Instead of modeling the time series into a graph, the different points or sub-sequences can also be organized in trees to
highlight potential isolated instances that could correspond to anomalies. Isolation Forest (IForest) is density-based and
the most famous tree-based approach for anomaly detection. IForest tries to isolate the outlier from the rest [140]. The
key idea remains on the fact that, in a normal distribution, anomalies are more likely to be isolated (i.e., requiring fewer
Manuscript submitted to ACM
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Fig. 15. Set of isolation trees that randomly partition a dataset. On average, instance N has a longer path to the root than instance A.
Thus, instance A’s anomaly score will be higher.

random partitions to be isolated) than normal instances. If we assume the latter statement, we only have to produce a
partitioning process that indicates well the isolation degree (i.e., anomalous degree) of instances.

Let first define the concept of Isolation Tree as stated in [140]. Let be 𝑇𝑟 a binary tree where each node has zero or
two children and a test that consists of an attribute 𝑞 and a split 𝑝 such that 𝑝 < 𝑞 divides data points into the two
children. 𝑇𝑟 is built by dividing recursively the training dataset 𝑇 = {𝑇𝑖,ℓ ,𝑇𝑖+1,ℓ , ...,𝑇|𝑇 |−ℓ,ℓ } randomly selecting 𝑝 and 𝑞
until, the maximal depth of the tree is reached, or the number of different instances is equal to 1. Figure 15 depicts an
example of isolation trees.

Using that kind of data structure, the path length into the tree 𝑇𝑟 to reach an instance 𝑇𝑖,ℓ is directly correlated to
the anomaly degree of that instance. Therefore, we can define the anomaly score as follow:

𝑆 (𝑥, 𝑛) = 2𝑠𝑠 =
∑
𝑇𝑟 ∈T ℎ(𝑥,𝑇𝑟 )
|T |𝑐 (𝑛) , 𝑐 (𝑛) = 𝐻 (𝑛 − 1) − 2(𝑛 − 1)

𝑛
(7)

With ℎ(𝑥,𝑇𝑟 ) the length of the path to reach 𝑥 in the tree 𝑇𝑟 , T a set of different isolation trees built, 𝑛 the number
of instances in the training set, and H is the harmonic number. It can be simply but surely estimated using the Euler
constant.

Other IForest-based algorithms have also been proposed recently. Extended IForest [90] is an extension of the
traditional Isolation Forest algorithm, which removes the branching bias using hyperplanes with random slopes. The
random sloping hyperplanes enable an unbiased selection of features free of the branching structure within the dataset.
Hybrid IForest [157] is another improvement on IForest, enabling a supervised setting and eliminating the dataset’s
potential confounding due to unbalanced clusters. Finally, IF-LOF [53] combines IForest and LOF by applying IForest
and then utilizes LOF to refine the results, which speeds up the process.

7.4 Encoding-based Methods

Encoding-based methods represent the sub-sequences of a time series into a low-dimensional latent space or data
structure. The anomaly score is directly from the latent space representations. More specifically, the anomaly scores are
attributed to the points that correspond to the encoded sub-sequences in the latent space.

7.4.1 Principal Component Analysis. The first encoding-based approach is to encode and represent the time series with
its principal components. Principal Components Analysis (PCA) investigates the major components of the time series
that contribute the most to the covariance structure. The anomaly score is measured by the sub-sequences distance from
0 along the principal components weighted by their eigenvalues. A standard routine is to pick 𝑞 significant components
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that can explain 50% variations of the time series and 𝑟 minor components that explain less than 20% variations. A
point is an anomaly if its values of major principles components, 𝑦1, 𝑦2 ..., have a weighted sum exceeding the threshold
its minor one has. So 𝑥 (or a sub-sequence 𝑇𝑖,ℓ of a given time series) is an anomaly if:

𝑞∑︁
1

𝑦𝑖

𝜆𝑖
> 𝑐1 or,

𝑝∑︁
𝑝−𝑟+1

𝑦𝑖

𝜆𝑖
> 𝑐2 (8)

In the equation above, 𝑐1 and 𝑐2 are predefined threshold values, and 𝜆s are the eigenvalues. RobustPCA [174] aims
to recover the principal matrix 𝐿0 by decomposing the original covariance matrix into𝑀 = 𝐿0 + 𝑆0 to minimize the rank
of 𝐿0. The residual term 𝑆0 helps separate the anomalous subsets and makes the algorithm applicable to time series
containing many anomalies. Finally, deepPCA [44] is similar to robustPCA but with an autoencoder preprocessing step
first. The autoencoder maps the time series into a latent space, and then the PCA (described above) is used to identify
anomalies.

7.4.2 Grammar and Itemset Representations. Another approach is to represent the time series into a set of symbols
associated with rules. GrammarViz [219] adopts an approach to find anomalies based on the concept of Kolmogorov
complexity where the randomness in a sequence is a function of its algorithmic incompressibility. The main idea is that
it is possible to represent a time series as context-free grammar (a set of symbols associated with rules), and the sections
of the time series that match a few grammar rules are considered anomalies. In addition, A feature of this algorithm is
also centered on its ability to find anomalies of different lengths.

More precisely, the algorithm can be divided into different phases. First, the whole time series is summarized using
Symbolic Aggregate Approximation (SAX) to have discrete values and not continuous ones. Next, context-free grammar
is built using Sequitur, a linear space and time algorithm able to derive context-free grammar from a string incrementally.
Finally, a rule density curve is built, which is the metadata that allows the detection of anomalies. It is possible to obtain
a rule density curve by iterating over all grammar rules and incrementing a counter for each time series that points to
the rule spans. Once the rule density curve is obtained, it is possible to discover anomalies by picking the minimum
values of the curve. Otherwise, it is possible to discover the least frequent sub-sequences (and possible anomalies) by
applying the Rare Rule Anomaly (RRA) algorithm.

Other grammar-based methods have been proposed in the literature. First, Ensemble GI [71] is an extension of
the GrammarViz algorithm, which further implements grammar induction on an ensemble approach that obtains
the anomaly detection result based on the ensemble detection of models with different parameter values. Unlike the
previous two, SupriseEncode [42] adopts a distinct compression-based method representing the record as an itemset.
The compression ratio of segments (code-length encoding) derived from each sub-sequence is compared among the
training data set to derive the anomaly score.

7.4.3 Hidden Markov Model. Another type of Encoder-based method is Hidden Markov Model (HMM). The latter
assumes the existence of a Markov process 𝑋 such that the time series data observed is dependent on that 𝑋 . The goal
is to derive 𝑋 by observing the data. The anomalies are detected by measuring the ability of the encoding to represent
the time series. For instance, EM-HMM [193] is a time-series anomaly detection method based on HMM.

More precisely, PST [234] is another detectionmethod based onHMM. It proposes an efficient algorithm for computing
the Probabilistic Suffix Tree (PST), a compact variable-order Markov chain. In practice, the algorithm embeds possible
chains of values (and their probability) into the trees and infers the anomaly score by computing the probabilities of the
chains of values.
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7.4.4 Bayesian Networks. Bayesian Network builds a graph denoting the relationship between random variables in
terms of Directed Acyclic Graph (DAG). Each node in the DAG stands for a random variable, and the edges represent the
probabilistic relationships among the variables. Dynamic Bayesian Network, or temporal Bayesian Network, generalizes
the Bayesian Network graph model to the time series setting. The model is capable of modeling the temporal relationship
for different random variables with first-order assumption.

Fig. 16. Illustration of Dynamic Bayesian Network (DBN).

As displayed in Figure 16, the random variables at different timestamps are connected by probabilistic edges, which
are referenced by the model to characterize the temporal change of the random variables in the dataset. The joint
probability distribution of a given DBN variable 𝑋𝑖 is given by the following equation:

𝑃 (𝑋𝑖:𝑡,1, 𝑋𝑖:𝑡,2, 𝑋𝑖:𝑡,𝑅−1 ...𝑋𝑖:𝑡,𝑅) =
∏

𝑡≤𝑇,𝑟≤𝑅
𝑃 (𝑋𝑖:𝑡,𝑟 |𝑃𝑎𝑟 (𝑋𝑖:𝑡,𝑟 )) (9)

𝑃𝑎𝑟 (𝑋𝑖:𝑡,𝑟 ) denotes the parent of 𝑋𝑖:𝑡,𝑟 , which are either inside the previous timestamps or just the parent inside the
same timestamps, due to the first order assumption.

Various time-series anomaly detection methods have implemented DBN in their algorithms. LaserDBN [173] is
a method proposed for image time series. The data is first preprocessed by k-means clustering to perform feature
selection, and then Dynamic Bayesian Network is implemented to compute the probabilities of individual sub-sequences.
EDBN [195] proposes an extension of DBN to suit the particular case of textual time-series anomaly detection (specifically
for business processes and logs). Finally, KDE-EDBN [196] is an extension of EDBN that uses Kernel Density Estimation
(KDE) to handle numerical attributes in logs.

7.4.5 Other Encoding-based Methods. In addition to all the methods described above, several more anomaly detection
methods could be grouped in the encoding-based category, such as polynomial approximation methods to detect
anomalies, like POLY [132] or SSA [260]. The latter is training multiple polynomial approximation models for each time
series (or sub-sequence in the time series). A similarity measure between the trained models is used to detect anomalies.

8 Prediction-based Methods

Prediction-based methods aim to detect anomalies by predicting the expected normal behaviors based on a training set of
time series or sub-sequences (containing anomalies or not). For instance, somemethods will be trained to predict the next
value or sub-sequence based on the previous one. Then, the prediction error is used as an anomaly score. The underlying
assumption of prediction-based methods is that normal data are easier to predict, while anomalies are unexpected,
leading to higher prediction error. Such assumptions are valid when the training set contains no or few time series with
anomalies. Therefore, prediction-based methods are usually more optimal under semi-supervised settings. Within the
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prediction-based methods, there come two second-level categories: forecasting-based and reconstruction-based. We
enumerate all the mentioned methods in Table 3.

Table 3. Summary of the prediction-based anomaly detection methods.

Second Level Prototype Dim Method Stream
ES [226] Forecasting-based - I Se ✗
DES [226] Forecasting-based - I Se ✗
TES [226] Forecasting-based - I U ✗
ARIMA [211] Forecasting-based ARIMA I U ✓
NoveltySVR [149] Forecasting-based SVM I U ✓
PCI [263] Forecasting-based ARIMA I U ✓
OceanWNN [246] Forecasting-based - I Se ✗
MTAD-GAT [267] Forecasting-based GRU M Se ✓
AD-LTI [252] Forecasting-based GRU M Se ✓
CoalESN [172] Forecasting-based ESN M Se ✓
MoteESN [49] Forecasting-based ESN I Se ✓
HealthESN [51] Forecasting-based ESN I Se ✗
Torsk [96] Forecasting-based ESN M U ✓
LSTM-AD [153] Forecasting-based LSTM M Se ✗
DeepLSTM [50] Forecasting-based LSTM I Se ✗
DeepAnT [167] Forecasting-based LSTM M Se ✗
Telemanom★ [103] Forecasting-based LSTM M Se ✗
RePAD [127] Forecasting-based LSTM M U ✗
NumentaHTM [3] Forecasting-based HTM I U ✓
MultiHTM [249] Forecasting-based HTM M U ✓
RADM [59] Forecasting-based HTM M Se ✓
MAD-GAN [129] Reconstruction-based GAN M Se ✓
VAE-GAN [171] Reconstruction-based GAN M Se ✗
TAnoGAN [17] Reconstruction-based GAN M Se ✗
USAD [8] Reconstruction-based GAN M Se ✗
EncDec-AD [152] Reconstruction-based AE M Se ✗
LSTM-VAE [194] Reconstruction-based AE M Se ✓
DONUT [254] Reconstruction-based AE I Se ✗
BAGEL [130] Reconstruction-based AE I Se ✗
OmniAnomaly [231] Reconstruction-based AE M Se ✗
MSCRED [265] Reconstruction-based AE I U ✗
VELC [264] Reconstruction-based AE I Se ✗
CAE [72, 73] Reconstruction-based AE I Se ✗
DeepNAP [117] Reconstruction-based AE M Se ✓
STORN [227] Reconstruction-based AE M Se ✓

I: Univariate; M: Multivariate // S: Supervised; Se: Semi-Supervised U: Unsupervised

8.1 Forecasting-based Methods

Forecasting-based methods use a model trained to forecast several time steps based on previous points or sequences.
The forecasting results are thus directly connected to previous observations in the time series. The forecasted points or
sequences are then compared to the original ones to determine how anomalous or unusual these original points are.

8.1.1 Exponential Smoothing. One of the first forecasting-based approaches proposed in the literature is the Exponential
Smoothing [226]. The latter is a non-linear smoothing technique to predict the time series points by taking the previous
time series data and assigning exponential weights to these previous individual observations. The anomalies are then
detected by comparing the predicted and actual results. Formally, the prediction of the current value 𝑇𝑖 is defined as
follows:

𝑇𝑖 = (1 − 𝛼)𝑁−1𝑇𝑖−𝑁 +
𝑁−1∑︁
𝑗=1

𝛼 (1 − 𝛼) 𝑗−1𝑇𝑖− 𝑗 𝛼 ∈ [0, 1] (10)
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Thus, the estimated sub-sequence is a linear combination of the previous data points, with the weights varying
exponentially. The parameter 𝛼 stands for the rate of exponential decrease. The smaller the 𝛼 is, the more the weight is
assigned to the distant data points.

In addition, several approaches based on exponential smoothing have been proposed. For example, Double Exponential
Smoothing (DES) and Triple Exponential Smoothing (TES) [226] are variants of the exponential smoothing techniques
for non-stationary time series. In DES, a further parameter 𝛽 is utilized to smooth the trend that a time series can have.
For the special case of time series containing seasonality, TES enables another parameter 𝛾 to control it.

8.1.2 ARIMA. Another early category of forecasting-based approaches proposed in the literature is ARIMA mod-
els [211]. The latter assumes a linear correlation among the time series data. The algorithm fits the ARIMA model on
the time series and draws anomalies by comparing the prediction of the ARIMA model and real data. Formally, An
ARIMA(𝑝′, 𝑞) model is built upon the following iterative equations:

𝑇𝑖 =

𝑝′∑︁
𝑘=1

𝛼𝑘𝑇𝑡−𝑘 + 𝜖𝑖 +
𝑞∑︁
𝑗=1

𝜃
𝑝

𝑗
𝜖𝑖− 𝑗 (11)

Overall, using ARIMA models, we assume that every next time series values correspond to a linear combination of
the previous values and residuals. Note that the residuals must be estimated in an iterated manner. Moreover, Prediction
Confidence Interval (PCI) [263] is an extension of the ARIMA model, which further combines the nearest neighbor
method. The prediction confidence interval allows dynamic thresholding. The threshold can be estimated on the
historical nearest neighbors.

8.1.3 Long Short-Term Memory. Long Short-Term Memory (LSTM) [98] network has been demonstrated to be par-
ticularly efficient in learning inner features for sub-sequences classification or time series forecasting. Such a model
can also be used for anomaly detection purposes [67, 154]. The two latter papers’ principle is as follows: A stacked
LSTM model is trained on normal parts of the data that we call 𝑁 . The objective is to predict the point 𝑁𝑖 ∈ 𝑁 or the
sub-sequence 𝑁𝑖,𝑙1 using the sub-sequence 𝑁𝑖−𝑙,𝑙 . Consequently, the model will be trained to forecast a healthy state of
the time series, and, therefore, will fail to forecast when it will encounter an anomaly.

LSTM network is a special type of Recurrent Neural Network (RNN), based on LSTM units as memory cells to encode
hidden information. Figure 17 depicts the components and interactions within an LSTM cell. The various components
are given by:

𝑓𝑡 = 𝜎𝑔 (𝑊𝑓 𝑥𝑡 +𝑈𝑓 ℎ𝑡−1 + 𝑏 𝑓 )

𝑖𝑡 = 𝜎𝑔 (𝑊𝑖𝑥𝑡 +𝑈𝑖ℎ𝑡−1 + 𝑏𝑖 )

𝑜𝑡 = 𝜎𝑔 (𝑊0𝑥𝑡 +𝑈0ℎ𝑡−1 + 𝑏0)

𝑐𝑡 = 𝑓𝑡 ◦ 𝑐𝑡−1 + 𝑖𝑡 ◦ 𝜎𝑐 (𝑊𝑐𝑥𝑡 +𝑈𝑐ℎ𝑡−1 + 𝑏𝑐 )

ℎ𝑡 = 𝑜𝑡 ◦ 𝜎ℎ (𝑐𝑡 )

By combining a large number of cell (outlined in Figure 17) and stacking them [154], one can fit the weights to
forecast the time series in two different ways described as follow: (i) The first is to train the network using a fixed time
window length 𝑇𝑡−ℓ−1,ℓ = [𝑇𝑡−ℓ , ...,𝑇𝑡−1] to predict 𝑇𝑡 , (ii) or using the same input to predict the incoming sequence
𝑇𝑡,ℓ ′ = [𝑇𝑡 , ...,𝑇𝑡+ℓ ′ ]. For the specific purpose of anomaly detection, we will assume that such a model can be trained
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Fig. 17. LSTM cell architecture.

to achieve both of the previously enumerated tasks. Then, what has to be done is to train this model on the normal
section of the time series (apriori annotated by the knowledge expert) and use the forecasting error as an anomaly
score. Therefore, one can expect to obtain a bigger forecasting error for a sub-sequence that the model has never seen
(like an anomaly), rather than a usual sub-sequence.

There exists a large variety ofmethods based on LSTMneural networks proposed in the literature. First, DeepLSTM [50]
is a standard implementation of LSTM networks. The generative model stacks the LSTM network trained from normal
sections of the time series. Then, LSTM-AD [153] adopts a similar approach to DeepLSTM. In addition to training the
LSTM model to predict time series, LSTM-AD also estimates the training dataset’s errors with multivariate normal
distribution and calculates the anomaly score with the Mahalanobis distance.

Moreover, Telemanom [103] is an LSTM-based approach that focuses on channeled data (i.e., multivariate time series).
An LSTM network is trained for each channel. The prediction error is further smoothed over time, and low errors are
pruned retroactively. Then, RePad [127] is another LSTM-based algorithm that considers short-term historical data
points to predict future anomalies in streaming data. The detection is based on the Average Absolute Relative Error
(AARE) of LSTM, and RePad also implements a dynamic threshold adjustment to vary the threshold value at different
timestamps.

8.1.4 Gated Recurrent Unit. In addition to LSTM cells frequently implemented in time series settings, other neural
network architectures have also been in use. One example is the Gated Recurrent Unit (GRU) which is also an RNN but
operates in a different gated unit than LSTM to forecast time series values. We will summarize some of the approaches
used in these different architectures.

MTAD-GAT [267] is the first example of anomaly detection methods based on GRU units. The latter uses both the
prediction error and reconstruction error for the detection of anomalies (This method could fit in both forecasting
and reconstruction-based categories). The model utilizes two parallel graph attention layers to preprocess the time
series dataset and then implements a GRU network to reconstruct and predict the next values. AD-ITL [252] is another
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GRU-based algorithm with seasonal and raw features as input. The input time series is first used to extract seasonal
features and further fed to the GRU network. The GRU then predicts each value of the window, and Local Trend
Inconsistency (LTI) is used as a measure of the error to assess the abnormality between predicted and actual values.

8.1.5 Echo State Networks. Researchers have also proposed multiple Echo State Networks for detecting anomalies in
time series. An Echo State Network (ESN) is a variant of RNN, which has a sparsely connected random hidden layer.
The model randomizes the weights in hidden and input layers and also connects neurons randomly. Only the values in
the output layers are learned, rendering the method a linear model that is easily trained. The random hidden layers act
as a dynamic reservoir that transforms the input into sequences of non-linear, complicated processes. The trainable
output layer organizes the encoding of the inputs in the dynamic reservoir, enabling complex representation of the data
despite its linearity. The initial values of input and hidden layers are also chosen carefully, usually tuned with multiple
parameters.

First, CoalESN [172] is a simple implementation of Echo State by predicting time series values and comparing the
estimated results with real ones to determine abnormality. MoteESN [49] adopts a similar approach to CoalESN but uses
the absolute difference to measure the anomaly score. The model is optimized for a sensor device, where the network is
trained offline before deployment on the sensor. Torsk [96] is another adaptation of ESN. Like its precursors, Torsk uses
the previous window as training data and then predicts the following ones. The model further implements automatic
thresholding. Finally, HealthESN [51] is an Echo State Network applied to the medical and health domain. The algorithm
utilizes the default architecture with training and testing steps; after a sequence of data preprocessing, intelligent
threshold computation is used to estimate the adaptive threshold and declare anomalies by the ESN predictions.

8.1.6 Hierarchical Temporal Memory. Another recurrent neural network type of approach is Hierarchical Temporal
Memory (HTM). The latter is the core component of multiple anomaly detection methods proposed in the literature.
The HTM method is based on the theory and ideas proposed in the Thousand Brains Theory of Intelligence [92]. The
latter proposes that many models are learned for each object or concept, rather than only one single model per object,
as most of the methods described in the previous sections usually handle.

In particular, HTM focuses on three main tasks: sequence learning, continual learning, and sparse distributed
representations. Even though HTM-based methods can be seen as RNN-based methods (such as LSTM, GRU, and
ESN-based approach), the main difference is between the neuron definition and the learning process. For HTM, the
unsupervised Hebbian-learning rule [95] is applied to train the model rather than the classical back-propagation is not
applied.

The first time-series anomaly detection method using HTM proposed in the literature is the NumentaHTM [3] and
MultiHTM [249] approaches. Moreover, RADM [59] combines HTM with Naive Bayesian Networks to detect anomalies
in multivariate time series.

8.1.7 Other Forecasting-based Methods. Finally, it is important to note that forecasting-based approaches are a generic
concept that requires to have a model that can predict the incoming value from historical data. Therefore, any regression
approach can be used as a forecasting-based approach. In the previous sections, we described on a high-level the most
popular methods used to perform anomaly detection using forecasting-based techniques. We can complement the list
with methods using more specific architecture on specific applications such as OceanWNN [246] using Wavelet-Neural
Networks, or more classical regression techniques used as forecasting-based core units such as NoveltySVR [149] using
Support-Vector-Machine (SVM).
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Fig. 18. Overview of autoencoders methods for time-series anomaly detection.

8.2 Reconstruction-based Methods

Reconstruction-based methods represent normal behavior by encoding sub-sequences of a normal training time series
into a low-dimensional space. The sub-sequences are then reconstructed from the low-dimensional space, and the
reconstructed sub-sequences are then compared to the original sub-sequences. The difference between the reconstruction
and the original sequence is used to detect anomalies. In general, the inputs to the reconstruction process are training
sub-sequences.

8.2.1 Autoencoder. Autoencoder is a type of artificial neural network used to learn to reconstruct the dataset given as
input using a smaller encoding size to avoid identity reconstruction. As a general idea, the autoencoder will try to learn
the best latent representation (also called encoding) using a reconstruction loss. Therefore, it will learn to compress the
dataset into a shorter code and then uncompress it into a dataset that closely matches the original. Figure 18 depicts an
overview of autoencoders for time series. Formally, given two transition functions 𝐸 and 𝐷 , respectively called encoder
and decoder, the task of an autoencoder is the following one:

𝜙 :Tℓ → Z (12)

𝜓 :Z → Tℓ (13)

𝜙,𝜓 =𝑎𝑟𝑔min
𝜙,𝜓

L(𝑇𝑖,ℓ ,𝜓 (𝜙 (𝑇𝑖,ℓ ))) (14)

L is a loss function that is usually set to the mean square error of the input and its reconstruction, formally written
| |𝑋 −𝜓 (𝜙 (𝑇𝑖,ℓ )) | |2. This loss fits the task well for the specific case of sub-sequences in a time series since it coincides
with the Euclidian distance.

The reconstruction error can be used as an anomalous score for the specific anomaly detection task. As the model is
trained on the non-anomalous sub-sequence of the time series, it is optimized to reconstruct the normal sub-sequences.
Therefore, all the sub-sequences far from the training set will have a bigger reconstruction error.

As autoencoder has been a popular method in the recent decade, many anomaly detection algorithms are based on
autoencoder algorithms’ implementation. EncDec-AD [152] is the first model that implements an encoder-decoder
by using reconstruction error to score anomalies. LSTM-VAE [194] and MSCRED [265] use LSTM and Convolutional
Manuscript submitted to ACM
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Fig. 19. Overview of GAN methods for time-series anomaly detection.

LSTM cells in the autoencoder architecture. Similarly, Omnianomaly [231] is another autoencoder method where the
autoencoder architecture uses GRU and planar normalizing flow.

Then, STORN [227] and DONUT [254] proposed a Varational Autoencoder (VAE) method to detect abnormal
sub-sequences. For DONUT, it further preprocesses the time series using the MCMC-based missing data imputation
technique [205]. Improving from DONUT, BAGEL [130] implements conditional VAE instead of VAE. VELC [264] sets
up additional constraints to the VAE. The Decoder phase is regularized due to anomalies in training data, which helps
fit normal data and prevent generalization to model abnormalities.

Moreover, CAE [72, 73] uses a convolutional autoencoder to convert time series sub-sequences to image encoding.
The algorithm also speeds up nested-loop-search using sub-sequences approximation with SAX word embedding.

Finally, DeepNAP [117] is a sequence-to-sequence AE-based model. However, unlike other AE-based models,
DeepNAP detects anomalies before they occur.

8.2.2 Generative Adversarial Networks. Generative Adversarial Network (GAN) is initially proposed for image gener-
ation purposes [82] but can also be used to generate time series. GAN has two components: (i) one to generate new
time series and (ii) one to discriminate the existing time series. Both of the components are useful for the detection of
anomalies. Figure 19 depicts the overview of GAN methods for anomaly time series.

More precisely, a GAN is composed of two networks. The first is called the generator𝐺 (𝑧, 𝜃𝑔) with 𝜃𝑔 its parameters.
The second one is called the discriminant𝐺 (𝑥, 𝜃𝑑 ) with 𝜃𝑑 its parameters. The output of𝐺 is the same shape as the input,
and the output of 𝐷 is a scalar 𝐷 (𝑥) that represents the probability that 𝑥 came from the original dataset. Therefore
1 − 𝐷 (𝑥) is the probability that 𝐺 has generated 𝑥 . Formally, 𝐺 and 𝐷 have to be optimized, such as the two-player
optimization problem where the accuracy of the discriminator has to be maximized but also minimized regarding the
generator. The value to be minimized, denoted as 𝑉 (𝐺,𝐷), is defined in the following manner.

min
𝐺

max
𝐷

𝑉 (𝐺, 𝐷) = E𝑥∼𝑝𝑑𝑎𝑡𝑎 (𝑥 ) [𝑙𝑜𝑔𝐷 (𝑥)] + E𝑧∼𝑝𝑧 (𝑧 ) [𝑙𝑜𝑔(1 − 𝐷 (𝐺 (𝑧)))] (15)
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For Tℓ the set of sub-sequences to train on, and Z the corresponding set of sub-sequences from the latent space
(noise sample), we have the following stochastic gradient descend:

𝐷𝑖𝑠𝑐𝑟𝑖𝑚𝑖𝑛𝑎𝑛𝑡 :∇𝜃𝑑
1
|T|

∑︁
(𝑇,𝑍 ) ∈ (T,Z)

[−𝑙𝑜𝑔𝐷 (𝑇 ) − 𝑙𝑜𝑔(1 − 𝐷 (𝐺 (𝑍 )))] (16)

𝐺𝑒𝑛𝑒𝑟𝑎𝑡𝑜𝑟 :∇𝜃𝑔
1
|Z|

∑︁
𝑍 ∈Z

[1 − 𝑙𝑜𝑔(1 − 𝐷 (𝐺 (𝑍 )))] (17)

This architecture has been tried for the specific case of time-series anomaly detection [128]. For the purpose of
anomaly detection, the generator is trained to produce sub-sequences labeled as normal, and the discriminator is
trained to discriminate the anomalies. Thus training such a model requires having a training dataset with normal
sub-sequences. One can use the discriminator and the generator simultaneously to detect the anomaly. First, given that
the discriminator has been trained to separate real (i.e., normal) from fake (i.e., anomaly) sub-sequences, it can be used
as a direct tool for anomaly detection. Nevertheless, the generator can also be helpful. Given that the generator has
been trained to produce a realistic sub-sequence, it will most probably fail to produce a realistic anomaly. Therefore, the
Euclidian distance between the sub-sequence to evaluate and what would have generated the generator with the same
latent input can have some significance in discriminating anomaly.

Several anomaly detection methods based on GAN have been proposed in the literature, such as MAD-GAN [129],
USAD [8] and TAnoGAN [17]. These approaches train GAN on the normal sections of the time series. The anomaly
score is based on the combination of discriminator and reconstruction loss. VAE-GAN [171] is another GAN-based
model that combines GAN and Variational Autoencoder. More specifically, the generator is a VAE, which further
competes with the discriminator. The anomaly score is computed the same as the previous two.

9 Evolution of Methods over Time: A Meta-Analysis

At this point, we described the main methods proposed in the literature to detect anomalies in time series. We grouped
them into three first-level categories and 9 second-level categories. However, these first or second-level categories do
not share the same distribution in time. Figure 20 shows the number of methods proposed per interval of years (left)
and the cumulative number over the years (right).

We first observe that the number of methods proposed yearly was constant between 1990 and 2016. The number of
methods proposed in the literature significantly increased after 2016. This first confirms the growing academic interest
in the topic of time-series anomaly detection.

We can then dive into the second-level categories, and we observe that the significant increase in methods proposed
is caused mainly by the prediction-based approach and, more specifically, by LSTM and autoencoder-based approaches.
Between 2020 and 2023, such methods represent almost 50% of the newly introduced anomaly detection methods. The
great success of deep learning for computer vision causes such growth. Moreover, thanks to the open-source deep
learning library such as TensorFlow and PyTorch, generic deep learning methods are easy to adapt to time series.

We can then inspect the evolution of the number of methods proposed in the literature that can handle univariate or
multivariate time series. Figure 21(right) shows the number of methods for multivariate and univariate time series per
interval of years listed on the x-axis.

Surprisingly, we observe that most of the methods proposed between 1990 and 2016 were proposed for multivariate
time series, whereas, in the last three years, most of the proposed methods are for univariate time series. However,
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Fig. 20. Relative number of methods proposed over time per category, at different times-intervals (left), and cumulative (right).
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after a deep inspection, most of the methods proposed before 2016 were designed for point anomaly detection (i.e.,
well-defined problems for multivariate time series). The recent interest in sub-sequence anomaly detection, joined by
the fact that the subsequence anomaly detection problem for multivariate time series is harder to define, leads to a
significant increase in methods for univariate time series.

Finally, we can measure the evolution of the number of unsupervised and semi-supervised methods over the years.
The latter is illustrated in Figure 21(left). We observe that 65% of the anomaly detection methods proposed in the
literature were unsupervised between 1980 and 2000, whereas 50% of the methods proposed between 2012 and 2018
were unsupervised.
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Table 4. Summary of existing benchmarks for time-series anomaly detection.

Benchmark # Time
Series

Average
Length

Average #
Anomalies

Average
Anomaly Length Dim Anomaly

Type
NAB [126] 58 6301.7 2 287.8 I P&S
Yahoo [125] 367 1561.2 5.9 1.8 I P&S
Exathlon [108] 93 25115.9 1 9537.6 M S
KDD21 [113] 250 77415.1 1 196.5 I P&S
TODS [123] 54 13469.9 266.7 2.3 I&M P&S
TimeEval [216] 976 30991 5.5 106.7 I&M P&S
TSB-UAD [185] 14046 34043.6 86.3 24.9 I P&S
TSB-AD [142] 1070 (Curated) 105485.2 104.2 409.5 I&M P&S

I: Univariate; M: Multivariate // P: Point; S: Subsequence
The statistics are based on the datasets downloaded during the writing of this article.

10 Evaluating Anomaly Detection

With the continuous advancement of time-series anomaly detection methods, it becomes evident that different methods
possess distinct properties and may be more suitable for specific domains. Moreover, the metrics used to evaluate
these methods vary significantly in terms of their characteristics. Consequently, evaluating and selecting the most
appropriate method for a given scenario has emerged as a major challenge in this field. In this section, we will begin
by presenting the benchmarks that have been proposed in the literature for evaluating time-series anomaly detection
methods. Then, we will discuss different evaluation measures commonly used in the field and examine their limitations
when applied to anomaly detection.

10.1 Existing Benchmarks

In previous sections, we noted that a substantial number of time-series anomaly detection methods have been developed
over the past several decades. Multiple surveys and experimental studies have evaluated the performance of various
anomaly detectors across different datasets [185, 216, 235]. These investigations have consistently highlighted the
absence of a one-size-fits-all anomaly detector. The emerging consensus acknowledges that a model performing well on
one dataset is not sufficient to declare an anomaly detection algorithm useful. The effectiveness of an anomaly detector
should be demonstrated across a wide range of datasets rather than several cherry-picking datasets. Consequently,
there have been efforts made to establish benchmarks incorporating multiple datasets from various domains to ensure
thorough and comprehensive evaluation.

In the following, we will overview recent benchmarks for time-series anomaly detection. These benchmarks are
presented chronologically, as illustrated in Table 4, with brief descriptions to demonstrate advancements in this field.
NAB [126] provides 58 labeled real-world and artificial time series, primarily focusing on real-time anomaly detection
for streaming data. It comprises diverse domains such as AWS server metrics, online advertisement clicking rates,
real-time traffic data, and a collection of Twitter mentions of large publicly-traded companies.
Yahoo [125] comprises a collection of real and synthetic time series datasets, which are derived from the real production
traffic to some of the Yahoo production systems.
Exathlon [108] is proposed for explainable anomaly detection over high-dimensional time series data. It is constructed
based on real data traces from repeated executions of large-scale stream processing jobs on an Apache Spark cluster.
KDD21 (or UCR Anomaly Archive) [113] is a composite dataset that covers various domains, such as medicine, sports,
and space science. It was designed to address the pitfalls of previous benchmarks [251].
TODS [123] refines synthetic criterion and includes five anomaly scenarios categorized by behavior-driven taxonomy
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as point-global, pattern-contextual, pattern-shapelet, pattern-seasonal, and pattern-trend.
TimeEval [216] comprises a collection of datasets (both real and synthetic) from very different domains. This benchmark
contains both univariate and multivariate time series mixing both point and sequence anomalies. In addition, this
benchmark has been filtered such that there is no time series that have a normal/abnormal ratio above 0.1, and that at
least one method performs more than 0.8 AUC-ROC for each time series.
TSB-UAD [185] is a comprehensive and unified benchmark designed for evaluating univariate time-series anomaly
detection methods. It includes public datasets that contain real-world anomalies, as well as synthetic datasets that
provide eleven transformation methods to emulate different anomaly types. Additionally, the benchmark incorporates
artificial datasets that are transformed from time-series classification datasets with varying levels of similarity between
normal and abnormal subsequences. This comprehensive coverage of different anomaly scenarios makes TSB-UAD a
uniform platform to compare different methods across different realistic scenarios.

We note that there are ongoing discussions regarding the limitations of certain datasets used in existing benchmarks.
Wu et al. [251] identify four common flaws: (i) triviality, (ii) unrealistic anomaly density, (iii) mislabeled ground truth, and
(iv) run-to-failure bias. Such issues underscore the substantial challenges in designing truly representative benchmarks.
In response, Wu et al. develop a manually curated dataset consisting primarily of univariate time series featuring a
single, often artificially introduced anomaly. However, this dataset may not accurately reflect real-world scenarios
(given that most previously published real-world datasets contain multiple anomalies) and excludes other potentially
anomalous regions, resulting in a new set of labeling ambiguities. To address these concerns, TSB-AD [142] introduces
the first large-scale, heterogeneous, and meticulously curated dataset, combining human perception with model-driven
interpretation to offer improved reliability.
TSB-AD [142] is the largest benchmark to date, comprising 1,000 rigorously curated, high-quality time series datasets.
This benchmark include both univariate and multivariate cases, ensuring coverage of a wide range of real-world
scenarios for anomaly detection. It establishes a reliable framework for evaluating methods and includes comprehensive
benchmarking of 40 anomaly detection approaches (continuously updating2). Each method undergoes a thorough
hyperparameter tuning to ensure optimal performance. The benchmark also incorporates the latest advances in
foundation model-based methods, highlighting their potential for time series anomaly detection.

10.2 Evaluation Measures

In this section, we present an overview of evaluation metrics used to assess the performance of anomaly detectors.
There are various ways to categorize the evaluation metrics. It can be classified based on whether a threshold needs to
be set or if the evaluation is conducted on independent time points or sequences. In the following, we will categorize
the evaluation based on the requirement of threshold setting.

10.2.1 Threshold-based Evaluation. Threshold-based evaluation requires setting a threshold to classify each point (time
step) as an anomaly or not based on the anomaly score 𝑆𝑇 . Generally, a higher anomaly score value indicates a more
abnormal point. The most straightforward approach is to set the threshold to 𝜇 (𝑆𝑇 ) + 𝛼 ∗ 𝜎 (𝑆𝑇 ), with 𝛼 set to 3 [15],
where 𝜇 (𝑆𝑇 ) is the mean and 𝜎 (𝑆𝑇 ) is the standard deviation of 𝑆𝑇 . However, this approach is sensitive to extreme
values in the anomaly score and can result in unfair comparisons between different methods due to variations in their
statistical properties.

2https://thedatumorg.github.io/TSB-AD
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(b) Threshold-independent Evaluation

Fig. 22. Illustration of evaluation measures for time-series anomaly detection.

To address this issue, researchers in the field have developed alternative methods for threshold selection that operate
automatically, eliminating the need for statistical assumptions regarding errors. For instance, [5] introduced an adaptive
thresholding technique that exploits the consistent time correlation structure observed in anomaly scores during
benign activity periods. This technique dynamically adjusts the threshold based on predicted future anomaly scores.
Non-parametric dynamic thresholding, proposed in [104], aims to find a threshold such that removing all values above
it results in the greatest percentage decrease in the mean and standard deviation of the anomaly scores. Another
approach, known as Peaks-Over-Threshold (POT) [224, 232], involves an initial threshold selection, identification of
extreme values in the tails of a probability distribution, fitting the tail portion with a generalized Pareto distribution
with parameters, computing anomaly scores based on the estimated distribution, and applying a secondary threshold to
identify anomalies.

After setting the threshold, we can classify the points as either normal or abnormal based on whether they exceed
the threshold. In the subsequent section, we will review common evaluation measures. We begin by presenting
the necessary definitions and formulations for introducing these measures, followed by a brief explanation of their
distinctions. Formally, the binary predictions 𝑝𝑟𝑒𝑑 ∈ {0, 1}𝑛 are obtained by comparing 𝑆𝑇 with threshold 𝑇ℎ as:

∀𝑖 ∈ [1, |𝑆𝑇 |], 𝑝𝑟𝑒𝑑𝑖 =


0, if: 𝑆𝑇 𝑖 < 𝑇ℎ

1, if: 𝑆𝑇 𝑖 ≥ 𝑇ℎ
(18)

By comparing 𝑝𝑟𝑒𝑑 to the true-labeled anomalies 𝑙𝑎𝑏𝑒𝑙 ∈ {0, 1}𝑛 , the points can fall into one of the following four
categories:

• True Positive (TP): Number of points that have been correctly identified as anomalies.
• True Negative (TN): Number of points that have been correctly identified as normal.
• False Positive (FP): Number of points that have been wrongly identified as anomalies.
• False Negative (FN): Number of points that have been wrongly identified as normal.

Given these four categories, several point-wise evaluation measures have been proposed to assess the accuracy of
anomaly detection methods.
Precision (or positive predictive value) is the number of correctly identified anomalies over the total number of points
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detected as anomalies by the method: 𝑇𝑃
𝑇𝑃+𝐹𝑃 .

Recall (or True Positive Rate, TPR) is the number of correctly identified anomalies over all anomalies: 𝑇𝑃
𝑇𝑃+𝐹𝑁 .

False Positive Rate (or FPR) is the number of points wrongly identified as anomalies over the total number of normal
points: 𝐹𝑃

𝐹𝑃+𝑇𝑁 . Contrary to Recall, the optimal score is obtained by predicting all the points as normal.
F-Score combines precision and recall into a single metric by taking their harmonic mean, with a non-negative real
value of 𝛽 : (1+𝛽2 )∗𝑃𝑟𝑒𝑐𝑖𝑠𝑖𝑜𝑛∗𝑅𝑒𝑐𝑎𝑙𝑙

𝛽2∗𝑃𝑟𝑒𝑐𝑖𝑠𝑖𝑜𝑛+𝑅𝑒𝑐𝑎𝑙𝑙 . Usually, 𝛽 is set to 1, balancing the importance between Precision and Recall.
Precision@k is the precision of a subset of anomalies corresponding to 𝑘 highest value in the anomaly score 𝑆𝑇 .

While most current methods [222, 232, 255] calculate these metrics by treating time points as independent samples,
they often employ point adjustment techniques to account for consecutive anomalies. This means that detecting any
point within an anomalous segment is considered as if all points within that segment were detected, as is shown in
Figure 22(a). However, the work of [118] criticizes the use of point-adjusted metrics, demonstrating that they have a high
likelihood of overestimating detection performance and that even a random anomaly score can yield seemingly good
results. In light of this critique, [118] propose Point-adjusted metrics at 𝐾%, wherein a predetermined proportion 𝐾%
of anomalies must be detected before the application of point adjustment. Other refined point-adjusted metrics include
Delay thresholded point-adjusted F-score in [52, 204]. This metric considers an anomaly to be detected only if it is
predicted within the first 𝑘 time steps of the truth-labeled anomaly.

Furthermore, the above-mentioned metrics ignore the sequential nature of time series. A range-based quality
measure [237] was recently proposed to address the shortcomings of point-based measures. This definition considers
several factors: (i) whether a subsequence is detected or not (ExistenceReward); (ii) how many points in the subsequence
are detected (OverlapReward); (iii) which part of the subsequence is detected (position-dependent weight function);
and (iv) how many fragmented regions correspond to one real subsequence outlier (CardinalityFactor). In this way,
point-based Precision and Recall can be extended to calculating Range-based F-score.

Other metrics include NAB score [126], which penalizes false positive points by assigning a negative value and
provides positive value rewards for accurately detecting anomalous segments, with the reward being higher for early
prediction of the first anomalous point. It is noteworthy that the utilization of the NAB score itself is not widespread;
however, the benchmark introduced in this paper is widely adopted in the research community for evaluation using
other metrics.

10.2.2 Threshold-independent Evaluation. The requirement to apply a threshold to the anomaly score significantly
affects the accuracy measures. They can vary significantly when the threshold changes. According to a recent work [180],
threshold-basedmeasures are particularly sensitive to the noisy anomaly score, which stem fromnoise in the original time
series. As the score fluctuates around the threshold, they become less robust to noise. Moreover, the normal/abnormal
ratio, which exhibits considerable variability across different tasks, further influences the threshold. Notably, variations
in this ratio can lead to variations in the threshold, consequently impacting the values of threshold-based accuracy
measures. Additionally, detectors may introduce a lag into the anomaly score, and there may be inherent lag resulting
from the approximation made during the labeling phase. Even small lags can have a significant impact on these
evaluation measures. Therefore, many works consider threshold selection as a problem orthogonal to model evaluation
and use metrics that summarize the model performance across all possible thresholds. We will introduce several
threshold-independent evaluation measures as follows.
Best F-Score: Maximum F-Score over all possible thresholds.
AUC: The Area Under the Receiver Operating Characteristics curve (AUC-ROC) [66] is a widely used evaluation
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metric in anomaly detection, as well as in binary classification in general. It quantifies the performance of a model
by measuring the area under the curve that represents the true positive rate (TPR) on the y-axis against the false
positive rate (FPR) on the x-axis, as depicted in Figure 22(b.1). AUC-ROC represents the probability that a randomly
chosen positive example will be ranked higher than a randomly chosen negative example. It is computed using the
trapezoidal rule. For that purpose, we define an ordered set of thresholds, denoted as 𝑇ℎ, ranging from 0 to 1, where
𝑇ℎ = [𝑇ℎ0,𝑇ℎ1, ...𝑇ℎ𝑁 ] with 0 = 𝑇ℎ0 < 𝑇ℎ1 < ... < 𝑇ℎ𝑁 = 1. Therefore, 𝐴𝑈𝐶-𝑅𝑂𝐶 is defined as follows:

𝐴𝑈𝐶-𝑅𝑂𝐶 =
1
2

𝑁∑︁
𝑘=1

Δ𝑘𝑇𝑃𝑅 ∗ Δ𝑘𝐹𝑃𝑅

with:

Δ𝑘
𝐹𝑃𝑅

= 𝐹𝑃𝑅(𝑇ℎ𝑘 ) − 𝐹𝑃𝑅(𝑇ℎ𝑘−1)

Δ𝑘
𝑇𝑃𝑅

= 𝑇𝑃𝑅(𝑇ℎ𝑘−1) +𝑇𝑃𝑅(𝑇ℎ𝑘 )

(19)

The Area Under the Precision-Recall curve (AUC-PR) [58] is similar, but with the Recall (TPR) on the x-axis and
Precision on the y-axis. The Precision and FPR exhibit distinct responses to changes in false positives in the context of
anomaly detection. In this domain, the number of true negatives tends to be substantially larger than the number of
false positives, resulting in low FPR values for various threshold choices that are relevant. Consequently, only a small
portion of the ROC curve holds relevance under such circumstances. One potential approach to address this issue is to
focus solely on specific segments of the curve [10]. Alternatively, the use of the AUC-PR has been advocated as a more
informative alternative to ROC for imbalanced datasets [145].
Range-AUC: AUC-ROC and AUC-PR are primarily designed for point-based anomalies, treating each point inde-
pendently and assigning equal weight to the detection of each point in calculating the overall AUC. However, these
metrics may not be ideal for assessing subsequence anomalies. There are several reasons for this limitation, including
the importance of detecting even small segments within subsequence outliers, the absence of consistent labeling con-
ventions across datasets, especially for subsequences, and the sensitivity of the anomaly scores to time lags introduced
by detectors. To address these limitations, an extension of the ROC and PR curves called Range-AUC [180] has been
introduced specifically for subsequences. By adding a buffer region at the outliers’ boundaries as shown in Figure
22(b.2), it accounts for the false tolerance of labeling in the ground truth and assigns higher anomaly scores near the
outlier boundaries. It replaces binary labels with continuous values in the range [0, 1]. This refinement enables the
adaptation of point-based TPR, FPR, and Precision to better suit subsequence anomaly cases.
Volume Under the Surface (VUS) [180]: The buffer length in Range-AUC, denoted as 𝑙 , needs to be predefined. If not
properly set, it can strongly influence range-AUC measures. To eliminate this influence, VUS computes Range-AUC
for different buffer lengths from 0 to the 𝑙 , which leads to the creation of a three-dimensional surface in the ROC-PR
space as shown in Figure 22(b.3). The VUS family of measures, including VUS-ROC and VUS-PR, are parameter-free
and threshold-independent, applicable for evaluating both point-based and range-based anomalies.

Different evaluation methods have different properties, including robustness to lag and noise, the separability to
differentiate between accurate and inaccurate methods, and the need for parameters, etc. Therefore, the selection of
evaluation metrics should be approached with caution, considering the specific requirements of the task. For detailed
case studies highlighting the properties of different metrics, we recommend referring to the following papers [180, 229].
In terms of key takeaways, we recommend utilizing threshold-independent evaluation measures to mitigate potential
biases introduced by threshold selection. AUC-based measures have been widely adopted in this regard. However, their
limitations lie in the lack of consideration for the consistency of time series. To address this, Range-AUC has refined
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the AUC-based measures. Among the range-based measures, VUS-ROC stands out for its robustness, separability,
and consistency in ranking the accuracy of detectors across diverse datasets, making it a recommended choice as the
evaluation measure of preference.

11 Conclusions

In this survey, we examined into the anomaly detection problem in time series. We started by defining a taxonomy of
time series types, anomaly types, and anomaly detection methods. We grouped the methods into multiple process-centric
categories. We then described the most popular anomaly detection methods for each category in detail, and provided an
extensive list of other existing methods. We finally discussed the problem of benchmarking and evaluation of anomaly
detection methods in time series. We initiated this discussion by listing the time series dataset and benchmark proposed
in the literature. We then listed the traditional evaluation measures used to assess the detection quality, discussed their
limitations, and introduced a recent effort to adapt these measures to the context of time series.

Despite the decades-long worth of research in this area, time-series anomaly detection remains a challenging problem.
Several communities have tackled the problem separately, introducing methods that follow their corresponding
fundamental concepts. Since these methods were not compared on the same basis (i.e., using the same evaluation
measures and datasets), the progress of anomaly detection methods has been challenging to assess. However, the recent
efforts in proposing benchmarks [113, 185] has helped to evaluate the progress and identify appropriate methods for
specific problems [185, 216].

Nevertheless, multiple research directions remain open. First, there is no agreement yet on a single benchmark
that the entire community should use. Even though numerous benchmarks have been proposed, they have their own
limitations concerning the diversity of time series, anomaly types, or uncertain labels. There is a need to agree as a
community on a common basis for comparing the anomaly detection methods.

Second, encouraged by the current momentum, many novel methods are proposed every year. However, recent
evaluations suggested [185, 216] that no single best method exists (i.e., achieving the best performance on every dataset).
This observation opens a new direction of research towards ensembling, model selection, and AutoML. A recent
experimental evaluation [235] concluded that simple time series classification baselines can be used for model selection
for time-series anomaly detection, leading to accuracy improvements by a factor of 2 compared to the best performing
individual anomaly detection method. This study suggests that we can be optimistic about further improvements in
accuracy, by continuing the research in this direction.

Finally, even though a large number of unsupervised methods have been proposed for univariate time-series anomaly
detection, not much attention has been paid to multivariate time series, streaming time series, series with missing
values, series with non-continuous timestamps, heterogeneous time series, or a combination of the above. Such times
series are often encountered in practice, thus we need robust and accurate methods for these cases, as well.
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