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Abstract - Machine learning systems increasingly

drive innovation across scientific fields and industry,

yet challenges in compute overhead—specifically dur-

ing inference—limit their scalability and sustainabil-

ity. Responsible AI guardrails, essential for ensur-

ing fairness, transparency, and privacy, further ex-

acerbate these computational demands. This study

addresses critical gaps in the literature, chiefly the

lack of generalized predictive techniques for latency

and energy consumption, limited cross-comparisons

of classifiers, and unquantified impacts of RAI

guardrails on inference performance. Using Theory

Construction Methodology, this work constructed a

model-agnostic theoretical framework for predicting

latency and energy consumption in binary classifica-

tion models during inference. The framework synthe-

sizes classifier characteristics, dataset properties, and

RAI guardrails into a unified analytical instrument.

Two predictive equations are derived that capture the

interplay between these factors while offering gener-

alizability across diverse classifiers. The proposed

framework provides foundational insights for design-

ing efficient, responsible ML systems. It enables re-

searchers to benchmark and optimize inference per-

formance and assists practitioners in deploying scal-

able solutions. Finally, this work establishes a theoret-

ical foundation for balancing computational efficiency

with ethical AI principles, paving the way for future

empirical validation and broader applications.

Keywords: Responsible AI, Latency, Energy Consump-

tion, Machine Learning, Artificial Intelligence

1 Introduction

Machine learning (ML) has become integral to diverse

scientific fields and business applications. In genomics,

ML helps to decode complex genetic patterns, while in

climatology, it improves the predictive accuracy of ex-

treme weather events. Across industries, ML is revolu-

tionizing healthcare through diagnostic support and ad-

vancing finance via fraud detection systems.

Despite its widespread success, the field of ML faces

persistent challenges. One such challenge is compute

overhead or the computational resources consumed dur-

ing the training and inference phases of ML models.

Training involves the extensive energy and processing

power required to optimize model parameters across

large datasets. Inference, on the other hand, focuses on

generating predictions from trained models, where com-

pute overhead is characterized by the interplay between

latency (the time required to produce a prediction) and

energy consumption (the power expended during infer-

ence tasks). High latency or energy consumption can

limit the scalability, accessibility, and sustainability of

ML systems, especially in resource-constrained environ-

ments such as mobile and edge devices (Henderson et al.,

2020).

Adding to these challenges is the growing emphasis

on Responsible AI (RAI). RAI is a framework of prin-

ciples aimed at ensuring AI technologies are ethical,

fair, and trustworthy. RAI principles include trans-

parency, accountability, fairness, privacy, and robust-

ness (Li, Liu, Yang, & Ren, 2024). To operationalize

these principles, technical controls and guardrails are

employed. While essential for trustworthy AI deploy-

ment, these principles impose additional computational

burdens during training and inference. Doing so exacer-

bates existing issues of latency and energy consumption.

Surprisingly given the importance of RAI, the liter-

ature offers limited insights into how guardrails in

particular impact compute overhead during inference

(Elesedy, Esperança, Oprea, & Ozay, 2024). While this

gap may seem abstract at a broad level, it becomes highly

relevant in specific scenarios, such as binary classifica-

tion models deployed in resource-sensitive environments.

Understanding these impacts is critical for guiding the

design and scaling of ML systems in both scientific and
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industrial contexts.

This study is motivated by three specific chal-

lenges within the broader gap. First, there is a

lack of generalized predictive techniques for esti-

mating classifier latency and energy consumption

(Mallik, Wang, Xie, Chen, & Han, 2023). Sec-

ond, limited cross-comparison of classification

algorithms has hindered understanding of how

different models contribute to these overheads

(Cassales, Gomes, Bifet, Pfahringer, & Senger, 2022).

Finally, the potential impacts of RAI guardrails, such

as explainability and interpretability mechanisms, on

inference latency and energy consumption remain

underexplored (Li et al., 2024).

In response to these challenges, this work sought to con-

struct a model-agnostic equation for predicting latency

and energy consumption in binary classification models

during inference with RAI guardrails. By addressing

these issues, this study contributes a theoretical founda-

tion for optimizing compute overhead while balancing

the computational efficiency and ethical robustness of

ML systems.

The remainder of this paper is organized as follows: Sec-

tion 2 reviews related work, providing a foundation of

background research. Section 3 details the theoretical

methodology used to derive the predictive equation. Sec-

tion 4 presents the derived equation and its components.

Finally, Section 5 concludes with a discussion of the

study’s implications and directions for future research.

2 Related work

A comprehensive understanding of this study’s contribu-

tion requires familiarity with three key topics: bench-

marking ML compute overhead, the trade-off between

latency and energy consumption, as well as the founda-

tion for RAI. The following sections summarize seminal

and highly influential works in each topic. Such exist-

ing literature provides necessary context and grounding

for this study’s theoretical framework and its focus on

model-agnostic predictions of compute overhead.

2.1 Benchmarking ML Compute Overhead

Benchmarking compute overhead in machine learning

(ML) is essential for understanding and optimizing the

performance and efficiency of ML systems across diverse

tasks and deployment scenarios. Compute overhead en-

compasses the computational resources consumed during

both training and inference phases, with significant im-

plications for scalability, sustainability, and accessibility

(Strubell, Ganesh, & McCallum, 2020; Henderson et al.,

2020). While training requires substantial resources to

optimize model parameters, inference focuses on gen-

erating predictions in real-time. With inference, met-

rics such as latency (prediction time) and energy con-

sumption (power usage) are critical (Mattson et al., 2020;

Reddi et al., 2020) to total cost of ownership and user

experience. Thus, effective benchmarking provides a

foundation for evaluating and improving ML systems

where achieving low latency and high energy efficiency

is paramount (Cassales et al., 2022; Mallik et al., 2023).

Additionally, benchmarks such as MLPerf and related

studies have emphasized the growing importance of quan-

tifying compute overhead to address operational effi-

ciency and environmental impact (Tschand et al., 2024).

A critical distinction exists between compute overhead

during training and inference. Training involves iterative

optimization over large datasets, requiring substantial

computational resources and prolonged processing times

(Strubell et al., 2020). Inference, by contrast, focuses

on real-time applications, where latency (the time re-

quired to produce a prediction) and energy consumption

(the power required to perform inference) are paramount

(Henderson et al., 2020)). Although the literature has tra-

ditionally emphasized the training phase, inference has

received comparatively less attention.

To address some of these challenges, benchmarking

frameworks such as MLPerf have been developed.

MLPerf provides comprehensive benchmarks for both

training and inference, enabling standardized perfor-

mance evaluations across hardware and software plat-

forms (Mattson et al., 2020). The MLPerf Inference

Benchmark evaluates system performance on tasks such

as image classification and object detection, offering in-

sights into latency and energy efficiency across different

implementations (Reddi et al., 2020). Further, MLPerf

Power introduces methodologies for assessing energy ef-

ficiency, reflecting the growing concern over the environ-

mental impact of AI workloads (Tschand et al., 2024).

While these benchmarks are instrumental in understand-

ing empirical performance, they focus on specific tasks

and lack predictive models that generalize across classi-

fiers or operational contexts.

Despite advancements in benchmarking, significant gaps

remain. First, current benchmarks such as MLPerf pro-

vide empirical performance data but do not offer general-

ized predictive techniques for estimating latency and en-

ergy consumption across classifiers. This limitation hin-

ders the ability to anticipate performance bottlenecks or
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energy demands in novel deployment scenarios, partic-

ularly those involving Responsible AI (RAI) guardrails

(Mallik et al., 2023). Second, no universally accepted

metrics exist for comparing latency and energy con-

sumption across ML frameworks and hardware config-

urations, making cross-platform evaluations inconsistent

(Mattson et al., 2020).

Additionally, the literature on benchmarking compute

overhead demonstrates a limited cross-comparison of

classification algorithms (e.g., SVM, k-Nearest Neigh-

bors, Random Forest, and Neural Networks) concerning

their effects on latency and energy consumption. Most

studies focus on single-model architectures or narrowly

compare a few model types (Cassales et al., 2022). This

narrow scope restricts generalizability, leaving gaps in

understanding how diverse classifiers perform in terms

of computational efficiency across real-world scenarios.

Addressing these limitations requires a theoretical frame-

work capable of predicting latency and energy consump-

tion in a model-agnostic manner. Doing so also requires

an understanding of the inherent tradeoff between latency

and energy consumption during inference on ML models.

2.2 The Latency and Energy Consumption

Tradeoff

The relationship between latency and energy consump-

tion during machine learning inference is complex, of-

ten involving trade-offs influenced by model architec-

ture, hardware, and optimization strategies. Generally,

reducing latency requires increased computational re-

sources, which can lead to higher energy consumption.

Conversely, minimizing energy usage may involve tech-

niques that introduce additional processing time, thereby

increasing latency. This inverse relationship is particu-

larly evident in resource-constrained environments, such

as edge devices, where balancing performance and effi-

ciency is critical.

Recent studies have explored the trade-off between

latency and energy consumption during machine

learning inference, with varying levels of generaliz-

ability across classification algorithms. For instance,

researchers examining multilayer perceptrons (MLPs)

demonstrated that hyperparameter optimization could

significantly reduce energy consumption during infer-

ence with minimal impact on classification accuracy

(Desislavov, Martínez-Plumed, & Hernández-Orallo,

2021). By tuning model complexity, such as reducing

hidden layers or using lower-precision arithmetic, the

study highlights strategies that, while tested on MLPs,

may generalize to other model architectures. However,

the reliance on specific algorithmic properties limits the

immediate applicability of these findings to non-neural

network classifiers.

In contrast, Hauschild and Hellbrück

(Hauschild & Hellbrück, 2022) analyzed convolu-

tional neural networks (CNNs) deployed on Internet of

Things (IoT) edge devices, emphasizing the dependency

of latency and energy consumption on model complexity

and wireless data rates. The results show that simplifying

CNN architectures can yield substantial efficiency gains

in resource-constrained environments, underscoring the

importance of tailoring models to deployment scenarios.

However, this approach is tightly coupled to CNNs and

does not address broader classification paradigms, such

as decision trees or support vector machines.

While these studies offer valuable insights into optimiz-

ing latency and energy efficiency, the work reflects a

broader trend in the literature of focusing on specific

models or hardware configurations (Cassales et al., 2022;

Tschand et al., 2024). This limitation underscores the

need for generalized predictive techniques that span di-

verse classification algorithms, bridging the gap between

theoretical models and empirical benchmarks. Address-

ing this challenge is critical for advancing the scalability

and efficiency of ML systems, particularly as the integra-

tion of Responsible AI (RAI) guardrails introduces addi-

tional computational overhead.

2.3 RAI Controls and Guardrails

Put simply, RAI ensures AI systems are developed and

deployed in ways that are ethical (Floridi et al., 2018;

Mittelstadt, Allo, Taddeo, Wachter, & Floridi, 2016).

Ethical, in this context, includes fairness, transparency,

privacy, security, and trustworthiness as core principles.

The idea is an AI system can be considered responsible

when the set of relevant principles are present. Here,

one should consider present as technical continuous

monitoring.

To that end, ethical principles have experienced rapid

theoretical and practical expansion. In a short time, re-

searchers have developed robust technical frameworks to

measure and evaluate these principles. Two prominent

examples are the Microsoft Responsible Toolbox and the

IBM AI 360 Toolkit. Yet, as much as AI practitioners

can use these frameworks to evaluate models, researchers

(Radclyffe, Ribeiro, & Wortham, 2023; Lu et al., 2024)

suggest RAI is one of the most critical challenges present

in AI and ML.

Culturally, the rapid expansion has been motivated
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by demonstrable harm arising from a lack of RAI.

Such examples include discriminatory sentenc-

ing and parole decisions in the US justice system

(Angwin, Larson, Mattu, & Kirchner, 2022) as well as

Amazon’s recruitment tool (Dastin, 2022). Increasing

legal and regulatory requirements such as the US Presi-

dent’s Executive Order and the EU’s AI Act (Wörsdörfer,

2023) are also driving RAI research.

Meanwhile, the literature (Khan et al., 2022;

Alzubaidi et al., 2023) has coalesced around five

specific RAI principles: explainability, bias or fairness,

robustness or safety, transparency or interpretability,

and privacy. Additional principles, such as explicability

(Prem, 2023) and accountability (Liu et al., 2022), have

been studied but ultimately fall within the scope of one

or more of the five specific principles. Consequently,

industry (IBM, Microsoft, US Department of Defense)

has settled on explainability, bias, robustness, inter-

pretability, and privacy for practical implementation

of RAI. Trustworthiness tends to be discussed as an

emergent principle only present when the complete set

of RAI principles have sound implementations.

On that note, the RAI principles can be implemented

either as a control or guardrail. On the one hand,

controls are techniques applied during the training

phase of a model to ensure that the AI system be-

haves ethically and responsibly (Mitchell et al., 2019;

Mehrabi, Morstatter, Saxena, Lerman, & Galstyan,

2021). On the other hand, guardrails are measures

implemented in deployed models to assess the run-

time behavior of models (Raji & Buolamwini, 2019;

Varshney & Alemzadeh, 2017). The aim is to ensure

that the AI system continues to operate responsibly and

ethically throughout the life of the system deployment

(Holstein, Wortman Vaughan, Daumé III, Dudik, & Wallach,

2019).

Despite the stated need for RAI and the availability of

broad technical frameworks, the computational costs of

implementing these guardrails are often excluded from

benchmarking studies. For example, the additional

overhead introduced by explainability mechanisms dur-

ing inference remains an under explored area (Li et al.,

2024). Without incorporating RAI considerations, exist-

ing benchmarks risk becoming outdated or incomplete as

the adoption of RAI increases. Moreover, and perhaps

most importantly, the field is bereft of operationally vali-

dated knowledge of how runtime RAI may be more of a

poison than a cure.

3 Method

This work was motivated by a single research question:

What variables, coefficients, and propositional operations

are necessary for a model-agnostic equation to be ca-

pable of predicting latency and energy consumption in

binary classification models during inference with RAI

guardrails? To answer this question, the study employed

Theory Construction Methodology (TCM) to derive the

model-agnostic equation.

TCM is a structured approach to developing theoretical

frameworks by defining key variables, establishing rela-

tionships, and formalizing them into mathematical mod-

els (Dubin, 1978). While TCM has been widely applied

in theoretical modeling, its application to derive predic-

tive equations for latency and energy consumption in the

context of RAI guardrails represents a novel adaptation

of this methodology. This approach is particularly well-

suited to the research problem because the abstraction

and generalization required for a predictive equation ap-

plicable across diverse classifiers necessitates a theoreti-

cal framework (Kaplan & Haenlein, 2019).

The TCM process began with identifying core variables

influencing latency and energy consumption during in-

ference. These variables were selected based on prior

empirical findings and theoretical reasoning, ensuring

relevance to diverse classification contexts and com-

putational scenarios. For example, the computational

overhead introduced by explainability and interpretabil-

ity guardrails, such as those implemented using SHAP

(Lundberg, 2017) or LIME (Ribeiro, Singh, & Guestrin,

2016), was identified as a critical variable. This as-

sumption is supported by computational complexity the-

ory, which posits that even linear increases in input size

(O(n)) result in proportional growth in computational de-

mand. In the context of RAI guardrails, the overhead

arises from explainability mechanisms that augment in-

ference operations with additional interpretive computa-

tions.

Relationships among these variables—such as the in-

verse correlation between latency and energy con-

sumption—are then proposed based on prior research

(Henderson et al., 2020; Mallik et al., 2023). For in-

stance, studies such as those by Hauschild and Hellbrück

(Hauschild & Hellbrück, 2022) demonstrate how compu-

tational trade-offs between latency and energy efficiency

are particularly evident in edge computing environments.

Coefficients are incorporated to represent adjustable fac-

tors, including the type of classifier and specific deploy-

ment conditions. These variables and coefficients are

connected through mathematical operations, such as ad-
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ditive and multiplicative terms, to capture their interac-

tions (Cassales et al., 2022).

Finally, the equation is formalized to ensure generaliz-

ability, interpretability, and scalability across classifiers

such as SVM, k-Nearest Neighbors, Random Forest, and

Neural Networks. This theoretical framework establishes

a foundation for subsequent empirical validation, where

its predictive accuracy will be tested against experimen-

tal data in diverse operational settings.

4 Discussion

The development of a model-agnostic equation for pre-

dicting latency and energy consumption began with iden-

tifying foundational variables (Table 1). These variables

are organized into three sets—classification algorithm,

RAI guardrail, and dataset characteristics—all of which

serve as inputs to a prediction function f . The outputs

of the function, latency (L) and energy consumption (E),

are represented collectively as O.

4.1 General Equation

A general equation (1) was constructed to unify the di-

mensions of latency and energy consumption into a cohe-

sive analytical framework:

O = f (A,D,G) (1)

This equation serves two purposes. First, it provides

a unified framework to compare inference performance

across binary classifiers. Second, it establishes a foun-

dation for synthesizing disparate dimensions of model

performance into a predictive tool, enabling cross-model

comparisons, performance prediction, and the integration

of RAI guardrails into system design.

4.2 Expanded Variables

Each variable set in the general equation is expanded into

measurable elements. Algorithm type (A) contains four

discrete elements: support vector machines (SVM), k-

nearest neighbors (k-NN), random forests (RF), and neu-

ral networks (NN). Categorical encoding is used to rep-

resent binary classifiers as a ∈ SV M,k-NN,RF,NN, with

A encoded as 1,0,0,0 to predict L or E for SVM, for in-

stance.

Dataset characteristics (D) include the number of sam-

ples (n), feature dimensionality (p), and data type (t).

Data type is represented as a categorical variable with

tabular data encoded as 0, text as 1, and image data as 2.

RAI guardrails (G) encompass five principles: explain-

ability, fairness, interpretability, safety, and privacy. Each

principle is modeled as a binary state ([0,1]), which,

when active, can include a continuous intensity score.

For example, explainability (expl) could take a value of

0.7, representing partial feature-level explanations cover-

ing the top 70% of features.

4.3 Prediction Equations

The general equation was expanded into two prediction

equations, capturing latency (L) and energy consumption

(E). These equations model inference performance as a

function of algorithm type, dataset characteristics, and

the computational cost of RAI guardrails.

The latency equation (2) incorporates logarithmic scal-

ing for dataset size, capturing the diminishing impact of

larger datasets on prediction time:

L =α +βAA+βD log(n)+γD p+δDt+∑
i

φG,igi+ε (2)

The energy consumption equation (3) applies linear scal-

ing for dataset size to account for cumulative resource

demands during inference:

E = α ′+βAA+β ′

Dn+ γD p+δDt +∑
i

φ ′

G,igi + ε ′ (3)

Both equations use coefficients to model the contribution

of each variable, as summarized in Table 2.

4.4 Novelty and Practical Implications

These equations provide a novel approach to predicting

inference performance across diverse binary classifiers.

Unlike prior studies, which focus on empirical bench-

marking or specific algorithms (Cassales et al., 2022;

Mallik et al., 2023), this framework offers generalizabil-

ity and scalability. Furthermore, it uniquely integrates

the computational cost of RAI guardrails, addressing a

critical gap in the literature (Li et al., 2024; Ribeiro et al.,

2016).

Future empirical validation will use benchmarks such as

MLPerf (Mattson et al., 2020) to evaluate the predictive

accuracy of these models. Practical applications include
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Table 1: Foundational variables in a model-agnostic equa-

tion

Variable Set Symbol

Classification algorithm A

RAI guardrail G

Dataset characteristics D

Output metric O

Note: The prediction function f is undefined in the gen-

eral equation. The formalized prediction equations for L

and E are outlined in Table 2.

Table 2: Coefficients for model-agnostic prediction equations

Coefficient Set Symbol Variable

Baseline inference α ,α ′ O

Error terms for variability1 ε ,ε ′ -

Algorithm type βA,β
′

A A

Dataset size βD,β
′

D Dn

Feature dimensionality γD,γ
′

D Dp

Dataset type δD,δ
′

D Dt

Guardrails φG,i,φ
′

G,i G

Note: 1 Error terms handle unmodeled variability during inference.

optimizing ML systems for edge devices, estimating re-

source demands for RAI-integrated classifiers, and en-

abling informed trade-offs between latency, energy con-

sumption, and ethical robustness.

5 Conclusion

AI broadly, and ML in specific, continues to transform

science and industry. Yet, AI and ML scalability and

accessibility are often constrained by compute overhead.

The literature suggests such issues are particularly no-

table during inference. Challenges such as the lack of

generalized predictive techniques for latency and energy

consumption, limited cross-comparison of classification

algorithms, and the unquantified computational impact

of RAI guardrails have left critical gaps in the literature.

This study aimed to address these gaps by developing

a model-agnostic equation capable of predicting latency

and energy consumption in binary classification models

during inference with RAI guardrails.

The key contributions of this work include a model-

agnostic theoretical framework for analyzing inference

performance and two predictive equations for latency and

energy consumption. These models synthesize algorithm

characteristics, dataset properties, and the computational

overhead of RAI guardrails into a cohesive analytical

tool. Unlike previous studies that focus on specific clas-

sifiers or empirical benchmarks, this work offers gener-

alizability and scalability, bridging theoretical modeling

with practical performance evaluation.

The broader significance of this research lies in its impli-

cations for designing and deploying efficient, responsible

ML systems. For researchers, the predictive equations

provide a foundational tool for benchmarking and opti-

mizing inference performance across diverse classifiers.

For practitioners, they enable informed decisions about

deploying models in resource-constrained environments,

such as edge or mobile devices, while maintaining ethi-

cal robustness. This work also aligns with the growing

need for sustainable AI, offering a pathway to balance

computational efficiency with ethical considerations.

In conclusion, this study provides a theoretical founda-

tion for understanding and predicting inference perfor-

mance in ML systems. By addressing critical gaps in the

literature, it lays the groundwork for future advancements

in model-agnostic performance prediction, enabling the

next generation of scalable and responsible AI systems.
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5.1 Limitations

While this study provides a foundational framework for

predicting inference latency and energy consumption in

binary classification models, five limitations should be

acknowledged.

First, the prediction equations rely on assumptions about

variable relationships, such as logarithmic scaling for

dataset size in latency prediction and linear scaling

for energy consumption. While these assumptions are

grounded in prior research and theoretical reasoning, they

may not fully capture real-world complexities in all sce-

narios. Additional research, more especially practical ex-

perimentation may reveal to what extent such a limitation

is addressable.

Second, the focus on binary classification tasks excludes

multi-class classification and other ML tasks, such as

regression or clustering, which may involve different

computational trade-offs. Along similar thinking, this

work does not account for potential innovations becom-

ing available in the future.

Third, the representation of RAI guardrails, while prac-

tical, simplifies potential computational impact. Com-

plex guardrails, such as differential privacy or trustwor-

thiness mechanisms, may require more nuanced model-

ing to fully capture resource demands.

Fourth, the framework abstracts dataset characteristics to

size, feature dimensionality, and data type. Other impor-

tant factors, such as data quality or sparsity, are not in-

cluded and could affect predictions in specific contexts.

Finally, this study presents theoretical equations without

empirical validation. While the models are rigorous, their

accuracy and generalizability remain untested. Future

work will involve validating these equations with exper-

imental data across diverse classifiers, datasets, and de-

ployment environments to ensure their practical applica-

bility.

5.2 Future work

There are several areas for future work based on the the-

oretical framework demonstrated in this research.

Foremost, experimentation is necessary to validate and

quantify the coefficients in the latency (L) and energy

consumption (E) prediction equations. Empirical studies

using benchmark datasets and platforms such as MLPerf

will help calibrate these coefficients, ensuring their accu-

racy across diverse classifiers and deployment environ-

ments. Validation efforts should also explore the sensitiv-

ity of the equations to different input variables, such as

dataset characteristics and RAI guardrails, to refine the

models further.

Furthermore, the generalizability of the L and E predic-

tive equations may be investigated by varying the set A

across a variety of AI subfields. Of particular interest,

given the mainstream perception of AI, might be the ap-

plication of the framework to Large Language Models

(LLMs), where inference latency and energy efficiency

are critical due to their size and complexity. Additionally,

frontier research areas such as neuro-symbolic AI repre-

sent a compelling opportunity for extending the frame-

work to hybrid models that combine symbolic reasoning

with deep learning. These extensions could provide valu-

able insights into the computational trade-offs in emerg-

ing AI paradigms.

Another avenue for future work involves refining the

representation of RAI guardrails. Current binary and

intensity-scale representations may oversimplify the

computational demands of advanced guardrails, such as

differential privacy, adversarial robustness, or nuanced in-

terpretability mechanisms. Developing more granular or

context-aware models for guardrail contributions could

enhance the framework’s precision and applicability.

Finally, while this study focused on binary classifica-

tion tasks, future research could extend the framework

to multi-class classification and other ML tasks, such as

regression or clustering. These extensions would test

the framework’s scalability and adaptability, addressing

broader applications in AI.
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