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Abstract—In this paper, a multiple-input multiple-output
(MIMO) wireless system incorporating a reconfigurable intel-
ligent surface (RIS) to efficiently operate at terahertz (THz)
frequencies is considered. The transmitter, Alice, employs
continuous-variable quantum key distribution (CV-QKD) to
communicate secret keys to the receiver, Bob, which utilizes
either homodyne or heterodyne detection. The latter node applies
the least-squared approach to estimate the effective MIMO
channel gain matrix prior to receiving the secret key, and this
estimation is made available to Alice via an error-free feedback
channel. An eavesdropper, Eve, is assumed to employ a collective
Gaussian entanglement attack on the feedback channel to avail
the estimated channel state information. We present a novel
closed-form expression for the secret key rate (SKR) performance
of the proposed RIS-assisted THz CV-QKD system. The effect of
various system parameters, such as the number of RIS elements
and their phase configurations, the channel estimation error, and
the detector noise, on the SKR performance are studied via
numerical evaluation of the derived formula. It is demonstrated
that the RIS contributes to larger SKR for larger link distances,
and that heterodyne detection is preferable over homodyne at
lower pilot symbol powers.

Index Terms—Continuous variable quantum key distribution,
reconfigurable intelligent surfaces, MIMO, channel estimation,
secret key rate.

I. INTRODUCTION

The upcoming sixth-generation (6G) of wireless networks

is expected to attain extraordinary capabilities, featuring peak

data rates in the order of Tbps, ultra-low latency, and a twofold

increase in both spectrum and energy efficiencies relative to its

preceding fifth-generation (5G) [1], [2]. To satisfy these strin-

gent requirements, various supporting technologies are being

investigated, including ultra massive multiple-input multiple-

output (MIMO) systems [3], [4], [5], reconfigurable intelligent

surfaces (RISs) [6], [7], [8], [9], [10], and the utilization of

terahertz (THz) frequency ranges [11], [12].

As network capacity and connectivity increase, security

issues escalate, requiring innovative strategies for secure

communication links. Quantum key distribution (QKD) is

emerging as a viable approach for ensuring robust, quantum-

resistant security and vulnerability to eavesdropping. The
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significant advancements in quantum computing make tradi-

tional higher-layer encryption schemes based on the Rivest-

Shamir-Adleman (RSA) algorithm susceptible to Shor’s fac-

toring algorithm [13], [14]. Similarly, the security of physical-

layer encryption, which uses conventional key distribution

algorithms like Diffie-Hellman, is insecure because it relies

on the assumption that classical computers cannot solve the

computationally intensive problem of distinct logarithms in

a reasonable amount of time [15]. Consequently, contempo-

rary computationally secure encryption techniques may be

compromised due to the significant advancements in practical

quantum computing. QKD enables safe transmissions of secret

keys between two entities, such as Alice and Bob, which can

be utilized for one-time-pad cryptography for 6G the physical-

layer applications [16]. QKD uses quantum mechanics to

safely send cryptographic keys, providing proven protection

from the threats that come with quantum computing [17],

[18], [19]. There are two principal categories of QKD pro-

tocols [17], [20]: discrete variable QKD (DV-QKD), which

utilizes single-photon sources along with polarization or time-

bin encoding, and continuous variable QKD (CV-QKD), which

employs conventional coherent optical sources and homodyne

or heterodyne detectors, facilitating integration with existing

telecommunications infrastructure [13], [21]. DV-QKD offers

strong security, but its reliance on complicated single-photon

technology makes it difficult to use on a large scale [22], [23].

On the other hand, CV-QKD is easier to integrate with the

existing hardware for wireless communications, opening the

door to scalable, quantum-secure 6G networks [24], [25].

On another front, RISs have recently emerged as a promis-

ing technology for controlling the propagation of electromag-

netic waves in wireless systems [26], [27], [28]. By adjusting

the phase of incoming signals, an RIS can manipulate the

properties of reflected waves, thereby improving signal cov-

erage, strength, and reliability [29], [30], [31], and thus, it is

aimed to operate across a broad range of frequencies, including

microwave and millimeter-wave (mmWave) [32], as well as

THz bands [33], [34], [35]. Specifically, RISs have been

shown to alleviate the challenges in wireless channels faced

due to obstructions, signal degradation, or restricted line-of-

sight (LoS) pathways [36], especially at elevated frequencies

like mmWave and THz [37], resulting in communication

systems with ultra-high speeds, minimal latency, and extensive

connectivity [38], [39], [40], [41], [42], [43], [44].

Over the past few years, researchers have attempted to

combine the latter emerging technologies to examine the

feasibility of THz CV-QKD systems. The authors in [45]

studied quantum communications with QKD within a micro-
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satellite framework in low-earth-orbit scenarios. A physical

hardware architecture of a QKD system operating at the THz

was designed in [46]. The viability of elevated key rates

and extended distances in THz CV-QKD by applying multi-

carrier multiplexing in inter-satellite communication links was

demonstrated in [47]. However, in all these studies, the

presented THz QKD systems attained low secret key rates

(SKRs) and short maximum transmission distances due to the

high atmospheric absorption loss and free-space path loss. To

overcome this, the use of MIMO was found to be a viable

option. The authors in [48] considered a MIMO THz QKD

scheme capable to obtain positive SKRs in the 10 − 30 THz

frequency spectrum. The impact of the channel estimation

error on SKR for MIMO CV-QKD wireless communication

system at THz was studied in [16].

Very recently, the technology of RISs was considered in

QKD system designs. The authors in [49] analyzed the SKR

performance under log-normal fading turbulence conditions

for an RIS-assisted free-space optical system. An RIS-assisted

MIMO THz CV-QKD system that attains a high SKR and

extensive transmission lengths compared to a non-RIS counter-

part was presented in [50]. However, both studies assumed the

possession of flawless channel information by both Alice and

Bob, which is impractical. In fact, to the best of the authors’

knowledge, there does not exist any investigation in the open

technical literature of the impact of channel estimate errors on

the SKR of RIS-assisted MIMO CV-QKD systems.

Motivated by the latter research gap, in this paper, we

consider an RIS-assisted MIMO THz system where the trans-

mitter, Alice, wishes to send secret keys to the receiver, Bob,

using CV-QKD. A pragmatic channel estimation approach,

based on the least-squares (LS) technique, is employed at

Bob to estimate the effective MIMO channel prior to secret

key reception. The estimated channel state information is then

provided to Alice via an error-free feedback channel, which is

attacked by an eavesdropper, Eve, using a collective Gaussian

entanglement attack. We analyze the SKR performance of the

system considering the impact of channel estimate errors into

the transmit-receive model during the key generation phase.

The contributions of the paper are summarized as follows:

• We present an LS-based channel estimation protocol

according to which Alice and Bob design their beamform-

ing matrices via the singular-value decomposition (SVD)

of the estimated effective MIMO channel matrix.

• The input-output relationship between Alice and Bob

throughout the key generation phase is established, which

includes the supplementary noise factors resulting from

channel estimate inaccuracies as well as the detector

noise arising due to Bob employing either homodyne or

heterodyne detection for the secret key reception.

• The variance of the latter supplementary noise compo-

nents is delineated to obtain a novel closed-form expres-

sion for the SKR performance of the considered RIS-

assisted MIMO CV-QKD system. The derived expression

considers both types of measurements at Bob’s side,

integrating the impacts of channel estimation overhead

as well as the supplementary noise components resulting

from imperfect channel estimation.

• Comprehensive numerical simulations are conducted to

investigate the impact of the channel estimate error and

evaluate the influence of critical parameters, such as pilot

length and pilot power, on the system’s SKR perfor-

mance. The roles of the number and phase configuration

of the RIS elements on the SKR metric are examined, as

well as those of the choice of the measurement approach

at Bob and the physical distance between Alice and Bob.

The rest of the paper is organized as follows. The RIS-

assisted MIMO CV-QKD system model and the THz channel

model are presented in Section II. The proposed channel

estimation protocol is introduced in Section III. Section IV

details the secret key generation, transmission, and measure-

ment phases based on the evaluation of the covariance matrix

of the noise arising due to imperfect channel information.

The SKR analysis for both homodyne and heterodyne mea-

surements considering that Eve deploys a collective Gaussian

entanglement attack is presented in Section V. The numerical

results of the paper are presented in Section VI, followed by

its concluding remarks in Section VII.

Notation: Bold (A) and (a) letters stand for matrices and

vectors, respectively. A† symbol stands for the conjugate

transpose of A, while AT its transpose. Notations 1M×N

and 0M×N represent a M ×N matrix consisting of all ones

and all zeros, respectively, and  ,
√
−1. IM represents the

M ×M identity matrix, and diag(a) with a ∈ CM returns a

M×M diagonal matrix with the elements of a on its principal

diagonal. a∗ represents the conjugate of a. Notation N (µ,Σ)
represents the real multivariate Gaussian distribution, where

µ is the mean vector and Σ is the covariance matrix, | · |
denotes the magnitude operator. Finally, E [·] is the expectation

operator and Tr(·) is the trace operator.

II. SYSTEM MODEL

We consider an RIS-assisted MIMO CV-QKD setup as

depicted in Fig. 1a. The transmitter, referred to as Alice, and

the receiver, referred to as Bob, are equipped with NT and NR

antennas, respectively, and there exists a direct LoS channel

between them together with a virtual LoS channel via an RIS.

The RIS comprises K passive reflecting elements that can be

optimized to adjust the phases of the incoming information-

bearing signals [28]. Thus, the overall MIMO channel between

Alice and Bob considering the RIS-assisted path as well as the

direct Alice-Bob path, which is denoted by HRIS ∈ CNR×NT ,

can be expressed as follows:

HRIS , Hd + HfΦRISHg, (1)

where ΦRIS , diag
(
eφ1 , . . . , eφK

)
with φk denoting the

phase shift introduced by each k-th (k = 1, . . . ,K) reflective

element of the RIS. Furthermore, Hd ∈ CNR×NT , Hg ∈
CK×NT , and Hf ∈ CNR×K are the channel gain matrices

between Alice and Bob, Alice and RIS, and RIS and Bob,

respectively, which are modeled for the considered in this

paper THz frequency spectrum as follows:
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(a)

(b)

Fig. 1: (a) The considered RIS-assisted MIMO CV-QKD

wireless communication system at THz frequencies; (b) The

feedback channel designed to transfer the estimated MIMO

channel at Bob’s side to Alice, which is eavesdropped by Eve.

Hd ,

L∑

l=1

√

δd,le
2πfcτd,lhNR

(

θRX

l

)

h
†
NT

(

θTX

l

)

,

Hg ,

M∑

m=1

√

δg,me
2πfcτg,mhRIS

(
ϕ, θRIS

m

)
h
†
NT

(
θTX
m

)
,

Hf ,

N∑

n=1

√

δf,ne
2πfcτf,nhNR

(
θRX
n

)
h
†
RIS

(
ϕ, θRIS

n

)
, (2)

where L, M , and N denote the number of signal propagation

paths within the wireless channels Hd, Hg , and Hf , respec-

tively. In addition, fc is the carrier frequency, and τd,l, τg,m,

τf,n and δd,l, δg,m, δf,n are the propagation delays and path

losses corresponding to the l-th path of Hd, m-th path of

Hg, and n-th path of Hf , respectively. Moreover, θTX

l ,θTX
m ,

and θRIS
n represent the respective angles of departure (AoDs),

and θRX

l , θRIS
m , and θRX

n are the respective angles of arrival

(AoAs) from the transmitter’s and to the receiver’s uniform

linear arrays (ULAs), respectively. The antenna elements in

both ULAs are considered to be uniformly placed in a single

dimension such that the inter-element spacing is maintained at

da. This results in the following expression for both the array

response vectors hNT
and hNR

:

hN (θ) ,
1√
N

[

1, e
2π
λc

da sin θ, . . . , e
2π
λc

da(N−1) sin θ
]T

, (3)

where N ∈ {NT , NR} and λc = c/fc with c being the speed

of light. Finally, the vector hRIS ∈ C
K×1 in (2) indicates the

ULA of the RIS and is given as follows [51], [52]:

hRIS

(
ϕ, θRIS

i

)
,

1√
K

[

e
 2π
λc

(

ϑ
ϕ,θRIS

i
X

+ϑ
ϕ,θRIS

i
Y

)

, · · ·

. . . , e
 2π
λc

(

(KX−1)ϑ
ϕ,θRIS

i
X

+(KY −1)ϑ
ϕ,θRIS

i
Y

)]T

, (4)

where we have used the definitions for i = m and i = n:

ϑ
ϕ,θRIS

i

X , dX cos (ϕ) sin
(
θRIS
i

)
,

ϑ
ϕ,θRIS

i

Y , dY sin (ϕ) sin
(
θRIS
i

)
. (5)

The RIS elements are considered to be arranged along a two-

dimensional structure [53], [54] with KX and KY reflecting

elements being placed along the horizontal and vertical axes,

respectively, implying that KXKY = K . Further, the separa-

tion between the elements in the corresponding axes is denoted

by dX and dY , and the path losses in (2) are expressed as:

δj,i ,







(
λc

4πdj,i

)2

GTGR10
−0.1ρdj,i , j ∈ {d, g, f} , i = 1

ςξi

(
λc

4πdj,i

)2

GTGR10
−0.1ρdj,i, i ∈ {l,m, n 6= 1}

,

(6)

where dj,i is the smallest path length, ξi is the Fresnel

reflection coefficient of each i-th multipath component, ς is the

Rayleigh roughness factor, and ρ (in dB/km) is the atmospheric

absorption loss. Moreover, the ULA gains at Alice and Bob

are GT , NTGa and GR , NRGa, respectively, where

Ga represents the gain of each component of the transmitter

and receiver antennas and GT (or GR) = K when the data

symbols are transmitter from (or to) the RIS, respectively.

III. PROPOSED LS CHANNEL ESTIMATION PROTOCOL

In this paper, we focus on the practical setting for our

RIS-assisted MIMO CV-QKD system where Bob performs

estimation of the effective MIMO channel HRIS in (1) before

the actual key distribution protocol between this receiver

and Alice becomes operational. As previously discussed and

depicted in Fig. 1a, our system supports a seamless feedback

link between Bob and Alice, where the former communicates

to the latter its estimated channel parameters that will be used

in the next phase by Alice for the key distribution and the

actual data transmission. We assume that the eavesdropper

Eve attempts to intercept the feedback link to obtain Bob’s

estimation, i.e., the estimation of the RIS-assisted MIMO

between Alice and Bob, as shown in Fig. 1b.

To enable channel estimation, Alice transmits Lp pilot

signals to Bob via the effective MIMO channel HRIS [55].

It is assumed that this channel is quasi-static, implying that

HRIS remains constant throughout the channel coherence time

Tc, thus, it must hold Lp < Tc. The pilot symbols are

constructed by using the position and momentum quadratures

to create Gaussian coherent states [48], [56], hence, the NT×1
pilot symbol vector during each ℓ-th transmission duration

(ℓ = 1, . . . , Lp) is represented by ψℓ
p , xℓ

p + pℓ
p, where

xℓ
p , [xℓp,1, . . . , x

ℓ
p,NT

]T , pℓ
p , [pℓp,1, . . . , p

ℓ
p,NT

]T , and ψℓ
p ∼
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CN (0NT
, 2VpINT

). Upon reception of the pilot symbols, Bob

performs heterodyne measurements, implying that both the

position and momentum quadratures of the received signal

mode are measured. To this end, the complex-valued NR-

element received vector at each ℓ-th pilot duration can be

mathematically expressed as follows:

yℓ
p , HRISψ

ℓ
p +HRISψ

ℓ
0 + nℓ

het, (7)

where nℓ
het , nℓ

het,I + nℓ
het,Q is the additive noise vector

at the receiver arising due to the heterodyne measurement,

with nℓ
het,I ,n

ℓ
het,Q ∼ N (0NR×1, (2νen + 1) INR

) being re-

spectively the in-phase and quadrature-phase components,

respectively, where νen being is variance of the electronic

noise. Note that, ψℓ
0 = xℓ

0 + pℓ
0 is the preparation thermal

noise at the side of Alice with xℓ
0,p

ℓ
0 ∼ N (0NT×1, V0INR

).
Here V0 , 2n̄ + 1 is the thermal noise variance with

n̄ , [exp (hfc/kBTe)−1]−1, where h is the Plank’s constant,

kB is the Boltzmann’s constant, and Te is the environmental

temperature in Kelvin. By collecting all Lp pilot symbols, the

following vector-matrix expression is deduced from (7):

Yp = HRISΨp +HRISΨ0 +Nhet, (8)

where Yp , [y1
p, . . . ,y

Lp
p ] ∈ CNR×Lp , Ψp ,

[x1
p, . . . ,x

Lp
p ] ∈ CNT×Lp , and Nhet , [n1

het, . . . ,n
Lp

het ] ∈
CNR×Lp . By defining Ñ , HRISΨ0 +Nhet as the equivalent

noise matrix, (8) can be re-written as follows:

Yp = HRISΨp + Ñ. (9)

As expected, to enable explicit channel estimation, the pilot

matrix Ψp is known at both Alice and Bob. However, the

covariance matrix of Ñ included in (8), including the unknown

HRIS, is unknown. To this end, by applying the LS approach,

HRIS can be estimated from (8) at Bob as follows:

HRISLS

(a)
= YpΨ

†
p

(
ΨpΨ

†
p

)−1

(b)
= HRIS + ÑΨ†

p

(
ΨpΨ

†
p

)−1

︸ ︷︷ ︸

,∆HRIS

, (10)

where step (b) is obtained by substituting (9) in (a). Note that

LS-optimal channel estimation performance is obtained when

Ψp is constructed such that its rows are orthogonal and the

norm of each row is equal to
√
VpLp. These conditions are

met when using the discrete Fourier transform (DFT) matrix

[16]. In this case, Ψp is given by:

Ψp =
√

Vp

×








1 1 . . . 1
1 e2π/Lp . . . e2π(Lp−1)/Lp

...
... . . .

...

1 e2π(NT−1)/Lp . . . e2π(NT−1)(Lp−1)/Lp







. (11)

When the estimated channel matrix is obtained, Bob occupies

the feedback channel, which is assumed to be a classical public

authenticated channel, to transfer the estimated coefficients of

the RIS-assisted MIMO channel to Alice.

IV. SECRET KEY GENERATION AND PROCESSING

After acquiring the estimated channel, Alice employs CV-

QKD based on Gaussian modulation to encrypt the secret

keys intended for Bob via the RIS-assisted wireless chan-

nel. To attain this, the two NT -element random vectors xA

and pA are generated, which correspond to the position

and momentum quadratures of the secret key states. These

vectors are statistically independent and adhere to zero-mean

Gaussian distributions, i.e., xA,pA ∼ N (0NT×1, VsINT
) with

Vs denoting the variance utilized for encoding the secret key

information. Hence, the secret key is transmitted as the vector

ψ = xA + pA from Alice’s antenna elements.

Recall that the estimation of the effective channel HRISLS
,

available to Alice and Bob, has been also made available

to Eve via eavesdropping. Let r and β1, . . . , βr denote re-

spectively this channel’s rank and r non-zero singular values.

Applying SVD yields HRISLS
= URISLS

ΣRISLS
V

†
RISLS

, where

ΣRISLS
,

[
diag

(√
β1, . . . ,

√
βr
)

0r×(NT−r)

0(NR−r)×r 0(NR−r)×(NT−r)

]

(12)

with VRISLS
∈ CNT×NT and URISLS

∈ CNR×NR being unitary

matrices. This implies that Alice and Bob can respectively uti-

lize VRISLS
and URISLS

for transmit beamforming and receive

combining, respectively. In addition, Eve can apply the latter

matrices to HRISLS
to extract ΣRISLS

that carries the secret keys.

To this end, Eve uses a collective entanglement attack [48],

[57] by creating a pair of two-mode squeezed vacuum (TMSV)

modes {eini
, eqmi

} ∀i = 1, . . . , NT (also known as EPR pair),

where eini
is injected into Alice’s transmitted signal and eqmi

is stored in the eavesdropper’s quantum memory. Thus, the

post-processed NR-element received signal mode vector at

Bob’ side can be expressed as follows:

b , U
†
RISLS

(HRISVRISLS
ψ +URISLS

SRISLS
e) , (13)

where ψ , [ψ1, . . . , ψNT
]
T

denotes Alice’s transmitting

mode, b , [b1, . . . , bNR
]
T

is the received mode at Bob, and

e , [e1, . . . , eNT
]
T

includes the Gaussian noise contributions

injected by Eve to extract the secret key. In addition, the

diagonal matrix SRISLS
in (13) is given as:

SRISLS
,

[
diag

(√
1− β1, . . . ,

√
1− βr

)
0r×(NT−r)

0(NR−r)×r J(NR−r)×(NT−r)

]

,

(14)

where matrix J is defined as follows:

J ,

[
IN1

0N×(NT−NR)

0(NR−NT )×N IN2

]

, (15)

where N = min((NR − r) , (NT − r)) and N1 +N2 = N .

By substituting expression (10) for the estimated channel

in (13) and defining the channel estimation error matrix

∆HRIS , HRISLS
−HRIS, vector b can be re-expressed as:

b = ΣRISLS
ψ −U

†
RISLS

∆HRISVRISLS
ψ

︸ ︷︷ ︸

,nRIS

+SRISLS
e , (16)

where nRIS ∈ CNR×1 indicates the additional noise term that

occurs as a result of the channel estimation errors.

Upon receiving b, Bob conducts measurements to extract

the confidential key information. It is to be recollected that
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during the channel estimation process, Bob utilized hetero-

dyne measurements to estimate the effective channel HRIS,

which entailed quantifying both the position and momentum

quadratures of the incoming signal. However, during the key

reception phase, we consider that Bob may perform either

homodyne or heterodyne measurements. To this end, the

measurement output of one or both real-valued quadratures

can yield the secret key. Following the measurement, the

correlation between Alice’s input and Bob’s output, delineated

in terms of the quadratures, is computed ∀i = 1, 2, . . . , r as:

Q̂bi ,
√

βiQ̂ai
+
√

1− βiQ̂ei − nRISi
+ ndi

, (17)

and subsequently, Eve’s output mode can be expressed in terms

of the quadratures ∀i = 1, 2, . . . , r as follows:

Q̂eoi , −
√

1− βiQ̂ai
+
√

βiQ̂ei − nRISi
, (18)

where Q̂bi represents the measurement output of Bob’s quadra-

ture, Q̂ai
denotes Alice’s transmitted quadrature, and Q̂ei rep-

resents the quadrature of the mode injected by Eve to extract

crucial information, all each i-th coherent state. In addition,

all Q̂’s in (17) and (18) denote one of the two quadratures,

namely, either the position or momentum quadrature. Due to

the presence of the preparation thermal noise, the variance of

the quadrature corresponding to Alice’s transmitted mode is

given as var(Q̂ai
) , Va = Vs + Vo. Similarly, the variance

of the measurement occurring due to Eve’s injected TMSV

modes is defined var(Q̂ei) , Ve. Owing to the statistics

of the channel estimation noise, nRISi
follows a zero-mean

Gaussian distribution, implying that nRISi
∼ N

(
0, σ2

RISi

)
with

σ2
RISi

= 0.5CRIS (i, i) where CRIS represents the covariance

matrix of the extra noise vector nRIS in (17). Additionally, ndi

denotes the detection noise arising during Bob’s measurement,

which also follows a zero-mean Gaussian distribution with

a variance σ2
di

, dm (νen + 1) − 1, i.e., ndi
∼ N

(
0, σ2

di

)
,

where dm takes the values 1 or 2 for homodyne or heterodyne

measurements, respectively.

The SKR of the system can be computed based on the

available measurements in (17). Hence, the secret key can

be employed for key encryption and subsequent transmission,

conditioned on the computed SKR being above a pre-decided

threshold. However, for the SKR computation, the value of

σ2
RISi

must be ascertained to Alice and Bob, implying that the

covariance matrix of nRIS needs to be estimated. Using (16)
this covariance matrix, defined as CRIS ∈ CNR×NR , can be

expressed as follows:

CRIS , E
[

nRISn
†
RIS

]

= E
[

U
†
RISLS

ÑΨ†
p

(
ΨpΨ

†
p

)−1
VRISLS

ψψ†

×V
†
RISLS

(
Ψ†

pΨp

)−1
ΨpÑ

†URISLS

]

(a)
= 2VaE

[

U
†
RISLS

ÑΨ†
p

(
ΨpΨ

†
p

)−1 (
Ψ†

pΨp

)−1

×ΨpÑ
†URISLS

]

(b)
=

2Va

(VpLp)
2 E
[

U
†
RISLS

ÑΨ†
pΨpÑ

†URISLS

]

(c)
=

2VaNT

VpLp
U

†
RISLS

CñURISLS
, (19)

where E
[
ψψ†

]
= 2VaINT

was used in step (a) and ΨpΨ
†
p =

VpLpINT
was used in (b). Furthermore, step (c) follows from

[58, Lemma 4] and Tr
(
Ψ†

pΨp

)
= VpNTLp.

Since the noise covariance matrix Cñ = E[ÑÑ†] in (19) is

unknown, the first step is to ascertain its maximum likelihood

(ML) estimate. This estimate is subsequently utilized to obtain

an estimate for CRIS. The ML estimate of Cñ can be computed

using the estimated channel matrix HRISLS
and the known pilot

symbol matrix Ψp, as follows:

ĈñML
, argmax

Cñ

log

(
1

πNR det (Cñ)

× exp
{

−
(
yℓ
p−HRISLS

ψℓ
p

)†
C−1

ñ

(
yℓ
p−HRISLS

ψℓ
p

)}
)

= argmin
Cñ

log
(
πNR det (Cñ)

)

+

Lp∑

ℓ=1

(
yℓ
p−HRISLS

ψℓ
p

)†
C−1

ñ

(
yℓ
p−HRISLS

ψℓ
p

)
. (20)

Solving for Cñ by computing (20)’s derivative, and then,

equating it to zero results in the ML estimate of the covariance

matrix, which is given by:

ĈñML
=

1

Lp

Lp∑

t=1

(
yℓ −HRISLS

ψℓ
p

) (
yℓ −HRISLS

ψℓ
p

)†
. (21)

Therefore, an estimate for CRIS that can be used to determine

the SKR is obtained by substituting (21) in the place of Cñ

in (19), yielding:

ĈRISML
=

2VaNT

VpLp
U

†
RISLS

ĈñML
URISLS

. (22)

V. SKR ANALYSIS

In this section, we analyze the SKR of the considered

RIS-assisted MIMO CV-QKD THz system in the presence of

channel estimation errors and the overheads derived in Section

IV.

Alice and Bob initiate the generation and reception of

secret keys with the help of the two strings of correlated

random quadrature (as mentioned after (18)) vectors, Q̂am

and Q̂bm , with m = 1, . . . , (Tc −Lp), where, Q̂am
represents

the transmitted vectors of Gaussian-modulated coherent states

by Alice and Q̂bm represents vectors of received quadrature

states at Bob’s end to employ detection technique, through the

repetition of the QKD process outlined in Section IV, where

Tc represents the channel coherence time and Lp denotes the

pilot duration. The repeated execution of the protocol ensures

that both gather enough data points to establish a statistically

significant correlation needed for secure key generation. To

this end, they both perform a reconciliation or sifting protocol

over a classical authenticated channel to retrieve the final keys,

followed by error correction on the raw keys [59]. Typically,

there exist two categories of reconciliation protocols. The

first one is known as direct reconciliation (DR), in which

Alice specifies the quadrature to be utilized for secret key

generation, and the second one is termed reverse reconciliation

(RR) according to which Bob indicates the quadrature to be
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employed for their measurement for secret key generation via

a classical public channel. For the considered RIS-assisted

MIMO CV-QKD system, it is expected that RR would result in

higher SKR, since Eve who possesses the knowledge of the

wireless channel, can extract more information when Alice

specifies which quadrature is utilized for the secret key trans-

mission. However, in RR, Bob’s measured quadrature remains

inaccessible to Eve. Therefore, we concentrate exclusively on

RR, as this method can yield positive SKR for any channel

transmittance βi ∈ [0, 1]. Conversely, for DR, it is necessary

that βi > 0.5 to attain positive SKRs [46], [59], which poses

practical difficulties due to the considerably elevated path loss

at THz frequencies, as given by (6).

Following the secret key transmission, Eve uses a collective

entanglement attack to maximize the extraction of key infor-

mation, in which the received signals from Alice are measured

one by one. Upon completion of Bob’s measurements, Alice

performs a collective measurement on the stored ancilla. To

fix the error, Bob employs RR to achieve the positive secret

key rate for any channel transmission. For such a setup, the

SKR of each i-th (i = 1, 2, . . . , r) parallel channel is given as:

SKRRR
i ,

(

1− Lp

Tc

)

(ηI (Qai
;Qbi)− I (Qbi ;Ei)) , (23)

where I (Qai
;Qbi) represents Shannon’s mutual information

between Alice’s and Bob’s measurement results. Similarly,

I (Qbi ;Ei) denotes the quantum information (also known

as Holevo information) between Eve’s and Bob’s quantum

state for each i-th parallel channel. Furthermore, η denotes

the reconciliation efficiency and the term
(

1− Lp

Tc

)

arises

as a result of the channel estimation overhead. In addition,

Shannon’s mutual information between Alice’s and Bob’s

measurement for each i-th parallel channel is computed as:

I (Qai
;Qbi)

,
dm
2

log2

(

1 +
βiVs

βiVo + (1− βi)Ve + σ2
di

+ σ2
RISi

)

, (24)

where dm = 1 or 2 depending on whether Bob performs

homodyne or heterodyne measurements, respectively.

A. The Holevo Information

The Holevo information I (Qbi ;Ei), which represents the

quantity of information exchanged between Eve and Bob’s

quantum state for each i-th parallel channel, is expressed as:

I (Qbi ;Ei) , S (Ei)− S (Ei |Qbi) , (25)

where S(Ei) and S(Ei|Qbi) denote respectively the Von

Neumann entropy of Eve’s output state and the conditional

Von Neumann entropy of Eve’s output state conditioned on

Bob’s quadrature mode Qbi . The latter is based on the choice

of either homodyne or heterodyne measurements performed

by Bob’s side. For a given Gaussian quantum state ρ̃ (either

Ei or Ei conditioned on Qbi), the Von Neumann entropy can

be expressed as follows [60]:

S (ρ̃) ,

2∑

q=1

ho (λq) , (26)

where λq’s are the symplectic eigenvalues of the covariance

matrices of the Gaussian quantum states and the function ho(·)
outputs the Holevo information for q = 1 and 2:

ho(λq) ,

(
λq + 1

2

)

log2

(
λq + 1

2

)

−
(
λq − 1

2

)

log2

(
λq − 1

2

)

. (27)

It is noted that q takes two values which correspond to the

eigenvalues of the two covariance matrices corresponding

to the quantum states. The first covariance matrix is the

covariance matrix of Eve’s state, which, for each i-th channel

is expressed as follows:

ΣEi
=

[
Veoi

I2 VciZ

V ∗
ciZ

T VeI2

]

, (28)

where Veoi
, (1− βi)Va + βiVe + σ2

RISi
and Vci ,

√

βi (V 2
e − 1). Recall that Ve is the variance of Eve’s gen-

erated quantum state. Furthermore, Z is the Pauli-z matrix

expressed as diag (1,−1). Thus, the symplectic eigenvalues

of ΣEi
are computed using the results in [48], [59] as:

λi1,2 =

√

1

2

(

∇i ±
√

∇2
i − 4det (ΣEi

)

)

, (29)

where we have used the definitions:

∇i , (1− βi)
2 (
V 2
a + V 2

e

)
+ 2βi (1− βi)VaVe (30)

+ 2βi + 2 ((1− βi)Va + βiVe)σ
2
RISi

+ σ4
RISi

,

det (ΣEi
) ,

(
(1− βi) VaVe + σ2

RISi
Ve + βi

)2
. (31)

Thus, the Von Neumann entropy of Eve’s state is obtained as:

S (Ei) = ho(λi1) + ho(λi2 ) . (32)

The second covariance matrix ΣEi|Qbi
corresponds to Eve’s

conditional state given Bob’s measurement. Thus, when Bob

performs a homodyne or heterodyne measurement, this matrix

can be determined using general Gaussian measurements, and

it is thus given for each i-th channel as follows:

ΣEi|Qbi
= ΣEi

− 1

Vbi
WiΠW

†
i , (33)

where we have used the matrix definitions:

Π ,

{

diag(1, 0), homodyne

diag(1, 1), heterodyne
, (34a)

Wi ,

[
ξiI2
ςiZ

]

, (34b)

as well as the parameter:

Vbi =

{

βiVo + (1− βi)Ve + νen + σ2
RISi

, homodyne

βiVo + (1− βi)Ve + 2νen + 1 + σ2
RISi

, heterodyne
,

(34c)

Substituting (34a), (34b), and (34c) in (33) followed by

algebraic simplifications results in the following expression:

ΣEi|Qbi
=

[
Ai Ci

C
†
i Bi

]

, (35)
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which is of the same form as (28), and thus, its symplectic

eigenvalues can be computed as follows:

λi3,4 =

√
√
√
√

1

2

(

∇̃i ±
√

∇̃2
i − 4det

(

ΣEi|Qbi

)
)

, (36)

where we used the definitions:

∇̃i , det (Ai) + det (Bi) + 2det (Ci) , (37)

Ai , diag

((

Veoi −
ξ2i
Vbi

)

, Veoi

)

, (38)

Bi , diag

((

Ve −
ς2i
Vbi

)

, Ve

)

, (39)

Ci , diag

((

Vci −
ξiςi
Vbi

)

,−Vci
)

, (40)

ξi ,
√

βi (1− βi) (Ve − Va) + σ2
RISi

, (41)

ςi ,
√

(1− βi) (V 2
e − 1). (42)

Hence, the conditional Von Neumann entropy of Eve’s state

given Bob’s measurement is given by:

S (Ei |Qbi) = ho(λi3 ) + ho(λi4) (43)

with ho(·) given in (27), and λi3 and λi4 given in (36).

B. Closed-Form SKR Formula

By using (23), (24), and (25), the SKR of the considered

RIS-assisted MIMO CV-QKD system employing collective

entanglement attack and RR at Bob’s side is obtained as:

SKRRR
MIMO =

(

1− Lp

Tc

)

×
r∑

i=1

(
ηdm
2

log2

(

1 +
βiVs

βiVo + (1− βi)Ve + σ2
d + σ2

RISi

)

−ho(λi1 )− ho(λi2 ) + ho(λi3 ) + ho(λi4)

)

. (44)

VI. NUMERICAL RESULTS AND DISCUSSION

This section presents numerical results validating the ana-

lytical framework outlined in the previous sections. The simu-

lation studies were carried out considering standard system

parameters. The THz frequency was set as fc = 15 THz

considering Te = 297 K, and the atmospheric absorption

coefficient was chosen as ρ = 50 dB/km. The antenna gain

was set as Ga = 30 dBi, the pilot power was Vp = 60 dB,

and the variance of Alice’s modulated signal was chosen as

Va = Vs + Vo with Vs = 1 and Vo as discussed in Section III

(i.e., Vo = 2n̄ + 1 with n̄ = [exp (hfc/kBTe) − 1]−1). We

have assumed that all K unit cells of the RIS share the same

phase configuration, i.e., φk = φ ∀k ∈ {1, . . . ,K}.

Fig. 2 illustrates the SKR (in bits/channel use) versus the

transmission distance d (in meters) between Alice and Bob

for various MIMO configurations considering K = 100 RIS

unit elements and reconciliation efficiency η = 0.95. The

plots were obtained using (44) and the values of dm, σ2
di

,

and λit∀t ∈ {1, . . . , 4} depended on the choice for homodyne

and heterodyne measurements, as given in (34b) and (35).

10 20 30 40 50 60 70 80 90 100
10-6

10-5

10-4

10-3

10-2

10-1

S
K

R
M

IM
O

R
R

 (
b
its

/u
se

)

81

4.435

4.44
10-5

5.999 6 6.001
8.07

8.075

8.08
10-4

76

1.436

1.438

10-5

4.857 4.858
4.664

4.665

4.666
10-4

60.9 61 61.1
1.17

1.18

10-6

1.0086
4.5381

4.5382

4.5383
10-4

Fig. 2: SKR versus the transmission distance between Alice

and Bob for NT = NR = {32, 128, 256}, fc = 15 THz,

K = 100, and φ = π/4, with Bob employing homodyne and

heterodyne measurements for secret key detection.

The ML estimate ĈñML
obtained in (22) was used in (23)

for the evaluation of the noise variance arising due to the

channel estimation error σ2
RISi

. It can observed from the

figure that, in the 256 × 256 MIMO configuration, the SKR

obtained by employing heterodyne detection is higher than

that obtained when Bob employs homodyne measurements.

This trend is consistent for all distance values between Alice

and Bob. However, for lower MIMO configurations, such as

the considered 128 × 128 and 32 × 32 case, it is observed

that heterodyne measurements result in a higher SKR value

at lower distance values; this trend becomes reversed at

higher distances. This behavior can be justified from the fact

that, for lower MIMO configurations, the noise caused by

heterodyne detection (due to the exposure of both the position

and momentum quadrature) is greater than that of homodyne

detection at higher distances between the transceiver pair. In

addition, the SKR of the system increases when NT and NR

are increased. It can also be seen that SKR saturates at higher

distance values, which can be attributed to the use of the RIS,

without which the SKR would reduce with increasing distance

between Alice and Bob.

The SKR as a function of the pilot power Vp for different

RIS-assisted MIMO configurations at a constant transmission

distance of d = 100 m, with Bob conducting either homodyne

or heterodyne measurements, is depicted in Fig. 3. As shown,

the performance of heterodyne detection surpasses that of

homodyne detection at lower Vp values, and the gap between

the SKRs arising due to these two measurements is more

prominent at higher values of NT and NR. It can be also ob-

served that the SKR degrades with increasing Vp. This can be

intuitively understood from the fact that a higher pilot power

implies a longer duration for channel estimation, resulting in

a lower duration for secret key transmissions, thus, leading

to SKR values. This effect is also mathematically evident

from expression (21) where the duration of the pilot symbol

occurs both in the summation term and in the denominator,

thus, nullifying the effect of the increased pilot power in the
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Fig. 3: SKR versus the pilot power Vp for NT = NR =
{128, 256, 512} MIMO configurations, fc = 15 THz, d =
100 m, K = 100, and φ = π/4, with Bob employing homo-

dyne and heterodyne measurements for secret key detection.
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Fig. 4: SKR versus the pilot length Lp for NT = NR =
{32, 128, 256} MIMO configurations, fc = 15 THz, d =
30 m, K = 100, φ = π/4, with Bob employing homodyne

and heterodyne measurements for secret key detection.

estimation of the noise variance. As seen in the figure, this

effect is valid for all d values. There is a also saturation effect

becoming prominent at lower transmission distances for lower

pilot power values.

The impact of pilot duration on the SKR performance of the

considered RIS-assisted MIMO CV-QKD system is showcased

in Fig. 4, which demonstrates the SKR for both homodyne

and heterodyne measurements conducted by Bob for varying

values of NT and NR at a constant transmission distance of

d = 30 m between Alice and Bob. Similar to Fig. 3, SKR

degrades as Lp increases. This is indicative of the fact that

the impact of pilot length is greater on the noise covariance,

as demonstrated in (21). Therein, the summation over the Lp

term predominates the 1/Lp component (see (21) and (22)).

However, contrary to the observation in Fig. 3, the values

of the SKR do not merge irrespective of the chosen MIMO

configuration. Furthermore, there is a negligible difference in
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Fig. 5: SKR versus transmission distance d between Alice and

Bob for a 32×32 MIMO configuration, fc = 15 THz, φ = π/4
for K = {25, 225, 400, 1600} RIS elements, with homodyne

detection at Bob’s side.

the performance of the homodyne and heterodyne detectors

for varying Lp. Additionally, the saturation effect is not as

prominent with increasing Lp as it was with increasing Vp. A

similar trend to Vp is also observed for different values of Lp

at d values. However, in contrast to Fig. 3, the effect of Lp

on the SKR is more prominent at higher values of d.

The advantage of employing an RIS to achieve a higher

SKR is illustrated in Fig. 5, which depicts SKR with respect

to different d and K values for a 32×32 MIMO configuration

and φ = π/4. It is demonstrated that the SKR of the system

improves with increasing K , and this improvement becomes

slightly larger for larger d values. However, it is observed that

the difference between the curves is small as compared to the

order in which the number of elements in the RIS is increased.

Thus, a small RIS becomes practical to be deployable for such

systems.

Finally, the effect of the variation of the common phase

shift φ of all RIS elements on the system’s SKR performance

is demonstrated in Fig. 6. It is noted that, to the best of our

knowledge, this is the first work proposing the use of RISs for

such quantum communication systems employing a practical

channel estimation scheme, thus, it is our goal to show the

SKR behaviour for various φ values. As shown, SKR depends

on φ in a sinusoidal manner. This implies that there exists an

optimal φ maximizing the SKR performance. Table I includes

such values for some of the system parameters. It can be seen

that both Vp and d values play a crucial role in the optimal φ
maximizing SKR. For a given MIMO configuration, increasing

the value of Vp at a given distance, initially reduces the value

of the optimal φ, which then tends to saturate at higher values

of Vp. However, there is no such straightforward trend for

the relation of the optimal φ with value of d, which can be

attributed to the highly non-linear nature of the THz channel

model. Similarly holds for the relation between the optimal φ
and the NT = NR values.
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Fig. 6: SKR versus the RIS phase configuration φ for NT = NR = {32, 12} MIMO configurations, fc = 15 THz, d =
{10, 80} m, and K = 100, with Bob employing heterodyne detection for secret key detection.

VII. CONCLUSIONS

This paper presented an RIS-assisted point-to-point MIMO

communication system operating at THz frequencies where the

transmitter, Alice, employs CV-QKD to transmit secret keys

to the receiver, Bob. We considered the practical case where

Bob performs LS-based channel estimation and feeds back
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TABLE I: Optimal phase value for all RIS elements for NT = NR = {16, 32, 64, 128}, pilot powers Vp = {1, 10, 30, 60} dB,

and distances between Alice and Bob d = {10, 50, 80} m.

NT = NR

Optimal phase shift, φ, of RIS elements

d = 10 m d = 50 m d = 80 m

Vp = 1 dB Vp = 10 dB Vp = 30 dB Vp = 60 dB Vp = 1 dB Vp = 10 dB Vp = 30 dB Vp = 60 dB Vp = 1 dB Vp = 10 dB Vp = 30 dB Vp = 60 dB

16 −128.43◦ 72.10◦ 158.05◦ 129.40◦ −151.35◦ −99.78◦ 112.20◦ 129.40◦ 43.45◦ 100.75◦ −2.38◦ 129.40◦

32 −162.81◦ 140.86◦ 129.40◦ 129.40◦ 152.32◦ 77.83◦ 129.40◦ 129.40◦ 135.13◦ 123.67◦ 117.94◦ 129.40◦

64 −180◦ −105.52◦ −134.16◦ 129.40◦ −139.89◦ 72.10◦ 135.13◦ 129.40◦ −162.81◦ −162.81◦ 112.21◦ 129.40◦

128 146.59◦ 129.40◦ 129.40◦ 129.40◦ −180◦ −162.81◦ 129.40◦ 129.40◦ 102.46◦ 117.94◦ 123.66◦ 129.40◦

the MIMO channel coefficients to Alice, prior to receiving

secret keys from her. An eavesdropper, Eve, was considered

to intercept the secret key transmission, eavesdropping first the

feedback channel with the channel estimation information, and

then, during the secret key transmission, applying a collective

Gaussian attack. Considering that Bob utilizes either homo-

dyne or heterodyne detection for the reception of the secret

key, we presented a novel expression for the SKR performance

of the system. Extensive numerical results were presented

to corroborate the analytical framework of the paper and

indicate the variation of the system performance over different

parameters. It was showcased that an RIS plays a crucial

role in improving SKR, preventing this metric’s degradation

at higher link distances, and that there exists an optimal RIS

phase configuration that boosts SKR even further. This optimal

configuration was shown numerically to depend on the pilot

signal power and the link distance. It was also demonstrated

that heterodyne detection is preferable over homodyne at lower

pilot symbol powers, providing additional design benefits for

the RIS-assisted MIMO CV-QKD communication systems at

the THz frequency band.
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