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Abstract

In this study, we demonstrate the possibility to protect, with Quantum Key Distribution (QKD), a
critical infrastructure as the fiber-based one used for time and frequency (TF) dissemination service.
The proposed technique allows to disseminate secure and precise TF signals between two fiber-optic-
connected locations, on a critical infrastructure, using both QKD and White Rabbit technique. This
secure exchange allows the secret sharing of time information between two parties for the synchro-
nization of distant clocks with the highest stability and traceable to the Italian time scale. When
encrypted, time signals would reveal to a third party no useful information about the synchronization
status, providing a time stability two orders of magnitude worsened.
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1 Introduction

Precise clock synchronization signal distribution is
of the utmost importance in several applications
(financial transactions, classical communications,
research activities, etc.) [1, 2] and the infrastruc-
tures for accurate time dissemination are consid-
ered as a part of the critical digital infrastructures
that our society must protect [3]. In the last years,

the need to make critical digital infrastructures
resilient to cyberattacks has been increased. One
of the challenges is to establish network security
safe against the development of the quantum com-
puter (QC) that is rapidly scaling up the number
of qubits [4]. QC could potentially break cur-
rent cryptographic systems, since their security is
related only to computational complexity [5, 6].
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Quantum key distribution (QKD) is nowa-
days the most mature technology for sharing
cryptographic secret keys with a level of secu-
rity independent on computational power [7–10].
The consideration of QKD systems and networks
from use cases has already started [11–15] and
QKD metropolitan networks have been demon-
strated all over the world [16–18]; in the UK,
metropolitan quantum networks have been built
by the Quantum Communications Hub in Cam-
bridge and Bristol, connected by a long connection
passing from London [19]. Quantum digital sig-
natures were demonstrated in the NICT metro
network in Tokyo [20]. In China, a 2000 Km
backbone connects Beijing and Shanghai, sup-
plemented by ground-satellite QKD that exploits
Micius satellite to extend QKD to global distances
[21, 22].

The European Union (EU) is strongly pushing
in this direction by signing with all the 27 mem-
ber states a declaration to work together for the
realization of the European Quantum Communi-
cation Infrastructure (EuroQCI) [23], that aims
to realize quantum communication networks in
all the EU countries. Within EuroQCI initiative,
the italian project QUID (Quantum Italy Deploy-
ment) [24] proposes to start the deployment of
the Italian part of the EU network by spread-
ing QKD systems and networks in different cities,
realizing several Quantum Metropolitan Area net-
works (QMANs). QMANs will be all connected
by common fiber backbone, the Italian Quantum
Backbone (IQB). This infrastructure was realized
by the Italian Metrological Institute INRiM [25]
and hosts the fiber-based dissemination service
of an optical ultra-stable radiation referenced to
the national primary frequency standard, which
has an accuracy of 2 · 10−16 [26], and implements
the Italian time transfer using the White Rabbit
technique [27], an improved version of the Precise
Time Protocol (PTP) first defined by IEEE Stan-
dard 1588-2008 [26] (see Supplemental Material).
PTP technique can achieve accuracy of the order
of few hundred nanoseconds. White Rabbit PTP
(WR-PTP) was developed at CERN and incorpo-
rated in the PTP revision (IEEE 1588 2019 [28]):
it allows synchronizing distant clocks at nanosec-
ond level or even better in properly designed
and calibrated network architectures. For critical
applications, the protection of such infrastructures
by sharing encrypted WR-PTP signals between

Fig. 1 Schematic representation of the Italian Quantum
Backbone showing the main links. The inset show the fiber
link, inside the city of Rome, on which our technique was
experimentally carried out.

two parties might result necessary to avoid attacks
tailored on the clock synchronization or time infor-
mation between parties. However, the WR-PTP is
a standard protocol not designed for being easily
encrypted. Furthermore, the common electronics
devices for WR-PTP transmissions do not easily
allow for internal modification of their input or
output signals.

Here we show an easy and reliable technique
for encrypting WR-PTP transmissions by using
QKD, realizing the QKD-protected time dissem-
ination service exploiting the emergent Italian
EuroQCI network. The sharing of the same infras-
tructure for precise time dissemination and QKD
services open the way to unique opportunity to
simultaneously protect and distribute time infor-
mation.

To demonstrate the feasibility of our tech-
nique, we share encrypted WR-PTP in a real-
world scenario between two nodes of the IQB,
specifically in the Rome QMAN (see Fig. 1)

2



The work demonstrates the possibility to offer
a quantum safe critical service that can be easily
implemented and extended to the entire IQB and
to all the QMANs in Italy, providing a capillar
dissemination of a QKD protected time service.

2 Results

2.1 Encrypted WR-PTP

We consider QKD and WR-PTP transmission in
the end-to-end infrastructure that connects IQB
nodes in INRiM and Thales Alenia Space Italy
(TASI) premises, both in Rome. INRiM is the
Alice (A) node, while Bob (B) node is in TASI. A
and B host both QKD and WR-PTP equipment
and signals are transmitted in the same optical
fiber link.

To demonstrate the feasibility of the secure
time dissemination, we compare the signals from
an high-performance external clock traceable to
the Italian time scale UTC(IT), placed in B node,
with itself after a round trip, where encryption in
A and decryption in B with QKD occur (see Fig.
2).

Fig. 2 A schematic representation of the secure time dis-
semination experiment: a clock reference from Site B is sent
to Site A via WR-PTP, encrypted with a QKD-generated
key, and returned to Site B as encrypted WR-PTP. At Site
B, the signal is decrypted and compared to the original
clock reference for verification.

The clock reference is an active hydrogen
Maser clock (H-Maser) that provides a one pulse

per second (1PPS) reference time signal and a
frequency signal of 10 MHz. During a standard
WR-PTP transmission, A and B share both the
time and the frequency reference, coded by the
WR-PTP protocol. Sharing the same reference, it
is possible to evaluate the real performances of the
time encrypted dissemination. The A WR-PTP
device, locked to an external frequency reference,
converts phase variations of the frequency in tem-
poral delays of the WR-PTP messages exchanged
between A and B nodes. If the frequency signal is
shifted by a random phase, the time information
signal in A and B will suffer of a random temporal
delay ∆t, making impossible for B to estimate the
time information present in A, and this is still true
for an eventual eavesdropper. We adopt an easy
way to encrypt WR-PTP transmission, by using
the quantum distributed keys between A and B
to generate a secret truly random phase. A and B
exchange keys and store them in a local Key Man-
agement System (KMS) in A and B. The user in
A selects a key, generates the phase shift, applies
it to the 10 MHz signal and sends the encrypted
time signal to B; by using the same key, B is able
to locally compensate the phase shift by insert-
ing an opposite phase, obtaining the time signal,
synchronized to the clock present in A.

We implement the phase shift starting from a
white-noise model [29].

Since the shared key K is exchanged as an
array of random hexadecimal numbers, we organ-
ise K in N pairs:

K = {(k1)HEX, . . . , (k2N )HEX} (1)

and for each pair we calculate the phase ϕi:

ϕi =
(k2ik2i+1)10

C
, i ∈ [0, N − 1] (2)

where the notation (x)10 indicates the hexadeci-
mal number x converted in decimal basis and C
is a constant integer number introduced because,
without loosing of generality, it is experimentally
convenient to limit the White phase noise added
to a maximum level, below 2π.

2.2 Experimental setup

We implement our technique by using the exper-
imental setup depicted in Fig. 3, that shows the
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Fig. 3 The experimental setup used for the encryption of the time signal with the QKD: at Site B, a maser generates
a 10 MHz clock reference and a 1 PPS signal, which are transmitted to Site A via WR-PTP. At Site A, the WR-PTP
signal is encrypted using a function generator with QKD-derived keys provided by the KMS. The encrypted WR-PTP
signal is then sent back to Site B via the same classical channel. At Site B, the signal is decrypted using a corresponding
function generator, and a PPS generator is exploited to realize 1PPs signals, measured with TIC1 and TIC2 for decrypted
and encrypted WR-PTP signals, respectively. The WR-PTP signals exchange and the classical communication of the QKD
devices are multiplexed over the same classical channel, while the QKD quantum channel is used to securely exchange
encryption keys, which are managed by the KMS at both sites.

architecture for both the quantum key distribu-
tion and encrypted time exchange.

The INRiM station hosts the sender part of the
QKD system, while the receiver is hosted in TASI
location, connected through a fiber link for a total
distance of 13 km. The link counts fibers where
daily data traffic passes and two standard single-
mode optical fibers dedicated to the experiment:

one completely dedicated to the photons where
the information on the key is encoded (Quan-
tum channel) and one (Classical channel) used
to exchange WR-PTP signal, QKD synchroniza-
tion and classical data for QKD post-processing,
by means of multiplexer devices (MUX/DEMUX).
The Quantum channel needs a proper character-
ization to precisely estimate losses and level of
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background photons present in absence of QKD
signal. The QKD modules used to generate and
share the keys are the IDQuantique Clavis3 Sys-
tem, a discrete-variable QKD apparatus designed
for research application that exploits two external
single photon detectors to perform key exchange.
In our experiment, we used two standard free-
running InGaAs/InP Single-Photon Avalanche
Diodes (SPADs), operating around −50 ◦C with
thermoelectric cooling, with 20 % of detection effi-
ciency and and dead time set to 25µs. The shared
keys are stored and managed by means of local
KMSs that can be access by users in A and B in
a secure way. In order to test the technique, it
is more convenient to use the H-maser present in
B as the Master clock of the system. The Mas-
ter clock of the experiment located in A is thus
synchronized with a standard WR-PTP signal to
the H-Maser. By doing so it is easier to ana-
lyze the timing uncertainty of the encrypted (and
decrypted) transmission from A to B. As a mat-
ter of fact, the location where we physically install
the Master clock is an arbitrary choice for this
experiment.

Our WR-PTP network is based on WR-LEN
mini switches produced by Seven Solutions. These
devices can be configured as Master or Slave [27]
and allow to exchange WR-PTP traffic, as well as
to set the 1PPS and 10 MHz physical signals as
input or output.

To enhance its stability and accuracy, the
Master switch internal oscillator can be synchro-
nized to the 1PPS and the 10 MHz signal from
an high-performance external clock. When the
Master is connected to another WR-LEN via the
network interface, this Slave WR-LEN replicates
output signals of 1PPS and 10 MHz of the external
high-performance clock connected to the Master.

In our round trip, the raw 1PPS signal from
the Master WR-PTP in B (WR-LEN-GM B), syn-
chronized with the H-Maser, is sent to the WR
Slave in A (WR-LEN-SLAVE A).

A signal generator (”Encoder”) varies the
phase of the 10 MHz signal of WR-LEN-SLAVE A
with ϕ, calculated from the key K exchanged with
QKD devices, according to Eq. 2; to account for
the limits of our instruments, we set C = 4, lead-
ing to a phase shift in the range 0◦ ≤ ϕi ≤ 63.75◦,
corresponding to a maximum temporal delay ∆t
of about 17.71 ns.

Without loss of generality, for each interval ∆t
we set the phase −ϕi in A node and +ϕi in B node.
The signal generator provides an input to the WR
Master in A (WR-LEN-GM A). In this way, the
WR-PTP signal that the Master in A exchanges
with the Slave in B is phase shifted of −ϕi; the
result is that, after a round trip, the WR-LEN-
SLAVE B clock (1PPS and 10 MHz signals) is no
more synchronized to UTC(IT), due to the phase
shift periodically (every 5 seconds) and randomly
changed.

Then, the 10 MHz (encrypted) signal obtained
from the WR-LEN-SLAVE B is sent to a second
signal generator (”Decoder”) that compensates
the phase shift, allowing to recover the original
time signal exploiting the PPS generator. Both
encrypted and decrypted signals are addressed to
a Time Interval Counter (TIC): TIC1 and TIC2,
respectively, for being compared to the original
H-Maser time signal t0.

Before starting the QKD transmission, we
evaluated the presence of background photons in
the Quantum fiber; as a matter of fact, Classi-
cal and Quantum fibers are part of a bundle of
optical fibers, and the presence of unwanted pho-
tons due to evanescent coupling from the Classical
channel and from data traffic from the other fibers
must be evaluated. Thus, we measured for 24 h
the background photons present in the quantum
fiber, monitoring any eventual behavior during
all the day. We observed a spread distribution of
about (3500 ÷ 6500) counts/s, probably due to the
random data traffic. In our case, the intrinsic dark-
count rate of the exploited SPAD is 353 counts/s,
considerably less than the measured background
photons. However, such events are randomly dis-
tributed in time, whereas the protocol of our QKD
devices works exploiting weak coherent pulses
properly synchronized. Considering a transmis-
sion with repetition rate of 1 GHz, the background
is always less than 6.5 · 10−6 counts/pulse while
the photons of the key are, considering the losses
of our Quantum channel (about 10 dB), about
0.03 counts/pulse. Moreover, since the sum of
background and the QKD signal photons always
remains below the saturation threshold due to
the SPADs deadtime (∼ 40 kcount/s), we can
conclude that the channel is suitable for QKD
transmission. We started the transmission, obtain-
ing an exchange of keys with an average key rate of

5



1.5 Kbit/s. The QKD devices were able to contin-
uously exchange the keys with a low (about 2 %)
average Quantum Bit Error Rate (QBER). In Fig.
4 we show both the background photons and the
QBER behaviors for similar acquisition time.

Fig. 4 a) Background photons in a 24h acquisition frame.
b) QBER as a function of time during a key exchange pro-
cess

2.3 Measurement results

Starting from the exchanged keys K, we compared
both the encrypted and decrypted time signals to
the original clock signal from the H-Maser with
the two TICs, to directly observe the effect of the
encryption (TIC2), and decryption (TIC1) with
K.

Fig.s 5,6 show the results of the measured
decrypted and encrypted delays, respectively.

TIC1 measurements show the stability of the
delay induced by the phase shift (blue dots) with
respect to an average time delay (red dashed line)
of 161.6224(7) ns during an acquisition time longer

Fig. 5 Decrypted TIC1 measured delay. The blue dots are
the result of the measurement after the phase-decryption
technique: the red dashed line represents the average value
of such a delay. The acquisitions where repeated every 5 s,
corresponding to the interval in which the phase remains
constant. The system was monitored for more than 11 h.

Fig. 6 Encrypted TIC2 measured time information signal.
The blue dots are the result of the measurement without
decrypting the signal: the red dashed line represents the
average value of such a delay. Initially, for about 15min
Alice does not encrypted the WR signal, in order to esti-
mate in the Bob side the real average delay, represented by
the dark red line. The acquisitions where repeated every 5 s,
corresponding to the interval in which the phase remains
constant. The system was monitored for more than 11 h.
The green inset highlights the behavior of the delay when
Alice turns on the WR-signal encryption.

than 11 h. On the contrary, TIC2 shows two dif-
ferent behaviors, highlighted into the green inset:
a stable and a noisy one. This is due to the fact
that we initially did not encrypted the transmis-
sion for about 15 min, in order to calibrate the
real delay bias (dark red line) of 129.188(3) ns.
Subsequently, we turned on our encoding system,
obtaining a spread distribution around a mean
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Fig. 7 Frequency stability comparison between TIC1 and
TIC2 measurements. They are plotted the Allan devia-
tions measured in TIC1 (blue dots) and in TIC2 (red dots)
depending on the averaging time with their corresponding
uncertainties.

(red dashed line) of 138.00(6) ns. Both the phase
shifting of the encrypted signal and the increas-
ing of the dispersion of the time delay are evident,
making the transmission not useful for a precise
time synchronization.

Furthermore, we characterize the time delay
stability of TIC1 and TIC2 measurements. Fig. 7
shows the comparison between the Allan deviation
of data from TIC1 (red) and TIC2 (blue) as a
function of averaging time. In both cases one could
recognize the linear behavior (in logarithmic scale)
of the Allan deviation typical of white phase noise.
However, our technique allowed for a degradation
in the encrypted signal of more than two order of
magnitude with respect to the decrypted one.

3 Discussion

The results shown in Fig. 6 clearly demonstrate
the robustness of our encoding technique, even
for long time. Without a deterministic decryption,
any measurement does not allow achieving the
temporal precision usually granted exploiting the
WR-PTP protocol. In addition, in Fig. 7 it is pos-
sible to appreciate that our approach allows for
gaining almost two order of magnitude in terms
of Allan deviation with respect to an eventual
eavesdropping. This means that, if a third-part is
interested in the estimation of the Alice’s clock
frequency stability, our encoding technique would
ensure that the information needs more time
to be revealed, i.e. diminishing the eavesdropper
possibility for extracting information.

For our proof-of-principle experiment, we used
the most simple noise model, i.e. white noise.
However, although a more elaborated noise model
could in principle grant for better results, specially
in terms of Allan deviation, there is a physi-
cal limit on the allowed range for the introduced
phase. Thus, taking into account a reasonable
limit for the phase, e.g. ϕi ∈ (−360◦ , 360◦),
the behavior of a more complex noise will con-
verge to a white noise in few steps. Of course,
this is mediated by a trade-off between the aver-
age step size and the maximum allowed value
of the phase. Simulating different noise models
(even non-Markovian[29]) limited in the range
ϕi ∈ (−360◦ , 360◦) and maintaining the same
average phase step implemented in our proof of
principle, we obtained the convergence to a white-
noise behavior in less than 10 steps (see the
Supplemental Material).

In conclusion, our work demonstrates a robust
technique to protect time signal with truly ran-
dom noise, easily implementable in the quantum
communication infrastructures that will host both
time dissemination and QKD protocols, even with
common electronics usually available in any labo-
ratories. The synchronization information exhibits
a stability at 1 second worsened by two orders
of magnitude. This proof-of-principle experiment
paves the way to a novel technique for quantum
protection of a synchronization service, making
timing signals not available to unauthorized users.
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S. Robyr, P. Trinkler, L. Monat, J.-B.
Page, G. Ribordy, A. Poppe, A. Allacher,
O. Maurhart, T. Länger, M. Peev, and
A. Zeilinger. Field test of quantum key
distribution in the tokyo qkd network.
Opt. Express, 19(11):10387–10409, May
2011. doi: 10.1364/OE.19.010387. URL
https://opg.optica.org/oe/abstract.cfm?
URI=oe-19-11-10387.

[21] Chen YA., Zhang Q., Chen TY., and et al.
An integrated space-to-ground quantum com-
munication network over 4,600 kilometres.
Nature, 589:214–219, 2021. doi: https://doi.
org/10.1038/s41586-020-03093-8.

[22] Shuang Wang, Wei Chen, Zhen-Qiang Yin,
Hong-Wei Li, De-Yong He, Yu-Hu Li, Zheng
Zhou, Xiao-Tian Song, Fang-Yi Li, Dong
Wang, Hua Chen, Yun-Guang Han, Jing-
Zheng Huang, Jun-Fu Guo, Peng-Lei Hao,
Mo Li, Chun-Mei Zhang, Dong Liu, Wen-Ye
Liang, Chun-Hua Miao, Ping Wu, Guang-
Can Guo, and Zheng-Fu Han. Field and
long-term demonstration of a wide area quan-
tum key distribution network. Opt. Express,
22(18):21739–21756, Sep 2014. doi: 10.1364/
OE.22.021739. URL https://opg.optica.org/
oe/abstract.cfm?URI=oe-22-18-21739.

9



[23] https://digital-strategy.
ec.europa.eu/en/policies/
european-quantum-communication-infrastructure-euroqci.

[24] https://quid-euroqci-italy.eu/it/.
[25] Cecilia Clivati, Roberto Aiello, Giuseppe

Bianco, Claudio Bortolotti, Paolo De Natale,
Valentina Di Sarno, Pasquale Maddaloni,
Giuseppe Maccaferri, Alberto Mura, Monia
Negusini, Filippo Levi, Federico Perini,
Roberto Ricci, Mauro Roma, Luigi San-
tamaria Amato, Mario Siciliani de Cumis,
Matteo Stagni, Alberto Tuozzi, and Davide
Calonico. Common-clock very long base-
line interferometry using a coherent opti-
cal fiber link. Optica, 7(8):1031–1037,
Aug 2020. doi: 10.1364/OPTICA.393356.
URL https://opg.optica.org/optica/abstract.
cfm?URI=optica-7-8-1031.

[26] Ieee standard for a precision clock synchro-
nization protocol for networked measurement
and control systems. IEEE Std 1588-2008
(Revision of IEEE Std 1588-2002), pages
1–269, 2008. doi: 10.1109/IEEESTD.2008.
4579760.
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A) Noise models

In this section, we present numerical simulations of various phase noise models, extend-
ing beyond the white noise[1] model described in the main text to progressively
incorporate more complex correlations. For the reader’s convenience, the results of the
white noise model used in the main experiment, shown in Fig.s 6, 7 of the main arti-
cle, are reproduced in Fig. SM1. The first model we discuss is the phase random walk
(RW)[1], which represents a simple yet fundamental step beyond white noise, charac-
terized by an unbounded accumulation of phase deviations over time, resulting in a
RW process.
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(a) Time information signal (b) Frequency stability

Fig. SM1: Results of the measurement performed during the experiment exploiting
a white noise model. a) The blue dots are the result of the measurement without
decryption, and the red line represents the average offset delay induced by electronics.
b) Allan deviation of the measured time information signal depending on the averaging
time with corresponding uncertainty.

The second model introduces a non-Markovian[1] variant of the phase RW, where
correlations are induced after a fixed number of M steps. This model introduces weak
memory effects, as the phase deviations are no longer entirely independent but exhibit
a degree of correlation after every M steps.

Building upon the non-Markovian RW, the third model further extends the cor-
relation structure. In this model, the phase correlation at step n + 1 depends on the
preceding S steps, offering a more intricate phase evolution influenced by multiple
past states. This model encapsulates a higher degree of memory effect, where the
phase state is a cumulative result of a series of previous steps rather than being reset
periodically.

Each of these models is simulated with and without imposing a phase limit, allow-
ing us to observe the effects of a realistic range on phase behavior. For each case, we
present phase plots and Allan deviation graphs, providing a comprehensive analysis
of the phase noise characteristics. As mentioned in the main text, any model con-
verges to a white-noise behavior within a few steps when a realistic phase range (in
our case, −360◦ to 360◦) is introduced. This convergence highlights the impact of
bounded phase limits on the overall noise characteristics, emphasizing the importance
of considering such constraints in practical applications.

Random Walk

To implement a RW behavior for the encrypting phase, we consider a portion of the
exchanged secret key K3 composed by N hexadecimal triplets, each one giving the
i-th step of the RW:

K3 = {(k1)HEX, . . . , (k3N )HEX} (SM1)

Starting from K3, we would like to design the RW behavior as general as possi-
ble. For each triplet, the first hexadecimal determines the sign of the step, while the
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remaining pair its magnitude. Therefore, the i-th phase step ϕRW
i can be calculated

as follows:

ϕRW
i =





ϕRW
i−1 +

(k3i+1k3i+2)10
C

if (k3i)HEX ≥ (T )HEX

ϕRW
i−1 −

(k3i+1k3i+2)10
C

if (k3i)HEX < (T )HEX

i ∈ [0, N − 1]

(SM2)
where ϕRW

i−1|i=0 ≡ B is a fixed initial bias, (T )HEX is a hexadecimal threshold and C is
a constant (see Eq. (2) in the main text). In our case, we fixed C = 4 as in the proof
of principle, and (T )HEX = 8HEX (balanced RW).

Without any constraint on the phase values, the simulation results are shown in
Fig. SM2.

(a) Time information signal (b) Frequency stability

Fig. SM2: Simulation of the time information signal encrypted with a phase RW
model. a) The blue dots are the result of the simulation without constraints for the
phase range. b) Allan deviation of the simulated time information signal depending
on the averaging time with corresponding uncertainty.

In Fig. SM2a, we present the simulated encrypted time information signal, where
the mean delay introduced by the electronics is assumed to be zero. This idealized
scenario allows us to isolate the effects of the phase noise models on the signal without
the added complexity of electronic delays. In Fig. SM2b, we show the corresponding
frequency stability, expressed through the Allan deviation, calculated from the data
presented in Fig. SM2a. The frequency stability in Fig. SM2b exhibits a characteristic
(1/

√
τ) behavior, which is notably advantageous compared to the (1/τ) trend observed

in Fig. 7 of the main text, where the measurements were performed with white noise.
The RW behavior depicted in Fig. SM2b is particularly beneficial in the context of

signal security. This trend makes it more challenging for a potential eavesdropper to
accurately estimate the stability of the clock used in the White Rabbit (WR) signal
distribution. The slower degradation of stability with increasing integration time (τ)
implies that the clock’s stability is less predictable, adding an additional layer of
security to the encrypted time distribution.
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However, when comparing these results to the acquisitions shown in Fig. 6 of the
main text, the phase RW illustrated in Fig. SM2a leads to a significantly larger delay
in the encrypted time signal. This delay, while substantial, corresponds to multiple
cycles of the 10 MHz signal delay, effectively rendering it impractical to maintain a
WR transmission encoded with this method. The extensive phase deviations make it
impossible to reliably decode the transmitted signal without introducing errors, as the
encrypted time information becomes highly ambiguous.

To address this issue, we repeated the simulation by imposing a limit on the possible
phase values according to:

ϕRW
i = R sin

(
ϕRW
i

)
(SM3)

where ϕRW
i is determined following Eq. SM2, and R = 360◦ does not allow for more

than one period of induced delay.
This constraint is necessary to ensure that the encrypted time signal remains within

a manageable range, making it feasible to encode and decode the WR transmission
effectively while maintaining the enhanced security provided by the phase noise model.
The results of this simulation are shown in Fig. SM3.

(a) Time information signal (b) Frequency stability

Fig. SM3: Results of the RW simulation with constraint on phase values according to
Eq. SM3. a) The blue dots represent the encrypted time information signal. b) Allan
deviation of the simulated time information signal depending on the averaging time
with corresponding uncertainty.

By introducing a necessary constraint for a real-world transmission, it becomes
evident that Fig.s SM3a, SM3b closely resemble SM1a, SM1b, respectively. The
differences between these figures are solely due to the range of possible phase val-
ues introduced. In the experiment, this corresponds to a delay between 0 ns and
approximately 18 ns, whereas in the simulation, the delay range is as wide as 200 ns.

Specifically, within a few steps, the phase values reach the imposed range bound,
causing the system’s evolution to mimic a white-noise behavior, thereby nullifying any
advantages initially provided by the RW model. One could consider increasing the
value of the constant C in Eq. SM2 to decrease the step size of the phase RW, thereby
delaying the phase from reaching its bound. However, since the constraint on the range
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cannot realistically be expanded, this would require significantly reducing the step size,
making the difference in terms of delay induced in the WR signal encoding negligible.

Random Walk with correlation after M steps

We now aim to introduce correlations into the RW model presented in Eq. SM2,
thereby transforming it into a non-Markovian model. In particular, starting from the
key K3, we introduced correlations in the model by setting at the i-th step a certain
probability of repeating the sign of the step i − M , where 1 < M < N − 1. Such
a probability is given by the comparison of the first hexadecimal of the i-th key
triplet (see Eq. SM1) with respect to a threshold parameter (TM )HEX. Then, the phase
evolution model can be described as follows:

ϕRWM
i =





ϕRW
i , i < M

ϕRWM
i−1 + sign

(
∆ϕRWM

i−M

) (k3i+1k3i+2)10
C

if (k3i)HEX ≥ (TM )HEX ∧ i > M

ϕRWM
i−1 − sign

(
∆ϕRWM

i−M

) (k3i+1k3i+2)10
C

if (k3i)HEX < (TM )HEX ∧ i > M

(SM4)
where i ∈ [0, N − 1], ϕRW

i is defined in Eq. SM2, and ∆ϕRWM

i−M ≡ ϕRWM

i−M − ϕRWM

i−M−1.
In Fig. SM4 we show the simulated results obtained setting M = 100 in Eq. SM4,
without putting any constraint to the resulting phase dynamics.

(a) Time information signal (b) Frequency stability

Fig. SM4: Results of the non-Markovian RW simulation described in Eq. SM4, with
M = 100 without limits on phase values. a) The blue dots represent the encrypted
time information signal. b) Allan deviation of the simulated time information signal
depending on the averaging time with corresponding uncertainty.

As expected, the behavior of the induced delay shown in Fig. SM4a is very similar
to that of a standard RW (see Fig. SM2a). Nevertheless, looking at the Allan deviation
the correlations become evident after M steps, as indicated by the change in slope in
Fig. SM4b. However, any benefit of the model disappears limiting ϕRWM

i according to
Eq. SM3 (see Fig. SM5).
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(a) Time information signal (b) Frequency stability

Fig. SM5: Results of the non-Markovian RW simulation described in Eq. SM4 with
M = 100, limiting the phase values according to Eq. SM3. a) The blue dots represent
the encrypted time information signal. b) Allan deviation of the simulated time infor-
mation signal depending on the averaging time with corresponding uncertainty.

Non-Markovian Random Walk depending on last S steps

The final phase noise model we consider is another non-Markovian extension of the
random walk, starting from the key K3. In this model, we increase the memory effects
compared to the model described in the previous section by making the i-th step
dependent on all of the preceding S steps, with 1 < S < N − 1. This phase evolution
model is described by:

ϕRWS
i =





ϕRW
i , i < S

ϕRWS
i−1 +

∑S
j=1 ∆ϕRWS

i−j +
(k3i+1k3i+2)10

C

S
if (k3i)HEX ≥ (TS)HEX ∧ i ≥ S

ϕRWS
i−1 +

∑S
j=1 ∆ϕRWS

i−j − (k3i+1k3i+2)10
C

S
if (k3i)HEX < (TS)HEX ∧ i ≥ S

(SM5)
where i ∈ [0, N − 1], ϕRW

i is defined in Eq. SM2, and ∆ϕRWS
i−j ≡ ϕRWS

i−j −ϕRWS
i−j−1. Here,

we select a threshold of (TS)HEX = 8HEX, where we add the average of the previous
S increments ∆ϕRWS to a balanced RW contribution (appropriately scaled by S).

In Fig. SM6, we present the simulation of this model without any constraints on
the phase ϕRWS

i . In Fig. SM6b, a clear reversal in the trend of the Allan deviation
is observed after S = 10 steps, indicating a significant advantage compared to the
behavior of a standard RW. However, in Fig. SM6a, it is evident that the phase values
(and thus the induced delays) diverge rapidly, making it impractical to use this noise
model with the setup described in the main text. For this reason, imposing a limitation
as in Eq. SM3, no advantage is gained over the white noise model presented in the
main text (see Fig. SM7).
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(a) Time information signal (b) Frequency stability

Fig. SM6: Results of the non-Markovian RW simulation described in Eq. SM5 with
S = 10, without any constraint on ϕRWS

i . a) The blue dots represent the encrypted
time information signal. b) Allan deviation of the simulated time information signal
depending on the averaging time with corresponding uncertainty.

(a) Time information signal (b) Frequency stability

Fig. SM7: Results of the non-Markovian RW simulation described in Eq. SM5 with
S = 10, limiting the phase values according to Eq. SM3. a) The blue dots represent
the encrypted time information signal. b) Allan deviation of the simulated time infor-
mation signal depending on the averaging time with corresponding uncertainty.

B) White Rabbit Protocol

The operation of the White Rabbit Precision Time Protocol (WR-PTP) [2] is similar
to the original PTP standard. Both PTP and WR-PTP rely on timestamp exchanges
between the two clocks involved in synchronization, referred to as Master and Slave.
The timestamps are typically denoted as t1, t2, t3, and t4: t1 represents the time at
which a synchronization packet leaves the Master, while t2 indicates the time at which
it is received by the Slave. The Slave then sends a new packet back at time t3, which
is received by the Master at time t4. Since timestamps t1 and t4 are referenced to
the Master’s clock, while t2 and t3 are referenced to the Slave’s clock, after a precise
calibration process in which internal delays are carefully estimated, the Slave can
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compute the line delay D and the offset O used to synchronize its clock as follows:

D =
(t4 − t1) − (t3 − t2)

2
O = (t2 − t1) −D

(SM6)

A key difference between PTP and WR-PTP is that, while in PTP some times-
tamps may be used to tune the Slave oscillator, in WR-PTP the Slave clock is always
phase-locked to the Master clock via the ITU-T Synchronous Ethernet (SyncE) stan-
dard. Additionally, although some PTP server implementations can utilize SyncE to
improve performance, WR-PTP achieves sub-nanosecond resolution and final uncer-
tainty thanks to the Dual Mixer Time Difference (DMTD) detector. The DMTD
precisely measures the clock transition between the received signal and the device’s
internal clock. Without the dual mixer, the resolution would be limited by the internal
clock’s period (e.g., for a 125 MHz clock, the ultimate resolution would be 8 ns).
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