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Abstract

In quantum cryptography, fundamental laws of quantum physics are exploited to enhance the

security of cryptographic tasks. Quantum key distribution is by far the most studied protocol

to date, enabling the establishment of a secret key between trusted parties. However, there ex-

ist many practical use-cases in communication networks, which also involve parties in distrustful

settings. The most fundamental quantum cryptographic building block in such a distrustful set-

ting is quantum coin flipping, which provides an advantage compared to its classical equivalent.

So far, few experimental studies on quantum coin flipping have been reported, all of which used

probabilistic quantum light sources facing fundamental limitations. Here, we experimentally im-

plement a quantum strong coin flipping protocol using single-photon states and demonstrate an

advantage compared to both classical realizations and implementations using faint laser pulses.

We achieve this by employing a state-of-the-art deterministic single-photon source based on the

Purcell-enhanced emission of a semiconductor quantum dot in combination with fast polarization-

state encoding with a quantum bit error ratio below 3%, required for the successful execution of

the protocol. The reduced multi-photon emission yields a smaller bias of the coin flipping protocol

compared to an attenuated laser implementation, both in simulations and in the experiment. By

demonstrating a single-photon quantum advantage in a cryptographic primitive beyond QKD, our

work represents a major advance towards the implementation of complex cryptographic tasks in a

future quantum internet.

I. INTRODUCTION

The functionality of today’s communication networks relies on diverse, sensitive and

complex tasks which, nevertheless, can be built from a set of basic cryptographic building

blocks, or primitives. While the security of classical cryptographic implementations relies

on assumptions regarding e.g. the computational complexity, it is known that laws of quan-

tum physics can be exploited to enhance the security in communication [2, 3, 30]. To date,

quantum key distribution (QKD) is by far the most studied quantum cryptographic primi-

tive, enabling unconditional security in the communication between authenticated, trusted
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parties. Despite its importance and success, QKD is fundamentally limited in its usefulness,

as it cannot be used for more complex cryptographic tasks. Many practical use-cases involve

two or more parties who do not know or trust each other, but still want to interact (e.g. for

doing business) [9].

An important example of a cryptographic primitive between two distrustful parties is

coin flipping (CF), where two parties toss a coin to choose between two alternatives in the

least biased way. Due to the importance of this primitive, M. Blum introduced the idea

of ’coin flipping by telephone’ already in 1983, in which two spatially separated parties do

not necessarily trust each other but still wish to ensure that the outcome of the coin flip

is unbiased [6]. As classical coin-flipping protocols rely on the computational complexity

of one-way functions, they can always be broken with sufficient computational power under

standard non-relativistic assumptions [10].

This is not the case in the quantum version of coin flipping protocols [1], although a finite

bias remains [17, 18]. Interestingly, the first quantum coin flipping protocol has been pro-

posed in the very same seminal work by C.H. Bennett and G. Brassard in 1984 [2]. While

this and many other protocols seemed impractical, more recent proposals accounted for de-

vice imperfections and channel loss, unavoidable in practical scenarios [4, 23]. Experimental

implementations of quantum coin flipping reported to date used attenuated lasers, i.e. weak

coherent pulses (WCPs) [22, 24], sources based on spontaneous parametric down conversion

(SPDC) exploiting entanglement [5, 20], or heralded single photon states [21], which are

fundamentally limited in their efficiency. However, as demonstrated in our work, determin-

istic quantum light sources providing single photons on-demand, can provide an advantage

for implementations of cryptographic primitives beyond QKD.

In this work we experimentally implement a quantum strong coin flipping protocol using an

on-demand sub-Poissonian light source and demonstrate its advantage over both classical

and WCP-based implementations. To this end, we employ a state-of-the-art single-photon

source based on a semiconductor quantum dot deterministically integrated into a high-

Purcell micro-cavity in combination with fast dynamic polarization-state encoding with a

sufficiently low quantum bit error ratio, required for the successful execution of this type

of protocol. Based on a thorough theoretical analysis, we optimize the protocol parame-

ters and experimentally achieve quantum coin flipping rates on the order of ≈1 kbit/s in

back-to-back configuration. We observe cheating probabilities lower than what is possible
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in the equivalent classical coin flipping protocol, both in simulations and in the experiment.

Moreover, we conducted QSCF experiments under variable attenuation inside the quantum

channel and study its impact on the quantum advantage. Our work represents an important

step forward in exploiting quantum advantages in realistic settings for applications in the

future quantum internet.

II. RESULTS

A. The quantum coin flipping protocol

In the context of quantum coin flipping, similar to classical coin flipping, two protocol

families, known as quantum strong coin flipping (QSCF) and quantum weak coin flipping

(QWCF), are distinguished according to the goals of the two parties. While in QWCF both

parties favor a certain outcome (e.g. Alice wants 0 and Bob wants 1, and they are aware

of the other party’s preference), both parties want a random, unbiased result in QSCF.

Hence, cheating in QWCF must be considered in one direction only, while both directions

are important in QSCF, resulting in more protocol constraints for the latter type. The

security of a coin flipping protocol is measured by the bias ϵ, that quantifies how much

the cheating probability differs from the case of random guessing with probability 1/2.

The minimum theoretically achievable bias for a QSCF protocol was shown by Kitaev to

be ϵ ≤ 1
2
(
√
2 − 1) ≈ 0.21 [16], which corresponds to a minimum cheating probability of

71%. On the other hand, QWCF protocols with arbitrarily small bias exist [19], which

are, however, often based on assumptions difficult to achieve experimentally. More recently,

a newly proposed QWCF protocol [7] reaching Kitaev’s bias limit was also successfully

implemented experimentally [21]. Note that a successful implementation of QSCF always

trivially implies a QWCF version of the same bias, as the two parties can simply place bets

on the outcome of the unbiased random bit.

The protocol chosen for the implementation in this work is one of the most established

ones in the family of QSCF protocols and has been proposed in Ref. [4] and extended in

Ref. [23]. Previously, this protocol was used to show an experimental quantum advantage

using attenuated laser pulses [24]. In the following, we first introduce the QSCF protocol

and discuss on the basis of simulations how single photons can be exploited to enhance its
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quantum advantage, before we turn to the experimental implementation.

The main steps of the QSCF protocol from Ref. [23] implemented in this work are the

following (cf. Figure 1)[24]:

1. In each step i of aK-step long protocol round, Alice prepares and sends pulse i ∈ (1, K)

to Bob, in a randomly chosen preparation basis αi ∈ {0, 1} and encoding bit value

ci ∈ {0, 1}. The four possible states |ϕαi,ci⟩ read:

|ϕαi,0⟩ =
√
a|0⟩+ (−1)αi

√
1− a|1⟩ and

|ϕαi,1⟩ =
√
1− a|0⟩ − (−1)αi

√
a|1⟩ , (1)

with the real number a ∈ (0.5, 1), used to fine-tune the initial states to optimize the

protocol and ensure equal cheating probabilities of Alice and Bob.

2. Bob picks a random measurement basis βi for each pulse. If Bob has not detected any

of the K pulses, the protocol aborts, otherwise the first detection event is j.

3. Bob picks a random number bj and sends it to Alice via a classical channel together

with the index j.

4. Alice reveals her corresponding basis and bit value (αj, cj) to Bob.

5. Whenever the same basis was used (αj = βj), Bob confirms whether he measured the

same state |ϕαj ,cj⟩ or aborts if the states disagree.

6. If Bob has not aborted, the outcome of the coin flip is cj
⊕

bj

The probability PAB that this protocol aborts even if neither party has cheated depends

on different protocol parameters such as the number K of pulses sent per coin flip, the

transmission ηBob of Bob’s receiver module, the detection efficiency ηDet of Bob’s detector,

the detection error e, the mean number of photons per pulse µ and the photon statistics of the

employed light source. The latter also crucially affects the protocol performance as discussed

in the following. Phase-randomized weak coherent pulses follow a Poisson distribution, i.e.

the probability pn that a pulse contains n photons depends on the mean photon number µ

according to pn = e−µµn

n!
. In contrast, the photon statistics of a deterministic single-photon

source, as used in our implementation, is limited by experimental imperfections only. In this
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Figure 1. Schematic of the QSCF protocol implemented in this work: 1. Alice randomly prepares

pulse number i of the K-long sequence in one out of four pre-optimized coin flipping states |ϕαi,ci⟩

and sends them to Bob. The states are rotated relative to the standard BB84 states (dashed gray

lines). 2. Bob projects the received pulses randomly into one of the same four states and calls the

first detected event j. 3. Bob now sends a random number bj and the pulse number j to Alice. 4.

Alice returns her initial bit cj and basis αj for that pulse. 5. If Bob measures a different state for

the same basis, he aborts. 6. If the protocol is not aborted the unbiased coin flip result is cj
⊕

bj .

case, the amount of multi-photon contribution can be upper-bounded via the anti-bunching

value g(2)(0) as [29]

p1 ≈ µ , p2 ≤
1

2
µ2g(2)(0) , p0 ≈ 1− p1 − p2 . (2)

B. Protocol Performance Simulation

Next, we simulate the performance of the QSCF protocol to evaluate the optimal param-

eters for our implementation. Accounting for the experimental conditions in our protocol

implementation, the cheating probabilities can be calculated as a function of the protocol

parameter a defining the tilt-angle in the four coin flipping states (cf., Eq. 1). Optimizing
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the parameter a one can minimize the cheating probabilities under the fairness constraint

for each parameter from the set {µ,K, p⃗}. This optimization is performed for the param-

eters summarized in Table I corresponding to the experimental conditions realized in our

implementation further below. Figure 2a shows the obtained optimized cheating probabili-

ties as a function of the number of rounds K for a QSCF protocol implemented with weak

coherent pulses (WCP, cf. blue line), a single photon source (SPS, cf. green line) and the

equivalent classical protocol (black line). A quantum advantage is achieved when the QSCF

cheating probability is smaller than in the classical protocol (blue shaded region). As the

SPS implementation outperforms the WCP version over the full parameter range, at high

K values only the SPS can achieve a quantum advantage (green shaded region).

An extended comparison between SPS and WCP implementation confirms that both

provide a quantum advantage for realistic parameters, while the advantage is higher for the

SPS. Figure 2b and c illustrates the difference between classical cheating probability and

QSCF cheating probability, so that regions of positive values identify a quantum advantage.

One finds that the reduced multi-photon contribution of the SPS-based implementation

enables a quantum advantage for a larger range of parameters.

In this context, two aspects of QSCF are noteworthy compared to QKD: Firstly, the

concept of decoy-states for mitigating multi-photon effects, as known from laser-based QKD

[15], cannot be employed in the distrustful setting of coin flipping. Hence, all multi-photon

Parameter Value

Detection module transmission ηBob 0.5

Detector efficiency ηDet 0.85

QBER e 0.028

Anti-bunching value g(2)(0) 0.03

Mean photon number µ 0.0013

Protocol rounds K 5 × 104

State parameter a 0.9

System clock rate R0 80 MHz

Dark-count probability Pdc 4 × 10−7

Table I. Parameters used in QSCF protocol simulations, matching the experimental conditions.
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events increase the cheating possibilities for Bob. Secondly, achieving a quantum advantage

in the QSCF protocol is more sensitive to bit errors. For our experimental parameters,

QBERs below ≈ 4% are required to achieve a quantum advantage, while BB84-QKD can

tolerate up to 11% QBER and still asymptotically generate a secure key [12]. The reason is

that in QKD errors can be mitigated during post-processing, while they reduce the equivalent

classical cheating probability in QSCF due to an increased number of protocol aborts. Note

that the employed cheating probability bound for Bob in the QSCF protocol is not tight

and lower bounds might be found in the future which would increase the effective quantum

advantage.

It should be noted that the same cheating probabilities and almost the same quantum

advantage of the single-photon source could, in principle, be reproduced using a laser with a

smaller mean photon number µ, as the likelihood of multi-photon events is proportional to

µ2. However, a smaller µ would require higher K values leading to a lower rate of successful

coin flips, as the maximum rate of unbiased coin flips is RCF = R0/K ∼ R0 · µ, where R0 is

the system clock-rate. Therefore, employing sub-Poissonian light sources in QSCF provides

not only a reduced bias but also a better performance for the same bias.

a b c

Quantum Advantage

SPS only

Figure 2. (a) Cheating probabilities for the QSCF protocol considered in this work as a function

of the number of rounds K per coin flip for implementations using a single-photon source (SPS,

green), weak coherent pulses (WCP, blue), and an equivalent classical implementation (Class.,

black) assuming µ = 0.0013. (b) and (c) Reduction of cheating probability compared with classical

protocol as a function of K and µ achievable in the QSCF protocol implemented with an attenuated

laser and a sub-Poissonian light source (g(2)(0) = 0.03), respectively. White circles mark the

operating point of our experiment.

8



C. Experimental setup

To implement the QSCF protocol simulated above, we realized the experimental setup

shown in Figure 3a. Below we first introduce the overall concept before discussing important

experimental details. Alice uses a deterministic single-photon source to generate flying

qubits at a clock-rate of R0 = 80MHz and dynamically switches randomly between the

four different polarization-encoded QSCF states. Next, the polarization qubits propagate

through a short free-space optical channel, including a variable attenuator for emulating

channel loss. The single-photon pulses are detected by Bob using a passive basis choice

4-state polarization analyzer in combination with superconducting nanowire detectors and

time-tagging electronics. Classical post-processing is performed via a classical data link.

The execution of the QSCF protocol relies on two building blocks, namely the single-photon

generation and the dynamic qubit encoding on Alice’s side, as discussed in the following.

1. Flying qubit generation

The single-photon source comprises a single pre-selected semiconductor quantum dot

emitting at a wavelength of 921 nm, deterministically integrated into a micro-cavity based

on a hybrid circular Bragg grating (cf. inset in Figure 3a) to enhance the photon extraction

efficiency and reduce the radiative lifetime to 50 ps via high Purcell enhancement. For de-

tails on the design, deterministic fabrication and in-depth quantum-optical characterization

of this type of single-photon source we refer to Ref. [25] and [26], respectively. Choosing

quasi-resonant (p-shell at 896 nm) optical excitation of the quantum emitter operated in

a cryogenic environment (4K) results in the emission spectrum in Figure 2b. Here, the

predominant emission of a charged state used for our experiments in the following is iden-

tified. Performing a Hanbury-Brown and Twiss measurement after spectral filtering via a

monochromator and coupling to a single-mode fiber confirms the single-photon nature of the

emission with an uncorrected and integrated anti-bunching value of g(2)(0) = 0.03(1) (cf.

Figure 3c). Furthermore, it is essential for the protocol implementation that the emitted

photon states possess no coherence in the photon number basis, a necessary assumption in

the treated cheating strategies, as recently discussed by Bozzio et al. [8]. This was confirmed

for the excitation conditions used in the coin flipping implementation, by interfering sequen-
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tially emitted single photons in a Mach-Zehnder-interferometer and varying their relative

phase while monitoring the countrate after the interference. The absence of any oscillations

confirms that no PNC is present (cf. Figure 3d, darker curves), thus, the analytical formal-

ism based on Ref. [24] can be applied without the need for active phase-randomization. To

make sure that the PNC measurement is performed correctly, we also excited the same QD

resonantly with a pulse area of around 0.2π, yielding oscillations in the counts at the BS

output, indicating the presence of PNC under resonant excitation (light curves).

2. Dynamic polarization state encoding

Dynamic state preparation on Alice’s side is performed using a fiber-coupled EOM con-

trolled by a self-built arbitrary waveform generator based on field-programmable gate-array

(FPGA) electronics, digital-to-analog converters (DAC) and an amplifier (Amp). The polar-

ization encoded qubit states leaving the EOM are then rotated into the final protocol states

via fiber polarization paddles just before entering the quantum channel. Figure 4a illustrates

the desired qubit states and the corresponding polarization Stokes vector s⃗ on the Poincaré

sphere. Note that the voltage levels corresponding to the desired polarization states need

to be carefully adjusted, due to the relatively small difference to the standard BB84 states.

In the protocol implementation reported further below, the necessary random switching be-

tween the different states would usually result in time-dependent voltage level drifts in the

control electronics before the EOM, which would in-turn increase the observed quantum bit

errors. For this reason we employed a refined coding scheme, which builds on the idea of

binary phase-keying or Manchester coding, to avoid drifts of the control electronics. The

required doubling of the effective clock rate inside the AWG (from 80 to 160MHz) makes

the precise timing control more demanding, but effectively suppresses voltage level drifts in

random state sequences, enabling low QBER levels with improved temporal stability. Fig-

ure 4b shows an exemplary random voltage level sequence used as input for the EOM in

our protocol implementation, where the alternating voltage modulation was applied. This

measurement confirms the correct adjustment of the voltage levels to the four target states

for our implementation (full lines). Please note the small but crucial difference between the

BB84 states (dashed gray lines), that one would apply in QKD experiments, and the QSCF

states used in this work corresponding to a = 0.9, which are not equidistant anymore and
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Figure 3. (a) Experimental setup for the implementation of QSCF: Alice generates single photons

using an engineered single-photon source comprised of a single quantum dot deterministically inte-

grated into a hybrid circular Bragg grating, and dynamically switches between the four QSCF states

using a fiber-coupled electro-optical-modulator (EOM) controlled by a custom-built arbitrary wave-

form generator (AWG). The polarization-encoded qubits propagate through a quantum channel,

including a variable attenuator for emulating loss. Bob uses a 4-state passive basis choice polar-

ization analyzer to project the incoming single-photons into the four protocol states. Photons are

detected using superconducting nanowire detectors in combination with time tagging electronics.

(BS: beam splitter, LP: linear polarizer, PBS: polarizing beam splitter, DAC: digital-to-analog con-

verter, FPGA: field-programmable-gate-array, Amp: Amplifier, EOM: electro-optical-modulator,

SM: single-mode). (b) Emission spectrum of the single-photon source under quasi-resonant (p-shell)

excitation revealing predominant emission of a trion transition (marked in red). (c) Hanbury-Brown

and Twiss experiment confirming the single-photon nature of the spectrally filtered emission from

(b). (d) Measurement of the photon number coherence (PNC) using phase-resolved two-photon

interference experiments under p-shell (dark lines) and strict resonant (light lines) excitation. As

QSCF requires vanishing PNC, quasi-resonant excitation was chosen for the protocol implementa-

tion in this work.
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span a slightly larger voltage range.

Using the encoding system presented above, we experimentally achieve a QBER for dy-

namic random state switching of single-photon pulses of 2.8%. To our knowledge this is the

smallest QBER reported so far for 80MHz dynamic modulation of single-photon polariza-

tion states with a fiber-based EOM. Due to high extinction ratio polarizers in the detection

module, the state discrimination does not increase the QBER as static state preparation

yields QBER values below 0.1%.

D. Experimental quantum strong coin flipping

To implement the QSCF protocol, Alice randomly encodes the four protocol states for the

fixed optimized value of a = 0.9 and a fixed number of repetitions K = 50,000. After the K

BB84

! "Φ!,#

! "Φ#,#

! "Φ#,!

! "Φ!,!

QCF

S!,! = a| ⟩H + 1 − a| ⟩V
S!,# = 1− a| ⟩H − a| ⟩V
S#,! = a| ⟩H − 1 − a| ⟩V
S#,# = 1− a| ⟩H + a| ⟩V

a

H

V
DA

L

R a = 0.9 b

12.5ns

Figure 4. (a) The four states used in the QSCF protocol are defined by the parameter a = 0.9 and

marked on the Poincaré sphere. (b) Exemplary sequence showing random voltage-level switching

as used in our protocol implementation to modulate the EOM for dynamic polarization qubit

encoding. Full horizontal lines indicate the four target states of the QSCF protocol. Dashed lines

indicate the states typically used in BB84 QKD {H,D, V,A} serving as a reference. Note that

we employed an advanced coding scheme requiring an effectively doubled clock-rate of 160 MHz

inside the control electronics preventing voltage level drifts as described in the main text. The gray

shaded window indicates the 12.5 ns wide period defined by the 80 MHz laser clock-rate, where the

polarization encoding of the photon is performed during the first 6.25 ns of the window.
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voltage values, the sequence is repeated to evaluate the protocol performance with sufficient

statistics. To realize the random bit sequence, we used a pre-stored set of quantum random

numbers generated by measuring vacuum fluctuations [13, 28], which were provided by

the Australian National University [14]. After propagation through the quantum channel,

first in the back-to-back case without additional loss, Bob projects the arriving photons

into the four protocol states by detecting them in his four detection channels yielding the

arrival statistics shown for a short time period in Figure 5(a). Synchronizing the qubit-

state preparation and detection using a trigger signal at the start of each protocol run, we

are able to average over many realizations of the K-long random sequence. The relative

temporal offset between Alice’ and Bob’s time-bins is determined by correlating a subset

of the sequence for different relative shifts and channel permutations. This enables us to

compare the detected state to the actually sent state for each time-bin (see Figure 5b),

which yields a high extinction in the preparation basis and the expected projections in the

other basis. Figure 5c presents the resulting input-output table that is expected from the

a parameter (left panel) and for the experimental realizations with losses in the quantum

channel of 0 dB (back-to-back), 3 dB, and 6 dB, resulting in a QBER of 2.8%, 3.1%, and

6.4% (right panels). The QBER obtained under dynamic random state preparation was

calculated from the ratio of wrong projections divided by all projections for a given state and

averaged over all four QSCF states. We observe a good agreement between the experimental

performance and the theoretical expectations.

Performing the protocol steps outlined in section IIA, coin flips are performed for each

realization of the K-step long random sequence for the back-to-back case, yielding the per-

formance summarized in Table IID. We perform 52,978 successful coin flips within 34 s,

yielding a rate of about 1,500 unbiased single-photon coin flips per second. Honest aborts

due to sequences in which no photon is detected are almost negligible for the chosen length

of K. Honest aborts due to deviations between Alice and Bob’s outcomes, however, appear

in PAB = 1.4% of the cases, in good agreement with the theoretical prediction that the

honest abort probability converges to QBER/2, as such an error is detected in 1/2 of the

cases in the protocol. Using the a parameter and the photon statistics we can calculate the

maximum cheating probabilities of Alice and Bob to be PA = PB = 90.0%, confirming that

the protocol is fair, while the coin flip outcome probabilities of P0 = 49.9% and P1 = 50.1%

confirm the assumption of a random basis choice and the balanced generation of a random

13



c

a b

Figure 5. (a) Time traces of single-photon pulses under dynamic random switching between the

four QSCF states as detected on Bob’s side after projection into the four different target channels

(top to bottom). (b) Zoom-in from (a) with shaded regions indicating the prepared state by the

color coding. (c) Integrating over all coin flip realizations and comparing prepared and detected

states yields input-output tables from which the QBER can be computed. Introducing additional

loss in the quantum channel, the QBER increases and the received statistics start to differ from

the expected case for a = 0.9 (left panel).

bit. From the measured PAB we can further estimate the equivalent cheating probability

for a classical coin flipping protocol resulting in 91.6%. The smaller cheating probabilities

observed for the quantum version of the coin flipping protocol demonstrates that we indeed

experimentally achieved a quantum advantage. Moreover, the same protocol carried out with

a phase-randomized WCP source of same µ using the same experimental setup would yield

calculated cheating probabilities of 90.3%, higher than in the single-photon case. Hence, we

demonstrate not only a quantum advantage, but also a single photon advantage compared

to WCP-based implementations, as predicted in the protocol simulations.

14



SPS Predicted SPS Implemented WCP Calculated Classical Protocol

Honest abort prob. PAB 1.4% 1.4% 1.4% -

Bob cheating prob. PB 90.0% 90.0% 90.3% 91.6%

Outcome ’0’ prob. P0 50.0% 49.9% - -

Quantum Gain g 1.6% 1.6% 1.3% -

Table II. Summary of QSCF protocol performance obtained from in back-to-back case (0 dB loss).

Next we investigate the performance of our QSCF implementation as a function of addi-

tional transmission loss of 3 dB and 6 dB in the free-space quantum channel, corresponding

to several km of fiber-transmission representative for realistic urban quantum networks. To

compensate for the decreasing number of photons detected in each K-long sequence with

increasing transmission loss, we gradually increased K from K = 25,000 in the lossless case

up to K = 100,000 for 6 dB attenuation. Figure 6a depicts the resulting honest abort prob-

ability PA,B as a function of the channel loss. We find that despite the gradual increase

in K, the honest abort probability still increases due to the reduced signal-to-noise ratio

causing an increased QBER. The increase in PA,B quantitatively matches the theoretical

expectation (solid lines), as calculated from the experimentally measured QBER e and the

selected length of the random sequence K.

The experimental quantum advantage achieved in our protocol implementation for the

different channel attenuations is presented in Figure 6b, as calculated from the measured

honest abort probabilities (points) together with the theoretically predicted honest abort

probability (solid lines). We observe that a quantum advantage is maintained for 3 dB

additional loss in the quantum channel, while no quantum advantage is currently possible at

6 dB loss due to the increased QBER. The experimental results are again in good agreement

with the theoretical predictions. The decreasing quantum advantage with increasing loss

thereby directly results from the increase of the honest abort probability, causing the classical

cheating probability to decrease. The assumed maximum cheating probability in the QSCF

protocol, on the other hand, does not depend on loss, as Bob could always replace the

channel with a lossless one.
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a

b

Figure 6. Performance of the QSCF implementation in the presence of additional loss in the

quantum channel: (a) Experimentally determined honest abort probability due to no detections and

wrong detections (points) match the theoretical expectation (solid lines) for the same K and QBER.

(b) Quantum gain (difference between classical and quantum cheating probability) as calculated

from the experimentally measured honest abort probabilities (points), shown together with the

theoretical prediction (solid line). The green shaded region indicates a quantum advantage. In the

high-loss regime the quantum gain vanishes due to the increasing QBER, which makes classical

cheating more difficult. The length K of the single-photon sequence transmitted was gradually

increased to compensate for the reduced number of detection events.

III. CONCLUSION AND OUTLOOK

In this work we have demonstrated, both theoretically and experimentally, that single-

photon sources can be used to achieve a quantum advantage for essential cryptographic

primitives beyond QKD. We implemented a QSCF protocol using a deterministic single-

photon source based on a semiconductor quantum dot embedded in a high-Purcell pho-

tonic micro-cavity in combination with dynamic random polarization-state encoding with a
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QBER of 2.8%. The implementation enabled us to experimentally achieve a single-photon

advantage of up to 1.8% (1.6% percentage points) compared to a classical realization of the

protocol. In addition we also verified a noticeable single-photon advantage compared to

an implementation using faint laser pulses. The experimentally obtained performance is in

good agreement with the theoretical predictions extracted from simulations. The observed

single-photon advantage is a direct result of the sub-Poissonian photon statistics of the quan-

tum light source used in our experiment. Moreover, we conducted QSCF experiments under

variable attenuation inside the quantum channel, revealing that a quantum advantage can

be maintained up to 3 dB of additional loss.

Our protocol implementation paves the way for further advancements in experimental

QSCF in future work. Firstly, the QBER can be reduced further using a high-extinction

ratio polarization-maintaining fiber at the EOM input. Moreover, pushing the clock-rate

of our implementation from 80MHz to the GHz-range, as readily possible with our current

single-photon source [26], the quantum coin flipping rate can be increased by a factor ×16 to

24,000 coin flips per second. This however will require a speed-up of the qubit-state encoder,

currently limited to an electronic bandwidth of about 300MHz. Furthermore, transferring

our QSCF protocol implementation to telecom wavelength will significantly increase the pos-

sible communication distance in optical fibers. Finally, employing techniques for the direct

fiber-pigtailing of deterministic quantum light sources [27] for the integration in compact

cryocoolers, will enable the realization of bench-top server-rack compatible quantum coin

flipping systems for field-experiments as previously demonstrated for QKD [11].
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