
Vulnerable Connectivity Caused by Local

Communities in Spatial Networks

Yingzhou MOU* and Yukio HAYASHI1

1Japan Advanced Institute of Science and Technology, Nomi-city,
Ishikawa 923-1292, Japan.

Contributing authors: mouyingzhou@outlook.com;

Abstract

It has been shown that randomly formed communities in topological networks
reduce the robustness of connectivity. However, in spatial networks, where com-
munity structures are not random but constrained by physical and geographical
factors, the effect of these structures on the robustness is unclear. This paper
investigates the emergence of local communities in road and communication net-
works, whose nodes are located by population data of major urban areas in Japan,
and connected shortly with low cost. We show that, as the strength of commu-
nity increases, the spatial networks become more vulnerable to both intentional
attacks and random failures. As an application point of view, this result suggests
that the densely setting nodes of equipments should be avoided under short links
in constructing a spatial network. These findings contribute to understanding the
important relation between local communities and the robustness of connectivity
against attacks and disasters especially in spatial networks.

Keywords: Robustness of Connectivity, Community, Spatial Networks, Proximity
Graphs, Population Distribution

1 Introduction

Many real networks in biological, technological, and social systems have commonly

scale-free (SF) topological structure with a high heterogeneous degree distribution.
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Unfortunately, this provides extreme vulnerability against intentional attacks [1].

Moreover, community structures (also known as modular) are widely observed in these

networks [2] [3]. Since the existing implies relatively dense intra-links in communities

than inter-links between communities, the inter-links often serve as critical bridges for

communities. Therefore, once these critical bridge links are removed by attacks or dis-

asters, the entire network tends to fragment into multiple disconnected parts [4]. The

vulnerability by randomly added communities has been indeed shown in SF networks

and Erdős–Rényi random graphs [4][5].

In spatial networks, community structures are not randomly formed but rather con-

strained by physical and geographical factors. Particularly, in infrastructural networks

embedded on the surface of Earth, locations of nodes are geographically constrained.

Their distributions are usually mixing of sparse and dense depending on population

density. In densely populated areas, road networks tend to have more intersections [6],

while wireless communication networks need more base stations to maintain service

quality [7]. The existing community structure has been investigated in transportation

networks on geographical spaces [8] [9] [10]. Moreover, it has been pointed out that,

in a topological structure affected by geographical constraints on linking, the connectiv-

ity is weakened by constructing local stubs with small cycles. [11]. However, the reason

was unclear without considering communities. Since community structures have neg-

ative effects on the robustness of connectivity at least topologically [4] [5], we should

also elucidate the relation between communities and the robustness of connectivity

especially in spatial networks.

On the other hand, road and communication networks tend to have short links

because of construction costs and geographical constraints. These spatial constraints

are applied for modeling as proximity graphs. For example, relative neighbor graph

(RNG) approximates a road network [12] [13], while gabriel graph (GG) approximates
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fiber-optic and ad-hoc networks [14] [15]. Building upon these network characteris-

tics, our study investigates the robustness of spatial networks such as transportation

or communication systems whose node’s distributions are based on population data.

We show that, by locating nodes either in densely populated areas for better service

accessibility or in sparsely populated areas for low construction costs, they have crit-

ical difference in robustness compared to uniformly distributed networks particularly

against targeted attacks on nodes between communities.

The remainder of this paper is organized as follows. In Section 2, we introduce

the proximity graphs of RNG and GG with short links for constructing spatial net-

works based on population distribution data that determine the locations of nodes.

We consider three node removal strategies (1) recalculated betweenness attacks (RB)

[16] by removing high betweenness centrality nodes, (2) initial degree attacks (ID)

[17] by removing high degree nodes, and (3) random failure (RF) [1] by removing

nodes randomly. We focus on RB since betweenness centrality-based attacks are the

most effective for fragmenting the largest connected component (LCC) in networks

with communities, while ID and RF are typical node removals for comparing with the

above damages. In Section 3, we reveal the relation between community structures and

the robustness of connectivity. In particular, we conclude that spatial networks with

strong community structures have low robustness against both intentional attacks and

random failures.

2 Methods

We introduce the models of road and communication networks by considering four

types of node’s location with different strengths of communities, whose spatial

distribution affects the robustness of connectivity against node removals.
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2.1 Models of Spatial Networks

Real networks such as road or communication systems tend to be planar on a geo-

graphical space. These networks usually have short links because of low construction

costs. Recognizing this, we introduce relative neighborhood graph (RNG) and Gabriel

graph (GG) as our fundamental models, which are used to construct spatial networks

in our simulation. These models have unique advantages for network analysis, partic-

ularly related to real-world population data as mentioned later. Note that RNG is a

subgraph of GG and both of them are planar in proximity graphs with short links.

RNG [18] and GG [19] are defined as follows. For a given set of nodes on a geo-

graphical space, two nodes are connected if no other node exists within a neighboring

area of them. As shown in Figures 1 (a) (b), each shaded area is the intersection of

two circles centered at two nodes with a radius equal to the distance between them.

RNG can be used to model road networks, because these links almost coincide with

road segments in urban cities [12] [13]. GG has been used for modeling optical or ad-

hoc wireless networks, because it is resemble to the structure of physical networks [19]

[14] [15]. In particular, directional antennas are used in wireless networks with better

beam power for linking [20]. In Figure 2, blue and orange shades represent strong area

of directional beams, while the center circle represents the interference area. If other

base station is located in this area with interference, connecting those two points is

prohibited.

2.2 Node’s Locations and Removal Strategies

Some studies focus on the strong correlation between population densities in cities and

node’s locations [9] [10]. Areas with higher population densities require more nodes,

since they maintain adequate signal coverage, such as in a community network[21] [22]

[23]. In road networks, each cross point can be considered as a node, areas with higher

population densities tend to have more nodes [6].
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Taking into account the correlation between population density and node’s loca-

tions, we set three types of node’s locations: Population (Pop.), Inverse Population

(Inv.) and Uniform (Uni). For Pop., the nodes are located according to densely popu-

lated points ranking from highest to lowest. In contrast, for Inv., the nodes are located

according to sparsely populated points ranking from the lowest to the highest, taking

advantage of lower land prices in less populated regions. Here, the location of points

are determined by the centers of meshes as mentioned in the next section. For Uni,

the nodes are located according to a uniformly at random distribution. In most cities,

population density is uneven, there is mixing of sparse and dense node’s locations in

both Pop. and Inv.. The mixtures also occur in Uni. because of the spatial point pro-

cess (SPP) theory [24]. Based on the SPP theory, the number of nodes in a given area

follows a Poisson distribution, therefore there are mixtures of sparse and dense node’s

locations. These mixtures give community structures as shown later. By connecting

nodes on the locations of Pop., Inv., and Uni., spatial networks are constructed accord-

ing to the previously described constraints of short links in RNG and GG shown in

Figure 1. Moreover, to investigate how node’s locations influence the robustness of

connectivity in these networks, we consider the fourth type of node’s locations on a

2D square lattice (2DL) [25], where nodes are set on the 2DL as completely uniform

without mixtures of dense and sparse node’s locations. According to the degree distri-

butions P (k) obtained from Pop., Inv., and Uni. networks (whose distributions show

slight differences as discussed later), we randomly assign the corresponding number

of links to each node on the 2DL. We assume that the other end of a link is free

(unconnected) to perform the following two steps of trials for linking. The first trial

is established by connecting free-ends between neighbor nodes on the lattice. When

free-ends are remaining but its neighbor nodes have no available free-ends, the second

trial is performed for connecting more distant nodes with free-ends available.
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On the other hand, to investigate the robustness of connectivity in these networks

against node removals, we consider three typical strategies: recalculated betweenness

(RB) attacks [16], initial degree (ID) [17] attacks, and random failures (RF) [1]. In

these strategies, nodes (and links connected to them) are removed one by one until q/N

nodes are removed, where q and N denote the fraction of removed nodes and network

size, respectively. Removed nodes are selected in decreasing order of degrees for ID

attacks or betweenness centrality for RB attacks. Note that RB attacks recalculate

betweenness centrality, while ID attacks select nodes according to the initial degree.

Besides, RF is considered to investigate the difference between intentional attacks and

random failures. We emphasize that RB has a strong affect on global fragmentation

in networks with communities.

3 Results

This section shows the numerical results for the robustness in spatial networks by our

simulation. In subsection 3.1, we show the emergence of spatial communities in RNG

and GG as modeling road and communication networks whose nodes are located by

Pop., Inv., and Uni.. In subsection 3.2, we investigate the robustness of connectivity

against node removals. We confirm that community structures based on the spatial

node’s locations affect on the robustness against both intentional attacks and random

failures.

3.1 Emergence of Spatial Communities

Our study uses statistical population data in seven major Japanese areas to set

node’s locations in spatial networks. These areas are Fukuoka, Hiroshima, Kyoto-

Osaka (referred to as Keihan), Nagoya, Tokyo, Sendai, and Sapporo [26]. Each of them

is divided into 500m × 500m block meshes with totaling (8 × 10 × 2 × 3)2 = 230, 400

blocks, while nodes are located at the centers of meshes. We select N nodes whose
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locations are based on Pop., Inv. and Uni., respectively, as mentioned in subsection

2.2 previously. To ensure that
√
N is an integer when constructing a 2DL for later

comparison, we set N = 100, 484, 1024, 5041 and 10000. Links between nodes are cre-

ated by connection rules of RNG and GG as shown in Figure 1. Local communities

emerge in such spatial networks.

To measure the strength of community structure, we introduce modularity Q [27]

defined as:

Q =
1

2M

∑
ij

[
Aij −

kikj
2M

]
δ(ci, cj),

where Aij denotes the i, j element of adjacency matrix: Aij = 1 if there is a link

between nodes i and j, 0 otherwise. ki and kj are the degrees of them, respectively.

M is the total number of links, ci represents the community identifier to which node i

belongs, δ(ci, cj) is an indicator function equal to 1 if nodes i and j belong to a same

community, and 0 otherwise. We estimate ci by using Louvain method [28]. A higher

value of Q indicates a stronger community structure, where there are many intra-links

but a few inter-links.

We explain the typical results of communities for Tokyo N = 1024 node networks

as an example. For other sizes N and cities, the results are shown in Appendix from

Figures A1 to A68. Figures 3 and 4 show the communities for node’s location based

on Pop. and Inv. with short links created by RNG and GG. Since RNG is a subgraph

of GG, the numbers of links in Figures 3 and 4 (a) are less than them in Figures 3

and 4 (b). Thus, the results of communities in RNG and GG networks are different.

Moreover, Figures 5 and 6 show the examples of communities for node’s location based

on Pop. and Inv. after 10% nodes (and links connected to them) removals against

RB attacks. The removal of nodes causes the network to break into disconnected

components, particularly at the boundaries between different communities. This frag-

mentation is the most noticeable in densely populated areas. Table 1 shows both Pop.
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and Inv. have slightly higher Q values compared to Uni. as shown in Appendix from

Table A15 to A18 for several sizes N and seven Japanese areas, these results suggest

that Pop. and Inv. networks have slightly stronger community structures than that of

Uni.. The differences of node’s locations in Pop., Inv., and Uni. affect the strength of

communities in networks. Although Uni. has a slightly lower Q value than that of Pop.

and Inv., it still maintains community structure obviously. Remember that from the

SPP theory in subsection 2.2, there is a mixture of sparse and dense node’s locations,

and contributes to the emergence of community structures even in Uni. networks.

3.2 Robustness of Connectivity Against Recalculated

Betweenness attacks

Robustness of connectivity plays a crucial role in complex networks for quantifying a

network’s ability to maintain the functionality when subjected to intentional attacks

or random failures, such as RB, ID and RF mentioned in subsection 2.2. As the

measures, we use the robustness index R [29] and the critical fraction qc [30]. Here, the

robustness index R is the area under the curve of the LCC’s relative size S1st(q)/N

against the fraction q of removed nodes. A higher R value indicates greater overall

robustness of connectivity. The critical fraction qc is the value of q at which the relative

size S2nd(q)/N of the second LCC reaches its peak. It captures the critical point

of structural change in a network. A higher qc value suggests that the network can

withstand more removals of nodes before substantial fragmentation. However, R is a

more precise measure because different R values are possible for stupid and gradual

curves of S1st(q)/N even with a same qc. The combination of these two measures

provides us with ways to observe not only how well a network maintains its connectivity

against attacks but also when it reaches its breaking point.

Taking Tokyo 1024 nodes’ networks as an example, Figure 7 shows one of the

important results for the robustness of connectivity against RB attacks as follows:
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Firstly, comparing RNG (Figures 7ac) and GG (Figures 7bd), we confirm that all

curves in GG exhibit a rightward shift compared to their corresponding curves for

RNG with same colors and line types. This rightward shift indicates higher robustness

for GG as shown by both larger areas under the S1st(q)/N curves (higher R val-

ues) and delayed peaks in S2nd(q)/N curves (higher qc values). Remember that RNG

has fewer links than GG as the subgraph. By comparing Figures 7ac, and Figures

7bd, we can observe a well-known relation between S1st(q)/N and S2nd(q)/N curves:

When S2nd(q)/N reaches its peak at qc, the corresponding S1st(q)/N curve is rapidly

decreased.

Secondly, to investigate the effect of community structures on the robustness, we

compare green, red, and blue (RGB) solid lines for the original networks with RGB

dashed lines for the randomized networks under the same degree distributions P (k)

in Figure 8 for each of Pop., Inv., and Uni. in each of Figure 7abcd. Green and red

dashed lines (randomized Inv.) show a significant rightward shift compared to the

corresponding solid lines (the original Pop., Inv.), indicating that the weakest com-

munity structure enhances the robustness. Similarly, blue dashed lines (randomized

Uni.) show the improvement of robustness to its solid counterparts. In each of Figure

7abcd for the original networks (RGB solid lines), both green (Pop.) and red (Inv.)

solid lines exhibit leftward shifts compared to blue lines (Uni.). It indicates that Uni.

networks have higher robustness. These comparisons consistently show that stronger

community structures (higher modularity) lead to lower robustness, also as evidenced

by increasing modularity Q values (Tables 1 and 2). In other words, the limited num-

ber of inter-links create potential vulnerabilities during attacks. However, this relation

becomes slightly complex in randomized networks with some exceptions: For RNG

(Figure 7a), the green dashed lines (randomized Pop.) exhibit higher robustness than

the blue dashed lines (randomized Uni.), while the red dashed lines (randomized Inv.)

show lower robustness. For GG (Figure 7b), both green and red dashed lines have lower
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robustness than the blue dashed lines. With the exception of randomized RNG net-

works, most cases suggest that a uniform distribution of nodes contributes to improved

the robustness.

Thirdly, we investigate the spatial effect in networks constructed on 2D lattice with

completely homogeneous node’s locations to compare the original RNG or GG of Pop.,

Inv., and Uni. under each of the same P (k). Remember that even the cases of Uni.

have mixtures of dense and sparse node’s locations in a Poisson distribution from SPP

theory [24]. Cyan-Yellow-Magenta (CYM) solid lines in each of Figure 7abcd show how

node’s locations affect the robustness. In these networks, although nodes are located in

completely identical positions on the lattice, the degree distributions P (k) is set to each

of them obtained from the original RNG or GG of Pop., Inv., and Uni. respectively.

We observe that the cyan solid lines (2DL-Uni.) show higher robustness than the blue

solid lines (the original Uni.), as evidenced by both larger area under the S1st(q)/N

curves (higher R value) and delayed peak in S2nd(q)/N curve (higher qc value). Similar

improvements of robustness are also observed when comparing the yellow solid lines

(2DL-Pop.) with the green solid lines (the original Pop.), and the magenta solid lines

(2DL-Inv.) with the red solid lines (the original Inv.). It is important to note that

community structures exist in all these networks. As shown in Tables 1, 2 and 3,

the original networks with Pop., Inv., and Uni. node’s locations show the strongest

community structures, while 2DL networks show weaker community which affects for

all cases. When comparing across these networks, we observe a clear hierarchy in

robustness: In order to investigate the pure effect of P (k) on the robustness, under

the same P (k) to each of Pop., Inv., and Uni., randomized networks (RGB dashed

lines) without communities show the highest robustness, followed by 2DL networks

(CYM solid lines), while the original networks (RGB solid lines) with communities

have the lowest robustness. For instance, the blue dashed lines (randomized Uni.) show

to be higher robust than the cyan solid lines (2DL-Uni.), which show to be even more
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robust than the blue solid lines (the original Uni.). Similar results can be observed

in the comparisons between solid-green and dashed-yellow lines (Pop.), and between

solid-red and dashed-magenta lines (Inv.). These comparisons indicate that weaker

community structure arising from spatial node’s locations improve the robustness.

Moreover, uniform node distribution enhances the robustness (as shown by 2DL curves’

rightward shifts compared to that in the original networks), the weakest community

structure through randomization has the highest robustness against RB attacks.

Figures 9 and 10 show the important relation between modularity Q and the

robustness measures R and qc. As Q increases, both R and qc decrease. Figure 11

confirms that these relation exist not only in Tokyo 1024-node networks but also in

the networks for other Japanese areas. Figures A171, A172, A173, A174 in Appendix

provide additional evidences of similar relations in the networks with several sizes N

for all seven major Japanese areas. These relations can be explained by the nature of

community structure in networks. In other words, as higher Q values indicate stronger

community structures, the robustness becomes more vulnerable in the spatial network

because of the limited number of inter-links (especially against RB attacks whose

targets are the end-nodes of such bridges between communities).

3.3 Robustness of Connectivity Against Initial Degree attacks

and Random Failures

On the other hand, we further investigate the robustness of connectivity against typical

Initial Degree (ID) attacks and Random Failures (RF). For Uni. networks, we confirm

that qc values are almost identical to the analytical values [31] as shown in Tables 5

and 7. Tables 4 and 5 present the robustness index R and critical fraction qc against

ID attacks, respectively. Similarly, Tables 6 and 7 show the corresponding R and

qc values against RF. Note that a clear hierarchy exists as following the relation
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RRB < RID < RRF and qc
RB < qc

ID < qc
RF (see Table A5, A6 in Appendix for

detailed comparison) in network robustness across different attack strategies.

In both ID attacks and RF, networks whose nodes are located according to Pop.

and Inv. generally show lower R and qc values than those to Uni. networks as similar

to the results against RB attacks. However, several exceptions exist. As values with

upper-triangles (△) in Tables 4, 5, 6, and 7, some networks based on Pop. and Inv.

have higher robustness than those on Uni.. The reason may be caused by two factors:

(1) Higher average degree < k > in RNG Pop. networks as shown in Table 8, which

may provide additional alternative paths after node removals; (2) The presence of

regular grid-like parts in certain regions of Pop. networks contributes to enhance the

robustness against RF as shown in Figure 12. The effect of grid-like parts is explained

as follows. In our study, all nodes are located limitedly in the centers of mesh blocks

(500m × 500m), rather than having arbitrary positions in a geographical space. This

constraint on node’s locations leads to a particular network characteristic. When nodes

are densely distributed in neighboring mesh blocks, as often occurs in Pop. networks,

they tend to form grid-like parts. We quantify these grid-like parts by calculating

the proportion of nodes that have degree 4 with four neighbors of degree 4, which

represents a typical local grid formation. As shown in Table 9, Pop. networks show

notably higher proportions of such grid-like parts (ranging from 2.05% to 15.14% in

RNG and 2.25% to 15.33% in GG) compared to Inv. networks (mostly 0% in RNG

and below 1.17% in GG) and Uni. networks (0% in RNG and 0.79% in GG) as values

with upper-triangles (△). According to percolation theory [32], a 2D square lattice

network maintains its connectivity until the fraction 0.4073 (percolation threshold

pc = 0.5927) of randomly removed nodes. This critical fraction 0.4073 is larger than

the analytical values 0.205 in RNG and 0.365 in GG shown in Table 7. The presence

of these grid-like parts increases the critical fraction than the above values in RNG

and GG on free node’s locations at random.
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4 Summary

Our study investigates the relations between community structure and the robustness

of connectivity in spatial networks whose node’s locations are according to the order

of real population (Pop.), inverse population (Inv.), and uniformly at random (Uni.),

while the links between nodes are short by using proximity graphs of RNG and GG

as modeling road and communication systems, respectively. Remember that Pop.,

Inv., and Uni. are considered to investigate the effect of difference in spatial node

densities on the robustness. We show that, for the measures of robustness index R

and critical fraction qc, Pop. and Inv. have lower robustness than that of Uni. against

intentional attacks and random failures in both RNG and GG, because Pop. and Inv.

have stronger community structure than Uni.. We summarize that networks with more

evenly distributed node’s locations have higher robustness, as shown in Figure 7. In

particular, both R and qc decrease with increasing modularity Q, as shown in Figures

9, 10 and 11. Therefore, we conclude that the emergence of local communities in spatial

networks such as road and communication systems is caused by two factors (1) the

mixture of sparse and dense of node’s locations, and (2) the short link between nodes.

List of Abbreviations

RGB Red-Green-Blue (color scheme)

CYM Cyan-Yellow-Magenta (color scheme)

GG Gabriel Graph

RNG Relative Neighborhood Graph

2DL Two-Dimensional Square Lattice

Pop. Population

Inv. Inverse Population

Uni. Uniform

RB Recalculated Betweenness (attack strategy)
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Fig. 1 Illustration of connection constraints for (a) RNG and (b) GG. A link colored by red is
established between two nodes colored by blue, when no other node exists within the shaded area.

Fig. 2 Coverage diagram of radio waves between two base stations in wireless communication. The
ranges of strong beams are shown by blue and orange shades. The center circle represents the signal
interference area. If other base stations exist within it, the two stations cannot be connected.

ID Initial Degree (attack strategy)

RF Random Failures

SF Scale-Free

SPP Spatial Point Process

LCC Largest Connected Component
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(a) RNG (b) GG

Fig. 3 Visualization of community structures in Tokyo before node removal. N = 1024 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. 4 Visualization of community structures in Tokyo before node removal. N = 1024 nodes are
located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure 3.
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Fig. 6 Tokyo networks with N = 1024 nodes after 10% node removals by recalculated betweenness
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tation is observed by removing links between communities which are different as compared to Figure
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Fig. 8 Similar degree distributions of bell-shapes for Pop., Inv., and Uni. in Tokyo networks with
N = 1024 nodes.
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Fig. 9 Increasing modularity Q vs. decreasing robustness index RRB or critical fraction qRB
c for

varying the size N in Tokyo RNG networks.
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Fig. 10 Increasing modularity Q vs. decreasing robustness index RRB or critical fraction qRB
c for

varying the size N in Tokyo GG networks.
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Fig. 11 Relation between robustness index RRB and modularity Q in networks with N = 1024 nodes
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Fig. 12 Scatter plots show relation between network robustness measures (a for R and b for qc) and
the proportion of grid-like parts against random failures (RF). Networks with N = 1024 nodes are
considered, where Pop. networks (green) show notably higher proportions of grid-like parts compared
to Inv. (red) and Uni. (blue) networks. See the text at the end of subsection 3.3 for the detail.
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(a) RNG (b) GG

Fig. A1 Visualization of community structures in Fukuoka before node removal. N = 100 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A2 Visualization of community structures in Fukuoka before node removal. N = 100 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A1.
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(a) RNG (b) GG

Fig. A3 Visualization of community structures in Hiroshima before node removal. N = 100 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A4 Visualization of community structures in Hiroshima before node removal. N = 100 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A3.
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(a) RNG (b) GG

Fig. A5 Visualization of community structures in Keihan before node removal. N = 100 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A6 Visualization of community structures in Keihan before node removal. N = 100 nodes are
located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A5.

(a) RNG (b) GG

Fig. A7 Visualization of community structures in Nagoya before node removal. N = 100 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A8 Visualization of community structures in Nagoya before node removal. N = 100 nodes are
located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A7.

(a) RNG (b) GG

Fig. A9 Visualization of community structures in Tokyo before node removal. N = 100 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A10 Visualization of community structures in Tokyo before node removal. N = 100 nodes are
located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A9.

(a) RNG (b) GG

Fig. A11 Visualization of community structures in Sendai before node removal. N = 100 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A12 Visualization of community structures in Sendai before node removal. N = 100 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A11.
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(a) RNG (b) GG

Fig. A13 Visualization of community structures in Sapporo before node removal. N = 100 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A14 Visualization of community structures in Sapporo before node removal. N = 100 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A13.
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(a) RNG (b) GG

Fig. A15 Visualization of community structures in Fukuoka before node removal. N = 484 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A16 Visualization of community structures in Fukuoka before node removal. N = 484 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A15.
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(a) RNG (b) GG

Fig. A17 Visualization of community structures in Hiroshima before node removal. N = 484 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A18 Visualization of community structures in Hiroshima before node removal. N = 484 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A17.

(a) RNG (b) GG

Fig. A19 Visualization of community structures in Keihan before node removal. N = 484 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A20 Visualization of community structures in Keihan before node removal. N = 484 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A19.

(a) RNG (b) GG

Fig. A21 Visualization of community structures in Nagoya before node removal. N = 484 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A22 Visualization of community structures in Nagoya before node removal. N = 484 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A21.
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(a) RNG (b) GG

Fig. A23 Visualization of community structures in Tokyo before node removal. N = 484 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A24 Visualization of community structures in Tokyo before node removal. N = 484 nodes are
located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A23.
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(a) RNG (b) GG

Fig. A25 Visualization of community structures in Sendai before node removal. N = 484 nodes are
located by the decreasing order of population (Pop.). Different colors represent different communi-
ties estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A26 Visualization of community structures in Sendai before node removal. N = 484 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A25.
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(a) RNG (b) GG

Fig. A27 Visualization of community structures in Sapporo before node removal. N = 484 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A28 Visualization of community structures in Sapporo before node removal. N = 484 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A27.
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(a) RNG (b) GG

Fig. A29 Visualization of community structures in Fukuoka before node removal. N = 1024 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A30 Visualization of community structures in Fukuoka before node removal. N = 1024 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A29.
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(a) RNG (b) GG

Fig. A31 Visualization of community structures in Hiroshima before node removal. N = 1024
nodes are located by the decreasing order of population (Pop.). Different colors represent different
communities estimated by Louvain algorithm. There are clear community formations particularly in
densely populated areas.

(a) RNG (b) GG

Fig. A32 Visualization of community structures in Hiroshima before node removal. N = 1024 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A31.
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(a) RNG (b) GG

Fig. A33 Visualization of community structures in Keihan before node removal. N = 1024 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A34 Visualization of community structures in Keihan before node removal. N = 1024 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A33.

(a) RNG (b) GG

Fig. A35 Visualization of community structures in Nagoya before node removal. N = 1024 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A36 Visualization of community structures in Nagoya before node removal. N = 1024 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A35.

(a) RNG (b) GG

Fig. A37 Visualization of community structures in Sendai before node removal. N = 1024 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A38 Visualization of community structures in Sendai before node removal. N = 1024 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A37.
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(a) RNG (b) GG

Fig. A39 Visualization of community structures in Sapporo before node removal. N = 1024 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A40 Visualization of community structures in Sapporo before node removal. N = 1024 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A39.
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(a) RNG (b) GG

Fig. A41 Visualization of community structures in Fukuoka before node removal. N = 5041 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A42 Visualization of community structures in Fukuoka before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A41.

.2 Visualization maps, after 10% node removals
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(a) RNG (b) GG

Fig. A43 Visualization of community structures in Hiroshima before node removal. N = 5041
nodes are located by the decreasing order of population (Pop.). Different colors represent different
communities estimated by Louvain algorithm. There are clear community formations particularly in
densely populated areas.

(a) RNG (b) GG

Fig. A44 Visualization of community structures in Hiroshima before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A43.
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(a) RNG (b) GG

Fig. A45 Visualization of community structures in Keihan before node removal. N = 5041 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A46 Visualization of community structures in Keihan before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A45.
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(a) RNG (b) GG

Fig. A47 Visualization of community structures in Nagoya before node removal. N = 5041 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.

(a) RNG (b) GG

Fig. A48 Visualization of community structures in Nagoya before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A47.
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(a) RNG (b) GG

Fig. A49 Visualization of community structures in Tokyo before node removal. N = 5041 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A50 Visualization of community structures in Tokyo before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A49.

(a) RNG (b) GG

Fig. A51 Visualization of community structures in Sendai before node removal. N = 5041 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A52 Visualization of community structures in Sendai before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A51.

(a) RNG (b) GG

Fig. A53 Visualization of community structures in Sapporo before node removal. N = 5041 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A54 Visualization of community structures in Sapporo before node removal. N = 5041 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A53.

(a) RNG (b) GG

Fig. A55 Visualization of community structures in Fukuoka before node removal. N = 10000 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A56 Visualization of community structures in Fukuoka before node removal. N = 10000 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A55.

(a) RNG (b) GG

Fig. A57 Visualization of community structures in Hiroshima before node removal. N = 10000
nodes are located by the decreasing order of population (Pop.). Different colors represent different
communities estimated by Louvain algorithm. There are clear community formations particularly in
densely populated areas.
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(a) RNG (b) GG

Fig. A58 Visualization of community structures in Hiroshima before node removal. N = 10000
nodes are located by the inverse order of population (Inv.). Different colors represent different com-
munities estimated by Louvain algorithm. There are different community formations compared to
Figure A57.

(a) RNG (b) GG

Fig. A59 Visualization of community structures in Keihan before node removal. N = 10000 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A60 Visualization of community structures in Keihan before node removal. N = 10000 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A59.

(a) RNG (b) GG

Fig. A61 Visualization of community structures in Nagoya before node removal. N = 10000 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A62 Visualization of community structures in Nagoya before node removal. N = 10000 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A61.

(a) RNG (b) GG

Fig. A63 Visualization of community structures in Tokyo before node removal. N = 10000 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A64 Visualization of community structures in Tokyo before node removal. N = 10000 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A63.

(a) RNG (b) GG

Fig. A65 Visualization of community structures in Sendai before node removal. N = 10000 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A66 Visualization of community structures in Sendai before node removal. N = 10000 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A65.

(a) RNG (b) GG

Fig. A67 Visualization of community structures in Sapporo before node removal. N = 10000 nodes
are located by the decreasing order of population (Pop.). Different colors represent different commu-
nities estimated by Louvain algorithm. There are clear community formations particularly in densely
populated areas.
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(a) RNG (b) GG

Fig. A68 Visualization of community structures in Sapporo before node removal. N = 10000 nodes
are located by the inverse order of population (Inv.). Different colors represent different communities
estimated by Louvain algorithm. There are different community formations compared to Figure A67.
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(a) RNG (b) GG

Fig. A69 Fukuoka networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A70 Fukuoka networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A69.

(a) RNG (b) GG

Fig. A71 Hiroshima networks withN = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A72 Hiroshima networks withN = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A71.

(a) RNG (b) GG

Fig. A73 Keihan networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A74 Keihan networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A73.

(a) RNG (b) GG

Fig. A75 Nagoya networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A76 Nagoya networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A75.

(a) RNG (b) GG

Fig. A77 Tokyo networks with N = 100 nodes after 10% node removals by recalculated betweenness
(RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A78 Tokyo networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A77.

(a) RNG (b) GG

Fig. A79 Sendai networks with N = 100 nodes after 10% node removals by recalculated betweenness
(RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A80 Sendai networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A79.
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(a) RNG (b) GG

Fig. A81 Sapporo networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A82 Sapporo networks with N = 100 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A81.

(a) RNG (b) GG

Fig. A83 Fukuoka networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A84 Fukuoka networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A83.

(a) RNG (b) GG

Fig. A85 Hiroshima networks withN = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas

(a) RNG (b) GG

Fig. A86 Hiroshima networks withN = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A85.
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(a) RNG (b) GG

Fig. A87 Keihan networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas

(a) RNG (b) GG

Fig. A88 Keihan networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A87.

(a) RNG (b) GG

Fig. A89 Nagoya networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A90 Nagoya networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A89.

(a) RNG (b) GG

Fig. A91 Tokyo networks with N = 484 nodes after 10% node removals by recalculated betweenness
(RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A92 Tokyo networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A91.

(a) RNG (b) GG

Fig. A93 Sendai networks with N = 484 nodes after 10% node removals by recalculated betweenness
(RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A94 Sendai networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A93.
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(a) RNG (b) GG

Fig. A95 Sapporo networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas

(a) RNG (b) GG

Fig. A96 Sapporo networks with N = 484 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A95.
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(a) RNG (b) GG

Fig. A97 Fukuoka networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas

(a) RNG (b) GG

Fig. A98 Fukuoka networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A97.
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(a) RNG (b) GG

Fig. A99 Hiroshima networks with N = 1024 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas

(a) RNG (b) GG

Fig. A100 Hiroshima networks with N = 1024 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A99.

(a) RNG (b) GG

Fig. A101 Keihan networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A102 Keihan networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A101.

(a) RNG (b) GG

Fig. A103 Nagoya networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas

83



(a) RNG (b) GG

Fig. A104 Nagoya networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A103.
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(a) RNG (b) GG

Fig. A105 Sendai networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas

(a) RNG (b) GG

Fig. A106 Sendai networks with N = 1024 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A105.
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(a) RNG (b) GG

Fig. A107 Sapporo networks with N = 1024 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas

86



(a) RNG (b) GG

Fig. A108 Sapporo networks with N = 1024 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A107.

(a) RNG (b) GG

Fig. A109 Fukuoka networks with N = 5041 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas
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(a) RNG (b) GG

Fig. A110 Fukuoka networks with N = 5041 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A109.

(a) RNG (b) GG

Fig. A111 Hiroshima networks with N = 5041 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas
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(a) RNG (b) GG

Fig. A112 Hiroshima networks with N = 5041 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A111.

(a) RNG (b) GG

Fig. A113 Keihan networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A114 Keihan networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A113.

(a) RNG (b) GG

Fig. A115 Nagoya networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A116 Nagoya networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A115.

(a) RNG (b) GG

Fig. A117 Tokyo networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A118 Tokyo networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A117.

(a) RNG (b) GG

Fig. A119 Sendai networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A120 Sendai networks with N = 5041 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A119.

(a) RNG (b) GG

Fig. A121 Sapporo networks with N = 5041 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas
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(a) RNG (b) GG

Fig. A122 Sapporo networks with N = 5041 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A121.

(a) RNG (b) GG

Fig. A123 Fukuoka networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas

94



(a) RNG (b) GG

Fig. A124 Fukuoka networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A123.

(a) RNG (b) GG

Fig. A125 Hiroshima networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas

95



(a) RNG (b) GG

Fig. A126 Hiroshima networks with N = 10000 nodes after 10% node removals by recalcu-
lated betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A125.

(a) RNG (b) GG

Fig. A127 Keihan networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas
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(a) RNG (b) GG

Fig. A128 Keihan networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A127.

(a) RNG (b) GG

Fig. A129 Nagoya networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas
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(a) RNG (b) GG

Fig. A130 Nagoya networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A129.

(a) RNG (b) GG

Fig. A131 Tokyo networks with N = 10000 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A132 Tokyo networks with N = 10000 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A131.

(a) RNG (b) GG

Fig. A133 Sendai networks withN = 10000 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by decreasing order of population (Pop.). The
fragmentation is observed by removing links between communities especially in densely populated
areas
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(a) RNG (b) GG

Fig. A134 Sendai networks withN = 10000 nodes after 10% node removals by recalculated between-
ness (RB) attacks. The locations of nodes are selected by inverse order of population (Inv.). The
fragmentation is observed by removing links between communities which are different as compared
to Figure A133.

(a) RNG (b) GG

Fig. A135 Sapporo networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by decreasing order of population
(Pop.). The fragmentation is observed by removing links between communities especially in densely
populated areas
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(a) RNG (b) GG

Fig. A136 Sapporo networks with N = 10000 nodes after 10% node removals by recalculated
betweenness (RB) attacks. The locations of nodes are selected by inverse order of population
(Inv.). The fragmentation is observed by removing links between communities which are different as
compared to Figure A135.
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Fig. A137 Robustness against recalculated betweenness (RB) attacks for Fukuoka networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

.3 Robustness against RB attacks
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Fig. A138 Robustness against recalculated betweenness (RB) attacks for Hiroshima networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A139 Robustness against recalculated betweenness (RB) attacks for Keihan networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

104



0.00 0.02 0.04 0.06 0.08 0.10 0.12 0.14
Fraction q of nodes removed

0.0

0.2

0.4

0.6

0.8

1.0

S1s
t (q

)
N

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(a) R for RNG

0.00 0.05 0.10 0.15 0.20 0.25 0.30
Fraction q of nodes removed

0.0

0.2

0.4

0.6

0.8

1.0

S1s
t (q

)
N

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(b) R GG

0.00 0.02 0.04 0.06 0.08 0.10 0.12 0.14
Fraction q of nodes removed

0.0

0.1

0.2

0.3

0.4

0.5

S2n
d (

q)
N

qc_(0.0404)

qc_(0.0202)

qc_(0.0202)

qc_(0.0707)

qc_(0.0202)

qc_(0.0202)
qc_(0.0404)

qc_(0.0101)

qc_(0.0202)

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(c) qc for RNG

0.00 0.05 0.10 0.15 0.20 0.25 0.30
Fraction q of nodes removed

0.0

0.1

0.2

0.3

0.4

0.5

S2n
d (

q)
N

qc_(0.0808)

qc_(0.0505)

qc_(0.0505)
qc_(0.1919)

qc_(0.1212)

qc_(0.1010)

qc_(0.1313)

qc_(0.0808)

qc_(0.0303)

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(d) qc for GG

Fig. A140 Robustness against recalculated betweenness (RB) attacks for Nagoya networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A141 Robustness against recalculated betweenness (RB) attacks for Tokyo networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A142 Robustness against recalculated betweenness (RB) attacks for Sendai networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A143 Robustness against recalculated betweenness (RB) attacks for Sapporo networks with
N = 100 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A144 Robustness against recalculated betweenness (RB) attacks for Fukuoka networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A145 Robustness against recalculated betweenness (RB) attacks for Hiroshima networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A146 Robustness against recalculated betweenness (RB) attacks for Keihan networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A147 Robustness against recalculated betweenness (RB) attacks for Nagoya networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A148 Robustness against recalculated betweenness (RB) attacks for Tokyo networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A149 Robustness against recalculated betweenness (RB) attacks for Sendai networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A150 Robustness against recalculated betweenness (RB) attacks for Sapporo networks with
N = 484 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A151 Robustness against recalculated betweenness (RB) attacks for Fukuoka networks with
N = 1024 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A152 Robustness against recalculated betweenness (RB) attacks for Hiroshima networks with
N = 1024 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A153 Robustness against recalculated betweenness (RB) attacks for Keihan networks with
N = 1024 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A154 Robustness against recalculated betweenness (RB) attacks for Nagoya networks with
N = 1024 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A155 Robustness against recalculated betweenness (RB) attacks for Sendai networks with
N = 1024 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A156 Robustness against recalculated betweenness (RB) attacks for Sapporo networks with
N = 1024 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A157 Robustness against recalculated betweenness (RB) attacks for Fukuoka networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A158 Robustness against recalculated betweenness (RB) attacks for Hiroshima networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A159 Robustness against recalculated betweenness (RB) attacks for Keihan networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A160 Robustness against recalculated betweenness (RB) attacks for Nagoya networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A161 Robustness against recalculated betweenness (RB) attacks for Tokyo networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A162 Robustness against recalculated betweenness (RB) attacks for Sendai networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A163 Robustness against recalculated betweenness (RB) attacks for Sapporo networks with
N = 5041 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

128



0.00 0.05 0.10 0.15 0.20 0.25 0.30
Fraction q of nodes removed

0.0

0.2

0.4

0.6

0.8

1.0

S1s
t (q

)
N

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(a) R for RNG

0.00 0.05 0.10 0.15 0.20 0.25 0.30
Fraction q of nodes removed

0.0

0.2

0.4

0.6

0.8

1.0

S1s
t (q

)
N

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(b) R GG

0.00 0.05 0.10 0.15 0.20 0.25 0.30
Fraction q of nodes removed

0.0

0.1

0.2

0.3

0.4

0.5

S2n
d (

q)
N

qc_(0.0120)

qc_(0.0191)
qc_(0.0228)

qc_(0.1139)

qc_(0.1267)

qc_(0.1916)

qc_(0.0127)

qc_(0.0191)
qc_(0.0228)

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(c) qc for RNG

0.00 0.05 0.10 0.15 0.20 0.25 0.30
Fraction q of nodes removed

0.0

0.1

0.2

0.3

0.4

0.5

S2n
d (

q)
N

qc_(0.0237)

qc_(0.0341)

qc_(0.0488)

qc_(0.2726)

qc_(0.0341)

qc_(0.0488)

qc_(0.0770)

qc_(0.0341)

qc_(0.0488)

Uni.Ori
Inv.Ori
Pop.Ori
Uni.Rew
Inv.Rew
Pop.Rew
2DL.U-R
2DL.I-R
2DL.P-R

(d) qc for GG

Fig. A164 Robustness against recalculated betweenness (RB) attacks for Fukuoka networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.087△ 0.0754▽ 0.0975△ 0.0837

Hiroshima 0.0779▽ 0.071▽ 0.1191△ 0.0796▽

Keihan 0.0865△ 0.0697▽ 0.1273△ 0.0924△

Nagoya 0.0505▽ 0.0858△ 0.1208△ 0.0915△

Tokyo 0.0754▽ 0.0577▽ 0.117△ 0.0907△

Sendai 0.0755▽ 0.0807 0.0869△ 0.0781▽

Sapporo 0.0592▽ 0.0796▽ 0.0784▽ 0.0832▽

Uniform 0.0807 0.0837
2D Lattice 0.1636

Table A1 Robustness index RRB against Recalculated
Betweenness (RB) attacks in networks with (N) = 100 nodes
for seven major Japanese areas. Higher values indicate greater
robustness. Values with upper-triangles (△) indicate where the
cases of Pop. and Inv. have higher robustness of connectivity
than the case of Uni., while values with lower-triangles (▽)
indicate lower robustness than the case of Uni. for both RNG
and GG.
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Fig. A165 Robustness against recalculated betweenness (RB) attacks for Hiroshima networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0101▽ 0.0202▽ 0.0303▽ 0.0404▽

Hiroshima 0.0101▽ 0.0101▽ 0.0404▽ 0.0202▽

Keihan 0.0303▽ 0.0202▽ 0.0505▽ 0.0505▽

Nagoya 0.0202▽ 0.0202▽ 0.0505▽ 0.0505▽

Tokyo 0.0101▽ 0.0101▽ 0.0505▽ 0.0202▽

Sendai 0.0303▽ 0▽ 0.0505▽ 0.0505▽

Sapporo 0.0101▽ 0.0202▽ 0.0202▽ 0.0303▽

Uniform 0.0404 0.0808
2D Lattice 0.0909

Table A2 Critical fraction qRB
c against Recalculated

Betweenness (RB) attacks in networks with (N) = 100 nodes
for seven major Japanese areas. Until values of qRB

c , the
connectivity is remaining without global fragmentation.
Higher values indicate greater robustness of connectivity.
Values with lower-triangles (▽) indicate where the cases of
Pop. and Inv. have lower robustness of connectivity than the
cases of Uni. for both RNG and GG.
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Fig. A166 Robustness against recalculated betweenness (RB) attacks for Keihan networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.035▽ 0.0289▽ 0.0587▽ 0.0373▽

Hiroshima 0.0285▽ 0.0243▽ 0.0579▽ 0.029▽

Keihan 0.028▽ 0.0356▽ 0.053▽ 0.0478▽

Nagoya 0.0412▽ 0.0356▽ 0.0655▽ 0.0474▽

Tokyo 0.0419▽ 0.0373▽ 0.0617▽ 0.0526▽

Sendai 0.0383▽ 0.0269▽ 0.0588▽ 0.0389▽

Sapporo 0.0273▽ 0.0521△ 0.0436▽ 0.0562▽

Uniform 0.0455 0.0780
2D Lattice 0.0907

Table A3 Robustness index RRB against Recalculated
Betweenness (RB) attacks in networks with (N) = 484 nodes
for seven major Japanese areas. Higher values indicate greater
robustness of connectivity. Values with upper-triangles (△)
indicate where the cases of Pop. and Inv. have higher
robustness of connectivity than the case of Uni., while values
with lower-triangles (▽) indicate lower robustness than the
case of Uni. for both RNG and GG.
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Fig. A167 Robustness against recalculated betweenness (RB) attacks for Nagoya networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0062▽ 0.0021▽ 0.0145▽ 0.0062▽

Hiroshima 0.0021▽ 0.0021▽ 0.0331▽ 0.0021▽

Keihan 0.0062▽ 0.0228▽ 0.0145▽ 0.0248▽

Nagoya 0.0269▽ 0.0228▽ 0.029▽ 0.0248▽

Tokyo 0.0186▽ 0.0083▽ 0.0248▽ 0.0166▽

Sendai 0.0186▽ 0▽ 0.0331▽ 0.0041▽

Sapporo 0.0021▽ 0.0145▽ 0.0186▽ 0.0145▽

Uniform 0.0269 0.0497
2D Lattice 0.0435

Table A4 Critical fraction qRB
c against Recalculated

Betweenness (RB) attacks in networks with (N) = 484 nodes
for seven major Japanese areas. Until values of qRB

c , the
connectivity is remaining without global fragmentation.
Higher values indicate greater resilience. Values with
lower-triangles (▽) indicate where the cases of Pop. and Inv.
have lower robustness of connectivity than the cases of Uni.
for both RNG and GG.
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Fig. A168 Robustness against recalculated betweenness (RB) attacks for Tokyo networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0237▽ 0.0188▽ 0.0379▽ 0.0253▽

Hiroshima 0.0234▽ 0.0162▽ 0.0379▽ 0.0219▽

Keihan 0.0258▽ 0.0232▽ 0.0448▽ 0.0375▽

Nagoya 0.0262▽ 0.0233▽ 0.0548▽ 0.037▽

Tokyo 0.0271▽ 0.0284▽ 0.0486▽ 0.0446▽

Sendai 0.0271▽ 0.0199▽ 0.0433▽ 0.0292▽

Sapporo 0.02▽ 0.0264▽ 0.0356▽ 0.0369▽

Uniform 0.0350 0.0620
2D Lattice 0.0677

Table A5 Robustness index RRB against Recalculated
Betweenness (RB) attacks in networks with (N) = 1024 nodes
for seven major Japanese areas. Higher values indicate greater
robustness of connectivity. Values with lower-triangles (▽)
indicate where the cases of Pop. and Inv. have lower robustness
of connectivity than the cases of Uni. for both RNG and GG.
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Fig. A169 Robustness against recalculated betweenness (RB) attacks for Sendai networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0039▽ 0.002▽ 0.0137▽ 0.0039▽

Hiroshima 0.0068▽ 0.001▽ 0.0108▽ 0.0039▽

Keihan 0.0117▽ 0.0059▽ 0.0127▽ 0.0215▽

Nagoya 0.0068▽ 0.0059▽ 0.0254▽ 0.0215▽

Tokyo 0.0098▽ 0.0059▽ 0.0235▽ 0.0205▽

Sendai 0.0078▽ 0.001▽ 0.0156▽ 0.0059▽

Sapporo 0.0029▽ 0.0068▽ 0.0049▽ 0.0108▽

Uniform 0.0205 0.0411
2D Lattice 0.0303

Table A6 Critical fraction qRB
c against Recalculated

Betweenness (RB) attacks in networks with (N) = 1024 nodes
for seven major Japanese areas. Until values of qRB

c , the
connectivity is remaining without global fragmentation.
Higher values indicate greater robustness of connectivity.
Values with lower-triangles (▽) indicate where the cases of
Pop. and Inv. have lower robustness of connectivity than the
cases of Uni. for both RNG and GG.
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Fig. A170 Robustness against recalculated betweenness (RB) attacks for Sapporo networks with
N = 10000 nodes. For both Rew (Randomized networks) and 2DL lines, the rewiring process preserves
the original degree distributions. Two measures are applied: (a) (b) S1st(q)/N the relative size of
largest connected component, and (c) (d) S2nd(q)/N the critical fraction qc at the peak of the relative
size of second largest component.
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Fig. A171 Relation between robustness index RRB and modularity Q in networks with N = 100
nodes
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Fig. A172 Relation between robustness index RRB and modularity Q in networks with N = 484
nodes
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Fig. A173 Relation between robustness index RRB and modularity Q in networks with N = 5041
nodes
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Fig. A174 Relation between robustness index RRB and modularity Q in networks with N = 10000
nodes
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Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.011▽ 0.0074▽ 0.0219▽ 0.0112▽

Hiroshima 0.0133▽ 0.0069▽ 0.0242▽ 0.0111▽

Keihan 0.013▽ 0.0134▽ 0.0269▽ 0.0161▽

Nagoya 0.0133▽ 0.0135▽ 0.0241▽ 0.016▽

Tokyo 0.0132▽ 0.0181▽ 0.0238▽ 0.0229▽

Sendai 0.0129▽ 0.0071▽ 0.0211▽ 0.0107▽

Sapporo 0.0085▽ 0.0094▽ 0.0149▽ 0.0137▽

Uniform 0.0211 0.0397
2D Lattice 0.0406

Table A7 Robustness index RRB against Recalculated
Betweenness (RB) attacks in networks with (N) = 5041 nodes
for seven major Japanese areas. Higher values indicate greater
robustness of connectivity. Values with lower-triangles (▽)
indicate where the cases of Pop. and Inv. have lower robustness
of connectivity than the cases of Uni. for both RNG and GG.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0044▽ 0.001▽ 0.0022▽ 0.0048▽

Hiroshima 0.0014▽ 0.001▽ 0.0081▽ 0.0028▽

Keihan 0.004▽ 0.0077▽ 0.0115▽ 0.0073▽

Nagoya 0.0038▽ 0.0004▽ 0.0067▽ 0.0016▽

Tokyo 0.0044▽ 0.006▽ 0.0081▽ 0.0081▽

Sendai 0.0034▽ 0.001▽ 0.0067▽ 0.0026▽

Sapporo 0.0012▽ 0.001▽ 0.0012▽ 0.0042▽

Uniform 0.0137 0.0262
2D Lattice 0.0278

Table A8 Critical fraction qRB
c against Recalculated

Betweenness (RB) attacks in networks with (N) = 5041 nodes
for seven major Japanese areas. Higher values indicate greater
robustness of connectivity. Values with lower-triangles (▽)
indicate where the cases of Pop. and Inv. have lower robustness
of connectivity than the cases of Uni. for both RNG and GG.

137



Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0082▽ 0.007▽ 0.0149▽ 0.0091▽

Hiroshima 0.0106▽ 0.0059▽ 0.0227▽ 0.0095▽

Keihan 0.009▽ 0.0105▽ 0.0208▽ 0.0123▽

Nagoya 0.0086▽ 0.0095▽ 0.0166▽ 0.0116▽

Tokyo 0.0092▽ 0.0174▽ 0.0189▽ 0.018▽

Sendai 0.0094▽ 0.0063▽ 0.0146▽ 0.0089▽

Sapporo 0.0059▽ 0.0074▽ 0.0108▽ 0.0112▽

Uniform 0.0173 0.0334
2D Lattice 0.0647

Table A9 Robustness index RRB against Recalculated
Betweenness (RB) attacks in networks with (N) = 10000 nodes
for seven major Japanese areas. Higher values indicate greater
robustness of connectivity. Values with lower-triangles (▽)
indicate where the cases of Pop. and Inv. have lower robustness
of connectivity than the cases of Uni. for both RNG and GG.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.0028▽ 0.0045▽ 0.0032▽ 0.0029▽

Hiroshima 0.0021▽ 0.0011▽ 0.0079▽ 0.0052▽

Keihan 0.0021▽ 0.0012▽ 0.0109▽ 0.0014▽

Nagoya 0.0014▽ 0.0008▽ 0.004▽ 0.0014▽

Tokyo 0.003▽ 0.0068▽ 0.0063▽ 0.0053▽

Sendai 0.0022▽ 0.0012▽ 0.0029▽ 0.0025▽

Sapporo 0.0011▽ 0.0019▽ 0.0039▽ 0.0019▽

Uniform 0.0115 0.0229
2D Lattice 0.0679

Table A10 Critical fraction qRB
c against Recalculated

Betweenness (RB) attacks in networks with (N) = 10000 nodes
for seven major Japanese areas. Higher values indicate greater
robustness of connectivity. Values with lower-triangles (▽)
indicate where the cases of Pop. and Inv. have lower robustness
of connectivity than the cases of Uni. for both RNG and GG.

138



Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 2.28 2.5 3.14 2.72
Hiroshima 2.34 2.24 3.52 2.6
Keihan 2.3 2.34 3.34 2.82
Nagoya 2.26 2.34 3.36 2.82
Tokyo 2.36 2.24 3.38 2.8

Sendai 2.24 2.38△ 3.14 2.5
Sapporo 2.18 2.54 2.92 2.62

Uniform 2.37 3.56
2D Lattice 3.6

Table A11 Average degree ⟨k⟩ in networks
with (N) = 100 nodes for seven major Japanese
areas. Higher average degrees mean more links
per node in the network. Values with
upper-triangles (△) indicate where the cases of
Pop. and Inv. have higher < k > than the cases
of Uni. for both RNG and GG.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 2.4545 2.7231△ 3.5579 2.8843

Hiroshima 2.3595 2.6736△ 3.4835 2.8058

Keihan 2.3678 2.657△ 3.405 2.9545

Nagoya 2.3843 2.657△ 3.5083 2.9545

Tokyo 2.4091 2.7149△ 3.562 3.0331

Sendai 2.3843 2.6736△ 3.5289 2.905

Sapporo 2.343 3.1116△ 3.2851 3.2149

Uniform 2.4746 3.8025
2D Lattice 3.8182

Table A12 Average degree ⟨k⟩ in networks with (N) =
484 nodes for seven major Japanese areas. Higher average
degrees mean more links per node in the network. Values
with upper-triangles (△) indicate where the cases of Pop.
and Inv. have higher < k > than the cases of Uni. for
both RNG and GG.
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Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 2.5884△ 3.0121△ 3.5116 3.1367

Hiroshima 2.5824△ 2.9308△ 3.587 3.068

Keihan 2.5725△ 3.1466△ 3.5656 3.2779

Nagoya 2.5606△ 3.1351△ 3.5656 3.2787

Tokyo 2.557△ 3.1922△ 3.5243 3.3045

Sendai 2.5697△ 2.9693△ 3.4596 3.1406

Sapporo 2.5539△ 3.1109△ 3.1883 3.2085

Uniform 2.5319 3.9391
2D Lattice 3.9437

Table A13 Average degree ⟨k⟩ in networks with (N) =
5041 nodes for seven major Japanese areas. Higher average
degrees mean more links per node in the network. Values
with upper-triangles (△) indicate where the cases of Pop.
and Inv. have higher < k > than the cases of Uni. for both
RNG and GG.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 2.67△ 3.07△ 3.35 3.21

Hiroshima 2.66△ 3.01△ 3.49 3.14

Keihan 2.62△ 3.21△ 3.39 3.32

Nagoya 2.61△ 3.21△ 3.38 3.33

Tokyo 2.65△ 3.32△ 3.42 3.41

Sendai 2.66△ 2.95△ 3.31 3.19

Sapporo 2.66△ 2.99△ 2.99 3.19

Uniform 2.54 3.96
2D Lattice 3.96

Table A14 Average degree ⟨k⟩ in networks with
(N) = 10000 nodes for seven major Japanese
areas. Higher average degrees mean more links per
node in the network. Values with upper-triangles
(△) indicate where the cases of Pop. and Inv.
have higher < k > than the cases of Uni. for both
RNG and GG.
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Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.7668△ 0.7551△ 0.7094△ 0.7356△

Hiroshima 0.7354△ 0.7833△ 0.6808▽ 0.7414△

Keihan 0.7518△ 0.746△ 0.7067△ 0.7039△

Nagoya 0.7543△ 0.7406△ 0.6968△ 0.6985△

Tokyo 0.7167▽ 0.776△ 0.7△ 0.7343△

Sendai 0.7481△ 0.7596△ 0.7345△ 0.7393△

Sapporo 0.7834△ 0.7442△ 0.7673△ 0.7348△

Uniform 0.725 0.6929

Table A15 Modularity Q in networks with 100 nodes for
seven major Japanese areas. Higher values indicate stronger
community structures. Values with upper-triangles (△) or
lower-triangles (▽) indicate where the cases of Pop. and Inv.
have higher or lower modularity than the case of Uni. for both
RNG and GG. Note the generally higher modularity in Pop.
and Inv. compared to Uni. networks for both RNG and GG.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.8549△ 0.8583△ 0.8286△ 0.8497△

Hiroshima 0.8605△ 0.8744△ 0.8345△ 0.8665△

Keihan 0.8671△ 0.8631△ 0.8446△ 0.8389△

Nagoya 0.8559△ 0.8627△ 0.8217△ 0.8397△

Tokyo 0.8565△ 0.8549△ 0.8281△ 0.8316△

Sendai 0.8535△ 0.871△ 0.8316△ 0.847△

Sapporo 0.8766△ 0.8232▽ 0.8584△ 0.8168▽

Uniform 0.8412 0.8193

Table A16 Modularity Q in networks with 484 nodes for
seven major Japanese areas. Higher values indicate stronger
community structures. Values with upper-triangles (△) or
lower-triangles (▽) indicate where the cases of Pop. and Inv.
have higher or lower modularity than the case of Uni. for both
RNG and GG. Note the generally higher modularity in Pop.
and Inv. compared to Uni. networks for both RNG and GG.
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Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.9379△ 0.9491△ 0.9249△ 0.9392△

Hiroshima 0.9342△ 0.952△ 0.9234△ 0.9422△

Keihan 0.9363△ 0.932△ 0.9233△ 0.9237△

Nagoya 0.9349△ 0.9307△ 0.9211△ 0.9257△

Tokyo 0.9375△ 0.9248 0.9246△ 0.9176△

Sendai 0.938△ 0.949△ 0.9264△ 0.9411△

Sapporo 0.948△ 0.9435△ 0.9327△ 0.9373△

Uniform 0.9248 0.9133

Table A17 Modularity Q in networks with 5041 nodes for
seven major Japanese areas. Higher values indicate stronger
community structures. Values with upper-triangles (△)
indicate where the cases of Pop. and Inv. have higher
modularity than the case of Uni. for both RNG and GG. Note
the generally higher modularity in Pop. and Inv. compared to
Uni. networks for both RNG and GG.

Cities
RNG GG

Inv. Pop. Inv. Pop.

Fukuoka 0.9514△ 0.9603△ 0.9395△ 0.9516△

Hiroshima 0.948△ 0.9609△ 0.9379△ 0.9549△

Keihan 0.9509△ 0.9481△ 0.9406△ 0.9429△

Nagoya 0.9506△ 0.9485△ 0.9406△ 0.942△

Tokyo 0.9499△ 0.9399△ 0.9411△ 0.9361△

Sendai 0.9508△ 0.9594△ 0.9406△ 0.9525△

Sapporo 0.9589△ 0.9553△ 0.9492△ 0.9495△

Uniform 0.9397 0.9303

Table A18 Modularity Q in networks with 10000 nodes for
seven major Japanese areas. Higher values indicate stronger
community structures. Values with upper-triangles (△)
indicate where the cases of Pop. and Inv. have higher
modularity than the case of Uni. for both RNG and GG. Note
the generally higher modularity in Pop. and Inv. compared to
Uni. networks for both RNG and GG.
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