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Abstract

Fingerprinting codes are a crucial tool for proving lower bounds in differential privacy. They
have been used to prove tight lower bounds for several fundamental questions, especially in the
“low accuracy” regime. Unlike reconstruction/discrepancy approaches however, they are more
suited for query sets that arise naturally from the fingerprinting codes construction. In this
work, we propose a general framework for proving fingerprinting type lower bounds, that allows
us to tailor the technique to the geometry of the query set. Our approach allows us to prove
several new results, including the following.

• We show that any (sample- and population-)accurate algorithm for answering Q arbitrary

adaptive counting queries over a universe X to accuracy α needs Ω(

√
log |X |·logQ

α3 ) samples,
matching known upper bounds. This shows that the approaches based on differential
privacy are optimal for this question, and improves significantly on the previously known
lower bounds of logQ

α2 and min(
√
Q,
√

log |X |)/α2.

• We show that any (ε, δ)-DP algorithm for answering Q counting queries to accuracy α

needs Ω(

√
log |X | log(1/δ) logQ

εα2 ) samples, matching known upper bounds up to constants.
Our framework allows for proving this bound via a direct correlation analysis and improves
the prior bound of [BUV14] by

√

log(1/δ).

• For privately releasing a set of random 0-1 queries, we show tight sample complexity lower
bounds in the high accuracy regime.

In the low accuracy regime, the picture is more complex. For random queries, we show that
there is a discontinuity in the sample complexity. For d random queries over a universe X , the
sample complexity grows as Θε,δ(

1
α2 ), with no dependence on d or |X |. This new sample com-

plexity bound, based on sparse histograms, is asymptotically better than known lower bounds
for CDP. However, at α ≈

√

log |X |/
√
d, the sample complexity jumps to Θε,δ(

√
d/α).
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1 Introduction

Differential Privacy [DMNS17] is standard notion of privacy in statistical databases. Differen-
tially Private (DP) algorithms have been deployed by the US Census Bureau for publishing ta-
bles [AACM+22], the Israeli Department of Health for publishing birth records [HC24], and by
several companies for training machine learning models and sharing statistics (see e.g. [App17,
DKY17, XZA+23, ZRX+23]). While there is now a large body of literature on designing dif-
ferentially private algorithms for numerous machine learning and statistical tasks, algorithms for
answering statistical (SQ) queries date back to some of the earliest work on Differential Privacy.
In this work, we revisit the question of answering statistical/counting queries under a differential
privacy constraint.

In a bit more detail, we consider a dataset of size n where each user comes from a universe
X . A counting query q is defined by a function p : X → [−1, 1] and the desired answer to such a
query on a dataset D = {d1, . . . , dn} is q(D) = 1

n

∑n
i=1 p(di). We would like to design an (ε, δ)-

DP algorithm that answers Q counting queries, and we will measure the error of a mechanism
M on a dataset D by either the ℓ∞ error maxi∈Q |M(D)i − qi(D)| or the (normalized) ℓ2 error
√

1
Q

∑Q
i=1(M(D)i − qi(D))2. There has been a large body of work on understanding upper and

lower bounds for counting queries under differential privacy (see Section 1.2).
Lower bounds for (ε, δ)-DP broadly fall into a few classes. Reconstruction arguments [DN03]

show that an algorithm that is too accurate allows for reconstructing the input dataset. This
approach was generalized by Muthukrishnan and Nikolov [MN12] who recognized the hereditary
discrepancy of the query set as the primary object of interest. Nikolov, Talwar and Zhang [NTZ13]
connected this to the geometry of the so-called sensitivity polytope, and showed that for every set
of queries, the lower bound from hereditary discrepancy is within polylogarithmic factors of an
appropriate Gaussian noise mechanism with a carefully chosen covariance, when n is large enough.
For the large dataset regime, this reconstrution/discrepancy approach yields nearly tight bounds
not just in the worst case, but for any given set of queries.

For small datasets, this approach is suboptimal by polylogarithmic in |X | factors. Indeed, for
a query set as simple as one-way marginals, the right achievable error rate was open until the
seminal work of Bun, Ullman, and Vadhan [BUV14]. This work showed that fingerprinting codes
from cryptography can be adapted to prove tight lower bounds for certain sets of queries, including
the tight bounds for one-way marginals. Further, they showed that these lower bounds can be
“composed” with other lower bounds to get tight worst-case bounds. This approach has been used
to prove worst-case lower bounds for several problems in differential privacy and in adaptive data
analysis [HU14, SU15]. It is natural to ask if there is a geometric query-specific generalization of
the fingerprinting codes technique.

In this work, we make progress towards pushing this technique to a broader class of problems.
We develop a new abstract framework for proving lower bounds using the underlying approach in
fingerprinting codes. Our approach has two main technical ingredients. First, we use an exponential
tilt to define a family of distributions over an arbitrary set of points. This yields a family of
distributions over the polytopeK of choice, that comes from the exponential family and is thus more
amenable to the use of fingerprinting tools [KMS22]. Second, we relax the need for the “parameter
vector” to come from a hyper-rectangle as in most previous work, using Stokes’ theorem to control
the appropriate “score”. Recent work by Portella and Harvey [PH24] used Stokes’ theorem for a
specific family of distributions via the Stein-Haff identity. Our work shows that this approach can
be used to prove lower bounds for a large family of problems.
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1.1 Our Results

Adaptive data analysis over a bounded domain. Adaptive Data Analysis addresses the ques-
tion of statistical validity of query answers in the face of adaptivity. While k non-adaptive counting
queries can be answered to accuracy α using O(log k/α2) samples, these bounds break down when
the queries can be adaptive. Dwork, Feldman, Hardt, Pitassi, Reingold and Roth [DFH+15c] first
showed that O(

√
k) samples suffice to answer k queries. Using the private multiplicative weights

algorithm of Hardt and Rothblum [HR10], subsequent work by Bassily, Nissim, Smith, Steinke,
Stemmer and Ullman [BNS+16] showed that one can answer Q statistical queries over a universe

X using a sample of size O(

√
log(|X|) log(Q)

α3 ). The currently known lower bounds of logQ
α2 (folklore)

and min(
√
Q,
√

log |X |)/α2 due to [HU14, SU15, NSS+18] leave a significant gap. Using our new
framework, we strengthen known lower bounds on private query releasing and derive new results
on adaptive data analysis, closing this gap up to a log 1

α factor.

Theorem 1 (Informal version of Theorem 11). Let A be an algorithm for answering statistical

linear queries over a domain X . Suppose A operates on at most o(

√
log |X | log(m)

α3 log(1/α)
) samples. Then,

there is a (log |X |)-round adaptive attack against A, which sends at most m queries to A and makes
A fail to be either sample- or distributional-accurate to within error α on at least one query. The
attack succeeds with probability Ω(α).

Removing the sample-accurate assumption. Although all the state-of-the-art algorithms for
adaptive data analysis offer accuracy with respect to both sample and distribution, by definition,
an ADA algorithm does not need to be sample-accurate. For example, suppose one splits their data
set into a couple of subsets and uses them in a sophisticated manner. It could be possible that
somehow the outputs of the algorithm fail to be sample-accurate w.r.t. the whole data set, but its
outputs generalize nonetheless.

We prove the following lower bound against algorithms that are only distributional accurate.
The bound we obtain is weaker than Theorem 1 by a factor of 1

α .

Theorem 2 (Informal version of Theorem 12). Let X be the domain. Any ADA algorithm A
over X operating on o(

√
log |X | log(Q)

α2 log(1/α)
) samples cannot answer more than Q adaptively generated

statistical queries to within generalization error α. Moreover, any such algorithm can be broken
into O(log |X |) adaptive rounds.

Theorem 2 still exhibits the right dependence on the universe size and the number of queries, but
is off from the upper bound by a factor of 1

α . On the other hand, Theorem 1 shows that a nearly tight
lower bound can be achieved by additionally assuming the algorithm is accurate w.r.t. samples.
Removing the “sample-accurate” assumption while retaining the correct dependence on α is an
intriguing open question.

Attack with bounded adaptivity. The subtle distinction on whether the algorithm is sample-
accurate or not has been thoroughly explored in the large-universe few-query regime. In particular,

when X is unbounded, the Gaussian mechanism can use
√
k

α2 samples to answer k adaptive queries
to within error α. On the lower bound side, following [HU14], the interactive fingerprinting code

of [SU15] proved a sample complexity of Ω
(√

k
α

)

. A subsequent work by Nissim, Smith, Steinke,

Stemmer and Ullman [NSS+18] showed a stronger lower bound of Ω
(√

k
α2

)

, assuming the algorithm

is both sample-accurate and distributional-accurate. It has been an important open question to

2



close this gap and prove the same lower bound for algorithms only promised to be distributional
accurate.

We make progress toward resolving this question by giving an attack with a bounded round of
adaptivity.

Theorem 3 (Informal version of Theorem 13). Let X be an unbounded domain. Any ADA algo-

rithm A over X operating on o(
√
k

α2 log(1/α)
) samples cannot answer more than k

α2 queries to within

generalization error α. Moreover, any such algorithm can be broken in O(k) adaptive rounds.

In Theorem 3, let m = k
α2 be the number of queries. In terms of m, this is still a

√
m
α lower

bound. However, the upshot is that we can achieve the attack only with k = O(α2m) rounds of
interaction, where each round sends 1

α2 queries. If one can push our framework further by reducing
the number of queries in each round to a constant, this would fully resolve the open question.

Composition of query-releasing lower bounds. The remarkable work of Bun, Ullman, and
Vadhan [BUV14] showed a nearly tight lower bound on the sample complexity for privately releasing
arbitrary counting queries. Specifically, let X denote the universe, Q the number of queries asked,
and α the desired ℓ∞ accuracy parameter. It is shown that any (ε, δ)-DP algorithm must use n
samples where

n ≥ Ω

(

√

log |X | logQ
εα2

)

.

This is nearly tight, in the sense that there are known algorithms ([HR10]) achieving:

n ≤ O

(

√

log |X | log(1/δ) logQ
εα2

)

.

A natural question is whether the additional log 1
δ factor is inherent. Given stronger lower bounds

against pure-DP algorithms, the sample complexity must somehow depend on δ. However, it was
not known whether one can improve the sample complexity by “decoupling” the dependence on δ
from every other factor.

Via our framework, we bridge this final gap and show that this
√

log(1/δ) multiplicative factor
is inherent, for all reasonable range of δ.

Theorem 4 (Informal version of Theorem 8). There is a workload matrix A ∈ {±1}Q×X such that,
for all reasonable choices of 0 < ε,α, δ < 1, any (ε, δ)-DP query releasing algorithm for A requires

n ≥ Ω

(

√

log(|X |) log(1/δ) log(Q)

εα2

)

samples to answer Q queries to within ℓ∞ error of α.

We can take δ ≈ 1
X in Theorem 4, and recover the best-known lower bounds against pure-DP

algorithms [Har11].
A similar improvement of

√

log(1/δ) can be shown for the class of two-way marginal queries.
Like previous works, an average-error (ℓ22-metric) lower bound can be proved in this case.

3



Theorem 5 (Informal version of Theorem 9). Let A ∈ {±1}d2×2d be the two-way marginal query
matrix on d attributes. For all reasonable choices of 0 < ε,α, δ < 1, any (ε, δ)-DP query releasing
algorithm for A requires

n ≥ Ω

(

√

d log(1/δ)

α2ε

)

samples to answer d2 queries to within ℓ22 error of α2d2.

Theorem 5 is also tight up to constants. For a matching upper bound, see, e.g. [DNT15].

The sample complexity of privately releasing random linear queries. Suppose there are
N types of users (i.e., the universe is of size N). A workload of d linear queries can be described
by a matrix A ∈ [−1, 1]d×N where Ai,j is the contribution of a type-j user to the i-th query. The
private query release problem is to publish the counting queries defined by the rows of A, up to a
small ℓ2 error. It is easy to see that this problem is equivalent to outputting the mean of n points
in R

d, where each point is constrained to be one of the columns of A.
Nikolov, Talwar and Zhang [NTZ13] studied this problem and showed that for every A, a

carefully chosen Gaussian mechanism is within polylog (d) of the optimal when n ≥ d. For smaller
n, they showed that projecting the output of a Gaussian mechanism to the convex hull of the
columns of A is within polylog (d,N) of the optimal. Removing the polylog (N) dependence here
was open, and it would have been reasonable to conjecture that the lower bound should be improved.
Using our framework, we show that for random A ∈ {−1, 1}d×N , the lower bound can indeed be
improved for a range of small-error settings.

Theorem 6 (Informal version of Theorem 14). Let N, d ≥ 0 be two integers such that d≪ N ≪ 2d.
With probability 1 − o(1) over a random matrix A ∈ {±1}d×N , the following is true: for all α <

o

(√
log(N)√

d

)

, any approximate-DP algorithm A for query releasing on workload matrix A needs at

least Ω
(√

d
α

)

samples to achieve ℓ22-error of α2d.

Theorem 6 discusses the complexity of query releasing from a sample-complexity perspective.
Equivalently, we can approach the problem from an error-complexity perspective and write The-
orem 6 in an equivalently way: any private algorithm with n ≥ d√

logN
samples incurs an error of

α ≥ Ω(
√
d
n ), implying that the Gaussian mechanism is optimal when n ≥ d√

logN
. Previously, a

lower bound of the form
√
d
n was only known for n ≥ d via hereditary discrepancy [MN12, NTZ13].

For a much smaller n, we do not expect
√
d
n to be a lower bound. Indeed, the projection mecha-

nism of [NTZ13] gives an upper bound of Õ( (logN)1/4√
n

) for the whole range of n, which outperforms

the Gaussian mechanism (whose error is
√
d
n ) when n ≤ d√

logN
. In light of Theorem 6, the threshold

d√
logN

does not appear to be coincidental: it is reasonable to conjecture that Ω( (logN)1/4√
n

) serves

as a lower bound for n ≤ d√
logN

, meeting with the Ω(
√
d
n ) lower bound at d√

logN
. For some classes

of structured query sets (e.g., two-way marginals), the conjecture has been affirmatively confirmed
[BUV14]. See also Theorem 5 and the right part of Figure 1.

Surprisingly, though, we show that it is the upper bound that can be improved for smaller n
(corresponding to larger α). In particular, for all n < d

logN , there is an error upper bound of O( 1√
n
).
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Figure 1: Behavior of sample complexity vs. error trade-off for d random linear queries (left) and
worst-case queries (right) over a universe X (log-log scale). The sample complexity for random

queries is discontinuous at α ≈
√

log |X |√
d

. The dependence on the privacy parameters and log d

terms are suppressed for clarity.

Theorem 7 (Informal version of Theorem 15). Let N, d ≥ 0 be two integers such that d ≪ N ≪
2d. With probability 1 − o(1) over a random matrix A ∈ {±1}d×N the following is true: for all

α ∈
(

ω(

√
log(N)√

d
), 1

)

, there is an approximate-DP algorithm for query releasing on workload A.

The algorithm uses O( 1
α2 ) samples and achieves ℓ22 error of α2d.

For n < d, the reconstruction argument of [DN03, MN12] gives an error lower bound of 1√
n
.

Combining Theorems 6, 7 and known results, we have thus completely determined the sample-error
trade-off for random queries (see left part of Figure 1). This shows a surprising discontinuity in
the sample complexity as a function of α. Notably, for the closely related notion of concentrated
DP, existing bounds [BBNS19] show that a dependency on log |X | is necessary even for large α.
This also shows that (once again in contrast to other privacy notions), random queries are not the
worst case: as mentioned above, for worst-case queries the

√

log |X | logQ/α2 dependence holds for
essentially the whole range of α.

Future directions. Our work leaves several open research directions. We have demonstrated
that this general framework can help prove new lower bounds in differential privacy and adaptive
data analysis. Our work shows that fingerprinting tools can allow us to extend instance-specific
lower bounds to a wider range of parameters for random queries. However, the low-accuracy
regime can sometimes admit new algorithms, and we leave to future work a better understanding
of the geometric properties that determine the sample complexity of a given query set. Adap-
tivity is a challenge beyond data analysis, e.g. in streaming algorithms [BEJWY22, HKM+20],
sampling [BEY20] and dynamic data structures [BKM+22] and some of the tools developed in our
work may help prove lower bounds for adaptivity in those settings as well.

1.2 Related Work

Fingerprinting codes were proposed in cryptography by Boneh and Shaw [BS98]. Tardos [Tar03]
gave an optimal construction of these objects. Dwork, Naor, Reingold, Rothblum and Vad-
han [DNR+09] first used cryptographic traitor tracing schemes to prove lower bounds in DP, and

5



Bun, Ullman and Vadhan [BUV14] showed that information-theoretic fingerprinting codes construc-
tions and their extensions imply strong lower bounds for query release under differential privacy.
The “fingerprinting lemma” from [BUV14] has been used in several lower bounds for other prob-
lems [DTTZ14, BST14, SU16, SU17, NME22, KMS22, Nar23, CWZ23, PH24, PTU24]. Dwork,
Smith, Steinke, Ullman and Vadhan [DSS+15] simplified the analysis of the fingerprinting attacks
and gave a first-principles proof. Recent work by Cai, Wang and Zhang [CWZ23] generalized and
formalized these “score attacks” for parameter estimation for a family of distributions, but their
approach is still restricted to hyperrectangles (see [PH24]). As discussed above, Kamath, Mouzakis
and Singhal [KMS22] extended fingerprinting attacks to exponential families over hyper-rectangles,
and Portella and Harvey [PH24] first showed how to go beyond i.i.d. parameter distributions by
using Stokes’ theorem variants. Narayanan [Nar23] used the score attack framework to improve co-
variance lower bounds, and Peters, Tzafidia and Ullman [PTU24] extend the fingerprinting lemma
to prove lower bounds in the weak accuracy regime.

Other general approaches to proving lower bounds include reconstruction [DN03, DMT07,
DY08] and discrepancy approaches [MN12, NTZ13]; and information theoretic techniques proposed
by Acharya, Sun and Zhang [ASZ21] that have been used in some recent works [KMS22, FMST24].

The query release problem has been studied in many works, starting with Blum, Dwork, McSh-
erry and Nissim [BDMN05]. This problem was first studied from a geometric instance-optimality
viewpoint by Hardt and Talwar [HT10] for pure DP; by Nikolov, Talwar and Zhang [NTZ13] for
approximate DP; and by Blasiok, Bun, Nikolov and Steinke [BBNS19] for Concentrated DP [DR16,
BS16]. While these results are largely for ℓ2 error, bounds for ℓ2 can often be converted to those
for ℓ∞ by private boosting [DRV10]. In some cases [BBNS19], instance-dependent bounds for ℓ∞
can be proven by more direct means. The work of Blum, Ligget and Roth [BLR13] first showed
that the sample complexity in the low-accuracy regime can behave differently from that in the
high-accuracy regime, and subsequent work made these results more efficient and extended them
to approximate differential privacy [RR10, HR10].

The use of differentially private algorithms for Adaptive Data Analysis was initiated in the
seminal work of Dwork, Feldman, Hardt, Pitassi, Reingold, and Roth [DFH+15c] and the afore-
mentioned bounds for private multiplicative weights are from Bassily, Nissim, Stemmer, Steinke and
Ullman [BNS+16]. This has triggered a long line of research on adaptive data analysis [DFH+15b,
DFH+15a, RRST16, RZ16, Smi17, FS17, FS18, NSS+18, SL19, JLN+21, FRR20, DK22, KSS22,
DSWZ23, CLN+23, Bla24]. There has been a beautiful line of work on lower bounds for adaptive
data analysis by Hardt and Ullman [HU14], Steinke and Ullman [SU15]. In addition to the afore-
mentioned information-theoretic results, this line of work shows that for computationally bounded
algorithms in the large X regime, the sample complexity is Ω(

√
Q). These results have been ex-

tended to apply to hold against a more restricted class of adversaries in [Eld16, NST24]. There
have also been many works that have aimed to replace the strong stability notion in differential
privacy by weaker notions, and our lower bounds imply that these cannot asymptotically improve
on the results from private multiplicative weights in the general case.

2 Fingerprinting Codes Meet Geometry

Notation. We will work in the d-dimensional Euclidean space Rd. For a vector v ∈ R
d, we use vi

to denote the i-th coordinate of v. We will let v≤r denote the first r coordinates of v, and let v−i
denote all but the i-th coordinate. Similarly we use v>r, v<r etc. For a list of vectors v1, . . . , vm,
we use superscript (e.g., vj) to index individual vectors. We write a◦ b to denote the concatenation
of two objects in a natural manner (be it lists, vectors, or Boolean strings, etc.). For a distribution

6



D over Rd, the covariance matrix of D is defined as

cov(D) := E
v∼D

[(v − E[D])(v − E[D])⊤].

A zero-mean random variable A is K-subgaussian if ‖A‖p ≤ K
√
p for every p ≥ 1. Equivalently, A

is O(K)-subgaussian if Pr[|A| > Kt] ≤ 2 exp(−t2) for every t ≥ 1. We say two random variables
X,Y are (ε, δ)-indistinguishable, if Pr[X ∈ S] ∈ [e−ε(Pr[Y ∈ S] − δ), eε Pr[Y ∈ S] + δ] for every
measurable set S.

We use the following convention to ease our asymptotic analysis: We frequently write c (resp. C)
to denote a small (resp. large) but absolute constant. Their appearance in different contexts might
have different values. Generally, when we write a statement like “for n ≥ c ·m, something is true”,
what we mean is that there exists an absolute constant c > 0, such that with n ≥ c ·m, the said
statement is true.

2.1 Geometry Preliminaries

Let S be a closed surface in the d-dimensional Euclidean space, and V be the region enclosed by
S. Let f : Rd → R

d be a vector field. The divergence of f at a point x is defined as

divf(x) =

d
∑

i=1

∂

∂xi
f(x)i.

The divergence theorem then says that

˚

V
divf(x)dV =

‹

S
〈f(x), ~n〉dS.

Here, ~n denotes the normal vector of S at a point θ ∈ S. It might be helpful to review some typical
examples of the divergence theorem:

• A simple example is where V is the ℓ∞ ball of coordinate-wise bound R/2 (namely, a hyper-
cube centered at the origin with side length R), and S its boundary (union of 2d faces). Since
Vol(V )
Area(S) =

Rd

2dRd−1 = R
2d , we obtain

Average divergence inside V =
2d

R
·Average of 〈f, ~n〉 on the surface.

The divergence theorem is intuitive here: since V is a product region, the “contribution” to
the divergence integral from the d coordinates is independent, allowing us to integrate each
i ∈ [d] separately. Each i ∈ [d] is naturally associated with a pair of faces of S, namely
{x : ‖x‖∞ ≤ R/2, xi = ±R/2}. To compare the integrals on two sides, we can condition on
x−i and apply the fundamental theorem of calculus on xi. In this proof, no knowledge of
multi-variate calculus is required.

• A more interesting case is that of V being an ℓ2-ball of radius R and S its enclosing sphere.
In this case, one can verify that Vol(V )

Area(S) =
R
d . Hence,

Average divergence inside V =
d

R
·Average of 〈f, ~n〉 on the surface.

7



2.2 The Exponential Family

The first step of the fingerprinting argument is designing a suitable family of distributions. We will
work with a family of distributions known as “exponential family”, defined as follows.

Let K ⊆ R
d be a set of vectors. We consider K as the possible inputs to the private algorithm

and define our “base distribution” as the uniform distribution over K. In this work, we will largely
be concerned with the case of finite K though the approach extends easily to the case of K being a
bounded convex set, say, or even more broadly to an arbitrary base distribution. For every θ ∈ Rd,
we define an θ-tilt distribution Dθ(K) over K as:

Pr
x∼Dθ

[x = v] ∝ exp(θ⊤x).

Intuitively, compared with the uniform distribution over K, we put more “favor” on points with a
large inner product with θ. When the base set K is clear from context, we will use Dθ to denote
Dθ(K) for brevity.

Now, let A : Kn → R
d be an algorithm that receives n samples from K and returns approxi-

mately their average. We would like to understand the privacy-utility tradeoff of such algorithms.
For every θ, we may define

g(θ) := Ev1,...,vn∼Dn
θ
[A(v)]

to be the average output of A on a dataset drawn from Dn
θ . We also define

µθ = µ(θ) := Ev∼Dn
θ
[v]

as the “true mean” of the distribution Dθ. Note that both g(θ) and µ(θ) are understood as vector
fields over R

d. For any not-too-small n, a generalization argument implies that µ(θ) and g(θ) are
close, assuming the algorithm A is accurate w.r.t. samples.

Defining the “score”. The reason we work with exponential families is crystallized in the
following proposition, which says that the derivative of g(θ) with respect to θ is related to how well
A(v) correlates with v. A version of this proposition appeared in [KMS22].

Proposition 1. For every i ∈ [d], we have

∂

∂θi
g(θ)i = Ev1,...,vn∼Dn

θ



A(v)i ·





n
∑

j=1

vji − (µθ)i







 .

Summing up all i ∈ [d], we obtain

divg(θ) = Ev1,...,vn∼Dn
θ





〈

A(v),
n
∑

j=1

vj − µθ

〉



 .

Proof. We use v−j to denote a list of (v1, . . . , vj−1, vj+1, . . . , vn). Using the chain rule of calculus,
we consider the “impact” of differentiating θ to each vj ∼ Dθ. Namely, we have

∂

∂θi
g(θ)i =

n
∑

j=1

E
v−j∼Dn−1

θ

(

∂

∂θi

(

E
vj∼Dθ

[A(v)i]
))

=

n
∑

j=1

E
v−j∼Dn−1

θ

(

∑

u∈K

∂ Pr[Dθ = u]

∂θi
A(v−j ◦ u)i

)

(1)

8



We calculate

∂ Pr[Dθ = u]

∂θi
=

∂

∂θi

(

exp(〈u, θ〉)
∑

u′ exp(〈u′, θ〉)

)

=
exp(〈u, θ〉) · ui
∑

u′ exp(〈u′, θ〉)
− exp(〈u, θ〉)∑u′ exp(〈u′, θ〉) · u′i

(
∑

u′ exp(〈u′, θ〉))2

= Pr[Dθ = u] · ui − Pr[Dθ = u] · E
u′∼Dθ

[u′i]

= Pr[Dθ = u] (ui − (µθ)i) .

Back to the derivation before, we proceed as

(1) =

n
∑

j=1

E
v−j∼Dn−1

θ

(

∑

u∈K
Pr[Dθ = u]A(v−j ◦ u)i · (ui − (µθ))i

)

=
n
∑

j=1

E
v−j

E
vj

[

A(v)i
(

vji − (µθ)i

)]

= E
v



A(v)i





n
∑

j=1

vji − (µθ)i







 .

This completes the proof of the first equation. For the second equation, we simply sum up all i’s
and appeal to the definition of divergence.

A more general formulation of this exists, that holds beyond exponential families. Indeed the
term (vj − µθ) can in general be replaced by the Sθ(v

j) = ∇θ log pDθ
[vj ] (see [CWZ23]). Since this

generality will not be needed in our work, we restrict our attention to exponential families.
Looking ahead, we will define 〈vj − µθ,A(v)〉 as the score of vj with respect to the algorithm’s

output A(v). We prove our desired lower bounds by deriving contradicting upper and lower bounds
on the score by utilizing the privacy and accuracy guarantee of the algorithm, respectively.

2.3 Template Overview

In this subsection, we briefly introduce how to derive upper and lower bounds on the score of inputs.

On upper bounding the score. Given the output of the algorithm A(v), it is unlikely to
correlate well with a freshly sampled v′ ∼ Dθ (since the algorithm has never seen v′ before). On
the other hand, due to the privacy property of A, its output is unlikely to change too much when
we replace one input vj with v′. These two facts combined would give an upper bound on the score
of in-sample data points.

We establish the following proposition, which would imply that the “score” of an in-sample
point vj cannot be significantly larger than that of an independent sample.

Proposition 2. Suppose X,X ′ are a pair of (ε, δ)-indistinguishable random variables supported on
[−B,B] such that Var[X] = b2 and E[X] = 0. Then,

E[X ′] ≤ O((eε − 1)b+Bδ).
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Proof. We pay a price of Bδ to “change” X ′ into a random variable that is (ε, 0)-indistinguishable
with X. For this new X ′, using integration by parts we get

E[X ′] = E[X ′ −X]

=

ˆ B

0

(

Pr[X ′ ≥ t]− Pr[X ≥ t]
)

dt+

ˆ 0

−B

(

Pr[X ≤ t]− Pr[X ′ ≤ t]
)

dt

� (eε − 1) +

ˆ −b

−B

(

Pr[X ≤ t]− Pr[X ′ ≤ t]
)

dt+

ˆ B

b

(

Pr[X ′ ≥ t]− Pr[X ≥ t]
)

dt

� (eε − 1) +

ˆ −b

−B

εb2

t2
dt+

ˆ B

b

εb2

t2
dt

≤ O((eε − 1)b).

To justify the derivation, the first inequality used the fact Pr[X ′ ≥ t] − Pr[X ≥ t] ≤ (eε − 1) for
every t, and the second inequality used Chebyshev’s inequality. This completes the proof.

We will use Proposition 2 to compare 〈vj − µθ,A(v)〉 with 〈v′ − µθ,A(v)〉 where v′ ∼ Dθ

is independently drawn. These two random variables are (ε, δ)-indistinguishable by the privacy
property of A. Also, it is easily seen that the latter random variable has zero mean. Therefore,
to use Proposition 2, it remains to upper bound the variance (equivalently, the second moment) of
〈v′ − µθ,A(v)〉. One way to proceed is the following: Conditioning on A(v), we have

E[〈v′ − µθ,A(v)〉2] = A(v)⊤cov(Dθ)A(v).

Therefore, it suffices to upper bound the spectral norm of the covariance of Dθ. The way we
accomplish this will depend on the geometry of K and how it interplays with the exponential tilt.
The details are deferred to future application sections.

On lower bounding the score. Roughly, we will lower bound 〈vj − µθ,A(v)〉 by utilizing
Proposition 1 together with the accuracy property of A. The first step is to consider a randomly
chosen θ from a region V and relate the score with an integral of divergence (by Proposition 1). The
latter is further related to a surface integral (on the surface S that encloses V ) by the divergence
theorem. Namely, for a random θ drawn uniformly from a closed region V , we have

E
θ∼V



 E
v∼Dn

θ





∑

j

〈A(v), vj − µθ〉







 =
1

Vol(V )

˚

V
divg(θ)dθ (Proposition 1)

=
1

Vol(V )

‹

S
〈g(θ), ~nθ〉dθ (the divergence theorem)

=
Area(S)

Vol(V )
E

θ∼S
[〈g(θ), ~nθ〉]. (2)

Here, we use ~nθ to denote the normal vector of S at the point θ.
We further lower bound (2) in an application-specific way. We will always replace g(θ) in

(2) with µ(θ) (this is possible because the algorithm is assumed to be accurate, which means the
difference between g(θ) and µ(θ) is minor). Finally, by utilizing the definition of Dθ and choosing an
appropriate S, we can give a desired lower bound on 〈µ(θ), ~nθ〉. For example, by choosing V to be an
ℓ2 ball and S be its boundary (i.e., a sphere), we get that ~nθ =

θ
‖θ2‖ . Since Dθ is defined by favoring
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points that have a large inner product with θ, we conclude that 〈µ(θ), ~nθ〉 = 1
‖θ‖2 〈Ev∼Dθ

[v], θ〉 is
large as well.

Thus the framework needs only a few application-specific ingredients. The set K and the body
V that θ lies in will depend on the application. We will need to prove for each application an
upper bound on the spectral norm of the covariance cov(Dθ), and prove the lower bound on the

Eθ∈S[〈µ(θ), ~nθ〉]. In some of our applications, it will be convenient to deviate slightly from this
general framework, in which case we may need to redo the proofs of slight variants of some of the
steps in this general recipe.

2.4 Proof for the Hypercube

In this subsection, we (re-)prove the lower bound for answering one-way marginal queries using our
framework. We hope it serves as a warm-up to the more complicated applications later on.

We work with an equivalent formulation of the problem, which is the task of releasing the mean
of n vectors from a d-dimensional Boolean hypercube. In this case, we have the set K = {±1}d.
Let ε < 1

10 . We aim to prove that there does not exist an (ε, δ)-DP algorithm which, on input

n ≤ c ·
√
d
ε (for some small absolute c > 0) Boolean vectors x1, . . . , xn ∈ K, with probability 1

returns a vector x̃ such that ‖x̃− 1
n

∑

j x
j‖2 ≤ 1

100

√
d. Namely, the algorithm makes constant error

per query on average.
Assume for contradiction that such an algorithm A exists. We give contradicting upper and

lower bounds on the “score” of the inputs to A. Let V be an ℓ2-ball of radius R = Θ(
√
d). We

consider the exponential family {Dθ} on K parameterized by θ ∈ V .

Upper bound the score. Let θ ∈ V be arbitrary. Conditioning on x1, . . . , xn ∼ Dn
θ and the

output A(x), it is easy to see that

Varv′∼Dθ

[

〈v′ − µθ,A(x)〉
]

=
n
∑

i=1

Varv′ [(v
′
i − (µθ)i) · A(x)i].

This is because, due to the structure of K and the definition of Dθ, different coordinates of v
′ are

independent (basically, we have Pr[v′i = +1] = exp(θi)
exp(θi)+exp(−θi) independently for every i).

Note that we can assume A(x)i ∈ [−1, 1] (if not, we can truncate it into this range without
increasing error). Now, (v′i − (µθ)i) · A(x)i is a bounded random variable, which has variance at
most 1. Hence, we obtain

Varv′∼Dθ

[

〈v′ − µθ,A(x)〉
]

≤ d.

By Proposition 2, this implies that for every vj , it holds

E
v∼Dn

θ ,A(v)
[〈A(v), vj − µθ〉] ≤ O((eε − 1)

√
d+ δd) = O(ε

√
d+ δd). (3)

This bound holds for every fixed θ.

Lower bound. To establish a lower bound on the score, we appeal to (2), which tells us that

E
θ∼V



 E
v,A(v)





n
∑

j=1

〈A(v), vj − µθ〉







 =
Area(S)

Vol(V )
E

θ∼S
[〈g(θ), ~nθ〉]. (4)

11



If S is a sphere, we have that ~nθ =
θ
‖θ‖2 . Assuming A is accurate, we have

‖g(θ)− µθ‖2 ≤
1

100

√
d.

Hence,

E
θ∼S

[〈g(θ), ~nθ〉] ≥ E
θ
[〈µθ, ~nθ〉]−

1

100

√
d.

Let us study the term 〈µθ, ~nθ〉 closely. By definition of µθ, we have

〈µθ, ~nθ〉 =
d
∑

i=1

E
v′∼Dθ

[

v′i ·
θi
‖θ‖2

]

.

Recall that we have Pr[v′i = +1] = exp(θi)
exp(θi)+exp(−θi) , meaning that the sign of v′i agrees with θi more

often than not, which means that Ev′∼Dθ

[

v′i · θi
‖θ‖2

]

≥ 0 is always true. Next, for every θi with

|θi| > 1, we have Pr[v′i = sgn(θi)] >
e

e+e−1 > 2
3 , which implies E[v′i · θi

‖θ‖2 ] > Ω
(

1
‖θ‖2

)

. Lastly, recall

that θ is a random point on a sphere of radius R = 5
√
d. Hence, on average, there will be Ω(d)

coordinates i with |θi| > 1. All in all, we conclude that

d
∑

i=1

E
v′∼Dθ

[

v′i ·
θi
‖θi‖

]

> Ω(d) · Ω
(

1

‖θ‖2

)

≥ Ω

(

d

R

)

.

Hence, we obtain

(4) =
Area(S)

Vol(V )
·
(

E
θ
[〈µθ, ~nθ〉]−

1

100

√
d

)

.

≥ d

R
· Ω
(

d

R

)

≥ Ω(d). (5)

Wrap-up. We now compare (5) with (3). Observe that (5) says that the total score over all inputs
must be at least Ω(d) for the algorithm to be accurate, while (3) says that each input contributes
at most O(ε

√
d) to the score (assuming δ is negligible). This immediately yields that there has to

be at least n ≥ Ω
(√

d
ε

)

samples as desired.

3 Composition of Query Lower Bounds

In this section, we extend the framework introduced in Section 2 to prove our results on the
“composition” of query releasing lower bounds. Compared with [BUV14], the main innovation
in our proof is to write the whole lower bound as a correlation analysis through the geometric
fingerprinting framework. This section also serves as a warm-up to later applications of adaptive
data analysis.

The main results covered in this section are as follows.
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Theorem 8. Let M,N be such that M ≫ log(N) and N ≫ log(M). There is a workload matrix

A ∈ {±1}M×N such that, for every ε ∈ (0, 1), α ∈ (2− log1/9(N), 1), δ ∈ ( 1
N , 1

log(N) log(M)), any

(ε, δ)-DP query releasing algorithm for A requires

n ≥ Ω

(

√

log(N) log(1/δ) log(M)

εα2

)

samples to answer all M queries within ℓ∞-error at most α.

We define two-way marginal queries. Construct a matrix ATW ∈ {±1}d
2×22d where the rows

are indexed by pairs (i, j) ∈ [d × d] and columns indexed by (x, y) ∈ {±1}d+d. Then, set
(ATW )(i,j),(x,y) = xi · yj. This is slightly different than the standard two-way marginals: here,
every data point (x, y) has 2d attributes, but we only query all the correlations crossing x and
y. However, since these queries are roughly half of all two-way marginal queries over (x, y), lower
bounds against ATW lift to lower bounds against the standard two-way marginal query family up
to a constant factor.

Theorem 9. Let ATW ∈ {±1}d2×22d be the two-way marginal query matrix. For every ε ∈
(0, 1), α ∈ (d−0.49, 1/100), δ ∈ (2

− d
log2(d) , 1

d2
), any (ε, δ)-DP query releasing algorithm for A requires

n ≥ Ω

(

√

d log(1/δ)

εα2

)

samples to achieve ℓ22-error of α2d2.

The proofs of both theorems are largely similar, with Theorem 8 being slightly more complicated.
We prove Theorem 8 in Sections 3.1 to 3.3. Next, we explain the necessary modifications to prove
Theorem 9 in Section 3.4.

3.1 Setup for the Fingerprinting Argument

Given N,M,α, ε, δ as in Theorem 8, we choose some m = Θ(log(M)) and d = Θ(log(N)) (constants
to be specified). We also set k = c

α2 for some small constant c > 0. Let {ei}mi=1 ⊆ R
m be the

standard basis and {uj}kj=1 ⊆ R
k be a collection of k pairwise orthogonal Boolean vectors (e.g.,

Hadamard basis properly scaled). Consider now the following ensemble of vectors:

K =
{

ei ⊗ uj ⊗ v : i ∈ [m], j ∈ [k], v ∈ {±1}d
}

.

We choose m,d properly so that N = 2d × k ×m and M = 2m × d× k.

Construction of the query matrix. We construct the query matrix A ∈ {±1}M×N now.

• Every vector ei ⊗ uj ⊗ v identifies a column of A.

• The rows of A are indexed by tuples (h, p, q) where h : [m] → {±1} is a Boolean predicate,
p ∈ [k] and q ∈ [d] are two indices. Note that there are 2m × d× k such tuples.

• Finally, for an entry of A indexed by row (h, p, q) and column (ei ⊗ uj ⊗ v), set the entry to
be h(i) · ujp · vq.

We aim to prove Theorem 8 for the constructed A, via the geometric fingerprinting framework.
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Setup of the fingerprinting argument. We define a family of distributions, which is slightly
different than the standard exponential family. In particular, we choose the space of θ to be

V =

{

θ ∈ R
m×k×d :

∑

i

|θi| ≤ R

}

.

We will choose R to be mkd√
k
. In this way, typically every entry of θ is roughly 1√

k
. For every θ, we

define a type-conditioned exponential distribution Dθ as follows:

• To sample from Dθ, first choose a random ei and a random uj.

• Then select v ∈ {±1}d with probability proportional to exp(〈θ, ei ⊗ uj ⊗ v〉).

In defining Dθ, we insist that each ei and uj have equal probability of being chosen. For this
reason, the standard divergence-to-score lemma (Proposition 1) does not apply as is. Still, for every
x ∈ supp(Dθ), define the type of x as the pair (i, j) if x = ei⊗uj ⊗ v for some v. Then, let A be an
algorithm operating on n iid samples from Dθ and outputting an (mkd)-dimensional vector. We
can prove the following proposition.

Proposition 3. For every i ∈ [mkd], it holds that

∂ Ex∼Dn
θ
[A(x)i]

∂θi
=

n
∑

j=1

E
x∼Dn

θ

[

A(x)i ·
(

xji − E
x′∼Dθ|type(x′)=type(xj)

[x′i]

)]

.

Consequently, it holds that

div Ex∼Dn
θ
[A(x)] = E





∑

j∈[n]
〈A(x), xj − Ex′:type(x′)=type(xj)[x

′]〉





Proof sketch. The proof is nearly identical to that of Proposition 1, except for one detail: in the
new setup, for every x = ei ⊗ uj ⊗ v, we have

∂ Pr[Dθ = x]

∂θp
=

∂

∂θp

(

1

mk
· exp(〈ei ⊗ uj ⊗ v, θ〉)
∑

v′ exp(〈ei ⊗ uj ⊗ v, θ〉)

)

=
1

mk

(

exp(〈ei ⊗ uj ⊗ v, θ〉) · (ei ⊗ uj ⊗ v)p
∑

v′ exp(〈ei ⊗ uj ⊗ v, θ〉) −

exp(〈ei ⊗ uj ⊗ v, θ〉)∑v′ exp(〈ei ⊗ uj ⊗ v′, θ〉) · (ei ⊗ uj ⊗ v′)p

(
∑

v′ exp(〈ei ⊗ uj ⊗ v, θ〉))2

)

= Pr[Dθ = x] ·
(

xp − E
x′:type(x′)=type(x)

[x′p]

)

.

To prove Proposition 3, we repeat the lines of the proof for Proposition 1 and use the new derivative
formula to replace the appearance of “∂ Pr[Dθ=x]

∂θi
” there as appropriate.

Proposition 3 suggests defining the score of data points in a type-dependent way: given a vector
q ∈ R

m×k×d and the distribution Dθ, for every x ∈ supp(Dθ), we define the score of x with respect
to q as

score(x) := Ex′∼Dθ:type(x′)=type(x)[〈q, x− x′〉].
This new score definition enjoys all the properties we need: the score of a fresh sample is zero
on average and well concentrated, while the average score of in-sample data points is significantly
larger, as we will show in a moment.
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3.2 “Surgery” on the Query-Releasing Algorithm

To prove Theorem 8, we assume there is a sample-efficient private algorithm A and try to derive
a contradiction. However, the output of A is an M -dimensional vector (since there are M queries
in total), while the fingerprinting argument requires the dimension of θ and that of the algorithm
to match. To reconcile the mismatch, we post-process the output of A, and get an estimate to the
mean of Dθ.

In this subsection, we interpret K = supp(Dθ) as both a discrete set with support size mk2d

(the discrete perspective) and an ensemble of vectors living in R
m×k×d (the geometric perspective).

Understanding the output of A. Taking the first interpretation, by inspecting the design of
A ∈ {±1}M×N , we see that A is answering the following ensemble of statistical queries:

{

h(ei ⊗ uj ⊗ v) := g(i) · (uj)ℓ · vr | g : [m]→ {±1}, ℓ ∈ [k], r ∈ [d]
}

.

Note that there are 2m · k · d queries in total. Say we have received α-accurate answers to these
queries. Let {âg,ℓ,r} be the collection of answers.

Now, we switch from the discrete perspective on supp(Dθ) to a geometric perspective. Before
we start to post-process {âg,ℓ,r}, we denote µθ = E[Dθ] to be the mean of Dθ and observe the
following useful properties about it:

• For every i ∈ [m], ℓ ∈ [k], r ∈ [d], we have |(µθ)i,j,k| ∈ 0 ± 1
m . This is simply because each ei

is sampled by Dθ with probability 1
m .

• For every i ∈ [m] and r ∈ [d], we have |〈(µθ)i,∗,r, uj〉| ≤ 1
m ·

〈uj ,uj〉
k ≤ 1

m . This follows because
{uj} are mutually orthogonal, and each uj gets sampled with probability 1

k .

We apply the following two post-processing on {âg,ℓ,r} to find a “nice” µ̂ that approximates µθ

well.

The reconstruction argument. First, for every ℓ ∈ [k] and r ∈ [d], we can find a vector
µ̃∗,ℓ,r ∈ [±1/m]m such that

‖µ̃∗,ℓ,r − (µθ)∗,ℓ,r‖1 ≤ 2α.

To achieve this, note that for every g : [m] → {±1}, the output âg,ℓ,r places an inner-product
restriction of µθ by requiring that

∑m
i=1(µθ)i,ℓ,r · g(i) ∈ âg,ℓ,r ± α. In light of this observation, all

we need to do is to find a vector µ̃∗,ℓ,r that is consistent with all the restrictions from {â∗,ℓ,r}g up
to additive error α. Such a vector exists because (µθ)∗,ℓ,r is one. Moreover, since every statistical
test g : [m] → {±1} cannot tell (µθ)∗,ℓ,r and µ̃∗,ℓ,r apart, we know the two vectors are close in ℓ1
distance1.

A projection step. To bound the “variance” of the score later, we want to apply one more
surgery on µ̃. Specifically, for every i ∈ [m] and r ∈ [d], we consider the vector µ̃i,∗,r and project it
to the following space by minimizing ℓ1-movement:

H :=







1

km

k
∑

j=1

λju
j : λ ∈ [−1, 1]k







.

1We note that this is essentially the reconstruction argument for query classes with large VC dimension:
c.f. [BUV14, Section 5.1.1]
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Denote the resulting vector to be µ̂i,∗,r. To analyze the error, note that (µθ)i,∗,r lies in the set H
and it is close to µ̃i,∗,r in ℓ1-distance. Hence, an application of triangle inequality shows that

‖µ̂− µθ‖1 ≤ 2‖µ̃ − µθ‖1 ≤ 4αkd.

We remark here that this argument uses the assumption that the algorithm A is accurate for
the population, rather than just for the sample.

Summary. We compose the post-processing procedure above with the algorithm A. This gives us
an algorithm B which, on input n iid samples from Dθ, returns an approximate average û ∈ R

m×k×d

with the following guarantees:

• For every i ∈ [m], every r ∈ [d] and uj, we have |〈µ̂i,∗,r, uj〉| ≤ 1
m .

• Letting µθ = E[Dθ] be the true mean, we have ‖µθ − µ̂‖1 ≤ 4αkd.

For convenience, we define µ̂(θ) := Ex∼Dn
θ
[B(x)] to be the average output of B on a data drawn

from Dθ. We understand µ̂ as a vector field over Rmkd.

3.3 Proof of Theorem 8

We are ready to run the fingerprinting argument and finish the proof of Theorem 8.

Score Lower Bound. First, let us lower bound the surface integral and, consequently, the
average divergence. Recall the space of θ is given by

V =

{

θ ∈ R
m×k×d : ‖θ‖1 ≤

mkd√
k

}

.

Let S = ∂V be the surface of V . We claim the following:

• For V being a d-dimensional ℓ1-ball of radius R and S its boundary, one has Area(S)
Vol(V ) = d

√
d

R .

• Back to our example, V is a (mkd)-dimensional ℓ1-ball of radius
mkd√

k
. Hence, it holds that

Area(S)
Vol(V ) = mkd

√
mkd·

√
k

mkd = k
√
md.

• For every θ ∈ S, the unit normal vector at θ against S is 1√
mkd

sgn(θ).

Fix a θ and consequently Dθ. For every x ∈ K and q ∈ R
mdk, denote

score(x; q) :=

〈

x− E
x′∼Dθ|type(x)=type(x′)

[x′], q

〉

.

16



Using Proposition 3 and the divergence theorem, we obtain:

E
θ∼V

E
x1,...,xn∼Dθ,B(x)





n
∑

j=1

score(xj ,B(x))





= E
θ∼V

[

div E
x∼Dn

θ ,B(x)
[B(x)]

]

=
Area(S)

Vol(V )
E

θ∼S

[〈

sgn(θ)√
mkd

,E
x
[B(x)]

〉]

≥ Area(S)

Vol(V )

(

E
θ∼S

[〈

sgn(θ)√
mkd

, µθ

〉]

− 4αkd√
mkd

)

. (6)

Here, the last inequality is true because we have shown that ‖µ̂(θ)− µ(θ)‖1 ≤ 4αkd in Section 3.2.
Now let us study the term Eθ∼S [〈sgn(θ),E[Dθ]〉]. By definition of Dθ, we can first sample

and condition on ei and uj . Then, we would like to understand the average of the following inner
product (the “dot” below denotes tensor multiplication):

E
θ

〈

sgn(θ) · (ei ⊗ uj), E
(ei⊗uj⊗v)∼Dθ |ei⊗uj

[v]

〉

. (7)

Over a random θ ∼ S, we see that sgn(θ) · (ei ⊗ uj) is a d-dimensional vector that is entry-wise
Θ(
√
k).2 Also, recall that

Pr
(ei⊗uj⊗v∼Dθ)|ei⊗uj

[v] ∝ exp(〈θ · (ei ⊗ uj), v〉).

Over a random θ ∼ S, the vector θ · (ei ⊗ uj) is entrywise Θ(1), implying that each entry of v has
a constant bias toward sgn(θ · (ei ⊗ uj)). Since sgn(θ · (ei ⊗ uj)) and sgn(θ) · (ei ⊗ uj) are highly
correlated, we conclude that

(7) ≥ Ω(d) · Ω(
√
k) ≥ Ω(d

√
k). (8)

Recall that we set k = c
α2 for a small constant c. Hence, from 6 and (8), we see that

(6) ≥ Area(S)

Vol(V )

(

d
√
k√

mkd
− 4
√
c ·
√
kd√

mkd

)

≥ Ω

(

k
√
md · d

√
k√

mkd

)

≥ Ω (kd) .

Score upper bound. We now derive an upper bound on the score. We could easily repeat
the argument in Section 2.4, but then we would end up with a lower bound of the same order as
[BUV14] without achieving the additional

√

log(1/δ) factor.
To unleash the full power of our framework, we borrow a trick from [SU16]. In particular, we

use the following connection established via group privacy.

Lemma 3.1 ([SU16]). Let ε ∈ (0, 1) and δ < 1. Suppose there is a (ε, δ)-DP algorithm for private
query releasing on A ∈ {±1}N×M with sample complexity n. Then, for every p ≥ 1, there is a
(pε, e

pε−1
eε−1 δ)-DP algorithm for the same task with sample complexity n

p .

2To see this, interpret sgn(θ) as stacking of m matrices each of dimension k × d. sgn(θ) · ei restricts onto one of
the matrices, and sgn(θ) · (ei ⊗ uj) further takes a signed summation of the k rows, where the signs are given by uj .
The claim that sgn(θ) · (ei ⊗ uj) is entry-wise Θ(

√
k) follows from the randomness of θ.
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Back to our example, we pick p = log(1/δ)
4ε . In order to prove Theorem 8, by Lemma 3.1,

it suffices to show that there is no (log(1/δ),
√
δ)-DP algorithm with sample complexity n ≤

o

(√
log(N) log(M)√
log(1/δ)α2

)

, as this would “lift” to a Ω(

√
log(N) log(1/δ) log(M)

εα2 ) lower bound for the original

parameter setting.
Suppose for contradiction that such an algorithm B exists. The lower bound part tells us the

total score must be Ω(kd). To establish the score upper bound, we need a stronger proposition than
Proposition 2, utilizing the concentration property on the score of an independent point. Namely,
we claim:

Proposition 4. Suppose X and X ′ are a pair of (ε, δ)-indistinguishable random variables supported

on [−B,B], such that E[X] = 0 and Pr[X > t] ≤ e−
t2

C2 for every t ≥ 4C
√
ε. Then,

E[X
′] ≤ O(δB + C

√
ε).

Proof. Again, we pay a price of Bδ to consider a random variable X ′ that is (ε, 0)-indistinguishable
from X. For this new X ′, we have

E[X
′] ≤
ˆ B

0
Pr[X ′ ≥ t]dt

≤ 4C
√
ε+

ˆ B

4C
√
ε
Pr[X ′ ≥ t]dt

≤ 4C
√
ε+

ˆ B

4C
√
ε
exp(− t2

C2
+ ε)dt

≤ O(C
√
ε).

This completes the proof.

Consider now the random variable score(x′;B(x)), where the randomness is over x′, x and B(x).
We first condition on x,B(x) and type(x′). Suppose type(x′) = ei ⊗ uj . It remains to sample the
“v” part and calculate the score of x′ = ei⊗ uj ⊗ v. After conditioning on ei⊗ uj , the score can be
equivalently written as

〈v − E[v
′],B · (ei ⊗ uj)〉.

As v is sampled from a Boolean cube according to an exponential tilt, it is clearly seen that each
coordinate of v contributes independently to the score. By the argument of Section 3.2, each
coordinate of B · (ei ⊗ uj) is bounded by 1

m . Therefore, we conclude that the score of a fresh point

is T -subgaussian with T = Θ(
√
d

m ). Using Proposition 4, this implies that, for every in-sample data
point xj , it holds that

E
x,B(x)

[score(xj ;B(x)] ≤ O(
δd

m
+

√

log(1/δ)
√
d

m
) ≤ O(

√

d log(1/δ)

m
).

But remember, the total score must be at least Ω(kd) for the algorithm to be accurate. As such,
we conclude that the number of samples uses is at least

Ω





(

√

d log(1/δ)

m

)−1

· kd



 ≥ Ω

( √
dmk

√

log(1/δ)

)

,
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which is what we desired, because we had set d = Θ(log(N)), m = Θ(log(M)) and k = Θ( 1
α2 ).

Remark One might wonder whether one can take δ to be 2−d/α
2
, and prove a lower bound of√

logN logM
α3ε

(this would imply a new lower bound against pure-DP algorithms). This is not possible

under the reduction of Lemma 3.1. Because by taking p = log(1/δ)
ε there, the sample complexity

lower bound we aim for is of order logM
α . However, this number is so small that a sample-accurate

algorithm does not necessarily generalize, and the projection step in our argument would fail.The
lowest δ we can “afford” is δ ≈ 2−d, which asks us to prove a lower bound of order log(M)

α2 . In this
regime, any sample-accurate algorithm still generalizes, and our proof technique applies.

3.4 Lower Bounds for Two-Way Marginals

In this section, we prove Theorem 9. The proof structure is largely similar to that of Theorem 8,
with a couple of key differences we highlight below:

• Theorem 8 requires composing three lower bounds (the Ω(m) and Ω(1/α2) reconstruction
lower bounds and the Ω(

√
d) one-way marginal lower bounds). For two-way marginals, we

only compose an Ω(1/α2) reconstruction lower bound with a Ω(
√
d) one-way marginal lower

bound.

• Since we are interested in ℓ22 error, we will set the space of θ be an ℓ2-ball of appropriate
radius and carry out the analysis.

We detail the argument below.

3.4.1 Setup for Fingerprinting Argument

Recall that α ≫ 1√
d
. We set k = c

α2 for some small c > 0. Let {uj}mj=1 ⊆ R
k be a collection of k

pairwise orthogonal Boolean vectors. We work with the following ensemble of vectors:

K = {uj ⊗ v : v ∈ {±1}d}.

We define a query matrix A : {±1}kd×k2d from K, by naturally concatenating all vectors in K as
column vectors. When k ≈ d, the matrix A is a sub-matrix of the two-way marginal query matrix
ATW ∈ {±1}d

2×(22d). Namely, A restricts to a subset of all possible attribute profiles. For this
reason, lower bounds against A lift to that against ATW naturally.

For the case k < d, we may duplicate each entry of uj by d
k times, and get a query matrix

A′ ∈ {±1}d2×(k×2d) that is a sub-matrix of ATW . This does not significantly change the privacy-
utility trade-off: namely, a (ℓ22) error-sample lower bound of (α2dk, n) for A translates directly to a
lower bound of (α2d2, n) for A′, which would imply the same lower bound for ATW . However, for
us it will be more convenient to work with the kd-by-k2d matrix.

Continuing, we choose the space of θ as V = Bℓ2(0, R) ⊆ R
kd with radius R =

√
d. Note that for

a typical θ ∼ V , each entry of θ is roughly 1√
k
. For every θ ∈ V , again define the type-conditioned

exponential tilt Dθ as

• To sample from Dθ, first select a random uj .

• Then, select v ∈ {±1}d with probability proportional to exp(〈θ, uj ⊗ v〉).
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A version of Proposition 3 holds in this case. Namely, define the type of a vector x = uj ⊗ v as uj .
We define the score of x w.r.t. q ∈ R

kd as score(x; q) :=
〈

x− Ex′:type(x′)=type(x)[x
′], q
〉

. Similarly to
Proposition 3, we have

div E
x∼Dn

θ

[A(x)] = E





∑

j∈[n]
〈A(x), xj − E

x′:type(x′)=type(xj)
[x]〉



 .

We define the type-conditioned score function score(x′;A(x)) accordingly.

3.4.2 Post-Processing the Algorithm

Suppose there is an algorithm A for query release with workload matrix A, and A has ℓ22-error at
most α2kd. Let µ̃ be the output of A(x) where x ∼ Dn

θ . Let µθ denote E[Dθ]. We know that
‖µ̃ − µθ‖2 ≤ α

√
kd. Furthermore, we have that for every r ∈ [d], the vector (µθ)∗,r ∈ R

k satisfies
that 〈(µθ)∗,r, uj〉 ≤ 1

k 〈uj , uj〉 ≤ 1.
Similarly as in Section 3.2, for every r ∈ [d], we project µ̃∗,r to the set

H =







1

k

k
∑

j=1

λju
j : λ ∈ [−1, 1]k







Denote the result to be µ̂. Note that (µθ)∗,r is in the set H and it is close to µ̃ in ℓ2 distance. An
application of triangle inequality shows that ‖µ̂− µθ‖2 ≤ 2α

√
kd.

3.4.3 Correlation Analysis

Now, let us give contradicting upper and lower bounds on the score of the algorithm.

Score lower bound. In terms of lower bound, we have

E
θ∼V

E
x∼Dn

θ ,A(x)





n
∑

j=1

score(xj ;A(x))



 =
Area(S)

Vol(V )
E

θ∼S

[

〈E[A(x)],
θ

‖θ‖2
〉
]

≥ Area(S)

Vol(V )
E

θ∼S

[〈

E[Dθ],
θ

‖θ‖2

〉

− α
√
kd

]

. (9)

We use a similar argument as in Section 3.3: to understand 〈E[Dθ], θ〉, we first sample and condition
on uj (independent of θ). Then, we would like to lower bound

E
θ
[〈 E
uj⊗v∼Dθ |uj

[v], θ · uj〉].

Recall that θ ∼ ∂B2(0,
√
d). Hence, each entry of θ is typically Θ(1/

√
k). Consequently, the vector

θuj is typically entry-wise Θ(1). Hence, the inner product above is Ω(d). Since ‖θ‖2 =
√
d, we

conclude that

(9) ≥ Area(S)

Vol(V )
[Ω(
√
d)− α

√
kd] ≥ Ω(

kd√
d
) · Ω(

√
d) ≥ Ω(kd).

Here, the second inequality is valid so long as we choose k = c
α2 with a sufficiently small c > 0, so

that α
√
kd is dominated by the first term Ω(

√
d).
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Score upper bound. The rest of the argument is largely similar to that in Section 3.3. Condition
on the output of the algorithm A(x), we argue that the score of a fresh point x′ ∼ Dθ is well
concentrated. Note that, conditioning on the type of x′ being uj, the score of the point x′ = uj ⊗ v
can be equivalently written as

〈v − E
v′
[v′],A(x) · uj〉.

Since v is sampled from the Boolean cube according to an exponential tilt, each coordinate of v
contributes independently to the score. Since each coordinate of A(x) · uj is bounded by 1 (see
Section 3.4.2), we conclude that the score of a random v is K-subgaussian with K = O(

√
d).

Next, for any desired ε ∈ (0, 1) and δ ∈ (2
− d

log2(d) , 1/d2), we can first prove that, any (log(1/δ),
√
δ)-

DP algorithm has sample complexity lower bound of

n ≥ Ω(
kd√

d ·
√

log(1/δ)
) ≥ Ω(

√
d

√

log(1/δ)α2
).

We emphasize that, thanks to the choice of δ, our target lower bound is above log(d)
α2 , which is

the number of samples required for low generalization error. In this regime, the fingerprinting
framework applies. However, we cannot set δ to be much lower: when δ < 2−ω(d), the target
lower bound becomes o(1/α2), and we can no longer derive a contradiction via the fingerprinting
framework.

Lastly, using the group privacy connection of Lemma 3.1, we obtain a lower bound of

n ≥ Ω(

√

d log(1/δ)

εα2
)

for (ε, δ)-DP algorithms, proving Theorem 9.

4 Lower Bounds on Adaptive Data Analysis

In this section, we “lift” the lower bounds proved in Section 3 to lower bounds on the task of
adaptive data analysis.

4.1 Overview and Intuition

Intuition. Recall the proof of Theorem 8 (Section 3.3). There, we constructed a query matrix A ∈
{±1}M×N , defined a family of distribution {Dθ}θ∈V and a type-dependent score accordingly. Then,
we established the following: letting A(x) be the algorithm’s output on input x = (x1, . . . , xn), the
scores of in-sample data points w.r.t. A(x) behave like

n
∑

j=1

score(xj ;A(x)) ≥ Ω(dk) = Ω(
d

α2
),

while for an independent x′ ∼ Dθ, with high probability we have |score(x′;A(x))| ≤ Õ(
√
d

m ). More-
over, the average score of an independent x′ is zero.

Based on the argument so far, we would easily achieve an ADA lower bound if we could claim
the following in addition:

Even-ness Every in-sample point xj has a score bounded by Õ(
√
d

m ) with high probability, just
like a fresh data point.
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If this was indeed the case, we can craft a query q by defining

q(x) := max

(

−1,min

(

1, score(x;A(x)) · m

100
√
d

))

.

That is, we simply truncate the score of each x ∈ [N ] into the range ±O(
√
d

m ). Then, we scale down
the score and use it to define a bounded linear query. If Even-ness holds, the truncation incurs little
error to both the distribution and the data set. Hence, we end up with roughly Ex∼Dθ

[q(x)] ≈ 0

and Ej[q(x
j)] ≈ Θ( 1n · d

α2 · m√
d
) = Θ(α) (recall that we assume n ≤ c

√
dm

α3 toward proving an ADA

lower bound). We see that the query q witnesses a mismatch between the distribution and the data
set.

Challenge and its resolution. Unfortunately, Even-ness does not necessarily hold. As an
example, if all the queries were given in a batch, the algorithm could simply use its first Θ( log(M)

α2 )
samples to evaluate the queries and ensure low generalization error. For such algorithms, the scores
of the first few samples are huge (their privacy may be completely compromised), but the scores of
other samples are small and have zero mean. We cannot exploit the tiny fraction of exposed data,
as we must construct a linear query to witness a mismatch between the distribution and the whole
data set.

To resolve the issue, we will design an adversary that sends the queries to A in d adaptive
rounds. Meanwhile, we design a strategy to “force” the algorithm to use its samples evenly (and,
consequently, distribute the score evenly).

At a very high level, we adopt a well-known trick, sometimes referred to as a “one-time pad”
or a “random mask”. In its most basic form, the idea is to generate a random Boolean string
r ∼ {±1}d and sample a data point xj = (eij ⊗ ui

′

j ⊗ vj) as usual. However, instead of giving xj

to the algorithm directly, we give algorithm the “encrypted” point (eij ⊗ ui
′

j ⊗ (r xor vj)). As r is
random, the algorithm has no clue what the real vj is. Then, over the d rounds of interaction, the
adversary reveals r, and thus vj , bit by bit. Throughout the process, the adversary keeps track of
the score of xj. Once it finds that the score is too large, it stops revealing future masks on vj . In
this way, the algorithm effectively loses access to xj .

This oversimplified intuition hides many details, which can be found in the formal argument,
to appear in the rest of the section.

4.2 Partial Score and Fair Algorithms

In this section, we consider the same setup as in Section 3.1, which we quickly review here. We
have the set of vectors

K =
{

ei ⊗ uj ⊗ v : i ∈ [m], j ∈ [k], v ∈ {±1}d
}

.

We choose V =
{

θ ∈ R
m×k×d}, for every θ ∈ V , we define the type-conditioned exponential

distribution Dθ.
The set K induces a query matrix A ∈ {±1}M×N as in Section 3.1. Given an algorithm A for

answering statistical queries from A, we can apply the post-processing procedure of Section 3.2. In
the following, we will always work with mean-estimation algorithms A : Kn → R

mkd. It should be
clear that such an algorithm is a direct product of any query-releasing algorithm via the reduction
in Section 3.2.
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Given an algorithm A : Kn → R
mkd, we can runA on an input x ∼ Dn

θ and obtain A(x) ∈ R
mkd.

For every input point xj , we define the score of xj w.r.t. A(x) as

score(xj ;A(x)) :=
〈

xj − E
x′:type(x′)=type(xj)

[x′],A(x)
〉

.

Slicing queries and Partial score. Recall the query ensemble is {h(ei)·ujp·vr}h:[m]→{±1},p∈[k],r∈[d].

We split the queries into d slices. For each r ∈ [d], the r-th slice consists of all queries {h(ei) · ujp ·
vr}h:[m]→{±1},p∈[k]. Similarly, for a mean-estimation algorithm A : Kn → R

mkd, we think of the
output of A as consisting of d slices, each of dimension mk. Namely, the r-th slice is A(x)∗,∗,r.

We introduce a notion of partial score. For every 1 ≤ r ≤ d, define the r-partial score of a point
x ∈ K with respect to q ∈ R

mkd as

pscore(r)(x; q) :=

〈

x∗,∗,≤r − E
x′:type(x′)=type(x)

[x′∗,∗,≤r], q∗,∗,≤r

〉

.

That is, the r-partial score just sums up the contribution to the score from the first r slices. Note
that the partial score only depends on the first r slices of the input and output. For this reason, given
x ∈ R

mk·r and q ∈ R
mk·r, we may slightly abuse notation by writing pscore(r)(x; q) := pscore(r)(x, q)

where x and q are arbitrary completion of x, q into mkd-dimensional vectors.

Fair algorithms. We now define a class of query-releasing algorithms, that we call fair algorithms.

Definition 4.1. Let A : Kn → R
mkd be a vector mean-estimation algorithm. Assume A operates

in d stages. In the r-th stage, the algorithm outputs A(x)∗,∗,r. Then, A is informed of the r-th slice
of θ (i.e., θ∗,∗,r).

We say that A is τ -fair, if the following holds true for every stage r ∈ [d].

1. Conditioning on A(x)∗,∗,<r, the distribution of A(x)∗,∗,r only depends on the first r slices of
inputs and θ. Moreover:

2. For any input xj, conditioning on A(x)∗,∗,≤r = q such that pscore(r)(xj ; q) > τ , the distribu-
tion of A(x) | (A(x)∗,∗,≤r = q) is independent of the (r + 1)-th to the d-th slice of xj.

A d-stage query-releasing algorithm A : Kn → [−1, 1]M is τ -fair, if its induced vector mean esti-
mation algorithm Ã : Kn → R

mkd (via Section 3.2) is τ -fair.

Let us digest Definition 4.1. Item 1 says that a fair algorithm, during any stage r, will not
access the (r+1)-th to the d-th slice of its inputs. Item 2 further asserts that the algorithm will not
access v>r of a data point xj once its r-partial score has reached a certain threshold τ . The name
“fair” intuitively captures the fact that the algorithm uses its data in a somewhat fair manner. We
observe an implication of Item 2: for the joint random variable (x,A(x)), conditioning on xj∗,∗,≤r
and A(x) such that pscore(r)(xj ,A(x)) ≥ τ , the slices xj∗,∗,>r still have maximum uncertainty.

We also note that, since the algorithm is informed of θ∗,∗,≤r after the conclusion of the r-th
stage, it can compute pscore(r)(x;A(x)) by itself. Hence, in principle, we can convert any reasonable
algorithm to a τ -fair one. Here, having access to θ∗,∗,≤r is crucial. Otherwise, the algorithm cannot
compute pscore(r) by itself, and it is not clear how to ask the algorithm to stop accessing an input
xj at the “right” moment.
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Remark on the divergence-to-score lemma. One may notice that the setup of Definition 4.1
is slightly different than the setup considered in Section 3. Here, the algorithm publishes its output
slice by slice. After the algorithm commits to its estimation for a slice, it is informed of the “correct
mean” of that slice, a piece of information that may be utilized to answer future queries. Hence, it
is natural to wonder whether the divergence-to-score connection (Proposition 3) still holds.

We now verify that Proposition 3 holds in the new setup verbatim. Indeed, for every i ∈ [mkd],
consider an algorithm B that has access to every θj other than θi and a bunch of input (x1, . . . , xn).
Suppose B outputs a real value. We claim that

∂

∂θi
E

x∼Dn
θ

[B(x, θ−i)] =
n
∑

j=1

E
x,B(x,θ−i)

[

B(x, θ−i) ·
(

xji − E
x′∼Dθ|type(x′)=type(xj)

[x′i]

)]

. (10)

To prove the equation, we repeat the proof for Proposition 3, noting that allowing B to access θ−i
has no effect on the derivation (since we do not differentiate θ−i, and the equation holds for every
fixed θ−i anyway).

Back to our context, let A be the d-stage query-releasing algorithm. During the r-th stage, the
algorithm can access its inputs and all θ∗,∗,<r. Since the algorithm cannot access the r-th slice of θ,
the r-th slice of the output is subject to a version of Equation (10). Adding up all slices concludes
the proof of Proposition 3 for our new setup.

Having confirmed Proposition 3, the score lower bound from Section 3.3 applies to the algorithms
considered in this section, so long as A is accurate.

4.3 Lower Bound Against Fair Algorithms

In this section, we prove a lower bound against all fair algorithms.

Theorem 10. Let n = c
√
dm

α3 log(1/α)
. Suppose A : Kn → [−1, 1]M is an algorithm for the workload

matrix A ∈ {±1}M×N . Assume A is α-accurate (w.r.t. ℓ∞-norm) and τ -fair with τ ≥ C

√
d log(1/α)

m .
Then, there is a θ ∈ V and an adversary B which, upon seeing the output A(x), crafts a query
q : K → [−1, 1] with the following on-average guarantee:

E
x∼Dn

θ ,A(x)
E

q←B(A(x),θ)

∣

∣

∣

∣

E
j
[q(xj)]− E

x∼Dθ

[q(x)]

∣

∣

∣

∣

≥ Ω(α).

Proof. Choose C > 0 to be a large constant. Let Ã : Kn → R
mkd be the composition of A with the

post-processing described in Section 3.2. From the argument of Section 3.3 we see that, assuming
A (and hence Ã) is accurate, we obtain

E
θ∼V

E
x∼Dn

θ ,Ã(x)





n
∑

j=1

score(xj ; Ã(x))



 ≥ Ω(
d

α2
).

By averaging principle, we fix a θ for which the score lower bound holds true.
For a realization of (x, Ã(x)), define a query q : K → [−1, 1] by

q(x) := max

(

−1,min

(

1, score(x; Ã(x)) · m

2C
√

d log(1/α)

))

.

24



The average of q on an independent point. For an independent x′ ∼ Dθ, we have that

|score(x; Ã(x))| ≤ 2C
√

d log(1/α)

m with probability 1− αC2
. Hence, we have

∣

∣

∣

∣

∣

E
x∼Dn

θ ,Ã(x),x′∼Dθ

[q(x′)]

∣

∣

∣

∣

∣

=

∣

∣

∣

∣

∣

E
x,Ã(x),x′

[

score(x′; Ã(x)) ·m
C
√

d log(1/α)

]

± 2 · Pr
x′

[

|score(x′; Ã(x))| > C
√

d log(1/α)

m

]∣

∣

∣

∣

∣

≤ 2αC2
. (11)

The average of q on in-sample points. For each j ∈ [n], let us examine the distribution of
score(xj ; Ã(x)). As before, we understand xj and Ã(x) as consisting of d slices, each of dimension
m× k. Consider observing xj and Ã(x) slice by slice. Before the partial score of xj exceeds τ , we
do not have good control over the growth of the score. However, once pscore(r)(xj , Ã(x)) reaches
[τ, τ + 1

m)3 for some r ∈ [d], the future slices of xj and Ã(x) become independent by the fair

property of Ã. Write xj = (ei ⊗ uj ⊗ v). Conditioning on ei, uj and v≤r, we know that v>r is
independent of Ã(x) and each bit of v>r is independently sampled. As such, the contribution from

the (r + 1)-th to the d-th slice is O(
√
d−r
m )-subgaussian. Overall, we see that score(xj ; Ã(x)) is

stochastically dominated by τ +O(
√
d

m ) ·N(0, 1). Consequently, we have

Pr
x,Ã(x)

[

|score(xj ; Ã(x))| ≥ τ + C

√

d log(1/α)

m

]

< α3

and

E
x,Ã(x)

[

|score(xj ; Ã(x))|
∣

∣

∣

∣

∣

|score(xj ; Ã(x))| ≥ τ +C

√

d log(1/α)

m

]

< O(C ·
√

d log(1/α)

m
).

Therefore, we obtain

E
x,Ã(x)





n
∑

j=1

q(xj) · C
√

d log(1/α)

m





∈
n
∑

j=1

E[score(x
j ; Ã(x))]± Pr

[

|score(xj ; Ã(xj))| > τ +
C

2

√

d log(1/α)

m

]

· O
(

C
√

d log(1/α)

m

)

∈
n
∑

j=1

(

E[score(x
j ; Ã(x))]±O

(

Cα2
√

d log(1/α)

m

))

≥ Ω

(

d

α2

)

−O

(

n · Cα3
√

d log(1/α)

m

)

≥ Ω

(

d

α2

)

−O (d) .

By scaling, this inequality is equivalently saying that

E
x,Ã(x)

E
j∼[n]

[

q(xj)
]

≥ Ω(α). (12)

Combining (12) and (11) completes the proof.
3Since the score from each slice is bounded by 1

m
, there cannot be a sudden jump of partial score from one slice

to the next.
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4.4 Lower Bounds Against All Algorithms

In this section, we lift Theorem 10 to prove a lower bound against all algorithms for answering
adaptively generated linear queries.

4.4.1 Obfuscating Inputs

Let W = ( log(N) log(M)
α3 )O(1). We enlarge the universe N by a factor of W . Now, we identify every

point x ∈ [N × W ] in the universe by a tuple x = (w, ei, ui
′

, v). Here, (ei, ui
′

, v) has the same
geometric interpretation as before (i.e., it is associated with a vector ei ⊗ ui

′ ⊗ v ∈ R
mkd, and we

newly introduce w ∈ [W ] as a “name” for x.
For every θ ∈ R

mkd, we extend the definition to Dθ to the new setting: to sample x =
(w, ei, ui

′

, v), we sample the tuple (ei, ui
′

, v) as before, and sample a name w ∈ [W ] uniformly
at random. The idea is, with our setting of W , we ensure that for an i.i.d. data set x ∼ Dn

θ , with
probability 1− 1

WΩ(1) , every data point xj has a distinct name.
Now, consider a set of random mappings of the form:

Πr : [W ]× [m]× [k]×
(

{±1}0 ∪ {±1}1 ∪ · · · ∪ {±1}r−1
)

→ {±1}.

Given a data point x = (w, ei, ui
′

, v), let its Π-obfuscation be a point Π(x) = (w, ei, ui
′

, v′), defined
as follows. As the notation suggests, the name and type of Π(x) are the same as x. However, for
every r ∈ [d], we define v′r = Πr(w, i, i

′, v<r) ⊕ vr where ⊕ denotes the XOR of two bits. Since
Π only changes the v-part of x, we write v(Π, x) to denote the “v”-part of Π(x). Note that the
obfuscation is invertible. Write Π−1 to be its inverse. Namely, Π−1 is such that Π−1(Π(x)) = x for
every x = (w, ei, ui

′

, v). Finally, for any distribution D over [N ×W ], let Π(D) be the distribution
of Π(x) where x is drawn from D.

4.4.2 Making an ADA Algorithm Fair

We describe a reduction to make an ADA algorithm “fair”. The idea is to compare the following
two experiments:

• For an unknown θ, draw (x1, . . . , xn) ∼ Dn
θ and perform ADA with respect to Dθ.

• For an unknown θ and unknown Π, draw (Π(x1), . . . ,Π(xn)) ∼ Π(Dθ)
n and perform ADA

with respect to Π(Dθ).

If Π is known, the two tasks are equivalent as Π is a bijection. However, if Π is unknown to the
algorithm, from (Π(x1), . . . ,Π(xn)), the algorithm only learns the type of each data point. The
proof strategy is to design an interaction between the algorithm and the adversary, through which
the algorithm gradually learns each slice of its inputs. By designing the adversary properly, we can
ensure that the algorithm behaves fairly.

Let A be the ADA algorithm. We design the adversary below.

• At the start, some θ is chosen, and a random Π is generated. A data set (x1, . . . , xn) ∼ Dn
θ is

drawn. A receives Π(x1), . . . ,Π(xn). Note that this is equivalent to drawing Π(x1), . . . ,Π(xn) ∼
Π(Dθ)

n in the first place.

• The adversary interacts with A for d stages. In the r-th stage, consider the set of queries

Hr = {h(ei)⊗ ujp ⊗ vr}h:[m]→{±1},p∈[k]
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We understand Hr as an ensemble of statistical queries w.r.t. Dθ. We assume Hr is publicly
known to both A and the adversary. The equivalent of Hr with respect to Π(Dθ) is given by

HΠ,r =
{

g(w, ei, uj , v) := h(ei) · ujp · v(Π−1, (w, ei, uj , v))r
}

h:[m]→{±1},p∈[k] .

Namely, given a query g ∈ Hr, there is a corresponding query g′ ∈ HΠ,r defined by g′(x) =
g(Π−1(x)).

For a moment, let us consider letting the adversary send the queries HΠ,r to A in the r-th
stage. By comparing Hr with HΠ,r, A can learn Π(w, i, j, v<r) for every w, i, j, v<r . From
this, it learns the r-th slice of x1, . . . , xn. However, it is still clueless about the (r + 1)-th to
d-th slices of the inputs.

• In each stage, the adversary receives responses from A. These responses are answers to HΠ,r

with respect to Π(Dθ). They can be directly translated into answers to Hr with respect to
Dθ. By further running the post-processing from Section 3.2, the adversary obtains a vector
q∗,∗,r ∈ R

mk that approximates E[Dθ]∗,∗,r. Concatenating all q∗,∗,r′ for r′ ≤ r would allow for
tracking pscore(r)(x; q) for every x ∈ [N ×W ].

Now we come to a crucial part: At the start of each stage r, for each x ∈ [N × W ], if
pscore(r−1)(x; q) > τ , we mark x as compromised. As soon as a point x is compromised, the
adversary will not reveal the correct evaluation of g(Π(x)) in the future. Namely, for each
g ∈ HΠ,r, define g′ as g′(Π(x)) = g(Π(x)) if x not compromised, and g′(Π(x)) = 1 otherwise.
Let H̃Π,r be the collection of all the g′s. Instead of giving A the query set HΠ,r, the adversary
actually sends the set H̃Π,r.

As we will argue in a moment, queries from H̃Π,r have distributional means similar to their
counterparts in HΠ,r. Hence, although the adversary sends queries from H̃Π,r and receives
responses about them, it can post-process these responses just as if they were queries about
HΠ,r.

4.4.3 Analysis

The last section presented our adversary design. We now discuss its correctness. The interaction
between A and the adversary as a whole constitutes a query-releasing procedure P with respect to
Dθ. The procedure P takes (x1, . . . , xn) as input and outputs q ∈ R

mkd. We now argue that P is
both accurate and fair.

Fairness. We start by analyzing fairness. Item 1 of Definition 4.1 is satisfied, as the adversary re-
veals Π “bit-by-bit” by our design. Regarding Item 2, note that if a point x = (w, ei, uj , v≤r−1◦v≥r)
is compromised in the (r−1)-th round, so is every point of the form x′ = (w, ei, uj , v≤r−1◦v′≥r). Take
one such x′, and we compare the behavior of the algorithm on, e.g., (Π(x),Π(x2), . . . ,Π(xn)) versus
(Π(x′),Π(x2), . . . ,Π(xn)). Over a random Π, we know Π(x) and Π(x′) are identically distributed,
even after conditioning on the first (r−1) slices of Π. Should x be not compromised, the algorithm
could have distinguished between Π(x) and Π(x′) by examining g(Π(x)) and g(Π(x′)) for some
query g from H̃Π,≥r. However, since x has been compromised, we have g(Π(x)) = g(Π(x′)) = 1
for every g ∈ H̃Π,≥r. Therefore, from the r-th stage onward, the algorithm cannot distinguish
between the input being x or x′. That is, the algorithm behaves the same on every x′ of the
form (w, ei, uj , v≤r−1 ◦ v′≥r), meaning that the r-th to d-th slice of the input is independent of the
algorithm’s output.
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If the names (the “w” part) of x1, . . . , xn are distinct (which happens with probability 1− 1
WΩ(1) ),

their random masks do not interfere with each other, and we can apply the argument for each input
separately. This shows the procedure is τ -fair with probability 1− 1

nΩ(1) .

Accuracy. We now prove the procedure is accurate with respect to Dθ. The promise of A says
that its responses are α-accurate for the query family H̃Π,∗. If we can argue that these responses are
(1 + o(1))α-accurate to the closely related query family HΠ,∗, then the adversary can just directly
translate these responses into accurate responses for H∗ (with respect to Dθ). Then, the accuracy
of q = P(x1, . . . , xn) follows from accurate answers to H∗ together with the post-processing from
Section 3.2.

Indeed, every g ∈ HΠ,r is associated with a query g′ ∈ H̃Π,r. By definition, we have
∣

∣

∣

∣

E
x∼Dθ

[g(x)] − E
x∼Dθ

[g′(x)]

∣

∣

∣

∣

≤ Pr
x
[x is compromised before stage r].

Therefore, it suffices to prove that the fraction of compromised points is bounded by α across all
stages. At a stage r ∈ [d], conditioning on q∗,∗,<r, we have

Pr
x
[x is compromised before stage r] = Pr

x

[

∃r′ < r,pscore(r
′)(x, q) ≤ τ

]

.

Take {pscorer′(x, q)}r′<r as a random walk with (r− 1) ≤ d steps. The movement of each step has

zero mean, and the length of each step is bounded by 1
m . Since τ =

C
√

d log(1/α)

m , with probability

1−αΩ(C2) over x, the random walk stays below the threshold τ across the r− 1 steps. This means
the fraction of compromised inputs is always below αΩ(C) across the d stages, regardless of the
partial output q∗,∗,≤r. This completes the accuracy analysis.

4.4.4 Proof of Theorem 1

We are now ready to prove one of the main results of the paper, Theorem 1. We formulate a formal
version of Theorem 1 below.

Theorem 11. Let N,M ≥ 1 and α ∈ (0, 1/10) be such that N ≪ 2M , M ≪ 2N and 1
α ≪

min(N,M). Let A be an algorithm for answering statistical linear queries over the domain [N ].

Suppose A operates on at most o(

√
log(N) log(M)

α3 log(1/α)
) samples. Then, there is a O(logN)-round adaptive

attack against A, which sends at most m queries to A and makes A fail to be either sample- or
distribution-accurate within error α on at least one query. The attack succeeds with probability
Ω(α).

Let us quickly review the relevant parameter settings. We have d = Θ(logN),m = Θ(logM),
k = Θ( 1

α2 ) such that 2d · mk = N and 2m · kd = M . In Section 4.4.1, we also set up a new

parameter W = ( log(N) log(M)
α3 )O(1) and use it to design an “obfuscating scheme”. To keep notational

consistency with previous sections, here we choose to work with a slightly large domain [N ×W ]
in proving Theorem 11, noting that this does not change our conclusion as log(N) = Θ(log(NW )).
Having verified the parameter consistency, the upcoming proof will use the constructions and
designs from prior sections (such as the set K, the mapping Π, the matrix A ∈ {±1}M×N , the
distribution Dθ, etc.) without further notice.

Proof. Suppose A is an ADA algorithm working over the universe [N × W ], operating on n ≤
c
√

log(N) log(M)

α3 points. Consider an adversary B interacting with A as in Section 4.4.2. Denote by
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P the whole procedure. P takes as input x1, . . . , xn ∼ Dn
θ and the description of Π. It simulates

the interaction between A and B and outputs an estimate of E[Dθ], denoted by q ∈ R
mkd. We have

argued that P is fair w.r.t. (x1, . . . , xn) with probability 1− 1
WΩ(1)

.

Depending on how often the output of A is accurate, we consider two cases.

Case 1. Let c > 0 be sufficiently small. If, with probability c · α, A fails to return α-accurate
answer (w.r.t. Π(Dθ)) to at least one query, the adversary B is the desired attack to A.

Case 2. Now we assume that with probability 1−cα, all outputs of A are α-accurate w.r.t. Π(Dθ).
We argue that the output of P is close to E[Dθ] on average. First, from Section 4.4.3, we see that
α-accurate responses from A induce an output q of P such that ‖q − E[Dθ]‖ ≤ O(αkd). Second,
regardless of A being accurate or not, the output q ← P(x) always satisfies that ‖q‖1 ≤ O(

√
kd).

To see this, for every i ∈ [m] and r ∈ [d], there is λ ∈ [−1, 1]k such that

‖qi,∗,r‖1 =
1

m

∥

∥

∥

∥

∥

∥

1

k

k
∑

j=1

λju
j

∥

∥

∥

∥

∥

∥

1

≤
√
k

m

∥

∥

∥

∥

∥

∥

1

k

k
∑

j=1

λju
j

∥

∥

∥

∥

∥

∥

2

≤
√
k

m

Summing over all i, r ∈ [d×m] verifies the claim. With this in mind, we calculate

‖E[P(x)] − µθ‖1 ≤ O(αkd) + Pr[A not accurate] · O(
√
kd) ≤ O(αkd).

Hence, P is both accurate and natural, placing itself under the regime of Theorem 10. By Theo-
rem 10, we can fix a θ and run the following attack. For every output q of P, we can define a query
φ accordingly, such that

E
x∼Dn

θ

E
q∼P(x),φ

∣

∣

∣

∣

E
j
[φ(xj)]− E

Dθ

[φ(x)]

∣

∣

∣

∣

≥ Ω(α).

Since the deviation of the sample-mean from the distributional mean is always bounded by 1, by
the reverse Markov’s inequality, with probability Ω(α), it holds that:

∣

∣

∣

∣

E
j
[φ(xj)]− E

Dθ

[φ(x)]

∣

∣

∣

∣

≥ Ω(α).

For any φ for which the above holds, define φ′(x) := φ(Π−1(x)) accordingly. Then, it follows that
∣

∣

∣

∣

∣

E
j
[φ′(Π(xj))]− E

x∼Π(Dθ)
[φ′(x)]

∣

∣

∣

∣

∣

≥ Ω(α).

We see that φ′ witnesses a mismatch between the data (Π(x1), . . . ,Π(xn)) and the distribution
Π(Dθ), rendering itself a desired attack query against A.

4.5 On Removing the Sample-Accurate Assumption

In this section, we present several lower bounds against algorithms that are only required to be
accurate with respect to the distribution. The price we pay, however, is that the bound usually
becomes smaller by a factor of 1

α .
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Lower bounds in the many-query regime. We record relevant parameters here for quick
reference: N is the size of the universe, M the number of queries, and α the desired accuracy. We
have set d = Θ(log(N)),m = Θ(log(M)), k = 1

α2 so that 2m · kd = M and 2d · km = N . We have
constructed a set of vectors K = {(ei ⊗ uj ⊗ v)} of size |K| = mk2d = N , and an associated query
matrix A ∈ {±1}M×N .

As before, we start by analyzing the class of fair algorithms.

Proposition 5. Let n = c
√
dm

α2 log(1/α)
and τ =

C
√

d log(1/α)

m . There is no τ -fair algorithm A : Kn →
[−1, 1]M that can answer all queries for the workload matrix A ∈ {±1}M×N to within ℓ∞ general-
ization error α with probability 1− o(1).

Proof. Suppose for contradiction that such an A exists. Let Ã be the composition of A with the
post-processing of Section 3.2. Recall our parameter setting that k = c

α2 for some small c. Then,
for any θ and its induced distribution Dθ, we have

‖ E
x∼Dn

θ ,Ã(x)
[Ã(x)]− E[Dθ]‖1 ≤ O(αkd) + Pr[A not accurate] · O(

√
kd)

≤ O(αkd).

In particular, this means Ã is subject to the score lower bound from Section 3.3. Namely,

E
θ

E
x,Ã(x)





n
∑

j=1

score(xj ; Ã(xj))



 ≥ Ω(
d

α2
).

On the other hand, assuming A is τ -fair, we have

E
θ

E
x,Ã(x)

[score(xj; Ã(x)] ≤ τ +O(
C
√

d log(1/α)

m
) ≤ O(

√

d log(1/α)

m
).

If n < c
√
dm

α2 log(1/α)
, the score lower bound and upper bound becomes contradictory. This completes

the proof.

Section 4.4.2 has described a reduction, roughly saying the following. Let A be an ADA algo-
rithm working over the domain [N ×W ]. One can combine A with the reduction procedure and
obtain a τ -fair query releasing algorithm, which works over a smaller universe [N ], enjoys the same
sample complexity, and incurs a slightly higher error (higher by a (1 + o(1)) factor). Furthermore,
the reduction interacts with A for at most d adaptive rounds. Since all fair algorithms have been
ruled out by Proposition 5. We can thus combine the reduction with Proposition 5 and prove the
following theorem.

Theorem 12. Let N,M ≥ 1 and α ∈ (0, 1/10) be such that 2N ≫ M , 2M ≫ N and 1
α ≪

min(N,M). For some n = Θ(

√
log(N) log(M)

α2 log(1/α)
), the following is true: any ADA algorithm, over the

universe [N ] and operating on n samples, cannot answer M adaptively generated statistical queries
to within generalization error α.

Furthermore, there is an attack against A, which breaks its accuracy within O(logN) rounds of
adaptivity with constant probability. The attack sends at most M queries.
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Remark If we “unpack” the proof of Theorem 12, we will find out that the attack strategy is
similar to prior works [HU14, SU15]. Namely, we assign a “score” to every point in the universe.
We deem any point with a large score likely in the data set. As such, we remove their contribution
to future queries. At a certain moment, almost all data points of the algorithm are exposed.
Consequently, the algorithm fails to evaluate new queries accurately. However, due to the limitation
of traditional fingerprinting lemmas (which required a Boolean hypercube structure), prior works
cannot push the technique to the many-query small-universe regime. In contrast, our geometric
fingerprinting technique allows for working with a richer class of geometric structures, enabling us
to make further progress in understanding the limitations of efficient adaptive data analysis.

Lower bounds in the few-query regime. So far, we are interested in the regime where the
number of queries is large (compared with log-universe-size). For a smaller number of queries, we
establish the following theorem.

Theorem 13. Let n = c
√
m

α log(1/α) and N = 2O(α2m). Let A be an ADA algorithm over the universe

[N ] where N = 2O(α2m). Suppose A receives only n samples. Then, it cannot answer m adaptively
generated statistical queries within generalization error α.

Furthermore, there is an attack against A that breaks its accuracy within O(α2m) rounds of
adaptivity with constant probability. The attack sends at most m queries.

Theorem 13 recovers the main information-theoretic lower bound of [SU15]. Our theorem is
slightly stronger in the sense that our attack breaks the algorithm within α2k rounds of adaptivity,
where in each round, the attacker sends 1

α2 queries in a batch. Prior constructions require full
adaptivity, and they send queries one by one.

Proof sketch. We lift the query-releasing lower bound of Theorem 9 (whose proof appeared in
Section 3.4) to an ADA lower bound.

In particular, recall that k = c
α2 . For the ensemble of vectors

K = {uj ⊗ v : v ∈ {±1}d} ⊆ R
kd

and its associated query matrix A ∈ {±1}kd×(k2d), we have shown that any α-accurate (in ℓ∞
metric w.r.t. Dθ) algorithm A satisfies that

E
θ

E
x,A(x)





n
∑

j=1

score(xj ;A(x))



 ≥ Ω(
d

α2
).

If we further assume that A is τ = C
√

d log(1/α)-fair w.r.t. the slicing of Rkd into d slices, then
we have

E
θ

E
x,A(x)

[

score(xj ;A(x))
]

≤ τ +O(
√

d log(1/α)) ≤ O(
√

d log(1/α)).

The score upper and lower bounds give a lower bound of n ≥ Ω
( √

d
α2 log(1/α)

)

. In terms of the number

of queries m = kd, this is an Ω(
√
m

α log(1/α) ) lower bound. The universe size is k2d = 2O(d) = 2O(α2m).
We have shown a lower bound against fair algorithms. We can use a version of the reduction

from Section 4.4.2 to obtain a lower bound against all algorithms. The reduction enlarges the
universe size by a factor of W = nO(1), which is negligible for a typical parameter regime where
2α

2m ≫ n.
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5 Lower bounds on Random Query Releasing via Fingerprinting

In this section, we prove the following lower bound for a set of random queries.

Theorem 14. Let N, d ≥ 0 be two integers such that N ≫ d and log(N) ≤ o(d). Consider a random
matrix A ∈ {±1}d×N where each entry of A is independently set to ±1 with equal probability.

Then, with probability 1 − o(1) over A, the following is true for all α < c
√
logN√
d

: for every

ε ∈ (0, 1) and δ < α
d , any (ε, δ)-DP algorithm A for query releasing with workload matrix A needs

at least Ω
(√

d
εα

)

samples to achieve a mean-squared error of α2d.

We will prove Theorem 14 via our geometric fingerprinting framework. Here, both the upper
and lower bounds on the “score” are not straightforward, and we will use randomness of A in an
essential way to establish both bounds.

We also highlight that Theorem 14 is the first application of our framework on a set K that
does not appear to contain a large hypercube. In contrast, the lower bounds presented in Sections 3
and 4 all depend heavily on an embedded hypercube structure.

5.1 Basic Facts on Rademacher Sums

We need tight control on the tail bounds of Rademacher sums. To begin with, the following tail
upper bound is a direct consequence of the Hoeffding inequality.

Lemma 5.1. Let a ∈ R
d. Then, for every t ≥ 1, it holds that

Pr
x∼{±1}d

[〈a, x〉 ≥ t‖a‖2] ≤ exp(− t2

2
).

We also need the following tail lower bound.

Lemma 5.2. Let a ∈ R
d be such that there are at least d/2 coordinates i ∈ [d] with |ai| ≥ 1

5
√
d
‖a‖2.

Then, there is an absolute c > 0 such that for every t ∈ [0, c
√
d), it holds that

Pr
x∼{±1}d

[〈a, x〉 ≥ t‖a‖2] ≥ exp(−ct2).

We include a proof of Lemma 5.2 below. To start, for any vector a ∈ R
d and t > 0, define

K1,2(a, t) = inf{‖a′‖1 + t‖a′′‖2 : a′ + a′′ = a}.

For small t, the quantity K1,2 behaves like t‖a‖2 while for large t (in particular for t >
√
d), the

quantity converges to ‖a‖1. The following lemma instantiates this intuition for all “good” vectors,
which are of interest to us.

Lemma 5.3. There is a small constant c > 0 for which the following is true. Suppose a ∈ R
d is

such that there are at least d/2 coordinates i ∈ [d] with |ai| ≥ 1
5
√
d
‖a‖2. Then, for t < c

√
d, it holds

that
t‖a‖2 ≥ K1,2(a, t) ≥ c · t · ‖a‖2.

Proof. The upper bound onK1,2 is obvious. We establish the lower bound here. SupposeK1,2(a, t) =
‖a′‖1+ t‖a′′‖2. Among all the coordinates i ∈ [d] such that |ai| ≥ 1

5
√
d
‖a‖2, if there are half of them

such that a′i > |ai|/2, then it is clear that ‖a′‖1 ≥ 1
10
√
d
· d4 · ‖a‖2 > ct‖a‖2 (recall that t < c

√
d).
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Otherwise, there are at least half of i’s with |a′′i | ≥ |ai|/2. Then, we have

‖a′′‖22 ≥
d

4
·
(

1

10
√
d

)2

· ‖a‖22 > c2‖a‖22.

Consequently, we have t‖a′′‖2 ≥ ct‖a‖2 as desired.

We also need the following anti-concentration inequality from [MS90].

Lemma 5.4 ([MS90]). There is a constant c > 0 such that for every a ∈ R
d, we have

Pr
x∼{±1}d

[〈x, a〉 ≥ c−1K1,2(a, t)] ≥ c−1e−ct
2
.

Now, it is clear that Lemma 5.2 is a direct consequence of Lemma 5.4 combined with Lemma 5.3
(The constant “c” appearing in the three lemma statements are not necessarily the same).

5.2 Lower Bounding the Score

Expanding vector family. We state the following “expanding” property on a collection of
vectors.

Definition 5.1. Let d ∈ N. A collection of d-dimensional vectors S = {s1, . . . , sN} is (r, η)-
expanding, if the following is true: with probability 1 − 1

d5
over θ ∼ ∂B2(0, r), the exponential tilt

Dθ of S satisfies that

E
v∼Dθ(S)

[〈v, θ〉] ≥ η.

A matrix A ∈ {±1}d×N is (r, η)-expanding, if the ensemble of column vectors of A is (r, η)-
expanding.

Looking ahead, an expanding family of vectors gives a query matrix A for which we can prove
the score lower bound (c.f. Section 2.3). The following proposition states that a random query
matrix is expanding with desired parameters with high probability.

Proposition 6. For all sufficiently small c > 0, the following is true. Suppose N ≫ d and
log(N) ≤ o(d). Let A ∼ {±1}d×N be chosen uniformly at random. With probability 1 − o(1), the
matrix A is (c

√
logN,Ωc(log(N)))-expanding.

Proof. Let r = c
√
logN . We claim that

Pr
θ∼∂B2(0,r)
A∼{±1}d×N

[

E
v∼Dθ(A)

[〈v, θ〉] ≥ η

]

≤ 1

d10
. (13)

To justify (13), we first sample θ and condition on the event that half of θi satisfies that
|θi| ≥ 1

5
√
d
‖θ‖2, which happens with probability 1 − exp(−Ω(d)). Then, by Lemma 5.2, for any

small cdev > 0, there is a suitable cprob = O(cdev
2) such that

Pr
s∼{±1}d

[

〈s, θ〉 > cdev
√
logN√
d

‖θ‖1
]

≈ 1

N cprob
.

It follows that with probability 1 − exp(−NΩ(1)) over a random matrix A ∼ {±1}d×N , there

are 1
2 · N

N
cprob = 1

2N
1−cprob column vectors A∗,j with 〈θ,A∗,j〉 > cdev

√
logN√
d
‖θ‖1 ≥ cdev logN

4 . For such

matrices A, if we were to sample a column uniformly at random, with probability 1
2N

cprob we would

get a column A∗,j such that 〈A∗,j , θ〉 ≥ cdev logN
4 . Next, we make use of the following lemma.
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Lemma 5.5. Let X be a random variable with density p : R→ R≥0. Suppose that Pr[X ≥ η] ≥ δ.
Define a random variable Y with density proportional to q(y) := p(y) · exp(y). Then, we have

E[Y ] ≥ η − 2 log(1/δ).

We defer the proof of Lemma 5.5 to the end of the subsection. Assuming its truth and applying
it to the random variable 〈A∗,j , θ〉 (where the randomness is over j ∼ [N ]), we get that for the
exponential tilt Dθ(A), it holds that

E
v∼Dθ

[〈v, θ〉] ≥ cdev
4

logN − 2cprob log(N) ≥ Ω(logN).

Here, we choose cdev ∈ (0, 1) to be sufficiently small so that we have cprob = Θ(cdev
2)≪ cdev.

To wrap up the proof of Proposition 6, note that we have shown (13) (even with a stronger
probability bound of exp(−Ω(d)) + exp(−NΩ(1)) on the right hand side). Next, by Markov’s
inequality, this means that with probability 1− o(1) over the sampling of A, we have

Pr
θ

[

E
v∼Dθ(A)

[〈v, θ〉] ≤ Ω(logN)

]

<
1

d5
.

(If not, there would be at least Ω(1)· 1
d5

fraction of θ-A pairs that are “bad”, which would contradict
to (13)). This completes the proof of the proposition.

We fill in the last gap of the proof by proving Lemma 5.5 below.

Proof of Lemma 5.5. Without loss of generality, we consider the case that X ≤ η with probability
one. Namely, it suffices to prove the lemma for the random variable min(X, η). We also observe
that Y has an exponentially decaying tail bound. Namely for every t < η, it holds that

Pr[Y ≤ t] ≤ Pr[X ≤ t]

Pr[X ≥ η]
· exp(t)
exp(η)

≤ exp(t− η)

δ
.

Given the observation, we simply use integration by parts on Y to obtain

E[Y ] = η −
ˆ η

−∞
Pr[Y ≤ t]dt

≥ η − 1.9 log(1/δ) −
ˆ η−1.9 log(1/δ)

−∞
Pr[Y ≤ t]dt

≥ η − 1.9 log(1/δ) −
ˆ η−1.9 log(1/δ)

−∞

exp(t− η)

δ
dt

≥ η − 1.9 log(1/δ) − exp(−1.9 log(1/δ))
δ

≥ η − 2 log(1/δ).

This completes the proof.
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5.3 Upper Bounding the Score

Regular vector family. In this subsection, we define and study the following “regularity” con-
dition on a collection of Boolean vectors.

Definition 5.2. Let d ∈ N. A collection of d-dimensional Boolean vectors S = {s1, . . . , sN} is
r-regular, if the following is true: with probability 1 − 1

d5
over θ ∼ B2(0, r), the exponential tilt of

S satisfies that
λmax(cov(Dθ(S))) < O (1) .

A matrix A ∈ {±1}d×N is r-regular, if the ensemble of column vectors of A is r-regular.

Looking ahead, a regular family of vectors gives a query matrix A for which we can prove the
score upper bound via our framework (c.f. Section 2.3). We prove the following proposition, stating
that a random query matrix is regular with desired parameters.

Proposition 7. For all sufficiently small c > 0, the following is true. Suppose N ≫ d and
log(N) ≤ o(d). Let A ∼ {±1}d×N be chosen uniformly at random. With probability 1 − o(1), the
matrix A is (c

√
logN)-regular.

Proof. Let r = c
√
logN . We claim that

Pr
θ∼B2(0,r)

A∼{±1}d×N

[λmax(cov(Dθ(A))) > 2] ≤ 1

d10
. (14)

To prove (14), we first sample and condition on θ. We advise readers to keep in mind that ‖θ‖2 ≤
c
√
logN where c is sufficiently small.
Let B = {±1}d be the Boolean cube. It is easy to see that cov(Dθ(B)) is a diagonal matrix

with λmax(cov(Dθ(B))) ≤ 1. Our proof strategy is to show that cov(Dθ(A)) is extremely close to
cov(Dθ(B)). This happens because A can be understood as sampling N random vectors from B
with replacement. Since N is extremely large, concentration inequalities apply, and we reach the
desired conclusion.

We give the formal details here. First, define

B′ = B \ {x ∈ {±1}d : 〈x, θ〉 > 3
√

logN‖θ‖2}

to be a pruning of B where we remove all vectors that have too large an inner product with θ. We
claim that Dθ(B

′) is close to Dθ(B) in total variation distance. Indeed, we have

dTV(Dθ(B
′),Dθ(B)) = Pr

v∼Dθ(B)
[v /∈ B′]

≤
ˆ +∞

3
√
logN

Pr
x∼{±1}d

[〈x, θ〉 > t‖θ‖2] · exp(t‖θ‖2) dt

≤
ˆ ∞

3
√
logN

exp(− t2

2
+ t‖θ‖2) dt

≤ 1

N2
.

It then follows that λmax(cov(Dθ(B
′))) < 1 + o(1). Furthermore, when we sample the column

vectors of A, with probability 1 − 1
N , all the vectors will be in the set B′. We condition on this

event.
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We recall a basic fact on concentration: for any bounded function f : B′ → [−N1/5, N1/5], with
probability 1− exp(−NΩ(1)) over s1, . . . , sN ∼ B′, we have:

∑

i∼[N ]

f(si) ∈ N · E
v∼B′

[f(v)]±O
(

N3/4
)

.

We apply this fact to the following functions:

• Z(s1, . . . , sN ) :=
∑N

i=1 exp(〈si, θ〉).

• Mu(s
1, . . . , sN ) :=

∑N
i=1 exp(〈si, θ〉) · siu for every u ∈ [d].

• Cu,v(s
1, . . . , sN ) :=

∑N
i=1 exp(〈si, θ〉) · siu · siv, for every u, v ∈ [d].

Note that all these functions are bounded by N1/5, because we have that 〈v, θ〉 < 3
√
logN‖θ‖2 <

1
5 log(N) for all v ∈ B′. Hence, we get that with high probability over {s1, . . . , sN}, each of these
functions is close to the following functions:

• Z∗ = N · Es∼B′ [exp(〈s, θ〉)].

• M∗u = N · Es∼B′ [exp(〈s, θ〉) · su] for every u ∈ [d].

• C∗u,v = N ·Es∼B′ [exp(〈s, θ〉) · su · sv] for every u, v ∈ [d].

Denote A = [s1, . . . , sN ]. Note that the covariance matrix of A is

cov(Dθ(A)) =
C(s)

Z(s)
− M(s)M(s)⊤

Z(s)2
.

Observe that Es∼B′ [exp(〈s, θ〉)] ≥ Ω(1). Then, it is straightforward to see that

cov(Dθ(A))− cov(Dθ(B
′)) =

(

C(s)

Z(s)
− M(s)M(s)⊤

Z(s)2

)

−
(

C∗

Z∗
− M∗(M∗)⊤

(Z∗)2

)

≤
(

C(s)

(

1

Z(s)
− 1

Z∗

)

−M(s)M(s)⊤
(

1

Z(s)2
− 1

(Z∗)2

))

−

−
(

C(s)−C∗

Z∗
− M(s)M(s)⊤ −M∗(M∗)⊤

(Z∗)2

)

≤ O(N3/4) · J
Z∗

≤ O(N−1/4) · J.

This shows that the distance between cov(Dθ(A)) and cov(Dθ(B
′)) is negligible with high proba-

bility, implying that λmax(cov(Dθ(A))) < 1 + o(1).
Now we have shown that (14) is true. By Markov’s inequality, this implies that with probability

1− o(1) over A, we have

Pr
θ
[λmax(cov(Dθ(A))) > 2] <

1

d5
.

(Again, if not, there would be at least Ω(1) · 1
d5

fraction of θ-A pairs that are bad, contradicting to
(14)). This completes the proof of the proposition.
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5.4 Proof of Theorem 14

We are ready to conclude the proof of Theorem 14. We condition on a matrix A ∈ {±1}d×N that is
(c
√

log(N),Ω(log(N)))-expanding and (c
√
logN)-regular for some absolute constant c > 0. There

are all but o(1)-fraction of such matrices by Propositions 6 and 7. Given A, we use ai, i ∈ [N ] to
denote its column vectors.

Let α < c′
√
logN√
d

be a desired accuracy parameter, where c′ < c is sufficiently small. Let

n = c′
√
d

εα . Fix δ < 1
d . Suppose A : [N ]n → R

d is an (ε, δ)-DP algorithm with ℓ22 error of at most
α2d. We derive a contradiction via the correlation analysis.

To set up the fingerprinting argument, choose V = B2(0, c
√

log(N)) and let S be its surface.
For every θ ∈ V , define the exponential tilt Dθ as usual. Namely, Pr[Dθ = ai] ∝ exp(〈θ, ei〉). Write
µθ := E[Dθ] as the mean of Dθ.

Score lower bound. Since the mean-squared error of A is α2d, by Jensen’s inequality, we have
that ‖E[A(x)]−Ej∼[n][x

j ]‖2 ≤ α
√
d for every data set x = (x1, . . . , xn). In light of this observation,

we apply Proposition 1 and the divergence theorem to obtain

E
θ∼V

E
x∼Dn

θ ,A(x)





n
∑

j=1

〈xj − µθ,A(x)〉





=
Area(S)

Vol(V )
E

θ∼S

〈

E
x∼Dn

θ ,A(x)
[A(x)], θ

‖θ‖2

〉

≥ d

c
√
logN

(

E
θ∼S

〈

E
x∼Dn

θ

E
j∼[n]

[xj],
θ

‖θ‖2

〉

− α
√
d

)

=
d

c
√
logN

(

E
θ∼S

〈

E
x∼Dθ

[x],
θ

‖θ‖2

〉

− α
√
d

)

≥ d

c
√
logN

(

(1− d−5) · Ωc(
logN√
logN

)−O(d−5 · d)− α
√
d

)

(expanding of A)

≥ d

c
√
logN

(

Ωc(
√

logN)− c′
√

logN
)

≥ Ωc(d).

To achieve a tight dependence on α, we define the score slightly differently. In particular, we
observe that

E
θ∼V

E
x∼Dn

θ ,A(x)





n
∑

j=1

〈xj − µθ, µθ〉



 = 0.

Consequently,

E
θ∼V

E
x∼Dn

θ ,A(x)





n
∑

j=1

〈xj − µθ,A(x)− µθ〉



 ≥ Ωc(d). (15)

We define the score of x′ ∈ [N ] w.r.t. A(x) as score(x′;A(x)) = 〈x′ − µθ,A(x) − µθ〉. As we will
soon see, shifting A(x) by µθ allows for reducing the “variance” of scores, making it feasible to
prove a tight upper bound on the score.
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Score upper bound. To establish the score upper bound, we will use Proposition 2. The first
step is to understand the variance of score(x′,A(x)) where the randomness is over x ∼ Dn

θ ,A(x)
and x′ ∼ Dθ. Since score(x

′,A(x)) has zero mean, we just calculate its second moment. We proceed
as

E[score(x
′,A(x))2] = E

[

(A(x)− µθ)
⊤cov(Dθ)(A(x)− µθ)

]

≤ λmax(cov(Dθ))E[‖A(x) − µθ‖22].

By triangle inequality, we have

E[‖A(x)− µθ‖22] ≤ 2 E
x∼Dn

θ ,A(x)

[

‖A(x)− E
j
[xj ]‖22

]

+ 2 E
x∼Dn

θ

[

‖µθ − E
j
[xj ]‖22

]

.

The first term is bounded by α2d since A has a low mean-squared error. The second term is also
bounded by O(α2d), provided that n ≥ 1

α2 . We can assume this is the case without loss of generality

(i.e., 1
α <

√
d). This is because we can appeal to a folklore reduction, saying that any algorithm

with n samples and error α implies an algorithm with n
k samples and error kα. We prove this fact

at the end of the section for completeness. (The right lower bound in the regime where α < 1√
d

can also be proven using hereditary discrepancy approaches.)
Back to our discussion, we have shown that

E[score(x
′,A(x))2] ≤ O

(

α2d · λmax(cov(Dθ))
)

.

Now, we utilize the regular property of A, which tells us that λmax(cov(Dθ)) ≤ O(1) with probability
1− d−5 over θ ∼ V . For every such θ, we may use Proposition 2 to conclude that

E[score(x
j ,A(x))] ≤ O(αε

√
d+ δd) ≤ O(αε

√
d)

for every j ∈ [n].
For those θ such that λmax(cov(Dθ)) is too large, we use the naive bound of E[score(xj ,A(x))] ≤

O(d). Combining both cases, we conclude that

E
θ∼V

E[score(x
j ,A(x))] ≤ O(αε

√
d). (16)

Unlike proofs presented in Sections 2 to 4, here we are only able to establish the score upper bound
on average over θ. Nevertheless, this is sufficient to carry out the proof.

Finally, we compare (15) with (16). The upper and lower bounds on the score imply the desired

lower bound n ≥ Ω
(

d
αε
√
d

)

≥ Ω
(√

d
αε

)

, concluding the proof.

Trading off accuracy for smaller sample size. We present the promised reduction that allows
one to reduce the sample size at the price of a higher error. Suppose A : [N ]n → R

d is α-accurate
and (ε, δ)-DP. We design an algorithm B : [N ]n/k → R

d that is αk-accurate and retains (ε, δ)-DP.
Denote m = n/k. Say (x1, . . . , xm) is the input to B. Take z to be arbitrary. Make n −m copies
of z and feed A with the input (x1, . . . , xm, z, . . . , z). Let q ∈ R

d be the output of A. We let B
output n

m

(

q − n−m
n · z

)

. B is clearly private. Regarding accuracy, we have
∥

∥

∥

∥

∥

∥

n

m
(q − n−m

n
· z)− 1

m

m
∑

j=1

xj

∥

∥

∥

∥

∥

∥

2

=

∥

∥

∥

∥

∥

∥

n

m



q − 1

n





m
∑

j=1

xj + (n −m) · z









∥

∥

∥

∥

∥

∥

2

.

Note that the right hand side measures the error of A on (x1, . . . , xm, z, . . . , z) and multiply it with
n
m = k. Hence, assuming A has error α, it follows that B has error kα.
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6 Releasing Random Linear Queries via Sparse Histogram

In this section, we present our algorithm for answering random linear queries with near-optimal
sample complexity in the low-accuracy regime. The main result covered in this section is Theo-
rem 15, to appear in Section 6.3.

6.1 The Structure of Random Queries

We need the following structural result concerning random matrices. Roughly, it says given a
random query matrix A ∈ {±1}d×N , any small number of column vectors behave like mutually
orthogonal vectors.

Lemma 6.1. Let N, d ≥ 0 be two integers. Consider a random matrix A : {±1}d×N where each
entry of A is independently set to ±1 with equal probability.

Then, with probability 1−o(1) over A, the following is simultaneously true for all k ∈
[

1, c · d
log(N)

]

:

for all possible subset of k distinct columns i1, . . . , ik ∈ [N ], the column vectors A∗,i1 , . . . , A∗,ik sat-

isfy
∥

∥

∥

∑

j A∗,ij

∥

∥

∥

2
≤
√
2kd.

Before starting the proof, we introduce one useful concentration inequality about quadratic
forms of sub-gaussian random variables, known as the Hanson-Wright inequality.

Lemma 6.2 ([RV13]). There is a universal c > 0 for which the following is true. Let X =
(X1, . . . ,Xn) be a vector of independent random variables that are all zero-mean and K-subgaussian.
Let M be an n× n matrix. Then, for every t ≥ 0, it holds that

Pr[|XTMX − E[X
TMX]| > t] ≤ 2 exp

(

−cmin

(

t2

K4‖M‖2F
,

t

K2‖M‖op

))

.

Proof of Lemma 6.1. Fix one k. Let i1, . . . , ik be a list of fixed indices. Observe that
∑k

j=1A∗,j
is a vector of d independent entries where each entry is

√
k-subgaussian (this follows because the

sum of k Bernoulli random variables is
√
k-subgaussian). As such, we use Lemma 6.2 by taking M

there to be I, and derive that

Pr





∥

∥

∥

∥

∥

∥

∑

j

A∗,j

∥

∥

∥

∥

∥

∥

2

2

− kd > t



 < 2 exp

(

−cmin

(

t2

k2d
,
t

k

))

.

By taking t = kd, we see that

Pr





∥

∥

∥

∥

∥

∥

∑

j

A∗,j

∥

∥

∥

∥

∥

∥

2

>
√
2kd



 = Pr





∥

∥

∥

∥

∥

∥

∑

j

A∗,j

∥

∥

∥

∥

∥

∥

2

2

> 2kd



 < exp(−Ω(d)).

We can then union-bound over all possible choices of i1, . . . , ik. Note that there are Nk =

2
cd

log(N)
·log(N)

< 2c·d of them. Lastly, we union-bound over all possible k’s (there are at most
√
d of

them).
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6.2 Private Sparse Histogram

We need the following well-known result from the differential privacy literature.

Lemma 6.3. Let X be a (possibly unbounded) universe and n ≥ 1 be a finite integer. There is
an algorithm which, on input a non-negative vector x ∈ R

X
≥0 with ‖x‖1 = n, with probability one

returns a vector x̂ with ‖x̂‖1 = n such that

‖x− x̂‖∞ < O

(

1

ε
log(1/δ)

)

.

Furthermore, the algorithm is (ε, δ)-DP with respect to any adjacent inputs x, x′ with ‖x−x′‖1 < 1.

Most previous works using or designing sparse histogram algorithms are concerned with the
typical definition of add-remove or change-one privacy. For our purpose, we need a version of the
sparse histogram algorithm to handle ℓ1-adjacent data sets. For completeness, we include a proof
of Lemma 6.3 below.

Proof. We start by introducing the truncated Laplace mechanism and giving a “fine-grained” pri-
vacy analysis for it, taking the distance between two near inputs into account.

Truncated Laplace mechanism. For v, ε > 0, let TruncLapv(
1
ε ) be a truncated Laplace random

variable, defined as the following. To sample from TruncLapv(
1
ε ), one repeatedly

4 drawsA ∼ Lap(1ε ),
and returns the first A such that A ∈ [−v, v].

Now, let ε, δ be given as in Lemma 6.3. We choose v = 5 log(1/δ)
ε and make the following

claim: if two real numbers X,Y are such that |X − Y | = ∆ ≤ 1, then X + TruncLapv(
1
ε ) and

Y + TruncLapv(
1
ε ) are (∆ε,∆δ)-indistinguishable. To briefly justify this, consider the output

distribution of, e.g., X + TruncLapv(
1
ε ). We consider getting a sample from TruncLapv(

1
ε ) with

value inside [−v,−v +∆] ∪ [v −∆, v] as a privacy failure. The probability of failure is then easily
shown to be at most ∆δ. If the failure event does not happen, the output X + TruncLapv(1/ε)
is equally likely (up to a multiplicative factor of e∆ε) to occur as well when we sample from
Y +TruncLapv(

1
ε ) instead.

Algorithm. Let us design the algorithm. For each u ∈ X , we tentatively set x̃u = max(0, xu +
TruncLapv(

1
ε )). This gives us a vector x̃ which satisfies that

‖x̃− x‖∞ ≤ v.

Currently, x̃ does not necessarily satisfy that ‖x̃‖1 = n. Consider the setH = {y ∈ R
X
≥0 : ‖y‖1 = n}.

We project x̃ onto H by minimizing ℓ∞ movement. Denote the resulting point by x̂. Since the
vector x is in H, and x is close to x̃ in ℓ∞ distance, an application of triangle inequality shows that

‖x̂− x‖∞ ≤ 2‖x̃− x‖∞ = 2v.

Privacy. The above concludes the description of the algorithm as well as its utility analysis. In
terms of privacy, let x, x′ be a pair of vectors such that ‖x−x′‖1 ≤ 1. For every element u ∈ X , the
value x̃u and x̃′u will be (ε|xu−x′u|, δ|xu−x′u|)-indistinguishable. Hence, using the basic composition
of differential privacy, we conclude that the two vectors x̃, x̃′ are (ε, δ)-indistinguishable. Since x̂
and x̂′ are post-processing of x̃, x̃′, this projection step does not change our privacy analysis.

4There is another popular way of defining truncated Laplace noise by drawing a single sample from Lap(1/ε) and
truncating it into the range [−v, v]. However, for our algorithm and its analysis, the rejection sampling version is
needed.
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6.3 The Query Releasing Algorithm

We are ready to design our query-releasing algorithm for random linear queries.

Theorem 15. Let N, d ≥ 0 be two integers. Consider a random matrix A ∈ {±1}d×N where each
entry of A is independently set to ±1 with equal probability.

Then, with probability 1−o(1) over A, the following is simultaneously true for all α ∈
(

C
√

logN
d , 1

)

:

for every ε, δ ∈ (0, 1) there is a bound n = O
(

log(1/δ)
α2ε

)

and an (ε, δ)-DP algorithm A such that

for every input vector x ∈ R
N with ‖x‖1 ≥ n, A with probability one returns a ŷ such that

∥

∥

∥
A x
‖x‖1 − ŷ

∥

∥

∥

2
< α
√
d. Furthermore, A is (ε, δ)-DP w.r.t. ℓ1-adjacent data sets.

Proof. We first state the algorithm, and then give its privacy and utility analysis.

Algorithm. Given input x, we first scale it properly to make it the case that ‖x‖1 = n (namely
we change x to nx

‖x‖1 ). Then, we use the sparse histogram algorithm of Lemma 6.3 on x to find a

vector x̂ such that ‖x− x̂‖∞ < O(1ε log(1/δ)). Finally, we output Ax̂
‖x̂‖1 .

Privacy. To understand the privacy of the algorithm, note that for two adjacent x, x′ with
min(‖x‖1, ‖x′‖1) ≥ n, the scaling step increases their ℓ1 distance by at most 1:

∥

∥

∥

∥

nx

‖x‖1
− nx′

‖x′‖1

∥

∥

∥

∥

1

≤
∥

∥

∥

∥

nx

‖x‖1
− nx′

‖x‖1

∥

∥

∥

∥

1

+

∥

∥

∥

∥

nx′

‖x‖1
− nx′

‖x′‖1

∥

∥

∥

∥

1

≤ n

‖x‖1
‖x− x′‖1 + n‖x′‖1 ·

∣

∣

∣

∣

1

‖x‖1
− 1

‖x′‖1

∣

∣

∣

∣

≤ 1 +
n‖x′‖1

‖x‖1 · ‖x′‖1
≤ 2.

Therefore, to ensure the final algorithm is (ε, δ)-DP, we can work with slightly smaller privacy
parameters (ε/2, δ/2) when invoking Lemma 6.3. This only blows up the relevant parameters by a
constant factor.

Utility. We now prove the utility of the algorithm. We assume the matrix A is such that the
conclusion of Lemma 6.1 holds (which happens with probability 1 − o(1)). We also assume the
input x has ‖x‖1 = n. Let x̂ be the algorithm’s output. From Lemma 6.3 we see that

‖x̂− x‖1 ≤ ‖x̂‖1 + ‖x‖1 ≤ 2n

and
‖x̂− x‖∞ ≤ v

for some v ≤ O( log(1/δ)ε ).
For every subset J ⊆ [N ] of |J | ≤ 2n

v columns, let eJ ∈ R
N be a vector which takes value 1 on

coordinates from J and equals zero elsewhere. It is easy to see that x̂−x can be written as a convex

combination of {±v · eJ : J ⊆ [N ], |J | ≤ 2n/v}. Here, we assume α > C
√

logN
d for a large enough

C, so that by setting n = C′ log(1/δ)
εα2 for an appropriate C ′, the cardinality of J (i.e., 2n

v = C′

C2
d

logN )
falls under the regime of Lemma 6.1. Then, for every J , by Lemma 6.1 we have

‖AeJ‖2 ≤ 2
√

d|J | ≤ 4

√

dn

v
.
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Finally, by an averaging argument, we see that
∥

∥

∥

∥

Ax

‖x‖1
− Ax̂

‖x̂‖1

∥

∥

∥

∥

2

=
1

n
‖A(x− x̂)‖2

≤ 1

n
sup
J
{‖v · AeJ‖2}

≤ 1

n
· v · 4

√
dn√
v

≤ 4

√

d · v
n

≤ α
√
d.

The last inequality is valid so long as we choose C ′ to be large enough, so that with n = C′ log(1/δ)
εα2

and v = O
(

log(1/δ)
ε

)

(this big-Oh hides a constant independent of α, n, d and N), we still have

v
n < α2

16 . This completes the proof.
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