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Abstract
Federated learning (FL) is a machine learning
methodology that involves the collaborative train-
ing of a global model across multiple decentral-
ized clients in a privacy-preserving way. Several
FL methods are introduced to tackle communica-
tion inefficiencies but do not address how to sam-
ple participating clients in each round effectively
and in a privacy-preserving manner. In this paper,
we propose FedSTaS, a client and data-level sam-
pling method inspired by FedSTS and FedSam-
pling. In each federated learning round, FedSTaS
stratifies clients based on their compressed gradi-
ents, re-allocate the number of clients to sample
using an optimal Neyman allocation, and sam-
ple local data from each participating clients us-
ing a data uniform sampling strategy. Experi-
ments on three datasets show that FedSTaS can
achieve higher accuracy scores than those of Fed-
STS within a fixed number of training rounds.

1. Introduction
Federated learning is a methodology that allows clients to
collaboratively learn a global model while preserving the
privacy of their local data. At a high level, FL operates as
follows: a central server sends an estimate of the global pa-
rameter to participating clients, who compute updates based
on this parameter and their data. The clients then return
the updated parameters to the server, which are aggregated
to compute a new global parameter. This iterative process
continues until the model converges. Several challenges ac-
company FL, including communication bottlenecks, system
and client heterogeneity, and privacy concerns.

One approach to addressing both communication bottle-
necks and client heterogeneity is FedAvg (McMahan et al.,
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2023). FedAvg involves sampling a subset of clients in each
training round and allowing these clients to perform mul-
tiple local training iterations before sending their model
updates to the server. Despite its communication advan-
tages, FedAvg introduces bias into the global model. To
address this issue, FedProx (Li et al., 2020), a generalization
of FedAvg, was proposed. FedProx incorporates a proximal
term which limits the deviation of local updates from the
global model, addressing the bias. Additionally, FedProx
provides convergence guarantees for training under non-IID
data, a common scenario in FL.

While methods like FedAvg and FedProx address critical
challenges in communication and bias, how to effectively
sample the participating clients in each round remains an
open problem. To illustrate the need for good client level
sampling, consider having each client participate in training.
In doing so, there’s a reasonable likelihood for similar data
being use repetitively, leading to redundant training. How-
ever, if the set of participating clients is sampled well, we
may avoid some of these redundancies. Clustering-based ap-
proaches, including (Fraboni et al., 2021), (Lu et al., 2023),
and (Gao et al., 2024), focus on improving the efficiency
of client sampling by grouping clients with similar charac-
teristics. In FedSTS (Gao et al., 2024), clients are grouped
based on a compressed representation of their gradients
and sampled using stratified random sampling techniques.
Moreover, the number of clients sampled from each stratum
is re-allocated using an optimal Neyman allocation, which
minimizes the variance introduced by client sampling and
significantly improves convergence rates. Data-level sam-
pling methods, such as FedSampling (Qi et al., 2023), aim
to mimic centralized learning by sampling local data from
each participating client, followed by only using this data in
the local training.

In this paper, we propose Federated Stratification and
Sampling (FedSTaS), a client and data-level sampling ap-
proach inspired by FedSampling and FedSTS. A key contri-
bution of FedSTaS is the integration of compressed gradient
clustering from FedSTS with the privacy-preserving data-
level sampling methodology of FedSampling. This allows
FedSTaS to achieve three key benefits: reduced variance,
improved training efficiency, and privacy protection through
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the use of local differential privacy (LDP). Theoretically, we
show the unbiasedness of FedSTaS and its ability to achieve
ϵ-LDP. Our experiment results show that FedSTaS is able to
achieve accuracy scores higher than those of FedSTS within
a fixed number of rounds on both IID and non-IID data.

2. Methodology
2.1. Model Aggregation

As mentioned, the goal of FL is to jointly learn a global
model. Mathematically, if there are N clients, the goal of
FL is to solve the following optimization problem:

min
w∈Rd

F (w) = min
w∈Rd

N∑
k=1

ωkFk(w)

= min
w∈Rd

N∑
k=1

ωk
1

nk

nk∑
j=1

f(w;xk,j)

(1)

where ωk is a weight for the kth client such that ωk ≥ 0 and∑N
k=1 ωk = 1, and nk is the size of the kth client’s train-

ing data, Dk = {xk,1, . . . , xk,nk
}. Each client’s objective

function Fk(w) is simply an average of the loss function,
f(w;xk,j), over the client’s training data, using the model
parameters w ∈ Rd.

During the tth round of training, the server sends wt, the
global parameter, to each of the clients which then perform
E epochs of local training. For the kth client, this update is
given by

wk
t+1 = wk

t − ηt∇Fk(wt, ξ
k
t ), (2)

where ηt is the learning rate, and ξkt is a sample of the
kth clients training data. Then, each client communicates
their updated wk

t+E to the server which are aggregated to
compute the updated parameter. If each of the N clients
participate in round t, the full aggregation is computed as

wt+E =
N∑

k=1

ωkw
k
t+E . (3)

This global aggregation is naturally computationally ineffi-
cient and thus in each round, a random subset of m clients,
St, is chosen to be used in the aggregation. That is,

wt+E =
∑
k∈St

N

m
ωkw

k
t+E . (4)

In FL literature, a client sampling scheme is referred to as
unbiased if the following result holds:

E

[∑
k∈St

N

m
ωkw

k
t+E

]
=

N∑
k=1

ωkw
k
t+E , (5)

where the expectation is taken with respect to the client
sampling St.

2.2. Client Level Sampling

In FedSTS (Gao et al., 2024), the authors propose to strat-
ify the N clients into H non-overlapping strata based on
the similarity of the Information Squeezed (IS) gradients
of each client. Afterwards, they apply a sample size re-
allocation scheme to optimally choose the number of clients
to sample from each strata, mh. Lastly, they sample each
client with probabilities proportional to the norm of each
client’s gradient. This results in clients with a higher norm
of gradient being more likely to be sampled, ”assigning
more attention to the more representative clients” as stated
in FedSTS (Gao et al., 2024).

To illustrate this method, let whi
denote the model update

of the ith client in the hth stratum, let Nh be the number
of clients in the hth stratum, and let wh = 1

mh

∑mh

i=1 whi

be the sampled average model update for the hth stratum.
Then, the FedSTS sampled model aggregation is given by

wsts =
1

N

H∑
h=1

Nhwh. (6)

Pseudo code for the client stratification proposed in (Gao
et al., 2024) is given in Algorithm 1.

Algorithm 1 ClientStratification
Input: Compressed gradient of all clients in the tth round

{Xt
k}Nk=1 and corresponding cluster index {λt

k}Nk=1

Input: The number of strata H

Initialize Use λt
k to restore {Xt

k}Nk=1 as {Zt
k}Nk=1

Initialize Randomly select H clients as group or stratum
centers {µ1, µ2, . . . , µH}

Initialize Ci = ∅ (1 ≤ i ≤ H)
repeat

foreach client k ≤ N do
ϵk = argmini=1,2,...,H ∥Zt

k − µi∥2
Cϵk = Cϵk ∪ {kth client with Zt

k}
end
foreach stratum Ci, i ≤ H do

New center µ′
i =

1
|Ci|

∑
Zt

k∈Ci
Zt
k

µi ← µ′
i

end
until ∀ i = {1, 2, . . . ,H}, µ′

i = µi;
Output: G = {C1, C2, . . . , CH}

2.3. Data Level Sampling

In FedSampling (Qi et al., 2023), the server opts to sample
data uniformly across the clients, resulting in a sampling
scheme that more closely aligns with a centralized learning
environment. To accomplish this, the data are sampled
proportional to the required sample size and the total number
of samples across all clients. Usually the client data size
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is a sensitive attribute, and thus privacy preservation is of
importance. In FedSampling (Qi et al., 2023) the authors
provide a privacy-preserving ration estimation method for
estimating the total sample size, while ensuring the privacy
of the client’s data size.

2.4. FedSTaS: Federated Stratification and Sampling

In this section we present the workflow for our proposed
FedSTaS federated training method who’s pseudo code is
shown in Algorithm 2.

From a client sampling standpoint, we employ FedSTS
(Gao et al., 2024). That is, we stratify the clients based
on their compressed gradient information, compute optimal
re-allocations based on the size and gradient variance of
the strata, and sample clients using importance sampling
based on the norm of their gradients. Then, following the
client sampling, we propose to conduct a second round of
data-level sampling from the participating clients.

Algorithm 2 FedSTaS
Input: Updates in the tth round of all clients {Gk

t }Nk=1

Input: Desired client sample size m and desired data sam-
ple size η

Initialize w0

Initialize St = ∅
foreach round t = 1, 2, . . . do
G = ClientStratification(Xt, λt, H)
foreach stratum h ≤ H do

mh = m · NhSh∑H
h=1 NhSh

pkt =
||IS(Gk

t )||∑Nh
k=1 ||IS(Gk

t )||
, k = 1, . . . , Nh

St = St ∪mh clients sampled with {pkt }
Nh

k=1

end
foreach sampled client i ∈ St do

compute rhi
using 7

end
compute ñ using 8
foreach sampled client k ∈ St do

wk
t+1 = ClientUpdate(k,wt, η/ñ)

end
wt+1 = 1

N

∑H
h=1 Nh

1
mh

∑mh

k=1 w
k
t+1

end

Our data-level sampling strongly resembles that of the Fed-
Sampling (Qi et al., 2023), but is adjusted to mimic central-
ized learning across the participating clients rather than the
whole set of clients. Suppose that in the tth round, the server
wishes to sample η observations across the m sampled
clients. With nhi

denoting the size of the training data for
the ith client in the hth stratum, let n =

∑H
h=1

∑mh

i=1 nhi

denote the total number of observations in the set of partici-
pating clients. Then, without preserving privacy, we propose

to sample the data uniformly across the participating clients
with sampling probabilities equal to η/n.

To preserve privacy, however, we follow FedSampling (Qi
et al., 2023). First, each participating client will compute a
clipped sample size, nhi,c = min(nhi ,M−1) for some size
threshold M . Following this, a fake sample size is drawn
from a uniform Multinomial distribution, n̂hi

∼ P(M).
Next, xhi

is drawn from a Bernoulli distribution with pa-
rameter α to generate the following privacy preserving client
data size:

rhi = xhinhi,c + (1− xhi)n̂hi . (7)

Lastly, we compute a private version of the total participat-
ing data size n:

ñ =

(
R− (1− α)Mm

2

)
/α, (8)

where R =
∑H

h=1

∑mh

i=1 rhi
. ñ is then used to sample the

data uniformly across the participating clients with sampling
probabilities equal to η/ñ. This data level sampling scheme
is illustrated in Algorithm 3.

Algorithm 3 ClientUpdate
Input: Client k
Input: Model parameter wt

Input: Sampling ratio η/ñ

Initialize wk
t = wt

ξkt ← a sample of (η/m) observations from Dk taken with
sampling probabilities pkj = η/ñ, j = 1, . . . , nk

foreach epoch i = 1, . . . , E do
wk

t+i+1 = wk
t+i − η∇Fk(w

k
t+i, ξ

k
t )

end
Output: wk

t+1 = wk
t+E , Xt, λt = IS(Gk

t )

2.5. Theoretical Results

In this subsection we reference the theoretical properties
of our proposed FedSTaS method. Firstly, from a client
sampling perspective, our method is unbiased. This is an
immediate consequence of the same result in FedSTS (Gao
et al., 2024).

Lemma 2.1 (Unbiased-ness). Let wt+1 be computed via
Algorithm 2. Then

ESt
[wt+1] = W (K),

where W (K) denotes the model aggregation computed with
all clients.

This lemma indicates that our method does not introduce
bias into the global model, ensuring that our sample aggre-
gation is representative of the total population. Furthermore,
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from a slight modification of Lemma 3.1 from (Qi et al.,
2023) we have the following lemma.

Lemma 2.2. Let p = η/n and p̃ = η/ñ denote the data
level sampling probabilities for centralized learning on the
sampled clients, and the proposed method, respectively.
Then, as the number of sampled clients increases, the mean
square error between p and p̃ converges to 0. That is,

lim
m→∞

E[(p̃− p)2] = 0. (9)

The proof of this lemma is directly analogous to that of (Qi
et al., 2023) with the slight adjustment of focusing on the
participating clients instead of the set of all clients. The
lemma provides the guarantee that as the set of participating
clients increases, our training method more closely mimics
that of centralized learning.

Our final theoretical result is also derived via a slight modi-
fication of Lemma 3.2 from (Qi et al., 2023). This lemma is
relevant to the privacy protection of the client’s local sample
sizes. The lemma states that ñ computed from 7 can achieve
ϵ-LDP.

Definition 2.3 (ϵ-LDP). A random mechanismM satisfies
ϵ-LDP if and only if for two arbitrary inputs x and x′, and
any output y in the image ofM,

P(M(x) = y)

P(M(x′) = y)
≤ eϵ. (10)

Lemma 2.4. Given an arbitrary size threshold M , our
privacy preserving estimation of the client’s local sample
sizes achieves ϵ-LDP, when

α =
eϵ − 1

eϵ +M − 2
. (11)

3. Experiments
3.1. Experimental Setup

We conducted experiments under both IID and non-IID data
distributions to evaluate the performance of our federated
learning approaches. The dataset was partitioned into 100
clients. For the IID setting, we performed a uniform random
split, ensuring each client received an approximately equal
portion of the data. For the non-IID setting, we employed
a Dirichlet distribution (Dir(α)) to simulate heterogeneous
label distributions across clients. The smaller the parameter
α, the more skewed the resulting distribution. In our experi-
ments, we set α = 0.01 to create a highly imbalanced and
challenging scenario for federated learning.

Figure 1 visualizes the data partition under both IID and non-
IID distributions with α = 0.01. The non-IID case clearly
exhibits a more uneven distribution of labels compared to
the IID setting, closely mirroring realistic federated learning
environments.

Figure 1. Visualization of data partition for Dirichlet distribution
with α = 0.01 and IID settings.

We evaluated our methods on two popular benchmark
datasets: MNIST and CIFAR-100. MNIST comprises
70,000 grayscale handwritten digit images (60,000 training
and 10,000 testing) distributed across 10 classes. CIFAR-
100 consists of 60,000 color images (50,000 training and
10,000 testing) spread over 100 classes. For non-IID data,
the choice of α = 0.01 created substantial imbalance among
clients.

Our experimental setup considered a non-convex optimiza-
tion setting. We set the number of strata H = 10 and
sampled m = 10 clients per iteration. The sampling ra-
tio was q = 0.1, determining the requested sample size η.
Models were trained for T = 99 and T = 199 communi-
cation rounds. The key hyperparameters were as follows:
q = 0.1, nSGD = 3, η = 0.01, B = 128 for MNIST,
α = 0.01, niter = 99, Kdesired = 2048, d′ = 9, M = 100,
and αdp = 0.1616 to achieve a differential privacy (DP)
guarantee of ϵ = 3.

3.2. Results and Analysis

We investigated three key methods: Stratified (FedSTS),
Compressed Gradients (FedSTaS), and DP + Com-
pressed Gradients (DP + FedSTaS). Our primary focus
was on their convergence behavior and final accuracy under
challenging non-IID conditions. Note that the Compressed
Gradients approach is our proposed method, hereafter re-
ferred to as FedSTaS, which builds upon the baseline (Fed-
STS) by incorporating gradient compression techniques to
enhance efficiency and performance.

3.2.1. PERFORMANCE ON MNIST (α = 0.01)

Figure 2 illustrates the training loss and test accuracy on
MNIST with α = 0.01 over 99 communication rounds. As
all methods display decreasing training loss, their primary
differences emerge in the accuracy curves, particularly in
terms of convergence speed and final accuracy.

Stratified (FedSTS): The baseline method begins with ap-
proximately 10% test accuracy and progresses steadily to
around 50% after 100 iterations. Despite this improvement,
the convergence speed and final performance are moder-
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(a) Training Loss (b) Test Accuracy

Figure 2. Non-Convex model with q = 0.1, nSGD = 3, η = 0.01,
B = 128 on MNIST, with α = 0.01, niter = 99, Kdesired = 2048,
d′ = 9, M = 100, and αdp = 0.1616 (DP Privacy = 3).

ate, reflecting the challenges posed by the non-IID data
distribution.

FedSTaS (Compressed Gradients): Our proposed com-
pressed gradient method exhibits a substantially faster rate
of improvement. It surpasses the FedSTS baseline by round
40 and continues to gain, achieving about 56% accuracy.
This robust performance underlines the capacity of gradient
compression to effectively handle heterogeneous data distri-
butions, leading to both faster convergence and higher final
accuracy.

DP + FedSTaS (DP + Compressed Gradients): Incorpo-
rating differential privacy slightly reduces the final accu-
racy compared to FedSTaS alone, reaching roughly 54.7%.
However, this level of performance still surpasses FedSTS,
demonstrating that meaningful privacy guarantees can be in-
tegrated without entirely sacrificing the benefits of gradient
compression.

Overall, these results attest to the effectiveness of our pro-
posed FedSTaS method in accelerating convergence and
enhancing accuracy in federated learning under non-IID
conditions, while also showing that adding privacy preser-
vation (DP + FedSTaS) remains a viable and competitive
option.

3.2.2. PERFORMANCE ON MNIST (α = 0.001) AND
CIFAR-100 (α = 0.001)

To further investigate the robustness of the evaluated meth-
ods, we extended our experiments to more heterogeneous
data settings (α = 0.001) and to the more challenging
CIFAR-100 dataset. Figure 3 presents a comparative sum-
mary of the final test accuracies achieved by FedSTS (Strat-
ified), FedSTaS (our Compressed Gradients approach), and
DP + FedSTaS (Compressed Gradients with Differential
Privacy) under these conditions. The figure comprises three
horizontal bar charts:

• Top: MNIST with α = 0.01 at 99 rounds.

• Middle: MNIST with α = 0.001 at 99 rounds.

• Bottom: CIFAR-100 with α = 0.001 at 199 rounds.

Figure 3. Non-Convex model with q = 0.1, nSGD = 3, η = 0.01,
B = 128 on MNIST and CIFAR-100 with varying α values (0.01
and 0.001). The desired dimension is Kdesired = 2048, d′ = 9,
M = 100, and αdp = 0.1616 ensures DP Privacy ϵ = 3.

For MNIST with α = 0.01 after 99 rounds (top chart), Fed-
STaS (our Compressed Gradients method) achieves 56.00%,
improving upon FedSTS by 1.8%, while DP + FedSTaS
reaches 54.67%, still outperforming FedSTS.

When we decrease α to 0.001 for MNIST (middle chart),
the non-IID nature of the data intensifies. Under these more
heterogeneous conditions, FedSTaS further amplifies its
advantage, achieving 61.90% accuracy after 99 rounds, sur-
passing FedSTS by a remarkable 17.6%. Even with the
added privacy constraints, DP + FedSTaS attains 52.14%,
maintaining an edge over FedSTS.

Turning to CIFAR-100 (bottom chart), with α = 0.001
after 99 rounds, we observe that although the absolute ac-
curacies are lower due to the complexity of this 100-class
classification task, the relative improvements remain notable.
FedSTaS reaches 23.21%, outperforming FedSTS by 28.9%.
Similarly, DP + FedSTaS achieves 20.48%, still surpassing
FedSTS by a significant margin despite the complexity and
privacy constraints.

These results highlight that FedSTaS (our Compressed Gra-
dients method) consistently delivers the fastest convergence
and highest accuracies across varying levels of data het-
erogeneity and complexity. The DP + FedSTaS variant
demonstrates that privacy-preserving measures can be in-
tegrated without entirely negating the benefits of gradient
compression.

4. Conclusion and Future Work
Our experimental results confirm that Compressed Gradi-
ents achieve both faster convergence and higher accuracy
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compared to Stratified methods in non-convex federated
learning scenarios, especially under non-IID conditions. In-
corporating differential privacy (DP + Compressed Gradi-
ents) retains most of these benefits while ensuring a privacy
guarantee of ϵ = 3. These findings highlight the practicality
of gradient compression techniques for efficient and secure
model training across diverse federated learning environ-
ments.

The first direction for future work is to compare the variance
of the proposed method to other aggregation methods such
as those proposed in (Gao et al., 2024), (Fraboni et al.,
2021), or (Lu et al., 2023), for example. Stemming from this,
theoretical results on the convergence rate of our method
are desirable. Further analysis on the privacy protecting
properties of our method would be interesting and important
for practical implementations.

Moreover, there exists possible improvements upon our
method, such as optimal allocation for the data level sam-
pling. This type of change could improve the variance of
the data level sampling, possibly leading to better overall
convergence rate.
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