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Abstract—There is an increasing amount of research and
commercial tools for automated test case generation using
Large Language Models (LLMs). This paper critically exam-
ines whether recent LLM-based test generation tools, such as
Codium CoverAgent and CoverUp, can effectively find bugs or
unintentionally validate faulty code. Considering bugs are only
exposed by failing test cases, we explore the question: can these
tools truly achieve the intended objectives of software testing
when their test oracles are designed to pass? Using real human-
written buggy code as input, we evaluate these tools, showing how
LLM-generated tests can fail to detect bugs and, more alarmingly,
how their design can worsen the situation by validating bugs in
the generated test suite and rejecting bug-revealing tests. These
findings raise important questions about the validity of the design
behind LLM-based test generation tools and their impact on
software quality and test suite reliability.

I. INTRODUCTION

Software testing remains a critical yet time-consuming
aspect of software development. With the advent of Large
Language Models (LLMs), there has been a significant shift
towards automating various software engineering tasks, includ-
ing test case generation. Tools like GitHub Copilot, which
serves millions of developers [1], are increasingly being
adopted for automated test generation. This trend is further
visible in recent research efforts [2]–[4] and commercial tools
like CodiumAI’s CoverAgent [5]. While there are various
approaches to automated test generation, including fuzzing and
crash-based testing, our study focuses on LLM-based tools that
generate complete test cases with oracles and assertions.

LLM-based test generation tools [2], [5] promise to improve
code coverage and generate tests by observing the existing
implementation and filtering out or attempting to “fix” failing
tests. Such an approach raises critical concerns about their
effectiveness in achieving the primary goal of software testing:
detecting bugs. This challenge aligns with the broader “test
oracle problem”, where distinguishing correct from faulty
behaviour requires reliable oracles [6].

This study explores how current LLM-based test generation
tools handle buggy implementations, highlighting the risks of
relying on automatically generated tests. We present empirical
evidence demonstrating how these tools can inadvertently
validate incorrect behaviour through their test generation and
filtering mechanisms. Our findings suggest that current LLM-
based test generation approaches may be fundamentally mis-
aligned with the core objective of software testing (revealing

bugs), pointing to a critical gap that must be addressed before
these tools can be reliably integrated into software testing
practices.

II. RELATED WORK

Automated test generation has been extensively studied,
with approaches ranging from specification-based to search-
based software testing (SBST) [7]. For Python specifically,
Pynguin [8] employs SBST techniques, using genetic algo-
rithms to evolve test cases for improved coverage. Recent
work has enhanced these traditional approaches with LLMs,
as demonstrated by CodaMosa [9], which uses LLMs to
overcome stalled search states in Pynguin’s genetic algorithm.
It however explicitly refrains from using LLMs for generating
oracles and only uses them to generate inputs. While Pynguin
itself can generate oracles by running the program on the input,
this approach relies solely on runtime behaviour rather than
leveraging LLMs for oracle generation.

The success of LLMs in Software Engineering has led to
the development of several specialized test-generation tools.
MuTAP [4] focuses on mutation testing, iteratively prompting
LLMs to generate assertions for surviving mutants. MuTAP
suffers from the same problems highlighted for other tools in
this study as it follows a similar filtering mechanism. However,
MuTAP is not designed to be easily executable on an arbitrary
codebase hence we instead include a much more recent
research tool Coverup [2]. Tools like Codium CoverAgent
and CoverUp take different approaches to coverage-driven
test generation, with CoverUp specifically using coverage
measurements to guide LLM prompting and maintaining an
iterative dialogue for test refinement. These tools represent a
shift from traditional automated testing approaches to LLM-
assisted generation, though their effectiveness and reliability
remain areas of active research.

Recent work by Huang et al. raises critical concerns about
LLM-based test generation, showing that incorrect code can
significantly mislead LLMs in generating reliable and bug-
revealing tests [10]. Our work builds upon these findings by
specifically examining if and how LLM-based test generation
tools might not only fail to detect bugs, but potentially validate
faulty code through their design.
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Fig. 1. Overview of the evaluation pipeline

III. METHODOLOGY

We design our experiments, such that we can analyze both
the passing and failing tests generated by recent LLM-based
test generation tools. We aim to understand how different
approaches, adopted by these tools affect the generated test
suite and if these tests would validate bugs or unintended
behaviour when given potentially buggy code.

A. Dataset

For our study, we utilize the Refactory dataset [11], a bench-
mark for Python bug repairing. This dataset is particularly
suitable for our exploration as it contains real-world buggy
code snippets generated by humans. We chose to focus on
Python as it is widely used across various domains and as a
best-case scenario as LLMs have been shown to demonstrate
better performance in synthesizing Python code compared to
other languages [4]. Refactory comprises submissions from
361 undergraduate students for 5 programming assignments
in an introductory Python course at the National University of
Singapore. It contains 2,442 correct and 1,783 buggy program
attempts. All programs in Refactory are self-contained and
mostly involve the creation of a single function, allowing test
generation tools to focus on these alone, reducing factors that
could influence the results we highlight in this paper.

This dataset allows us to evaluate test case generation on
actual human-written buggy implementations and a reference
solution based on the same requirement (problem statement
here) and compare them across different tools, reflecting the
reality that code is often imperfect and prone to bugs. This
dataset allows us to observe and comment on the performance
of these tools in a controlled yet realistic setting, without the
added complexity of seeded bugs in large-scale projects.

To prepare the dataset for our experiments, we performed
the following steps:

1) We retained cases with at least one passing and one fail-
ing test to focus on implementations that are executable
and partially meet the requirements of the original test
suite.

2) The existing input-output tests in the dataset were con-
verted to the format expected by the unit testing library

PyTest to ensure compatibility with the tools under eval-
uation, which require a configured testing framework for
execution.

3) To keep our analysis tractable, we removed duplicates
and selected a subset of cases where the test coverage,
based only on passing tests, was less than 100%. This
also ensures that the selected cases provide opportunities
for the tools to improve test coverage.

Due to the complexity introduced by multiple target func-
tions, we excluded assignment 2 from our analysis which
requires 3 functions to be implemented, unlike the other
problems. We also retained details about which tests passed
and failed for each buggy implementation to aid with manual
inspection of the results. After applying these filters, our final
dataset consisted of 287 data samples across 4 questions,
which we used to explore our research questions.

B. Test Generation Tools

For our study, we picked three prominent LLM-based test
generation tools: GitHub Copilot, Codium CoverAgent, and
CoverUp that represent different approaches to automated test
generation using LLMs that are available to Python developers
today. We go over other past approaches in Section II.

1) GitHub Copilot: GitHub Copilot is a widely adopted
AI-powered code completion and generation tool that inte-
grates with various development environments. While primar-
ily known for code generation, Copilot also offers capabilities
for generating unit tests. As of writing it operates on a pure
generation model, suggesting test cases based on the context
of the code in the editor or highlighted snippets. Copilot can
propose input parameters, expected outputs, and assertions for
functions, potentially aiding in creating test cases for edge
cases and boundary conditions [3].

However, it’s important to note that Copilot generates tests
without executing them or verifying their correctness against
the implementation. While potentially time-saving, this ap-
proach may lead to the generation of tests that don’t compile,
fail to run, or don’t increase code coverage.



2) Codium CoverAgent: Codium CoverAgent (now re-
named to qodo-cover) is an open-source implementation1 in-
spired by Meta’s TestGen-LLM research [12] which adopts an
“Assured LLM-based Software Engineering” approach aiming
to augment existing test suites with additional test cases while
ensuring no regression. The tool employs an iterative process:

a) Measuring existing test suite coverage (if any)
b) Generate multiple test cases
c) Filter out tests that don’t compile or run
d) Discard tests that don’t pass on the current code
e) Retain only tests that increase code coverage
f) Repeat the process while disincentivizing the creation of

tests like the failing ones

This approach attempts to address common issues in LLM-
based test generation, such as hallucination and the generation
of low-value or non-compiling tests. However, by design,
it may inadvertently reinforce existing bugs in the code by
only keeping tests that pass on the current, potentially faulty,
implementation. Further, the explicit prompt to not generate
tests similar to the failing cases might end up with bug-prone
regions being ignored.

3) CoverUp: CoverUp represents a more recent approach
in LLM-based test generation, focusing on creating high-
coverage regression tests for Python [2]. It employs an Agent
[13] style approach that interleaves coverage analysis with
LLM interactions. The process involves:

a) Measuring existing test suite coverage (if any)
b) Identifying uncovered code portions
c) Prompt the LLM to generate tests for each uncovered

portion
d) Verifying that new tests run and increase coverage
e) Refining prompts based on updated coverage information
f) In case of suite failure, test failure details are used to

further engage in dialogue with the LLM
g) Continue onto the next uncovered portion (if any) after

the max iterations are reached

CoverUp aims to guide the LLM towards generating tests
that specifically target uncovered code, potentially leading
to higher overall coverage compared to other approaches. It
also provides the LLM with the ability to collect context
about different parts of the codebase if it wishes to do so.
As compared to CoverAgent, this design is potentially more
susceptible to creating bug-engrained tests as it attempts to
“repair” failing test suites iteratively.

These tools were chosen for our study due to their distinct
approaches to test generation and their potential impact on
software testing practices. While each tool claims to improve
the efficiency and effectiveness of test creation, our research
aims to critically evaluate their performance, particularly in the
context of potentially buggy implementations. By examining
these tools, we seek to understand the implications of relying
on LLM-generated tests for bug detection and code validation.

1Qodo offers an enterprise version which we don’t have access to

C. Evaluation Pipeline
Figure 1 provides an overview of the evaluation pipeline

adopted for this study. We utilize the 287 buggy samples fil-
tered from the Refactory dataset as described in Section III-A
and also collect the reference solutions associated with each of
the four problem statements. We deliberately utilize the default
parameters wherever possible and only make the necessary
changes to have the tools work on our extracted samples.
This also means we stick with the default LLMs adopted by
the tools which at the time of writing is OpenAI’s GPT4O
(Version 2024-08-06) for CoverAgent and Coverup. The exact
LLM used is not very important in our study as we attempt
to focus on the design and objectives of pipelines within
these tools rather than the power of the LLM itself, using
GitHub copilot as sort of a moving baseline being a popular
pure generative approach to the problem providing the bare
minimum functionality for “one-click” test generation with
machinery to collect the required context from the project.
We had each test generator write tests from scratch effectively
populating an empty test suite. A more detailed breakdown of
the automated test generation setups we used in each case is
provided below:

1) GitHub Copilot: We implemented an automated frame-
work to evaluate GitHub Copilot’s performance in generat-
ing unit tests. Using Playwright, the script programmatically
interacts with GitHub Codespaces to ensure a consistent
and reproducible process, this also helps us execute Copilot
commands as would be used by developers within VSCode
without introducing any variability. The framework begins
by setting up the environment, including authentication and
session persistence, to streamline task execution.

Each task, described in a dataset with function signatures
and sample content, is processed iteratively one code snippet
at a time, resetting the environment at the end of each
iteration. Source and test files are created automatically, and
the specific method to be tested is selected within the editor to
provide context for Copilot. The Copilot command ’Github
Copilot: Generate Tests’ is invoked to trigger test
generation. User interactions, such as accepting or applying
generated suggestions, are automated to accept all suggestions.
Generated test files are then organized into a designated
directory for further evaluation.

2) Codium CoverAgent: Our script iterates through direc-
tories containing buggy code samples and their corresponding
test files which contain blank templates with a dummy empty
test but can also be instantiated with existing tests if required.
It invokes CoverAgent using the following command structure:

cover-agent --source-file-path [source]
↪→ --test-file-path [test] --code-
↪→ coverage-report-path [report] --
↪→ test-command [pytest] --coverage-
↪→ type [cobertura] --desired-
↪→ coverage [100]

CoverAgent is thus tasked to generate tests iteratively until
the desired code coverage or the maximum number of iter-



ations is reached (defaults to 5). Each iteration filters out
tests that fail to compile or run, retaining only those that
pass and contribute to increased coverage. We instrument
the implementation of CoverAgent such that we gain access
to all tests generated and also collect additional information
surrounding rejection. Logging is enabled to capture execution
details and any errors encountered.

3) CoverUp: Our automated pipeline integrates CoverUp
by processing buggy code samples and preparing a structured
environment for its execution. For each code sample, the script
creates a dedicated directory structure with separate src and
tests folders, copying the source files and optionally gener-
ating blank test templates similar to the setup for CoverAgent.

The tool is executed using the command:

coverup --tests-dir [tests] --package-dir
↪→ [src]

CoverUp iteratively measures coverage, identifies uncovered
code segments, and generates tests to target those segments.
It attempts to cover each uncovered segment It refines the
process by analyzing test failures and adjusting its prompts to
improve coverage. Success and failures on test suite execution
are collected for analysis, and the process continues until the
tool exhausts its iterations or achieves the desired coverage.

IV. RESULTS

Table I shows the outcomes of evaluating test suites gen-
erated by each tool against both the buggy implementations
(OG) and reference solutions (REF) in each case. For each
tool, we analyze how the generated test suites behave when
executed against these two implementations, capturing four
possible outcomes that help us understand if the tests are
effectively identifying bugs or inadvertently validating them.
These are:

• OG Failed, REF Success: Tests that fail on the buggy
implementation, but pass on the reference solution. These
represent potentially valuable tests that correctly identify
bugs. For GitHub Copilot, 194 test cases (67.6% of
generated tests) fall into this category. However, both
CodiumAI and CoverUp reject such tests during their
generation process, with 470 and 400 such tests being
discarded respectively.

• OG Failed, REF Failed: Tests that fail on both imple-
mentations. These typically represent poorly generated
tests that either don’t compile or contain invalid asser-
tions. GitHub Copilot generated 66 such cases (23% of its
output), while CodiumAI and CoverUp rejected 1296 and
235 such tests respectively during their filtering process.

• OG Success, REF Success: Tests that pass on both
implementations. These tests exercise correct behaviour
common to both implementations. This category repre-
sents the smallest portion for all tools: 15 cases (5.2%)
for Copilot, 116 cases (40.4%) for CodiumAI, and 29
cases (31.9%) for CoverUp’s suites.

• OG Success, REF Failed: The most concerning category,
is tests that pass on buggy code but fail on correct

implementations. These tests effectively validate bugs by
treating incorrect behaviour as expected. We found 12
such cases (4.2%) in Copilot’s output, while CodiumAI
and CoverUp produced 171 (59.6%) and 62 (68.1%) such
cases respectively in their final test suites.

It should be noted when looking at these numbers that in
the first 2 cases (with OG Failed), CoverUp and CoverAgent
do not generate test suites and reject all tests. We collect
these “failed tests” by tapping into the tool’s inner workings.
Additionally, CoverAgent disincentivizes the creation of tests
similar to the failed cases. CoverUp failed to generate a
test suite for 196 cases (68.3% of the dataset) as its repair
attempts were unsuccessful. This high failure rate, combined
with the concerning proportion of tests that validate bugs in
the final suites (68.1%), suggests that current approaches to
test generation might be fundamentally flawed in their ability
to handle buggy implementations and detect bugs effectively.

V. DISCUSSION

The results demonstrate a concerning trend: tools that im-
plement filtering mechanisms (CodiumAI and CoverUp) tend
to produce final test suites that are more likely to validate bugs
compared to pure generation approaches like GitHub Copilot.
This is evidenced by the higher percentage of “OG Success,
REF Failed” cases in their final outputs, suggesting that their
filtering and fixing mechanisms might be counterproductive on
real code that tends to have bugs.

Simple experiments can expose fundamental issues with
current LLM-based test generation approaches. Consider the
example below:

# Buggy Implementation
def find_sum(a,b):

return (a+b+1) # Bug: Adds 1 to sum

# Copilot Generated Test Suite
def test_find_sum(self):

self.assertEqual(find_sum(1, 2), 4)
self.assertEqual(find_sum(-1, 1), 1)
self.assertEqual(find_sum(0, 0), 1)
self.assertEqual(find_sum(100, 200),

↪→ 301)
self.assertEqual(find_sum(-5, -5), -9)

In this case, the function incorrectly adds 1 to every sum, yet
the generated test suite validates this incorrect behaviour by
asserting the buggy outputs as expected results. While GitHub
Copilot might generate such tests through pure generation,
tools like CodiumAI and CoverUp systematically retain these
bug-validating tests while rejecting potentially valuable tests
that could expose the bug. While one might argue that the
incorrect behaviour could align with some specific use case,
the lack of a docstring or other semantic cues leaves the
intended functionality ambiguous. Unlike Copilot, which can
be directed to write specific tests, tools like CodiumAI and
CoverUp infer requirements from the code itself and make
their sole objective to increase coverage. This reliance on



TABLE I
EVALUATION RESULTS OF GENERATED TEST SUITES

Tool OG Failed, REF Success OG Failed, REF Failed OG Success, REF Success OG Success, REF Failed

GitHub Copilot 194 66 15 12

CodiumAI 470* 1296* 116 171

CoverUp 400* 235* 29 62

OG - Original buggy implementation used to generate the suite — REF - Reference Implementation
* These test suites were rejected during the generation process

inferred intent introduces challenges when bugs are ingrained
in the code. Such bugs may distort how developers interpret
test failures, as it becomes unclear whether the issue lies in
a faulty generated test (requiring updates to both the test and
the code) or in the code itself (necessitating a code fix and a
new test). This diverges from the typical development process,
where test failures primarily indicate code issues.

To ascertain the implications of this behaviour in the real
world, we manually ran and inspected the output of these tools
on a few select issues from SWEBench [14], a dataset used to
benchmark LLMs on their ability to solve Software Issues. For
instance, we analyzed a bug in SymPy’s crypto module (Issue
#16884) where an incorrect Morse code mapping for the digit
“1” persisted for over three years (January 2016 to May 2019).
The bug involved mapping “—-” to “1” instead of the correct
“.—-”. When presented with this buggy implementation, both
CoverUp and CoverAgent discarded tests involving the encod-
ing of “1”, effectively masking the bug. Highlighting how the
current approach of filtering “failing” tests can systematically
hide important edge cases and validation scenarios.

Another issue we observed was with the use of code
coverage as the primary objective for test generation. Consider
Django issue #34243, where the timesince() function
crashed with timezone-aware dates due to incorrect time-
zone handling. While the LLM-based tools generated test
suites achieving high coverage, they failed to test crucial
functionality across different timezones as test generation is
prematurely stopped once coverage targets were met. We also
note that when generating from scratch the generated suite
was much less comprehensive compared to the human-written
test class. We thus strongly believe that as we move closer
toward AI-native software engineering, code should be written
from requirements which may be expressed through tests in
line with Test Driven Development [15]. The design of test
generation tools thus probably needs to be such that they assist
the developer in writing quality tests rather than attempting to
infer the requirements of the user.

VI. THREATS TO VALIDITY

The primary threat to our study’s validity stems from
the dataset composition. While using student-written buggy
implementations from Refactory provides us with controlled
examples where we have both incorrect implementations and
verified reference solutions, these may not fully represent the
complexity of bugs found in production systems. However, our

findings from real-world examples suggest that the identified
issues persist in production environments. Another consid-
eration is our implementation of automated test execution
pipelines for each tool. To mitigate this, we maintained default
configurations wherever possible and documented necessary
modifications in our replication package. While the inherent
non-deterministic nature of LLM outputs could affect individ-
ual results, our focus on systematic issues in test generation
pipelines rather than LLM capabilities means this variability
does not significantly impact our main findings.

Our evaluation assumes that the reference solutions repre-
sent correct implementations, and our interpretation of test
failures and successes might be affected by implementation-
specific details of each tool’s test generation pipeline. To
address these concerns, we manually verified a sample of the
reference solutions and focused our analysis on clear-cut cases
where tests either definitively validate bugs or fail to detect
them, rather than analyzing borderline cases that could be
subject to interpretation.

VII. CONCLUSION

Our study reveals fundamental issues in the design of cur-
rent LLM-based test generation tools that could significantly
impact software quality. Through empirical evaluation of three
tools GitHub Copilot, CodiumAI CoverAgent, and CoverUp,
we demonstrate how certain design choices can lead to the
validation of bugs rather than their detection, with up to
68.1% of their final test suites validating bugs by passing
on incorrect implementations while failing on correct ones.
The use of code coverage as a primary objective and the
systematic filtering of failing tests can mask critical bugs and
create a false sense of security. While these tools show promise
in reducing the effort required for test creation, their current
design philosophies need significant revision to make use of
LLMs for oracle generation and better serve the fundamental
purpose of software testing. We strongly believe that code
should be written based on requirements and not the other way
around. Until these issues are addressed, developers should
exercise caution when relying on automatically generated tests,
particularly during active development phases when code is
most likely to contain bugs.
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