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Abstract—Sparse static detector networks in urban environ-
ments can be used in efforts to detect illicit radioactive sources,
such as stolen nuclear material or radioactive “dirty bombs”.
We use detailed simulations to evaluate multiple configurations
of detector networks and their ability to detect sources moving
through a 6× 6km2 area of downtown Chicago. A detector net-
work’s probability of detecting a source increases with detector
density but can also be increased with strategic node placement.
We show that the ability to fuse correlated data from a source-
carrying vehicle passing by multiple detectors can significantly
contribute to the overall detection probability. In this paper
we distinguish static sensor deployments operated as networks
able to correlate signals between sensors, from deployments
operated as arrays where each sensor is operated individually. In
particular, we show that additional visual attributes of source-
carrying vehicles, such as vehicle color and make, can greatly
improve the ability of a detector network to detect illicit sources.

Index Terms—detector network, national security, nuclear
nonproliferation, nuclear threat, simulation, urban environment

I. INTRODUCTION

Risks associated with illicit activities such as smuggling of
nuclear materials or deployment of “dirty bombs” in urban
environments underscore the need for efficient and reliable
radiation detection systems. Over the years, numerous ap-
proaches centered around mobile and/or stationary radiation
detectors have been suggested to counter these threats. Mobile
detectors mounted on vehicles have been suggested as able
to cover wide areas and actively respond to available threat
information [1], [2], [3], [4], [5]. Detectors installed at fixed
locations provide continuous coverage of points of interest
and, with enough nodes, can monitor entire areas. Static
detector networks have been studied using both simulated and
measured data [6], [7], [8]. Increasing the number of detectors
in a network is a straight-forward approach to enhance the
probability of detecting illicit sources. However, cost is a
limiting factor for the number of nodes that can be realistically
deployed in a city [9]. One promising approach to cover
wider areas with a limited number of detectors is to use
sparse static detector networks. This work is performed in
the context of one such sparse static detector network that
is being developed through the Platforms and Algorithms for
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Networked Detection and Analysis (PANDA) and Domain
Aware Waggle Network (DAWN) projects. These projects are
led by Lawrence Berkeley National Laboratory and Argonne
National Laboratory, respectively, and collectively referred
to as PANDAWN [10], [11]. With strategically distributed
stationary radiation detectors and algorithms to fuse potential
source encounters, a sparse detector network has the potential
to facilitate the detection and tracking of radioactive sources
moving through a city. We distinguish distributed detectors
operating as an array [12], where each detector functions
independently, from detectors operating as a true detector
network, enabling information exchange between detectors.
The potential to improve detection capabilities by operating
detectors as a network, where information from multiple
detectors is aggregated and analyzed for correlations, has been
studied for dense networks and gross-counting detectors [13],
[14], [15], [16], [8] and spectral detectors [17]. The algo-
rithms developed to localize sources within a detector network
use methods like maximum likelihood estimation [18], [19],
Bayesian methods [20], [21], particle filters [22], and machine
learning [23], [24], [25]. The studies have shown that network-
ing the detectors improves the overall detection performance.
In this paper we focus on the binary detection/non-detection of
threat sources and analyze the effectiveness of network-based
detection in sparse detector configurations using physics-based
simulations of the full spectral detector response to threat
sources. We evaluate the performance of sparse networks with
different levels of contextual data integration and investigate
the ability of data fusion to enhance detection performance and
study strategies with which to optimize the detector network-
ing. We have developed the Python Urban Deployment Model
(PyUDM) simulation tool to model static detector networks in
urban environments, incorporating realistic gamma-ray detec-
tor responses, radiation background models, traffic patterns,
vehicle attributes, and building occlusion. After providing an
overview of the simulation framework in Section II, we outline
a basic method for optimizing detector placement within a
configuration of distributed detectors in Section III. A single
detector is characterized in Section IV, serving as a foundation
for our subsequent analyses and comparisons. In Section V,
we analyze how data fusion across an intelligent, connected
network can improve detection sensitivity. We demonstrate
how integrating contextual information, such as visual at-
tributes obtained from cameras mounted on the detectors, can
enhance source detection probability in a detector network. We
show how the acceptable False Alarm Rate (FAR) dictates the
detection threshold for individual detectors and networks of
detectors.
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II. SIMULATION

To accurately simulate radioactive material moving through
urban environments, PyUDM combines Monte Carlo simula-
tion tools, publicly available map and traffic data, and a set of
measured gamma-ray background spectra from urban environ-
ments. This section describes four key PyUDM components:

• GEANT4-based detector response model for incoming
gamma rays,

• detector background generation from measured data,
• traffic and map information from OpenStreetMap, Google

Maps, Uber, and the City of Chicago,
• model for assigning vehicle attributes such as color,

make, and model based on publicly available rideshare
data.

PyUDM is available under a free academic license with com-
mercial options available. Contact the corresponding author
for details.

A. Physics-based simulation of detector responses

PyUDM includes a detector response model that simulates
gamma-ray signals in 2”×4”×16” NaI detectors. It can be
expanded to include other detector shapes and materials. We
build the detector response by simulating the energy deposition
of incoming gamma rays using GEANT4 [26]. The GEANT4
model tracks event-by-event energy deposition, filling his-
tograms in units of effective area. Histograms for varying
source angle and emission energy make up a response matrix.
The detector response matrix covers gamma-ray energies from
10 to 3000 keV in steps of 50 keV and 192 angles covering 4 pi
(using HEALPix [27] nside = 4). When a simulated source-
carrying vehicle drives by a detector, the detector response
is sampled from the response matrix every time step of the
simulation. The detector response is first interpolated to the
source-detector angle and source energy, and then scaled to
the source-detector distance, source activity, and time step
duration. This method allows us to use the accurate but com-
putationally expensive GEANT4 responses through computa-
tionally inexpensive interpolations rather than a full gamma-
by-gamma simulation. More details on the detector response
simulation and interpolation between simulated energies and
angles are presented in [28].

In addition to the detector, the simulated geometry may
include ground and buildings that add realism to the detector
response, such as down-scattered gamma rays. In this work,
we chose to simulate the detector in a vacuum for simplicity.
The simulated detector response covers the main expected
spectral features but is missing lower-energy features from
down-scattered gamma rays.

Source templates for a specific source of interest (e.g. 137Cs,
60Co, 133Ba) can be generated from the detector response ma-
trix. We fetch primary gamma-ray lines and relative intensities
by querying NNDC [29] and use those to build a spectrum
of the primary gamma-ray energies. We apply blurring to
the simulated detector response to mimic the resolution of
measured detectors. We use an energy-dependent Gaussian
blur kernel defined as FWHM(E) = A2+B2E+C2E2. The
parameters A, B, C are fit using experimental data, and vary

from detector to detector. Fig. 1 shows the energy deposition
of a simulated 137Cs source in blue, and the detector-resolution
blurred response in orange.

B. Measurement-based detector characteristics

A detector’s placement in a city as well as minor variations
in detector electronics and scintillators result in detectors
of the same model measuring different background spectra.
Sampling from measured spectra is a good way to account
for variability in detector components and capture the typical
variation in background radiation seen in urban environments.
In PyUDM, we use 1 year of measured urban radiation data
from the Northern Virginia Array (NOVArray) project [30].
During a PyUDM simulation, background spectra are sampled
from NOVArray data and scaled to the duration of a simula-
tion time step. Each simulated detector inherits background
characteristics, resolution, and hardware threshold from 1 of
11 NOVArray detectors. To replicate the detector resolution,
a convolution matrix is calculated from fits of the NOVArray
detector resolution and then applied to the simulated energy
deposition described above in Section II-A. The rising edges
of the NOVArray detectors’ background spectra are used to set
the hardware thresholds in the simulated detector responses.
This edge is determined to be from the first occupied channel
to the peak occupied channel and is typically found around
50 keV for NOVArray detectors. For each time step in a
PyUDM simulation, background and source spectra are gener-
ated for every detector that has a source within a given radius.
Background and source spectra are stored separately and when
summed, they form a detector’s output for that time step.
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Fig. 1. A sample background spectrum (dotted black), simulated 137Cs energy
deposition (blue), and the combined detector response (orange, long dashes)
after applying the detector resolution and hardware threshold functions. The
bins are 6 keV wide.

Gamma-ray background variations from radon progeny rain-
out and washout [11] are not yet implemented and will be
added in the next version of PyUDM.

C. Traffic and map data

PyUDM reads in map data from OpenStreetMap [31]. A
city can be queried by name and PyUDM will download
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building footprints, street layout, information about street type
(motorway, road, pedestrian street etc.), number of lanes,
and speed limit. Building footprints are used to calculate the
occlusion of gamma rays. If there is a building between a
gamma-ray source and a detector, the detector is considered
occluded, and no gamma rays will be registered from that
source at that position. The number of lanes on a given street
is used to assign simulated vehicles a new random lane every
20 seconds of simulation time. The simulated traffic is based
on ride data made public by Uber for the City of Chicago [32].
Using the start and stop times and locations, the simulated
vehicles move in the patterns provided by the rideshare data.
The public rideshare data are limited to start and stop locations
and do not contain the path taken. We use routes provided
by Google Maps to fill in the path using their recommended
drive route and expected drive time between the start and
stop locations. The simulated rides presented in this paper are
based on 9000 rides selected with start and/or stop locations
within a 6× 6 km2 area of downtown Chicago, covering 91%
of the public roads within selected area. In 2006, the city
of Chicago measured and published average traffic rates at
1382 positions around the city [33]. We use the average traffic
rates to scale up the number of Uber-based routes in the
simulation until enough Uber-based vehicles fill the simulation
to minimize the absolute difference to the measured average
traffic rates. PyUDM may be extended to simulate other cities
where similar traffic data is available, such as New York[34].

D. Vehicle attribute assignment

In addition to a radiation detector, a detector node may
feature a camera running image recognition that can identify
the types of vehicles passing to aid in detecting radiation
anomalies. In this paper we focus on cars and model the
distribution of simulated vehicles on the publicly available
information of makes, models, and colors of cars provided
by rideshare companies for the city of Chicago [35]. The
information is used in PyUDM to assign a make, model, and
color to each simulated vehicle, which are currently limited to
cars.

III. DETECTOR PLACEMENT

Fig. 2 shows how denser detector placements increase the
probability of multi-detector encounters for a vehicle driving
through the 6× 6 km2 area of downtown Chicago. The more
detectors a vehicle passes, the higher the chance of detection.
Conversely, routes that do not intersect with any detector nodes
will not trigger an alarm, no matter how advanced an algorithm
is used to analyze the detector data. Detector placement is
crucial for the performance of an urban detector network [36].
A detector at a low-traffic intersection contributes less data
on passing vehicles compared to one at a busy location. If
vehicles of interest follow typical traffic patterns, a detector at
a busy location is more likely to detect them. However, this
assumption may not always hold true. We placed detectors
using the strategy outlined in Algorithm 1. This algorithm
scores potential locations based on how many of the 9,000
prepared vehicle routes pass within 100 m. This distance was

chosen based on the simulated results that will be shown in
Section IV and Fig. 4. The score is calculated to prioritize new
detector locations, intercepting routes not covered by existing
detectors. A detector placement priority hyperparameter, σ ∈
0, 1, balances the reward between maximizing spatial coverage
(the fraction of vehicle routes seen within 100 m, σ = 0) and
maximizing traffic exposure (total times vehicles are seen,
σ = 1).Rewards for covering routes that have also been
covered by previously placed detectors are decreased. With an
σ = 0.9, a detector location that adds a fifth view of a route is
rewarded only half the score (0.95 ≈ 0.5 point) compared to
a location that adds coverage of a previously unseen route (1
point). A low σ results in a higher area coverage, with more
of the vehicle routes passing at least one detector. A high
σ places more detectors where more routes pass, resulting in
more routes passing multiple detectors, but sacrifices coverage
on streets with lower traffic. The optimal value of σ for a
detector network to balance between prioritizing coverage or
exposure will depend on the threat scenario.

Algorithm 1 Place 200 detectors
Input: Generated set of routes routes, placement parameter
σ ∈ [0, 1]
while |detector locations| < 200 do

for route in routes do
n ← number_detectors_passed(route,

detector locations)
route values[route]← σn

end for
location scores ← score locations(routes,

route values)
detector locations.append(

highest_score_location(location scores))
end while

A vehicle route is marked as passing by a detector if it
is within 100 m of the detector at any point. Algorithm 1
places the first detector node at the location with highest traffic
based on the generated routes. Of all the generated routes,
∼12% pass within 100 m of this location. We placed up to
200 detectors within the same 6 × 6 km2 area of downtown
Chicago using different placement priorities, σ. The number
of detectors seen on average by a vehicle is between 0 - 20,
as shown in the top plot of Fig. 2. The average increases with
number of detectors placed, naturally, and also with σ. The
bottom plot shows the fraction of all routes that are seen by
at least one detector. Lower σ prioritize placing detectors at
locations that catch unseen routes at the cost of having lower
numbers of detectors seen per route on average.

Fig. 3 shows the detector node locations chosen by the
placement algorithm with priority of spatial coverage (left) and
traffic exposure (right). By placing 200 detectors more evenly
distributed with σ = 0.01, 100% of the routes will see at least
one detector and the average route passes ∼5 detectors. By
grouping the detectors at busier intersections with σ = 0.90,
only ∼80% of all routes are seen but the average route will
encounter ∼5 times as many detectors as in the σ = 0.01
configuration.
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Fig. 2. Detector encounters for different network size and placement priority
parameter, σ, over a 6×6 km2 area of downtown Chicago. The top plot shows
the average number of detectors that the simulated vehicles passed within
100 m. The shaded bands indicate ±0.1 standard deviations. The bottom plot
shows the percentage of the 9,000 simulated vehicles that passed at least one
detector within 100 m.

IV. SINGLE DETECTOR VEHICLE PASS-BY

In this section we describe how we determine whether a
measured spectrum from a source-carrying vehicle is signif-
icantly anomalous to be detected. Let us begin by looking
at the relatively simple scenario of a source-carrying vehicle
driving past a single 2”×4”×16” NaI detector on a straight
road. The number of gamma rays registered in the simulated
detector depends on the activity of the source, the speed of the
vehicle, and the closest approach between source and detector.
Background signal in the detector is scaled and Poisson-
sampled from templates at each simulation time step. We
calculate the signal-to-noise ratio (SNR) within an isotope-
specific region of interest of a spectrum as

SNR =
Source counts√

Source + background counts
. (1)

The simulated SNRs correspond to how difficult it is to
discriminate source signal from background. To predict the
presence or absence of a source in a spectrum, we employ an
anomaly detection algorithm based on Non-negative Matrix
Factorization (NMF) [37]. The method has been shown to be
an effective way of using spectral template matching to detect
anomalies among background spectra. The algorithm is given
a long (1000 s) background spectrum to compare incoming
spectra against. It outputs an alarm metric, representing how
likely a given spectrum is to be anomalous to background,
here equivalent to containing a source. Spectra resulting in
alarm metrics above a set threshold are predicted to contain a
source, and those below the threshold are not. The sensitivity
of an anomaly detection algorithm, as well as the rate of false
positives, will increase with lower thresholds. In this analysis,
we set the threshold to result in a False Alarm Rate (FAR)
of 1 in 8 hours. Since every alarm will require attention from
personnel in a deployed system, a FAR of 1 in 8 hours can be
suggested as an acceptable rate and corresponds to an SNR

threshold of 2.5 for the NMF-based anomaly detection [38]. If
more detectors are reporting alarms in parallel, the threshold
will need to be increased to maintain the target overall FAR.

As the intensity of gamma rays from the source reaching
the solid angle subtended by the detector falls off with the
inverse square of the distance, the optimal integration time for
the detector is centered around the closest point of approach
assuming constant vehicle speed. To find the detector integra-
tion time that results in the highest SNR, we calculate the
SNR for cumulative sums of source and background signals
in 0.1 s steps until a peak is found. We calculated the highest
achievable SNR (averaged from 10 pass-bys) for car speeds
between 10 - 150 km/h and closest approaches between 5 -
100 m for sources of 137Cs between 50 - 5000 µCi. Fig. 4
shows a heatmap of simulated SNRs for a 1000 µCi 137Cs
source.

The dark blue region (SNR < 1.5) contains cases where
not much source signal is measured and detection will be
hard to impossible at this particular FAR. The green middle
region (SNR ∼2.5) is close to the detection threshold. Events
in this region may be correctly identified but have a high
risk of going unnoticed by the single detector. In the yellow
region (SNR > 4), every source leaves a clear signal in the
detector making detection trivial. The middle region is of
particular interest when characterizing the potential benefits of
networking detectors. For these events, a single detector may
not be sufficient to confidently detect the source. However, this
is precisely where networked detection and data fusion from
multiple detectors can add significant benefit. By combining
the data from neighboring detectors that view the source-
carrying vehicle at different times and locations, the combined
information could enable reliable detection of sources that
would be missed by any single detector alone. The next section
focuses on this concept of fusing detector data from a source-
carrying vehicle passing by multiple detectors.

In Fig. 5, the regions of SNR 2.5± 0.5 is shown for
5 different strengths of 137Cs sources. The strong 5000 µCi
source, is easily detected from more than 50 m away, even at
high speeds, while the weaker sources must pass by closer
than 20 m to the detector in order to be detected in a single
pass. The SNR, and therefore the detection probability, is more
influenced by the distance of closest approach than by the
pass-by speed.

V. MULTI-DETECTOR DEPLOYMENTS

We have simulated the response of detectors distributed
over a 6 × 6 km2 area of downtown Chicago. We placed the
detectors using Algorithm 1, with two different configurations.
For both configurations we look at the responses when using
a single detector up to 200 detectors. We let 9,000 simulated
vehicles carrying 137Cs sources of strengths 5−1000 µCi drive
through the area following typical driving patterns as described
in Section II. 137Cs was chosen as it is a commonly used
industrial source and is a potential component of a radiological
dispersal device [6]. We explore three methods of analyzing
the data from a multi-detector system. One is the conventional
approach to fielding multiple detectors and operating them
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Fig. 3. Two alternate configurations of 200 detectors placed over a 6× 6 km2 area of downtown Chicago. The left map prioritizes seeing as many vehicles
as possible at least once and the right map prioritizes the number of vehicle encounters, including seeing the same vehicle multiple times. The street network
is colorized by relative traffic intensity.
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Fig. 4. Simulated SNRs from an unshielded, 1000 µCi 137Cs source passing
a 2”×4”×16” NaI detector in a straight line.
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Fig. 5. Bands showing the detection limit for unshielded 137Cs sources as
they pass by a 2”×4”×16” NaI detector node at varying speed and closest
approach. The bands trace the line where the SNR is 2.5, corresponding to a
detection threshold with a FAR of 1 in 8 hours. The shaded areas cover SNR
2.5±0.5.

independently like a detector array. The other two methods are
variations of operating them as connected detector networks.

A. Detector array

The simplest way of analyzing the data of a city-wide,
multi-detector system is to look at each detector one-by-one
and perform anomaly detection like in Section IV. If any one
detector alarms in the presence of an illicit source, the source
is successfully detected. This works well for source encounters
that produce significant signals in a single detector — easier
encounter dynamics below the bands shown in Fig. 5. An
array of detectors like this has an increased overall probability
of detection compared to a single detector by an increased
geographical coverage but the lowest SNR that can be detected
is not higher than for a single detector. The detectable SNR
may even be lower in practice, as the threshold for detection
must be raised to maintain an overall FAR (e.g. 1 in 8 hours)
when there are more detectors. For instance, 10 detectors in
an array must maintain individual FARs of 1 in 80 hours for
the combined array FAR to be 1 in 8 hours.

B. Detector network utilizing camera information

For more difficult encounter dynamics — such as low
source activity, shielded sources, greater distance between the
vehicle and detector, or higher vehicle speed — the measured
spectrum may fall below the detection threshold for a single
detector, as indicated by the bands in Fig. 5. To address
this issue, it is possible to combine multiple below-threshold
encounters of a source by several detectors, at different times,
to achieve a statistically significant view of the source. Fig. 6
depicts the route taken by a simulated vehicle, along with
a timeline illustrating the three times this vehicle passed
a detector. Simply adding all the measured data from the
three detectors taken during the duration of the vehicle drive
would capture all of the source-related counts, but it would
also include excessive background measured during the same
time period. If the time of the vehicle passing each detector
was known, one could achieve a better result by selectively
adding only the optimal integration times around each detector.
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These times are not known in practice but can be estimated.
Google Maps is able to provide reasonably accurate travel
time estimates between any given locations. The travel time
predictions can be employed to restrict the time frame under
consideration for correlated pass-bys. We use the time of a
suspected source pass-by at Detector 1 as the starting point
and query Google Maps for the travel time to each neighboring
detector. We can use the Google Maps estimates as the starting
points in time to search for potential correlated pass-bys of
the neighboring detectors. We systematically expand the time
windows around the estimated time of arrival to incorporate
vehicles that traveled faster and slower than the prediction, as
shown by the arrows in Fig. 6.

Fig. 6. The timeline of a source-carrying vehicle driving south, passing three
detectors. The Google Maps estimated travel times are queried at the time of
passing Detector 1 from the location of Detector 1 to Detector 2 and 3. The
variable time windows used to consider correlated pass-bys are indicated by
double-sided arrows.

Fig. 7 shows the source counts, background counts, and
SNR for the source-carrying vehicle from Fig.6. As the
variable time-window grows wider, the source counts included
in the overall networked view of the vehicle also increase.
Similarly, background counts also increase as the time-window
is expanded. By incorporating visual data gathered at the
detector nodes, further filtering of uncorrelated data can be
done. If the suspected source signal occurred at Detector 1
when only a red vehicle was in sight, we can occlude any data
from the neighboring nodes that does not have a red vehicle
in view. Recent work has shown that it is possible to attribute
signal to vehicles more precisely by combining radiation data
with camera and lidar data [39], [40]. As shown by the reduced
background rates and increased SNR, the more uniquely a
vehicle can be identified, the more accurately true correlated
pass-bys can be identified. Using only the traffic information
from Google Maps, the added signal from the encounters
at Detectors 2 and 3 gets washed out by added background
signal. Filtering for vehicles with matching color gets rid of
∼50% of the uncorrelated background. If the cameras at the
detector nodes are able to identify both color and make of the
vehicle, the SNR increases significantly. If license plates can
be read, the network has access to a unique identifier and there
is no limit to the time window that can be searched in to find
additional views between different detectors and times.

Fig. 7. Source and background counts and SNR registered by a 200 detector
network of which three detectors saw this source-carrying vehicle.

C. Detector network finding SNR-optimal path

An important metric for a detector network is the false
negative rate; the risk of an illicit source moving through
the network undetected should be minimized. In Algorithm 2
we suggest a networked detector anomaly detection algorithm
that focuses on the false negative rate by finding the single
combination of detector measurement times that, when com-
bined, would yield the highest possible SNR. We find the route
that results in the highest SNR by adding 1 s time-slices from
all detectors sorted by SNR, until a peak SNR is found. The
detector locations and times are compared, allowing for travel
between the nodes of no faster than 3 times the speed limits.
When the SNR-optimal route is identified, an anomaly test is
performed. Here we simply compare the SNR to a detection
threshold. The key feature of this method is: if the SNR-
optimal route does not trigger an alarm, there is no other
combination of spectra that could. The sensitivity to detecting
a source presence is higher than the camera-based methods
in the previous section as we don’t have to consider all the
detectors of the network and the inherent background radiation
they contribute with. The increased sensitivity comes at the
cost of an increased risk of overestimating source activities.

Note that we sort the spectra by SNR for computational
efficiency, which is possible because we have access to the
underlying source and background components of the sim-
ulated spectra. A real-life implementation of this algorithm
would instead search for the combination of most anomalous
spectra using, for instance, the NMF-based anomaly detection
algorithm described in Section IV to find the combination
of times that result in the highest alarm metric and perform
similarly.

D. Detector Network performance

Using the three methods described in Section V and sim-
ulated vehicles carrying 137Cs sources, we map the detection
probability for the two configurations of 1 - 200 detectors from
Fig. 3.The detection probability is defined as the fraction of the
9000 vehicles passing through the 6×6 km2 area of downtown
Chicago that triggers an alarm while maintaining a FAR of
1 in 8 hours for the whole network. Fig. 8 shows the results for
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Algorithm 2 SNR-optimal anomaly test
spectra← read all detectors from the last hour
sorted spectra← sort spectra by high-to-low SNR
optimal spectrum← initialize empty spectrum
visited locations ← initialize empty list of time-stamped
locations
for spectrum, detector location in sorted spectra do

if snr(optimal spectrum + spectrum) >
snr(optimal spectrum) then

if possible_drive(detector location,
visited locations) then

optimal spectrum← add spectrum
visited locations← add detector location

end if
end if

end for
if snr(optimal spectrum) > detection threshold

return alarm
else

return not alarm

the detector layout with prioritized coverage (σ = 0.01) on the
left and the layout with prioritized exposure (σ = 0.90) on the
right. The total detection probability increases with the number
of detectors for all three methods, reaching close to 100% for
100 µCi sources for the σ = 0.01 layout with 100 detectors,
while the σ = 0.90 layout only detects ∼ 85% of the sources
with the optimal path method and only 76% when operated
as an array. The difference between the methods of operation
is bigger for the weaker sources. Operating either network as
an array fails to identify any 5 µCi sources. The networking
methods manage to detect up to 35% of the 5 µCi sources for
the σ = 0.90 layout. Optimizing detector layout for exposure
is more important for weaker sources and a detector layout
optimizing for coverage performs better for stronger sources.
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Fig. 8. Probability of detecting a 5 − 100 µCi 137Cs source with detector
networks/arrays of increasing size and different layouts.

VI. CONCLUSION

We have presented an algorithm for optimizing detector
placement within sparse static detector networks that can be

tuned via a hyperparameter to focus on maximal coverage or
exposure to traffic. For a fixed number of detector nodes, node
placement can be optimized to cover a larger area and can
perform well at detecting stronger sources, or to focus on high-
traffic areas and be more sensitive to low activity sources. The
presented simulation tool PyUDM was used to compare three
operational modes for sparse detector configurations: as an
array, networked with traffic- and camera-informed search, and
networked with a signal-searching algorithm. Operating detec-
tors in a network mode, particularly with appropriate time-
slicing to reduce background radiation, enhances detection
capabilities, especially to weaker sources while maintaining a
fixed, low FAR. Utilizing visual attributes from node-mounted
cameras, such as the color and model of source-carrying vehi-
cles, significantly narrows search time windows. This approach
allows for the detection of lower activity sources with the same
number of detectors or enables a sparser network to achieve
the detection probability of a denser camera-less network. We
introduced an SNR-optimizing network algorithm that exhibits
high sensitivity to anomalous spectra but may overestimate
source activities. Achieving enhanced detection requires the
ability to fuse data at the network level and benefits from
leveraging in-situ contextual data. The PANDAWN network
exemplifies a system that fulfills this requirement and lever-
ages this benefit, providing an effective solution for detecting
moving radioactive sources in urban environments.

These findings highlight the critical importance of net-
working and optimized placement strategies in improving
detection sensitivity and efficiency in sparse urban detector
networks. Future work includes building on these results and
implementing the suggested operational modes as deployable
network algorithms and compare with existing alternatives.
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