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Abstract—Insider threats (InTs) within organizations are small
in number but have a disproportionate ability to damage systems,
information, and infrastructure. Existing InT research studies
the problem from psychological, technical, and educational per-
spectives. Proposed theories include research on psychological
indicators, machine learning, user behavioral log analysis, and ed-
ucational methods to teach employees recognition and mitigation
techniques. Because InTs are a human problem, training methods
that address InT detection from a behavioral perspective are
critical. While numerous technological and psychological theories
exist on detection, prevention, and mitigation, few training
methods prioritize psychological indicators. This literature review
studied peer-reviewed, InT research organized by subtopic and
extracted critical theories from psychological, technical, and
educational disciplines. In doing so, this is the first study to
comprehensively organize research across all three approaches
in a manner which properly informs the development of an InT
education platform.

Index Terms—Insider Threats (InTs), Psychological Indicators,
Behavioral Analytics, InT Detection and Prevention, InT Training

I. INTRODUCTION

Insider threats (InTs) are among the most impactful risks
facing organizations today. Insiders present a great threat
to organizations due to their sanctioned access to systems,
information, and infrastructure and the damage that can occur
should they decide to act against the interests of an em-
ployer [1]. Recent statistics highlight the severity of the issue:
in 2023, InTs were responsible for approximately 20% of
attacks on organizations across a range of attack vectors, while
74% of attacks involved human interaction [2]. This suggests
that insider threats are not only technical but also deeply
human problems, influenced by a range of psychological,
behavioral, and organizational factors.

The increasing prevalence of InT incidents, rising from
68% in 2021 to 74% in 2023 [3], underscores the urgent
need for organizations to implement robust detection and
mitigation strategies. These strategies must encompass both
technological solutions and human-centered approaches to
detect and respond to potential threats effectively. However,
while significant advances have been made in technological
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detection systems, such as machine learning and user behav-
ior analytics, the psychological perspective of insider threats
remains underexplored [4]. This study aims to address this
gap by classifying theories related to developing the necessary
training methods to effectively detect InTs with a particular
emphasis on the psychological perspectives. In doing so, this
is the first study to comprehensively organize research related
to psychological, technological, and educational approaches.

II. METHODOLOGY

This study conducted a theoretical literature review that
assessed psychological, technical, and educational perspectives
on InT theories and subtopics. [5], [6] guided the approach
to safeguard validity, minimize theoretical misinterpretation
through triangulation, and to avoid selection bias through
applicable search term construction. Content for theory ex-
traction was sourced from searches conducted in peer-reviewed
journals and conference papers using IEEE Xplore, ACM, Web
of Science, and Google Scholar. Keywords included “psych”,
“educ”, ontology”, “framework”, “model”, “persona”, “PMT”,
“trust”, “machine”, “big data”, “behav”, “analytic”, “user
analytic” combined with “inside” and “insider threat”. The
progressive nature of the field negated the need for a publi-
cation date range, which enabled inclusion of three seminal
psychological texts [7]–[9]. Theoretical extraction by applica-
tion yielded common subtopics across psychology, technology,
and education domains for analysis. The following sections
detail the findings organized by psychological, technological,
and educational approaches.

III. PSYCHOLOGICAL INT THEORIES

Psychological theories for InTs address characteristics, mo-
tivations, behaviors (CMB) [10], and dark traits [11] used to
identify organizational threats. [12] distinguished insiders from
InTs based on an employee’s sanctioned access to systems,
information, and infrastructure, their legitimate physical or
virtual presence within the organization’s management bound-
aries, and InT potential to cause organizational harm. [13] set
precedent for [12] in stating the juxtaposition of InT attacks
are in proximity to adverse employment incidents and work
dissolution.

A. InT Ontology

InT ontology described an InT lexicon to define crucial
aspects of InT terminology. Unintentional InT was similarly
determined by [14] and [15] to include carelessness, lack of
training, and susceptibility to social engineering. [16], citing
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[4], added that unintentional InT actions could be caused
through “action or inaction without malicious intent.”

Intentional threats are distinguished from unintentional
threats by their mens rea [14]. [17], citing [9] and [18],
described intentional InT by the Five Factor Model and
dark traits. The Five Factor Model included “extraversion,
agreeableness, conscientiousness, neuroticism, and openness
to experience” [9].

Dark traits were described by [18] as sinister aspects of per-
sonality considered to be below a level required for diagnosis
but can be observed symptomatically [18]. Dark traits include
narcissism (self-interest), Machiavellianism (scheming), and
psychopathy (lack of self-control) [18], [19]. [19] noted that
due to the broad range of identification in the Five Factor
Model, the model had not found wide acceptance in InT re-
search circles, validated by [11]. [11] also noted the inclusion
of empathy and sense of entitlement to InT characteristics
outside of dark traits [11].

[20] introduced the concept of InT triggered by opportunity
to commit an InT action. [20] also cited [21], stating that “both
motivation and opportunity play a role in crime; however,
opportunity may be the ‘trigger’ to committing a crime.” [20].
[22] also described similarities to Cressey’s Fraud Triangle [8]:
behavioral characteristics that enable an InT to self-incentivize
to commit an act, possessing the foresight to perceive an
opening, and the ability to justify the behavior.

B. Frameworks and Models

InT frameworks and models are methods for creating pre-
dictability in InT detections. [23] proposed the implementation
of a detection model based on a combination of CMB of at-
tackers, simulated attacks, and case studies. Research focused
on building a library of case studies, dissecting them for their
characteristic value, and extracting predictability features.

Where [23] concentrated on malicious and accidental InT
attacks, [20] addressed threats from an opportunity landscape
perspective. Citing [21], [20] noted the presence of incentive
and prospectus in the commission of a crime, connecting these
factors to InT who are catalysts to commit an InT act but wait
for the prospect to surface. [24] modified this theory, granting
heavier weight to prospectus over incentive. Padayachee’s
position was contradicted by [25], stating three well-known
factors of crime commission – means, motive, and opportunity
– where the reduction of one reduced the likelihood and/or
impact of an InT attack.

Rather than addressing the criminological perspective of
opportunity-based threats, [26] proposed a framework for InT
detection based on behavioral indicators. Technology and non-
technology based indicators were compiled from case studies
to create an ontology of InT to inform the model. The
research used the risk management model OCTAVE to validate
indicators, although the model developers caution [27] that it
is not specified for InT risk management.

In contrast to [26] and [20], [24], [28] proposed a conven-
tional layered defense model through technological and user
entity behavioral anomaly detection.

C. Personas

In addition to opportunity-based threats, unintentional and
intentional threats address the most commonly seen InTs in
organizations. [29] [11] CERT Insider Threat Team described
CMB of unintentional InTs to include carelessness, lacking
mindfulness of surroundings, and reduced awareness of con-
sequences of unconscious compromise. [15] and [16] agreed
with [29], but also determined that unintentional InTs can
cause damage by either active participation or inactivity.

[30] and [14] described the Cybersecurity Questionnaire
(CSEC) as an instrument to determine the level of risk an
unintentional InT poses to an organization based on cyber
habits. Contrary to [15], [14] noted the characteristic of
communal involvement, where such activity could be viewed
negatively in relation to social engineering.

[31] expanded on social engineering, explaining that the
susceptibility of individuals to the act was related to six
ideologies of influence: authority, commitment, reciprocity,
liking, social proof, and scarcity.

Discussing intentional InTs, [32] described the decision
to commit a malicious act as predicated on a perceived
injustice, progressing through several stages before completion
and flight. [11] identified the traits necessary to commit an
intentional InT act as dark traits: non-criminal characteristics
that enable an individual to bypass morality, willfully cause
damage, and consciously plan an escape.

Dark traits were extended by [19] to include a complex
set of associated emotions and behaviors, applicable to both
intentional and unintentional InTs. [22] assented on emotional
complexity, adding cognitive nullification as a negative coun-
terbalance to committing an InT crime.

Protection Motivation Theory (PMT) applied to intentional
InTs exhibited unique properties. According to [33], PMT
psychological behavior applied to those in a position to cause
harm chose to protect individuals and organizations instead.
This unique property demonstrates an opposing view to [11]
and [32]. [34] and [35] concurred.

D. Prevention

Prevention strategies seek to identify methods to mitigate
InT attacks. [36] organized InT defense into three categories,
“detection approaches, detection & prevention approaches, or
prevention approaches.”

[1] identified a detection approach based on psychological
antecedents. Their method assessed emotional state, com-
plaints outside the workplace, distraction, and other charac-
teristics that were indicative of an impending InT attack.

[37] proposed a prevention strategy based on stress from
organizational peer relationships and consequences enforced
by the organization for violations. The research concluded that
InT behaviors can be manipulated by internal and external
factors.

[38] agreed with [37] on influencing factors, adding psycho-
logical triggers as a preceding act. [39] studied the preventive
impact of distress petitions on the protection response of
organizational IT communities, finding a positive correlation.



[40] proposed a detection and prevention approach by
identifying numerous work and personal indicators of stress
and compromise. Although [40]’s indicators were accurately
identified, research minimally described noted traits as psy-
chologically impacting, departing from the focus of the pa-
per. [41] appraised performance management, control failure,
behavioral moderation, authentication policy, and preemptive
detection.

IV. TECHNOLOGICAL THEORIES

Technological theories are models that utilize technology to
aid in InT discovery and mitigation. Subtopics include data-
driven and machine-learning, trusted user approaches, and user
behavior analytics.

A. Data-Driven & Machine Learning Theories

[42] proposed a system-level framework that detected and
prevented unauthorized database changes through an auto-
mated security-defense mechanism based on administrative
policy. [43] presented an approach directly applicable to detec-
tion through behavioral analysis and game theory simulation.
[43] implemented machine learning for data analysis but used
game simulation to collect data for the model.

[44] also proposed a game theory approach using a World of
Warcraft dataset to preemptively model InT behavior through
a machine learning approach applied to psychological profil-
ing and graph learning. Using structural anomaly detection
(analysis of normal computer-use behavior) and psychological
profiling (assessment of anomalous behavior arising out of
computer use tracking), the model effectively predicted InT
behavior when combining indicators.

[45] proposed creation of a neural network, DANTE, for
detecting InT anomalous behavior in system logs. Although
DANTE showed a 93% success rate detecting InTs, the dataset
was simulated [46], and it was only successful in identifying
known attacks [45].

[47] employed a system dynamics model to assess vulner-
abilities in enterprise environments. Through the researchers
application of their dynamic trigger hypothesis (assessment of
inferential indicators that create an environment in which InTs
can thrive) the model was simulated to stimulate the surfacing
of psychological precursors to vulnerabilities. Research con-
cluded that technology and behavioral modeling of InTs were
only as effective as humans ability to interpret them.

[48] proposed the use of a machine learning simulation for
their InT immersion study but with participant observational
awareness and a requirement to act with fraudulent intent
during the study. Simulation demonstrated a positive result
for InT detection.

[49] concurred on the use of machine learning to overcome
the non-real-time nature of IT vulnerability processing. [50]
observed higher correlation for InT detection with unsuper-
vised learning over supervised machine learning models.

B. Trust Theories

Trust theories involve human-dependent access levels to
systems, information, and infrastructure relative to human re-
liability [51]. Organizational trust levels increase as reliability
increases, while simultaneously demonstrating an exponential
increase in the relationship between trust levels and damage
caused by trusted insiders [51].

[52] proposed use of the SI* modeling language to address
InT behavior using an asset, role, and behavior-based frame-
work to establish simulated trust levels between objects in a
patient observation setting. The model proposed a design to
enable IT staff to model user behavior on systems and per-
missions to preemptively determine individuals as malicious
insiders.

[53] described a taxonomy for exploiting trusted social
networking applications and the insertion of social networking
malware (socioware) to steal personal information. In contrast
to [52] and [53], [54] proposed an unsupervised machine
learning model to mine system logs for untrusted activities,
noting [55] observed higher correlation with unsupervised
learning.

[25] studied a trust-matrix framework based on characteris-
tics derived from CERT’s Common Sense Guide to Mitigating
Insider Threats dataset [46]. The model distilled trust aspects,
character and competence, into behaviors associated with
intent, integrity, capability, and results across a behavioral
lifespan. The study instrument demonstrated positive corre-
lation for the model.

[56] assessed trustworthiness through the perception of
humans-as-sensors, trained to observe anomalous behavior,
akin to a firewall. The research determined a positive correla-
tion between trained human observers and detection of InTs.

[57] discovered a positive correlation between distributed
intrusion detection appliances and InT detection when imple-
menting multi-level trust across collective detectors. In their
qualitative study and in contrast to technological models, [58]
addressed the replacement of the trusted computing model to
reduce the risk of InTs through participant interviews.

C. User Behavioral Analytics Theories

User behavioral analytics theories model and analyze human
behavior through unsupervised machine learning, user roles,
behavioral profiling & historical analysis, and user intent.
[59]’s literature review described industry approaches to user
entity behavioral analysis (UEBA) tools that use supervised
and unsupervised machine learning to mine logging facilities
for evidence of InT behavior, but did not provide a novel
approach to solve the problem.

Similar to [25] and [45], [60] used CERT’s Common Sense
Guide to Mitigating Insider Threats dataset [46] to model
InT behavior. Unlike [25]’s assessment of trust behaviors and
[45]’s known-behavior limitation, [60] trained a deep-learning
model on historical user behavioral sequencing to achieve a
99.15% detection success rate.

[48] approach to environmental simulation enlisted partici-
pants with awareness of the experiment but not the scenario to



encourage expected InT behaviors. Participants were required
to commit actions designed to trigger machine learning recog-
nition.

[61] designed a model based on a human-driven augmented
decision making framework. In their model, data extraction
methods used by [60], in conjunction with the CERT InT
dataset [46], and an unsupervised deep-learning model similar
to [54], and [50], produced improved results over existing test
methods at a mean of 84.12%.

V. EDUCATIONAL FRAMEWORKS AND MODELS

Educational frameworks and models refer to theories ap-
plied to teaching security education, training, and awareness
(SETA) concepts to an array of participant profiles. To assess
educational frameworks and models for InTs, it is necessary to
include generalized SETA so a complete set of theories can be
drawn. [62] and [63] reformed national cybersecurity protec-
tion initiatives specific to InTs. Also, [64] provides a strong
foundation for generalizable SETA that can be modified for
InT education purposes. The NICE Framework [65] presents a
competency and role-based training solution founded on task,
knowledge, and skill objectives. In addition, CDSE Insider
Threat training [66], the MERIT program [13] and the CERT
Guide to Insider Threats [4] are crucial examples of effective
InT training. These generalized and InT-specific education ini-
tiatives embody critical perspectives that directly address this
research’s focus. The following section enumerates important
educational frameworks and models applicable to psychology-
focused InT training.

[67] applied Bloom’s Taxonomy of cognition [7] to cyber
education to assess learning levels and outcomes mapped to
NICE Framework objectives. [68] applied expectancy theory
to SETA to influence “security-related behavior”. Expectancy
theory involves inducing an outcome by influencing the factors
that create it, similar to PMT [33], [35] but with a control.
[69] concurred on PMT, while including Theory of Reasoned
Action and Behaviorism Theory. [68] discovered positive
correlation between SETA and insider security behaviors.

[13] presented a SETA guide on InTs specific to sabotage
in the workplace. The model utilized psychological aspects
of InTs, along with CMB, in a design to create predictive
and preventive behaviors in an organization. [70] employed a
case study approach to train nuclear power system educators
on how to teach their nuclear system operator classes in the
United Kingdom.

When teaching in a heterogeneous environment, it is impor-
tant to employ training methods that accommodate different
knowledge absorption techniques, according to the Felder-
Silverman learning style model (FSLSM) [71]. FSLSM can
also be seen in the interactive, adventure-driven video game
CyberCIEGE [72]. The game was used to successfully teach
SETA to Navy students through scenarios and problem solving
exercises [72]. [73] added hands-on lab exercises to further
improve SETA’s cognitive impact.

VI. SUMMARY OF INT THEORIES

This study extracted, compared, and contrasted psycholog-
ical, technical, and educational InT theories for future syn-
thesis with an InT psychological-focused training initiatives.
Supporting psychological theories include CMB, dark traits
and cognitive nullification, organizational harm, adverse em-
ployment incidents, unintentional InTs and social engineering,
intentional InTs, opportunity-based InTs, PMT, prevention
categories, antecedents, peer relationships and stress, distress
petitions, and preemptive action.

Technological theories include InT behavior modeling, sys-
tem log behavioral analysis, observational awareness, unsu-
pervised machine learning, trusted insiders, trusted behaviors,
historical user behavior deep-learning, and trained human
behaviors.

Educational theories include generalized and InT SETA
training, Bloom’s taxonomy of cognition, security-related
behavior, case study analysis, adjusting SETA methods to
learners knowledge absorption methods, and hands-on lab
exercises.

VII. CONCLUSION

A large body of knowledge exists on the psychology
of InTs. Research addressed existing studies, frameworks,
ontologies, and theories that propose identification of InTs
from characteristics, motivations, behaviors, and dark traits
of InT personas. An equally large body of knowledge exists
on technological means of detecting InTs through behavioral
and observational analysis, machine learning, and trusted
behaviors. Organizations rely heavily upon technology to spot
indicators of InTs, most notably when addressing an entity
that can be inherently unpredictable. Numerous guidelines
exist on how organizations should train employees on InTs,
but gaps in training methods possess an imbalance between
psychological and technical detection and mitigation methods.
Future research will create an awareness training platform
for organizations on InTs based on psychology first and
technology second. The conceptual framework will draw upon
determiners of InT activity from psychological, technological,
and educational theories extracted in this paper and imple-
mented as part of a comprehensive InT training platform.
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