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Abstract—This paper studies a hybrid language model (HLM)
architecture that integrates a small language model (SLM) operat-
ing on a mobile device with a large language model (LLM) hosted
at the base station (BS) of a wireless network. The HLM token
generation process follows the speculative inference principle:
the SLM’s vocabulary distribution is uploaded to the LLM,
which either accepts or rejects it, with rejected tokens being
resampled by the LLM. While this approach ensures alignment
between the vocabulary distributions of the SLM and LLM, it
suffers from low token throughput due to uplink transmission
and the computation costs of running both language models.
To address this, we propose a novel HLM structure coined
Uncertainty-aware opportunistic HLM (U-HLM), wherein the SLM
locally measures its output uncertainty and skips both uplink
transmissions and LLM operations for tokens that are likely to be
accepted. This opportunistic skipping is enabled by our empirical
finding of a linear correlation between the SLM’s uncertainty
and the LLM’s rejection probability. We analytically derive the
uncertainty threshold and evaluate its expected risk of rejection.
Simulations show that U-HLM reduces uplink transmissions and
LLM computations by 45.93%, while achieving up to 97.54% of
the LLM’s inference accuracy and 2.54× faster token throughput
than HLM without skipping.

Index Terms—Large language model (LLM), on-device LLM,
speculative inference, uncertainty, opportunistic transmission.

I. INTRODUCTION

Recent advancements in large language models (LLMs)
have shown that the scaling model and training data sizes
according to power laws enable more emergent capabilities
[1]. This scalability has made LLMs effective across various
applications, including AI agents, multimodal reasoning, and
even human-level intelligent robots [2]. However, after training
completes, LLM inference requires huge and high bandwidth
memory, which is not feasible in mobile devices, limiting
their adoption mostly within powerful servers. Recently, on-
device langauge models, also known as small language models
(SLMs), have been actively developed through techniques such
as pruning pre-trained LLM parameters, quantizing model
parameters and activations, and distilling knowledge from
LLMs into SLMs [3]–[5]. However, while these techniques
enable significantly lighter models suitable for deployment
on mobile devices, they often result in trade-offs, including
reduced accuracy and diminished capabilities compared to
their large-scale counterparts.

Under this trade-off, a promising approach for enabling
LLM inference over wireless networks is the hybrid language
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Fig. 1: Schematic illustration of the proposed U-HLM over a
wireless network consisting of a single device-server.

model (HLM) [6], which leverages speculative inference [7]
to facilitate the joint utilization of an LLM and an SLM,
deployed on a server at the base station (BS) and a mobile
device, respectively. In HLM, given a vocabulary—a complete
set of basic units called tokens—the SLM processes the input
token sequence to generate a probability distribution over the
vocabulary, referred to as the vocabulary distribution, followed
by sampling draft tokens. Similarly, the LLM computes its own
vocabulary distribution, and the probability corresponding to
the draft token in each vocabulary distribution is compared to
determine the draft token’s acceptance or rejection. If the draft
token is rejected, resampling is performed to produce the target
token, which becomes the response token of the HLM. This
method can replicate the vocabulary distribution achieved in
traditional LLM inference, where the LLM generates response
tokens directly from the input token sequence, while efficiently
leveraging the distributed computing resources and memory of
both the mobile device and the server.

Despite these potential benefits, HLM faces a significant
challenge in achieving high token throughput. To generate a
single token, the device must upload a vocabulary distribution,
with a payload size proportional to the dimension of the entire
vocabulary (i.e., 500 kbit for a vocabulary size of 32, 000).
Additionally, the process involves computational overhead
from both the SLM and LLM, requiring, for example, 24.6
ms and 104.6 ms, respectively, in our experimental setup, as
detailed in Section IV. This low throughput not only increases
latency but also significantly degrades user experience in LLM
serving systems, further restricting the practicality of HLM for
real-time or near-real-time applications.
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To this end, this paper seeks to find a solution for the
HLM framework that improves token throughput while min-
imizing the degradation of inference accuracy. The approach
builds on a straightforward yet effective strategy: skip uplink
transmissions as well as LLM computations for tokens that
are likely to be accepted. However, implementing this is
challenging, as the SLM must independently predict whether
a token will be accepted or rejected without access to the
LLM’s vocabulary distribution. To enable this capability, we
explore a method in which the SLM leverages uncertainty, a
measure of the model’s self-assessed confidence in its outputs,
to predict the LLM’s rejection probability. Among the various
approaches we evaluate for measuring uncertainty in LLMs,
our experiments reveal that uncertainty measured through
temperature perturbation exhibits a strong linear correlation
with the rejection probability in the HLM framework. Building
on this observation, we propose a novel HLM framework
called Uncertainty-aware opportunistic HLM (U-HLM). As il-
lustrated in Figure 1, U-HLM enables the device to selectively
transmit the SLM’s vocabulary distribution only for tokens
with uncertainty exceeding a predefined threshold.

Beyond this, we design the uncertainty threshold for U-
HLM, aiming to skip tokens that are not only immediately
accepted but also those likely to be probabilistically accepted.
We also derive a theoretical upper bound on the loss of
inference accuracy in terms of expected rejection risk asso-
ciated with the uncertainty threshold and demonstrate that
it is negligible when empirical values are applied. Through
experiments, we show that U-HLM achieves inference ac-
curacy comparable to that of an LLM while significantly
improving token throughput, enabled by its highly accurate
and frequent skipping. This advantage becomes particularly
pronounced under poor channel conditions, highlighting U-
HLM’s effectiveness in resource-constrained environments.

II. SYSTEM MODEL

In this study, we consider a network architecture consisting
of a single device and a base station (BS) with a powerful
computational server. We assume that an SLM is deployed on
the device, while an LLM is deployed on the server, following
the architecture in [6]. In this network, both the device and
the server operate with tokens as their basic units, where the
vocabulary V represents the full set of possible tokens. We
suppose that this vocabulary V is shared by SLM and LLM,
and define initial prompt sequence as s, serving as input in
the initial phase of inference.

A. Token Generation of Hybrid Lauguage Model

The core behavior of hybrid language model (HLM) is that
the SLM on the device generates a draft token, which is then
either accepted or rejected and resampled by the LLM on the
server. The detailed behaviour of this is as follows.
Step 1) SLM’s Generation. In the t-th round, the input
token sequence, s(t− 1), is defined as the combination of the
initial prompt sequence s and the cumulative sequence r(t−1)
of response tokens. Here, r(t−1) comprises tokens generated
from the 1-st to the (t−1)-th round, with one token produced

per round (specifically, the response token r(t− 1) generated
in the (t− 1)-th round). Formally, we define s(t− 1) := s⊕
r(t− 1), where ⊕ denotes the concatenation operator.

The device’s SLM processes the input token sequence to
produce a logit vector z(t) = [z1(t), z2(t), ...., z|V|(t)]

⊤. This
vector is then normalized into a vocabulary distribution x(t) =
[x1(t), x2(t), ..., x|V|(t)]

⊤, where each element is defined by:

xv(t) =
exp(zv(t))∑|V|
i=1 exp(zi(t))

, ∀v ∈ V. (1)

Next, the draft token d is sampled from the SLM’s vocabulary
distribution, d ∼ x(t). The device then determines whether the
SLM’s draft token d should serve as the response token r(t)
for the t-th round. If the decision is to proceed with the draft
token, Step 2) of the t-th round is skipped.
Step 2) LLM’s Verification. This step employs speculative
inference [7], ensuring that the vocabulary distribution of the
response token in HLM inference matches that of an LLM
inference. This equivalence is rooted in the principles of the
Metropolis-Hastings algorithm [8].

The LLM on the server processes r(t − 1) in a similar
manner to generate a logit vector, followed by the LLM’s
vocabulary distribution y(t) = [y1(t), y2(t), . . . , y|V|(t)]

⊤.
Here, for the draft token d, xd(t) and yd(t) are referred to as
the draft and target probabilities, respectively. If xd(t) ≤ yd(t),
the draft token is immediately accepted as the response token
for the t-th round (immediate acceptance). Otherwise, it is re-
jected with probability 1−yd(t)/xd(t), or accepted otherwise
(probabilistic acceptance/rejection). When a rejection occurs,
the LLM calculates a normalized distribution based on the
difference between the vocabulary distributions of the LLM
and the SLM, where the v-th probability is given by:

Pv(t) =
max(yv(t)− xv(t), 0)∑|V|
i=1 max(yi(t)− xi(t), 0)

, ∀v ∈ V. (2)

This is followed by resampling the LLM’s target token d∗ ∼
norm (max(y(t)− x(t), 0)). In this case, the response token
r(t) is replaced with the target token d∗.
Step 3) SLM’s Concatenation. For a selected r(t), the
device generates the response token sequence r(t) for the t-th
round by concatenating r(t) to the existing sequence r(t− 1)
as follows: r(t) := r(t− 1)⊕ r(t). Following this update, the
process proceeds to Step 1) of the (t + 1)-th round, which
implies LLM’s autoregressive generation property, where the
response token from the current round is incorporated into the
input token sequence for the next round.

This iterative generation continues until reaching a stopping
condition: either the total number of response tokens reaches
a specified maximum length, |r(t)| = rmax, or the language
model selects an End-of-Sentence (EOS) token, r(t) = EOS,
indicating the completion of response generation for s. Once
terminated, the device resets with a new initial prompt se-
quence s′, starting an independent token generation.
B. Wireless Communication

The operation involves uplink and downlink transmissions
between the device and the BS. In the t-th round, after the



Fig. 2: Detailed process of generating response tokens in U-HLM with uth = 0.5: The input token sequence is processed by the
SLM in two ways—one for generating the SLM’s draft token and another for temperature perturbation. Tokens sampled from
the temperature perturbation are compared with the draft token, returning 0 if they match and 1 otherwise, with the average
used to compute the uncertainty u(t). (a) When u(t) ≤ uth, uplink transmission and LLM operation are skipped. (b) When
u(t) > uth, the process continues with the LLM’s verification and resampling.

device generates the draft token d in the SLM and decides to
send it, the following information is transmitted to the BS over
the uplink: 1) the index v of the draft token selected from the
vocabulary V , and 2) the SLM’s vocabulary distribution x(t).
The BS then returns the index of the target token d∗ to the
device via the downlink if resampling is performed.
Channel Model. Since the size of the index is negligible
compared to the vocabulary distribution, we simplify the
analysis by considering only the uplink transmission latency
for the vocabulary distribution. The uplink payload size B is
calculated as: B = |V|·bprob bits, where bprob = 32 bits for full
precision and 16 bits for half precision. We consider a block
fading channel such that channel gains are constant over one
round and may change over different rounds. Using Shannon’s
formula, we can express the uplink transmission time τ(t) for
the t-th round as:

τ(t) =
B

W log2 (1 + SNR(t))
, (3)

where W represents the uplink channel bandwidth. Here, the
received signal-to-noise ratio (SNR) depends on the transmis-
sion power p, the distance ρ between the device and the BS, the
path loss exponent α, and the noise power N under Rayleigh
fading conditions.
Token Throughput. Token throughput is defined as the
number of tokens generated per unit time, accounting for
both communication and computation times. To formalize
this, we introduce a binary variable δ(t) ∈ {0, 1}, which
indicates whether uplink transmissions and LLM computation
are performed (δ(t) = 1) or skipped (δ(t) = 0) in the t-
th round. Let τSLM and τLLM denote the computation times
required by the SLM and LLM, respectively, to generate a
single token. For the t-th round of token generation, the token
throughput T (t) is given by:

T (t) (in token/sec) =

{
1

τSLM+(τ(t)+τLLM) , if δ(t) = 1,
1

τSLM
, if δ(t) = 0.

(4)

This HLM structure effectively utilizes distributed network
resources and achieves high inference accuracy but suffers
from low token throughput due to the communication and
computation required for generating each token. A straight-
forward way to mitigate this issue without compromising
inference accuracy is to skip transmission and computation
for tokens that are likely to be accepted if sent to the server.
However, implementing such a skipping mechanism in the
current HLM framework requires knowledge of both draft and
target probabilities (denoted by xd(t) and yd(t), respectively).
While the draft probability is available on the device, the
target probability is only accessible from the server. To make
this approach feasible, an additional mechanism is needed to
predict token acceptance or rejection without relying on target
probability information from the server.

III. UNCERTAINTY-AWARE HYBRID LANGUAGE MODEL
FOR HIGH-THROUGHPUT LLM INFERENCE

In this section, we conduct a feasibility experiment inspired
by the concept of uncertainty to investigate whether a device
can predict the rejection probability of a token on its own
without the server’s target probability. Based on this, we
propose an Uncertainty-aware opportunistic Hybrid Language
Model (U-HLM), in which the SLM measures the uncertainty
and opportunistically skips uplink transmissions to the LLM if
the estimated uncertainty does not exceed its threshold. Addi-
tionally, we design the uncertainty threshold for U-HLM based
on the rejection probability threshold that determines when
the device intends to skip transmissions. We also derive the
expected rejection risk and its upper bound by incorporating
the density of uncertainty into the analysis.
A. Feasibility of Predicting Rejection Probability Using Uncertainty

Our approach is inspired by the concept of uncertainty,
which quantifies a model’s confidence in its output. Specifi-
cally, we hypothesize that by measuring the SLM’s uncertainty
regarding a generated draft token, we can predict the rejection
probability of that token in the LLM without requiring the
target probability. We conduct the following experiment to ex-
plore the feasibility of the above hypothesis. Before going fur-



Fig. 3: Curves depicting the relationship between uncertainty
and rejection probability for three uncertainty measures. Each
curve includes a total of 5, 134 data points, with the line
representing the mean and the shaded area indicating the 95%
confidence interval.

ther, we denote the rejection probability and uncertainty of the
t-th round of HLM inference as β(t) := max

(
1− yd(t)

xd(t)
, 0
)

and u(t), respectively.
Experiment Setting. We consider three established tech-
niques: Monte Carlo (MC) dropout [9], prompt perturbation
[10], and temperature perturbation [11]. All three methods
involve sampling, configured as follows: MC dropout sam-
ples draft tokens, each from 20 models, with each model’s
dropout probability uniformly distributed between [0, 0.1];
prompt perturbation samples 20 paraphrased versions of a
text prompt using WordNet [12], thereby leading to HLM
inference; temperature perturbation involves the temperature
sampling, generating 20 temperature samples from a uniform
distribution ranging from 0 to θmax = 2. The SLM, LLM, and
dataset used are the same as those described in Section IV.
Observations. Figure 3 displays the correlation curves
between uncertainty and rejection probability. For all three
uncertainty measures, we observe that uncertainty tends to
be proportional to rejection probability. Among these, only
temperature perturbation exhibited a strong linear relationship
between its uncertainty and the rejection probability, while
also spanning a wider range of uncertainty. Notably, as will
be described in Subsection III-B with its specific operation,
the temperature perturbation can be computed in parallel with
the SLM’s existing forward propagation for draft generation,
thereby avoiding any additional latency. Based on these ob-
servations, we state the following:
Remark 1. In the HLM, the uncertainty measured using
temperature perturbation demonstrates a linear relationship
with the rejection probability, as expressed below:

β(t) = a · u(t) + b, ∀t. (5)

In our setup, linear regression yields a curve with a = 0.82
and b = −0.06, as shown in Figure 5 (right).
B. Uncertainty-Aware Hybrid Language Model

Leveraging this, we design a U-HLM with temperature
perturbations, which is detailed below.
U-HLM w. Temperature Perturbation. In the t-th round,
the device first samples K temperatures in [0, θmax], where

we will refer to the k-th of them as θk. In parallel with the
traditional forward propagation of the SLM as described in
Step 1), the input token sequence s(t − 1) along with the
given θk passes through the SLM to obtain a vocabulary
distribution x̃k(t) = [x̃1,k(t), x̃2,k(t), ..., x̃|V|,k(t)]

⊤, where its
v-th probability is given by:

x̃v,k(t) =
exp(zv(t))/θk∑|V|
i=1 exp(zi(t))/θk

, ∀v ∈ V, (6)

leading to the selection of the k-th sample token, denoted by dk
(dk ∼ x̃k(t)). After generating the sample tokens, the device
quantifies the uncertainty u(t) for the draft token d as:

u(t) =
1

K

K∑
k=1

1(dk ̸= d), (7)

where 1(dk ̸= d) is the exact match function, which returns
1 if dk ̸= d and 0 otherwise. Consequently, the proposed U-
HLM determines whether to skip uplink transmissions based
on the uncertainty threshold uth as follows:

δ(t) =

{
0, if u(t) ≤ uth,
1, if u(t) > uth.

(8)

The remaining behavior follows Step 2) and Step 3) in Subsec-
tion II-A, with the exemplary process illustrated in Figure 2.
An important consideration in U-HLM is that skipping uplink
transmissions can cause a mismatch in the synchronization of
the input token sequence for subsequent LLM computations,
potentially requiring additional communication for token syn-
chronization between the SLM and LLM; however, this paper
neglects it due to the small payload size.

C. Guideline for Setting Uncertainty Threshold

This subsection outlines the design of an uncertainty thresh-
old for selectively skipping uplink transmissions. Specifically,
tokens are skipped if their rejection probability β(t) satisfies
β(t) ≤ βth, where βth denotes the rejection probability
threshold. Two skipping strategies are considered: risk-averse
skipping, which skips only tokens predicted to be immediately
accepted (βth = 0), and risk-prone skipping, which skips
both tokens predicted to be immediately accepted and those
probabilistically accepted. These strategies involve a trade-off
between inference accuracy and token throughput. Risk-averse
skipping is lossless, preserving a vocabulary distribution con-
sistent with LLM inference, as expressed by:

(1− β(t)) · xv(t) + β(t) · Pv(t) = yv(t), ∀v, t, (9)

with the proof of this equality provided in [7]. However,
this approach does not facilitate higher token throughput. In
contrast, risk-prone skipping increases token throughput by
deliberately relaxing the equality in (9), introducing a bias
βth > 0 to β(t). This adjustment, however, may come at the
expense of reduced inference accuracy. In this context, this
subsection focuses on risk-prone skipping, aiming to maximize
token throughput, derive its uncertainty threshold, and examine
the associated risks.



Revisiting the rejection scenario in U-HLM, rejection occurs
when the target probability yd(t) is less than the draft prob-
ability xd(t), with a probability of 1 − yd(t)/xd(t). For the
U-HLM device aiming to skip uplink transmissions, xd(t) is
deterministic on the device, while yd(t) is treated as a random
variable. Under these conditions, the rejection probability β(t)
can be reformulated as follows, incorporating the stochastic
nature of yd(t):

β(t) = P (yd(t) < xd(t)) · Eyd(t)

[
yd(t)

xd(t)
| yd(t) < xd(t)

]
.

(10)
Ideally, the uncertainty threshold should be tailored to each
token individually. However, for simplicity, we use a fixed
threshold. To determine this threshold, we derive a bound
on the uncertainty under the assumption that the tokens are
independently and identically distributed (i.i.d.) as follows:

Theorem 1. Assuming that both the uncertainty and the
rejection probability are i.i.d. across rounds, with u := u(t)
and β := β(t) for any t, the uncertainty threshold uth in U-
HLM is derived as:

uth =
∆− b

a
. (11)

Defining R as the expected rejection risk, where f(u) denotes
the probability density function (PDF) of uncertainty:

R =

∫ ∆−b
a

u=− b
a

(au+ b) · f(u) du, (12)

we can calculate the upper bound of R as follows:

R ≤

√√√√∫ ∆−b
a

u=− b
a

|au+ b|2 du ·

√√√√∫ ∆−b
a

u=− b
a

|f(u)|2 du. (13)

Proof. Since 0 ≤ Eyd

[
yd

xd
| yd < xd

]
< 1, it follows that 0 ≤

β < P (yd < xd) = ∆ from (10). Applying (5) yields:

− b

a
≤ u <

∆− b

a︸ ︷︷ ︸
:=uth

, (14)

which completes the proof of (11). The upper bound of R is
obtained by applying Hölder’s inequality.

In (14), applying the threshold at the upper bound corre-
sponds to risk-prone skipping, while applying it at the lower
bound corresponds to risk-averse skipping. In Theorem 1, R
represents the expected increase in rejection probability when
adopting risk-prone skipping instead of risk-averse skipping,
reflecting the density of uncertainty. This captures the theoret-
ical impact on U-HLM’s inference accuracy, which is practi-
cally affected when an uplink for a token at risk of rejection
is skipped, potentially resulting in a loss of accuracy. The
impact on actual inference accuracy, along with its theoretical
upper bound derived in (13), is thoroughly validated through
the experiments presented in Section IV.

Fig. 4: Cosine similarity and Transmission Rate (TR) of U-
HLM as a function of uncertainty threshold.

Fig. 5: Empirical probability density of uncertainty (left) and
the linear regression curve showing the relationship between
uncertainty and rejection probability (right). Dashed vertical
lines indicate the two uncertainty thresholds.

IV. NUMERICAL EVALUATION
This section demonstrates the performance of the pro-

posed U-HLM. Experiments use TinyLlama-1.1B as the SLM,
Llama2-7B as the LLM, and 100 randomly selected samples
from the Alpaca dataset [13] as input prompts, conducted
on a Linux-based server with an 8-core Intel Xeon Silver
4215R CPU and 3× Nvidia GeForce RTX 3090 GPUs. Ad-
ditionally, Table I includes labeled datasets QED, CREAK,
and StrategyQA from the FLAN collection [14]. Baseline
methods include LLM, SLM, HLM, and Rand-HLM. Among
the HLM methods, speculative inference [7] is particularly
used, offering comparable performance while achieving higher
token throughput due to accelerated LLM computation. In
the case of Rand-HLM, uplink transmissions are skipped
opportunistically based on random probability.

The performance metrics are as follows: inference accuracy
is measured using cosine similarity, with the Universal Sen-
tence Encoder (USE) [15] employed to transform both the
response token sequence and the ground-truth response into
vectors of the same dimension; Token Throughput is measured
by dividing the total number of generated tokens by the total
computation and communication latency; Transmission Rate
(TR) measures the percentage of uplink transmission sent
when U-HLM or Rand-HLM is applied; True Skip Rate (TSR)
indicates the probability of skipping an uplink transmission for
a token that would otherwise be accepted. The computation
latencies of both the SLM and LLM are measured using
wall time. The other hyperparameters used are as follows:
W = 1MHz, {p,N} = {23,−104}dBm, α = 4, ρ = 2.5km,
and |V| = 32, 000.
A. Validation for Theorem 1

We first calculate the uncertainty thresholds from Theorem
1 using the actual measured values. Our experiment provides
∆ = 0.301, with a and b already known. This yields
∆−b
a = 0.431 for risk-prone skipping and − b

a = 0.073 for



TABLE I: Inference accuracy of various inference methods
with respect to datasets.

Inference Method Cosine Similarity

Alpaca QED CREAK StrategyQA

LLM 0.6231 0.5104 0.4862 0.6023
SLM 0.5077 0.2577 0.2436 0.3091
HLM 0.5634 0.5093 0.5040 0.5785

Rand-HLM 0.5285 0.4638 0.4663 0.5735
U-HLM 0.5585 0.4943 0.5130 0.5913

risk-averse skipping, where the latter is graphically evident in
Figure 5 (right). As shown in Figure 4, increasing uth generally
decreases TR, leading to a reduction in cosine similarity.
However, the cosine similarity loss remains negligible up to
uth = 0.6, which corresponds to the experimental uncertainty
threshold. Comparing these thresholds, the experimental value
lies between those of risk-prone and risk-averse skipping,
closer to the former.

Next, we derive the upper bound of R. Instead of using the
continuous PDF, we utilize the discrete empirical probability
density of uncertainty shown in Figure 5 (left), yielding
R < 4× 10−3. Experimentally, we observe R = 2.24× 10−3,
confirming that the upper bound is satisfied. This result
aligns with the minimal cosine similarity loss observed at
the uncertainty threshold for risk-prone skipping, as shown
in Figure 4, which can be attributed to the low probability
values of uncertainty between the two thresholds, as illustrated
in Figure 5. Based on these findings, we set uth = 0.431.
B. Inference Accuracy and Token Throughput Comparisons

Table I and Figure 6 compare the inference accuracy and
token throughput of U-HLM with other inference methods.
Table I demonstrates that U-HLM outperforms both SLM and
Rand-HLM in terms of cosine similarity across all datasets.
For instance, with the Alpaca dataset, while Rand-HLM im-
proves cosine similarity by only 2.08% over SLM, U-HLM
achieves a 5.08% improvement—representing a 244% greater
accuracy gain. On average, U-HLM achieves up to 97.54%
and 100.05% of the inference accuracy of LLM and HLM,
respectively. As shown in Figure 6 (right), U-HLM delivers
the highest token throughput across all SNRs, second only
to SLM, with a particularly notable 2.54× increase in token
throughput compared to HLM without skipping. This advan-
tage stems from U-HLM’s ability to accurately and frequently
skip uplinks for tokens while maintaining inference quality.
This is further evidenced by its higher TSR and lower TR
compared to Rand-HLM in Figure 6 (left), reflecting a 45.93%
reduction in uplink transmissions and LLM computations.
Moreover, U-HLM demonstrates substantial improvements in
TSR, TR, and token throughput, particularly when temperature
perturbation is applied and under low average SNR conditions.

V. CONCLUDING REMARKS

This paper focused on achieving high-throughput, high-
accurate inference in hybrid language models operating over
wireless networks. By estimating LLM rejection probabilities
through the SLM’s uncertainty measurement, the proposed
U-HLM enabled on-device opportunistic skipping of uplink

Fig. 6: True Skip Rate (TSR) and Transmission Rate (TR)
for different HLM inference methods (left); Token throughput
versus average SNR for various inference methods (right).

transmissions, significantly improving token throughput while
preserving inference accuracy. While this work concentrated
on token generation, we believe that U-HLM can be extended
to other applications, such as token communication, which will
be addressed in future work.
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