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Abstract 

Network science is a powerful tool for analyzing transportation networks, offering insights into their structures 

and enabling the quantification of resilience and robustness. Understanding the underlying structures of 

transportation networks is crucial for effective infrastructure planning and maintenance. In military contexts, 

network science is valuable for analyzing logistics networks, critical for the movement and supply of troops and 

equipment. The U.S. Army's logistical success, particularly in the "fort-to-port" phase, relies heavily on the 

Strategic Highway Network (STRAHNET) in the U.S., which is a system of public highways crucial for military 

deployments. However, the shared nature of these networks with civilian users introduces unique challenges, 

including vulnerabilities to cyberattacks and physical sabotage, which is highlighted by the concept of contested 

logistics. This paper proposes a method using network science and geographic information systems (GIS) to assess 

the robustness and resilience of transportation networks, specifically applied to military logistics. Our findings 

indicate that while the STRAHNET is robust against targeted disruptions, it is more resilient to random 

disruptions. 

Keywords: resilience, robustness, transportation network, military logistics, network analysis  
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1. Introduction 

Network science is a powerful tool for analyzing transportation networks, offering insights into their underlying 

structures and enabling the quantification of their resilience and robustness [1–5]. Numerous studies have focused 

on identifying different structures within transportation networks and understanding their characteristics and 

vulnerabilities [6–11]. For instance, network science has revealed that road networks and airline networks exhibit 

fundamentally different structures. Road networks are often planar [12, 13] and have a hierarchical mesh structure, 

consistently connected throughout, which provides high resilience against random disconnections [14, 15]. In 

contrast, air networks typically follow a scale-free structure with hubs and spokes, making them more resistant to 

random failures but significantly more vulnerable to targeted disruptions [14, 16]. Understanding these structural 

differences is crucial for effective planning, maintenance, and upgrading of transportation infrastructure. 

Although the robustness and resilience of critical infrastructure have been the focus of extensive research, the 

definitions used to quantify these properties vary among researchers [8]. Generally, robustness refers to a system’s 

ability to withstand disruptions without significant degradation of function [17], whereas resilience emphasizes 

the ability to absorb initial shocks and recover rapidly from disruptions that are often unanticipated [18, 19]. 

Two of the most common disruption models used when analyzing resilience and robustness are targeted and 

random disruptions. Targeted disruptions model deliberately planned attacks designed to maximize damage to the 

network, while random disruptions simulate failures occurring by chance [8]. More realistic disruption models, 

such as the flooding of New York City [20] or Norman, Oklahoma [21], require specific data about the disruption 

and their results may lack generalizability due to the specificity of the case study. As a result, studies such as [19, 

22, 23] have used centrality-based targeted disruptions and random disruptions to analyze the robustness and 

resilience of networks, drawing generalizable conclusions. 

Network science has particularly valuable applications in military contexts, where it is used for tasks ranging from 

cross-country transportation planning to the analysis of military communication networks [24]. In military 

logistics, the ability to maintain and reroute troop and supply movements under disruptions is critical. The U.S. 

Army’s success since World War II has often been attributed to its logistical capabilities. In the critical “fort-to-

port” phase, where force projection begins in the U.S., highways and railways play an indispensable role as troops, 

equipment, and supplies are transported from military bases to ports [25]. Studies applying network science to 

multi-modal logistics [26, 27] can help improve infrastructure by identifying network weaknesses. 

The importance of highways in military strategy is underscored by historical precedents. The Interstate Highway 

System, initiated under President Dwight D. Eisenhower in the 1950s, was designed with a dual purpose: to 

improve civilian transportation and to serve as a critical component of national defense [28]. Eisenhower’s vision 

was shaped by his experiences during World War II, where the efficient movement of military resources was 

paramount. The Strategic Highway Network (STRAHNET), defined by the Department of Defense (DoD) and 

the Federal Highway Administration (FHWA), comprises 62,657 miles of highways connecting military 

installations and ports across the U.S. [29, 30]. 

Despite the strategic intent behind STRAHNET’s creation, the majority of highways in the United States are non-

military assets. Unlike other critical infrastructures, such as military communication lines, where the military 

maintains exclusive control, transportation infrastructure—such as highways and railways—is shared between 

military and civilian users. As noted, “The Army relies on various interdependent infrastructures, the majority of 

which it does not own or operate” [25]. This shared nature introduces unique challenges. 

Unlike purely military assets, designed and maintained with security as a primary concern, public transportation 

infrastructure must balance civilian needs and economic considerations. This makes such networks vulnerable to 

evolving threats, including cyberattacks and physical sabotage, requiring adaptive and proactive measures to 

ensure robustness and resilience. The concept of contested logistics highlights the potential for adversaries to 

disrupt these networks, causing significant operational challenges. “Peer threats possess the capability and 

capacity to observe, disrupt, delay, and attack U.S. forces at any stage of force projection, including while still 

positioned at home stations in the United States and overseas” [25]. 

In this paper, we propose a method that integrates network science and geographic information systems (GIS) to 

measure the robustness and resilience of transportation networks. This approach is applied to military logistics 

networks to identify vulnerabilities in the existing strategic transportation network under different types of 

disruptions. Our findings reveal that robustness and resilience are both desirable characteristics of transportation 

networks but are not necessarily interdependent. For example, the STRAHNET is more robust against targeted 



4 

 

disruptions but more resilient to random disruptions. 

 

2. Methods 

In this section, we describe the sources and details of the data used, steps needed to build logistics networks using 

strategic highway network, and how we analyzed robustness and resilience of such network. The data used to 

model military logistics include the transportation network data (STRAHNET), the locations of military 

installations (forts), and the locations of strategic seaports (ports). Fig. 1 summarizes the required data and steps 

needed to model logistics network. 

Robustness and resilience in the context of transportation networks are related to the ability of the system to 

maintain its operational functionality and performance in the face of disruptions. A robust transportation network 

can withstand shocks and continue to operate unaffected, whereas resilient transportation network can effectively 

absorb shocks and continue to operate by rerouting traffic. In Subsubsection 2.4.4 we describe how robustness 

and resilience of a network can be determined.  

All network analyses were performed using python (ver. 3.9), mainly using packages geopandas (ver. 0.14.3), 

networkx (ver. 3.2.1), and numpy (ver. 1.26.4). Visual representation of the geographic data was performed using 

QGIS (ver. 3.36) and contextily (ver. 1.6.2). 

 

Raw Data Data Processing Final Product 
STRAHNET (Fig. 2) 
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Fig. 1: Summary of data used and data processing steps to model logistics network with relevant sections. 

 

2.1 Data 
2.1.1 Strategic Highway Network (STRAHNET) 

The raw STRAHNET data [26, 27] is a collection of interstates, non-interstate highways, and connector routes 

that covers not only the conterminous US (CONUS), but also includes highways in Alaska, Hawaii, and Puerto 

Rico. By focusing only on CONUS, the raw shape file contains 92,798 linestrings including their id, 

geographical_shape, route_name, speed_limit, road_length, and other information.  

A continuous strip of road on a map may be represented by multiple geographical linestrings of road segments. 

This segmentation occurs naturally when road characteristics (such as speed limits and road names) change, but 
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it can also occur due to data collection errors. By analyzing the STRAHNET data, a single road segment lengths 

ranged from 0.001 miles to 63 miles. We found that the length of a road segment calculated from the geometric 

shape of a linestring and the value of road_length attribute differs due to the projection. As a result, we used the 

road_length attribute value as the true length of a road segment. Also, whenever speed_limit value of a road 

segment was missing, we used a default value of 55 mph. An additional attribute of travel time was used, where 

travel time of an edge is defined as the edge length divided by the speed limit of the edge. Refer to Fig. 2 for a 

map of STRAHNET. 

 
Fig. 2: Strategic Highway Network (STRAHNET) 

 

2.1.2 US Military Installations 

The raw military installations data depicts the locations of the Department of Defense (DoD) installations (namely 

“forts”), but the boundaries do not necessarily represent the legal or surveyed land parcel boundaries [28]. It 

contains 765 DoD sites including national guard bases and training sites, across CONUS, Alaska, Hawaii, Puerto 

Rico, and Guam. By focusing only on CONUS, the raw shape file contains 673 DoD sites including their id, 

geographical_shape, site_name, which department it is under (Army, National Guard, Air Force, Navy, Marine 

Corps, etc.), and other information. Refer to Fig. 3 for the geographic distribution of these military installations. 

2.1.3 Strategic Seaports 

The raw strategic seaports data depicts the locations of Strategic Commercial Seaports (namely “ports”) compiled 

from the US Maritime Administration [29] needed to support force deployment during contingencies and other 

defense emergencies. It contains 18 Strategic Commercial Seaports, across CONUS, Alaska, and Guam. By 

focusing only on CONUS, the raw shape file contains 16 seaports including their id, location, site_name, and 

capacity. On top of the 16 commercial seaports, four additional strategic military seaports, identified by the US 

Government Accountability Office [30] were added to CONUS map. Refer to Fig. 4 for the geographic 

distribution of these seaports. 

  
Fig. 3: Locations of military installations (“forts”) 

in CONUS, represented by orange polygons. 

Fig. 4: Locations of strategic seaports (“ports”) in CONUS, 

represented by blue diamonds. 
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2.2 Logistics network representation 
2.2.1 Transportation Graph 

The backbone of military logistics is transportation networks. To add a network science perspective of logistics 

on top of traditional operations research perspective and GIS perspective, a graphical representation of 

transportation network must be constructed. As seen in Subsubsections 2.1.1, the raw data representing strategic 

highways was a collection of geographical lines representing road segments. This data as it is may be useful for 

geographical analysis, but not suitable for network analysis. This data must be converted to a mathematical graph 

before it can be analyzed.  

To avoid confusion, we distinguish the terms “network” and “graph” based on their subtle differences. In general, 

the term network and graph are interchangeably used in studies. In this paper, the term “graph”, with well-defined 

nodes and edges, refers to a mathematical representation of a physical “network”. In our graph representation of 

the highway network, the nodes represent road intersections or cul-de-sacs, and the edges represent road segments 

connecting the nodes. In this representation, any trip or travel must start from one node and end at another node, 

and movement from one road segment to another, such as turning, must happen at nodes. 

The process of converting a transportation network into a transportation graph includes 3 steps. 

2.2.2 Step 1: Fix invalid geometry 

In many cases, GIS data of roads were not generated to be interpreted as geographical graphs. Naively converting 

line string endpoints as nodes and linestrings as edges using data from Subsubsections 2.1.1 yields highly 

fragmented graphs such as Fig. 5. In reality, all the interstates and highways are connected to each other, but a 

naively converted highway graph is fragmented into more than 740 isolated connected components as seen in Fig. 

5, where each connected component represents a group of linestrings that are connected with each other. Since 

the power of transportation network comes from its connectivity, this fragmentated representation of highway 

network cannot be used for network analysis. 

 
Fig. 5: A naïve conversion of the STRAHNET into a graph consisting of 92,847 linestrings. Each color 

represents a distinct connected component. Due to the invalid geometry issues described below, a naively 

converted STRAHNET graph is fragmented into more than 740 connected components. 

 

During the graph conversion, every linestring was first converted to an edge and its end points were labelled as 

nodes. To connect these linestrings, if two nodes have the exact same coordinates, then the two linestrings sharing 

the same endpoints were connected by the shared node. During this process, fragmentation of network seen in Fig. 

5 occurs because GIS representation of road segments does not perfectly align with each other, even though the 

physical roads they represent are connected. 

These misalignments or invalid geometries can be categorized into three different groups: touching, crossing, and 
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gap. They must be fixed before converting STRAHNET data into transportation graphs to produce a connected 

transportation graph. To fix these, identification of touching points, crossing points, and gaps are needed. A 

touching point is a point where one end of a linestring touches the interior of another linestring, shown in Fig. 6A. 

A crossing point is a point where the interior of one linestring crosses with the interior of another linestring, shown 

in Fig. 6B. Finally, a gap is a region where two linestrings are supposed to be connected but are not connected, 

shown in Fig. 6C. 

The first two types of invalid geometries, touching and crossing, can be detected easily and resolved by the same 

method. For each linestring, identify all interior points which are touched or crossed by another linestring. Once 

such interior points are located, then partition the linestring at those touching and crossing points, as shown in Fig. 

6D, while keeping the original geometry of the linestring. These invalid geometries can be identified using GIS 

analysis and can be fixed unambiguously. Here, we assumed the highway network is planar [12, 13] that the 

vehicles could turn at every intersection. 

On the other hand, gaps cannot be determined just from a GIS analysis. Connection of two separated road 

segments cannot be determined prior to verifying with a map. Two disjoint linestring can represent parts of a 

continuous road strip or physically separated roads, depending on the context. Some gaps can be detected 

unequivocally since two line segments are separated by less than 1 𝑚𝑚 apart. On the other extreme, upon cross 

referencing the raw data with the STRAHNET map [27], a continuous highway segment, as long as 130 𝑘𝑚, was 

missing from the data.  

Because of this difficulty in identifying gaps, we assumed that the two road segments are connected if the 

separation is less than some threshold value. Specifically, detection of gaps was done in two steps: visual cross 

referencing and rule-based detecting. Cross-reference the STRAHNET GIS data with the official maps of the 

STRAHNET [27] allows some major gaps to be identified.  

Once some immediately recognizable gaps were identified and connected, a rule was defined to identify smaller 

and less visible gaps. From all dangling nodes (nodes with degree 1), identify the nearest node that is no farther 

than some threshold value 𝜃 . This value of 𝜃  represents the maximum distance a gap can exist. A larger 𝜃 

produces an overly connected graph and a smaller 𝜃  produces overly disconnected graph than the actual 

transportation network.  

By performing a parameter sweep on 𝜃 values ranging from 50 𝑚 to 1000 𝑚, a value of 400 𝑚 was chosen for 

𝜃. We want 𝜃 to be as small as possible without creating too many distinct connected components. Any value less 

than 𝜃 = 400 𝑚 missed too many true gaps causing the graph to be fragmented, whereas any value larger than 

𝜃 = 400 𝑚 started to connect nodes that are not connected in the real world.  

However, even this rule alone was not able to capture all gaps since there were gaps that exceeded 400 m. To 

identify remaining gaps, we randomly selected origin and destination pairs and calculated their travel time. If the 

trip took unnecessarily long detours compared to their geodesic distance, we investigated these instances to check 

whether the detour was due to a gap or was inevitable. We repeated this numerous times to find missing gaps and 

manually connected those gaps. 

Fig. 6E describes how the identified gaps were fixed. The final product of fixing invalid geometries resulted in a 

connected undirected graph representation of the strategic highway network.  

   

Fig. 6A: An invalid geometry 

touching occurs when one end 

of a linestring touches the 

Fig. 6B: An invalid geometry 

crossing occurs when the interior of 

one linestring crosses the interior of 

Fig. 6C: An invalid geometry gap 

occurs when the end points of road 

segments (part of a connected road 
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interior of another linestring. another linestring. strip) do not coincide. 

  
Fig. 6D: A schematic representation of how touching and crossing 

issues are fixed. The road segment 𝑙 is touched by 𝑟 and crossed by 

𝑠. After detecting all the touching and crossing points, the road 

segment 𝑙 is split into contiguous pieces 𝑙1
′ , 𝑙2

′ , 𝑙3
′ , and 𝑙4

′  such that its 

geographical shape and the total length |𝑙| = |𝑙1
′ | + |𝑙2

′ | + |𝑙3
′ | + |𝑙4

′ | 
are preserved. The black circles represent existing line ends, and the 

white circles represent newly added line ends. 

Fig. 6E: A schematic representation 

of how gap issues are fixed. The road 

segments 𝑙1, 𝑙2,  and 𝑙3 are part of a 

physically connected road. The 

addition of the two road segments 𝑙1
′  

and 𝑙2
′  (red dashed lines) connects 

previously broken path. 

 

2.2.3 Step 2: Identify Origins and Destinations 

Using the military installation locations (“forts” from Subsubsection 2.1.2) as origins and the strategic seaports 

locations (“ports” from Subsubsection 2.1.3) as destinations, we model military logistics as finding the shortest 

paths from all possible forts to all possible ports. Each military installations and strategic seaports were mapped 

to the geographically closest point of the transportation network 𝐺 using Euclidean distance. If the geographically 

closest point on 𝐺 is a node, then the node is labelled as a fort node or a port node. If the geographically closest 

point is on an edge, then the edge is split into two at the closest point. The newly inserted point is labelled as a 

fort node or port node. 

In some rare cases, two distinct military installations are located next to each other and are mapped to the same 

node in 𝐺. In this case, we use the same node to represent both of the installations at the same time, instead of 

double counting the closest nodes. Upon this identification of fort nodes and port nodes, the list of all unique fort 

nodes is 𝑂, the list of all unique port nodes is 𝐷, and the value 𝑁 = |𝑂| × |𝐷| represents the number of all possible 

unique fort-to-port routes. Refer to Fig. 7 for a fixed STRAHNET graph with fort nodes and port nodes identified. 
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Fig. 7: Properly converted STRAHNET graph by fixing invalid geometries. Nodes with degree 2 are colored in 

red and all other nodes are colored in white. Forts and ports are represented by the closest point in the graph. 

Refer to the inset in black box for an example of Corpus Christi, TX. 

 

2.2.4 Step 3: Graph Smoothing 

The resulting graph after step 2 in Fig. 7 is sufficient to be used in network analysis, but it can be further simplified 

by smoothing the graph. Graph smoothing is the process of replacing two edges incident at the same node of 

degree 2 by a single new edge and removing the common degree 2 node [31]. A properly done smoothing can 

reduce the number of nodes and edges while maintaining the topology and attributes of the graph. To avoid 

removing any origin or destination node of fort-to-port routes, only the degree 2 nodes that are neither fort nodes 

nor port nodes were removed. 

Since the edges represent the geographic shapes of roadways with different attributes, replacing two edges into 

one must be done carefully. Some edge attributes of the replaced edges, such as geographical shape, length, and 

travel time, can easily be transferred to the new edge, but other attributes such as speed limits or road names are 

more difficult to transfer. To simplify smoothing, only the geographic shapes, length, and travel time of the 

previous edges were transferred to the new edges by concatenating geographic shapes, adding the lengths, and 

adding travel times of the replaced edges. 

Before smoothing, there were 95,172 nodes and 96,368 edges, and 97% of the nodes had degree 2 (refer to Fig. 7 

lower left legend). After smoothing, there were 2,849 nodes (2.9% of the original number of nodes) and 4,045 

edges (4.2% of the original number of edges) remaining, refer to Fig. 8 lower left legend. These reductions in the 

order (number of nodes) and size (number of edges) of the STRAHNET graph improved visual representation of 

the network and significantly saved computational time when performing network analyses, without altering the 

network topology. 

The final result of STRAHNET graph using our method is shown in Fig. 8. We model logistics network as a triplet 
(𝐺, 𝑂, 𝐷) where 𝐺 is an undirected geographical graph representing transportation network, 𝑂 is the set of origins, 

and 𝐷 is the set of destinations. 
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Fig. 8: The final product of converting the STRAHNET into a logistics network. Note that degree 2 nodes 

identified as fort nodes or port nodes were not removed by the smoothing process. Compare the black box inset 

in Fig. 7 and Fig. 8 of Corpus Christi, TX to see the removal of degree 2 nodes that are not fort/port nodes.  

 

2.3 Network Analysis 
2.3.1 Travel time 

In Subsubsection 2.2.2, we explained modeling military logistics is finding the fastest path for each fort-to-port 

route. For each origin-destination pair (𝑜𝑑  pair), the shortest path is determined by the Dijkstra’s algorithm 

minimizing the total sum of edge travel times. The travel time matrix 𝑇  is a |𝑂| × |𝐷|  dimensional matrix 

representing travel times along the shortest paths from all possible 𝑜𝑑 routes. The elements of  𝑇, denoted 𝑡𝑜𝑑, 
represent the travel time between each origin 𝑜 ∈ 𝑂  and each destination 𝑑 ∈ 𝐷 . Since the undisrupted 

transportation network 𝐺 is connected and 𝑜 ≠ 𝑑 for any 𝑜𝑑 pairs, the undisrupted travel time value 𝑡𝑜𝑑 is always 

positive and finite. 

To model contested logistics, we must consider scenarios when the logistics network 𝐺  is disrupted where a 

fraction of edges was removed from 𝐺 (refer to Subsubsections 2.4.1 and 2.4.2 for modeling disruptions). Under 

disruptions, a disrupted transportation network 𝐺′ is less efficient than the original network 𝐺. Removal of an 

edge can never decrease the travel time for any path. As a result, the disrupted travel time matrix 𝑇′ = [𝑡𝑜𝑑
′ ] 

satisfies 𝑡𝑜𝑑
′ ≥ 𝑡𝑜𝑑 for each 𝑜𝑑 pair. Furthermore, when the disruption is severe enough, the disrupted network 𝐺′ 

can be disconnected and some 𝑜𝑑  routes may no longer exist. In this case, we assign 𝑡𝑜𝑑
′ = ∞   to indicate 

disconnection of the route from 𝑜 to 𝑑. 

 

2.3.32.3.2 Edge betweenness centrality 

Edge betweenness centrality or centrality for short from now on, is a measure used in network analysis to quantify 

the importance of an edge within a network. It represents the “number of the shortest paths that go through an 

edge in a graph” [32], thus capturing its role as a critical link for connectivity within the network. Mathematically, 

the betweenness centrality of an edge 𝑒 is calculated by 

𝑐𝐵(𝑒) = ∑
𝜎(𝑜, 𝑑|𝑒)

𝜎(𝑜, 𝑑)
𝑜∈𝑂,𝑑∈𝐷

 

where 𝑂 is the set of possible origins, 𝐷 is the set of possible destinations, 𝜎(𝑜, 𝑑) is the number of shortest paths 

from 𝑜 to 𝑑, and 𝜎(𝑜, 𝑑|𝑒) is the number of shortest paths from 𝑜 to 𝑑 passing through the edge 𝑒 [33]. The idea 
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of shortest path centrality dates to 1977 [34] and has been widely used in network science. Usually, the 

betweenness centrality uses all possible node pairs (𝑂 = 𝐷 = 𝑉) during calculation, but we modify it to use only 

a subset of all possible node pairs that are relevant in modeling logistics. 

An edge with high betweenness centrality serves as a key channel for interactions, as many shortest paths between 

different node pairs pass through it. This metric is particularly useful in identifying bottlenecks in networks, where 

the removal or failure of a high centrality edge could significantly disrupt the overall connectivity and efficiency 

of the system.  

We want to identify road segments that are the most important to military logistics and quantify the impacts of 

absence of those roads on to military logistics. Instead of calculating the centrality based on all possible node-to-

node routes, we calculate the centrality based only on the fort-to-port routes. Focusing only on fort-to-port routes 

is computationally more efficient and more relevant to military logistics. Once the centrality measure is calculated, 

we can then rank edges based on their importance in fort-to-port routes. In other words, we found the most 

important roads for military logistics. 

 

2.4 Robustness and Resilience Analysis 
2.4.1 Disruption Modelling 

Disruptions are incidents that prevent systems from functioning properly. In this study, a disruption is represented 

by the removal of road segments from a transportation network, with its impact on logistics quantified by the 

resulting time delay on fort-to-port routes (discussed further in Subsubsection 2.4.3). In reality, many events, such 

as natural disasters (e.g., floods or wildfires) or manmade incidents (e.g., car crashes or terrorism), can disrupt 

transportation networks. When modeling such disruptions, removing nodes and/or edges are reasonable 

approaches; however, for simplicity, our study focuses solely on edge removals. Specifically, we model two types 

of disruptions—targeted and random—each with varying degrees of intensity.  

The intensity of a disruption refers to the strength or magnitude of the event, while the impact relates to its broader 

consequences or effects on other systems of interest. In our case, disruption intensity is measured by the percentage 

of total road length removed, and disruption impact is quantified as the additional delays caused by the disruption 

(see Subsubsection 2.4.3). For our simulations, we examined disruption intensities ranging from 1% to 50% of 

road length, in increments of 1%.  

Although it may seem unlikely for events like wildfires or acts of terrorism to simultaneously affect hundreds of 

miles of highways (representing only 1% of total road length), actual disruptions do not need to span the entirety 

of a region to cause widespread closures. For example, floods affecting a portion of a road segment can lead to 

the closure of miles of surrounding highways. Since the extent of highway closures due to disruptions varies 

significantly depending on road conditions, the severity and type of the disruption, and other factors, we assume 

that any disruption to a road segment results in the complete removal of that segment from the network. 

Quantifying disruption intensity based on total road length allows for consistent comparisons of the effects of 

different types of disruptions on the highway system, regardless of their specific nature or origin. 

2.4.2 Disruption Types 

Regarding the two types of disruptions, targeted disruptions involve the removal of road segments based on their 

importance, as measured by centrality. This approach models disruptions deliberately caused by malicious agents. 

During a targeted disruption, road segments with the highest centrality values are removed first, continuing until 

the total percentage of removed road length matches the desired disruption intensity. 

In contrast, random disruptions involve the removal of road segments in a stochastic manner, such that the total 

percentage of removed road length equals the desired intensity. These disruptions model unpredictable events, 

such as vehicle collisions or tree falls. Since random disruptions are inherently stochastic, we perform 100 

iterations for each intensity level to capture their statistical behaviors and variability. 

2.4.3 Impact Quantification 

Disruptions in transportation networks can cause negligible to serious impacts to logistics. We focused on the 

time delays in each path caused by disruptions. Referring to Subsubsection 2.3.1, travel times for all paths before 

and after a disruption were collected in matrixes 𝑇 and 𝑇′, respectively, and the elements satisfy 0 < 𝑡𝑜𝑑 < ∞ and 
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0 < 𝑡𝑜𝑑
′ ≤ ∞ such that 𝑡𝑜𝑑 ≤ 𝑡𝑜𝑑

′  for each 𝑜𝑑 pair where 𝑡𝑜𝑑
′ = ∞ indicates disconnection. 

By measuring time delays before and after the disruption, we can quantify the impact of the disruption on each 

path. Here, we use the relative time difference Δ𝑡𝑜𝑑 ≔
𝑡𝑜𝑑

′ −𝑡𝑜𝑑

𝑡𝑜𝑑
 measured in percent increase in time with respect 

to the undisrupted travel time, to quantify the impact of the disruption. Using Δ𝑡𝑜𝑑, we classify the impact of the 

disruption on each path into three categories where the path 𝑜𝑑 is  

1) unaffected if Δ𝑡𝑜𝑑 = 0, 

2) delayed if 0 < Δ𝑡𝑜𝑑 < ∞, and 

3) disconnected if Δ𝑡𝑜𝑑 = ∞. 

This trichotomy of paths satisfy the relation 𝑁 = 𝑁𝑢𝑛𝑎𝑓𝑓𝑒𝑐𝑡𝑒𝑑 + 𝑁𝑑𝑒𝑙𝑎𝑦𝑒𝑑 + 𝑁𝑑𝑖𝑠𝑐𝑜𝑛𝑛𝑒𝑐𝑡𝑒𝑑 , where 𝑁 = |𝑂| ⋅ |𝐷| 

is the total number of paths, and 𝑁𝑢𝑛𝑎𝑓𝑓𝑒𝑐𝑡𝑒𝑑 , 𝑁𝑑𝑒𝑙𝑎𝑦𝑒𝑑 , and 𝑁𝑑𝑖𝑠𝑐𝑜𝑛𝑛𝑒𝑐𝑡𝑒𝑑   represent the number of 

unaffected, delayed, and disconnected paths, respectively. Equivalently, we use the normalized number of 

paths 

1 =
𝑁𝑢𝑛𝑎𝑓𝑓𝑒𝑐𝑡𝑒𝑑

𝑁
+

𝑁𝑑𝑒𝑙𝑎𝑦𝑒𝑑

𝑁
+

𝑁𝑑𝑖𝑠𝑐𝑜𝑛𝑛𝑒𝑐𝑡𝑒𝑑

𝑁
= 𝑛𝑢𝑛𝑎𝑓𝑓𝑒𝑐𝑡𝑒𝑑 + 𝑛𝑑𝑒𝑙𝑎𝑦𝑒𝑑 + 𝑛𝑑𝑖𝑠𝑐𝑜𝑛𝑛𝑒𝑐𝑡𝑒𝑑  

to represent our findings (Fig. 13A and Fig. 13B).  

2.4.4 Robustness and Resilience 

Since the primary objective of a logistics network is to connect origins to destinations, the percentage of 

disconnected routes serves as a measure of system failures. Once connections between points are established, the 

secondary objective is to maximize efficiency, which is measured by minimizing travel times. Achieving this 

secondary objective relates to the percentage of delayed paths—routes that, while not ideal, still fulfill the primary 

objective of connectivity. 

Considering these two objectives, a robust network satisfies both primary and secondary objectives under 

disruptions by maintaining a high proportion of unaffected paths. In contrast, a resilient network prioritizes the 

primary objective by preserving connectivity, even at the expense of efficiency. This is achieved by absorbing the 

initial shock of disruptions, converting some unaffected paths into delayed paths rather than allowing them to 

become disconnected. 

 

3. Results 
3.1 Travel Times 

After calculating shortest paths and travel times for all possible fort-to-port routes using undisrupted transportation 

network, the travel times can be aggregated to show their distribution (Fig. 9). There were 9000 possible fort-to-

port routes (450 forts, 20 ports) using the highways. The longest highway route identified was from Naval Air 

Station Key West (FL) to Naval Magazine Indian Island (WA) taking 55 hours to complete 5849 km.  

 
Fig. 9: Travel time distribution of fort-to-port routes using highways. 
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3.2 Important Road Segments 

Once the shortest paths for all possible fort-to-port routes were calculated, centrality value for each edge was 

calculated (Fig. 10). Low centrality value indicates the route was rarely used for logistics and high centrality value 

indicates that many fort-to-port logistics rely on that particular road segment. The roads connecting Washington 

to New Jersey (I-90 and I-80 from west to east), and Southern California to Georgia and Carolinas (I-10 and I-20 

from west to east) correspond to the highest centrality values (refer to Fig. 11A 10% disruption plot for a visually 

clearer representation). This tendency of high centrality values being distributed in the west-to-east direction 

rather than the north-to-south direction is due to the tendency of strategic seaports being distributed on the west 

and east coasts rather than on the north and south borders. 

 
Fig. 10: Edge betweenness centrality values for the STRAHNET. 

Edges with higher centrality values are highlighted by darker green and lower centrality values are transparent. 

 

3.3 Disruptions 

As described in Subsubsection 2.4.1 and 2.4.2, we simulated targeted and random disruptions for the STRAHNET. 

In Fig. 11, different scenarios in which the STRAHNET can be disrupted are displayed. Since the targeted 

disruptions are deterministic, stronger disruptions extend from the existing disruptions. On the other hand, random 

disruptions are simulated statistically independent of each other, and an ensemble of 100 disruptions are used to 

draw inferences for each disruption intensity. 
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Fig. 11A: Examples of targeted disruption. Fig. 11B: Examples of random disruption.  

Disrupted road segments are highlighted in red.  

Highlighted edges may seem to represent more than the described intensity due to their exaggeration. 

 

4. Discussions 
4.1 Resilience 

Based on the trichotomy described in Subsubsection 2.4.3, Figures 12A and 12B illustrate how the path categories 

change as disruption intensities increase. Under any disruption scenario, the number of unaffected paths (blue 

lines) decreases monotonically, and the number of disconnected paths (red lines) increases monotonically, as 

disruptions inherently remove edges. However, the number of delayed paths (yellow lines) can either increase or 

decrease depending on the relative rates at which unaffected paths disappear, and disconnected paths emerge. In 

both Figures 12A and 12B, the network absorbs the initial shock of disruptions by converting unaffected paths 

into delayed paths, preventing immediate disconnection. 

Under targeted disruptions, following the initial shock, the network enters a stable phase, observed between 2% 

and 7% disruption intensity under targeted disruptions, where relatively minor changes occur in the path categories. 

Once this stable phase ends, the network experiences a secondary shock between 7% and 11%, leading to a sharp 

increase in disconnections starting at 13% disruption intensity. 

In contrast, the network responds more gradually to random disruptions. It exhibits greater resilience to random 

disruptions, particularly under lower disruption intensities, which typically correspond to the initial phase of 

disruptions. This is because the network’s capacity to delay routes reaches 75% under random disruptions, 

compared to 60% under targeted disruptions. While this capacity to delay does not inherently indicate better shock 

absorption—since some paths may remain unaffected—a comparison of disconnected paths provides further 
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insight. At 3% targeted disruption intensity, 20% of paths are already disconnected, whereas the same level of 

disconnection occurs at 6% random disruption intensity. This suggests that, under random disruptions, the network 

absorbs initial shocks more effectively by delaying paths rather than allowing immediate disconnections. As a 

result, the network demonstrates greater resilience under random disruptions. 

  
Fig. 12A: Change of 𝑛𝑢𝑛𝑎𝑓𝑓𝑒𝑐𝑡𝑒𝑑 , 𝑛𝑑𝑒𝑙𝑎𝑦𝑒𝑑 , and 

𝑛𝑑𝑖𝑠𝑐𝑜𝑛𝑛𝑒𝑐𝑡𝑒𝑑  under targeted disruptions. Two dashed 

vertical lines indicate where 𝑛𝑑𝑒𝑙𝑎𝑦𝑒𝑑  peaked. 

Fig. 12B: Change of 𝑛𝑢𝑛𝑎𝑓𝑓𝑒𝑐𝑡𝑒𝑑 , 𝑛𝑑𝑒𝑙𝑎𝑦𝑒𝑑 , and 

𝑛𝑑𝑖𝑠𝑐𝑜𝑛𝑛𝑒𝑐𝑡𝑒𝑑  under random disruptions. The dashed 

vertical line indicates where 𝑛𝑑𝑒𝑙𝑎𝑦𝑒𝑑  peaked. 

 

4.2 Robustness 

To evaluate the robustness of the STRAHNET against disruptions, we examine how the number of unaffected 

routes changes, as shown in Fig. 13 and described in Subsubsection 2.4.4. In a strict sense, the STRAHNET fails 

to demonstrate robustness under either targeted or random disruptions, as it is unable to maintain most of its 

unaffected paths (approximately 70%) even under very low disruption intensities (3%). 

However, unlike the monotonic decrease in unaffected paths observed under random disruptions, the STRAHNET 

exhibits some degree of robustness under targeted disruptions between 3% and 7% disruption intensity, 

maintaining a relatively stable number of unaffected paths during this range. 

 
Fig. 13: Impacts of targeted disruptions (blue) and random disruptions (orange) on the number of unaffected 

paths on the STRAHNET. On average, random disruptions monotonically decreased the number of unaffected 

routes, whereas targeted disruptions has a period of no effect (3%-7% intensity). 

 

5. Conclusions 

In this paper, we presented a methodology that integrates network science with existing GIS perspectives to 

analyze the robustness and resilience of transportation networks, particularly in the context of military logistics. 

While numerous studies have examined the structure of various transportation networks under different types of 

disruptions, these studies predominantly focused on robustness through percolation analysis involving edge 

addition and removal. Building on existing research, we proposed a method to quantify both resilience and 

robustness by evaluating the difference between delayed and disconnected routes under various disruption 

scenarios. Applying our methodology to the STRAHNET and military logistics, we found that, although 

robustness and resilience are both desirable characteristics, they are not necessarily correlated. Specifically, while 

the STRAHNET demonstrates slightly greater robustness against targeted disruptions, it exhibits higher resilience 
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to random disruptions. 

This study has limitations, including an oversimplified logistics model. We modeled military logistics as the 

shortest paths between forts and ports, but in practice, military logistics is more complex, involving variables such 

as throughput, types of shipments, mode of transportation, cost, and capacity. Additionally, it is unlikely for a 

large number of troops and equipment to be transported from Florida to Washington solely by trucks. In reality, 

other transportation modes, such as railways, airways, and riverways, are also used for logistics, and there are 

many types of potential disruptions. Future work will address these limitations by considering different 

transportation networks, such as the STRACNET or multimodal transportation systems, as well as analyzing the 

impact of various disruptions, including wildfires and floods, on the robustness and resilience of transportation 

networks. 
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