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Abstract— We consider a variant of the target defense prob-
lems where a group of defenders are tasked to simultaneously
capture an intruder. The intruder’s objective is to reach a target
without being simultaneously captured by the defender team.
Some of the defenders are sensing-limited and do not have any
information regarding the intruder’s position or velocity at any
time. The defenders may communicate with each other using a
connected communication graph. We propose a decentralized
feedback strategy for the defenders, which transforms the
simultaneous capture problem into a unique nonlinear consen-
sus problem. We derive a sufficient condition for simultaneous
capture in terms of the agents speeds, sensing, and commu-
nication capabilities. The proposed decentralized controller is
evaluated through extensive numerical simulations.

Index Terms— Target-defense games, cooperative control,
limited sensing

I. INTRODUCTION

COORDINATED target-defense problems, where a group
of defenders cooperatively guards a static or dynamic

target against intruders, have attracted significant research
interests [1], [2]. Simultaneous capture is often a key require-
ment for this type of problems; see [3]–[5] and the references
therein. That is, all the defenders shall simultaneously make
contact with the intruder, requiring precise coordination and
cooperation among the defenders to agree on the location
where they will rendezvous with the intruder [6], [7].

Existing approaches typically involve a game theoretic
solution which assumes each and every agent knows others’
initial locations, dynamics, objective function, and capabilities
(e.g., maximum speed, turn radius etc.) [8]. These methods
seek an equilibrium strategy for the defenders and the intruder.
Feedback type equilibrium strategies are developed where each
agent’s instantaneous control action depends on the states of
all the agents. While these game theoretic methods are very
powerful, they unfortunately do not extend to scenarios where,
for instance, the dynamics of the intruder is unknown, or
some of the defenders cannot sense the intruder, or some
defenders can only communicate with a part of the defender
team, e.g., in certain military applications [9]. Differential
games with incomplete knowledge [10], limited sensing [11],
and communication [12] are extremely challenging to deal
with, and only a little is known to date that can be applied in
this challenging problem. Therefore, these practical challenges
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pertaining to limitations in sensing and communication, and
incomplete knowledge about the opponent render a game
theoretic formulation to be inadequate and intractable.

In this letter, we formulate this target-defense scenario
as a decentralized control problem for the defenders. Our
main objective is to develop defenders’ control strategies for
simultaneous capture via enabling each defender to leverage
its own sensing and communication capability to coordinate
with the rest of the group and come to a dynamic consensus
on the capture location and time. To this end, we borrow
ideas from multi-agent dynamic consensus problems [13]—
more precisely, the leader-follower type formulations [14]—
to obtain a solution with theoretical guarantees. Our method
does not require the knowledge of the intruder’s dynamics,
objective function, or its speed capability, making the method
applicable to a wide range of problems.

A key distinction between our approach and much of the
existing literature on (leader-follower) consensus problems is
that our consensus algorithm must be specifically designed
to satisfy the physical limitations of the defenders (e.g.,
maximum speeds). For instance, the consensus-based optimal
control approach for multi-agent pursuit-evasion games [15]
does not account for physical speed limitations (i.e., bounds on
control magnitudes). Additionally, linear consensus protocols
[13] are unsuitable for two primary reasons: (i) they achieve
asymptotic consensus, whereas our defenders must capture
targets within finite time, and (ii) they do not guarantee that
the resulting controllers respect the physical actuation limits
of the defenders.

To the best of our knowledge, this is the first work to
analyze a sensing and communication limited simultaneous
capture problem for an unknown intruder dynamics. We derive
a sufficient condition on the sensing, communication, and
speed capabilities of the defenders to ensure simultaneous
capture. We then derive an upper bound on the capture time.
Our analysis also provides both qualitative and quantitative
understanding on the sensing versus communication tradeoff
required for simultaneous capture.

II. PROBLEM FORMULATION

We consider a target defense problem in R2, similar to that
studied in [16]–[18], where an intruder attempts to breach a
point target T .1 A group of N defenders is tasked to simulta-
neously capture the intruder before it reaches the target. Not

1In cases where the target is a region, T may represent either the center
of the target or a point on its perimeter.
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all the defenders are equipped with sensing capabilities and
they do not have the location of the intruder. The defenders,
however, can communicate with each other via a connected
communication graph G to exchange relevant information for
simultaneously capturing the intruder.

As considered in the existing target defense work [19]–[21],
the dynamics of the defenders and the intruder are given by

ẋi(t) = viû(θi(t)), ∀ i = 1, . . . , (N + 1), (1)

where û(θ) = [cos θ, sin θ]T is the unit vector making an angle
of θ with the x-axis. xi(t) and xN+1(t) denote the positions
of the i-th defender and the intruder, respectively, at time t.
The control inputs for the defenders and the intruder are their
instantaneous heading angle θi(t). Their speeds are constant
and denoted by vi.

The requirement for simultaneous capture is crucial; without
it, the defenders cannot neutralize the intruder. For any i =
1, . . . ,N, we say that the i-th defender has captured the intruder
at time t if and only if ∥xi(t) − xN+1(t)∥ = 0. Simultaneous
capture happens at time t if and only if

∑N
i=1 ∥xi(t)−xN+1(t)∥ =

0. The requirement for simultaneous capture in our problem
distinguishes it from prior research [16]–[18], where a single
defender can neutralize the intruder upon contact. In our
scenario, not all defenders have the capability to sense the
intruder. This key distinction makes the simultaneous capture
problem significantly more interesting and challenging than
existing research on simultaneous capture [22], [23] where all
the defenders can sense the intruder.

To reflect the effect of capture on the intruder’s dynamics,
we consider a more accurate version of (1) for the intruder’s
dynamics:

ẋN+1(t) = δ(x)vN+1û(θN+1(t)), (2)

where x = [xT
1, . . . , x

T
N , x

T
N+1]T denotes the aggregated states of

all the agents, and

δ(x) = sgn

 N∑
i=1

∥xi − xN+1∥

 (3)

is an indicator variable denoting whether the intruder has been
captured or not. Here,

sgn(x) =

 x
|x| , x , 0,
0, x = 0

denotes the sign function. Once the simultaneous capture
happens, we will have ẋN+1(t) = 0 afterwards, denoting that
the intruder does not move any more. Dynamics (1) without
the δ(x) term fail to model this aspect.

The intruder may have access to x(t) or only a part of
it at any time t, which the intruder uses to construct its
instantaneous heading angle θN+1(t). The policy for computing
θN+1(t) depends on the intruder’s objective function, which
is assumed to be unknown to the defenders.2 One particular
strategy is to head directly toward the target (i.e., shortest
path) with maximum speed. In this letter, we assume that

2Note that the objective of reaching the target can be expressed as an
optimization problem with several different objective functions. Each objective
function results in a particular strategy for computing θN+1(t).

the defenders are unaware of the intruder’s control policy and
therefore cannot estimate θN+1(t). In other words, the defenders
perform simultaneous capture for an unknown intruder model.
The objective in this letter is to find sufficient condition on
the defenders’ speed, sensing, and communication capabilities
for simultaneous capture and derive an upper bound on the
capture time.

Without loss of generality, we may assume that the target is
at the origin of our coordinate system, i.e., T = 0. Otherwise,
we may study the problem in a shifted coordinate system by
considering the state x̃i ≜ xi − T instead of xi for all i.

III. SOLUTION APPROACH: A CONSENSUS PROBLEM

Although simultaneous capture problems [22], [23] have
been studied in the past, our problem does not fit those existing
formulations for two main reasons, both of them are related
to information structures: (i) Only a subset of the defenders
can sense the intruder, which results in partial and asymmetric
state information for the defenders, and (ii) intruder’s control
objective and the speed parameter vN+1 are not be known to
the defenders, resulting in an incomplete information game.

Our proposed solution in this letter is based on a consensus
principle, where the defenders will continuously exchange
their locations xi(t) with each other to agree on a capture point
in an adaptive fashion. The solution does not use/exploit the
dynamics (2) and therefore, can be applicable for other simul-
taneous capture problems with unknown evader dynamics of
the form ẋN+1 = f (x).

Consensus algorithms, as discussed in [13], have proven
to be a classical approach for addressing control theoretic
problems with partial information structures. In our formu-
lation, where defenders can communicate with each other, a
consensus approach naturally emerges as an efficient means
to compute the defenders’ control actions for simultaneous
capture. While it is important to note that a consensus-
based approach may not always yield an optimal solution
for simultaneous capture, we demonstrate in this letter that
it is an unique and powerful tool with significant potential for
addressing this type of problems.

A. Consensus Protocol for Simultaneous Capture

We prescribe the defenders to follow the dynamics

ẋi(t) = vi

∑N
j=1[wi j(x j(t) − xi(t))] + bi(xN+1(t) − xi(t))

∥
∑N

j=1[wi j(x j(t) − xi(t))] + bi(xN+1(t) − xi(t))∥
, (4)

where wi j ≥ 0 for all i, j, and wi j > 0 if and only if defender
j can send messages to defender i. If the i-th defender can
sense the intruder, then bi = 1 otherwise bi = 0. The variables
{wi j}

N
j=1 denote the communication capability of defender i,

and bi denote its sensing capability.
One may verify that the proposed defender dynamics (4) is

indeed of the form (1), with an appropriate choice for θi(t).
The proposed nonlinear consensus dynamics ensure finite time
consensus, as will be shown in Theorem 1.

Let us define the matrix W ∈ RN×N such that

[W]i j =

−wi j, i , j∑N
j=1 wi j + bi, i = j.

(5)



We will make the following assumptions in this work.
Assumption 1: The communication graph is symmetric

(i.e., wi j = w ji for all i, j) and connected.
The symmetry assumption simplifies the analysis; however,
without a strongly connected communication graph, simulta-
neous capture is not guaranteed. Such graphs are generally
required for consensus algorithms.

Assumption 2: There exists an i, such that bi = 1.
This assumption is to ensure that at least one defender can
sense the intruder.

To proceed with our analysis, let us define the variables
ξi(t) = xi(t) − xN+1(t). Using (4), we obtain the dynamics of
ξi’s as follows:

ξ̇i(t) =vi

∑N
j=1[wi j(ξ j(t) − ξi(t))] − biξi(t)

∥
∑N

j=1[wi j(ξ j(t) − ξi(t))] − biξi(t))∥

− vN+1

[
cos(θN+1(t))
sin(θN+1(t))

]
.

(6)

We may now rewrite dynamics (6) as

ξ̇i(t) = −vi
([W]i ⊗ I2)ξ(t)
∥([W]i ⊗ I2)ξ(t)∥

− vN+1

[
cos(θN+1(t))
sin(θN+1(t))

]
, (7)

where [W]i denotes the i-th row of matrix W, I2 is the
two dimensional identity matrix, and we have defined ξ =
[ξT

1, . . . , ξ
T
N]T. By further defining

F(ξ) = diag
{ v1

∥([W]1 ⊗ I2)ξ∥
,

v2

∥([W]2 ⊗ I2)ξ∥
, . . . ,

vN

∥([W]N ⊗ I2)ξ∥

}
,

(8)

and W̄(ξ) = (F(ξ)W) ⊗ I2, we may compactly write (7) as

ξ̇ = −W̄(ξ)ξ − vN+1(1 ⊗ I2)
[
cos(θN+1(t))
sin(θN+1(t))

]
, (9)

where 1 ∈ RN is a vector of all ones. The following lemma
will be instrumental in our subsequent consensus analysis. For
this lemma, let us write W in (5) as follows:

W =


w11 · · · −w1N
...

...
...

−wN1 · · · wNN

︸                     ︷︷                     ︸
W1

+


b1 · · · 0
...

...
...

0 · · · bN

︸            ︷︷            ︸
W2

, (10)

which decomposes the ‘communication’ and ‘sensing’ capa-
bilities into two separate matrices W1 and W2, respectively.
Due to Assumption 2, we have W2 , 0.

Lemma 1: For the given W matrix in (10), we have
1) W is a positive-definite matrix.

2) λmin(W) ≥ minγ
λ2(W1)+ m

N

(
|γ|−
√

N−m
m

)2

γ2+1 , where λmin(·) and
λ2(·) denote the smallest and second smallest eigenvalue
of a matrix, respectively, and m =

∑N
i=1 bi.

Proof: The proof is presented in Appendix A.
One may solve the minimization over γ in Lemma 1 quite
straightforwardly.However, the ultimate result from such min-
imization does not provide much fundamental insights on how
m/N and λ2(W1) may affect the minimum eigenvalue of W.
Instead, some qualitative understanding on the relationship

between λmin(W) and λ2(W1) and m/N will be more useful.
To that end, it is noteworthy that the lower bound on λmin(W)
increases with λ2(W1), which has significant importance, as we
will later show how this could help control the simultaneous
capture time or find sufficient conditions on agents’ velocities
for simultaneous capture (c.f. Section IV-A.)

IV. CONSENSUS ANALYSIS

In this section we analyze the consensus dynamics and
derive an upper bound on the consensus time. The main result
of this work is presented next in Theorem 1.

Theorem 1: Let vmin
√
λmin(W) − vN+1

√∑N
i=1 bi > 0. Then

simultaneous capture happens at t∗, where

t∗ ≤

√
ξ(0)T(W ⊗ I2)ξ(0)

vmin
√
λmin(W) − vN+1

√∑N
i=1 bi

. (11)

Proof: Consider the function V = ξT(W ⊗ I2)ξ, where
W is defined in (5). Due to the positive definiteness of W
(c.f. Lemma 1), we have V > 0 for all ξ , 0. Furthermore,
V(t) = 0 ensures ξ(t) = 0, i.e., consensus occurs.

Taking the time derivative of V and using (9), we may write

V̇ = −ξT((W ⊗ I2)W̄(ξ) + W̄T(ξ)(W ⊗ I2)
)
ξ

− 2vN+1ξ
T(W ⊗ I2)(1 ⊗ I2)û(θN+1)

= −2ξT((WF(ξ)W) ⊗ I2)ξ − 2vN+1ξ
T(W ⊗ I2)(1 ⊗ I2)û(θN+1)

where we have used (A⊗B)(C⊗B) = (AC)⊗B and (A⊗B)T =

AT ⊗ BT. Given that F(ξ) is diagonal, we may further simplify
ξT((WF(ξ)W) ⊗ I2)ξ and express V̇ as

V̇ = −2
∑N

i=1
vi∥([W]i ⊗ I2)ξ∥ − 2vN+1ξ

T(W ⊗ I2)(1 ⊗ I2)û(θN+1),

where we have used (8) to substitute the expressions for
[F(ξ)]ii. To upper bound V̇ , we use the Cauchy-Schwartz
inequality:

ξT(W ⊗ I2)(1 ⊗ I2)û(θN+1)

≤ ∥(W
1
2 ⊗ I2)ξ∥∥(W

1
2 ⊗ I2)(1 ⊗ I2)û(θN+1)∥

where W
1
2 is a matrix such that (W

1
2 )TW

1
2 = W. Now, notice

that ∥(W
1
2 ⊗ I2)ξ∥ =

√
V , and we may simplify ∥(W

1
2 ⊗ I2)(1⊗

I2)û(θN+1)∥ as

∥(W
1
2 ⊗ I2)(1 ⊗ I2)û(θN+1)∥2 = (1TW1)û(θN+1)Tû(θN+1)

= 1TW1 =
∑N

i=1
bi.

Therefore, we may now upper bound V̇ as

V̇ ≤ −2
∑N

i=1
vi∥([W]i ⊗ I2)ξ∥ + 2vN+1

√∑N

i=1
bi
√

V . (12)

Using similar arguments, we may verify that∑N

i=1
vi∥([W]i ⊗ I2)ξ∥ ≥ vmin∥(W ⊗ I2)ξ∥

≥ vmin
√
λmin(W)∥(W

1
2 ⊗ I2)ξ∥ = vmin

√
λmin(W)

√
V .

Thus, we may write from (12)

V̇ ≤ −2c
√

V , (13)



where c = vmin
√
λmin(W) − vN+1

√∑N
i=1 bi. Consequently,√

V(t) ≤
√

V(0) − ct,

for all t ≥ 0. If t∗ is the time when consensus happens, then
V(t∗) = 0, and hence

t∗ ≤

√
ξ(0)T(W ⊗ I2)ξ(0)

vmin
√
λmin(W) − vN+1

√∑N
i=1 bi

.

Remark 1: The upper bound on the consensus time depends
on the initial locations of all the agents, the matrix W, and
the speeds vi’s. The defender with the slowest speed greatly
influences the consensus time.

Remark 2: A sufficient condition for simultaneously cap-
turing the intruder before it reaches the target is√

ξ(0)T(W ⊗ I2)ξ(0)
∥xN+1(0)∥
νN+1

≤ vmin
√
λmin(W) − vN+1

√∑N

i=1
bi,

(14)

where ∥xN+1(0)∥
νN+1

is the earliest time the intruder may reach the
target by heading directly to the target. Simplifying (14) yields

νmin

νN+1
≥

1
√
λmin(W)

 √
ξ(0)T(W ⊗ I2)ξ(0)
∥xN+1(0)∥

+

√∑N

i=1
bi

 .
(15)

A. Sensing versus Communication

Combining (15) and Lemma 1, it suffices to have

v2
min min

γ

λ2(W1)
m + 1

N

(
|γ| −

√
N−m

m

)2

γ2 + 1
≥ v2

N+1α
2, (16)

where α =
( √
ξ(0)T(W⊗I2)ξ(0)
∥xN+1(0)∥ +

√∑N
i=1 bi

)
. Notice that, for

a fixed m, the defenders can improve their performance
(i.e., faster capture time) by maximizing the ratio λ2(W1)

m ,
which denotes the relative strength in communication versus
sensing. While sensing is a requirement (i.e., satisfaction of
Assumption 2), the strength of inter-agent communication (i.e.,
λ2(W1)) should be high, according to (16).

Note that the sensing capability m appears in α. A higher
sensing capability increases the r.h.s. in (16), and requires
a higher value for λ2(W1) to satisfy the condition. This
shows that one may not tradeoff communication capability
for sensing. Rather, when m increases, qualitatively, λ2(W1)
should also increase. Basically, the defenders should be more
cohesive with each other than with the intruder.

As the problem is of simultaneous capture, the primary
objective is the ‘simultaneous’ part, as ‘capture’ would not
happen if any of the defenders are missing at the capture
time. Thus, in a way, the consensus among the defenders
overshadows the ‘capture’ part, which one may notice from
(16) that a lower inter-agent connectivity i.e., smaller λ2(W1)
requires a longer capture time. Furthermore, when the defender
communication graph is not connected, i.e., λ2(W1) = 0, then
(16) cannot be satisfied.
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Fig. 1. Left: Agents’ trajectories in R2 where the defenders are homoge-
neous: νi = 1 for i = {1, 2, 3, 4}, their communication graph is complete,
and they all can sense the attacker. The intruder velocity is ν5 = 0.1. Right:
Agents’ trajectories in R2 for a heterogeneous group of defenders. Defender
velocities are ν1 = 1.3, ν2 = 1.4, ν3 = 1.5, ν4 = 1.4. Defenders 2 and 3 do
not sense the attacker and defenders 1 and 2 do not communicate with each
other. The intruder velocity is still ν5 = 0.1.

While this letter has provided the sufficient condition for si-
multaneous capture, the necessary condition may also provide
further insights on the sensing versus communication strength
tradeoff. We leave this as a potential future direction.

V. SIMULATION RESULTS

Our simulation scenario involves four defenders (N = 4).
We simulate the agents’ trajectories, capture time, as well
as we identify the initial conditions that lead to (or, do not
lead to) a simultaneous capture. We also experiment with the
speeds, sensing, and communication capabilities. In all of the
following experiments wi j ∈ {0, 1}.

A. Agents Trajectories and Consensus Time

Here, the initial location of the attacker is x5(0) = [−5, 10]T

and its speed is ν5 = 0.1. We experimented two scenarios here:
homogeneous and heterogeneous configurations.

1) Homogeneous Defender Configuration: Defenders’ initial
locations are symmetric with respect to the target with x1(0) =
[5, 5]T, x2(0) = [−5,−5]T, x3(0) = [−5, 5]T, and x4(0) =
[5,−5]T. All of them have a speed of 1. Their communication
graph is complete, and all of them can sense the attacker.

2) Heterogeneous Defender Configuration: In this case, we
kept the defenders’ locations the same as before, but gave them
heterogeneous speed, sensing, and communication capabilities.
Here, ν1 = 1.3, ν2 = 1.4, ν3 = 1.5, ν4 = 1.4. Defenders 2
and 3 can not sense the attacker. Defenders 1 and 2 do not
communicate with each other.

All the parameters for the homogeneous and heterogeneous
configurations are chosen such that they satisfy the sufficient
condition derived earlier. The agent trajectories are shown in
Fig. 1: left one is for the homogeneous case, and the one on
the right is for the heterogeneous case. The capture times for
the homogeneous and heterogeneous scenarios are 14.01 and
11.36, respectively. Faster velocities for the defenders reduce
the capture time. The upper bounds on the capture times
computed from Theorem 1 are 48.41 and 46.93, respectively.

B. Capturable Initial Conditions

Here, for a given set of parameters, the objective is to
find the initial locations for the intruder so that simultaneous



Fig. 2. Capture time for different starting points of the attacker and
fixed defender locations. The white region represents the attacker’s starting
points from which a breach of the target is inevitable. For other starting
points of the attacker, the capture time is displayed using the colormap.
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Fig. 3. Boundary of the non-capturable region as ν4 is varied. Here, νi = 1
for i = {1, 2, 3} and ν5 = 0.1.

capture is guaranteed. An illustration of that is presented in
Fig. 2, where the colorbar denotes the time to capture. Any
intruder starting from the white region in the middle will be
able to breach the target.

The intruder speed is 0.5. For the defenders, we con-
sider the homogeneous parametric setting: x1(0) = [5, 5]T,
x2(0) = [−5,−5]T , x3(0) = [−5, 5]T , x4(0) = [5,−5]T. All
the defenders have a speed of 1, and they all can sense
the intruder, and their communication graph is complete.
The capture time is symmetric with respect to the target,
consistent with the homogeneous setup. As predicted in (11), it
increases with the attacker’s distance from the target, reflecting
the

√
ξ(0)T(W ⊗ I2)ξ(0) term in (11).

C. Parameter Variation Study

The objective is to study how the boundary of the white re-
gion in Fig. 2 (non-capturable initial conditions) changes with
variations in speed, sensing, and communication parameters.

1) Speed Variations: We again consider a symmetric start-
ing locations for the defenders: x1(0) = [5, 5]T, x2(0) =
[−5,−5]T, x3(0) = [−5, 5]T, x4(0) = [5,−5]T, but vary the
speed of fouth defender. The first three defenders have a
speed of 1 and the intruder has a speed of 0.1. We consider
five different values for ν4 = {0.2, 0.4, 0.6, 0.8, 1}. The capture
region enlarges as the velocity of the defender increases, as
one would expect.

2) Sensing and Communication Variations: Here, we take
x1(0) = [2, 10]T, x2(0) = [−5,−6]T, x3(0) = [−7, 1]T, x4(0) =
[3,−1]T. All the defenders have speed of 1, while the intruder
has a speed of 0.6. The sensing capability is represented

∗

∗

∗

∗

Fig. 4. For different communication graphs, the boundary of the non-
capturable region is shown. Each region is shown in the same color as its
corresponding communication graph. The black dot is the target T .

∗

∗

∗

∗

Fig. 5. For different sensing capabilities, the boundary of the non-
capturable region is shown. Each region is shown in the same color as its
corresponding communication graph. The black dot is the target T .

as a ‘connectivity’ with the intruder. Therefore, sensing and
communication can be jointly represented by a connectivity
graph among the five agents, see Figs. 4 and 5, where the
intruder node is denoted by stars and the other four nodes
denote the four defenders.

Fig. 4 shows the effects of the agent communication graph
on the non-capturable region, and Fig. 5 illustrates the in-
fluence of sensing capability on the non-capturable region.
The communication graph has more influence than the sensing
capability, as discussed in Section IV-A.

VI. CONCLUSION

In this letter, we presented a coordinated target-defense
game for a group of defenders against a single attacker. The de-
fender team is required to capture the attacker simultaneously
in order to win the game and the attacker is tasked to breach
the target. Not all the defenders can sense the attacker and
measure its location. However, the defenders can communicate
with each other via an underlying communication graph to
simultaneously capture the attacker. We derive a sufficient
condition on the defenders’ sensing, communication, and
speed capabilities to guarantee simultaneous capture. Using
our derived expressions, we discuss the sensing versus commu-
nication tradeoff required for simultaneous capture and provide
an upper bound on the capture time. A natural extension of this
work would be to consider a moving target, where the target is
a part of the defender team. One may also consider the same
consensus problem under an event-triggered communication
framework for reduction in inter-agent communication.



REFERENCES

[1] D. Shishika and V. Kumar, “A review of multi agent perimeter defense
games,” in Decision and Game Theory for Security: 11th International
Conference, GameSec 2020, College Park, MD, USA, October 28–30,
2020, Proceedings 11. Springer, 2020, pp. 472–485.

[2] S. Jajodia, A. K. Ghosh, V. Subrahmanian, V. Swarup, C. Wang, and
X. S. Wang, Moving Target Defense II: Application of Game Theory
and Adversarial Modeling. Springer Science & Business Media, 2012,
vol. 100.

[3] Jeon, In-Soo and Lee, Jin-Ik and Tahk, Min-Jea, “Homing guidance
law for cooperative attack of multiple missiles,” Journal of guidance,
control, and dynamics, vol. 33, no. 1, pp. 275–280, 2010.

[4] Kumar, Shashi Ranjan and Mukherjee, Dwaipayan, “Cooperative salvo
guidance using finite-time consensus over directed cycles,” IEEE Trans-
actions on Aerospace and Electronic Systems, vol. 56, no. 2, pp. 1504–
1514, 2019.

[5] Sinha, Abhinav and Kumar, Shashi Ranjan, “Cooperative Target Capture
Using Predefined-Time Consensus,” in 2021 Seventh Indian Control
Conference (ICC). IEEE, 2021, pp. 389–394.

[6] Yan, Pengpeng and Fan, Yonghua and Liu, Ruifan and Wang, Mingang,
“Distributed target-encirclement guidance law for cooperative attack of
multiple missiles,” International Journal of Advanced Robotic Systems,
vol. 17, no. 3, p. 1729881420929140, 2020.

[7] Zhou, Jialing and Yang, Jianying, “Distributed guidance law design
for cooperative simultaneous attacks with multiple missiles,” Journal
of Guidance, Control, and Dynamics, vol. 39, no. 10, pp. 2439–2447,
2016.

[8] J. Chen, W. Zha, Z. Peng, and D. Gu, “Multi-player pursuit–evasion
games with one superior evader,” Automatica, vol. 71, pp. 24–32, 2016.

[9] Lee, Elijah S and Zhou, Lifeng and Ribeiro, Alejandro and Kumar,
Vijay, “Graph neural networks for decentralized multi-agent perimeter
defense,” Frontiers in Control Engineering, vol. 4, p. 1104745, 2023.

[10] D. Shishika, A. Von Moll, D. Maity, and M. Dorothy, “Deception in
differential games: Information limiting strategy to induce dilemma,”
arXiv preprint arXiv:2405.07465, 2024.

[11] D. Maity, “Optimal intermittent sensing for pursuit-evasion games,”
IEEE Control Systems Letters, 2023.

[12] ——, “Efficient communication for pursuit-evasion games with asym-
metric information,” in 2023 62nd IEEE Conference on Decision and
Control (CDC). IEEE, 2023, pp. 2104–2109.

[13] R. Olfati-Saber, J. A. Fax, and R. M. Murray, “Consensus and coop-
eration in networked multi-agent systems,” Proceedings of the IEEE,
vol. 95, no. 1, pp. 215–233, 2007.

[14] Hong, Yiguang and Hu, Jiangping and Gao, Linxin, “Tracking control
for multi-agent consensus with an active leader and variable topology,”
Automatica, vol. 42, no. 7, pp. 1177–1182, 2006.

[15] V. G. Lopez, F. L. Lewis, Y. Wan, E. N. Sanchez, and L. Fan, “Solu-
tions for multi-agent pursuit-evasion games on communication graphs:
Finite-time capture and asymptotic behaviors,” IEEE Transactions on
Automatic Control, vol. 65, no. 5, pp. 1911–1923, 2019.

[16] S. Bajaj and S. D. Bopardikar, “Dynamic boundary guarding against
radially incoming targets,” in 58th IEEE Conference on Decision and
Control, 2019, pp. 4804–4809.

[17] D. Shishika, D. Maity, and M. Dorothy, “Partial information target
defense game,” in International Conference on Robotics and Automation.
IEEE, 2021, pp. 8111–8117.

[18] A. Pourghorban, M. Dorothy, D. Shishika, A. Von Moll, and D. Maity,
“Target defense against sequentially arriving intruders,” in 61st Confer-
ence on Decision and Control. IEEE, 2022, pp. 6594–6601.

[19] Z. E. Fuchs, P. P. Khargonekar, and J. Evers, “Cooperative defense within
a single-pursuer, two-evader pursuit evasion differential game,” in 49th
IEEE conference on decision and control (CDC). IEEE, 2010, pp.
3091–3097.

[20] R. Yan, Z. Shi, and Y. Zhong, “Cooperative strategies for two-evader-
one-pursuer reach-avoid differential games,” International Journal of
Systems Science, vol. 52, no. 9, pp. 1894–1912, 2021.

[21] L. Liang, F. Deng, M. Lu, and J. Chen, “Analysis of role switch for
cooperative target defense differential game,” IEEE Transactions on
Automatic Control, vol. 66, no. 2, pp. 902–909, 2020.

[22] A. Von Moll, D. Casbeer, E. Garcia, D. Milutinović, and M. Pachter,
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APPENDIX

A. Proof of Lemma 1

1) One may verify that both W1,W2 ⪰ 0. In order to show
that W ≻ 0, we will use the method of contradiction as
follows. Let us assume that there exists v ∈ RN such that
vTWv = 0. Therefore, we must have vTW1v = vTW2v = 0. Due
to Assumption 1, we may conclude that vTW1v = 0 if and only
if v = c1 for some c ∈ R. However, (c1)TW2(c1) = c2 ∑N

i=1 bi.
Due to Assumption 2, we may conclude that

∑N
i=1 bi > 0, and

therefore, (c1)TW2(c1) = 0 if and only if c = 0. Consequently,
vTWv = 0 if and only if v is a zero vector. Thus, W is a
positive definite matrix.

2) Let V1 = span{1} and V2 = ker(1T). Consequently RN =

V1 ⊕ V2, and V1 ⊥ V2. Any v ∈ RN can be expressed as
v = αv1+βv2 where α, β ∈ R, vi ∈ Vi and ∥vi∥ = 1, for i = 1, 2.
Consequently, ∥v∥2 = α2 + β2, and v1 =

1
√

N
1. Let v be the

eigenvector corresponding to the minimum eigenvalue of W.
Therefore,

λmin(W)∥v∥2 = vTWv = vTW1v + vTW2v

= β2vT
2W1v2 +

N∑
i=1

bi(
α
√

N
+ βv2i)2, (17)

where v2i is the i-th component of v2. Simplifying (17) yields

λmin(W) =
β2vT

2W1v2 +
∑N

i=1 bi( α√N
+ βv2i)2

α2 + β2

≥ min
α,β,v2

∥v2∥=1, v2∈V2

β2vT
2W1v2 +

∑N
i=1 bi( α√N

+ βv2i)2

α2 + β2 . (18)

Since v2 ∈ V2 and ∥v2∥ = 1, we may write vT
2W1v2 ≥ λ2(W1),

where λ2(·) denotes the second smallest eigenvalue of a matrix.
Now, let us separately consider the cases β = 0 and β , 0 for
the minimization in (18). β = 0 produces m

N on the r.h.s. of
(18), where m =

∑N
i bi. On the other hand, β , 0 results in

min
α,β,0,v2

∥v2∥=1, v2∈V2

λ2(W1) +
∑N

i=1 bi( α

β
√

N
+ v2i)2

α2

β2 + 1

= min
γ,v2

∥v2∥=1, v2∈V2

λ2(W1) +
∑N

i=1 bi(
γ
√

N
+ v2i)2

γ2 + 1

= min
γ

λ2(W1) + m
N

(
|γ| −

√
N−m

m

)2

γ2 + 1
, (19)

where the last equality is obtained by minimizing over v2 and
substituting the optimal v∗2, where v∗2i = −sgn(γ)

√
N−m
Nm for i’s

such that bi = 1, and v∗2i = sgn(γ)
√

m
N(N−m) for i’s such that

bi = 0. For brevity, let us define f (γ) to be the function under
minimization in (19). Therefore, combining the cases β = 0
and β , 0, we may write

λmin(W) ≥ min
{

m
N
, min

γ
f (γ)

}
= min

γ
f (γ),

where the last equality is obtain by observing that minγ f (γ) ≤
limγ→∞ f (γ) = m/N.
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