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AI Red-Teaming is a Sociotechnical System. Now What?

TARLETON GILLESPIE,Microsoft Research, USA

RYLAND SHAW, Microsoft Research, USA

MARY L. GRAY,Microsoft Research, USA

JINA SUH, Microsoft Research, USA

As generative AI technologies find more and more real-world applications, the importance of testing their performance and safety

seems paramount. “Red-teaming” has quickly become the primary approach to test AI models–prioritized by AI companies, and

enshrined in AI policy and regulation. Members of red teams act as adversaries, probing AI systems to test their safety mechanisms

and uncover vulnerabilities. Yet we know too little about this work and its implications. This essay calls for collaboration between

computer scientists and social scientists to study the sociotechnical systems surrounding AI technologies, including the work of red-

teaming, to avoid repeating themistakes of the recent past. We highlight the importance of understanding the values and assumptions

behind red-teaming, the labor involved, and the psychological impacts on red-teamers.
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1 Introduction

Large LanguageModels (LLMs) have rapidly transformed from research projects inside a handful of tech companies and

university computer science departments, to the engine behind the global deployment of generative AI to consumers.

Whether tapped directly on the web, or embedded in software suites, search engines, and social media platforms, LLMs

are everywhere. When a technology jumps this quickly from theoretical plaything to consumer service, many other

elements are also settling in around it, without much forethought: interfaces, policies, business models, labor arrange-

ments, infrastructural assurances, complementary technologies, public claims, advertising campaigns, regulations.

Researchers studying the workings and implications of these technologies, across computer science, engineering,

the social sciences, humanities, and law, must gear up just as fast to study not just the core technology, but the so-

ciotechnical system taking shape around it [19]. Many of these decisions, arrangements, and infrastructures may turn

out to be as consequential for users and the broader public as the core technology itself. But the boisterous promises

and debates that surround a new technology can obscure these other essential elements that make technologies always

more than the sum of their engineered parts.

In this essay, we hope to call upon computer scientists and social scientists alike to pay closer, critical attention to

the phenomenon of “red-teaming.”1 AI Models and their applications typically undergo internal testing before release,

and continue to be evaluated during use; red-teaming aims to probe these applications for exploitable vulnerabilities,

hallucinations, and bias. It is also a particular kind of labor done by particular sets of people in particular locations,

with a rapidly developing set of best practices [10, 24]. Since the commercial launch of ChatGPT, red-teaming has been

positioned as a given step in the production and deployment of LLMs. AI providers champion it as proof of their public

responsibility, while regulators count on it as essential to preventing AI from inflicting social harms. But the public

1The spelling of the term is inconsistent across different texts, organizations (and sometimes even within organizations). In line with [10], we hyphenate
the term except when specifically referencing the people or teams who do the work.
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knows precious little about how this work is conducted, upon what values and assumptions it is based, who is enlisted

to do it, or the psychological costs they bear.

Broadly, “red-teaming” means testing the reliability of a system by methodically probing it as an adversary would.

The U.S. military coined the term to describe the technique of assigning members of one’s own forces to act as the

enemy during wargames and simulations, probing defensive strategies for potential weaknesses. During the Cold

War, that presumed enemy was the Soviet Union, hence the color “red” [35]. But Zenko suggests that the idea of

red-teaming extends back much farther, noting that in the thirteenth century the Catholic church established the

“Devil’s Advocate,” who interrogated those nominated for sainthood. Just as the Devil’s Advocate aimed to poke holes

in nominees’ candidacies, military red teams attempted to infiltrate their own forces’ front lines.

The term migrated to the field of cybersecurity, as a new kind of adversary surfaced for computer systems and the

institutions that depended on them. Red teamswere taskedwith infiltrating information systems to simulateworst case

scenarios, like theft of sensitive information or hacks on infrastructure, that might lead to financial and operational

disaster [35](p. 157). Red teams became an important element of systems security, that may pay for themselves2 .

For generative AI, red teaming means provoking the model to produce undesired or incorrect responses on purpose.

Because users might intentionally or inadvertently prompt an LLM to generate hateful, pornographic, vile, or biased

responses, red teams attempt to do so first, preemptively tempting the LLM to say things it shouldn’t and documenting

how the safety architectures that prevent such responses can be shored up as a result.

Still, what constitutes AI red-teaming remains fuzzy, given that its social and organizational practices and structures

are still forming. Its relationship to evaluation, social engineering, threat assessments, and penetration testing remain

unclear. Even the spelling of the term itself is contested: sometimes it is hyphenated or concatenated, other times not.

Other terms in cybersecurity and hacker lingo have at least a family resemblance: Google describes their AI Red Team

as “ethical hackers”, a nod to “white hat” hackers-for-hire who also look for technical insecurities.3 .

Some assert that red-teaming is essential to AI, and the surest way to safeguard the equitable and responsible

generative AI development. Others worry that red-teaming and the guardrails it produces are a kind of “security

theater,” more performative than substantive [9], meant to obscure the reckless deployment of harmful technologies to

the public; others suggest that efforts to police AI models will hinder the true potential of the technology, ultimately

producing “woke AI”4.

But in blunt economic terms, the first AI company to successfully “tame” their generative AI products through such

safeguards could well capture the market. Business clients are asking for AI-powered customer service chatbots that

do not hallucinate5 and productivity tools that behave consistently6. There are enormous financial, reputational, and

regulatory incentives to making generative AI tools safe and value-transparent, pushing these companies to rapidly

institute red-teams –arguably, faster than researchers concerned about the labor politics of AI can follow.

Red-teaming also works as a kind of reassurance, easing fears held by the public, governments, and financial stake-

holders about the safety and performance of generative AI systems. New AI products are often touted as having been

tested by red teamers before a wider release. The US federal government has adopted the language of red-teaming as

an important assurance of the safety of AI systems. In October 2023, US President Biden issued an Executive Order on

2https://www.wired.com/story/microsoft-ai-red-team/
3https://blog.google/technology/safety-security/googles-ai-red-team-the-ethical-hackers-making-ai-safer/
4On X, Elon Musk claimed a “woke AI” may eventually kill people: https://x.com/elonmusk/status/1768746706043035827
5In 2024, Air Canada was found liable for its customer support chatbot’s incorrect claim about a customer’s ticket:
https://www.cbc.ca/news/canada/british-columbia/air-canada-chatbot-lawsuit-1.7116416
6Complaints about AI tools getting “lazy” surface from time to time: https://www.theguardian.com/commentisfree/2024/jan/12/chatgpt-problems-lazy,
as well as concerns about generative AI systems degrading over time: https://www.nytimes.com/interactive/2024/08/26/upshot/ai-synthetic-data.html
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“Safe, Secure, and Trustworthy Artificial Intelligence” that reinforced the importance of red-teaming in the proposed

system of federal oversight: “Any foundation model that poses a serious risk to national security, national economic

security, or national public health and safety... must share the results of all red-team safety tests.”7.

As a new labor formation, developing under pressing financial and political demands, red-teaming echoes other

contingent forms of digital labor: data labeling, content moderation, enrichment services of all kinds, all arrangements

for the semi-automation of human judgment critical to data-driven technical systems. If we want safe and secure AI,

we need to study the labor arrangements emerging that are critical to it: the mix of internal teams testing out AI

products, volunteers convened at hack-a-thon-like events, third party crowdwork vendors, and professional security

firms codifying red-teaming. And, as we learned in the case of social media, we must attend to the psychological costs

of the work asked of red teams tasked with making AI safe, secure, and useful to everyone.

Before private and public stakeholders rush to enshrine this practice, or focus exclusively on implementing and

improving it, we need to better understand it as a practice, and understand its place in the development of generative

AI tools. A sociological perspective, which is inherently human-centric, can guide the responsible and effective use of

red teams.

2 Value Judgments

Efforts to insert obligations, structures, and benchmarks have had to race to keep up with the rush to commercialize

LLMs [21]. Initial red-teaming efforts were being implemented even as design teams were still wondering which harms

to even probe for. AI red-teamers have had to develop homegrown taxonomies of harms, and the measurement and

benchmarking systems for mitigating them [15, 34]. In public statements, the major AI companies often take as given

that generative AI tools will unavoidably produce harmful content [22]. However, it is much rarer for AI designers

to discuss how they determine what counts as harmful content, what they should and should not be looking for, and

whether their teams are best suited to make those judgments. This prompts the question, “whose values are being

utilized for alignment and evaluation?” ([9]: p. 14)

The development of AI red-teaming echoes the early days of commercial content moderation at social media plat-

forms 8. The parallels are revealing. The categories of concern are strikingly similar: graphic violence, hate speech,

harassment, discrimination, sexual content, terrorism, human trafficking, self-harm, child abuse, and misinforma-

tion [1, 11]. And when Silicon Valley found itself compelled to manage the gap between what can be generated online

and what users should actually see, it too enlisted human labor to serve as that filter.

Social media platforms “discovered” the need for human moderation labor after being surprised by the kinds of

content that could turn up through their services [13, 14, 20]. This awareness often came from user complaints, the

technology press calling out the platforms’ shortcomings, and stumbling upon it themselves. AI red-teaming has sim-

ilarly been fueled by user complaints and critical press coverage. Solving these harms has to be done internally and

largely in proprietary ways [6, 28], making industry-wide or public-wide discussions about harms and values difficult

to develop. This leaves the value judgments to the AI designers themselves. Or as OpenAI explained, echoing so many

social media companies before them, “Our approach is to red-team iteratively, starting with an initial hypothesis of

which areas may be the highest risk, testing these areas, and adjusting as we go.” [1]

Tackling harmful content as an internally, intuitively, and iteratively had profound implications for social media

platforms over the past two decades; the same implications could befall the red-teaming of generative AI systems.

7White House Executive Order on the Safe, Secure and Trustworthy Development and Use of Artificial Intelligence, 2023
8https://www.techpolicy.press/ais-content-moderation-moment-is-here/

https://www.techpolicy.press/ais-content-moderation-moment-is-here/
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Like AI red teams today, many social media platforms turned first to their own engineers and employees to evaluate

for harmful content; to these engineers, some categories of harms tend to seem more obvious, others tend to go un-

recognized. Silicon Valley engineers generally do not reflect the range of identities and contexts of their global user

base. Social media platforms that began with their own employees often underestimated the harms faced by women,

marginalized racial and ethnic groups, and those with stigmatized sexual and gender identities [12, 28, 30, 31].

In the earliest days of social media platforms, the overriding approach to moderation was the “Feel bad? Take it

down” rule [20] (p. 1631). The subjective judgments and gut feelings of the engineers stood in, sometimes poorly,

for publicly governed understandings of harms or ethical principles. AI red-teaming strategies will have to be more

complex and more inclusive to avoid the mistakes of social media’s past. However, with little opportunity for outside

researchers to study commercial red teams, and little internal or external incentive to disclose more about their prac-

tices, we lack a clear empirical understanding of the harms that are being under-attended to, or fall outside the purview

of a commercial organization.

3 Labor Politics

The tendency to ignore the importance of human labor in AI systems, whether intentional or not, is common [14, 29]. To

this point, it is illustrative that ‘red-teaming’ is often referred to as a verb, eliding the humanworkforce that constitutes

‘red teams.’ A sociocultural examination of red-teaming should extend not only to the values and concerns behind the

techniques red-teaming deploys, but to the people doing the work and the labor arrangements within which they

operate.

Red-teaming as a method is emerging in various forms: inside and outside companies, salaried and volunteer, with

access to the inner workings of the AI system and without. These are bound to change: some forms will fall away,

while others will settle in as “the way things are done.” But whatever particular labor politics settle into place, there

are important questions that arise, ripe for scholarly analysis, about the institutional contexts, material conditions, and

economic incentives of this AI-related work.

Who does this work internally can vary. Sometimes it is ad hoc, performed by design team members, or dedicated

red teams within larger companies. These teams may be part of Responsible AI efforts, Trust & Safety divisions, or

legal/compliance apparatuses [36]. Those who perform red-teaming for their own companies typically enjoy the job

security of full employment. That said, they may not be in a position to refuse a red-teaming request. They command

the necessary technical understanding of how models work, but it is not clear that this is sufficient to effective to

identify and mitigate AI risks. And they may not be able to raise concerns publicly without breaching corporate norms

or legally binding non-disclosure agreements [8].

Employee red-teamers typically have little training in any other relevant proficiencies, whether linguistic, sociocul-

tural, historical, legal, or ethical; the incentive structures do not ask for or reward these expertise. Some internal red

teams might include someone with sociocultural domain expertise, but they, too, work for the company and may have

conflicting incentives [10]. Those windows of opportunity can open, a little. To test GPT-4 ahead of its March 2023

release, OpenAI solicited help from more than 50 experts, though primarily from Trust and Safety and cybersecurity

backgrounds [1]. Anthropic and Microsoft encourage their red-teams to consult with experts to test specific types of

harms [25]. These partnerships give AI companies access to experts without having to retain them as formal employees,

compensating them in clout, API credits, job opportunities, or bragging rights rather than dollars.

Following a pattern ubiquitous in Silicon Valley, there are increasing efforts to shift red-teaming labor from company

employees to third-party datawork vendors, often overseas. Early in their model development, researchers at Anthropic
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enlisted several hundred untrained crowdworkers and instructed them to “make the AI behave badly” to elicit harmful

responses from their LLM chatbot [11] (p. 4), In this project, the crowdworkers were responsible for both probing the

AI and assessing its responses for harmful content.

And, of course, start-ups developing their own LLM models are more likely to depend on crowdworkers at all

stages of the AI lifecycle, including red-teaming. Smaller companies competing to bring their generative AI services to

market may not be equipped to offer internal red-teaming services sufficient to satisfy internal liability concerns or the

specter of regulatory obligation. And a new crop of boutique data services are emerging that see market opportunities

in sourcing red-teaming as a necessary form digital labor critical to the growth of AI. As scholars have noted [14],

when labor is offloaded, particularly piecemeal to a globally-distributed contingent workforce, it becomes harder to

trace and trickier to assert labor protections for it.

Some red-teaming happens outside the confines of AI companies and their outsourced labor pools. Hackers, vol-

unteers, and everyday users also engage in forms of red-teaming. At DEFCON 2023, for instance, one of the largest

hacking conferences in the world, over 2000 volunteers came together to prompt the largest LLMs into producing

harmful content9. Attendees included field experts, some industry-based red-teamers, cybersecurity consultants, and

CS PhD students, but DEFCON organizers also dismantled some significant technical barriers to broaden participation

to include novices, even children, with no programming knowledge [7].

The event demonstrated the viability of convening a greater diversity of perspectives than is represented on most

internal company red teams. AI ethicist Rumman Chowdhury has argued that including diverse perspectives and back-

grounds is imperative when red-teaming for topics such as race, gender, sexuality, politics, and class [26]. However,

asking marginalized communities to elaborate on their marginalization for red-teaming can easily slip into a trans-

actional, extractive, and exploitative codependency. Volunteer and uncompensated work requires significant effort to

organize and has no obvious scaling mechanism. Access to LLM models must be negotiated with AI companies, and

insights depend on the companies’ goodwill.

In many of the major LLMs and AI applications, end users can also provide feedback, at least in limited forms.

ChatGPT’s “thumbs down” includes a pull-down menu for users to indicate their concern: “Don’t like the style,” “Not

factually correct,” “Refused when it shouldn’t have,” and others. It is not evident how feedback gets back to designers,

putting users in the position of performing opaque slivers of digital “civic labor” [23]. User feedback is not strictly

speaking red-teaming, as it isn’t necessarily adversarial. But end users do, whether inadvertently, playfully, or devi-

ously, help designers surface outputs that companies did not anticipate or design for.

Red-teaming is still taking shape as a set of labor practices, inside and outside of AI companies. It is unclear whether

or not companies’ internal red-teaming efforts are limited by the diversity of their employee pool and whether theymay

lean unfairly on their own minoritized employees to inject some diversity into their models [5, 21]. And outsourcing

red-teamingwork raises tragically familiar concerns, echoing socialmedia companies’ use of human labor.Outsourcing

data work and using labor arbitrage to reduce costs leaves workers with fewer labor protections, more adverse work

conditions, and more precarious job security, with few or no avenues for career development.

4 Wellbeing of Red-Teamers

Beyond understanding who is doing the AI red-teaming and what is being evaluated, we also need to pay attention

to the human cost of doing such work. Scholars and practitioners involved in red-teaming call it “rather unsavory

9https://cyberscoop.com/def-con-ai-hacking-red-team/

https://cyberscoop.com/def-con-ai-hacking-red-team/
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work” [4] and “mentally taxing” [25]. Like content moderation work, the adversarial probing central to red-teaming

requires imagining worst-case scenarios and exposing workers to potentially troubling outputs. This can involve (1)

assuming the persona of a potential adversary (e.g., online harasser, sex trafficker, racist, terrorist), (2) strategizing a

plan that this adversary may use to compromise the system and executing the strategy, and (3) evaluating the output

of the system for potential harms. It may also involve assuming the persona of a benign user with specific intents or

contexts (e.g., a user with a history of eating disorder looking for dieting advice) and trying to evoke system vulner-

abilities that might be harmful. A red-teamer may have to first research harmful groups to learn their behaviors and

bring that knowledge into red-teaming the models for hate speech or deep fakes. They may immerse themselves in

child online safety concerns to then evaluate the model’s capabilities in aiding child exploitation.

To date, there is little empirical research about the psychological impact of AI red-teaming. But red-teamers could

benefit from decades of research documenting the psychological impact of content moderation, and similar occupa-

tional health concerns experienced by professions that contend with trauma exposure [33]. The outlook for red-teamers

will be much brighter if we learn from this history.

Like content moderators, emergency responders, journalists, or detectives dealing with distressing events, AI red-

teamers may experience repeated exposure to disturbing and traumatic content that can lead to symptoms of post-

traumatic stress disorder (PTSD) and secondary traumatic stress (STS) [3, 30]. Themore successful a red team operation

is, the more it reveals potentially harmful content to review. In fact, repeated work-related exposure to traumatic

content is among the diagnostic criteria used for PTSD in the DSM5 (Diagnostic and Statistical Manual of Mental

Disorders) and has subsequently been used to support the claims in a series of recent lawsuits brought on by content

moderators against their employers [27]10. Prolonged exposure may include long-lasting mental health symptoms,

alterations to their personal belief systems, and increased risks of health issues and substance abuse [33]. These parallels

underscore the importance of initiating research to protect red-teamers from the psychological hazards inherent in

their work.

At the same time, AI red-teaming introduces distinct psychological challenges. A successful AI red-teamer must

exhibit a perverse imagination to be effective. Or as one red-teamer put it: “If there were a red-team motto, it would

be: The more sinister your imagination, the better your work.”11 Red-teaming involves deliberately engaging in trans-

gressive, uncomfortable, unethical, immoral, or harmful activities, including immersing themselves in scenarios that

go against their morals or belief systems–to think like a harasser, or feel like a target of discrimination. This can lead

to “moral injury” [32], the psychological distress that stems from actions, or the lack thereof, that violate one’s moral

or ethical code. Those who cannot safely detach their personal identity from their transgressions may experience neg-

ative self-perception and guilt. Regularly breaking the rules for the greater good can introduce a potential for a “loss

of self,” sometimes seen in undercover police profession [18].

The potential negative impacts on red-teamers’ wellbeing have been acknowledged by those that organize such

work. For example, organizers of the DEFCON Generative Red Team event anticipated that models generating unex-

pected harmful outputs that might be triggering to participants [7]. Anthropic’s early red-teaming efforts involved

consultations with Trust & Safety professionals to design safety measures for their crowdworkers [11]. Strategies

10See https://www.nytimes.com/2018/09/25/technology/facebook-moderator-job-ptsd-lawsuit.html
11https://www.bostonglobe.com/2024/01/11/opinion/ai-testing-red-team-human-toll/

https://www.nytimes.com/2018/09/25/technology/facebook-moderator-job-ptsd-lawsuit.html
https://www.bostonglobe.com/2024/01/11/opinion/ai-testing-red-team-human-toll/
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for preserving the wellbeing of red-teamers could include providing warnings about sensitive content, allowing opt-

outs, encouraging breaks, monitoring mood, or giving them the option to choose topics within their own risk toler-

ance [1, 11, 25]. But for volunteer, in-the-wild, or crowdsourced red teamers, such strategies are limited to what the

organizers are willing to provide.

For professional red-teamers, companies sometimes offer employee assistance programs (EAPs) with mental health

resources. However, organizational factors often impact how these resources are actually used. For some workers,

accessing therapists may be a luxury they cannot afford, because of a psychologically unsafe work environment, unre-

lenting performancemetrics, or job insecurity. Non-disclosure agreements (NDAs) have historically prevented workers

from speaking up about working conditions [33]. Monitoring red-teamer’s well-being gets entangled with more unsa-

vory forms of workplace surveillance [2], and increases liability risks for employers if findings are severely negative.

And implementing consistent wellbeing strategies across all parties involved in the AI red-teaming supply chain can

become infeasible across organizational and national boundaries. Barriers to accessing mental health care, for both

paid and unpaid red-teamers, include not only a shortage of providers but also stigma and lack of awareness [16].

So when organizers claim red-teaming events were safe because no one used the on-call therapists [7], they may be

mistakenly assuming that no usage means no need.

Beyond individual mental health resources, one of the most effective tools for red-teamer wellbeing may be social

support through a community of workers in similar roles, as well as family and friends. Prior research on content

moderators demonstrates that the validation and belonging that comes from social support are essential [33]. Informal

red team communities [17] that have emerged on social network to share strategies can act as safe spaces to heal from

shared trauma, especially when red-teamers may be reluctant to share their experiences with loved ones to protect

them from exposure [33].

In an attempt tominimize human exposure to the “unsavorywork” of red-teaming, some researchers have advocated

for automated red-teaming. But automated efforts may inadvertently make the human work even more invisible [14],

diverting necessary resources away from protective well-being measures that are still largely missing for red-teamers

that remain. Therefore, it is important to critically examine the role of automation in red-teaming–not only its imme-

diate impact on tasks, but also its long-term effects on the overall ecosystem.

We must acknowledge the sobering reality that accompanies the commoditization of AI harm reduction. As long as

AI remains integral to our lives, the work of AI red-teaming and its psychological implications will persist. To support

this workforce, it is crucial to rigorously study and validate the effectiveness of innovative wellbeing strategies across

various contexts, with close examination of the surrounding organizational and social structures.

5 Conclusion

What would more substantive, empirical research on red-teaming provide? Today’s siloed, firewalled, market-reactive

approach to red-teaming has potential drawbacks for AI’s consumers, red-teamers, and AI companies. Each company

is rapidly developing its own version of red-teaming, with definitions and workloads varying based on the company’s

priorities, ‘brand,’ and particular focus. Almost every company working on generative AI today has a red team work-

force of some kind. While there is energy being put toward addressing biases and other “embedded harms,” many

red-teaming efforts are more concerned with ungrounded, existential risks rather than current, tangible concerns. It is

even unclear how many issues identified through red team infiltration have been mitigated.

An organized empirical research agenda into red-teaming as a sociological object of study could make both AI

companies and the public more aware of and intentional about the practices and consequences of red-teaming work.
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Regardless of its effectiveness today or its future improvements, red-teaming as a technical approach to AI safety

and security has underlying logics and structural conditions that need examination. Lessons from content moderation

show that finding and removing "bad elements" demands the deliberation and value judgments of teams of people.

The specific conditions under which people do this hard work, at an unprecedented global scale and across myriad

institutional settings, matters to both red-team workers’ occupational health and the integrity of our technical and

informational ecosystems.

We must study how red-teaming judgments are made and by whom if we hope to improve its outcomes as a so-

ciotechnical system. Its compartmentalization and operational opacity can both alienate workers and keep the public

from understanding fully what AI systems offer. Empirical research of red-teaming can challenge these arrangements,

identify the barriers and incentives at play, and perhaps point the public and AI companies to more sustainable alter-

natives.

And like most data work, the notion that this labor is only temporary, that it will soon be automated away, is

wrong, and (deliberately) distracting from these sociological concerns. It is difficult to believe that we can ever fully

automate such peculiarly human judgments, about contentious and shifting topics, under pressure from regulators

and the public, whose ethical frameworks can themselves shift. But even if it could be automated in the future, real

people are doing this work right now, and with real consequences. Whether we discard this phantasmic notion of full

automation or concede that, after twenty years of content moderation, odds are good that data labor will be with us

for the foreseeable future, makes little difference. Either way, research today can help identify how to structure this

work in ways that are attentive to the well-being and the labor rights of the people doing the work right now.

In fact, we may need not just more empirical study of red-teaming, but a coordinated network of scholars studying

red-teaming: as amulti-faceted practice, as a component in the institutional and labor arrangements of Silicon Valley, as

a global public health concern, and as a hidden value system buried in our newest tools of expression and knowledge.

The field of Computer Science has, in the last decade, begun to recognize that information systems are also labor

systems and value systems–growing networks like ACM Conference on Fairness, Accountability, and Transparency

illustrate this–and it is grappling with the implications of that in ways it had not before. Again, we might learn from

the rise of content moderation and the research that attended to it: while many excellent scholars studying content

moderation challenged its underlying logics and structural conditions, because of the absence of a coordinated network

to deepen, circulate, and affirm those insights, scholars may have missed opportunities to have more substantive impact

on these arrangements. It is not too late to pose an empirical and coordinated challenge to red-teaming, and to the

many forms of labor and values on which AI systems depend.
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