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ABSTRACT

Identifying significant community structures in networks with incomplete data is a challenging task,
as the reliability of solutions diminishes with increasing levels of missing information. However, in
many empirical contexts, some information about the uncertainty in the network measurements can
be estimated. In this work, we extend the recently developed Flow Stability framework, originally
designed for detecting communities in time-varying networks, to address the problem of commu-
nity detection in weighted, directed networks with missing links. Our approach leverages known
uncertainty levels in nodes’ out-degrees to enhance the robustness of community detection. Through
comparisons on synthetic networks and a real-world network of messaging channels on the Telegram
platform, we demonstrate that our method delivers more reliable community structures, even when a
significant portion of data is missing.

Keywords: Directed networks, Community Detection, Network Reconstruction, Missing Data

1 Introduction

Networks are widely used to represent connections in complex systems, such as technological, biological, and social
systems [1, 2]. Over the past two decades, empirical studies have, in fact, extensively measured and described
structures like the Internet [3], road and airline networks [4], friendship networks [5, 6], and biological networks [7–9].
Analogously to any other empirical discipline, an issue that can occur in applied network science studies is data
unreliability due to experimental measurement errors [10–12]. Strategies to account for network measurement errors
have been put forward over the years, including approaches aimed at predicting missing nodes or edges and at name
disambiguation [13–15]. Combining these approaches can create hybrid algorithms for resampling and estimating
network structures.

Among the other network analyses that can be affected by network measurement errors, community detection methods
[16–18] that ignore data uncertainties can overfit, leading to inaccurate classifications of nodes’ community assignment
[19–21] (See schema in Figure 1.a). To address this, we can compare detected communities with null models or test
their robustness under random perturbations [22, 23]. As an example, in flow-based community detection methods like
the map equation, Bayesian approaches can help in reconstructing the ground truth community structure of a synthetic
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network, where a randomly selected fraction of the original edges have been removed from the network, detecting and
re-inserting into the system the missing links [24, 25].

In this paper, we extend another flow-based community detection method, the recently developed framework of Flow
Stability [26], to incorporate information on experimental errors in weighted, directed networks in order to reconstruct
an accurate community structure of the original network. Flow Stability was originally designed to detect communities
in temporal networks [27–31]. This method considers random walks restricted by edge activation times [32], clustering
nodes based on diffusion patterns over time. It generalizes the framework of Markov Stability [33, 34] from static to
temporal networks, uncovering dynamic communities and different scales without temporal aggregation. In [35], Flow
Stability (FS) is adapted to detect communities at different, relevant spatial scales in static, directed networks. The
method was then used to uncover the organization and influence relations of different communities in a network of
far-right Telegram channels and group chats.

Here, we build on this approach by incorporating the estimates of experimental errors on the “measurement” of the
network under study into the equations of FS. Our novel method is named ∆ Flow Stability (∆FS). In particular,
we consider the case in which an estimate of the experimental error on the out-strength of nodes is known. Such
choice is motivated by the fact that in social media systems, users can often delete their own messages or messages in
channels they control (such as in Telegram or WhatsApp). When modeling such systems as a network of channels,
edges usually represent links posted in messages that allow users to go from one channel to another. When researchers
collect messages from these channels, messages deleted before the collection date are no longer accessible. However, it
is often possible to estimate the number of deleted messages, for example, by comparing the total number of messages
sent in the channel with the actual number of collected messages. This estimate can then be used to estimate the number
of missing out going edges in the network.

We test our method on synthetically generated networks, generated with a Stochastic Block Model (SBM) [36–38] first
assessing the capability of ∆FS to recover the original partition of the network, in comparison to regular FS, when
an increasing fraction of randomly selected edges is removed from the original network. We then perform a similar
experiment on the Telegram dataset. Finally, we use available information in the Telegram dataset, that allows us to
estimate the experimental error on the out-strength of individual nodes, and use it to reconstruct a network that varies
substantially in comparison to what is found with FS. By incorporating these uncertainties, our approach reconstructs the
community structure, revealing the organization and influence relations of upstream, core, and downstream communities.
We identify important clusters of channels and external links that couldn’t be observed otherwise, and discuss directions
for future work.

2 ∆ Flow Stability

Flow Stability (FS) was first introduced in [26] with the aim of detecting communities in time varying (temporal)
networks. The core idea of FS is to cluster the covariance matrix of two random walk processes: a forward process,
where the diffusion unfolds along the chronological ordering of the edges of the temporal network; and a backward
process, where the random walkers follow the edges in reverse chronological order. In both processes, the clustering of
the covariance matrix assigns two nodes i and j to the same cluster if the probability that two random walkers, each
initially positioned on one of the two nodes, are found on the same node at time t is high. In [35], authors introduce
the adaptation of FS to static, directed networks. In this setup, FS thus allows to cluster together nodes that share a
similar function in the system under study in terms of diffusive processes unfolding onto the network. Nodes with more
outward than incoming connections tend to be clustered together, as they represent “sources" of the diffusive process
and are therefore referred to as upstream nodes or clusters of nodes. On the other hand, nodes with an abundance of
incoming connections and few outward links correspond to “sinks" of the diffusive process, thus named downstream
clusters of nodes. Nodes with an equal number of outward and inward connections are neither sources nor sinks of the
diffusion, instead they typically correspond to nodes with high values of in- and out-strength and are therefore referred
to as core nodes.

The key ingredients in the adaptation of Flow Stability to analyze static, weighted and directed networks, are, similarly
to FS for temporal networks, two transition matrices for two continuous time random walk processes: one for the
forward process T(t)f = e−tLf , following the direction of the edges, one for the backward process T(t)b = e−tLb , i.e.,
following the reverse direction of the edges. Forward and backward Laplacians are given by Lf = I −D−1

out Af and
Lb = I−D−1

in Ab
T. Af and Ab are the forward and backwards adjacency matrices, respectively: the two are adjacency

matrices where the Nf nodes with out-degree kout = 0 (for Af) and the Nb nodes with zero in-degree (for Ab) have been
iteratively removed. Nodes with zero out-degree are removed from the forward process, and, analogously, nodes with
zero in-degree are removed from the backward process, in order to ensure the ergodicity of both stochastic processes.
With initial conditions pf(0) =

1
Nf
1 and pb(0) =

1
Nb

1 the covariance matrices of both processes are defined as:
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Forward = Random walk with teleportation:
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ϵi = 2
with probability , regular random walk:1 − αi

Figure 1: ∆ Flow Stability: a) Illustration of the original, or complete, weighted and directed graph (on the left)
characterized by two communities, and the experimental measurement (the incomplete graph, the object of our analysis,
on the right) of the graph where some of the edges have not been observed and thus the weights of some connections are
changed (in red) w.r.t. the original graph. The missing edges affect the community detection, as the graph now appears
to have three communities instead of the original two; note how 2 edges leaving node i are missing in the measured
graph, leading to an overall error ϵi = 2 on node i’s measured out-strength siout. b) With probability 1− αi, a random
walker on node i, at any given time step t, follows the outgoing edges of i (regular random walk). c) With probability
αi =

ϵi
ϵi+siout

, instead, the random walker is teleported to any other node in the network.

Sforw(t) = Pf(0)Tf(t)T
inv
f (t)− pf(0)

Tpf(0) =
1

Nf
Tf(t)T

inv
f (t)− 1

N2
f
1̂ (1)

Sback(t) = Pb(0)Tb(t)T
inv
b (t)− pb(0)

Tpb(0) =
1

Nb
Tb(t)T

inv
b (t)− 1

N2
b
1̂ (2)

The covariance matrix of each process encodes the probability of two random walkers starting on two nodes i and j
and ending up on the same node at time t minus the same probability for two independent random walkers [26, 35].
Clustering these two matrices in diagonal blocks provides the forward and backward partitions, which group
together nodes in communities of nodes that act as similar “sources” for the forward covariance, or “sinks” for the
backward covariance, of the flow. To find the optimal partitions, one can employ any clustering algorithm, such
as the Louvain algorithm [18]. Repeating the community detection for several iterations leads to an ensemble of
possible partitions for the forward and backward covariance matrices. The forward and backward quality functions
that are optimized to find the corresponding best forward or backward partition are given by the traces of the
clustered forward and backward covariance matrices [26, 33, 34]. We recall how in this framework, the Markov
time, i.e. the time variable in each of the diffusion processes, represents the spatial resolution parameter of the
community detection: a large variety of smaller communities are found for smaller Markov times, while bigger and less
numerous communities are detected for larger Markov times. Thus partitions with optimal values of Flow Stability ob-
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served at different Markov times correspond to significant community structures of the network at different spatial scales.

In this work, we propose to adapt Flow Stability to static, weighted, directed networks with missing edges. We do so by
incorporating in the method an estimate of the experimental error ϵ, or uncertainty, on the “measured” out-strength
of nodes, i.e., the number of missing out-going edges from each node. We consider a directed, weighted graph G,
with adjacency matrix A, corresponding to the incomplete or measured graph as sketched in Figure 1.a. We define
the vector ϵ as the 1-D vector of length N whose i-th element ϵi represents the error on the out-strength of node i,
siout (See schema in Figure 1.a for a visual explanation). We thus obtain the matrix Af

∆ iteratively removing from the
original adjacency matrix all nodes with zero out-strength as well as zero error, thus only keeping the Nerr nodes with
non-zero out-strength, or zero out-strength, but non-zero error. Similarly to regular FS, we obtain the adjacency matrix
for the backward process, Ab, iteratively removing from the network nodes with zero in-strength. We thus consider the
two continuous time random walk processes, the forward process and the backward one. The transition matrix of the
forward process is Tf

∆ = e−t(I−Mf), where the matrix element of matrix Mf is defined as:

M f
ij = (1− αi)

Af
∆(i, j)

sout
i

+ αi

sin
j∑
l s

in
l

(3)

Where
siout ≡

∑
j

Af
∆(i, j),

sjin ≡
∑
i

Af
∆(i, j),

αi ≡
ϵi

ϵi + siout
.

Thus, in the forward process, we introduce a biased teleportation [39–41] term (Figures 1.b-c), corresponding to
the second term in the r.h.s. of equation (3): a random walker on node i is randomly teleported to another node
with probability proportional to αi, and, in particular, it is teleported to node j with a probability proportional to the

in-strength sin
j of j. The total probability for the random walker on node i to be teleported to node j is thus αi

sin
j∑
l s

in
l

.
Such an approach is inspired by [24, 25], where Smiljanić and collaborators use a Bayesian approach to reconstruct
the community structure of an incomplete network with a maximum likelihood estimation of the transition matrix of
a random walk. In [25], the authors show how the obtained maximum likelihood estimator for the transition rates
(matrix elements of the transition matrix) together with their prior distribution “resemble modeling network flows with
teleportation”. In fact, this approach is equivalent to that presented in [42], where the authors propose the DirichletRank,
a variant of PageRank [40] adapted to solve the “zero-one gap” problem in PageRank. Such a solution is obtained by
computing transition probabilities in the random surfing model using Bayesian estimation with a Dirichlet prior. In
our approach, this translates into incorporating the teleportation probability with a similar functional form as the one
presented in the definition of DirichletRank [42]. The transition matrix of the backward process is the same as in the
regular FS: Tb

∆(t) = e−tLb , with Lb = I−D−1
in AT

b . With initial conditions pf
∆(0) =

1
N f

∆
1 and pb

∆(0) =
1

N b
∆

1 the
covariance matrices of both processes are defined as:

Sf
∆(t) = Pf

∆(0)T
f
∆(t)T

f,inv
∆ (t)− pf

∆(0)
Tpf

∆(0),

Sb
∆(t) = Pb

∆(0)T
b
∆(t)T

b,inv
∆ (t)− pb

∆(0)
Tpb

∆(0)
(4)

Analogously to what is done in FS, we obtain two optimal partitions, one for the forward and one for the backward
process. Nodes that are only in Af

∆ are clustered according to their forward communities, nodes that are only in Ab are
clustered according to their backward communities and nodes that are in both networks are clustered according to the
intersection of the forward and backward partitions.

3 Results

3.1 Synthetic Networks

We first test the capability of ∆ Flow Stability, compared with regular Flow Stability, to recover the original partition
into communities of the observed network on synthetic networks. In particular, we investigate the performance of ∆FS
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on an ensemble of Stochastic Block Models. The structure of such networks corresponds to two sub-networks G1 and
G2 made of a group of sources, a core, and a group of sinks. The generative model has two fixed parameters: the size of
the network N = 200, the connection probability within the two groups of core nodes, pcore = 0.4. The free parameters
are the connection probability between nodes belonging to the same group of source or sink nodes, pin, which also
corresponds to the probability of nodes in the two different cores to connect with each other; and the probability of
each group of sources to be connected to their relative core, pout, which also corresponds to the probability of nodes in
each of the two cores to connect to nodes in the respective groups of sinks. Therefore, the two initial sub-networks
are coupled with each other using a nonzero probability of source nodes of one sub-network to connect to core nodes
of the other sub-network psource,G1

core,G2
= psource,G2

core,G1
= pout

4 . Core nodes of G1 and G2 also have a nonzero probability of
being connected to nodes in the group of sinks of the other sub-network. The network under study thus corresponds
to a double weighted, directed core-periphery structure. An example of one adjacency matrix generated with such an
approach is in Figure 2a, while in Figure 2.b we display a visual explanation of the impact of the two free parameters
pout and pin on the network structure.

A(i, j) A(i, j)

N

N

N

N

pin
pin

pin pin

pcore

pcore

pout
pout

4

A(i, j)

pout

p i
n

a) b)

Figure 2: Parameters space of the SBM ensemble: a) example plot of the adjacency matrix of a network generated
with the SBM where we highlight the two groups of source nodes (orange and yellow), whose within-connection
probability is pin and that connect to their relative “main" core with probability pout, and “secondary" core with
probability pout/4; the two cores of the network, internally interconnected with probability pcore = 0.4, connected to
each other with probability pin, and each connected to their “main" group of sink nodes (dark and light green) with
probability pout, and with probability pout/4 to their secondary group of sinks. b): examples of the structure of the
networks generated with different values of pin and pout.

We generate SBMs by varying the free parameters pin ∈ [0, 0.35] and pout ∈ [0.1, pcore]. For each pair of values of
(pin, pout we perform the following experiment.

We iteratively remove an increasing fraction of randomly selected edges from the network. For each value of the
fraction r of randomly removed edges, we detect the community structure of the “new" network via Flow Stability,
and with ∆FS, at each Markov time (resolution parameter), we perform 50 runs of the Louvain algorithm, and select
the partitions maximizing FS and ∆ FS. We quantify the performance in recovering the community structure of the
original network of the two methods by computing the Normalized Mutual Information (NMI) between each of the two
partitions obtained by the two methods, and the original, 6-blocks, partition.

An example of the results obtained for such analysis on one initial network sampled from the generative model with
pin = 0.1, pout = 0.2, is shown in Figure 3. In Figure 3.a, where we plot the heatmap of NMI between the each of the
partitions obtained with FS (top) and ∆FS (middle) and the original partition, for each value of r and each Markov time
t, we can observe how already for r = 0.05, the original partition cannot be recovered exactly through Flow Stability,
while even with r = 0.35, thus with 35% of edges randomly removed, we find a time scale (values of the Markov time)
for which ∆FS recovers the original community structure of the network.

5
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In Figure 3.b we plot the value of the NMI between the partition obtained by FS (left, in blue) and with ∆FS (right,
in orange) at different values of the respective Markov times for a fixed value of the fraction of randomly removed
edges: r = 0.05. Here we note how, for some Markov times, ∆FS recovers exactly the original partition, while the
NMI between the partition obtained with FS and the original partition never attains 1. In the same figures, we plot as a
function of the Markov time, the Normalized Variation of Information (NVI) [26, 35] between the partitions obtained
by FS at two consecutive Markov times t and t+ 1 (left, in green), and, analogously, the NVI between the partitions
obtained by ∆FS (left, in green) at two consecutive Markov times (right, in red). The NVI between two partitions is
zero when they are identical. The more different the two partitions are, the closer their NVI is to 1. Peaks in these two
curves thus highlight that the resolution parameter, the Markov time, allows the detection of the presence of different
scales in the community structure of the network under study. Furthermore, we note how the plateaus in the curves
obtained from the comparison to the original partition of each partition obtained with the two methods are comprised of
two peaks of the green (left, for FS) and red (right, for ∆FS) curves. The presence of several scales of the community
structure of the network is evidenced in Figure 3.c, where we plot two colormaps, one for FS (left, blue) and one
for ∆FS (right, orange). Entries of each colormap correspond to the value of NVI computed between the partitions
obtained with one of the two methods at any two Markov times t and t∗. Diagonal blocks of zero NVI in these two
colormaps suggest periods of Markov times where the community structure is unchanged, as detected by one of the two
methods. The number of diagonal blocks thus corresponds to the number of spatial scales of the network’s community
structure that each method can capture [34, 43]. We note in Figure 3.c, on the left, how for FS we can clearly observe
three diagonal blocks of zero NVI and thus three scales, also clearly separated by the two peaks in the green curve of
NVIFS(t, t+ 1) in Figure 3.b, on the left. For ∆FS in Figure 3.c, on the right, we observe a more complex pattern:
both for low values of Markov times as well as for values of the Markov time above one, we observe two clear diagonal
blocks, respectively identified by two peaks of NVI∆(t, t+ 1) in Figure 3.b; Instead, for intermediate values of the
Markov time, we observe more than one diagonal block. The first of such blocks corresponds to the range of Markov
times in which ∆FS recovers the original partition exactly. In each of the following short intervals of Markov time
values, the accordance with the original partition gradually decreases, suggesting how, while ∆FS might be capturing
finer changes in the spatial scale of the community structure of the network, the partition that it is retrieving is further
away from the original community assignments of nodes.

a) b)

c)

Figure 3: Recovering community structure on a synthetic network: a) (top) heatmap of the Normalized Mutual
Information computed between the Flow Stability partition at specific values of Markov time t (x-axis) and fraction of
randomly removed edges r (y-axis) and the original partition in the SBM; (middle) heatmap of the Normalized Mutual
Information computed between the ∆ Flow Stability partition at specific values of Markov time t (x-axis) and fraction
of randomly removed edges r (y-axis) and the original partition in the SBM; (bottom) heatmap of the difference of the
previous two heatmaps. b): (left) plot of the NMI computed at each value of the Markov time t, between the partition
obtained by Flow Stability with r = 0.05 and the original partition of the SBM (left y-axis, in blue) and plot of the
NVI computed between the partitions obtained via FS at two consecutive Markov times t and t+ 1 (right y-axis, in
green); (right) plot of the NMI computed at each value of the Markov time t, between the partition obtained by ∆FS
with r = 0.05 and the original partition of the SBM (left y-axis, in orange) and plot of the NVI computed between the
partitions obtained via ∆FS at two consecutive Markov times t and t+ 1 (right y-axis, in red). c): heatmap of NVI
computed between each pair of partitions obtained with FS (left), or ∆FS (right), at different Markov times t and t∗,
both for r = 0.05.

In Figure 4 we plot, for each pair (pin, pout), the maximum value of the NMI between the partition obtained with FS,
maxt NMIFS

original (left), or with ∆FS, maxt NMI∆original (middle), and the original partition over the Markov time of
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the random walks, for several values of the fraction of randomly removed edges r. On the right of Figure 4, we plot the
difference between the two heatmaps. We note how for low values of pout, ∆ Flow Stability can recover the original
partitions only for fractions of randomly removed edges up to r = 0.4. For higher values of r, the teleportation in the
random walk is the reason for a higher probability of overfitting in ∆FS, with respect to FS. On the other hand, both
methods fail for large values of r when pout = pcore, as in both cases, the 2-block partition becomes more likely for both
methods.

max
t

NMIFS
original max

t
NMIΔoriginal ΔFS − FS

Figure 4: Recovering the community structure of an ensemble of stochastic block models: Left - heatmap of the
maximum value of the NMI between the partition obtained with FS and the original partition at each Markov time for
each pair of values of (pin, pout) for several values of the fraction of randomly removed edges r. Middle - heatmap of
the maximum value of the NMI between the partition obtained with ∆FS and the original partition at each Markov time
for each pair of values of (pin, pout) for several values of the fraction of randomly removed edges r. Right - difference
between the left and middle columns.

3.2 Telegram Network

Telegram is a messaging platform that allows users to create and join public group chats and broadcasting channels,
where posts and messages can contain mentions or URL links to other group chats and channels on the platform. In
this work, we analyze the dataset first presented in [35]. The dataset contains existing messages from public Telegram
channels/groups related to the UK far-right. As Telegram users are free to delete their messages, the ensemble of
collected messages does not include previously deleted messages. We build a directed weighted network where nodes
represent Telegram channels/groups and where an edge from node A to node B can represent a mention of node B in
node A, a URL link pointing to node B posted in node A, or a message from node B forwarded in node A.

3.2.1 Community detection with Flow Stability

In [35], the authors separate the dataset into three networks, each corresponding to a different period of the evolution
of the overall system. In this work, we treat it as a single network. We thus employ Flow Stability to investigate
the community structure of such a network (Figure 5). Due to the size of the network, which includes N = 12, 653
nodes and E = 6, 925, 865 edges, we adopt the linear approximation of the transition matrices as presented in [26],
and further employ a similar approach for ∆ Flow Stability (see Appendix A). Via regular Flow Stability, we retrieve
an optimal partition of the network corresponding to a value of the Markov time t, the resolution parameter in Flow
Stability, of t = 8.86 · 10−1 (highlighted by the vertical dotted line in Figure 5.a). The optimal partition is defined as
the one corresponding to the minimum value of the Normalized Variation of Information computed between pairs of
partitions obtained via FS at contiguous Markov times, NVI(t, t+ 1)FS . The optimal partition, which we refer to as
Πo

FS, is characterized by nc = 183 separate clusters. In continuity with [35], we investigate the functional role of each
cluster by computing the in-balance Ic between the number of edges connecting the nodes in a cluster c to other nodes
in the same cluster and the number of edges connecting nodes in c to the rest of the network. We then define clusters
with values of Ic ≤ 0.2 as up-stream clusters (in blue in Figure 5.b), clusters with values of Ic ≥ .8 as down-stream
clusters (in orange in Figure 5.b) and clusters with values of 0.2 < Ic < 0.8 as core clusters (in purple in Figure 5.b).
We observe how Πo

FS is characterized by 122 core clusters, a vast majority compared to the 55 down-stream clusters
and the six up-stream clusters that are found. In Figure 5.b, where each node in the network represents a cluster in
Πo

FS color-coded according to its function, the size of nodes is proportional to the number of Telegram channels in that
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cluster, i.e., the size of the cluster. We note how core clusters are generally larger. In Table 1, we list the size rankings
of the two largest clusters of each different functional role. We observe that the largest downstream cluster is only 47th
(second largest is 65th) in the size-wise ranking of the clusters, while the largest upstream cluster is 59th (second largest
is 86th).

Top two clusters Size Rank

Core 1st & 2nd

Downstream 47th & 65th

Upstream 59th & 86th
Table 1: Ranking by size of the two largest clusters of the three types, i.e., core, downstream and upstream, found in
Π0

FS.

We perform two different analyses, employing ∆ Flow Stability, on the dataset that we describe above: First, we repeat
the analysis presented in Section 3.1, thus removing an increasing fraction of randomly selected edges from the original
Telegram network. We use the information on removed edges as an estimate of the experimental error on the measured
out-strength of nodes and feed it to our ∆ Flow Stability method. We consider Πo

FS as the ground truth partition and
compare how similar to Pi0FS are the partition obtained by FS and ∆FS for every fraction of randomly removed edges.
In our second analysis, we directly estimate the amount of deleted out-links per Telegram channel from the data and use
it in ∆FS, thus finding a community structure of the network adjusted to false negatives in the links. We compare this
result to Π0

FS and discuss the main differences/similarities between the two partitions.

3.2.2 Community structure recovery after random edge removal in the Telegram dataset

We first perform the same analysis on the Telegram dataset as on the ensemble of SBM-generated networks presented
in Section 3.1. We first define as original partition of the network Π0

FS. We then iteratively remove an increasing
fraction of randomly selected edges from the network, starting with 2.5%, up to 25%. For each value of the fraction r of
randomly remove edges, we detect the community structure of the new network via FS and with ∆FS, at each Markov
time. We perform 50 runs of the Louvain algorithm and select the partition maximizing the Flow or ∆ Flow Stability.
We quantify the performance in recovering the community structure of the original network of the two methods by
computing the Normalized Mutual Information (NMI) between each of the two partitions obtained by the two methods
and the original partition.

The results are shown in Figure 6. In Figure 6.a, we plot the heatmap of NMI between each of the partitions obtained
with FS (top) and ∆FS (middle) and the original partition, for each value of r and each Markov time t, we can observe
how ∆FS recovers partitions closer to the original one at lower Markov times: this is highlighted in the bottom heatmap,
where we plot the difference between the two previous heatmaps. To assess which of the two methods recovers the most
similar partition in comparison to the original community structure of the network, in Figure 6.b, we plot the maximum
value over the Markov time t of the Normalized Mutual Information computed between the original partition and that
obtained with FS (in blue) or with ∆FS (in orange) for each fraction of randomly removed edges r. Here we see how for
r = 0.025, after removing 2.5% of the edges in the original network, ∆FS detects an underlying community structure
which has values of NMI of up to 0.9 w.r.t. the original partition Π0

FS, well above the result obtained via regular FS.
As r increases, the performance of ∆ Flow Stability also drops sensibly: already for r = 0.05, we note a dramatic
decrease for ∆FS, which achieves performances comparable to FS. An inspection of the results shows that this is due to
the incorrect partitioning of nodes that, in the original partition, are in the two largest clusters (see Table 1). They are
divided into smaller clusters by both FS and ∆FS for r > 0.025. For higher values of r, thus, the optimal partition for
∆FS is in lower accordance with Π0

FS in comparison to partitions found at lower Markov times, highlighted by the red
area for low Markov times in 6a, bottom. We verify this by computing the NMI between Π0

FS and the partition obtained
via ∆FS with r = 0.025 and r = 0.05 only taking into account the nodes in the network that are not included the second
largest cluster of Π0

FS, obtaining values of NMI(Π0
FS; ∆FS, r = 0.25) = 0.96 and NMI(Π0

FS; ∆FS, r = 0.5) = 0.65.
We thus repeat the analysis, this time disregarding all nodes included in the two largest clusters in Π0

FS, that, combined,
include roughly ≈ 23% of the nodes in the network. In this case, the accordance between Π0

FS and the partitions found
via ∆FS increases even further, with NMI(Π0

FS; ∆FS, r = 0.25) = 0.97 and NMI(Π0
FS; ∆FS, r = 0.5) = 0.85, hence,

much higher than what is found when the nodes in the two largest clusters in Π0
FS are included, as in Figure 6.b.

We compare the results obtained by FS and ∆FS with r = 0.025 for several values of the Markov time in Fig. 6c. In
Figure 6.d, we plot the curves of NVI computed between the partitions obtained with FS (red) and ∆FS (green) between
two consecutive Markov times. We highlight how both FS and ∆FS capture the existence of at least two relevant
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a)

b)

a)

b)

Figure 5: Flow stability clustering of the Telegram channels network.a): the curves in the plot correspond to the
number of clusters n∆

c (t) (top, in dark blue) found with ∆FS at each Markov time, t; the Normalized Variation of
Information between two partitions obtained at adjacent Markov times with ∆FS, NVI∆(t, t + 1) (bottom, in red).
b) Nodes represent the communities, and edges represent the number of links between channels in each community.
Upstream communities are shown in blue. Core communities are in brown, and downstream communities in purple.
The labels indicate the rank of each community in terms of their size.

scales of the community structure of the network, corresponding to the transient local minima of the NVI. While the
optimal partitions for each method correspond to the partition found at t = 8.86 · 10−1, the partitions obtained for
t > 8.86 · 10−1 capture the community structure of the underlying network at a coarser scale. We show evidence of the
existence of multiple description scales of this network in Figure 6.e. Here we plot the heatmaps of NVI computed
between two partitions obtained by FS (left) or ∆FS (right) at any two Markov times t, t∗: while it is harder to visually
detect the presence of three diagonal blocks in this matrices, the out-of-diagonal elements help us identify at least three
different scales, corresponding to the sets of values of the Markov time, the resolution parameter, identified by the two
optimal values highlighted in Figures 6.c-d.
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a)

b)

c)

d)

e)

Figure 6: Community structure recovery after random edge removal in the Telegram dataset: (a) (top) heatmap
of the NMI computed between the FS partition at specific values of Markov time t (x-axis) and fraction of randomly
removed edges r (y-axis) and Π0

FS, i.e.,the original partition in the Telegram network; (middle) heatmap of the NMI
computed between the ∆FS partition at specific values of Markov time t (x-axis) and fraction of randomly removed
edges r (y-axis) and Π0

FS; (bottom) heatmap of the difference of the previous two heatmaps. b): plot of the maximum
over the Markov time t of the NMI computed at each value of the fraction of randomly removed edges r, between the
partition obtained by FS and Π0

FS (in blue), and between the partition obtained by ∆FS and Π0
FS, in orange. c): in the

case where r = 0.025, and thus the 2.5% of the edges in the network have been randomly removed, we plot the NMI
computed between Π0

FS and the partition obtained with FS (in blue) and ∆FS in orange as a function of the Markov
time t. d): Normalized Variation of Information between the partitions obtained at each pair of consecutive Markov
times NVI(tk, tk+1) with FS (in red) and with ∆FS (in green). e): (left) heatmap of NVI computed between each pair
of partitions obtained with FS at different Markov times t and t∗; (right) heatmap of NVI computed between each pair
of partitions obtained with ∆FS at different Markov times t and t∗. In both cases, r = 0.025

3.2.3 Reconstruction of Telegram Network

In the Telegram dataset, the out-strength siout of a channel (node in the network) i corresponds to all the posts in that
channel containing a mention to another channel i.e., a link to another node in the network. We plot the distribution of
nodes’ out-strength in Figure 7.a, in log-log scale, highlighting how such distribution is heavy-tailed. For any node i in
the network, we then define the observed proportion f i

prop as the fraction of messages posted in that channel containing
a mention to another channel, and thus representing a link in the network (see the distribution of f i

prop in Figure 7.b). In
this dataset, we can access the number of deleted posts in a channel. We thus estimate the number of missing out-going
edges from a node i, i.e., the error ϵi, to correspond to the product of the number of deleted posts of node i and f i

prop.
This leads to a distribution of nodes’ experimental error on their out-strength ϵi, which is also heavy-tailed. Furthermore,
as can be observed in the scatter-plot in Figure 7.c, ϵi and siout are positively correlated variables, meaning that the
higher the out-strength of a node in the network, the higher the experimental error on its out-strength. We then compute
the teleportation probabilities αi as described in Section 2, and plot the distribution of αi in Figure 7.d.

We can thus inform ∆ Flow Stability with the sequence of node-wise errors ϵi, find an optimal network partition, and
compare it to Π0

FS. We plot the result of our analysis in Figure 8. Here we note how the optimal partition for ∆FS is
found at the same value of the Markov time as for Π0

FS, i.e., t = 8.86 · 10−1 (Figure 8.a). The community structure of
the overall network found with ∆FS (Figure 8.b) is somewhat similar to Π0

FS, which is reflected by the value of the
NMI w.r.t. the original partition, which is ≃ 0.9. However, the two partitions are not identical. We thus investigate, in
particular, the composition of the three largest clusters in the two partitions, measuring the Ranking-Biased Overlap
(RBO) [44] between the lists of channels ranked by their Katz Centrality comprised in each of the clusters. The RBO is
a similarity measure devised for comparing ranked lists, and it is designed to weigh high ranks more heavily than low. It
thus assigns higher values to ranked lists with the same elements (Telegram channels in the clusters) with high ranking

10
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a) b)

c) d)

Figure 7: Estimation of the error on out-strengths: a) distribution of the out-strength sout of nodes. b) complementary
cumulative distribution of the observed proportion of edges containing links to other channels fprop for each node. c)
scatterplot of the out strength of nodes (siout, x-axis)) and the relative experimental error ϵi on the out-strength of nodes
(y-axis). d) complementary cumulative distribution of the teleportation probability α.

rather than the same elements of low ranking. In Table 2, we note how the two largest clusters in the two partitions,
C1

Π0
FS

and C1
∆ are nearly identical, with an RBO =≃ 0.999, as well as the third largest clusters in the two partitions,

namely C3
Π0

FS
and C3

∆, with an RBO =≃ 0.96; however the second largest clusters in the two partitions, C2
Π0

FS
and C2

∆,
are far from being in complete accordance, suggesting that, nonetheless the community structure of this Telegram
network, reconstructed taking into account the sampling of the edges, does not entirely coincide with what found with
FS on the empirically constructed network.

RBO(C1
Π0 , C1

∆) RBO(C1
Π0 , C2

∆) RBO(C3
Π0 , C3

∆)

0.999 0.683 0.963

Table 2: Rank-Biased Overlap (RBO), as defined in [44], computed with weight-decline parameter p = 0.9 between
each the top three clusters found in Π0 (C1

Π0 ,C2
Π0 ,C3

Π0), and the corresponding top three clusters found via ∆FS
(C1

∆,C2
∆,C3

∆) accounting for the uncertainty on nodes’ out-strengths.
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a)

b)

Figure 8: Reconstruction of the community structure with ∆ Flow Stability: a): number of clusters n∆
c (t) (top, in

dark blue) found with ∆FS at each Markov time (t); NMI∆FS(t) computed between the partition obtained with ∆FS at
each Markov time and the optimal partition obtained with FS, Π0

FS (middle, in orange); the NVI between two partitions
obtained at adjacent Markov times with ∆FS, NVI∆(t, t + 1) (bottom, in green). b) ∆ Flow Stability clustering of
the Telegram channels network. Nodes represent the communities and edges represent the number of links between
channels in each community. Upstream communities are shown in blue, core communities in brown and downstream
communities in purple. The labels indicate the rank of each community in terms of size and the size.

4 Conclusion

Unreliable network data can cause community-detection methods to highlight spurious structures with misleading
information about the organization and function of complex systems [13, 14, 21]. In this work, We have presented ∆
Flow Stability (∆FS), a modification to the Flow Stability (FS) community detection framework [26], equipping the
method with a regulatory mechanism to deal with missing link observations in weighted and directed networks. By
including a teleportation term in the transition matrix of the forward diffusive process, the network flow dynamics
account for the uncertainty on observed node out-strengths. We tested the performance of ∆FS, in comparison with FS,
in retrieving the community structure of an ensemble of synthetic networks after removing an increasing fraction of
randomly selected edges. We show how ∆FS outperforms FS, thus proving more resilient to false negatives in link
observations.

We analysed a real network composed of Telegram channels/groups, where users can delete their own messages, but
where an estimate of the amount of deleted messages per channel/group can be found. First, we perform Flow Stability
on the original dataset, following the approach presented in [35], thus obtaining an optimal partition of the original
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network. We then repeat the comparison between FS and ∆FS in terms of their performance after randomly removing
an increasing fraction of edges from the original network. In this analysis, we see how ∆FS proves more resilient
only for small fractions of edges randomly removed, while for larger values, the two methods both fail in retrieving
the original partition of the network. Furthermore, the comparison of the two heatmaps of NVI computed between
partitions obtained by the same method at different times, in Figures 3.c and 6.e, suggests how our novel method for the
reconstruction of the community structure of a network might uncover relevant scales of the system under study that
otherwise would go unnoticed, blurred out due to missing observations.

Throughout our analyses, we only focused on random edge removal with a uniform edge-removal probability, which, in
turn, means there is a higher probability of having out-going links removed for nodes with higher out-strength. The
positive correlation between the out-strength of nodes and their corresponding uncertainty ϵ, shown in Figure 7.c,
suggests that, at least in the case of a messaging platform such as Telegram, this is a realistic scenario.

Lastly, we use in ∆FS the estimates of the number of missing out-going links for each node in the Telegram network,
i.e., the uncertainty on the out-strength of nodes, to investigate the differences between the optimal FS partition of the
original network and the community structure obtained with ∆FS.

This work extends the flow-based method for multi-scale community detection in temporal and static directed networks,
Flow Stability [26, 35], incorporating a method for reconstructing the community structure of a network with missing
edges but known experimental error. This last aspect of our novel method prevents us from comparing our analysis to
what is obtained with other flow-based community detection methods extended with a similar purpose like those [24,25],
where no information regarding the experimental error when measuring the network, such as the uncertainty on the
out-strength of nodes, is used. There remain many potential avenues for future work in this area. For instance, in our
work, inspired by the function of messaging platforms where users can delete their messages, we modify Flow Stability
only to account for the uncertainty on the out-going edges from a node. This leads to the asymmetric definition of ∆
Flow Stability in this work, where only the forward diffusive process is modified w.r.t. original Flow Stability. In a
scenario where both uncertainties on the out- and in-strength of nodes are known, one could implement a symmetric
version of ∆ Flow Stability, which we propose in Appendix B. Furthermore, expanding the network reconstruction
approach to time-varying networks constitutes a natural further extension of this work. Altogether our findings suggest
that ∆ Flow Stability can be a useful tool in empirical settings, where capturing the community structure of directed,
weighted networks might be hampered by experimental errors.
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7 Appendix A. Approximation with N → ∞:

As the computation of the matrix exponential can be relatively time costly for a large network, as in the case of
the Telegram network, we introduce a linearization of the transition matrix for the forward process using two linear
interpolations:

T̃f(t) =


(1− t)I+ tM if 0 ≤ t ≤ 1,

1
1−ts [(t− ts)M+ (1− t)W] if 1 ≤ t ≤ ts,

W if t ≥ ts,

(5)

where W = limn→∞ Mn is the limiting transition matrix and ts is the time taken by the random walk to reach
stationarity.

We recall the definition of the covariance matrix Sf(t):

Sf(t) = Pf(0)Tf(t)T
inv
f (t)− pf(0)

Tpf(0) = Pf(0)Tf(t)Pf(t)
−1TT

f (t)Pf(0)− pf(0)
Tpf(0). (6)

We now consider Pf(0) = Π ≡ diag(πππ) where πππ is the stationary distribution. We then have, when t → 0:

Sf(t) ≈ ΠT̃f(t)Π
−1T̃T

f (t)Π− πππTπππ (7)

where the first term on the r.h.s. becomes:

ΠT̃f(t)Π
−1T̃T

f (t)Π = Π
(
(1− t)I+ tM

)
Π−1

(
(1− t)I+ tMT)((1− t)I+ tM

)
=

(
Π(1− t)IΠ−1 + tΠMΠ−1

)(
(1− t)I+ tMT)Π

=
(
(1− t)I+ tΠMΠ−1

)(
(1− t)I+ tMT)Π

= (1− t)2Π+ (1− t)t
[
ΠM+MtΠ] + t2ΠMΠ−1MTΠ.

(8)

Neglecting the t2 terms in the expansion, we have:

Sf(t) ≈ (1− 2t)Π+ t
[
ΠM+MTΠ], (9)

where M is defined as:

M = I⊗ (1−ααα)
Af

∆

sout
+

t∑
l s

in
l

ααα⊗ sin. (10)

where ααα is the 1-D vector encoding the teleportation probabilities of the N f
err nodes considered in the forward process,

and sout and sout are the N f
err - long vectors of the out- and in-strengths of the nodes, respectively.

Thus, finally:

Sf(t) ≈ Π

[
(1− 2t)I+ t

[(
I⊗ (1−ααα)

Af
∆

sout

)
+
(
I⊗ (1−ααα)

Af
∆

sout

)T]]
+

t∑
l s

in
l

Π

[
ααα⊗ sin + sin ⊗ααα

]
−πππTπππ. (11)

Analogously, we perform a similar linearisation of the transition matrix of the backward process:

T̃b(t) =


(1− t)I+ tTb

DT if 0 ≤ t ≤ 1,
1

1−ts [(t− ts)Tb
DT + (1− t)Wb] if 1 ≤ t ≤ ts,

Wb if t ≥ ts
(12)

where Tb
DT = I− Lb is the discrete-time transition matrix of the backward process; Wb = limn→∞(Tb

DT)
n is the

limiting transition matrix and ts is the time taken by the random walk to reach stationarity.
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8 Appendix B. Symmetric Errors

We propose a generalised version of ∆ Flow Stability that can be employed when both experimental errors on the
number of missing outgoing and incoming links per node are known. In this setup, the transition matrices for the
forward and backward processes take a similar form to that introduced in Equation (3). We refer here to αi and βi as
the amount of missing out-going and incoming links from/to node i, respectively. We then define the transition matrices
of the forward as backwards processes, respectively, as:

M f
ij = (1− ωi)

Af
∆(i, j)

siout
+ ωi

Fij

Zβ
, M b

ij = (1− χi)
Ab

∆(j, i)

siin
+ χi

Bij

Zα
(13)

where the teleportation probabilities for the forward process, ω, and for the backward process χ are defined as follows:

ωi ≡
αi

αi + siout
, Fij = χj , Zβ ≡

∑
ℓ

χℓ (14)

χj ≡
βj

βj + sjin
, , Bij = ωj , Zα ≡

∑
ℓ

ωℓ (15)

In the forward process, a random walker positioned on node i follows the outgoing links of node i with a certain
probability 1− ωi, where ωi corresponds to the Dirichlet-rank [42] inspired teleportation probability depending on the
out-strength of i as well as its error αi. If instead the random walker is randomly teleported (with probability ωi), it can
be teleported only to nodes with nonzero error on their in-strength, i.e., to any node j having βj ̸= 0: the probability of
the random walker being teleported from node i to node j is χj ≡ βj

βj+sjin
. In the backward process, a random walker

positioned on node i follows the ingoing (transpose of the adjacency matrix) links of node i with a certain probability
1− χi. If instead the random walker is randomly teleported (with probability χi), it can be teleported only to nodes
with nonzero error on their out-strength, i.e., to any node j having αj ̸= 0: the probability of the random walker being
teleported from node i to node j is ωj ≡ αj

αj+sjout

.
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