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Abstract— As space becomes increasingly crowded and con-
tested, robust autonomous capabilities for multi-agent environ-
ments are gaining critical importance. Current autonomous
systems in space primarily rely on optimization-based path
planning or long-range orbital maneuvers, which have not yet
proven effective in adversarial scenarios where one satellite
is actively pursuing another. We introduce Divergent Adver-
sarial Reinforcement Learning (DARL), a two-stage Multi-
Agent Reinforcement Learning (MARL) approach designed
to train autonomous evasion strategies for satellites engaged
with multiple adversarial spacecraft. Our method enhances
exploration during training by promoting diverse adversarial
strategies, leading to more robust and adaptable evader models.
We validate DARL through a cat-and-mouse satellite scenario,
modeled as a partially observable multi-agent capture the
flag game where two adversarial ‘cat’ spacecraft pursue a
single ‘mouse’ evader. DARL’s performance is compared against
several benchmarks, including an optimization-based satellite
path planner, demonstrating its ability to produce highly robust
models for adversarial multi-agent space environments.

Index Terms— Autonomous Satellites, Multi-Agent Rein-
forcement Learning, Adversarial Training, Zero-Sum Games,
Space Domain

I. INTRODUCTION

The exponential growth in satellites occupying specific
orbital regimes necessitate robust satellite control schemes
designed for contested environments. Threats such as space
detritus, and non-cooperative spacecraft have long been mo-
tivation for satellite path planning algorithms. In previous
works, the authors have presented EVADE – a low size,
weight, power and cost (SWaP-C) path planning algorithm
for 6 degree-of-freedom (DOF) satellites operating in non-
cooperative space [1] – and demonstrated its ability to per-
form on the edge using an autonomous UAVs [2]. However,
like other optimization-based autonomous methods for space,
EVADE makes the assumption that at any state there is a
safe path that can be computed, and provides no method
for incorporating sequential decision making. Thus, in the
presence of a strategically proficient adversary where certain
actions can lead to ‘no-win’ states, existing path planning
algorithms do not provide sufficient behavioral awareness to
persistently resist an adversary in pursuit, despite the reality
of such a scenario.

Adjacent to spacecraft routing, certain strategic multi-
agent scenarios in the space domain such as Pursuit-Evasion
have long been of interest to the space community [3].
Traditionally, research in this area focuses on longer range
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engagement, allowing satellite movement to be described by
orbital maneuvers and greatly restricting mobility of agents.
However, this approach is not practical for close range
engagement which opens the door for a much wider range
of behavioral tactics. Furthermore, if we are to produce ro-
bust generalizable behavior capable of interacting with non-
cooperative agents operating beyond assumed boundaries,
new approaches to how adversaries are modeled must be
developed.

Fig. 1: A depiction of the training scheme we propose. The
evader policy πe is initially trained in a static-obstacle avoidance
environment. The resulting policy is then retrained in a MARL
environment with multiple adversarial policies that are encouraged
to produce dissimilar behaviors through a divergent loss term.

The problem statement we explore is an in-orbit cat-and-
mouse dynamic where an asset pursues another, which we
represent as a rule-based game of capture the flag. An evader
spacecraft is tasked with the goal of visiting a randomly
chosen area in space, and then returning to its starting point.
During this, two adversarial spacecraft attempt to ‘chase’
the evader with an aim to stop it from reaching either goal
by blocking or colliding with the spacecraft. We codify
the cat-and-mouse dynamic in the capture the flag game
because it is a highly complex and strategic task with a wide
range of potentially successful adversarial behaviors. Thus,
a crucial step to discovering a robust evader ‘mouse’ policy
is sufficiently exploring potential adversarial ‘cat’ behaviors.

We propose Divergent Adversarial Reinforcement Learn-
ing (DARL): a Multi-Agent Reinforcement Learning
(MARL) framework for learning a generalizable evader
policy capable of competing with adversarial agents not seen
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during training. Our multi-staged method leverages several
divergent adversarial policies in order to ensure evader
exploration of the state space during training for more robust
behavior. The evader policy first learns to guide a satellite
around stationary obstacles, and is then used to train multiple
adversaries in a capture the flag environment before further
training on the learned adversaries. The generalizability of
our model is validated by testing in simulation with expert
adversarial policies not seen during training. Our key contri-
butions are

• We present a novel MARL framework for developing
evasive satellite policies for close-proximity multi-agent
scenarios.

• We present a novel method for learning divergent
adversarial policies to be leveraged later in training
for improved exploration of an evader policy during
training.

• We demonstrate the ability of the resulting evader
model to outperform several benchmarks, including a
satellite path planning algorithm developed in previous
works demonstrated on a hardware-in-the-loop testbed
environment.

II. RELATED WORKS

Although efforts in path planning fall short of solving
multi-agent games in space, a range of solutions have been
proposed in past works mainly focused on solving zero-
sum long range Pursuit-Evasion (PE) games. Blasch et.
al. proposes a two step orbital maneuver pursuer strategy
coupled with a trust-based sensor management policy in
order to frame a satellite PE game [4], while Zhang et.
al. proposes a dynamic programming approach for comput-
ing a Nash Equilibrium [5]. Others have employed RL in
order to develop optimal policies [6, 7]. However, the PE
games proposed often provide data-rich and fully observ-
able environments where agents’ actions directly impact the
performance of other agents; a considerably less complex
task than two-on-one capture the flag. Furthermore, it is
common that the general policy for either one or both agents
is assumed in order to restrict the optimization problem [8,
9], which greatly reduces the ability of solutions to perform
in environments where agents act outside of their expected
behavior.

Developing policies that demonstrate robust behavior for
multi-agent scenarios is a complex task, and proven to be
a major hurdle in the RL community due to disparities in
training and test data [10]. However, recent advances in
MARL have shown substantial promise towards developing
more generalizable behavior. Qui et. al. propose a method
for generalizable MARL by storing a caches of behavioral
policies in order to ensure diversity of multi-agent interac-
tions [11]. Gupta et. al. provides a different approach by
demonstrating the ability to generalize coordination between
cooperative MARL agents by improving joint exploration
during training [12]. However, few methods attempt to tackle
adversarial scenarios with learned adversaries. Some have
explored this for learning optimal communications policies,

but these problem statements often greatly restrict the po-
tential behavior of an adversary [13, 14]. Numerous other
MARL methods for zero-sum games such as exploiting
known posteriors [15], identifying Nash equilibriums [16],
and curriculum learning [17] have been proposed in the past,
but do not focus on learning generalizable policies.

Outside of the RL community, Adversarial Training and
Generative Adversarial Networks (GANs) are popular meth-
ods that leverage adversarial models in order to improve
model robustness [18, 19]. While these technologies show
significant progress in improving robustness of image classi-
fiers neither have been applied to control of dynamical sys-
tems, and both have shown to fall victim to over-fitting [20,
21]. However, these methods have proven that adversarial
networks possess the ability to produce training data that
can be used to improve robustness and general performance
of models.

III. METHOD

We demonstrate DARL: a method for leveraging divergent
adversarial policies to improve exploration and train robust
policies capable of performing in non-cooperative, partially
observable, multi-agent environments. We exhibit this by
training an evader policy to compete in a zero-sum cat-and-
mouse game, similar to capture the flag. In this scenario,
an evading ‘mouse’ spacecraft is given a goal point ∼ 40m
away, and must visit the goal and return to its initial starting
point within the maximum episode length. Competing with
the evader spacecraft are two adversarial or ‘cat’ spacecraft,
tasked with the goal of stopping the evader from reaching
either goal point by colliding with or blocking the evader
from reaching either goal.

The proposed game provides a complex 3 DOF environ-
ment with a continuous state space and partial observations
for the evader, which cannot be successfully navigated by
standard path planning algorithms developed in previous
work. Furthermore, because we do not know a nash-optimal
policy for either evader or adversary our MARL framework
is entirely exploration based. DARL works in two tiers:
first, a base evader policy is trained to reach a desired goal
point while avoiding stationary obstacles, second, multiple
divergent adversarial policies are learned in a multi-agent cat-
and-mouse environment with the base evader policy, which
are later leveraged to further train and refine the evader
policies.

A. Evader Problem Definition

As previously stated, the evader policy must reach a de-
sired goal point and return to its initial position while evading
multiple adversaries. Our reward policy is a combination of a
continuous reward scheme which is the negative normalized
distance to the current goal, and a sparse reward scheme
which penalizes the evader in event of collision or episode
truncation and rewards the evader if it reaches a goal.

In order to emulate the nature of a spacecraft operating
in an non-cooperative environment with limited sensing
capabilities the evader is assumed to have omnidirectional



Fig. 2: A description of how the voxelized state space (left) is
represented as a flattened matrix Hf (right).

sensing capabilities within a limited range (10m). Sensor
data within this range is represented in a polar histogram
which voxelizes the space within a fixed radius from the
evader into a series of bins where each bin records the closest
distance to any obstacle data point within said bin. The
histogram is represented as a flattened m×m matrix Hf as
shown in Figure 2. The state of the evader is then described
by Hf and the current goal point relative to the evader
spacecraft’s current position pe which are concatenated in
evaders observation se:

s = [Hf , g
E
e ] (1)

Additionally, the action space for the evader is comprised
of the thrusts in the x, y, z directions:

a = [Tx, Ty, Tz] (2)

Due to the fact that the evader’s observation se only
provides the state of the environment within a short distance
of its location, the environment is partially-observable, and
thus the evader policy must learn a Partially Observable
Markov Decision Process (POMDP) during training.

B. Adversary Problem Definition

The adversary is tasked with preventing the evader from
reaching either goal point. Thus, its reward policy is a
combination of a continuous reward equal to the normalized
distance between the evader and its goal, and a sparse reward
which includes a punishment if the evader reaches its goal,
and a reward if the episode ends early. Each adversary state
includes the position of the evader relative to the adversary’s
position pai

, and the evader’s goal position also relative to
pai

which is provided in its observation sai:

sai = [pAi
e , gAi

e ,pAi
aj
] (3)

C. Training Scheme

As mentioned earlier in this section, training occurs in two
stages: learning a base evader policy, and learning multiple
divergent adversarial policies and a refined evader policy in a
multi-agent environment. All policies are trained using Soft

Actor-Critic (SAC) with low target entropy. An off-policy RL
algorithm was chosen because off-policy algorithms possess
separate actor networks. This allows us to influence the state-
action pairs sampled during training without directly ma-
nipulating the policy learning algorithm when encouraging
divergent adversarial behavior.

Fig. 3: An image of the obstacle evasion environment used to train
the base evader policy, where the evader (white), must reach ge,
without colliding with any of the obstacles (red).

1) Stage I: Learning a Base Evader Policy: The base
evader is trained on the same single-agent obstacle avoidance
environment EVADE was developed on. The evader is tasked
with reaching a goal point approximately 40m in the distance
with several randomly initialized obstacles in its path. The
evader receives the same observation and follows the same
reward scheme as previously defined. However, the base
evader policy is only tasked with reaching a single goal
point. In order to train a successful policy, a curriculum
learning strategy is employed by increasing the number
of obstacles initialized at the beginning of each episode
as training progresses. The number of obstacles initialized
begins with 1, and increases linearly to a predetermined
number before training ends. An image of an episode starting
with 7 obstacles initialized can be seen in Figure 3.

2) Stage II: Learning from Divergent Adversaries: During
Stage II we propose a multi-stage training regiment in which
we train both multiple divergent adversarial policies and
a refined evader policy in a cat and mouse environment.
First, multiple adversarial policies learn to prevent the base
evader policy from reaching either goal. Then, after a pre-
determined number of training steps the base evader policy
begins retraining in the same environment in order to learn
to evade the adversarial policies. Once the evader begins
retraining, the adversaries stop network updates to prevent
non-stationarity of the environment. The final evader policy
demonstrates improved generalizable behavior by performing
in an environment with expert adversarial policies not seen
during training.

In order to ensure that the evader learns a robust and gen-
eralizable policy, multiple adversarial policies are learned.
However, this does not mitigate how the adversarial policies
are prone to converging upon sub-optimal policies which do
not challenge the evader, leading to over-fitting and a lack of
robustness. In order to combat this, we implement a divergent
loss term which encourages each actor to explore different



Algorithm 1 Learning Divergent Adversarial Policies

1: Initialize adversarial policies πθa = [πθa0
, ..., πθan

],
Qϕa = [Qϕa0

, ..., Qϕan
] and off-policy RL algorithm

with replay buffers Da = [Da0
, ...Dan

]
2: Initialize evader policy πθe , Qϕe

and off-policy RL
algorithm with replay buffer De

3: for each iteration do
4: if Episode reset then
5: pick random policy from πθa ,Qϕa

6: execute sampled actions and record observations
7: if update adversary then
8: for policy πθai

in πθa do
9: sample batch B = {s,a, r, s′, d} from Dai

10: compute πθai
(·|s)

11: for policy πθaj
in πθa do

12: if j ̸= i then
13: compute πθaj

(·|s)

14: θ ← θ −∇θLRL(θ)
15: θ ← θ −∇θLKLi

(θ)

subspaces of the action space, and prevents adversaries from
converging upon similar sub-optimal policies early-on during
training. In turn, this promotes exploration of the evader and
leads to more robust behavior.

The divergent loss term implemented LKL is the weighted
average MSE between the Kullback–Leibler divergence of
the actions taken from two networks given the same obser-
vations and a predetermined constant cKL.

LKLi
=

α

n− 1

n−1∑
j=0,
j ̸=i

(
cKL −DKL

(
πθai

(·|sai
)||πθaj

(·|sai
)
))2

(4)

where n is the number of divergent adversarial policies,
and α is a predetermined weight which follows a linear decay
schedule during training. LKL used when updating the actor
network of each adversarial policy.

Algorithm 1 describes our divergent adversarial learning
algorithm, where there are two main differences between our
method, and a baseline MARL algorithm. The first is lines 4
and 5, where at the beginning of each episode we randomly
assign one of the n adversarial models to both of the two
adversarial agents in the environment. The second is in lines
8 through 15, where we compute LKLi for each adversarial
model in order to ensure dissimilar policies.

Additionally, encouraging divergence between models can
cause exploding gradients early-on in training; hindering the
adversary’s ability to learn. In order to prevent this, the
output layer of the actor network must be bounded by a
non-monotonic activation function. Thus, we find a periodic
activation function is necessary in order to allow the network
to optimize both loss parameters.

Algorithm 2 Adversary Heuristic Policy

1: Initialize adversary at pa

2: for every timestep do
3: collect observation sa
4: for every N steps do
5: ga ← h(sa)

6: aa ← c(ga, sa)
7: take action aa

IV. EXPERIMENT AND RESULTS
A. Experimental Setup

In simulation, the dynamics of the evader and adversary
spacecrafts can be described using the Clohessy Wiltshire
(CW) Equations, which model the behavior of a spacecraft
in relation to a single point moving on a near circular orbit:

ẍ = 3n2x+ 2nẏ +
Tx

m
(5)

ÿ = −2nẋ+
Ty

m
(6)

z̈ = −n2z +
Tz

m
(7)

Where x, y, and z are the Cartesian coordinates of the
spacecraft relative to the single moving point, which is
treated as the origin of out localized coordinate frame.

The cat and mouse training prompt is described in pre-
vious sections. During testing, both adversary and evader
spacecrafts are given the same physical parameters (mass,
inertia, etc.). Adversaries are modeled as a ball with a 1m
radius, and represented as a point cloud. The evader must
successfully come within 3m of a goal point, and return to its
starting position without coming within 1m of an adversary
for the episode to be considered successful. If the evader
is capable of reaching the first goal but not returning to its
starting position the episode is considered a partial success.
And, if the evader does not reach either goal the episode is
considered a failure.

In order to provide an impartial and standardized com-
parison of model performance, all models are tested in
an environment with hand designed heuristic adversarial
policies which receive expert knowledge of the nature of
the cat and mouse game. Two expert adversarial policies are
implemented, one that attempts to collide with the evader,
and a second that attempts to block any path from the evader
to the goal point. In every test episode, one of each heuristic
policy is designated to a single adversary. The heuristic
policy implemented is shown in Algorithm 2, where h() is a
function that determines the point the adversary should travel
to, and c() computes the desired action input.

B. Evaluation Benchmarks

Several methods are used as bench marks in order to
demonstrate our methods robustness, and ability to success-
fully evade intelligent adversaries, the several benchmarks
are listed below.



Fig. 4: Base evader training curve (left), and DARL, MA, and
BA Evader training curves (right). The dotted red line marks the
beginning of the evader policy’s network updates.

TABLE I: Average performance of models trained using benchmark
methods listed in Section IV-B.

Method Failure (%) Success (%)

EVADE 100% 0%
BE 58.7% 7.32%
SA 40% 26%
MA 35.5% 36.5%

DARL 29% 48.5%
NSA 32% 40%

1) EVADE: EVADE is a optimization based path plan-
ner designed specifically for spacecraft operating in non-
cooperative space environments with passive obstruction [1].

2) Base Evader Policy (BE): This is the resulting policy
of Stage I of training before it is retrained in Stage II.

3) Single Adversary (SA): This method entails a single
adversarial policy, thus no LKLi

term and a standard linear
activation.

4) Base Multi-Adversary (MA): This method entails mul-
tiple adversarial policies, however, uses a standard linear
activation and no LKLi term.

5) DARL: This is our full method discussed in Section III.
The model is trained with 2 divergent adversarial policies.

6) No Sine Activation (NSA): As a brief ablation demon-
stration, this implementation of our method uses a standard
linear activation layer for the actor network.

Methods 3-6 are all trained using the two stage training
scheme discussed in Section III. Methods which include
multiple adversaries entail training 2 separate policies.

C. Results and Discussion

Training curves for the baseline, DARL, MA, and SA
evader can be seen in Figure 4. Table I shows the test
performance of each method where a failure or success is
defined by the requirements stated earlier. In Table I it can
be clearly seen that DARL outperforms all benchmarks both
in maximizing successful episodes, and minimizing failures.
It should also be noted that our two staged method clearly
demonstrates the ability to produce policies for satellite
autonomy that can perform in highly contested environments
that standard satellite path-planning algorithms (EVADE) fail
in. Although EVADE and the base evader are intended for
partially-observable non-cooperative environments, neither

were designed to protect a spacecraft in a strategic multi-
agent game. Additionally, Table I shows that the top 3
performing models all involve training on multiple adver-
sarial models, emphasizing the value gained from training
in environments that force the learning policy to widen their
exploration of the state space.

In addition to comparing the testing performance of the
models trained, Figure 5 shows the average test performance
of several methods throughout training. The Figure com-
pares the average test performance of the policies trained
through the Single-Adversary (SA), Multi-Adversary (MA),
and DARL methods starting once the evader model begins
updates. It should be noted that a base evader trained on mul-
tiple divergent adversaries both learns faster, and consistently
learns more robust behavior for cat and mouse games.

Fig. 5: Validation curve comparing the average test performance of
the DARL, MA, and SA models trained at different timesteps.

D. Sim-to-real Feasibility and Applications

Although we do not attempt sim-to-real transfer, we be-
lieve with a series of adjustments to our simulation environ-
ment the resulting DARL models can be integrated into our
UAV testbed via the MAGPIE System which is designed to
emulate spacecraft architecture and behavior [2]. Primarily,
this would entail modifying the environment to emulate
UAV that take positional commands rather than spacecraft.
Although training a model to provide positional commands
rather than force control would simplify the problem at
hand, it would allow for integration of additional safety
features often employed in UAV sim-to-real transfer [22].
Additionally, as shown by previous works with sufficient
domain randomization successful sim-to-real on UAVs is
feasible [23].

Outside of hardware test-beds, RL policies have yet
to be implemented on spacecraft in operational environ-
ments. However, space provides an appealing setting for
autonomous applications due to communications-denied en-
vironments, and risks inherent to human-in-the-loop space-
flight operations [24]. Furthermore, modern satellites posses
compute capable of running standard RL models, which
are generally smaller than models trained using other ML
methods. Reduced launch cost and the associated increase



in launch frequency of small satellites provides potential
for running DARL on a satellite in coming year, an effort
our team is actively seeking with potential sponsors. Future
work concerning sim-to-real should also include developing
safety measures and assurances around the cat-and-mouse
interaction.

V. CONCLUSION

Our work proposes a new method for leveraging multiple
divergent adversarial policies in order to train a robust
and generalizable RL policy for satellite control in non-
cooperative multi-agent environments known as DARL. We
demonstrate this method by training an RL model to compete
in a partially-observable game of capture the flag. The game
is meant to emulate a multi agent cat-and-mouse satellite
dynamic with 2 intelligent adversarial ‘cat’ agents pursuing
an evading ‘mouse’ agent. During testing, we demonstrate
not only that training with diverse adversarial policies con-
sistently leads to more robust behavior, but also highlight
the critical need for POMDP-based policies by showing the
failure of standard satellite routing algorithms to safeguard
spacecraft in complex, strategic multi-agent environments.
DARL, deployed on a spacecraft, will enable the successful
evasion of adversarial space vehicles so that the mouse can
complete its mission.
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