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Abstract

This paper advances the understanding of how the size of a machine learning model affects its vul-
nerability to poisoning, despite state-of-the-art defenses. Given isotropic random honest feature vectors
and the geometric median (or clipped mean) as the robust gradient aggregator rule, we essentially prove
that, perhaps surprisingly, linear and logistic regressions with D ≥ 169H2/P 2 parameters are subject
to arbitrary model manipulation by poisoners, where H and P are the numbers of honestly labeled and
poisoned data points used for training. Our experiments go on exposing a fundamental tradeoff between
augmenting model expressivity and increasing the poisoners’ attack surface, on both synthetic data, and
on MNIST & FashionMNIST data for linear classifiers with random features. We also discuss potential
implications for source-based learning and neural nets.

1 Introduction

The classical theory of learning [Val84, GBD92, KW96] suggests that, given N training data, learning
models should have D = Θ(N) parameters. But a vast empirical and theoretical literature on the double
descent phenomenon [ZBH+17, BHMM19, MVS19, NKB+20, MM22, HMRT22] instead suggests that better
performance could be obtained by letting D → ∞. In any case, massive data collection has led to ever
larger learning models [BMR+20, FZS22, CND+23], with now trillions, if not hundreds of trillions (1014) of
parameters [LYZ+22].

However, these theories arguing that the number D of parameters should grow at least linearly with the
number N of data all make two underlying assumptions: that all training data are “honest” and that they
should be generalized. In large-scale applications like content recommendation and language processing, this
is deeply unrealistic and ethically questionable [KZ18, BGMS21]. After all, many of these systems fit social
media activity and web-crawled datasets [SSP+13, CND+23], which are heavily poisoned by doxed personal
data, hate speech and state-sponsored propaganda [Woo23, Yur19, And23]. In fact, the survey [KNL+20]
found that such data poisoning, i.e. injections of misleading inputs in training datasets [BNL12, SMS+21],
has become the leading AI security concern in the industry.

Meanwhile, a growing line of research has been suggesting that high-dimensional training facilitates
persistent poisoning attacks [HDM+24], even when state-of-the-art defenses are deployed [EFG+22]. The
theoretical case has mostly relied on a mathematical impossibility to bring the norm of the gradient at
termination below Ω(

√
D). However, it is unclear whether the poisoned model is then worse than if trained

with fewer parameters. Perhaps closest to this intuition is [WLF22b], who prove that the “lethal dose”
decreases with model expressivity.

Our paper advances the understanding of how model size D affects machine learning security, given H
honestly labeled data and P poisoned data. Crucially, for P = Θ(H) (e.g. 1 our results completely diverge
from the common wisdom D ≥ Θ(N) = Θ(H). In fact, in this regime, D should not increase with H. More
precisely, we make the following contributions.
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Contributions. First, when D ≥ 169H2/P 2, we essentially prove that using state-of-the-art poisoning
defenses (gradient descent with the geometric median or clipped mean) actually provides zero resilience
guarantee, at least for the two most standard learning problems (linear and logistic regression). In fact, we
prove arbitrary model manipulation by poisoners.

Second, we empirically show the value of dimension reduction under poisoning. We expose this both
on synthetic data for linear and logistic regression, and on the MNIST & FashionMNIST datasets given a
random-feature linear classification model. Our experiments robustly highlight a tradeoff between model
expressivity and restricted attack surface, when training under attack.

Third, we prove and leverage a property of random vector subspaces to informally discuss the applicability
of our analysis to “sandboxed learning” and nonlinear models.

Literature review. Poisoning attacks have recently gained a lot of attention, see surveys [BR18, FYL+22,
WKZH22, WMW+23, TCLY23, XCYM23]. Some of the most common attacks include label flip [RWRK20,
CLX+23], where some honest data’s labels are changed, clean label [PMG+17, HGF+20, CLX+23], where
the poisons are required to be classified correctly by the training classifier or a human, and pattern back-
dooring [WXK+23]. Our paper considers a more general class of poisoning, where the attacker can optimize
both the data and its labels.

The main classes of defenses against poisoning include outlier removal [HA04, JOB+18, MKB20, BCF+21,
ZCJG22, CWW22] and ensemble filtering [JCG21, LF21, WLF22a, LKY23]. Another defense class has re-
lied on robust aggregation rules implemented during gradient descent training [BMGS17, YB19, LXC+19,
MZH19, SHCM20, HCK+20]. While such defenses were introduced to secure decentralized learning, [FGHV22]
proved a deep connection with data poisoning.

Our results contribute to a growing body of work on the theoretical impossibility of securing learn-
ing [MGR18, JSHO21, EFG+21, FLL+22, GKVZ22, KHJ22, AGG+23]. As summarized by [EFG+22], the
impossibility especially arises under data heterogeneity and in high dimension. However, to the best of
our knowledge, we provide the first arbitrary model manipulation result despite the use of a state-of-the-art
defense.

Structure. In the sequel, Section 2 precisely defines the setting of our analysis. Section 3 introduces our
main theorem and the key intuition underlying it. Section 4 presents further incriminating experimental
results. Section 5 informally discusses generalizations. Section 6 concludes.

2 Setting

Given a list D ≜ {(x1, y1), (x2, y2), . . . , (xN , yN )} ∈
(
RD × Y

)N
of N training feature-label pairs, also known

as the training dataset, we learn a linear prediction αTx of labels y. The error on a feature-label pair (x, y)
is given by the prediction error, which we write ℓ(α|x, y).

We assume that (honest) feature vectors are independent and identically distributed, as xn ∼ X , while
(honest) labels are only dependent on a “ground truth” conditional distribution Y(x). In the theoretical
section of this paper, we focus on the two most standard machine learning models, linear regression and
logistic regression, where Y is parameterized by a vector β.

Linear regression (without noise). In least square linear regression1, it is common to assume a hidden
true vector β ∈ RD such that Y ≜ R and Yβ(x) is the Dirac distribution reporting βTx. The loss is given

by ℓ(α|x, y) ≜ 1
2 (α

Tx− y)2. Its gradient is ∇ℓ(α|x, y) = (αTx− y)x.

Logistic regression. Logistic regression also depends on a hidden vector β ∈ RD. But now Y ≜ {0, 1}
and Yβ(x) is a Bernoulli distribution with P [y = 1|β, x] = σ(βTx), where σ is the sigmoid function σ(t) =

1Our main theorem still holds with noise, see Appendix.
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(1 + e−t)−1. The cross-entropy loss on an input (x, y) is ℓ(α|x, y) ≜ − lnσ(αTx) if y = 1 and ℓ(α|x, y) ≜
− ln(1− σ(αTx)) if y = 0. The gradient is ∇ℓ(α|x, y) = (σ(αTx)− y)x.

Assuming that all data are correctly labeled, a common solution to the learning problem is to minimize
an empirical error. Considering the average empirical loss yields:

L(α|D) =
1

N

∑
n∈[N ]

ℓ(α|xn, yn). (1)

While it is not uncommon to add a regularization, several works on “ridgless regression” [BHX20] suggested
optimal performances with no regularization (assuming honest data only).

For linear regression, in the regimeN ≥ D, i.e. there are more data than parameters, it is well-known that,
with probability 1, L is strongly convex, and thus has a unique minimum. In the case of logistic regression,
further assumptions are needed to guarantee the existence of a minimum; but it can be guaranteed with
high probability for N = Ω(D). In both cases, for a fixed D and in the limit N → ∞, assuming the data
(xn, yn) to be independent with xn ∼ N (0, ID) and yn ∼ Yβ(x), the learned model essentially converges to
the true model, see e.g. [FGHV22].

2.1 Poisoning attacks

In the sequel, we consider an adversarial setting where not all data are correctly labeled. More precisely,
the training dataset is assumed to result from the merging of two sets H ≜ {(xh, yh)}h∈[H] and P ≜
{(xH+p, yH+p)}p∈[P ], which respectively contain honest (xh, yh) and poisonous (xH+p, yH+p) data. Their

respective cardinalities are H and P , with H + P = N . Like previously, the honest data are assumed to
be i.i.d., with, for all h ∈ [H], xh ∼ X and yh ∼ Y(xh). However, each poisonous data may be arbitrarily
chosen in RD × Y, potentially by an adversary.

Evidently, the difficulty arises when the training set D does not distinguish honest from poisoning data2.
To account for the ignorance of the learning model, we demand that our training be invariant to shuffles of
data indices n ∈ [N ]. Note that minimizing L indeed does so.

In this setting, as long as P ≥ 1, learning by minimizing a regularized empirical loss is highly insecure.
To prove this, we leverage the well-known gradient inversion lemma.

Lemma 1 (Gradient inversion). Consider linear or logistic regression. For any α ∈ RD and g ∈ RD, there
exists (x, y) ∈ RD × Y such that ∇ℓ(α|x, y) = g.

Proof. Define (g, αT g − 1) for linear regression, and ( g
σ(αT g)

, 0) for logistic regression.

It then follows that, for all learning dimensions D, linear and logistic regressions without defenses are
vulnerable to arbitrary model manipulation by a single poisoner.

Proposition 1 (Arbitrary model manipulation by a single poisoner). Consider linear or logistic regression.
For any model size D ∈ N, any target vector α ∈ RD and any subset H ≜ {(xh, yh)}h∈[H] of H data, there

is a data P ≜ {(xH+1, yH+1)} such that α minimizes L(·|H ∪P).

Proof. Let g ≜ −∇L(α|H). By Lemma 1, we know that there exists (xH+1, yH+1) such that∇ℓ(α|xH+1, yH+1) =
g. We then have ∇L(α|H ∪P) = ∇L(α|H) + g = 0, which proves that α minimizes the convex loss L.

In practice, there may be restrictions on the poisoning feature vector x. Typically, images x may be
constrained to belong to3 ([0, 255] ∩N)D ⊂ RD. In particular, bounding the set of allowed feature vectors x

2Formally, we may consider that there is a random permutation s : [N ] → [N ] such that the n-th observed element (xD
n , yDn )

in the training dataset D is (xD
n , yDn ) ≜ (xσ(n), yσ(n)). By considering permutation-invariant learning rules, the training then

remains the same no matter which random permutation is selected.
3Or be drawn from a specific distribution to which legitimate data are assumed to belong.
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then prevents gradient inversion, and thus arbitrary model manipulation by a single poison. Note however,
that the key intuition of our main theorem (Section 3.2) nevertheless applies, as it leverages the direction
of poison-based gradient (not its size). This suggests that arbitrary model manipulation still holds for
D ≥ Ω(H2/P 2), even given feature space constraints.

2.2 Securing learning with the geometric median or clipped mean

To secure training against poisoning, we propose to aggregate the gradients coming from each data using
so-called Byzantine-resilient gradient aggregation rules [BMGS17, MGR18]. To understand, first observe
that the gradient of L can be written

∇L(α|D) =
1

N

∑
n∈[N ]

∇ℓ(α|xn, yn), (2)

which is subject to arbitrary gradient manipulation by a single poisonous gradient. Given the gradient
inversion lemma (Lemma 1), this implies arbitrary model manipulation (Proposition 1).

To secure the training, [BMGS17] replaces the average by a robust mean estimator. In the theoretical
part of our paper, we focus on the ∆-clipped mean [KHJ22, KMC+23] and the geometric median [Lop89,
Min15, KHJ22, AHJ+22, EFGH23]. Recall their definitions.

Definition 1. For any N ∈ N, and given any vectors z1, . . . , zN ∈ RD, the ∆-clipped mean is given clipping
the vectors whose norms exceed ∆, and by averaging the clipped vectors, i.e.

ClipMean∆(z1, . . . , zN ) ≜
1

N

∑
n∈[N ]

min

{
1,

∆

∥zn∥2

}
zn. (3)

Definition 2. For any N ∈ N, and given any vectors z1, . . . , zN ∈ RD, the set GeoMed(z1, . . . , zN ) of
geometric medians is defined as the minimum of the sum of distances to the zn’s, i.e.

GeoMed(z1, . . . , zN ) ≜ argmin
g∈Rd

∑
n∈[N ]

∥g − zn∥2 . (4)

Whenever the inputs z1, . . . , zN are not along a line (or if N is odd), the geometric median is known
to be unique. In our setting, because the vectors xn have a continuous probability distribution over Rd,
and since gradients are colinear with xn, with probability 1, the geometric median is uniquely defined.
GeoMed(z1, . . . , zN ) is then invariant up to index labeling, as demanded to model the prior ignorance
about which data is poisonous.

Following [BMGS17], to increase poisoning resilience, we modify the standard gradient descent algorithm,
by replacing (2) with the following robustified gradient:

∇̂L(α|D) ≜ Agg (∇ℓ(α|x1, y1), . . . ,∇ℓ(α|xN , yN )) . (5)

AssumingH > P , bothAgg = ClipMean∆ andAgg = GeoMed are well-known to be resilient to arbitrary
gradient manipulation [Lop89, EFGH23]. But does this imply that gradient descent with such aggregation
rules also prevents arbitrary model manipulation? To formally answer this question, let us define stationary
points.

Definition 3. We say that α ∈ RD is a (Agg,D)-stationary point if ∇̂L(α|D) = 0.

Stationary points are of special interest as, if the gradient descent with Agg ever reaches such a point,
then it will be stuck at this point.
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3 Main result

Our main result is essentially that, when D ≥ 169H2/P 2, even though they cannot arbitrarily manipu-
late the robustified gradient, poisoners can still arbitrarily manipulate the trained model. Arbitrary model
manipulation does not require arbitrary gradient manipulation.

Theorem 1. Consider linear or logistic regression, and Agg ∈ {ClipMean∆,GeoMed} (for any ∆ ≥ 0).
Suppose the honest feature vector distribution X is isotropic, i.e. invariant under orthogonal transformations.
Assume D ≥ 1024. H ≥ 6272D lnD and D ≥ 169H2/P 2. Take any target model α ∈ RD. Then, with
probability at least 1 − 2/D over the random honest set H of cardinal H, there exists a poisonous set P of
cardinal P such that α is a (Agg,H ∪P)-stationary point.

3.1 Five remarks on the main theorem

Before discussing the proof of Theorem 1, we make five remarks on its limits and implications.

High probability. Our theorem should have been concerning even if the probability of vulnerability was
barely positive. However, for large D, we prove that vulnerability is essentially a guarantee.

The overparameterized regime. It is straightforward to modify the final step of our proof (Appendix E),
to derive arbitrary model manipulation even when H ≤ 6272D lnD, assuming P ≥ 728

√
H lnD. In fact, in-

formally, in the overparameterized regimeD ≥ Ω̃(H), then the number P of poisons to arbitrarily manipulate
the model need only be sublinear in H.

Independence to signal-to-noise ratio. Perhaps surprisingly, our theorem does not depend on the noise
in honest data. In fact, since the result only follows from the isotropy of random honest feature vectors x
and the fact that ∇ℓ(·|x, y) is colinear with x, it is independent from how honest data is labeled. Even for
labeling completely different from what we assumed, our theorem holds.

The attack. Especially in the case of the geometric median, the poisoning is remarkably easy to implement.
Namely, poisoners merely need to provide data (xH+p, yH+p) for which ∇ℓ(α|πd(xH+p), yH+p)) = 0. For

linear regression, this can be done by drawing xH+p ∼ N (0, ID), and by adding the label yH+p ≜ αTxH+p,
thereby making poisonous feature vectors statistically indistinguishable from honest feature vectors.

Quantitative implication. Assuming H/P = 100 (i.e. roughly only 1 secure training demands D ≤
1.7 · 106. Thus linear models that have over millions of parameters and whose training involves web-crawled
data must be considered highly insecure.

3.2 Key intuition
honest 

gradients

poisoned
gradient

Poisoning in low dimension
can be detectable

honest 
gradients

poisoned
gradient

In high dimension, honest gradients
are all pointing in orthogonal directions

Towards high dimension

Figure 1: In high dimension, correct gradients fail to
point in the right direction, which makes poisoning
vastly more devastating,.

While our proof of Theorem 1 is specific to
ClipMean∆ and GeoMed-gradient descent, it re-
lies on a remarkably simple insight, which might
suggest a more fundamental learning impossibility
under poisoning in high dimension.

Namely, the key intuition is that, if the gradient
of the loss for a random honest data is isotropically
distributed in RD, then, with high probability, it will
be almost orthogonal to the right learning direction
(towards β), as well as to any other honest gradient
(see Figure 1). This makes each honest data poorly
informative.

5



In contrast, the poisoners may select feature vectors whose direction is fully aligned with their preferred
update direction. Thereby, intuitively, each poison can be made

√
D times more disinformative than how

informative each honest data is. This suggests that, when P
√
D ≫ H, i.e. D ≥ Θ(H2/P 2), defending

against poisoned data might be hopeless, perhaps regardless of which (reasonable) gradient aggregation rule
is used.

Note that our case strongly relies on the full control of attacks on the poisonous feature vectors. In
particular, this suggests that, in high dimension, label-flipping attacks are

√
D times less harmful, and

should thus not be regarded as a gold standard of poisoning. Typically, artists may leverage AIs to optimize
images (feature) with misleading captions (label) to fool generative algorithms [SCW+23] while online pro-
paganda may both generate (feature) and like (label) social media content to manipulate recommendation
algorithms [CBQ+24].

3.3 Proof sketch

We now provide a brief sketch of our four-step proof. The full proof is detailed in the appendix.
First, in Appendix B, using the gradient inversion lemma, we observe that α can be made (GeoMed,H∪

P)-stationary, if the sum
∑

h∈[H]
gh

∥gh∥2
of normalized honest gradients is at most P . Indeed, the poisoners

may then simply report data (xH+p, yH+p) such that ∇ℓ(α|πd(xH+p), yH+p)) = 0. A similar property holds
for clipped mean (in this case, the sum of clipped honest gradients needs to be at most ∆P ).

Second, because the honest gradients gh are colinear with the feature vectors xh, which are isotropically
distributed, especially in high dimension, gh is unlikely to point towards its expected value. As a result, the
expectation of normalized (or clipped) gradients, which is an average of “misguided” unit/clipped vectors,
cannot be large, especially in high dimension. In fact, in Appendix C, we prove the norm to be at most
12/

√
D for normalized gradients, and 12∆/

√
D for ∆-clipped gradients.

Third, in Appendix D, we use concentration bounds to guarantee that the empirical sum of normal-
ized/clipped gradients is roughly its expectation. Deriving explicit constants for these bounds is the most
technical part of the proof. Isotropy is leveraged to prove that, along directions orthogonal to its expected
value, normalized/clipped gradients are sub-Gaussian with a parameter O(1/

√
D).

Combining it all yields the main theorem (Appendix E).

4 Experiments on dimension reduction

Clearly, Theorem 1 calls for dimension reduction to secure model training. In this section, we formalize this
strategy, and empirically study the impact of the learning dimension d on robust training under poisoning,
on both synthetic data and on MNIST.

4.1 Synthetic data experiments

We first consider synthetic data, which provides insights into the value of dimension reduction.

Dimension reduction: Limit the attack surface Consider a map πd : RD → Rd. Dimension reduction
merely corresponds to training from (πd(xn), yn), instead of (xn, yn). Essentially, we force our algorithms to
be blind to some inputs; perhaps to their overwhelming majority. In this section, πd is simply defined as the
orthogonal projection on the first d coordinates.

Now, intuitively, this may appear to be bizarre. How can removing information increase security? Our
key insight is that this literally reduces the attack surface4, i.e. the combinatorial space that the adversary
can exploit. In particular, the adversary can only attack with P vectors of dimension d, instead of P vectors
of dimension D. But which value of d should be selected? To address this question, we consider the following
experimental setup.

4“Attack surface” is a terminology widely used in classical cybersecurity. In our setting, amusingly, it takes a literal
mathematical meaning, as it describes the subspace of attack feature vectors that the adversary can exploit.
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True model. To simulate the fact that the system designer may successfully prioritizes the dimensions
with the largest signal, we consider a true model of the form β ≜ (1−ω, 2−ω, . . . , D−ω), for ω ≥ 0. Our
simulations are run with ω ≜ 0.5.

Statistical error. Our (poisoned) trained model is evaluated by the statistical error:

Err(α|Y) ≜ E [ℓ(α|x, y) |x ∼ N (0, ID), y ∼ Y(x)] . (6)

As shown in the Appendix, for dimension-reduced linear regression, this equals ∥β∥22 + ∥α− πd(β)∥22.

Poisoning defense. For more completeness, instead of the geometric median5 and of clipped mean, our
experiments consider two other state-of-the-art robust mean estimators, namely the coordinate-wise median
(CwMed6) and the P -trimmed mean (CwTM7 [YCRB18, EFG+21], for which arbitrary model manipulation
does not hold in general8.

Poisoning attack. By virtue of the gradient inversion lemma, without loss of generality, like [FGHV22],
we consider gradient attacks instead of data poisoning. We focus on the “antimodel gradient attack”, which
is closely related to gradient ascent of the statistical error. Given parameters α, the right training direction
points from α to πd(β). This prompts us to define poisoned gradients by g(P ) ≜ Λ(πd(β)− α), with a large
multiplier Λ ≥ 0. Our experiments are run with Λ ≜ 103.

Hyperparameters. We consider H ≜ 5000 honest data, with X ≜ N (0, ID). We set D ≜ 5000 for linear
regression, and D ≜ 1000 for logistic regression, to generate honest data.

Reproducibility. Our experiments are repeated using 10 seeds (see Supplementary Material), which define
the random honest training dataset H. The results are averaged. We also plot the variance between runs
with different seeds.
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(a) Linear regression with CwMed
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(b) Linear regression with CwTM
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(c) Logistic regression with CwMed
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(d) Logistic regression with CwTM

Figure 2: Statistical errors under poisoning, for varying model sizes d and number P of poisons.

5The error of state-of-the-art algorithms [CLM+16, PKH22] grow proportionally to the sum-of-distance loss, which can itself
be made arbitrarily large by vectors. Adapting them to force an attack-independent error unfortunately allows attackers to
arbitrarily slow their runtime.

6The output vector is, for each coordinate, the median of the inputs’ values on this coordinate.
7For each coordinate, the P most extreme inputs are discarded. The remaining values are averaged).
8This is especially the case for β colinear with a basis vector, as the problem is then reduced to one-dimensional training.

7



Results The statistical errors of our trained models are depicted in Figure 2. In all cases, we observe
an initial gain of increasing the dimension, followed by a harm that eventually outweighs the no-training
error9 (α = 0). In particular, the plots suggest that arbitrary model manipulation may often hold beyond
the particular case of GeoMed-based and ClipMean-based defense.

Note that, in our experiments, logistic regression suffers from overfitting data, even in the absence of
poisons. Moreover, the statistical errors do not vanish without poisons under coordinate-wise median defense.
This is not unexpected, as the coordinate-wise median diverges from the mean. Overall, only the case of
linear regression with trimmed mean has a vanishing statistical error as d = D.

Perhaps surprisingly, training is extremely vulnerable to small amounts of poisoning. In particular, the
P -trimmed mean for linear regression is deeply harmed by merely 2 poisons out of 5, 002 data. Even the
visibly more resilient coordinate-wise median is deeply harmed by less than 1% of poisoning inputs, despite
still relatively modest values of d, like d = 1000 in the context of logistic regression. Our experiments thus
expose the fact that the “safe” regime d ≪ H2/P 2 is actually far from safe.

Intriguingly, the optimal learning dimension d is observed to be a decreasing function of the number P
of poisoned data. In fact, the experiments invites us to conjecture that the optimal learning dimension d
is closely connected to the ratio H/P . Note that it evidently also depends on ω. Larger values of ω likely
decrease the optimal value of d, as larger coordinates quickly become highly uninformative.

4.2 Experiments on standard datasets
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Figure 3: Cross-entropy of a random feature linear
classifier on MNIST (left) and FashionMNIST (right),
trained using gradient descent with trimmed mean on
the training sets, and evaluated on the validation sets,
as a function of the number of parameters of these
models.

In this subsection, we further evaluate the impact of
high-dimensional training on the performance of ro-
bustified models under poisoning attack, but now for
the MNIST dataset [LeC98] and the FashionMNIST
dataset [XRV17], which both consist of feature-label
pairs (xn, yn) ∈ R784 × {0, 1, . . . , 9}.

Random feature linear classifier. We consider
a linear classifier modle based on d random features,
in the spirit of e.g. [RR07, MM22]. More precisely,
we draw d random vectors w1, . . . , wd ∼ N (0, I784).
Each feature xn ∈ R784 is then replaced by the vec-
tor x̃n = (σ(wT

1 xn), . . . , σ(w
T
d xn)) ∈ Rd, where σ is

an activation function. Here, we consider the sig-
moid function. A linear classifier is then trained on the pairs (x̃n, yn) ∈ Rd × {0, 1, . . . , 9} (which executes
softmax on linear forms of x̃n). The number of parameters of this model is 10d. Note that the classifier can
be regarded as a two-layer fully connected neural net with a random fixed first layer.

Attack. In this section, we again consider gradient (ascent) attacks instead of data poisoning. We also
assume that, during training, each batch of size b = 1000 is contaminated by ⌊P/H⌋ poisons. Given that
the MNIST and FashionMNIST training sets each have 60,000 entries, the “60 poisons” setting corresponds
to 1 poisonous input per batch.

Results. The performance is measure with cross-entropy on the MNIST and FashionMNIST validation
sets. Again we observe U-shaped curves, with very poor performance for high-dimensional models, despite an
extremely small amount of poisoning (P/H ≤ 1%). Additional details about the experiments are provided
in Appendix G.

9α = 0 implies a statistical error of ∥β∥22 for linear regression, and of ln 2 ≈ 0.693 for logistic regression.
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5 Informal discussions on more general cases

Let us now sketch informal arguments to estimate the generalizability of our theoretical and empirical results,
thereby providing further insights into high-dimensional poisoning. Our subsequent discussions are based
on the following bound, which intuitively says that the informativeness of a sampled gradient projected on
a d-dimensional random subspace of RD grows as Θ̃(

√
d/D).

Proposition 2. Let V be an isotropically random d-dimensional subspace of RD. Suppose v is a random

unit vector that must be in V . Then ∥E [v]∥2 ≤ 1150
√

d ln(1+d)
D .

Proof sketch. Denote u = E[v]
∥E[v]∥2

the direction of the expectation of v. V can be constructed as the subspace

spanned by d i.i.d normal vectors w1, . . . , wd, which form a quasi-orthonormal basis of V (up to scaling).
Formalizing this (with concentration bounds) allows to bound the coordinates of v ∈ V in this basis, given
that v is unitary. Now, uT v is a sum of terms uTw1, . . . , u

Twd, weighted by such coordinates. Using
concentration bounds on terms uTwi then guarantees that uT v is unlikely to be large. We conclude by
taking a union bound over a partition into extreme values of

∣∣uT v
∣∣. The full proof is in Appendix F.

5.1 Source-based learning

To increase security, it is useful to partition data based on their sources [FGHV22, EFG+22], i.e. to write
D =

⋃
s∈[S] Ds, where [S] ≜ {1, 2, . . . , S} is now a set of data sources and where Ds ≜ {(xn, yn)}n∈[Ns]

is the data from source s, which is of cardinal Ns. The loss for source s can then be written ℓ(α|Ds) ≜
1
Ns

∑
s∈[Ns]

ℓ(α|xk, yk). This may be called source-based learning, as it puts each source’s data in a separate
sandbox, rather than in a common pool.

Now, it is the set [S] of sources that can be partitioned into two subsets of cardinalities H and P , where
the former is a subset of honest sources, and the latter is the subset of poisoning sources. We may then use
a robust aggregation Agg to combine the gradients from the different sources, as

∇̂L(α|D) ≜ Agg (∇ℓ(α|D1), . . . ,∇ℓ(α|DS)) . (7)

Assuming that data of honest users are labeled using Yβ , sandboxed learning with a robust aggregator will
increase security. First, the security no longer depends on the amount of poisonous data; it will rather
depend on the fraction of poisoner users accepted in the system. But there is more.

Because the gradient ∇ℓ(α|Dh) of an honest source h ∈ [H] cumulates Nh data, and will thus be more
informative. In fact, assuming the feature vectors labeled by source h are i.i.d. and isotropic, we know that
∇ℓ(α|Dh) is an isotropic random Nh-dimensional subspace. Thus Proposition 2 applies, and suggests that
source h’s data are Θ̃(

√
Nh/D) times less informative than an optimized poison.

Following the key intuition (Section 3.2), it seems that arbitrary model manipulation would arise if

P ≥ Ω̃
(∑

h

√
Nh√

D

)
. This is equivalent to D ≥ Ω̃

(
E
[√

NS

]2
H2/P 2

)
, where NS is the number of data

provided by a random honest source. In particular, if all honest sources h ∈ [H] report Nh = NS honest
data, then this corresponds to D ≥ Ω̃(NSH

2/P 2).
Unfortunately, we fall short of a proof, because the concentration analysis (Appendix D) does not straight-

forwardly generalize. We leave this conjecture open.
Besides, an additional difficulty arises in practice. Namely, in most applications, especially language mod-

els and recommendation AIs, different sources h may use different distributions Yβh
. This is what [EFG+22]

refers to as fundamental heterogeneity. Yet [FGHV22] proved that βh ̸= βk for different honest users h ̸= k
further increases the vulnerability to poisoners.

5.2 Neural networks

Assume y is predicted by fα(x),where fα is a neural network, with α ∈ RD. Theorem 1 no longer applies.
Nevertheless, the key intuition of Section 3.2 suggests the following.
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Regression. Suppose that Y ≜ Rdy and that the loss on input (x, y) can be written ℓ(fα|x, y) = 1
2 ∥fα(x)− y∥22.

We then have ∇αℓ = (∇αfα(x)) (fα(x)− y), which must belong to the image of matrix ∇αfα(x) ∈ RD×dy .
Thus the gradient is constrained to lie in a dy-dimensional random vector subspace. The intuition of The-
orem 1 might then apply. As a result, we might have to fear arbitrary model manipulation in the regime
D ≥ Ω̃(dyH

2/P 2).

Classification. Suppose Y is a finite set. Given x, the gradient on data (x, y) must be one of |Y| possible
values ∇αℓ(α|x, y), for y ∈ Y, which span a random |Y|-dimensional subspace. As previously, this suggests
arbitrary model manipulation for D ≥ Ω̃(|Y|H2/P 2).

In both cases, two additional difficulty arises to turn these arguments into a rigorous proof. First, gradient
inversion is no longer guaranteed, even though empirical studies successfully perform it some some contexts,
by training neural nets, often in the context of breaking privacy in federated learning [JKL+21, WCGW23].
Second, the random vector subspaces that we discussed for neural nets are unlikely to be isotropically
distributed. Their distribution will depend on the particular model architecture and the training set. Because
of this, in practice, we expect general results to be very hard to obtain, and the arbitrary model manipulation
regime to appear for larger values of D.

5.3 Adding a regularization

It is common to add a regularization term, e.g. defining L(α|D) ≜ λ
2 ∥α∥22+

1
N

∑
n∈[N ] ℓ(α|xn, yn). A natural

gradient descent robustification uses the following robust gradient estimate:

λα+Agg(∇ℓ(α|x1, y1), . . . ,∇ℓ(α|xN , yN )). (8)

Targeting α now requires manipulating Agg into −λα. This analysis is significantly harder than what we
have, as it breaks symmetries that are widely exploited by our proof. Nevertheless, when ∥α∥2 ≪ 1/λ, the
effect of regularization vanishes, thereby suggesting manipulability towards α. Regularization can however
rule out the manipulation towards values of α whose norm exceeds 1/λ.

6 Conclusion

This paper provided security arguments for D ≤ 169H2/P 2. Essentially, this is because, in high dimension,
poisons can be made far more disinformative than honest data are informative. In particular, numerical
applications suggest that, to secure learning systems, at least in many highly adversarial settings, e.g.
language processing and content recommendation, model sizes should not exceed the billions, even when the
models are trained on ever more data.

Our results are far from conclusive though, and leave numerous important gaps to be filled. For instance,
it should be investigated whether arbitrary model manipulation is specific to the defense with the geometric
median and the clipped mean, or if it could be generalized to all robust aggregation rules, or to even more
general defenses. More importantly, despite our informal arguments, the more general (and less tractable)
case of nonlinear models, such as neural nets, remains to be analyzed.
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distributed learning in byzantium. In Jennifer G. Dy and Andreas Krause, editors, Proceedings
of the 35th International Conference on Machine Learning, ICML 2018, Stockholmsmässan,
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Appendix
Appendix A proves a simple closed form of the statistical error for linear regression.

Appendices B to E yield the proof of the main theorem (Theorem 1). The proof is divided into four
sections. Appendix B analyzes the manipulability of the geometric median. Appendix C proves that the
expected gradient has a vanishingly small norm in high dimension. Appendix D derives concentration bounds
on the sum of normalized gradients. Finally, Appendix E concludes.

Appendix F provides a proof of Proposition 2.

A Statistical errors in linear regression

The statistical error for linear regression has a simple closed form, which we prove for a noisy true model
Yβ,σ(x) = N (βTx, σ2).

Proposition 3. Err(α|Yβ,σ) = ∥α− β∥22 + σ2.

Proof. Note that αTx − y = (α − β)Tx + (βTx − y), which is the sum of two independent terms. Thus

E
[∥∥αTx− y

∥∥2
2

]
= E

[
((α− β)Tx)2

]
+ E

[
ε2
]
, where ε ≜ βTx− y is the random noise, whose distribution is

N (0, σ2. Clearly E
[
ε2
]
= σ2.

The former term E
[
((α− β)Tx)2

]
is then ∥α− β∥22 times the expectation of the square of the random

coordinate of x along the direction α− β. By rotational invariance of N (0, ID), we know that this random
coordinate has the same distribution as any coordinate, which is N (0, 1). Thus its expectation is the variance
of N (0, 1), which is one. Combining it all yields the lemma.

B The manipulability of “robust” aggregation rules

B.1 Preliminaries about the geometric median

Recall that the set of geometric medians is defined by

GeoMed(z1, . . . , zN ) ≜ argming∈Rd

∑
n∈[N ]

∥g − zn∥2 . (9)

To understand the vulnerability of GeoMed-based gradient descent, it is useful to study the first order
condition. For any vector z ∈ Rd − {0}, let us denote u(z) ≜ z/ ∥z∥2 the unit vector in the direction of

z, and u∆(z) ≜ min
{
1, ∆

∥z∥2

}
z the ∆-clipping of z. We also define u(0) ≜

{
z ∈ Rd

∣∣ ∥z∥2 ≤ 1
}
as the unit

ball. We then have the following characterization.

Proposition 4. G is a geometric median of (z1, . . . , zN ) if and only if 0 ∈
∑

n∈[N ] u(G− zn).

Proof. This is the first order condition. By convexity of the Euclidean norm, this condition is sufficient.

We now characterize the manipulability of the geometric median.

Proposition 5. Consider H vectors z1, . . . , zH ∈ Rd. Let G ∈ Rd a target vector. Then there exists P
vectors zH+1, . . . , zH+P ∈ Rd such that G ∈ GeoMed(z1, . . . , zH+P ), if and only if, for each h ∈ [H], there

exists uh ∈ u(zh −G) such that
∥∥∥∑h∈[H] uh

∥∥∥
2

≤ P .

Proof. Assume g ∈ GeoMed(z1, . . . , zH+P ). Then 0 ∈
∑

n∈[H+P ] u(G − zn). Thus there exists un ∈
u(G− zn) for all n ∈ [H + P ] such that

∑
un = 0. But then, this implies that∥∥∥∥∥∥

∑
h∈[H]

uh

∥∥∥∥∥∥
2

=

∥∥∥∥∥∥−
∑
p∈[P ]

uH+p

∥∥∥∥∥∥
2

≤
∑
p∈[P ]

∥uH+p∥2 ≤ P. (10)
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This concludes the first implication.
Conversely, assume that uh ∈ u(zh − G) for all h ∈ [H] with ∥

∑
uh∥2 ≤ P . Define u(P ) ≜ − 1

P

∑
uh.

We then have
∥∥u(P )

∥∥
2
≤ 1. Now define zH+p ≜ G for all p ∈ [P ]. Since u(zH+p − G) = u(0) which is

the unit ball, we know that uH+p ≜ u(P ) ∈ u(zH+p − G). Thus un ∈ u(zn − G) for all n ∈ [H + P ], with∑
n∈[H+P ] un =

∑
h∈H uh + Pu(P ) = 0. This proves that G ∈ GeoMed(z1, . . . , zH+P ), and concludes the

proof.

B.2 A necessary and sufficient condition for learning manipulability

Combining Lemma 1 to Proposition 5 now leads the simple characterization of vectors α that can be made
stationary points by a poisoning attack. To state it, for h ∈ [H], let us denote gh(α) ≜ ∇ℓ(α|xh, yh).

Lemma 2. Let α ∈ RD. Consider an honest dataset H, for logistic or linear regression. There exists P such
that α is a (GeoMed,H ∪ P)-stationary point, if and only if, for all h ∈ [H], there exists uh ∈ u(gh(α))

such that
∥∥∥∑h∈[H] uh

∥∥∥
2
≤ P .

Proof. Recall that α is a (GeoMed,H∪P)-stationary point, if and only if, 0 ∈ ∇̂L(α|H∪P), whose right-

hand side is ∇̂L(α|H∪P) = GeoMed (∇ℓ(α|x1, y1), . . . ,∇ℓ(α|xH , yH),∇ℓ(α|xH+1, yH+1), . . .∇ℓ(α|xH+P , yH+P )).
Here, G ≜ 0 acts like the target vector of Proposition 5. This proposition implies that there exists
zH+1, . . . , zH+P such that 0 ∈ GeoMed (∇ℓ(α|x1, y1), . . . ,∇ℓ(α|xH , yH), zH+1, . . . , zH+P ), if and only if,∑

u(gh(α)) contains a vector of norm at most P . Lemma 1 then asserts that the existence of zH+1, . . . , zH+P

is equivalent to that of P.

Note that, since xh is drawn from a continuous distribution, for any α, the probability that gh(α) = 0 is
zero. Thus for a given α, the condition under which it can be turned into a (H ∪P, d)-stationary point can

essentially be written
∥∥∥∑h∈[H] u(gh(α))

∥∥∥
2
≤ P (if H is defined independently from α).

We prove a similar result for ∆-clipped mean.

Lemma 3. Let α ∈ RD. Consider an honest dataset H, for logistic or linear regression. There exists P

such that α is a (ClipMean∆,H ∪P)-stationary point, if and only if
∥∥∥∑h∈[H] u∆(gh)

∥∥∥
2
≤ P∆.

Proof. Assume α is a (ClipMean∆,H ∪P)-stationary point. Then we must have

0 =

∥∥∥∥∥∥
∑

h∈[H]

u∆(gh) +
∑
p∈[P ]

u∆(gH+p)

∥∥∥∥∥∥
2

≥

∥∥∥∥∥∥
∑

h∈[H]

u∆(gh)

∥∥∥∥∥∥
2

−
∑
p∈[P ]

∥u∆(gH+p)∥2 (11)

≥

∥∥∥∥∥∥
∑

h∈[H]

u∆(gh)

∥∥∥∥∥∥
2

− P∆. (12)

Rearranging the terms yields the first implication.

Conversely, for p ∈ [P ], define gH+p ≜ − 1
P

∑
h∈[H] u∆(gh). Then

∥∥∥∑h∈[H] u∆(gh)
∥∥∥
2
≤ P∆ implies

∥gH+P ∥2 ≤ ∆. Thus ∑
h∈[H]

u∆(gh) +
∑
p∈[P ]

u∆(gH+p) =
∑

h∈[H]

u∆(gh) +
∑
p∈[P ]

gH+p (13)

=
∑

h∈[H]

u∆(gh)−
∑
p∈[P ]

1

P

∑
h∈[H]

u∆(gh) = 0, (14)

which implies that α is a (ClipMean∆,H ∪P)-stationary point.
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C The expectation of normalized/clipped gradient is small

In this section, we prove that the expected value of an honest normalized/clipped gradient is small, especially
in very high dimension. More precisely, denote g ≜ ∇ℓ(α|x, y) a random gradient at 0, where x ∼ X is drawn
from an isotropic distribution and y ∼ Yβ,σ(x), where Y corresponds to either linear or logistic regression.

We will prove that ∥E [u(g)]∥2 ≤ 12/
√
D and that ∥E [u∆(g)]∥2 ≤ 12∆/

√
D.

C.1 Two infinite series bounds

Before detailing the proof, let us first notice the two following bounds on two infinite series.

Lemma 4.
∑∞

k=1(k + 1)e−k2/8 ≤ 6.

Proof. First note that d
dt (te

−t2/8) = (1− 1
4 t

2)e−t2/8. Thus, for t ≥ 2, te−t2/8 is decreasing. In particular, for

k ≥ 3 and t ∈ [k − 1, k], we have ke−k2/8 ≤ te−t2/8. Let K ≥ 3. Using also k2 ≥ k for k ≥ K, we have

∞∑
k=1

(k + 1)e−k2/8 =

K−1∑
k=1

(k + 1)e−k2/8 +

∞∑
k=K

ke−k2/8 +

∞∑
k=K

e−k2/8 (15)

≤
K−1∑
k=1

(k + 1)e−k2/8 +

∞∑
k=K

∫ k

k−1

te−t2/8dt+

∞∑
k=K

e−k/8 (16)

≤
K−1∑
k=1

(k + 1)e−k2/8 − 4
[
e−t2/8

]∞
t=K−1

+
e−K/8

1− e−1/8
(17)

=

K−1∑
k=1

(k + 1)e−k2/8 + 4e−(K−1)2/8 +
e−K/8

1− e−1/8
. (18)

Plugging K = 100 in the computation above yields the lemma.

Lemma 5.
∑∞

k=1
k+1
k e−k2/2 ≤ 1.44.

Proof. Note that k+1
k ≤ 2 and k2 ≥ k for k ≥ 1. Let K ≥ 2. Then

∞∑
k=1

k + 1

k
e−k2/2 ≤

K−1∑
k=1

k + 1

k
e−k2/2 +

∞∑
k=K

k + 1

k
e−k2/2 (19)

≤
K−1∑
k=1

k + 1

k
e−k2/2 + 2

∞∑
k=K

e−k/2 (20)

=

K−1∑
k=1

k + 1

k
e−k2/2 +

2e−K/2

1− e−1/2
. (21)

We conclude by taking K = 13.

C.2 A general form of the gradient

Lemma 6. For both linear and logistic regression, u(g) = S(x, ξ)u(x), for some function S with values
in {{+1} , {−1} , [−1,+1]} and a noise ξ independent from x. Moreover, u∆(g) = S∆(x, ξ)u(x), where S∆

takes values in [−∆,∆].
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Proof. In linear regression (with noise), we have g = (αTx − y)x = ((α − β)Tx + ξ)x, with some noise
ξ ∼ N (0, σ2) that is independent from x. This implies u(g) = Slinear(x, ξ)u(x), with Slinear(x, ξ) ≜

Sign
(
(α− β)Tx+ ξ

)
. Moreover we can write u∆(g) = S∆,linear(x, ξ)u(x), where S∆,linear(x, ξ) = Slinear(x, ξ)min

{
1, ∆

|(α−β)T x+ξ|·∥x∥2

}
if (α− β)Tx+ ξ ̸= 0, and S∆,linear(x, ξ) = 0 otherwise.

For logistic regression, we have g = (σ(αTx) − y)x, where the label y is given by y = 1
[
ξ < σ(βTx)

]
,

for a random variable ξ ∼ U([0, 1]) independent from x. It follows that u(g) = Slogistic(x, ξ)u(x), with

Slogistic(x, ξ) ≜ Sign
(
σ(αTx)− 1

[
ξ < σ(βTx)

])
. Again, we can write u∆(g) = S∆,logistic(x, ξ)u(x), where

S∆,logistic(x, ξ) = Slogistic(x, ξ)min
{
1, ∆

|σ(αT x)−1[ξ<σ(βT x)]|·∥x∥2

}
.

C.3 Two classical concentration bounds

Before the sequel, we recall the two following concentration bounds on the random normal vectors and on
its norm.

Lemma 7. Let Z ∼ N (0, 1) and κ > 0. Then P [Z ≥ κ] ≤ 1
κ
√
τ
e−κ2/2.

Proof. Considering the variable change s = t+ κ, and denoting τ = 6.28318530718..., yields

P [Z ≥ κ] =
1√
τ

∫ ∞

κ

e−t2/2dt =
1√
τ

∫ ∞

0

e−κ2/2e−κse−s2/2ds ≤ e−κ2/2

√
τ

∫ ∞

0

e−κsds =
e−κ2/2

√
τ

[
e−κs

κ

]∞
s=0

,

(22)

where we used e−s2/2. Finishing the computation yields the lemma.

Lemma 8 ([Wai19], Example 2.11). Let x ∼ N (0, ID) and κ ≥ 0. Then

P
[
∥x∥22 −D ≥ κ

√
D
]
≤

{
e−κ2/8, for κ ≤

√
D,

e−κ
√
D/8, for κ ≥

√
D,

(23)

and similarly for the event
{
∥x∥22 −D ≤ −κ

√
D
}

Sketch of proof. The square of a standard normal variable is sub-exponential of parameters (2, 4) (see
Lemma 23), Thus the sum of D of them is sub-exponential of parameters (2

√
D, 4). The result follows

from the sub-exponential tail bound.

C.4 An isotropic unit vector is almost orthogonal to any fixed vector

In this section , we prove that the norm of µ is small. Essentially, the intuition behind this is that u(g)
is unlikely to point towards its expected value µ, because high-dimensional isotropic vectors are nearly
orthogonal.

To precisely derive the result, let us first identify the following high-probability events.

Lemma 9. Let κ ∈ [0,
√
D]. With probability at least 1− e−κ2/8, we have ∥x∥22 ≥ D − κ

√
D.

Proof. This follows from Lemma 8 and x ∼ N (0, ID).

Lemma 10. Let κ ≥ 1 and u any unit vector. Then with probability at least 1 − 2
κ
√
τ
e−κ2/2, we have∣∣uTx

∣∣ ≤ κ.

Proof. uTx ∼ N (0, uT Iu) = N (0, 1). Lemma 7 yields the result.

The two previous well-known facts allow to derive the following key lemma.
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Lemma 11. Consider a fixed unit vector u ∈ SD−1 and assume v is a random vector uniformly distributed
over SD−1. Let S be a random variable, which may depend on v, and with values in [−∆,∆]. For D ≥ 1024,
we have E

[
SuT v

]
≤ 12∆/

√
D.

Proof. Note that v can be written x/ ∥x∥2 for x ∼ N (0, ID). For κ ∈ [1,
√
D], define

Eκ ≜
{
∥x∥22 ≥ D − κ

√
D
}
∩
{∣∣xTu

∣∣ ≤ κ
}
. (24)

Combining the two previous lemma yields P [¬Eκ] ≤ e−κ2/8 + 2
κ
√
τ
e−κ2/2. Now define K ≜ ⌊

√
D/4⌋. For

κ ∈ [1,K], we then haveD−κ
√
D ≥ 3D/4. Note moreover thatK2 ≥ (

√
D
4 −1)2 ≥ D

16−
√
D
2 ≥ D

16

(
1− 8√

D

)
≥

D
32 , using D ≥ 256. For D ≥ 1024, we also have e−D/256 ≤ 0.587/

√
D. Moreover, note that D −

√
D ≥

(1− 1√
D
)D ≥ (1− 1√

1024
)D = 31

32D. We now have the following union bound:

E

[∣∣SuT v
∣∣

∆

]
=

K∑
κ=1

E

[∣∣SxTu
∣∣

∆ ∥x∥2

∣∣∣∣∣ Eκ − Eκ−1

]
P [Eκ − Eκ−1] + E

[∣∣SxTu
∣∣

∆ ∥x∥2

∣∣∣∣∣−EK

]
P [−EK ] (25)

≤ 1√
D −

√
D︸ ︷︷ ︸

κ=1

+
K∑

κ=2

(
κ√

D − κ
√
D

)
P [−Eκ−1] + E

[∣∣u(x)Tu∣∣ ∣∣−EK
]︸ ︷︷ ︸

≤1

P [−EK ] (26)

≤
√

32

31D
+

√
8

7D

K∑
κ=2

κ

(
e−

(κ−1)2

8 +
2

(κ− 1)
√
τ
e−

(κ−1)2

2

)
+ e−

K2

8 +
2

K
√
τ
e−

K2

2 (27)

≤
√

32

31D
+

1√
D

√
8

7

∞∑
k=1

(k + 1)e−
k2

8 +
1√
D

√
8

7τ

∞∑
k=1

k + 1

k
e−

k2

2 + e−
D
256 +

2
√
32√
τD

e−
D
64 (28)

≤ 1√
D

(√
32

31
+

√
8

7

∞∑
k=1

(k + 1)e−
k2

8 +

√
8

7τ

∞∑
k=1

k + 1

k
e−

k2

2 + 0.587 +
8
√
2√
τ
e−16

)
, (29)

We now use
∑∞

k=1(k + 1)e−k2/8 ≤ 6 (Lemma 4) and
∑∞

k=1
k+1
k e−k2/2 ≤ 1.44 (Lemma 5), which eventually

yields the bound. This then implies E
[
SuT v

]
≤ E

[∣∣SuT v
∣∣] ≤ 12∆/

√
D.

C.5 The norms of the expected normalized/clipped gradient are small

We now derive the main results of this section, which bound the expected norms of normalized and clipped
gradients.

Lemma 12. Assume D ≥ 1024. Then ∥E [u(g)]∥2 ≤ 12/
√
D.

Proof. We apply Lemma 11 with u ≜ u(E [u(g)]), v = u(x), S = S(x, ξ) and ∆ = 1. Recall that u(g) = Sv.
We then have

∥E [u(g)]∥2 = E [u(g)]
T
u (E [u(g)]) = E [Sv]

T
u = E

[
SuT v

]
≤ 12/

√
D (30)

This concludes the proof.

Lemma 13. Assume D ≥ 1024. Then ∥E [u∆(g)]∥2 ≤ 12∆/
√
D.

Proof. We apply Lemma 11 with u ≜ u(E [u∆(g)]), v = u(x) and S = S∆(x, ξ). Recall that u∆(g) = Sv.
We then have

∥E [u∆(g)]∥2 = E [u∆(g)]
T
u (E [u∆(g)]) = E [Sv]

T
u = E

[
SuT v

]
≤ 12∆/

√
D (31)

This concludes the proof.
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D Isotropic unit/clipped vectors are sub-Gaussian

In this section we show that isotropic unit vectors are sub-Gaussian, which will allow us to derive a concen-
tration bound on the deviation to the expectation.

D.1 Preliminaries on sub-Gaussian variables

Definition 4. A random zero-mean variable X is sub-Gaussian of parameter σ if

∀λ ∈ R, E
[
eλX

]
≤ eλ

2σ2/2. (32)

Lemma 14 (Adapted from [Ver18], Proposition 2.5.2). Suppose X is a random zero-mean variable that

verifies P [|X| ≥ t] ≤ 3e−t2/c2 for all t ≥ 0. Then X is sub-Gaussian of parameter 14c.

Proof. For any p ≥ 1, we have

E [|X|p] =
∫ ∞

0

P [|X|p ≥ s] ds
t=sp
=

∫ ∞

0

P [|X| ≥ t] ptp−1dt (33)

≤ 3p

∫ ∞

0

e−t2/c2tp−1dt
u=t2/c2

= 3p

∫ ∞

0

e−ucp−1u
p−1
2

c2du

c
√
u

(34)

≤ 3pcp
∫ ∞

0

e−uu
p
2−1du = 3pcpΓ(p/2), (35)

where Γ is the classical gamma function. It is well-known that for t ≥ 1/2, it verifies Γ(t) ≤ 3tt. Thus
E [|X|p] ≤ 9pcp(p/2)p/2.

Now let ν ≥ 0. The Taylor expansion of the exponential function yields

E
[
eν

2X2
]
= E

[
1 +

∞∑
q=1

(ν2X2)q

q!

]
= 1 +

∞∑
q=1

ν2q

q!
E
[
|X|2q

]
≤ 1 +

∞∑
q=1

ν2q

(q/e)q
(18qc2qqq), (36)

using Stirling approximation q! ≥ (q/e)q. We now use the bound 18q ≤ e2.5q for q ≥ 1, which implies

E
[
eν

2X2
]
≤ 1 +

∞∑
q=1

ν2q(e3.5qc2q) ≤
∞∑
q=0

(
36ν2c2

)q
=

1

1− 62ν2c2
, (37)

for ν < 1/6c. We now use the bound 1
1−t ≤ e2t for t ∈ [0, 1/2]. Thus,

∀ν ∈
[
0,

1

6c
√
2

]
, E

[
eν

2X2
]
≤ exp(72ν2c2). (38)

Now consider λ ∈ R. We now use the inequality et ≤ t+ et
2

for all t ∈ R. Then, for all λ ∈ R,

E
[
eλX

]
≤ E

[
λX + eλ

2X2
]
= λE [X]︸ ︷︷ ︸

=0

+E
[
eλ

2X2
]
= E

[
eλ

2X2
]
. (39)

Now, for |λ| ≤ 1
6c

√
2
, the previous bound implies E

[
eλX

]
≤ e72λ

2c2 ≤ e90λ
2c2 .

For |λ| ≥ 1
6c

√
2
, we use the inequality 2λt ≤ αλ2 + 1

α t
2 (for all λ, t and α > 0) with α = 36c2, yielding

E
[
eλX

]
≤ e18c

2λ2E
[
eX

2/72c2
]
. Now note that we can apply Equation (38) for ν = 1/6c

√
2 (and thus

ν2 = 1/72c2), which gives E
[
eX

2/72c2
]
≤ e. For |λ| ≥ 1

6c
√
2
, we have e ≤ e72c

2λ2

, which then implies

E
[
eλX

]
≤ e(18+72)c2λ2

= e90c
2λ2

.

Overall we thus have the sub-Gaussian bound, for σ2 = 180c2. The bound
√
180 ≤ 14 allows to conclude.
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Lemma 15. If X and Y are independant sub-Gaussians of parameters σX and σY , then X + Y is sub-
Gaussian of parameter

√
σ2
X + σ2

Y .

Proof. Let λ ∈ R. Then E
[
eλ(X+Y )

]
= E

[
eλXeλY

]
= E

[
eλX

]
E
[
eλY

]
≤ eλ

2σ2
X/2eλ

2σ2
Y /2 = eλ

2(σ2
X+σ2

Y )/2

Lemma 16 ([Wai19], Exercise 2.4). If X has zero mean and verifies a ≤ X ≤ b. Then X is sub-Gaussian
with parameter b−a

2 .

Proof. We refer to [Wai19], Exercise 2.4, as obtaining the tight parameter is technical and not very interesting
for our purpose.

Theorem 2 (Hoeffding [Wai19]). Suppose X is a zero-mean sub-Gaussian variable of parameter σ. Then

∀t ≥ 0, P [X ≥ t] ≤ e−t2/2σ2

. (40)

Proof. This follows from the classical Chernoff bound. Namely, for λ ≥ 0, we have

P [X ≥ t] ≤ e−λtE
[
eλX

]
≤ e−λteλ

2σ2/2. (41)

We conclude with the special case λ = t/σ2.

D.2 Bounding the tail distribution

Lemma 17. For any unit vector u and κ ≥ 0, P
[∣∣u(g)Tu∣∣ ≥ κ

]
≤ 3e−κ2D/4.

Proof. Note that the lemma is trivially true for κ ≤
√
2/D, as the right-hand side is then at least 3e−1/2 ≥ 1.

Without loss of generality, we now assume κ ≥
√
2/D.

We can write u(g) = χ x
∥x∥2

, with x ∼ N (0, ID) and χ ∈ {−1,+1}, whose distribution depends on x.

Now denote E ≜
{
∥x∥2 ≥

√
D
2

}
. Note that E holds if and only if ∥x∥22 ≥ 1

2D. For E to fail, we

must have ∥x∥22 < 1
2D, which requires ∥x∥22 − D < − 1

2D. By Lemma 8 (with κ =
√
D/2), we know that

P [E ] ≥ 1− e−D/32.
Consider any unit vector u.

P
[∣∣u(g)Tu∣∣ ≥ κ

]
≤ P

[∣∣xTu
∣∣ ≥ κ ∥x∥2 and E

]
+ P [¬E ] (42)

≤ P

[∣∣xTu
∣∣ ≥ κ

√
D

2

]
+ e−D/32 ≤ 2e−κ2D/4 + e−D/32, (43)

using xTu ∼ N (0, 1) and Lemma 7 (with κ ≥
√
2/D). Now, if κ ≤ 1, then e−κ2D/4 ≥ e−D/4 ≥ e−D/32, and

we thus have the bound P
[∣∣u(g)Tu∣∣ ≥ κ

]
≤ 3e−κ2D/4. For κ ≥ 1, we trivially have the same bound, since∣∣u(g)Tu∣∣ is necessarily at most 1 (scalar product of unit vectors).

Lemma 18. For any unit vector u and κ ≥ 0, P
[∣∣u∆(g)

Tu
∣∣ ≥ κ∆

]
≤ 3e−κ2D/4.

Proof. Note that
∣∣u∆(g)

Tu
∣∣ ≤ ∆

∣∣u(g)Tu∣∣. It then suffices to apply Lemma 17.

Lemma 19. Let u and v be unit vectors respectively orthogonal to E [u(g)] and E [u∆(g)]. Then u(g)Tu and
1
∆u∆(g)

T v are both zero-mean sub-Gaussian variables with parameter 28/
√
D.

Proof. E
[
u(g)Tu

]
= E [u(g)]

T
u = 0, thus u(g)Tu has zero mean. Similarly E

[
u∆(g)

T v
]
= E [u∆(g)]

T
v = 0,

thus 1
∆u∆(g)

T v = 0. By Lemma 17 and Lemma 14 (with c = 2/
√
D), we know that u(g)Tu is sub-Gaussian

with parameter 14 · 2/
√
D, and so is 1

∆u∆(g)
T v (using Lemma 18).
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Lemma 20. (u(g) − E [u(g)])Tu(E [u(g)]) and 1
∆ (u∆(g) − E [u∆(g)])

Tu(E [u∆(g)]) are zero-mean sub-
Gaussian variables with parameter 1.

Proof. Denote µ ≜ E [u(g)]. E
[
(u(g)− µ)Tu(µ)

]
= (E [u(g)]−µ)Tu(µ) = 0, thus (u(g)−µ)Tu(µ) has mean

zero. Moreover (u(g) − µ)Tu(µ) = u(g)Tu(µ) − ∥µ∥2 ∈ [−1 − ∥µ∥2 , 1 − ∥µ∥2]. By Lemma 16, it is thus
sub-Gaussian of parameter 1. A similar argument applies to 1

∆ (u∆(g)− E [u∆(g)])
Tu(E [u∆(g)]).

D.3 A concentration bound on the sum of normalized honest gradients

Lemma 21. Let κ ≥ 0. With probability at least 1− 2De−κ2/1568,∥∥∥∥∥∥
∑

h∈[H]

u(gh)−HE [u(g)]

∥∥∥∥∥∥
2

≤ κ
√
2H (44)

Proof. Consider an orthonormal basis e1, . . . , eD−1 of the hyperplane µ⊥ orthogonal to µ ≜ E [u(g)]. From
Lemma 19, along each coordinate i ∈ [D − 1], u(gh)

Tei is sub-Gaussian of parameter 28/
√
D. Since these

terms are independent, by Lemma 15, we know that Xi ≜
∑

h u(gh)
Tei is sub-Gaussian of parameter

28
√
H/D. By Theorem 2 (with t = κ

√
H/D), we know that |Xi| ≤ κ

√
H/D with probability at least

1− 2e−κ2/2·282 .
Now consider Xµ ≜

∑
h(u(gh)− µ)Tu(µ). This is the sum of H independent variables, each of which is

sub-Gaussian of parameter 1. Thus Xµ is sub-Gaussian of parameter
√
H. By Theorem 2 (with t = κ

√
H),

we have |Xµ| ≤ κ
√
H with probability at least 1− 2e−κ2/2 ≥ 1− 2−κ2/2·282 .

Taking the intersection of all these events imply that, with probability at least 1− 2De−κ2/1568, we have∥∥∥∥∥∥
∑

h∈[H]

u(gh)−Hµ

∥∥∥∥∥∥
2

2

= X2
µ +

D−1∑
i=1

X2
i ≤ κ2H + (D − 1)κ2H

D
≤ 2κ2H. (45)

Taking the square root concludes the proof.

Lemma 22. Let κ ≥ 0. With probability at least 1− 2De−κ2/1568,∥∥∥∥∥∥
∑

h∈[H]

u∆(gh)−HE [u∆(g)]

∥∥∥∥∥∥
2

≤ κ∆
√
2H (46)

Proof. Consider an orthonormal basis e1, . . . , eD−1 of the hyperplane µ⊥
∆ orthogonal to µ∆ ≜ E [u∆(g)].

From Lemma 19, along each coordinate i ∈ [D − 1], 1
∆u∆(gh)

Tei is sub-Gaussian of parameter 28/
√
D.

Since these terms are independent, by Lemma 15, we know that Xi ≜
∑

h
1
∆u∆(gh)

Tei is sub-Gaussian of

parameter 28
√

H/D. By Theorem 2 (with t = κ
√

H/D), we know that |Xi| ≤ κ
√
H/D with probability at

least 1− 2e−κ2/2·282 .
Now consider Xµ ≜ 1

∆

∑
h(u∆(gh) − µ∆)

Tu(µ∆). This is the sum of H independent variables, each of

which is sub-Gaussian of parameter 1. Thus Xµ is sub-Gaussian of parameter
√
H. By Theorem 2 (with

t = κ
√
H), we have |Xµ| ≤ κ

√
H with probability at least 1− 2e−κ2/2 ≥ 1− 2−κ2/2·282 .

Taking the intersection of all these events imply that, with probability at least 1− 2De−κ2/1568, we have∥∥∥∥∥∥
∑

h∈[H]

1

∆
u∆(gh)−H

µ∆

∆

∥∥∥∥∥∥
2

2

= X2
µ +

D−1∑
i=1

X2
i ≤ κ2H + (D − 1)κ2H

D
≤ 2κ2H. (47)

Taking the square root, and multiplying by ∆, concludes the proof.
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E Proof of arbitrary model manipulation (Theorem 1)

In this section, we prove Theorem 1. By Lemma 2, it suffices to prove that the sum
∑

u(gh) of normalized
honest gradients has a norm bounded by P , and that

∑
u∆(gh) has a norm bounded by ∆P .

Proof. Consider the event of Lemma 21 with κ = 56
√
lnD. Then with probability at least 1− 2De−2 lnD =

1− 2/D ≥ 1− δ, we have∥∥∥∥∥∥
∑

h∈[H]

u(gh)

∥∥∥∥∥∥
2

≤

∥∥∥∥∥∥
∑

h∈[H]

u(gh)−HE [u(g)]

∥∥∥∥∥∥
2

+ ∥HE [u(g)]∥2 (48)

≤ 56
√
2H lnD +

12H√
D

, (49)

using Lemma 12. AssumingH ≥ 6272D lnD = 2·562D lnD implies 56
√
H lnD ≤ H/

√
D. Thus

∥∥∥∑h∈[H] u(gh)
∥∥∥
2
≤

13H/
√
D ≤ P . By Lemma 2, we know that α can be made a stationary point. The case of u∆ is dealt with

similarly.

F On isotropically random subspaces (Proposition 2)

The proof of Proposition 2 leverages well-known concentration bounds on sub-exponential distributions.

F.1 Sub-exponential distributions and bounds

Definition 5. A zero-mean random variable X with mean µ is sub-exponential with parameters (ν, b) if

∀ |λ| < 1/b, E
[
eλ(X−µ)

]
≤ eν

2λ2/2. (50)

Lemma 23 ([Wai19], Example 2.8). Let Z ∼ N (0, 1). Then Z2 is sub-exponential with parameters (ν =
2, b = 4).

Proof. This follows from explicitly computing E
[
eλ(Z

2−1)
]
, and by bounding the result appropriately.

Lemma 24. Suppose X,Y ∼ N (0, 1) are independent. Then XY is zero mean and sub-exponential of
parameters (2

√
2, 4).

Proof. We have XY = A2 −B2, where A ≜ X+Y√
2

and B ≜ X−Y√
2
. Since (A,B) results from rotating (X,Y )

by an eighth of a turn, given the rotational symmetry of N (0, I2), it is known that (A,B) also follows
the N (0, I2) distribution. In particular, A2 and B2 are each the square of a standard centered normal
distribution, and they are independent. By Lemma 23, it follows that A2 and B2 each has zero mean, and
is sub-exponential with parameters (2, 4). Moreover, by Lemma 25, their difference is also zero mean and is
sub-exponential, of parameters (2

√
2, 4).

Lemma 25. Assume that for each i ∈ [N ], Xi is an independent zero-mean sub-exponential random variable
with parameters (νi, bi). Then

∑
i∈[N ] Xi is zero-mean sub-exponential with parameters (

√∑
ν2i ,max bi).

Proof. Without loss of generality, assume that each Xi has zero mean. Let λ < 1/(max bi) = min(1/bi).
Then

E
[
eλ

∑
Xi

]
=
∏

i∈[N ]

E
[
eλXi

]
≤
∏

i∈[N ]

eν
2
i λ

2/2 = e(
∑

ν2
i )λ

2/2, (51)

which is the conclusion of the lemma.
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Theorem 3 ([Wai19], Proposition 2.9). Suppose X is sub-exponential with mean µ and parameters (ν, b).
Then

P [X ≥ µ+ t] ≤
{

e−t2/2ν2

, if 0 ≤ t ≤ ν2/b,
e−t/2b, if t > ν2/b,

(52)

Proof. This follows from the classical Chernoff bound.

F.2 Concentration bounds

We prove this slightly more general lemma, whose special case κ = 8
√
ln(1 + d) yields Proposition 2.

Lemma 26. Let u be a unit vector. Suppose V is an isotropically random d-dimensional subspace of RD.

Then, for all κ ≥ 1, with high probability at least 1− 3d2e−κ2/16, for all unit vectors v ∈ V ,
∣∣uT v

∣∣ ≤ 6κ
√

d
D .

Proof. Note that the proposition is trivial for κ ≥ 1
6

√
D
d , as the right-hand side is 1, which is clearly an

upper-bound on the scalar product of two unit vectors. Without loss of generality, in the sequel, we assume

1 ≤ κ ≤ 1
6

√
D
d <

√
D.

Define V to be the vector spanned by d independent vectors w1, . . . , wd ∼ N (0, ID). With probability 1, V
has dimension d. Plus it is clearly isotropically drawn. Moreover, ( w1√

D
, . . . , wd√

D
) is then a quasi-orthonormal

basis of V . More precisely, define the following events:

E1 ≜
{
∀i ∈ [d],

∣∣∣∥wi∥22 −D
∣∣∣ ≤ κ

√
D
}
, (53)

E2 ≜
{
∀i ̸= j,

∣∣wT
i wj

∣∣ ≤ κ
√
D
}
, (54)

E3 ≜
{
∀i ∈ [d],

∣∣wT
i u
∣∣ ≤ κ

}
. (55)

By Lemma 8, using κ <
√
D, we know that E1 holds with probability at least 1 − de−κ2/8. By combining

Lemma 24, Lemma 25, we know that wT
i wj is zero-mean and sub-exponential of parameters (2

√
2D, 4). Thus

by Theorem 3 (with t = κ
√
D < D), E2 holds with probability 1− d2e−κ2/16. Finally, wT

i u ∼ N (0, uT Iu) =

N (0, 1). By Lemma 7, E3 holds with probability at least 1− d
κ
√
τ
e−κ2/2 ≥ 1− de−κ2/2, using κ ≥ 1. Taking

the intersection E = E1 ∩ E2 ∩ E3 then yields

P [E ] ≥ 1− de−κ2/8 − d2e−κ2/16 − de−κ2/2 (56)

≥ 1− 3d2e−κ2/16. (57)

In the sequel, we work under this high-probability event.
Now consider any (not necessarily unit) vector z ∈ V . Then there exists unique values λ1, . . . , λd such

that z =
∑

λiwi. But now, we have

∣∣zTu∣∣ = ∣∣∣∣∣
d∑

i=1

λiw
T
i u

∣∣∣∣∣ ≤
d∑

i=1

|λi|
∣∣wT

i u
∣∣ ≤ κ ∥λ∥1 ≤ κ

√
d ∥λ∥2 , (58)

where we used the classical inequality ∥·∥1 ≤
√
d ∥·∥2 in Rd. Moreover, note that

∥z∥22 =
∥∥∥∑λiwi

∥∥∥2
2
=
∑
i

λ2
i ∥wi∥22 + 2

∑
i̸=j

λiλjw
T
i wj ≥ (D − κ

√
D) ∥λ∥22 − 2κ

√
D
∑
i ̸=j

λiλj (59)

≥ (D − κ
√
D) ∥λ∥22 − 2κ

√
D ∥λ∥21 ≥ (D − κ

√
D) ∥λ∥22 − 2κ

√
dD ∥λ∥22 (60)

=

(
1− (1 + 2

√
d)κ√

D

)
D ∥λ∥22 ≤

(
1− 3κ

√
d

D

)
D ∥λ∥22 ≤ 1

2
D ∥λ∥22 , (61)
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where the last line uses κ ≤ 1
6

√
D
d . Now denoting v = z/ ∥z∥2 yields

∣∣vTu∣∣ ≤ ∣∣zTu∣∣
∥z∥2

≤
κ
√
d ∥λ∥2√

1
2D ∥λ∥22

=
√
2κ

√
d

D
≤ 6κ

√
d

D
, (62)

which concludes the proof.

Lemma 27. Let d ≥ 2 and u be a unit vector. Suppose V is an isotropically random d-dimensional
subspace of RD. Then, for all ν ≥ 1, with high probability at least 1 − 23e−4ν2

, for all unit vectors v ∈ V ,∣∣uT v
∣∣ ≤ 48ν

√
d ln(1+d)

D .

Proof. Let ν ≥ 1. Define κ ≜ 8ν
√
ln(1 + d). Then κ ≥ 8

√
ln(1 + d) ≥ 1, for d ≥ 2.

Thus Lemma 26 applies: with probability at least p ≜ 1− 3d2e−κ2/16,

∀ unit v ∈ V,
∣∣uT v

∣∣ ≤ 6κ

√
d

D
= 48ν

√
d ln(1 + d)

D
. (63)

Now using 1 + d ≥ 3 ≥ e and 2− 4ν2 ≤ 2− 4 = −2 < 0, we have

p = 1− 3d2e−4ν2 ln(1+d) = 1− 3d2(1 + d)−4ν2

(64)

≥ 1− 3d2

(1 + d)2
(1 + d)2−4ν2

≥ 1− 3e2−4ν2

(65)

≥ 1− (3e2)e−4ν2

≥ 1− 23e−4ν2

, (66)

which concludes the proof.

F.3 Proof of Proposition 2

Let us first prove a bound on an infinite series.

Lemma 28.
∑∞

k=0(1 + k)e−4k2 ≤ 1.04.

Proof. Note that d
dt te

−4t2 = (1 − 8t2)e−4t2 ≤ 0 for t ≥ 1. Thus, for k ≥ 2 and t ∈ [k − 1, k], we have

ke−4k2 ≤ te−4t2 . Now consider K ≥ 2. Then

∞∑
k=0

(1 + k)e−4k2

=

K−1∑
k=0

(1 + k)e−4k2

+

∞∑
k=K

e−4k2

+

∞∑
k=K

ke−4k2

(67)

≤
K−1∑
k=0

(1 + k)e−4k2

+

∞∑
k=K

e−4k +

∫ ∞

K−1

te−4t2dt (68)

≤
K−1∑
k=0

(1 + k)e−4k2

+
e−4K

1− e−4
− 1

8

[
e−4t2

]∞
K−1

(69)

≤
K−1∑
k=0

(1 + k)e−4k2

+
e−4K

1− e−4
+

1

8
e−4(K−1)2 . (70)

Using K = 2 yields the bound.

Finally we can conclude.
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Proof of Proposition 2. Denote µ ≜ E [v], and u ≜ u(µ). Define E0 = ∅ and Eν ≜

{
∀z ∈ V,

∣∣uT z
∣∣ ≤ 48κ ∥z∥2

√
d ln(1+d)

D

}
for ν ∈ N− {0}. Like in Lemma 12, we bound ∥µ∥2 by considering a partition into events Eν and applying
Lemma 27, yielding

∥µ∥2 = uTµ = E
[
uT v

]
=

∞∑
ν=1

E
[
uT v|Eν − Eν−1

]
P [Eν − Eν−1] (71)

≤
∞∑
ν=2

48ν

√
d ln(1 + d)

D
P [¬Eν−1] (72)

≤ 48

√
d ln(1 + d)

D

∞∑
ν=1

23νe−4(ν−1)2 (73)

= 1104

√
d ln(1 + d)

D

∞∑
ν=1

νe−4(ν−1)2

︸ ︷︷ ︸
≤1.04

, (74)

using Lemma 28. The inequality 1104 · 1.04 ≤ 1150 allows to conclude.

G Experimental details

The experiments were run on a machine with Nvidia GeForce GTX 970M with Cuda 13. The code is provided
in the supplementary material, and can be straightforwardly reproduced, even on a CPU, by following the
instructions from README.md.

In order to facilitate convergence, and since the optimization problem is strongly convex for linear models,
in the synthetic part of the experiments, we consider a dynamic learning rate, where the learning rate is
multiplied by an update term smaller than 1 (in our experiments, equal to 0.9), when, after 10 iterations,
the norm of the estimated (robustified) gradient decreases.

The initial learning rate is fixed at 0.05, and its value at iteration t is given by ut0.05/
√
t, where ut = 0.9kt

with kt being the number of the itmes that the learning rate gets a dynamic update because of a failure to
decrease the norm of the gradient.

Our experiments all exhibit a convergence to a point, for which the norm of the estimated (robustified)
gradient is very small.
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